Tekst KE
Article 1

Subject matter and objectives

1. This Regulation lays down rules
relating to the protection of individuals
with regard to the processing of
personal data and rules relating to the
free movement of personal data.

2. This Regulation protects the
fundamental rights and freedoms of
natural persons, and in particular their
right to the protection of personal
data.

3. The free movement of personal data
within the Union shall neither be
restricted nor prohibited for reasons
connected with the protection of
individuals with regard to the
processing of personal data.

Tekst Prez Litewskiej

Article 1
Subject matter and objectives

1. This Regulation lays down rules
relating to the protection of individuals with
regard to the processing of personal data
and rules relating to the free movement of
personal data.

2. This Regulation protects (...)
fundamental rights and freedoms of natural
persons and in particular their right to the
protection of personal data.

3. The free movement of personal
data within the Union shall neither be
restricted nor prohibited for reasons
connected with the protection of individuals
with regard to the processing of personal
data.

Tekst LIBE
Article 1

Subject matter and objectives

1. This Regulation lays down rules relating
to the protection of individuals with regard
to

the processing of personal data and rules
relating to the free movement of personal
data.

2. This Regulation protects the fundamental
rights and freedoms of natural persons, and

in particular their right to the protection of
personal data.

3. The free movement of personal data
within the Union shall neither be restricted
nor prohibited for reasons connected with
the protection of individuals with regard to
the processing of personal data.

Stanowisko MAIC

MAIC nie prezentowato dotad
stanowiska — przedstawiona propozycja
jest dla nas do zaakceptowania.

Article 2

Material scope

Article 2
Material scope

1. This Regulation applies to the

Article 2

Material scope

Ust.2 Lit.(b) — PL wyraZnie opowiadata
sie  za usunieciem wylaczenia dla
instytucji unijnych. Jesli celem ma by¢
harmonizacja, rozporzadzenie powinno
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1. This Regulation applies to the
processing of personal data wholly or
partly by automated means, and to the
processing other than by automated
means of personal data which form
part of a filing system or are intended
to form part of a filing system.

2. This Regulation does not apply
to the processing of personal data:

(a) in the course of an activity
which falls outside the scope of Union
law, in particular concerning national
security;

(b) by the Union institutions,
bodies, offices and agencies;

(c) by the Member States when
carrying out activities which fall within
the scope of Chapter 2 of the Treaty on
European Union;

(d) by a natural person without
any gainful interest in the course of its
own exclusively personal or household
activity;

(e) by competent authorities for
the purposes of prevention,
investigation, detection or prosecution
of criminal offences or the execution of
criminal penalties.

3. This Regulation shall be

processing of personal data wholly or partly
by automated means, and to the processing
other than by automated means of personal
data which form part of a filing system or

are intended to form part of a filing system’

2. This Regulation does not apply to
the processing of personal data:

(a) in the course of an activity which
falls outside the scope of Union law (...);

(b) ()

(c) by the Member States when
carrying out activities which fall within the
scope of Chapter 2 of Title V the Treaty on
European Union;

(d) by a natural person (...) in the
course of (...) a personal or household
activity;

(e) by competent public authorities for
the purposes of prevention, investigation,
detection or prosecution of criminal
offences and, for these purposes, the
maintenance of public order, or the
execution of criminal penalties

3. (..0).

1. This Regulation applies to the processing
of personal data wholly or partly by
automated means, irrespective of the
method of processing, and to the
processing other than by automated means
of personal data which form part of a filing
system or are intended to form part of a
filing system.

2. This Regulation does not apply to the
processing of personal data:

(a) in the course of an activity which falls
outside the scope of Union law, inpartiewlar
. ity

(c) by the Member States when carrying out
activities which fall within the scope of
Chapter

2 of Title V of the Treaty on European
Union;

(d) by a natural person without any gainful
interest in the course of its own an
exclusively personal or household activity.
This exemption also shall apply to a
publication of personal data where it can
be reasonably expected that it will be only
accessed by a limited number of persons;

(e) by competent public authorities for the
purposes of prevention, investigation,

mie¢ zastosowanie do
podmiotéw, réwniez i
europejskich.

wszystkich
instytucji

Ust.2 Lit. (d) — PL popiera brzmienie
tekstu Rady (wykreslenie ,,any gainful
interest” i exclusively”, jako ze te pojecia
sg nieostre i powodujg watpliwosci
interpretacyjne). Rozréznienie
czynnosci, ktére majg charakter
wytacznie osobisty i domowy moze by¢
problematyczne, w szczegdlnosci w
odniesieniu do dziatan w Swiecie
cyfrowym, podobnie niektdre czynnosci
podejmowana w charakterze domowym
moga wigzac sie z aspektem
zarobkowym. Osoby fizyczne
przetwarzajgce dane w celach
osobistych lub domowych nie powinny
podlega¢ wymogom rozporzadzenia.




without prejudice to the application of
Directive 2000/31/EC, in particular of
the liability rules of intermediary
service providers in Articles 12 to 15 of
that Directive.

detection or prosecution of criminal
offences or the execution of criminal
penalties.

3. This Regulation shall be without prejudice
to the application of Directive 2000/31/EC,
in particular of the liability rules of
intermediary service providers in Articles 12
to 15 of that Directive.l




Article 3
Territorial scope

1. This Regulation applies to the
processing of personal data in the
context of the activities of an
establishment of a controller or a
processor in the Union.

2. This Regulation applies to the
processing of personal data of data
subjects residing in the Union by a
controller not established in the Union,
where the processing activities are
related to:

(a) the offering of goods or
services to such data subjects in the
Union; or

(b) the monitoring of their
behaviour.
3. This Regulation applies to the

processing of personal data by a
controller not established in the Union,
but in a place where the national law
of a Member State applies by virtue of
public international law.

Article 3
Territorial scope

1. This Regulation applies to the
processing of personal data in the context
of the activities of an establishment of a
controller or a processor in the Union.

2. This Regulation applies to the
processing of personal data of data subjects
residing in the Union by a controller not
established in the Union, where the
processing activities are related to:

(a) the offering of goods or services,
irrespective of whether a payment by the
data subject is required, to such data
subjects in the Union; or

(b) the monitoring of their behaviour
as far as their behaviour takes place within
the European Union.

3. This Regulation applies to the
processing of personal data by a controller
not established in the Union, but in a place
where the national law of a Member State
applies by virtue of public international law.

Article 3
Territorial scope

1. This Regulation applies to the processing
of personal data in the context of the
activities of an establishment of a controller
or a processor in the Union, whether the
processing takes place in the Union or not.

2. This Regulation applies to the processing
of personal data of data subjects residing in
the Union by a controller or processor not
established in the Union, where the
processing activities are related to:

(a) the offering of goods or services,
irrespective of whether a payment of the
data subject is required, to such data
subjects in the Union; or

(b) the monitoring of such data subjects

3. This Regulation applies to the processing
of personal data by a controller not
established in the Union, but in a place
where the national law of a Member State
applies by virtue of public international law.

PL popiera brzmienie artykutu w tekscie
PREZ. Polska jest za zastosowaniem
przepisdw o ochronie danych
osobowych w stosunku do podmiotow z
panstw trzecich w przypadku, gdy
przetwarzanie wigze sie z oferowaniem
towardw lub ustug podmiotom danych
w UE lub monitorowaniem zachowania
tych osdb.




Article 4
Definitions
For the purposes of this Regulation:

(1) 'data subject' means an
identified natural person or a natural
person who can be identified, directly
or indirectly, by means reasonably
likely to be used by the controller or by
any other natural or legal person, in
particular by reference to an
identification number, location data,
online identifier or to one or more
factors specific to the physical,
physiological, genetic, mental,
economic, cultural or social identity of
that person;

(2) 'personal data' means any
information relating to a data subject;

(3) 'processing' means any
operation or set of operations which is
performed upon personal data or sets
of personal data, whether or not by
automated means, such as collection,
recording, organization, structuring,
storage, adaptation or alteration,
retrieval, consultation, use, disclosure
by transmission, dissemination or
otherwise making available, alignment
or combination, erasure or destruction;

(4) 'filing system' means any

Article 4
Definitions

For the purposes of this Regulation:

(1) 'personal data' means any
information relating to an identified or
identifiable natural person ('data subject');
an identifiable person is one who can be
identified, directly or indirectly (...), in
particular by reference to an identifier such
as a hame, an identification number,
location data, online identifier or to one or
more factors specific to the physical,
physiological, genetic, mental, economic,
cultural or social identity of that person.

(2a) 'pseudonymous data' means
personal data processed in such a way that
the data cannot be attributed to a specific
data subject without the use of additional
information, as long as such additional
information is kept separately and subject
to technical and organisational measures to
ensure non-attribution;

(3) 'processing' means any operation
or set of operations which is performed
upon personal data or sets of personal data,
whether or not by automated means, such
as collection, recording, organization,
structuring, storage, adaptation or
alteration, retrieval, consultation, use,
disclosure by transmission, dissemination or
otherwise making available, alignment or

Article 4
Definitions

For the purposes of this Regulation:

(2) 'personal data' means any information
relating to an identified or identifiable
natural person ('data subject’); an
identifiable person is one who can be
identified, directly or indirectly, in particular
by reference to an identifier such as a name,
an identification number, location data,
unique identifier or to one or more factors
specific to the physical, physiological,
genetic, mental, economic, cultural or social
or gender identity of that person;

(2a) 'pseudonymous data' means personal
data that cannot be attributed to a specific
data subject without the use of additional

Pkt. 2 (definicja danych osobowych) — PL
popiera szerokg definicje danych
osobowych. Kazda bowiem informacja,
ktora przy uzyciu rozsadnych srodkéw i
przy uwzglednieniu czasu i kosztow
pozwala na zidentyfikowanie osoby
fizycznej powinna by¢ rozumiana jako
dana osobowa (dotyczy to rowniez
identyfikatorow internetowych). Tak
szeroko rozumiana definicja danych
osobowych pozwala na uwzglednienie
potencjalnych nowych form
identyfikacji, jakie mogg sie pojawi¢ w
przysztosci w zwigzku z postepem
technologicznym.




structured set of personal data which
are accessible according to specific
criteria, whether centralized,
decentralized or dispersed on a
functional or geographical basis;

(5) 'controller' means the natural
or legal person, public authority,
agency or any other body which alone
or jointly with others determines the
purposes, conditions and means of the
processing of personal data; where the
purposes, conditions and means of
processing are determined by Union
law or Member State law, the
controller or the specific

criteria for his nomination may be
designated by Union law or by Member
State law;

(6) 'processor' means a natural or
legal person, public authority, agency
or any other body which processes
personal data on behalf of the
controller;

(7) 'recipient' means a natural or
legal person, public authority, agency
or any other body to which the
personal data are disclosed;

combination (...) or erasure;

(3a) 'restriction of processing' means
the marking of stored personal data with
the aim of limiting their processing in the
future;

(4) 'filing system' means any
structured set of personal data which are
accessible according to specific criteria,
whether centralized, decentralized or
dispersed on a functional or geographical
basis

(5) ‘controller' means the natural or
legal person, public authority, agency or any
other body which alone or jointly with
others determines the purposes (...) and
means of the processing of personal data;
where the purposes (...) and means of
processing are determined by Union law or
Member State law, the controller or the
specific criteria for his nomination may be
designated by Union law or by Member
State law;

(6) 'processor' means a natural or legal
person, public authority, agency or any
other body which processes personal data
on behalf of the controller;

(7) 'recipient' means a natural or legal
person, public authority, agency or any
other body other than the data subject, the
data controller or the data processor to
which the personal data are disclosed;

information, as long as such additional
information is kept separately and subject
to technical and organisational measures to
ensure non-attribution;

(2b) ‘encrypted data’ means personal data,
which through technological protection
measures is rendered unintelligible to any
person who is not authorised to access it;

(3) 'processing' means any operation or set
of operations which is performed upon
personal data or sets of personal data,
whether or not by automated means, such
as collection, recording, organization,
structuring, storage, adaptation or
alteration, retrieval, consultation, use,
disclosure by transmission, dissemination or
otherwise making available, alignment or
combination, erasure or destruction;

(3a) 'profiling' means any form of
automated processing of personal data
intended to evaluate certain personal
aspects relating to a natural person or to
analyse or predict in particular that natural
person’s performance at work, economic
situation, location, health, personal
preferences, reliability or behaviour;

Pkt. 2a (definicja danych
spseudonimizowanych) — PL popiera
wprowadzenie definicji danych
spseudonimizowanych.Jednoczesnie
stoimy na stanowisku, iz dane
spseudonimizowane sg nadal danymi
osobowymi w rozumieniu
Rozporzadzenia. Pseudonimizacja jest
wiec jedynie Srodkiem technicznym,
ktérego zastosowanie moze zwalnia¢
administratora danych z niektérych
obowigzkow, np. z obowigzku zgtaszania
naruszen ochrony danych (data breach).




(8) ‘the data subject's consent’
means any freely given specific,
informed and explicit indication of his
or her wishes by which the data
subject, either by a statement or by a
clear affirmative action, signifies
agreement to personal data relating to
them being processed;

(9) 'personal data breach' means
a breach of security leading to the
accidental or unlawful destruction,
loss, alteration, unauthorised
disclosure of, or access to, personal
data transmitted, stored or otherwise
processed;

(10) 'genetic data' means all data,
of whatever type, concerning the
characteristics of an individual which
are inherited or acquired during early
prenatal development;

however regulatory bodies and authorities
which may receive personal data in the
exercise of their official functions shall not
be regarded as recipients;

(8) 'the data subject's consent' means
any freely-given, specific and informed
(...)indication of his or her wishes by which
the data subject, either by a statement or
by a clear affirmative action, signifies
agreement to personal data relating to
them being processed;

(9) 'personal data breach' means a
breach of security leading to the accidental
or unlawful destruction, loss, alteration,
unauthorised disclosure of, or access to,
personal data transmitted, stored or
otherwise processed;

(10) 'genetic data' means all personal
data relating to the genetic characteristics
of an individual that have been inherited or
acquired, resulting from an analysis of a
biological sample from the individual in
question’

(112) 'biometric data' means any
personal data resulting from specific
technical processing relating to the physical,
physiological or behavioural characteristics
of an individual which allows or confirms
the unique identification of that individual,
such as facial images, or dactyloscopic data;

(12) 'data concerning health' means

(4) 'filing system' means any structured set
of personal data which are accessible
according to specific criteria, whether
centralized, decentralized or dispersed on a
functional or geographical basis;

(5) 'controller' means the natural or legal
person, public authority, agency or any
other body which alone or jointly with
others determines the purposes;-conditions
and means of the processing of personal
data; where the purposes;eenditions-and
means of processing are determined by
Union law or Member State law, the
controller or the specific criteria for his
nomination may be designated by Union
law or by Member State law;

(6) 'processor' means a natural or legal
person, public authority, agency or any
other body which processes personal data
on behalf of the controller;

(7) 'recipient' means a natural or legal
person, public authority, agency or any
other body to which the personal data are
disclosed;

pkt. 7 (definicja odbiorcy) — PL popiera
brzmienie definicji odbiorcy w projekcie
Rady — postulowaliSmy jej zawezenie

poprzez  wytaczenie z kategorii
odbiorcéw samych podmiotéw danych,
administratorow, podmiotow
przetwarzajgcych  oraz  podmiotéw
publicznych, ktére moga otrzymywac
dane w ramach konkretnego

dochodzenia. Dzieki temu ograniczeniu
obowigzek poinformowania odbiorcow
o operacjach poprawienia lub usuniecia
danych, ktére ujawniono temu odbiorcy
nie wydaje sie juz tak szeroki i znajduje
swoje uzasadnienie.

pkt. 8 (definicja zgody) - PL popiera
wymoég ,,zgody wyraznej” — aby zgoda na
przetwarzanie danych nie mogta by¢
dorozumiewana z innych oswiadczen
woli, gdyz tylko taka zgoda pozwoli
obywatelom zachowac kontrole nad ich
danymi i zapewnic¢ autonomie
informacyjng. Brak wymogu zgody
wyraznej utrudni rdwniez spetnienie
przestanki ,.zgody poinformowanej” jak i
uczyni bardziej skomplikowanym
spetnienie przez administratorow
wymogu udowodnienia, ze podmiot
danych wyrazit zgode. Nalezy mie¢ na
uwadze, ze zgoda jest tylko jedng z
podstaw przetwarzania danych i wiele z
operacji przetwarzania bedzie mogto by¢
dokonywanych na podstawie
uzasadnionego interesu (np. w




(11) 'biometric data' means any
data relating to the physical,
physiological or behavioural
characteristics of an individual which
allow their unique identification, such
as facial images, or dactyloscopic data;

(12) ‘data concerning health’
means any information which relates
to the physical or mental health of an
individual, or to the provision of health
services to the individual;

(13) ‘main establishment’ means as
regards the controller, the place of its
establishment in the Union where the
main decisions as to the purposes,
conditions and means of the processing
of personal data are taken; if no
decisions as to the purposes,
conditions and means of the processing
of personal data are taken in the
Union, the main establishment is the
place where the main processing
activities in the context of the activities
of an establishment of a controller in
the Union take place. As regards the
processor, 'main establishment' means
the place of its central administration

data related to the physical or mental
health of an individual, which reveal
information about his or her health status;

(12a)  'profiling' means any form of
automated processing of personal data
intended to create or use a personal profile
by evaluating personal aspects relating to a
natural person, in particular the analysis
and prediction of aspects concerning
performance at work, economic situation,
health, personal preferences, or interests,
reliability or behaviour, location or
movements;

(13) ‘main establishment’ means - as
regards the controller, the place of its
establishment in the Union where the main
decisions as to the purposes (...) and means
of the processing of personal data are
taken; if no decisions as to the purposes (...)
and means of the processing of personal
data are taken in the Union, (...) the place
where the main processing activities in the
context of the activities of an establishment
of a controller in the Union take place;

- as regards the processor, the place of its
central administration in the Union and, if it
has no central administration in the Union,
the place where the main processing
activities take place;

Where the processing is carried out by a
group of undertakings, the main
establishment of the controlling

(7a) ‘third party’ means any natural or legal
person, public authority, agency or any
other body other than the data subject, the
controller, the processor and the persons
who, under the direct authority of the
controller or the processor, are authorized
to process the data;

(8) 'the data subject's consent' means any
freely given specific, informed and explicit
indication of his or her wishes by which the
data subject, either by a statement or by a
clear affirmative action, signifies agreement
to personal data relating to them being
processed;

(9) 'personal data breach' means e-breach
of-security-leading-te the accidental or
unlawful destruction, loss, alteration,
unauthorised disclosure of, or access to,
personal data transmitted, stored or
otherwise processed.

(10) 'genetic data' means all personal data
relating to the genetic characteristics of an
individual which have been inherited or
acquired as they result from an analysis of a
biological sample from the individual in

przypadku marketingu bezposredniego)
czy tez na podstawie umowy i w tych
wypadkach nie bedzie wymagato
udzielania zgody. W polskiej ustawie o
ochronie danych osobowych zgoda
rowniez jest interpretowana jako
,wyrazna”. W tym zakresie PL popiera
propozycje LIBE, ktéra utrzymuje wymag
zgody ,wyraznej”.

Pkt.12a (definicja profilowania) — PL
popiera wprowadzenie definicji
profilowania. Zasady i warunki
profilowania okresla art. 20.

Pkt. 13 (definicja siedziby gtéwnej) — PL
jest za jak najwiekszym uproszczeniem i
obiektywnymi kryteriami definicji
siedziby gtéwnej, tak, zeby jej ustalanie
nie niosto za sobg watpliwosci. Gtdwnym
kryterium powinno by¢ : The location of
the controller or processor's
headquarters. Definicja w obecnym
brzmieniu, pozostawiajac
administratorom mozliwos$¢ wyboru
miejsca, gdzie bedg podejmowane
decyzje co do celéw i Srodkow
przetwarzania danych, moze skutkowac
zjawiskiem forum shopping.




in the Union;

(14) ‘representative’ means any
natural or legal person established in
the Union who, explicitly designated by
the controller, acts and may be
addressed by any supervisory authority
and other bodies in the Union instead
of the controller, with regard to the
obligations of the controller under this
Regulation;

(15) ‘enterprise’ means any entity
engaged in an economic activity,
irrespective of its legal form, thus
including, in particular, natural and
legal persons, partnerships or
associations regularly engaged in an
economic activity;

(16) 'group of undertakings' means
a controlling undertaking and its

undertaking shall be considered as the main
establishment of the group of undertakings,
except where the purposes and means of
processing are determined by another
undertaking;

(14) 'representative’ means any natural
or legal person established in the Union
who, (...) designated by the controller in
writing pursuant to Article 25, represents
the controller with regard to the obligations
of the controller under this Regulation (...);

(15) 'enterprise' means any natural or
legal person engaged in an_economic
activity, irrespective of its legal form, {(...)
including (...) partnerships or associations
regularly engaged in an economic activity;

(16) 'group of undertakings' means a
controlling undertaking and its controlled
undertakings;

(17) 'binding corporate rules' means
personal data protection policies which are
adhered to by a controller or processor
established on the territory of a Member
State of the Union for transfers or a set of
transfers of personal data to a controller or
processor in one or more third countries
within a group of undertakings;

(18) (...)

(19) 'supervisory authority' means an
independent public authority which is

question, in particular by chromosomal,
desoxyribonucleic acid (DNA) or ribonucleic
acid (RNA) analysis or analysis of any other
element enabling equivalent information to
be obtained;

(11) 'biometric data' means any personal
data relating to the physical, physiological
or behavioural characteristics of an
individual which allow their unique
identification, such as facial images, or
dactyloscopic data;

(12) ‘data concerning health’ means any
personal data infermetion which relates to
the physical or mental health of an
individual, or to the provision of health
services to the individual;

(13) 'main establishment' means the place
of establishment of the undertaking or
group of undertakings in the Union, whether
controller or processor, where the main
decisions as to the purposes, conditions and
means of the processing of personal data
are taken. The following objective criteria
may be considered among others: The
location of the controller or processor's
headquarters; the location of the entity
within a group of undertakings which is best




controlled undertakings; established by a Member State pursuantto  placed in terms of management functions

Article 46; and administrative responsibilities to deal
(17)  ‘binding corporate rules’ with and enforce the rules as set out in this
means personal data protection (20) 'Information Society service' means  Regulation; the location where effective and
policies which are adhered to by a any service as defined by Article 1 (2) of real management activities are exercised
controller or processor established on Directive 98/34/EC of the European determining the data processing through
the territory of a Member State of the ~ Parliament and of the Council of 22 June stable arrangements;
Union for transfers or a set of transfers 1998 laying down a procedure for the
of personal data to a controller or provision of information in the field of (14) ‘representative’ means any natural or
processor in one or more third technical standards and regulations and of legal person established in the Union who,
countries within a group of rules on Information Society services. explicitly designated by the controller, gets
undertakings; and-may-be-addressed-by-the supervisory

instead-ef-the represents the controller;
with regard to the obligations of the

(18) child’ means any person controller under this Regulation;

below the age of 18 years;

(15) ‘enterprise’ means any entity engaged
in an economic activity, irrespective of its
legal form, thus including, in particular,
natural and legal persons, partnerships or
associations regularly engaged in an
economic activity;

(19) 'supervisory authority' means
a public authority which is established
by a Member State in accordance with
Article 46.

(16) 'group of undertakings' means a
controlling undertaking and its controlled
undertakings;

(17) ‘binding corporate rules’ means
personal data protection policies which are
adhered to by a controller or processor
established on the territory of a Member
State of the Union for transfers or a set of
transfers of personal data to a controller or
processor in one or more third countries




within a group of undertakings;

(18) 'child' means any person below the age
of 18 years;

(19) 'supervisory authority' means a public
authority which is established by a Member
State in accordance with Article 46.
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Article 5

Principles relating to personal data
processing

Personal data must be:

(a) processed lawfully, fairly and
in a transparent manner in relation to
the data subject;

(b) collected for specified, explicit
and legitimate purposes and not
further processed in a way
incompatible with those purposes;

(c) adequate, relevant, and
limited to the minimum necessary in
relation to the purposes for which they
are processed; they shall only be
processed if, and as long as, the
purposes could not be fulfilled by
processing information that does not
involve personal data;

(d) accurate and kept up to date;
every reasonable step must be taken to
ensure that personal data that are
inaccurate, having regard to the
purposes for which they are processed,

Article 5
Principles relating to personal data
processing

1. Personal data must be:

(a) processed lawfully, fairly and in a
transparent manner in relation to the data
subject;

(b) collected for specified, explicit and
legitimate purposes and not further
processed in a way incompatible with those
purposes; further processing of data for
historical, statistical or scientific purposes
shall not be considered as incompatible
subject to the conditions and safeguards
referred to in Article 83;

(c) adequate, relevant and not
excessive in relation to the purposes for
which they are processed (...);

(d) accurate and, where necessary,
kept up to date; every reasonable step must
be taken to ensure that personal data that
are inaccurate, having regard to the
purposes for which they are processed, are
erased or rectified without delay;

(e) kept in a form which permits
identification of data subjects for no longer
than is necessary for the purposes for which
the personal data are processed; personal
data may be stored for longer periods
insofar as the data will be processed (...) for

Article 5

Principles relating to personal data
processing

Personal data must shall be:

(a) processed lawfully, fairly and in a
transparent manner in relation to the data
subject (lawfulness, fairness and
transparency);

(b) collected for specified, explicit and
legitimate purposes and not further
processed in a way incompatible with those
purposes (purpose limitation);

(c) adequate, relevant, and limited to the
minimum necessary in relation to the
purposes for which they are processed; they
shall only be processed if, and as long as,
the purposes could not be fulfilled by
processing information that does not
involve personal data (data minimisation);

(d) accurate and, where necessary, kept up
to date; every reasonable step must be
taken to ensure that personal data that are
inaccurate, having regard to the purposes
for which they are processed, are erased or
rectified without delay (accuracy).

(e) kept in a form which permits direct or
indirect identification of data subjects for no
longer than is necessary for the purposes
for which the personal data are processed;

Lit. e) — PL postulowata przywrdcenie na
koncu punktu (e): ,and if a periodic

12




are erased or rectified without delay;

(e) kept in a form which permits
identification of data subjects for no
longer than is necessary for the
purposes for which the personal data
are processed; personal data may be
stored for longer periods insofar as the
data will be processed solely for
historical, statistical or scientific
research purposes in accordance with
the rules and conditions of Article 83
and if a periodic review is carried out
to assess the necessity to continue the
storage;

(f) processed under the
responsibility and liability of the
controller, who shall ensure and
demonstrate for each processing
operation the compliance with the
provisions of this Regulation.

historical, statistical or scientific (...)
purposes pursuant to Article 83 (...);

(ee) processed in a manner that ensures
appropriate security (...) of the personal
data.

(f) ()

2. The controller shall be responsible for
compliance with paragraph 1.

personal data may be stored for longer
periods insofar as the data will be processed
solely for historical, statistical or scientific
research or for archive purposes in
accordance with the rules and conditions of
Articles 83 and 83a and if a periodic review
is carried out to assess the necessity to
continue the storage, and if appropriate
technical and organizational measures are
put in place to limit access to the data only
for these purposes (storage minimisation);

(ea) processed in a way that effectively
allows the data subject to exercise his or her
rights (effectiveness);

(eb) processed in a way that protects
against unauthorised or unlawful processing
and against accidental loss, destruction or
damage, using appropriate technical or
organisational measures (integrity);

(f) processed under the responsibility and
liability of the controller, who shall ensure
and be able to demonstrate foreach
processing-eperation the compliance with
the provisions of this Regulation
(accountability).

review is carried out to assess the
necessity to continue the storage” (z
poczatkowego tekstu KE), dane osobowe
nie powinny by¢ przechowywane bez
limitu czasowego.

PL popierata dodanie ustepu (ee) (w
tekscie Rady).
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Article 6
Lawfulness of processing

1. Processing of personal data
shall be lawful only if and to the
extent that at least one of the
following applies:

(a) the data subject has given
consent to the processing of their
personal data for one or more
specific purposes;

(b) processing is necessary for
the performance of a contract to
which the data subject is party or in
order to take steps at the request of
the data subject prior to entering
into a contract;

(c) processing is necessary for
compliance with a legal obligation to
which the controller is subject;

(d) processing is necessary in
order to protect the vital interests of
the data subject;

(e) processing is necessary for
the performance of a task carried
out in the public interest or in the
exercise of official authority vested

Article 6
Lawfulness of processing

1. Processing of personal data
shall be lawful only if and to the extent
that at least one of the following
applies:

(a) the data subject has given
unambiguous consent to the processing
of their personal data for one or more
specific purposes;

(b) processing is necessary for the
performance of a contract to which the
data subject is party or in order to take
steps at the request of the data subject
prior to entering into a contract;

(c) processing is necessary for
compliance with a legal obligation to
which the controller is subject;

(d)

processing is necessary in order

to protect the vital interests of the data

subject (...);

(e) processing is necessary for the
performance of a task carried out in the
public interest or in the exercise of
official authority vested in the controller;

Article 6

Lawfulness of processing

1. Processing of personal data shall be
lawful only if and to the extent that at
least one of the following applies:

(a) the data subject has given consent
to the processing of their personal data
for one or more specific purposes;

(b) processing is necessary for the
performance of a contract to which the
data subject is party or in order to take
steps at the request of the data subject
prior to entering into a contract;

(c) processing is necessary for
compliance with a legal obligation to
which the controller is subject;

(d) processing is necessary in order to
protect the vital interests of the data
subject;

(e) processing is necessary for the
performance of a task carried out in the
public interest or in the exercise of
official authority vested in the
controller;

lit. f) — rozszerzenie podstawy
stusznego interesu na osoby trzecie
jest w opinii PL rozwigzaniem zbyt
daleko idgcym, ostabiajgcym
skuteczng kontrole podmiotéw
danych nad przetwarzaniem ich
danych osobowych.

Obecne brzmienie 23.1.5 uodo to
"jest to niezbedne dla wypetnienia
prawnie usprawiedliwionych celéw
realizowanych przez
administratoréw danych albo
odbiorcéw danych, a przetwarzanie
nie narusza praw i wolnosci osoby,
ktérej dane dotycza". ODBIORCA
DANYCH, ZGODNIE Z UODO, TO
kazdy, komu udostepnia sie dane
osobowe, z wytgczeniem osoby,
ktorej dane dotyczg, osoby
upowaznionej do przetwarzania
danych, przedstawiciela, o ktérym
mowa w art. 31a u.o.d.o., podmiotu
przetwarzajgcego dane na podstawie
umowy z administratorem oraz
organdw panstwowych lub organdéw
samorzadu terytorialnego, ktorym
dane s3 udostepniane w zwigzku z
prowadzonym postepowaniem.

PL zaznaczy, iz w toku konsultacji
spotecznych pojawity sie watpliwosci
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in the controller;

(f) processing is necessary for
the purposes of the legitimate
interests pursued by a controller,
except where such interests are
overridden by the interests or
fundamental rights and freedoms of
the data subject which require
protection of personal data, in
particular where the data subject is
a child. This shall not apply to
processing carried out by public
authorities in the performance of
their tasks.

2. Processing of personal data
which is necessary for the purposes
of historical, statistical or scientific
research shall be lawful subject to
the conditions and safeguards
referred to in Article 83.

3. The basis of the processing
referred to in points (c) and (e) of
paragraph 1 must be provided for in:
(a) Union law, or

(b) the law of the Member State
to which the controller is subject.
The law of the Member State must
meet an objective of public interest
or must be necessary to protect the

(f) processing is necessary for the
purposes of the legitimate interests
pursued by the controller or by a
controller to which the data are disclosed

except where such interests are
overridden by the interests or
fundamental rights and freedoms of the
data subject which require protection of
personal data, in particular where the
data subject is a child. This subparagraph
shall not apply to processing carried out
by public authorities in the exercise of
their public duties .

2. (..)

3. The basis for the processing
referred to in points (c) and (e) of
paragraph 1 must be provided for in:

(a)

(b) national law of the Member
State to which the controller
is subject.

Union law, or

The purpose of the processing shall be
determined in this legal basis or as
regards the processing referred to in
point (e) of paragraph 1, be necessary for
the performance of a task carried out in
the public interest or in the exercise of
official authority vested in the controller.

(f) processing is necessary for the
purposes of the legitimate interests
pursued by the & controller or in case of
disclosure, by the third party to whom
the data is disclosed, and which meet
the reasonable expectations of the
data subject based on his or her
relationship with the controller, except
where such interests are overridden by
the interests or fundamental rights and
freedoms of the data subject which
require protection of personal data, s
cicul ! the_dat biecti
ehild. This shall not apply to processing
carried out by public authorities in the
performance of their tasks.

2. Processing of personal data which is
necessary for the purposes of historical,
statistical or scientific research shall be
lawful subject to the conditions and
safeguards referred to in Article 83.

3. The basis of the processing referred
to in points (c) and (e) of paragraph 1
must be provided for in:

(a) Union law, or




rights and freedoms of others,
respect the essence of the right to
the protection of personal data and
be proportionate to the legitimate
aim pursued.

4. Where the purpose of
further processing is not compatible
with the one for which the personal
data have been collected, the
processing must have a legal basis at
least in one of the grounds referred
to in points (a) to (e) of paragraph 1.
This shall in particular apply to any
change of terms and general
conditions of a contract.

5. The Commission shall be
empowered to adopt delegated acts
in accordance with Article 86 for the
purpose of further specifying the
conditions referred to in point (f) of
paragraph 1 for various sectors and
data processing situations, including
as regards the processing of
personal data related to a child.

Within the limits of this Regulation, the
controller, processing operations and
processing procedures, including
measures to ensure lawful and fair
processing, may be specified in this legal
basis.

3a. In order to ascertain whether a
purpose of further processing is
compatible with the one for which the
data are initially collected, the controller
shall take into account, inter alia:

(a) any link between the purposes
for which the data have been collected
and the purposes of the intended further

processing;

(b) the context in which the data
have been collected;

(c) the nature of the personal data;
(d) the possible
consequences of the intended further
processing for data subjects;

(e) the existence of appropriate

safeguards.

4. Where the purpose of further
processing is incompatible with the one
for which the personal data have been
collected, the further processing must

(b) law of the Member State to which
the controller is subject.

The law of the Member State must
meet an objective of public interest or
must be necessary to protect the rights
and freedoms of others, respect the
essence of the right to the protection of
personal data and be proportionate to
the legitimate aim pursued. Within the
limits of this Regulation, the law of the
Member State may provide details of
the lawfulness of  processing,
particularly as regards data controllers,
the purpose of processing and purpose
limitation, the nature of the data and
the data subjects, processing measures
and procedures, recipients, and the
duration of storage.
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have a legal basis at least in one of the
grounds referred to in points (a) to (e) of
paragraph 1..

5. (...).

Lcondit ;
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Article 7
Conditions for consent

1. The controller shall bear the
burden of proof for the data subject's
consent to the processing of their
personal data for specified purposes.

2. If the data subject's consent is
to be given in the context of a written
declaration which also concerns
another matter, the requirement to
give consent must be presented
distinguishable in its appearance from
this other matter.

3. The data subject shall have the
right to withdraw his or her consent at
any time. The withdrawal of consent
shall not affect the lawfulness of
processing based on consent before its
withdrawal.

4. Consent shall not provide a
legal basis for the processing, where
there is a significant imbalance

e . . P e

Article 7
Conditions for consent

1. Where Article 6(1)(a) applies the
controller shall be able to demonstrate that
unambiguous consent was given by the data
subject.

la. Where article 9(2)(a) applies, the
controller shall be able to demonstrate that
explicit consent was given by the data
subject.

2. If the data subject's consent is to
be given in the context of a written
declaration which also concerns other
matters, the request for consent must be
presented in a manner which is clearly
distinguishable (...) from the other matters.

3. The data subject shall have the
right to withdraw his or her consent at any
time. The withdrawal of consent shall not
affect the lawfulness of processing based on
consent before its withdrawal (...).

4. (..r).

Article 7
Conditions for Consent

1. Where processing is based on consent,
the controller shall bear the burden of proof
for the data subject's consent to the
processing of their personal data for
specified purposes.

2. If the data subject's consent is given in
the context of a written declaration which
also concerns another matter, the
requirement to give consent must be
presented clearly distinguishable in its
appearance from this other matter.
Provisions on the data subject’s consent
which are partly in violation of this
Regulation are fully void.

3. Notwithstanding other legal grounds for
processing, the data subject shall have the
right to withdraw his or her consent at any
time. The withdrawal of consent shall not
affect the lawfulness of processing based on
consent before its withdrawal. It shall be as
easy to withdraw consent as to give it. The
data subject shall be informed by the
controller if withdrawal of consent may
result in the termination of the services
provided or of the relationship with the
controller.

! g ) anificant
bl ! - o
subject-and-the-contrefler- Consent shall be

purpose-limited and shall lose its validity
when the purpose ceases to exist or as soon
as the processing of personal data is no
longer necessary for carrying out the
purpose for which they were originally
collected. The execution of a contract or the
nrovision of a service shall not be made

PL zgtaszata watpliwosci do ust. 4 (zgoda
jest niewazna w przypadku ,powaznej
nieréwnosci miedzy podmiotem danych
a administratorem”. PL wskazywata na
zbyt niedookreslony i mogacy prowadzic
do niepewnosci prawnej charakter tego
pojecia. W efekcie przepis ten zostat
usuniety w tekscie Rady.

Pozytywnie odniesliSmy sie do poprawek

LIBE zmierzajgcych do wzmocnienia
wymogow i znaczenia zgody.
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Article 8

Processing of personal data of a child

1. For the purposes of this
Regulation, in relation to the offering
of information society services directly
to a child, the processing of personal
data of a child below the age of 13
years shall only be lawful if and to the
extent that consent is given or
authorised by the child's parent or
custodian. The controller shall make
reasonable efforts to obtain verifiable
consent, taking into consideration
available technology.

2. Paragraph 1 shall not affect
the general contract law of Member
States such as the rules on the validity,
formation or effect of a contract in
relation to a child.

3. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the
methods to obtain verifiable consent
referred to in paragraph 1. In doing so,
the Commission shall consider specific
measures for micro, small and
medium-sized enterprises.

Article 8
Conditions applicable to child's consent in
relation to information society services

1. Where Article 6 (1)(a) applies, in
relation to the offering of information
society services directly to a child, the
processing of personal data of a child below
the age of 13 years shall only be lawful if
and to the extent that such consent is given
or authorised by the child's parent or

guardian.

The controller shall make reasonable efforts
to verify in such cases that consent is given
or authorised by the child's parent or
guardian, taking into consideration
available technology.

2. Paragraph 1 shall not affect the
general contract law of Member States such
as the rules on the validity, formation or
effect of a contract in relation to a child.

3. [The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the purpose
of further specifying the criteria and
requirements for the methods to obtain
verifiable consent referred to in paragraph

1(..).

4. The Commission may lay down
standard forms for specific methods to
obtain verifiable consent referred to in
paragraph 1. Those implementing acts shall

Article 8

Processing of personal data of a child

1. For the purposes of this Regulation, in
relation to the offering of infermation
se€iety goods or services directly to a child,
the processing of personal data of a child
below the age of 13 years shall only be
lawful if and to the extent that consent is
given or authorised by the child's parent or
eustoedian legal guardian. The controller
shall make reasonable efforts to verify such
ebtain verifiable consent, taking into
consideration available technology without
causing otherwise unnecessary processing
of personal data.

1a. Information provided to children,
parents and legal guardians in order to
express consent, including about the
controller’s collection and use of personal
data, should be given in a clear language
appropriate to the intended audience.

2. Paragraph 1 shall not affect the general
contract law of Member States such as the

rules on the validity, formation or effect of a

contract in relation to a child.

3. The European Data Protection Board

Commission shall be entrusted with the task

empoewered-to-adoptdelegated-actsin
[ ith Article 96 for-t!

PL zgtaszata watpliwosci, jak w
srodowisku cyfrowym administrator
danych ma identyfikowa¢, ze odbiorca
jego ustug jest osoba ponizej 13 roku
zycia, i w jaki sposdb bedzie uzyskiwat
zgode rodzica lub opiekuna. Jak w
przypadku ustug oferowanych na
odlegtos¢ dostawca ustug moze
zweryfikowac czy dana osoba jest
rzeczywistym rodzicem lub opiekunem?

W tym zakresie popieramy uzupetnienie
LIBE w ust. 1: “without causing
otherwise unnecessary processing of
personal data”.
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4. The Commission may lay down
standard forms for specific methods to
obtain verifiable consent referred to in
paragraph 1. Those implementing acts
shall be adopted in accordance with
the examination procedure referred to
in Article 87(2).

be adopted in accordance with the
examination procedure referred to in Article
87(2)].

of issuing guidelines, recommendations and

best practices furtherspecifying-the-criteria
and-reguirementsfor the methods of
verifying te-ebtain-verifigble consent

referred to in paragraph 1, in accordance
with Article 66.
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Article 9
Processing of special categories of
personal data

1. The processing of personal
data, revealing race or ethnic origin,
political opinions, religion or beliefs,
trade-union membership, and the
processing of genetic data or data
concerning health or sex life or criminal
convictions or related security measures
shall be prohibited.

2. Paragraph 1 shall not apply
where:
(a) the data subject has given

consent to the processing of those
personal data, subject to the conditions
laid down in Articles 7 and 8, except
where Union law or Member State law
provide that the prohibition referred to
in paragraph 1 may not be lifted by the
data subject; or

(b) processing is necessary for the
purposes of carrying out the obligations
and exercising specific rights of the
controller in the field of employment
law in so far as it is authorised by Union
law or Member State law providing for
adequate safeguards; or

(c) processing is necessary to
protect the vital interests of the data
subject or of another person where the

Article 9
Processing of special categories of personal
data

1. The processing of personal data,
revealing racial or ethnic origin, political
opinions, religion or philosophical beliefs,
trade-union membership, and the
processing of genetic data or data
concerning health or sex life (...)shall be
prohibited.

2. Paragraph 1 shall not apply if one
of the following applies:

(a) the data subject has given explicit
consent to the processing of those personal
data (...), except where Union law or
Member State law provide that the
prohibition referred to in paragraph 1 may
not be lifted by the data subject; or

(b) processing is necessary for the
purposes of carrying out the obligations and
exercising specific rights of the controller in
the field of employment law in so far as it is
authorised by Union law or Member State
law providing for adequate safeguards; or

(c) processing is necessary to protect
the vital interests of the data subject or of
another person where the data subject is
physically or legally incapable of giving
consent; or

(d) processing is carried out in the

Article 9
Special categories of data

1. The processing of personal data,
revealing race or ethnic origin, political
opinions, religion

or philosophical beliefs, sexual orientation
or gender identity, trade-union
membership and activities, and the
processing of genetic or biometric data or
data concerning health or sex

life, eradministrative sanctions,
judgments, criminal or suspected
offences,convictions, or related security
measures shall be prohibited.

2. Paragraph 1 shall not apply if one of the
following applies:

(a) the data subject has given consent to
the processing of those personal

data for one or more specified purposes,
subject to the conditions laid down in
Articles 7 and 8, except where Union law or
Member State law provide that the
prohibition referred to in paragraph 1 may
not be lifted by the data subject, or

(aa) processing is necessary for the
performance or execution of a contract to
which the data subject is party or in order to
take steps at the request of the data subject

PL sugerowata rozszerzenie katalogu
danych wrazliwych o dane nt. orzeczen
wydanych w postepowaniu sgdowym
lub administracyjnym (tak jak jest to w
polskiej u.o.d.o).
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data subject is physically or legally
incapable of giving consent; or

(d) processing is carried out in the
course of its legitimate activities with
appropriate safeguards by a foundation,
association or any other non-profit-
seeking body with a political,
philosophical, religious or trade-union
aim and on condition that the
processing relates solely to the
members or to former members of the
body or to persons who have regular
contact with it in connection with its
purposes and that the data are not
disclosed outside that body without the
consent of the data subjects; or

(e) the processing relates to
personal data which are manifestly
made public by the data subject; or

(f) processing is necessary for the
establishment, exercise or defence of
legal claims; or

(g) processing is necessary for the
performance of a task carried out in the
public interest, on the basis of Union
law, or Member State law which shall
provide for suitable measures to
safeguard the data subject's legitimate
interests; or

(h) processing of data concerning
health is necessary for health purposes

course of its legitimate activities with
appropriate safeguards by a foundation,
association or any other non-profit-seeking
body with a political, philosophical, religious
or trade-union aim and on condition that
the processing relates solely to the
members or to former members of the
body or to persons who have regular
contact with it in connection with its
purposes and that the data are not
disclosed outside that body without the
consent of the data subjects; or

(e) the processing relates to personal
data which are manifestly made public by
the data subject; or

() processing is necessary for the
establishment, exercise or defence of legal
claims; or

(g) processing is necessary for the
performance of a task carried out for
important reasons of public interest, on the
basis of Union law or Member State law
which shall provide for suitable measures to
safeguard the data subject's legitimate
interests; or

(h) processing of data concerning
health is necessary for health purposes and
subject to the conditions and safeguards
referred to in Article 81; or

(i) processing is necessary for
historical, statistical or scientific (...)

prior to entering into a contract;

(b) processing is necessary for the purposes
of carrying out the obligations and
exercising specific rights of the controller in
the field of employment law in so far as it is
authorised by Union law or Member State
law or collective agreements providing for
adequate safeguards for the fundamental
rights and the interests of the data

subject such as right to non-discrimination,
subject to the conditions and safeguards
referred to in Article 82; or

(c) processing is necessary to protect the
vital interests of the data subject or of
another person where the data subject is
physically or legally incapable of giving
consent; or

(d) processing is carried out in the course of
its legitimate activities with appropriate
safeguards by a foundation, association or
any other non-profit-seeking body with a
political, philosophical, religious or trade-
union aim and on condition that the
processing relates solely to the members or
to former members of the body or to
persons who have regular contact with it in
connection with its purposes and that the

lit. (aa) (poprawka LIBE) MAIC sugeruje
uzupetnienie przepisu poprzez dodanie
wymogu, “given that the adequate
safeguards for the rights and freedoms
of data subjects are provided”
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and subject to the conditions and
safeguards referred to in Article 81; or

(i) processing is necessary for
historical, statistical or scientific
research purposes subject to the
conditions and safeguards referred to in
Article 83; or

() processing of data relating to
criminal convictions or related security
measures is carried out either under the
control of official authority or when the
processing is necessary for compliance
with a legal or regulatory obligation to
which a controller is subject, or for the
performance of a task carried out for
important public interest reasons, and
in so far as authorised by Union law or
Member State law providing for
adequate safeguards. A complete
register of criminal convictions shall be
kept only under the control of official
authority.

3. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria, conditions and appropriate
safeguards for the processing of the
special categories of personal data
referred to in paragraph 1 and the
exemptions laid down in paragraph 2.

purposes subject to the conditions and
safeguards referred to in Article 83.

1) ()

2a. Processing of data relating to
criminal convictions and offences or related
security measures may only be carried out
either under the control of official authority
or when the processing is necessary for
compliance with an (...) obligation to which
a controller is subject, or for the
performance of a task carried out for
important reasons of public interest (...),
and in so far as authorised by Union law or
Member State law providing for adequate
safeguards for the rights and freedoms of
data subjects. A complete register of
criminal convictions may be kept only under
the control of official authority.

3. (..)

data are not disclosed outside that body
without the consent of the data subjects;

(e) the processing relates to personal data
which are manifestly made public by the
data subject; or

(f) processing is necessary for the
establishment, exercise or defence of legal
claims; or

(g) processing is necessary for the
performance of a task carried out inthefor
reasons of high public interest, on the basis
of Union law, or Member State law which
shall be proportionate to the aim pursued,
respect the essence of the right to data
protection and provide for suitable
measures to safeguard the fundamental
rights and the dete
subject’slegitimate interests of the data

subject; or

(h) processing of data concerning health is
necessary for health purposes and subject
to the conditions and safeguards referred to
in Article 81; or

(i) processing is necessary for historical,
statistical or scientific research purposes
subject to the conditions and safeguards
referred to in Article 83; or
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(i a) processing is necessary for archive
services subject to the conditions and
safeguards referred to in Article 83a; or

(j) processing of data relating

to administrative sanctions,
judgments,criminal offences, convictions or
related security measures is carried out
either under the control of official authority
or when the processing is necessary for
compliance with a legal or regulatory
obligation to which a controller is subject,
or for the performance of a task carried out
for important public interest reasons, and in
so far as authorised by Union law or
Member State law providing for adequate
safeguards for the fundamental rights and
the interests of the data subject. A
eompiete Any register of criminal
convictions shall be kept only under the
control of official authority.

3. The European Data Protection

Board €emmaissien shall been trusted with
the task empowered-to-adoptdelegated
purpese of issuing guidelines,
recommendations and best practices further
specifitdagthe criterioand roguirements for
the processing of the special categories of
personal data referred to in paragraph 1
and the exemptions laid down in paragraph
2, in accordance with Article 66.
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Article 10
Processing not allowing identification

If the data processed by a controller do
not permit the controller to identify a
natural person, the controller shall not
be obliged to acquire additional
information in order to identify the
data subject for the sole purpose of
complying with any provision of this
Regulation.

Article 10
Processing not requiring identification

1. If the purposes for which a
controller processes personal data do not
require the identification of a data subject
by the controller, the controller shall not be
obliged to acquire (...) additional
information nor to engage in additional
processing in order to identify the data
subject for the sole purpose of complying
with (...) this Regulation.

2. Where, in such cases the controller
is not in a position to identify the data
subject, articles 15, 16, 17, 17a, 17b and 18
(...) do not apply except where the data
subject, for the purpose of exercising his or
her rights under these articles, provides
additional information enabling his or her
identification.

Article 10

Processing not allowing identification

1. If the data processed by a controller do
not permit the controller or processor to
directly or indirectly identify a natural
person, or consist only of pseudonymous
data, the controller shall not be-ebliged-te
process or acquire additional information in
order to identify the data subject for the
sole purpose of complying with any
provision of this Regulation.

2. Where the data controller is unable to
comply with a provision of this Regulation
because of paragraph 1, the controller shall
not be obliged to comply with that
particular provision of this Regulation.
Where as a consequence the data controller
is unable to comply with airequest of the
data subject, it shall inform the data subject
accordingly.

PL uznata zaproponowane przez PREZ
zmiany w dobrym kierunku.
Chcielibysmy jednak wyeliminowa¢
mozliwos¢ uchylania sie przez
administratorow danych od obowigzkow
przewidzianych rozporzadzeniem w
przypadku gdy podmiot danych poda
dodatkowe informacje — doidentyfikuje
sie.

Article 10a
General principles for data subject rights

1. The basis of data protection is clear and
unambiguous rights for the data subject
which shall be respected by the data
controller. The provisions of this Regulation
aim to strengthen, clarify, guarantee and
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where appropriate, codify these rights.

2. Such rights include, inter alia, the
provision of clear and easily understandable
information regarding the processing of his
or her personal data, the right of access,
rectification and erasure of their data, the
right to obtain data, the right to object to
profiling, the right to lodge a complaint with
the competent data protection authority
and to bring legal proceedings as well as the
right to compensation and damages
resulting from an unlawful processing
operation. Such rights shall in general be
exercised free of charge. The data controller
shall respond to requests from the data
subject within a reasonable period of time.
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Article 11 Article 11

Transparent information and
Transparent information and communication

communication

1. (..)

1. The controller shall have

transparent and easily accessible 2. (...)
policies with regard to the processing

of personal data and for the exercise of

data subjects’ rights.

2. The controller shall provide
any information and any
communication relating to the
processing of personal data to the data
subject in an intelligible form, using
clear and plain language, adapted to
the data subject, in particular for any
information addressed specifically to a
child.

Article 11 PL nie zgtaszata zasadniczych uwag to

tego przepisu.
Transparent information and

communication

1. The controller shall have concise,
transparent, clear and easily accessible
policies with regard to the processing of
personal data and for the exercise of data
subjects’ rights.

2. The controller shall provide any
information and any communication
relating to the processing of personal data
to the data subject in an intelligible form,
using clear and plain language, adaptedte
the-data-subject; in particular for any

information addressed specifically to a
child.
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Article 12

Procedures and mechanisms for
exercising the rights of the data subject

1. The controller shall establish
procedures for providing the
information referred to in Article 14
and for the exercise of the rights of
data subjects referred to in Article 13
and Articles 15 to 19. The controller
shall provide in particular mechanisms
for facilitating the request for the
actions referred to in Article 13 and
Articles 15 to 19. Where personal data
are processed by automated means,
the controller shall also provide means
for requests to be made electronically.

2. The controller shall inform the
data subject without delay and, at the
latest within one month of receipt of
the request, whether or not any action
has been taken pursuant to Article 13
and Articles 15 to 19 and shall provide
the requested information. This period
may be prolonged for a further month,
if several data subjects exercise their
rights and their cooperation is
necessary to a reasonable extent to
prevent an unnecessary and
disproportionate effort on the part of
the controller. The information shall be
given in writing. Where the data
subject makes the request in electronic
form, the information shall be provided

Article 12

Transparent information, communication
and modalities for exercising the rights of
the data subject

1. The controller shall take
appropriate measures to provide any
information referred to in Articles 14 and
14a and any communication under Articles
15 to 19 and 32 relating to the processing of
personal data to the data subject in an
intelligible and easily accessible form, using
clear and plain language. The information
shall be provided in writing, or where
appropriate, electronically or by other
means.

la. The controller shall facilitate the
exercise of data subject rights under Articles
15to 19. (...)

2. The controller shall provide the
information referred to in Articles 14a and
15 and information on action taken on a
request under Articles 16 to 19 to the data
subject without undue delay and at the
latest within one month of receipt of the
request (...). This period may be extended
for a further two months when necessary,
taking into account the complexity of the
request and the number of requests. Where
the extended period applies, the data
subject shall be informed within one month
of receipt of the request of the reasons for
the delay.

Article 12

Procedures and mechanisms for exercising
the rights of the data subject

13-and-Articles15to-19- Where personal
data are processed by automated means,
the controller shall also provide means for
requests to be made electronically where
possible.

2. The controller shall inform the data
subject without undue delay and, at the
latest within ere-menth 40 calendar days of
receipt of the request, whether or not any
action has been taken pursuant to Article 13
and Articles 15 to 19 and shall provide the
requested information. This period may be
prolonged for a further month, if several
data subjects exercise their rights and their
cooperation is necessary to a reasonable
extent to prevent an unnecessary and
disproportionate effort on the part of the
controller. The information shall be given in
writing and, where possible, the data
controller may provide remote access to a
secure system which would provide the data

PL popierata zasade bezptatnego
dostepu osoby, ktérej dane s3
przetwarzane do jego/jej danych;
sugerowali$my natomiast
uszczegotowienie czestotliwosci, z jaka
podmiot danych moze kierowaé wnioski
np. poprzez wprowadzenie ograniczenia
czasowego, ze takie wnioski nie moga
by¢ kierowane czesciej niz raz na 6
miesiecy. Sformutowanie ,,manifestly
excessive” moze budzi¢ watpliwosci
interpretacyjne i dlatego w opinii PL
wymaga doprecyzowania.

ust. 1 — PL zaproponowata zréwnanie
formy pisemnej z elektroniczng poprzez
dodanie zdania: ,The information shall
be provided in writing, electronically or
where appropriate, by other means”. Ta
uwaga zostata uwzgledniona przez PREZ.
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in electronic form, unless otherwise
requested by the data subject.

3. If the controller refuses to take
action on the request of the data
subject, the controller shall inform the
data subject of the reasons for the
refusal and on the possibilities of
lodging a complaint to the supervisory
authority and seeking a judicial
remedy.

4, The information and the
actions taken on requests referred to in
paragraph 1 shall be free of charge.
Where requests are manifestly
excessive, in particular because of their
repetitive character, the controller may
charge a fee for providing the
information or taking the action
requested, or the controller may not
take the action requested. In that case,
the controller shall bear the burden of
proving the manifestly excessive
character of the request.

5. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and conditions for the
manifestly excessive requests and the
fees referred to in paragraph 4.

6. The Commission may lay down
standard forms and specifying standard

3. If the controller does not take
action on the request of the data subject,
the controller shall inform the data subject
without delay and at the latest within one
month of receipt of the request of the
reasons for not taking action and on the
possibility of lodging a complaint to a
supervisory authority (...).

4. Information provided under
Articles 14 and 14a (...) and any
communication under Articles 16 to 19 and
32 shall be provided free of charge. Where
requests from a data subject are
(...)manifestly unfounded or excessive, in
particular because of their repetitive
character, the controller (...) may refuse to
act on_the request. In that case, the
controller shall bear the burden of
demonstrating the manifestly unfounded or
excessive character of the request.

4a. Without prejudice to Article 10,
where the controller has reasonable doubts
concerning the identity of the individual
making the request referred to in Articles 15
to 19, the controller may request the
provision of additional information
necessary to confirm the identity of the
data subject.

subject with direct access to their personal
data. Where the data subject makes the
request in electronic form, the information
shall be provided in electronic form where
possible, unless otherwise requested by the
data subject.

3. If the controller does not refuses-te take
action on the request of the data subject,
the controller shall inform the data subject
of the reasons for the inaction refuset and
on the possibilities of lodging a complaint to
the supervisory authority and seeking a
judicial remedy.

4. The information and the actions taken on
requests referred to in paragraph 1 shall be
free of charge. Where requests are
manifestly excessive, in particular because
of their repetitive character, the controller
may charge a reasonable fee taking into
account the administrative costs for
providing the information or the-contrefler
may-rottake taking the action requested.
In that case, the controller shall bear the
burden of proving the manifestly excessive
character of the request.
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procedures for the communication
referred to in paragraph 2, including
the electronic format. In doing so, the
Commission shall take the appropriate
measures for micro, small and
medium-sized enterprises. Those
implementing acts shall be adopted in
accordance with the examination
procedure referred to in Article 87(2).

Article 13 Article 13
Rights in relation to recipients

(..)

Rights in relation to recipients

The controller shall communicate any
rectification or erasure carried out in
accordance with Articles 16 and 17 to
each recipient to whom the data have
been disclosed, unless this proves
impossible or involves a
disproportionate effort.

Article 13 PL nie zgtaszata zasadniczych uwag do
tego przepisu. W tekscie Rady zostat on

Rightsin-relation-to-recipients przesuniety do art. 17b.

Notification requirement in the event of
rectification and erasure

The controller shall communicate any
rectification or erasure carried out in
accordance with Articles 16 and 17 to each
recipient to whom the data have been
transferred diselosed, unless this proves
impossible or involves a disproportionate
effort. The controller shall inform the data
subject about those recipients if the data
subject requests this.
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Article 13a (new) W ocenie MAIC koncepcja LIBE
stworzenia zestandaryzowanej polityki

Standardized information policies informacyjnej w postaci symboli
graficznych jest ciekawa i warta

1) Where personal data relating to a data rozwiniecia.

subject are collected, the controller shall
provide the data subject with the following
particulars before providing information
pursuant to Article 14:

a) whether personal data are collected
beyond the minimum necessary for each
specific purpose of the processing;

b) whether personal data are retained
beyond the minimum necessary for each
specific purpose of the processing;

c) whether personal data are processed for
purposes other than the purposes for which
they were collected;

d) whether personal data are disseminated
to commercial third parties;

e) whether personal data are sold or rented
out;

f) whether personal data are retained in
encrypted form.

2) The particulars referred to in paragraph 1
shall be presented pursuant to Annex X in an
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aligned tabular format, using text and
symbols, in the following three columns:

a) the first column depicts graphical forms
symbolising those particulars;

b) the second column contains essential
information describing those particulars;

c) the third column depicts graphical forms
indicating whether a specific particular is
met.

3) The information referred to in paragraphs
1 and 2 shall be presented in an easily
visible and clearly legible way and shall
appear in a language easily understood by
the consumers of the Member States to
whom the information is provided. Where
the particulars are presented electronically,
they shall be machine readable.

4) Additional particulars shall not be
provided. Detailed explanations or further
remarks regarding the particulars referred
to in paragraph 1 may be provided together
with the other information requirements
pursuant to Article 14.

5) The Commission shall be empowered to
adopt, after requesting an opinion of the
European Data Protection Board, delegated
acts in accordance with Article 86 for the
purpose of further specifying the particulars
referred to in paragraph 1 and their
presentation as referred to in paragraph 2
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and in Annex 1.

Article 14
Information to the data subject

1. Where personal data relating
to a data subject are collected, the
controller shall provide the data
subject with at least the following
information:

(a) the identity and the contact
details of the controller and, if any, of
the controller's representative and of
the data protection officer;

(b) the purposes of the processing
for which the personal data are
intended, including the contract terms
and general conditions where the
processing is based on point (b) of
Article 6(1) and the legitimate interests
pursued by the controller where the
processing is based on point (f) of
Article 6(1);

(c) the period for which the
personal data will be stored;

(d) the existence of the right to
request from the controller access to
and rectification or erasure of the
personal data concerning the data
subject or to object to the processing
of such personal data;

Article 14
Information to be provided where the data
are collected from the data subject

1. Where personal data relating to a
data subject are collected from the data
subject, the controller shall (...), at the time
when personal data are obtained, provide
the data subject with the following
information:

(a) the identity and the contact details
of the controller and, if any, of the
controller's representative; the controller
may also include the contact details of the
data protection officer, if any;

(b) the purposes of the processing for
which the personal data are intended (...);

la. In addition to the information
referred to in paragraph 1, the controller
shall provide the data subject with such
further information necessary to ensure fair
and transparent processing in respect of the
data subject, having regard to the specific
circumstances and context in which the
personal data are processed:

(a) ()

(b) where the processing is based on
point (f) of Article 6(1), the legitimate
interests pursued by the controller;

Article 14
Information to the data subject

1. Where personal data relating to a data
subject are collected, the controller shall
provide the data subject with at least the
following information, after the particulars
pursuant to Article 13a have been provided:

(a) the identity and the contact details of
the controller and, if any, of the controller's
representative, of the data protection
officer;

(b) the purposes of the processing for which
the personal data are intended, as well as
information regarding the security of the
processing of personal data, including the
contract terms and general conditions
where the processing is based on point (b)
of Article 6(1) and thefegitimate-interests
pursued-by-thecontrofler, where applicable,

information on how they implement and
meet the requirements of point f of Article
6(1);

(c) the period for which the personal data
will be stored, or if this is not possible, the
criteria used to determine this period;

(d) the existence of the right to request
from the controller access to and
rectification or erasure of the personal data

PL nie zgtaszata zasadniczych uwag to
tego przepisu. W opinii MAIC zakres
informacji przekazywanych podmiotowi
danych powinien by¢ dosy¢ szeroki, a
informacje te powinny by¢
przekazywane w przejrzystej formie.
Obecne brzmienie tekstu Rady nie budzi
naszych zasadniczych zastrzezen. PL nie
zgtaszata réwniez zastrzezen do rozbicia
art. 14 na dwa artykuty: art. 14 -
informacje przekazywane podmiotowi
danych w przypadku gdy dane zebrane
zostaty od podmiotu danych oraz art. 14
a - informacje przekazywane
podmiotowi danych w przypadku gdy
dane nie zostaty zebrane od podmiotu
danych.

Ust. 1a lit. h) - na wniosek PL usunieto
stowo ,logic” z informacji dotyczacej
profilowania — tak aby administrator nie
byt obowigzany do przekazywania
podmiotowi danych informacji dot.
,logiki” profilowania. Byta to uwaga
zgtaszana przez uczestnikéw warsztatéw
— stowo ,logic of profiling” mogtoby
wskazywaé na wymag ujawnienia catego
algorytmu uzywanego do profilowania,
ktory w wielu przypadkach jest wazng
tajemnicy przedsiebiorstwa.
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(e) the right to lodge a complaint
to the supervisory authority and the
contact details of the supervisory
authority;

(f) the recipients or categories of
recipients of the personal data;

(g) where applicable, that the
controller intends to transfer to a third
country or international organisation
and on the level of protection afforded
by that third country or international
organisation by reference to an
adequacy decision by the Commission;

(h) any further information
necessary to guarantee fair processing
in respect of the data subject, having
regard to the specific circumstances in
which the personal data are collected.

2. Where the personal data are
collected from the data subject, the
controller shall inform the data subject,
in addition to the information referred
to in paragraph 1, whether the
provision of personal data is obligatory
or voluntary, as well as the possible
consequences of failure to provide
such data.

3. Where the personal data are
not collected from the data subject, the
controller shall inform the data subject,

(c) the recipients or categories of
recipients of the personal data;

(d) where applicable, that the
controller intends to transfer personal data
to a recipient in a third country or
international organisation;

(e) the existence of the right to
request from the controller access to and
rectification or erasure of the personal data
or restriction of processing of personal data
concerning the data subject and to object to
the processing of such personal data (...);

() the right to lodge a complaint to a
supervisory authority (...);

(g) whether the provision of personal
data is a statutory or contractual
requirement, or a requirement necessary to
enter into a contract, as well as the possible
consequences of failure to provide such
data; and

(h) the existence of profiling referred
to in Article 20(1) and (3) and information
concerning (...) the profiling, as well as the
significance and the envisaged
consequences of such profiling of the data
subject.

concerning the data subject to object to the
processing of such personal data, or to
obtain data;

(e) the right to lodge a complaint to the
supervisory authority and the contact
details of the supervisory authority;

(f) the recipients or categories of recipients
of the personal data;

(g) where applicable, that the controller
intends to transfer the data to a third
country or international organisation and
on thelevelof protection-afforded-by-that
b . . co
by-reference-te the existence or absence of

an adequacy decision by the Commission, or
in case of transfers referred to in Article 42,
Article 43, or point (h) of Article 44(1),
reference to the appropriate safeguards and
the means to obtain a copy of them;

(ga) where applicable, information about
the existence of profiling, of measures based
on profiling, and the envisaged effects of
profiling on the data subject;

(gb) meaningful information about the logic
involved in any automated processing;

(h) any further information which is
necessary to guarantee fair processing in
respect of the data subject, having regard to
the specific circumstances in which the
personal data are collected or processed, in
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in addition to the information referred
to in paragraph 1, from which source
the personal data originate.

4. The controller shall provide
the information referred to in
paragraphs 1, 2 and 3:

(a) at the time when the personal
data are obtained from the data
subject; or

(b) where the personal data are
not collected from the data subject, at
the time of the recording or within a
reasonable period after the collection,
having regard to the specific
circumstances in which the data are
collected or otherwise processed, or, if
a disclosure to another recipient is
envisaged, and at the latest when the
data are first disclosed.

5. Paragraphs 1 to 4 shall not
apply, where:
(a) the data subject has already

the information referred to in
paragraphs 1, 2 and 3; or

(b) the data are not collected
from the data subject and the provision
of such information proves impossible
or would involve a disproportionate

4, ()

5. Paragraphs 1 and 1a shall not apply
where and insofar as the data subject
already has the information.

particular the existence of certain
processing activities and operations for
which a personal data impact assessment
has indicated that there may be a high risk.

(ha) where applicable, information whether
personal data was provided to public
authorities during the last consecutive 12-
month period.

2. Where the personal data are collected
from the data subject, the controller shall
inform the data subject, in addition to the
information referred to in paragraph 1,
whether the provision of personal data is
ebligateryy mandatory or veluntary optional,
as well as the possible consequences of
failure to provide such data.

2a. In deciding on further information which
is necessary to make the processing fair
under 1(h), controllers shall have regard to
any relevant guidance under Article 38.

3. Where the personal data are not
collected from the data subject, the
controller shall inform the data subject, in
addition to the information referred to in
paragraph 1, from which source the specific
personal data originate. If personal data
originates from publicly available sources, a
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effort; or

(c) the data are not collected
from the data subject and recording or
disclosure is expressly laid down by
law; or

(d) the data are not collected
from the data subject and the provision
of such information will impair the
rights and freedoms of others, as
defined in Union law or Member State
law in accordance with Article 21.

6. In the case referred to in point
(b) of paragraph 5, the controller shall
provide appropriate measures to
protect the data subject's legitimate
interests.

7. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria for categories of recipients
referred to in point (f) of paragraph 1,
the requirements for the notice of
potential access referred to in point (g)
of paragraph 1, the criteria for the
further

information necessary referred to in
point (h) of paragraph 1 for specific
sectors and situations, and the
conditions and appropriate safeguards
for the exceptions laid down in point

general indication may be given.

4. The controller shall provide the
information referred to in paragraphs 1, 2
and 3:

(a) at the time when the personal data are
obtained from the data subject or without
undue delay where the above is not feasible;
or

(aa) on request by or a body, organization
or association referred to in Article 73;

(b) where the personal data are not
collected from the data subject, at the time
of the recording or within a reasonable
period after the collection, having regard to
the specific circumstances in which the data
are collected or otherwise processed, or, if a
diselesure transfer to another recipient is
envisaged, and at the latest whenthe date
arefirstdiselosed at the time of the first
transfer, or, if the data are to be used for
communication with the data subject
concerned, at the latest at the time of the
first communication to that data subject, or

(bb) only on request where the data are
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(b) of paragraph 5. In doing so, the
Commission shall take the appropriate
measures for micro, small and
medium-sized-enterprises.

8. The Commission may lay down
standard forms for providing the
information referred to in paragraphs 1
to 3, taking into account the specific
characteristics and needs of various
sectors and data processing situations
where necessary. Those implementing
acts shall be adopted in accordance
with the examination procedure
referred to in Article 87(2).

processed by a small or micro enterprise
which processes personal data only as an
ancillary activity

5. Paragraphs 1 to 4 shall not apply, where:

(a) the data subject has already the
information referred to in paragraphs 1, 2
and 3; or

(b) the data are processed for historical,
statistical or scientific research purposes
subject to the conditions and safeguards
referred to in Articles 81 and 83, are not
collected from the data subject and the
provision of such information proves
impossible or would involve a
disproportionate effort and the controller
has published the information for anyone to
retrieve; or

(c) the data are not collected from the data
subject and recording or disclosure is
expressly laid down by law to which the
controller is subject, which provides
appropriate measures to protect the data
subject's legitimate interests, considering
the risks represented by the processing and
the nature of the personal data; or

(d) the data are not collected from the data
subject and the provision of such
information will impair the rights and
freedoms of others natural persons, as
defined in Union law or Member State law
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in accordance with Article 21.

(da) the data are processed in the exercise
of his profession by, or are entrusted or
become known to, a person who is subject
to an obligation of professional secrecy
regulated by Union or Member State law or
to a statutory obligation of secrecy, unless
the data is collected directly from the data
subject;

6. In the case referred to in point (b) of
paragraph 5, the controller shall provide
appropriate measures to protect the data
subject's rights or legitimate interests.
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Article 14 a
Information to be provided where the data
have not been obtained from the data

subject

1. Where personal data have not
been obtained from the data subject, the
controller shall provide the data subject
with the following information:

(a) the identity and the contact details
of the controller and, if any, of the
controller's representative; the controller
may also include the contact details of the
data protection officer, if any;

(b) the purposes of the processing for
which the personal data are intended.

2. In addition to the information
referred to in paragraph 1, the controller
shall provide the data subject with such
further information necessary to ensure fair

and transparent processing in respect of

Ust. 4 lit. b) — PL poparta uzupetnienie
w lit. b: (b) the data are not collected
from the data subject and the
provision of such information, in
particular when processing for
historical, statistical, or scientific
research purposes, proves impossible
or would involve a disproportionate
effort — tak, aby jasno wskazaé, ze
kiedy dane sg przetwarzane do celéw
satystycznych, historycznych I
naukowych  udzielenie informacji
podmiotowi danych moze wymagaé
nadmiernego wysitku.
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the data subject, having regard to the
specific circumstances and context in which
the personal data are processed (...):

(a) the categories of personal data
concerned;

(b) ()

(c) where the processing is based on

point (f) of Article 6(1), the legitimate
interests pursued by the controller;

(d) the recipients or categories of
recipients of the personal data;

(e) the existence of the right to
request from the controller access to and
rectification or erasure of the personal data
concerning the data subject and to object
to the processing of such personal data (...);

() the right to lodge a complaint to a
supervisory authority (...);

(g) the origin of the personal data,
unless the data originate from publicly
accessible sources;

(h) the existence of profiling referred
to in Article 20(1) and (3) and information
concerning (...) the profiling, as well as the
significance and the envisaged
consequences of such profiling of the data
subject.

3. The controller shall provide the
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information referred to in paragraphs 1 and
2:

(a) within a reasonable period after
obtaining the data, having regard to the
specific circumstances in which the data are

processed, or

(b) if a disclosure to another recipient
is envisaged, at the latest when the data
are first disclosed.

4. Paragraphs 1 to 3 shall not apply
where and insofar as:

(a) the data subject already has the
information; or

(b) the provision of such information
in particular when processing personal data
for historical, statistical or scientific
purposes proves impossible or would
involve a disproportionate effort or is likely
to render impossible or to seriously impair
the achievement of such purposes; in such
cases the controller shall take appropriate
measures to protect the data subject's
legitimate interests, for example by using
pseudonymous data; or

(c) obtaining or disclosure is expressly
laid down by Union or Member State law to
which the controller is subject, which
provides appropriate measures to protect
the data subject's legitimate interests; or
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(d) where the data originate from
publicly available sources; or

(e) where the data must remain
confidential in accordance with a legal
provision in Union or Member State law or
because of the overriding legitimate
interests of another person.

Article 15
Right of access for the data subject

1. The data subject shall have the
right to obtain from the controller at
any time, on request, confirmation as
to whether or not personal data
relating to the data subject are being
processed. Where such personal data
are being processed, the controller
shall provide the following
information:

(a) the purposes of the
processing;

(b) the categories of personal data
concerned;
(c) the recipients or categories of

recipients to whom the personal data

Article 15
Right of access for the data subject

1. The data subject shall have the
right to obtain from the controller at
reasonable intervals and free of charge (...)
confirmation as to whether or not personal
data concerning him or her are being
processed and where such personal data
are being processed_ access to the data and
the following information:

(a) the purposes of the processing;

(b) ()

(c) the recipients or categories of
recipients to whom the personal data have
been or will be disclosed, in particular to
recipients in third countries;

(d) where possible, the envisaged

Article 15

Right to access and to obtain data for the
data subject

1. Subject to Article 12(4), the data subject
shall have the right to obtain from the
controller at any time, on request,
confirmation as to whether or not personal
data relating to the data subject are being
processed, and in clear and plain language,
the following information:

(a) the purposes of the processing for each
category of personal data;

(b) the categories of personal data
concerned;

(c) the recipients ercategeries-of-recipients

to whom the personal data are to be or
have been disclosed, inpartiewtar including
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are to be or have been disclosed, in
particular to recipients in third
countries;

(d) the period for which the
personal data will be stored;

(e) the existence of the right to
request from the controller
rectification or erasure of personal
data concerning the data subject or to
object to the processing of such
personal data;

(f) the right to lodge a complaint
to the supervisory authority and the
contact details of the supervisory
authority;

(g) communication of the
personal data undergoing processing
and of any available information as to
their source;

(h) the significance and envisaged
consequences of such processing, at
least in the case of measures referred
to in Article 20.2. The data
subject shall have the right to obtain
from the controller communication of
the personal data undergoing
processing. Where the data subject
makes the request in electronic form,
the information shall be provided in
electronic form, unless otherwise

period for which the personal data will be
stored;

(e) the existence of the right to
request from the controller rectification or
erasure of personal data concerning the
data subject or to object to the processing
of such personal data;

() the right to lodge a complaint to a
supervisory authority (...);

(g) where the personal data are not
collected from the data subject, any
available information as to their source;

(h) in the case of decisions referred to
in Article 20, knowledge of the logic
involved in any automated data processing
as well as the significance and envisaged
consequences of such processing.

la. Where personal data are
transferred to a third country or to an
international organisation, the data subject
shall have the right to be informed of the
appropriate safeguards pursuant to Article
42 relating to the transfer.

1b. On request and without an
excessive charge, the controller shall
provide a copy of the personal data
undergoing processing to the data subject.

2. Where personal data supplied by
the data subject are processed by

to recipients in third countries;

(d) the period for which the personal data
will be stored, or if this is not possible, the
criteria used to determine this period;

(e) the existence of the right to request
from the controller rectification or erasure
of personal data concerning the data
subject or to object to the processing of
such personal data;

(f) the right to lodge a complaint to the
supervisory authority and the contact
details of the supervisory authority;

{ o
o : . o
ok . ; .

(h) the significance and envisaged
consequences of such processing-atteastin

the case-of megsuresreferred-to-in-Article
20.

(ha) intelligible information about the logic
involved in any automated processing;

(hb) without prejudice to Article 21, in the
event of disclosure of personal data to a
public authority as a result of a public
authority request, confirmation of the fact
that such a request has been made.

2. The data subject shall have the right to
obtain from the controller communication
of the personal data undergoing processing.

li. h) - W ocenie MAIC uzycie stowa
»logic” moze budzi¢ watpliwosci czy
konieczne jest ujawnienie catego
algorytmu uzywanego do profilowania,
ktory moze by¢ tajemnica
przedsiebiorstwa. Sugerowalismy
zastgpienie tego sformutowaniem
bardziej precyzyjnym jak np.: wiedza
dotyczaca kategorii przetwarzanych
danych i celu ich przetwarzania”

Ust. 1b, 2, 2a — PL zgtaszata watpliwosci,
ze ujawnienie kopii Srodkow
bezpieczenstwa moze zwiekszyé
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requested by the data subject.

3. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the
communication to the data subject of
the content of the personal data
referred to in point (g) of paragraph 1.

4. The Commission may specify
standard forms and procedures for
requesting and granting access to the
information referred to in paragraph 1,
including for verification of the identity
of the data subject and communicating
the personal data to the data subject,
taking into account the specific
features and necessities of various
sectors and data processing situations.
Those implementing acts shall be
adopted in accordance with the
examination procedure referred to in
Article 87(2).

automated means and in a structured and
commonly used format, the controller shall,
on request and without an excessive
charge, provide a copy of the data
concerning the data subject in that format
to the data subject.

2a. The right to obtain a copy referred
to in paragraphs 1b and 2 shall not apply
where such copy cannot be provided
without disclosing personal data of other
data subjects

5. [The rights provided for in this
Article do not apply when data are
processed only for historical, statistical, or
scientific purposes and the conditions in
Article 83(1a) are met].

Where the data subject makes the request
in electronic form, the information shall be
provided in an electronic and structured

zagrozenie zwigzane z przekazywaniem
danych osobowych i sugerowalismy
zastgpienie stowa ,,copy” stowem

format, unless otherwise requested by the »,content”.
data subject. Without prejudice to Article

10, the controller shall take all reasonable

steps to verify that the person requesting

access to the data is the data subject.

2a. Where the data subject has provided the
personal data where the personal data are
processed by electronic means, the data
subject shall have the right to obtain from
the controller a copy of the provided
personal data in an electronic and
interoperable format which is commonly
used and allows for further use by the data
subject without hindrance from the
controller from whom the personal data are
withdrawn. Where technically feasible and
available, the data shall be transferred
directly from controller to controller at the
request of the data subject.

2b. This Article shall be without prejudice to
the obligation to delete data when no
longer necessary under Article 5(1)(e).

2c. There shall be no right of access in
accordance with paragraphs 1 and 2 when
data within the meaning of Article 14(5)(da)
are concerned, except if the data subject is
empowered to lift the secrecy in question
and acts accordingly.
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Article 16
Right to rectification

The data subject shall have the right to
obtain from the controller the
rectification of personal data relating
to them which are inaccurate. The data
subject shall have the right to obtain
completion of incomplete personal
data, including by way of
supplementing a corrective statement.

Article 16
Right to rectification

1.  (..) The data subject shall have the
right to obtain from the controller the
rectification of personal data concerning
him or her which are inaccurate. Having
regard to the purposes for which data were
processed, the data subject shall have the
right to obtain completion of incomplete
personal data, including by means of
providing a supplementary (...) statement.

2. [The rights provided for in this Article
do not apply when data are processed only
for historical, statistical, or scientific
purposes and the conditions in Article
83(1a) are met.]

Article 16 PL nie zgtaszata zasadniczych uwag to

tego przepisu.
Right to rectification

The data subject shall have the right to
obtain from the controller the rectification
of personal data relating to them which are
inaccurate. The data subject shall have the
right to obtain completion of incomplete
personal data, including by providing a
supplementary statement.
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Article 17
Right to be forgotten and to erasure

1. The data subject shall have the
right to obtain from the controller the
erasure of personal data relating to
them and the abstention from further
dissemination of such data, especially
in relation to personal data which are
made available by the data subject
while he or she was a child, where one
of the following grounds applies:

(a) the data are no longer
necessary in relation to the purposes
for which they were collected or
otherwise processed;

(b) the data subject withdraws
consent on which the processing is
based according to point (a) of Article
6(1), or when the storage period
consented to has expired, and where
there is no other legal ground for the
processing of the data;

(c) the data subject objects to the
processing of personal data pursuant
to Article 19;

(d) the processing of the data
does not comply with this Regulation
for other reasons.

2. Where the controller referred

Article 17
Right to be forgotten and to erasure

1.  The/(...) controller shall have the
obligation to erase personal data without
undue delay and the data subject shall have
the right to obtain the erasure of personal
data without undue delay where one of the
following grounds applies:

(a) the data are no longer necessary in
relation to the purposes for which they
were collected or otherwise processed;

(b) the data subject withdraws consent
on which the processing is based according
to point (a) of Article 6(1) or point (a) of
Article 9(2) and (...) there is no other legal
ground for the processing of the data;

(c) the data subject objects to the
processing of personal data_pursuant to
Article 19(1) and there are no overriding
legitimate grounds for the processing or the
data subject objects to the processing of
personal data pursuant to Article 19(2);

(d) the data have been unlawfully
processed;

(e) the data have to be erased for
compliance with a legal obligation to which
the controller is subject.

2. ().

2a. Where the controller (...) has made

Article 17

Right to be-forgettenand-te erasure

1. The data subject shall have the right to
obtain from the controller the erasure of
personal data relating to them and the
abstention from further dissemination of
such data, and to obtain from third parties
the erasure of any links to, or copy or
replication of that data, —especiaty—in
relation-to-personal-data—which-are—nade
she-was-a-child; where one of the following

grounds applies:

(a) the data are no longer necessary in
relation to the purposes for which they
were collected or otherwise processed

(b) the data subject withdraws consent on
which the processing is based according to
point (a) of Article 6(1), or when the storage
period consented to has expired, and where
there is no other legal ground for the
processing of the data;

c) the data subject objects to the processing
of personal data pursuant to Article 19;

(ca) a court or regulatory authority based
in the Union has ruled as final and absolute
that the data concerned must be erased;

(d) the precessing—ef—the data has been
unlawfully processed dees-net-comply-with

Ust. 2a — PL sprzeciwiata sie prawu do
bycia zapomnianym jako rozwigzaniu
trudnemu do realizacji w praktyce. PL
wskazywata, ze prawo to jest technicznie
trudne do zastosowania (w szczegdlnosci
w Srodowisku internetowym), i pociaga
za sobg nadmierne i nieuzasadnione
obcigzenia dla administratoréw danych,
a takze budzi watpliwosci w zakresie
jego relacji do wolnosci wypowiedzi.
Wskazywali$my rédwniez, ze realizacja
tego obowigzku mogtaby prowadzi¢ do
efektu odwrotnego niz zamierzony, w
postaci zwrdcenia powszechnej uwagi
na dane, ktére podmiot danych prébuje
usungé.

W tekscie Rady to prawo jest juz nieco
ograniczone, PL popiera rowniez LIBE
mocno ograniczyto prawo do bycia
zapomnianym (znajduje zastosowanie
jedynie do przetwarzania danych bez
podstawy prawnej), co sprawia, ze
praktycznie nie bedzie miato
zastosowania.
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to in paragraph 1 has made the
personal data public, it shall take all
reasonable steps, including technical
measures, in relation to data for the
publication of which the controller is
responsible, to inform third parties
which are processing such data, that a
data subject requests them to erase
any links to, or copy or replication of
that personal data. Where the
controller has authorised a third party
publication of personal data, the
controller shall be considered
responsible for that publication.

3. The controller shall carry out
the erasure without delay, except to
the extent that the retention of the
personal data is necessary:

(a) for exercising the right of
freedom of expression in accordance
with Article 80;

(b) for reasons of public interest
in the area of public health in
accordance with Article 81;

(c) for historical, statistical and
scientific research purposes in
accordance with Article 83;

(d) for compliance with a legal
obligation to retain the personal data
by Union or Member State law to
which the controller is subject;

the personal data public and is obliged
pursuant to paragraph 1 to erase the data,
the controller, taking account of available
technology and the cost of implementation,
shall take (...) reasonable steps, including
technical measures, (...) to inform
controllers which are processing the data,
that a data subject requests them to erase
any links to, or copy or replication of that
personal data.

3. Paragraphs 1 and 2a shall not apply
to the extent that (...) processing of the
personal data is necessary:

a. for exercising the right of freedom
of for exercising the right of freedom of
expression in accordance with Article 80;

b. for compliance with_a legal
obligation to process the personal data by
Union or Member State law to which the
controller is subjector for the performance of
a task carried out in the public interest or in
the exercise of official authority vested in the
controller;

c. for reasons of public interest in the
area of public health in accordance with
Article 81;

d. for historical, statistical and
scientific (...) purposes in accordance with
Article 83;

()
f. ()

1a. The application of paragraph 1 shall be
dependent upon the ability of the data
controller to verify that the person
requesting the erasure is the data subject.

2. Where the controller referred to in
paragraph 1 has made the personal data
public without a justification based on
Article 6(1), it shall take all reasonable
steps to have the data erased, including by
third parties, without prejudice to Article

77—it—shall—take—all—reasonable—steps;

The controller shall inform the data
subject, where possible, of the action taken
by the relevant third parties. Where—the
controller—has authorised—a—third—party
blicati . | data, th "
hallL iderod iblef !

Ust. 2a — PL sprzeciwiata sie prawu do
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Member State laws shall meet an g.

objective of public interest, respect the defence of legal claims.

for the establishment, exercise or

essence of the right to the protection
of personal data and be proportionate
to the legitimate aim pursued;

(e) in the cases referred to in
paragraph 4.
4, Instead of erasure, the

controller shall restrict processing of
personal data where:

(a) their accuracy is contested by
the data subject, for a period enabling
the controller to verify the accuracy of
the data;

(b) the controller no longer needs
the personal data for the
accomplishment of its task but they
have to be maintained for purposes of
proof;

(c) the processing is unlawful and
the data subject opposes their erasure
and requests the restriction of their use
instead;

(d) the data subject requests to
transmit the personal data into
another automated processing system
in accordance with Article 18(2).

5. Personal data referred to in
paragraph 4 may, with the exception of

4.

5.

()
(..)

(c) the data subject objects to the
processing of personal data pursuant to
Article 19;

(c) the data subject objects to the
processing of personal data pursuant to
Article 19;

(ca) a court or regulatory authority based
in the Union has ruled as final and absolute
that the data concerned must be erased;

(d) the precessing—of—the data has been
unlawfully processed dees-net-comply-with
his Reaulationt ! .

1a. The application of paragraph 1 shall be
dependent upon the ability of the data
controller to verify that the person
requesting the erasure is the data subject.

2. Where the controller referred to in
paragraph 1 has made the personal data
public without a justification based on
Article 6(1), it shall take all reasonable
steps to have the data erased, including by
third parties, without prejudice to Article

77—it—shall—take—all—reasonable—steps;

bycia zapomnianym jako rozwigzaniu
trudnemu do realizacji w praktyce. PL
wskazywata, ze prawo to jest technicznie
trudne do zastosowania (w szczegdlnosci
w Srodowisku internetowym), i pociaga
za sobg nadmierne i nieuzasadnione
obcigzenia dla administratorow danych,
a takze budzi watpliwosci w zakresie
jego relacji do wolnosci wypowiedzi.
Wskazywali$my rédwniez, ze realizacja
tego obowigzku mogtaby prowadzi¢ do
efektu odwrotnego niz zamierzony, w
postaci zwrdcenia powszechnej uwagi

na dane, ktére podmiot danych prébuje
usungc.

W tekscie Rady to prawo jest juz nieco
ograniczone, PL popiera rowniez LIBE
mocno ograniczyto prawo do bycia
zapomnianym (znajduje zastosowanie
jedynie do przetwarzania danych bez
podstawy prawnej), co sprawia, ze
praktycznie nie bedzie miato
zastosowania.
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storage, only be processed for
purposes of proof, or with the data
subject's consent, or for the protection
of the rights of another natural or legal
person or for an objective of public
interest.

6. Where processing of personal
data is restricted pursuant to
paragraph 4, the controller shall inform
the data subject before lifting the
restriction on processing.

7. The controller shall implement
mechanisms to ensure that the time
limits established for the erasure of
personal data and/or for a periodic
review of the need for the storage of
the data are observed.

8. Where the erasure is carried
out, the controller shall not otherwise
process such personal data.

9. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying:

(a) the criteria and requirements
for the application of paragraph 1 for
specific sectors and in specific data
processing situations;

(b) the conditions for deleting
links, copies or replications of personal

personal—data—the—controller—shall —be
idered iblefor ¢} blication.

The controller shall inform the data
subject, where possible, of the action taken
by the relevant third parties. Where—the
controller—has authorised—a—third—party
publication-of personal-data—thecontroler
shall-be—considered—responsible—for—that

3. The controller and, where applicable, the
third party shall carry out the erasure
without delay, except to the extent that the
retention of the personal data is necessary:

(a) for exercising the right of freedom of
expression in accordance with Article 80;

(b) for reasons of public interest in the area
of public health in accordance with Article
81;

(c) for historical, statistical and scientific
research purposes in accordance with
Article 83;

(d) for compliance with a legal obligation to
retain the personal data by Union or
Member State law to which the controller is
subject; Member State laws shall meet an
objective of public interest, respect the
essence—of the right to the protection of
personal data and be proportionate to the
legitimate aim pursued;
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data from publicly available
communication services as referred to
in paragraph 2;

(c) the criteria and conditions for
restricting the processing of personal
data referred to in paragraph 4.

(e) in the cases referred to in paragraph 4.

4. Instead of erasure, the controller shall
restrict processing of personal data in such
a way that it is not subject to the normal
data access and processing operations and
can not be changed anymore, where:

(a) their accuracy is contested by the data
subject, for a period enabling the controller
to verify the accuracy of the data;

(b) the controller no longer needs the
personal data for the accomplishment of its
task but they have to be maintained for
purposes of proof;

(c) the processing is unlawful and the data
subject opposes their erasure and requests
the restriction of their use instead;

(ca) a court or regulatory authority based
in the Union has ruled as final and absolute
that the data concerned must be restricted;

(d) the data subject requests to transmit the
personal data into another automated
processing system in accordance with
paragraphs 2a of Article-18{2) 15;

(da) the particular type of storage
technology does not allow for erasure and
has been installed before the entry into
force of this Regulation.

5. Personal data referred to in paragraph 4
may, with the exception of storage, only be
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processed for purposes of proof, or with the
data subject's consent, or for the protection
of the rights of another natural or legal
person or for an objective of public interest.

6. Where processing of personal data is
restricted pursuant to paragraph 4, the
controller shall inform the data subject
before lifting the restriction on processing.

8. Where the erasure is carried out, the
controller shall not otherwise process such
personal data.

8a. The controller shall implement
mechanisms to ensure that the time limits
established for the erasure of personal
data and/or for a periodic review of the
need for the storage of the data are
observed.

8b. The controller shall implement
mechanisms to ensure that the time
limits established for the erasure of
personal data and/or for a periodic
review of the need for the storage of
the data are observed.

9. The Commission shall be empowered to

52




adopt, after requesting an opinion of the
European Data Protection Board, delegated
acts in accordance with Article 86 for the
purpose of further specifying:

(a) the criteria and requirements for the
application of paragraph 1 for specific
sectors and in specific data processing
situations;

(b) the conditions for deleting links, copies
or replications of personal data from
publicly available communication services
as referred to in paragraph 2;

(c) the criteria and conditions for restricting
the processing of personal data referred to
in paragraph 4.

Lit. (da) — trudno wyobrazi¢ sobie system
przetwarzania danych, z ktérego nie
mozna danych usungc¢ z powodéw
technologicznych, dlatego postulujemy
wykreslenie tego przepisu
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Article 17a
Right to restriction of processing

1. The data subject shall have the right
to obtain from the controller the restriction
of the processing of personal data where:

(a) the accuracy of the data is
contested by the data subject, for a period
enabling the controller to verify the
accuracy of the data;

(b) the controller no longer needs the
personal data for the purposes of the
processing, but they are required by the
data subject for the establishment, exercise
or defence of legal claims; or

(c) he or she has objected to
processing pursuant to Article 19(1) pending
the verification whether the legitimate
grounds of the controller override those of
the data subject.

2. ()

3. Where processing of personal data
has been restricted under paragraph 1, such
data may, with the exception of storage,
only be processed with the data subject's
consent or for the establishment, exercise
or defence of legal claims or for the
protection of the rights of another natural
or legal person or for reasons of important
public interest.
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4. A data subject who obtained the
restriction of processing pursuant to
paragraph 1 (...) shall be informed by the
controller before the restriction of
processing is lifted.

5. ()

5a. [The rights provided for in this
Article do not apply when data are
processed only for historical, statistical, or
scientific purposes and the conditions in
Article 83(1a) are met.].
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Article 17b
Notification obligation regarding
rectification, erasure or restriction

The controller shall communicate any
rectification, erasure or restriction of
processing carried out in accordance with
Articles 16, 17(1) and 17a to each recipient
to whom the data have been disclosed,
unless this proves impossible or involves a
disproportionate effort.

PL zgtaszata uwage, ze zakres art. 17b
jest zbyt szeroki ze wzgledu na zbyt
szeroka definicje odbiorcy (recipient). Ta
definicja zostata teraz jednak zawezona,
a zatem uwaga PL nie jest juz aktualna.
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Article 18
Right to data portability

1. The data subject shall have the
right, where personal data are
processed by electronic means and in a
structured and commonly used format,
to obtain from the controller a copy of
data undergoing processing in an
electronic and structured format which
is commonly used and allows for
further use by the data subject.

2. Where the data subject has
provided the personal data and the
processing is based on consent or on a
contract, the data subject shall have
the right to transmit those personal
data and any other information
provided by the data subject and
retained by an automated processing
system, into another one, in an
electronic format which is commonly
used, without hindrance from the
controller from whom the personal
data are withdrawn.

3. The Commission may specify
the electronic format referred to in
paragraph 1 and the technical
standards, modalities and procedures
for the transmission of personal data
pursuant to paragraph 2. Those
implementing acts shall be adopted in
accordance with the examination

Article 18 Usunieto (zawarty w art. 15)
Right to data portability

1. (..)

2. Where the data subject has
provided personal data and the processing,
(...) based on consent or on a contract, is
carried on in an automated processing
system provided by an information society
service, the data subject shall have the right
to withdraw these data in a form which
permits the data subject to transmit them
into another automated processing system
without hindrance from the controller from
whom the personal data are withdrawn .

2a. The right referred to in paragraph 2
shall be without prejudice to intellectual
property rights.

[3. The Commission may specify (...)
the technical standards, modalities and
procedures for the transmission of personal
data pursuant to paragraph 2. Those
implementing acts shall be adopted in
accordance with the examination procedure
referred to in Article 87(2).]

4. [The rights provided for in this
Article do not apply when data are
processed only for historical, statistical, or
scientific purposes and the conditions in
Article 83(1a) are met.]

PL nie popierata szczegdlnie prawa do
przenoszenia danych ale tez mu sie nie
sprzeciwiata. W naszej ocenie jest to
prawo w wiekszym stopniu dotyczace
prawa konkurencji niz ochrony danych
osobowych.

W ocenie PL dodanie ust. 2 a nie wydaje
sie wtasciwym rozwigzaniem, ze wzgledu
na niedookreslony charakter pojecia
»prawa wiasnosci intelektualnej”, ktéry
moze wywotywac spory na tle czy dana
forma danych moze naruszac czyjes$
prawa wtasnosci intelektualnej. Z tego
wzgledu wiasciwszym wydaje sie
uzupetnienie tego artykutu, ze chodzi o
dane w formie surowej,
nieprzetworzonej. Z tego wzgledu PL
zaproponuje uzupetnienie w ust. 2 po
stowie , data” okresleniem ,,in non-
aggregated and/or non-modified form”,
co jest lepszym rozwigzaniem niz
proponowany ustep 2a. Nalezy
jednoczesnie rozwazy¢, czy w kazdym
przypadku bedzie to mozliwe i
ewentualnie dopusci¢ przekazanie
danych w stanie, w jakim sie aktualnie
znajduja, jezeli bedzie to wygodniejsze
dla administratora — nie bytoby celowe
ustanawianie obowigzku doprowadzania
danych do stanu wyjsciowego w kazdym
przypadku.

Lub tez mozna zaproponowaé dodanie
zapisu jak np.: “These data shall be
transmitted in non-modified form or in
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procedure referred to in Article 87(2).

the form that is the most convenient to
the controller”.

Article 19
Right to object

1. The data subject shall have the
right to object, on grounds relating to
their particular situation, at any time to
the processing of personal data which
is based on points (d), (e) and (f) of
Article 6(1), unless the controller
demonstrates compelling legitimate
grounds for the processing which
override the interests or fundamental
rights and freedoms of the data
subject.

2. Where personal data are
processed for direct marketing
purposes, the data subject shall have
the right to object free of charge to the
processing of their personal data for
such marketing. This right shall be
explicitly offered to the data subject in
an intelligible manner and shall be
clearly distinguishable from other
information.

3. Where an objection is upheld
pursuant to paragraphs 1 and 2, the
controller shall no longer use or
otherwise process the personal data
concerned.

Article 19
Right to object

1. The data subject shall have the
right to object, on reasoned grounds
relating to his or her particular situation, at
any time to the processing of personal data
concerning him or her which is based on
point (...) (f) of Article 6(1); the personal
data shall no longer be processed unless the
controller demonstrates (...) legitimate
grounds for the processing which override
the interests or (...) rights and freedoms of
the data subject.

la. (...) Where an objection is upheld
pursuant to paragraph 1 (...), the controller
shall no longer (...)process the personal data
concerned except for the establishment,
exercise or defence of legal claims.

2. Where personal data are processed
for direct marketing purposes, the data
subject shall have the right to object (...)at
any time to the processing of personal data
concerning him or her for such marketing.
This right shall be explicitly brought to the
attention of the data subject (...) and shall
be presented clearly and separately from
any other information.

2a. Where the data subject objects to
the processing for direct marketing

Article 19

Right to object

1. The data subject shall have the right to
object-on-groundsrelating-to-their
particularsitugtion; at any time to the
processing of personal data which is based
on points (d) and (e) end-f} of Article 6(1),
unless the controller demonstrates
compelling legitimate grounds for the
processing which override the interests or
fundamental rights and freedoms of the
data subject.

2. Where the processing of personal data is

are-processedfor-direct-marketing-purposes
is based on points{d){e}-and (f) of Article
6(1), the data subject shall have at any time
and without any further justification, the
right to object free of charge in general or
for any particular purpose to the processing
of their personal data fersuch-marketing-
This riaht-shell icithy-offered-to-t

, biect ntallicibl ,

helbe-cleaty-distinauishablet ,

2a. The This right referred to in paragraph 2

PL wnioskowata o doprecyzwanie
terminu: ,compelling legitimate grounds
for the processing which override the
interests or fundamental rights and
freedoms of the data subject.”.

PL poparta poprawki LIBE wzmacniajgce
prawo osoby do wniesienia sprzeciwu
wobec przetwarzania jej danych
osobowych (np. poprzez wykreslenie, ze
prawo to przystuguje jedynie ,z przyczyn
dotyczacych jego/jej szczegdlnej
sytuacji”, czy poprzez wzmocnienie
obowigzku informacyjnego o prawie do
sprzeciwu przystugujgcego podmiotowi
danych);
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purposes, the personal data shall no longer
be processed for such purposes.

3. (..)

4. [The rights provided for in this
Article do not apply to personal data which
are processed only for historical, statistical,

or scientific purposes and the conditions in
Article 83(1A) are met].

shall be explicitly offered to the data subject
in an intelligible manner and form, using
clear and plain language, in particular if
addressed specifically to a child, and shall be
clearly distinguishable from other
information.

2b. In the context of the use of information
society services, and notwithstanding
Directive 2002/58/EC, the right to object
may be exercised by automated means
using a technical standard which allows the
data subject to clearly express his or her
wishes.

3. Where an objection is upheld pursuant to
paragraphs 1 and-2, the controller shall no
longer use or otherwise process the
personal data concerned for the purposes
determined in the objection.

Article 20

PL zgtaszata zastrzezenie analityczne do
art. 20 wskazujgc na trudne w

Article 20 Measures-based-en Profiling interpretacji pojecia

. ) o L »significantly/adversely/severely” przed
Measures based on profiling Article 20 1. Without prejudice to the provisions in effect”

Profiling Article 6 every natural person shall have the ”

1. Every natural person shall right net-te-be-subject to object to-& Ust. 3 — PL zglaszata zastrzezenia
have the right not to be subject to a 1. Every data subject shall have the measure-which-producestegat-effects analityczne do ust. 3 propozycji KE i
measure which produces legal effects g ot t0 be subject to a decision based concerning-this-naturalperson-of wnioskowata o wykreélenie stowa
concerning this natural person or solely on profiling which produces legal significantly-affectsthisnaturalperson-and  “solely”. Nowy zapis ust. 3
5|gn|f|ce?ntly affects this natural person, oz 45 concerning him or her or severely which-is-based-solely-on-automated zaproponowany przez PREZ zostat przez
and which is based solely on affects him or her unless such processing: processing-intended-to-evaluate-certain PL poparty.
automated processing intended to personal-aspectsrelating-to-this-natural
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evaluate certain personal aspects
relating to this natural person or to
analyse or predict in particular the
natural person's performance at work,
economic situation, location, health,
personal preferences, reliability or
behaviour.

2. Subject to the other provisions
of this Regulation, a person may be
subjected to a measure of the kind
referred to in paragraph 1 only if the
processing:

(a) is carried out in the course of
the entering into, or performance of, a
contract, where the request for the
entering into or the performance of the
contract, lodged by the data subject,
has been satisfied or where suitable
measures to safeguard the data
subject's legitimate interests have
been adduced, such as the right to
obtain human intervention; or

(b) is expressly authorized by a
Union or Member State law which also
lays down suitable measures to
safeguard the data subject's legitimate
interests; or

(c) is based on the data subject's
consent, subject to the conditions laid
down in Article 7 and to suitable
safeguards.

(a) is carried out in the course of the
entering into, or performance of, a contract
between the data subject and a data
controller and suitable measures to
safeguard the data subject's legitimate
interests have been adduced, such as the
rights of the data subject to obtain human
intervention on the part of the controller, to
express his or her point of view, and to
contest the decision’ or

(b) is (...) authorized by Union or
Member State law to which the controller is
subject and which also lays down suitable
measures to safeguard the data subject's
legitimate interests; or

(c) is based on the data subject's
explicit consent (...).

2. (...)

3. Profiling shall not (...) be based on
special categories of personal data referred

to in Article 9(1), unless Article 9(2) applies
and suitable measures to safeguard the
data subject's legitimate interests are in

place.

(c) is based on the data subject's
explicit consent (...).

2. (...)

3. Profiling shall not (...) be based on
special categories of personal data referred

Lprat. religbil
behaviour- profiling in accordance with
Article 19. The data subject shall be
informed about the right to object to
profiling in a highly visible manner.

2. Subject to the other provisions of this
Regulation, a person may be subjected to &
f the kind ok Iy

paragraph-1 profiling which leads to
measures producing legal effects concerning
the data subject or does similarly
significantly affect the interests, rights or
freedoms of the concerned data subject only
if the processing:

(a) is earried-outin-the-course-of necessary
for the entering into, or performance of, a
contract, where the request for the entering
into or the performance of the contract,
lodged by the data subject, has been
satisfied, provided that erwhere suitable
measures to safeguard the data subject's
legitimate interests have been adduced;

- .

intervention, or

(b) is expressly authorized by a Union or
Member State law which also lays down
suitable measures to safeguard the data
subject's legitimate interests;

(c) is based on the data subject's consent,

Poza tym co do zasady w opinii PL
przepis o profilowaniu w tekscie Rady
dobrze wazy interesy przedsiebiorcow
wykorzystujgcych techniki profilowania z
prawami podmiotéw danych. PL popiera
profilowanie niedyskryminujace,
poinformowane, ktéremu mozna sie
sprzeciwic.

MAIC popiera poprawki LIBE, ktore w
opinii MAIC lepiej zabezpieczajq interesy
podmiotéw danych, niz te dyskutowane
w Radzie UE (np. zakazuje profilowania
opartego na danych wrazliwych jak np.
rasa czy wyznanie religijne, ktére ma
skutek dyskryminujgcy, a informacja o
mozliwosci sprzeciwienia sie
profilowaniu musi by¢ widoczna). W
wersji LIBE, w przypadku profilowania,
ktore wywotuje skutek prawny albo
znaczaco wptywa na podmiot danych,
LIBE wprowadzito gwarancje, iz nie
bedzie ono w petni zautomatyzowane
lecz bedzie w nim wystepowat czynnik
ludzki, co MAIC zdecydowanie poparto.
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3. Automated processing of
personal data intended to evaluate
certain personal aspects relating to a
natural person shall not be based
solely on the special categories of
personal data referred to in Article 9.

4, In the cases referred to in
paragraph 2, the information to be
provided by the controller under
Article 14 shall include information as
to the existence of processing for a
measure of the kind referred to in
paragraph 1 and the envisaged effects

of such processing on the data subject.

5. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and conditions for suitable
measures to safeguard the data
subject's legitimate interests referred
to in paragraph 2.

to in Article 9(1), unless Article 9(2) applies
and suitable measures to safeguard the
data subject's legitimate interests are in
place.

subject to the conditions laid down in
Article 7 and to suitable safeguards.

3. Profiling that has the effect of
discriminating against individuals on the
basis of race or ethnic origin, political
opinions, religion or beliefs, trade union
membership, sexual orientation or gender
identity, or that results in measures which
have such effect, shall be prohibited. The
controller shall implement effective
protection against possible discrimination
resulting from profiling. Profiling shall not
be based solely on the special categories of
personal data referred to in Article 9.

5. Profiling which leads to measures
producing legal effects concerning the data
subject or does similarly significantly affect
the interests, rights or freedoms of the
concerned data subject shall not be based
solely or predominantly on automated
processing and shall include human
assessment, including an explanation of the
decision reached after such an assessment.
The Commission-shall-be-empowered-te

! " [ . [ "
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\rticle 86 for il ot
fying th o [ itions
suitable measures to safeguard the data
subject's legitimate interests referred to in
paragraph 2 shall include the right to obtain
human assessment and an explanation of
the decision reached after such assessment.

5a. The European Data Protection Board
shall be entrusted with the task of issuing
guidelines, recommendations and best
practices in accordance with Article 66
paragraph 1(b) for further specifying the
criteria and conditions for profiling pursuant
to paragraph 2.
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Article 21
Restrictions

1. Union or Member State law
may restrict by way of a legislative
measure the scope of the obligations
and rights provided for in points (a) to
(e) of Article 5 and Articles 11 to 20 and
Article 32, when such a restriction
constitutes a necessary and
proportionate measure in a democratic
society to safeguard:

(a) public security;

(b) the prevention, investigation,
detection and prosecution of criminal
offences;

(c) other public interests of the
Union or of a Member State, in
particular an important economic or
financial interest of the Union or of a
Member State, including monetary,
budgetary and taxation matters and
the protection of market stability and
integrity;

(d) the prevention, investigation,
detection and prosecution of breaches
of ethics for regulated professions;

(e) a monitoring, inspection or
regulatory function connected, even
occasionally, with the exercise of

Article 21
Restrictions

1. Union or Member State law to
which the data controller or processor is
subject may restrict by way of a legislative
measure the scope of the obligations and
rights provided for in points (a) to (e) of
Article 5 and Articles 12 to 20 and Article
32, when such a restriction constitutes a
necessary and proportionate measure in a
democratic society to safeguard:

(aa) national security;

(ab)  defence;

(a) public security;

(b) the prevention, investigation,

detection and prosecution of criminal
offences and, for these purposes, the
maintenance of public order, or the
execution of criminal penalties;

(c) other important objectives of
general public interests of the Union or of a
Member State, in particular an important
economic or financial interest of the Union
or of a Member State, including, monetary,
budgetary and taxation matters and the
protection of market stability and integrity;

(d) the prevention, investigation,
detection and prosecution of breaches of
ethics for regulated professions;

Article 21
Restrictions

1. Union or Member State law may restrict
by way of a legislative measure the scope of
the obligations and rights previdedfer in
points{a)-to{e)-of Article-5-and Articles 11
to 19 20- and Article 32, when such a
restriction eenstitutes meets a clearly
defined objective of public interest, respects
the essence of the right to protection of
personal data, is proportionate to the
legitimate aim pursued and respects the
fundamental rights and interests of the data
subject and is a necessary and
proportionate measure in a democratic
society to safeguard:

(a) public security;

(b) the prevention, investigation, detection
and prosecution of criminal offences;

(c) etherpublicinterests of the Unjon-orof o
Mermber State i - .

. ; -y b Lini
orof a-MemberState-including-monetary
budgetary-and taxation matters gnd-the

. : bl . iy

(d) the prevention, investigation, detection
and prosecution of breaches of ethics for
regulated professions;

(e) a monitoring, inspection or regulatory

PL wnioskowata o wykreslenie z ust. 1
odniesienia do lit (a) — (e) art. 5., ktore
$3 W naszej opinii prawami
podstawowymi i nie powinny podlegac
ograniczeniom.
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official authority in cases referred to in
(a), (b), (c) and (d);

(f) the protection of the data
subject or the rights and freedoms of
others.

2. In particular, any legislative
measure referred to in paragraph 1
shall contain specific provisions at least
as to the objectives to be pursued by
the processing and the determination
of the controller.

(e) a monitoring, inspection or
regulatory function connected, even
occasionally, with the exercise of official
authority in cases referred to in (a), (b), (c)
and (d);

(f) the protection of the data subject
or the rights and freedoms of others.

2. Any legislative measure referred to
in paragraph 1 shall contain specific
provisions at least as to the purposes of the
processing or categories of processing, the
categories of personal data, the scope of
the restrictions introduced, the specification
of the controller or categories of controllers
and the applicable safeguards taking into
account of the nature, scope and purposes
of the processing and the risks for the rights
and freedoms of data subjects.

function in the framework of eennected;
even-occasionatly—with the exercise of a
competent public efficiet authority in cases
referred to in (a), (b), (c) and (d);

(f) the protection of the data subject or the
rights and freedoms of others.

2. In particular, any legislative measure
referred to in paragraph 1 must be
necessary and proportionate in a
democratic society and shall contain specific
provisions at least as to:

(a) the objectives to be pursued by the
processing end;

(b) the determination of the controller;

(c) the specific purposes and means of
processing;

(d) the safeguards to prevent abuse or
unlawful access or transfer;

(e) the right of data subjects to be informed
about the restriction.

2a. Legislative measures referred to in
paragraph 1 shall neither permit nor oblige
private controllers to retain data additional
to those strictly necessary for the original
purpose.
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Article 22
Responsibility of the controller

1. The controller shall adopt
policies and implement appropriate
measures to ensure and be able to
demonstrate that the processing of
personal data is performed in
compliance with this Regulation.

2. The measures provided for in
paragraph 1 shall in particular include:

(a) keeping the documentation
pursuant to Article 28;

(b) implementing the
data security requirements laid down
in Article 30;

(c) performing a data protection
impact assessment pursuant to Article
33;

(d) complying with the
requirements for prior authorisation or
prior consultation of the supervisory
authority pursuant to Article 34(1) and
(2);

(e) designating a data protection
officer pursuant to Article 35(1).

3. The controller shall implement
mechanisms to ensure the verification
of the effectiveness of the measures

Article 22
Obligations of the controller

1. Taking into account the nature,
context, scope and purposes of the
processing and the risks for the rights and
freedoms of data subjects, the controller
shall (...) implement appropriate measures
and be able to demonstrate that the
processing of personal data is performed in
compliance with this Regulation.

2. (..)

2a. Where proportionate in relation to
the processing activities, the measures
referred to in paragraph 1 shall include the
implementation of appropriate data
protection policies by the controller.

2b. Compliance with the obligations of
the controller may be demonstrated by
means of adherence to codes of conduct
pursuant to Article 38 or a certification
mechanism pursuant to Article 39 (....).

3. ()
4, ()

Article 22

Responsibility and accountability of the
controller

1. The controller shall adopt appropriate
policies and implement appropriate and
demonstrable technical and organizational
measures to ensure and be able to
demonstrate in a transparent manner that
the processing of personal data is
performed in compliance with this
Regulation, having regard to the state of the
art, the nature of personal data processing,
the context, scope and purposes of the
processing, the risks for the rights and
freedoms of the data subjects and the type
of the organization, both at the time of the
determination of the means for processing
and at the time of the processing itself.

1a. Having regard to the state of the art and
the cost of implementation, the controller
shall take all reasonable steps to implement
compliance policies and procedures that
persistently respect the autonomous choices
of data subjects. These compliance policies
shall be reviewed at least every two years
and updated where necessary.

" cular include:
ol keooming thad ,

Ust. 1 - pojecie “rights and freedoms”
jest zbyt szerokie, moze dotyczy¢ sfer
catkowicie niezwigzanych z danymi
osobowymi, by¢ moze nalezy je zawezié¢
(np. do ,,privacy”), jest to uwaga takze
do innych odniesien do ,rights and
freedoms” w projekcie rozporzadzenia.

PL opowiedziata sie za przywrdceniem
ustepu 2, jako pomocnego do
wyjasnienia co znaczg ,appropriate
measures”. Zmiana ta nie zmierza do
poszerzenia zakresu obowigzkéw
administratora danych, poniewaz
odwotuje sie do wymogdw i procedur,
ktore zostaty przewidziane w innych
przepisach projektowanego
rozporzadzenia.

PL poparta wprowadzenie w art. 22
ustepu 2a, jako przyktadu zastosowania
zasady rozliczalnosci (,,accountability”).

PL poparta wprowadzenie w art. 22
ustepu 2b i odniesienia do certyfikacji.
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referred to in paragraphs 1 and 2. If
proportionate, this verification shall be
carried out by independent internal or
external auditors.

4, The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of specifying any further
criteria and requirements for
appropriate measures referred to in
paragraph 1 other than those already
referred to in paragraph 2, the
conditions for the verification and
auditing mechanisms referred to in
paragraph 3 and as regards the criteria
for proportionality under paragraph 3,
and considering specific measures for
micro, small and medium-sized-
enterprises.

3. The controller shall implerment
b ! Ficati f be

able to demonstrate the adequacy and
effectiveness of the measures referred to in
paragraphs 1 and 2. {fproportionate-this
ficationshallL ;g !
" . [ | auditors.
Any regular general reports of the activities
of the controller, such as the obligatory
reports by publicly traded companies, shall
contain a summary description of the
policies and measures referred to in
paragraph 1.

3a. The controller shall have the right to
transmit personal data inside the Union
within the group of undertakings the
controller is part of, where such processing
is necessary for legitimate internal
administrative purposes between connected
business areas of the group of undertakings
and an adequate level of data protection as
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well as the interests of the data subjects are
safeguarded by internal data protection
provisions or equivalent codes of conduct
ass referred to in Article 38.
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Article 23

Data protection by design and by
default

1. Having regard to the state of
the art and the cost of implementation,
the controller shall, both at the time of
the determination of the means for
processing and at the time of the
processing itself, implement
appropriate technical and
organisational measures and
procedures in such a way that the
processing will meet the requirements
of this Regulation and ensure the
protection of the rights of the data
subject.

2. The controller shall implement
mechanisms for ensuring that, by
default, only those personal data are
processed which are necessary for each
specific purpose of the processing and
are especially not collected or retained
beyond the minimum necessary for
those purposes, both in terms of the
amount of the data and the time of
their storage. In particular, those
mechanisms shall ensure that by
default personal data are not made
accessible to an indefinite number of
individuals.

3. The Commission shall be
empowered to adopt delegated acts in

Article 23
Data protection by design and by default

1. Having regard to available
technology and the cost of implementation
and taking account of the risks for rights
and freedoms of individuals posed by the
nature, scope and purpose of the
processing, the controller shall (...),
implement (...) technical and organisational
measures appropriate to the processing
activity being carried on and its objectives,
including the use of pseudonymous data, in
such a way that the processing will meet the
requirements of this Regulation and (...)
protect the rights of (...) data subjects.

2. The controller shall implement
appropriate measures for ensuring that, by
default, only (...) personal data (...) which
are not excessive for each specific purpose
of the processing are processed; this applies
to the amount of (...) data collected, the
period of their storage and their
accessibility. Where the purpose of the
processing is not intended to provide the
public with information, those mechanisms
shall ensure that by default personal data
are not made accessible without human
intervention to an indefinite number of
individuals.

2a. The controller may demonstrate
compliance with the requirements set out
in paragraphs 1 and 2 by means of a
certification mechanism pursuant to Article

Article 23
Data protection by design and by default

1. Having regard to the state of the art,
current technical knowledge, end the-cost-of
implementation, international best practices
and the risks represented by the data
processing, the controller and the processor,
if any, shall, both at the time of the
determination of the purposes and means
for processing and at the time of the
processing itself, implement appropriate
and proportionate technical and
organisational measures and procedures in
such a way that the processing will meet the
requirements of this Regulation and ensure
the protection of the rights of the data
subject, in particular with regard to the
principles laid out in Article 5. Data
protection by design shall have particular
regard to the entire lifecycle management
of personal data from collection to
processing to deletion, systematically
focusing on comprehensive procedural
safeguards regarding the accuracy,
confidentiality, integrity, physical security
and deletion of personal data. Where the
controller has carried out a data protection
impact assessment pursuant to Article 33,
the results shall be taken into account when
developing those measures and procedures.

1a. In order to foster its widespread
implementation in different economic
sectors, data protection by design shall be a

Ust. 1 — PL wnioskowata o zamiane
pojecia ,state of the art” na ,aktualny
poziom wiedzy technicznej”. Wymaég
stosowania najnowszych osiggniec
technicznych, wigzatby sie z
nadmiernymi kosztami dla
administratorow danych. Tq uwage
uwzgledniono w tekscie PREZ.

PL poparta wprowadzenie w art. 23
ustepu 2a - rozwigzanie to moze
zacheci¢ administratorow danych do
certyfikacji i wzmocnic¢ zasade
rozliczalnosci.

PL zada pytanie jaka jest intencja
umieszczenia w art. 23 ust. 2, without
human intervention”. W naszej ocenie
ustep ten powinien zostaé
doprecyzowany, tak aby dotyczyt
podmiotu danych. W zwigzku z tym
jestesmy za doprecyzowaniem tego
zwrotu na ,,without data subject
intervention”.
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accordance with Article 86 for the
purpose of specifying any further
criteria and requirements for
appropriate measures and mechanisms
referred to in paragraph 1 and 2, in
particular for data protection by design
requirements applicable across sectors,
products and services.

4. The Commission may lay down
technical standards for the
requirements laid down in paragraph 1
and 2. Those implementing acts shall
be adopted in accordance with the
examination procedure referred to in
Article 87(2).

prerequisite for public procurement tenders
according to the Directive of the European
Parliament and of the Council on public
procurement as well as according to the
Directive of the European Parliament and of
the Council on procurement by entities
operating in the water, energy, transport
and postal services sector (Utilities
Directive).

2. The controller shall ensure implement
mechanismsforensuring that, by default,
only those personal data are processed
which are necessary for each specific
purpose of the processing and are especially
not collected, ef retained or disseminated
beyond the minimum necessary for those
purposes, both in terms of the amount of
the data and the time of their storage. In
particular, those mechanisms shall ensure
that by default personal data are not made
accessible to an indefinite number of
individuals and that data subjects are able
to control the distribution of their personal
data.
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Article 24
Joint controllers

Where a controller determines the
purposes, conditions and means of the
processing of personal data jointly with
others, the joint controllers shall
determine their respective
responsibilities for compliance with the
obligations under this Regulation, in
particular as regards the procedures
and mechanisms for exercising the
rights of the data subject, by means of
an arrangement between them.

Article 24
Joint controllers

1. (...) Joint controllers shall in a
transparent manner determine their
respective responsibilities for compliance
with the obligations under this Regulation,
in particular as regards the (...) exercising of
the rights of the data subject and their
respective duties to provide the information

referred to in Articles 14 and 14a, by means
of an arrangement between them unless,
and in so far as, the respective
responsibilities of the controllers are
determined by Union or Member State law
to which the controllers are subject.

2. Irrespective of the terms of the
arrangement referred to in paragraph 1, the
data subject may exercise his or her rights
under this Regulation in respect of and
against each of the (...) controllers unless
the data subject has been informed in a
transparent manner which of the joint
controllers is responsible.

Article 24
Joint controllers

Where & several controllers jointly
determines the purposes;cenditions and
means of the processing of personal data
fointhywith-ethers, the joint controllers shall
determine their respective responsibilities
for compliance with the obligations under
this Regulation, in particular as regards the
procedures and mechanisms for exercising
the rights of the data subject, by means of
an arrangement between them. The
arrangement shall duly reflect the joint
controllers' respective effective roles and
relationships vis-a-vis data subjects, and the
essence of the arrangement shall be made
available for the data subject. In case of
unclarity of the responsibility, the controllers
shall be jointly and severally liable.

ust. 2 - PL zaproponowata dodanie na
koncu art. 24 ust. 2 zdania
umozliwiajgcego umaowienie sie
pomiedzy wspdtadministratorami co do
wspotadministratora odpowiedzialnego i
poinformowanie o tym podmiotu
danych. Tq uwage uwzgledniono w
tekscie PREZ.
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Article 25

Representatives of controllers not
established in the Union

1. In the situation referred to in
Article 3(2), the controller shall
designate a representative in the
Union.

2. This obligation shall not apply
to:
(a) a controller established in a

third country where the Commission
has decided that the third country
ensures an adequate level of
protection in accordance with Article
41; or

(b) an enterprise employing fewer
than 250 persons; or

(c) a public authority or body; or

(d) a controller offering only
occasionally goods or services to data
subjects residing in the Union.

3. The representative shall be
established in one of those Member
States where the data subjects whose
personal data are processed in relation
to the offering of goods or services to
them, or whose behaviour is
monitored, reside.

Article 25
Representatives of controllers not
established in the Union

1. Where Article 3(2) applies, the
controller shall designate in writing a
representative in the Union.

2. This obligation shall not apply to:

(a) a controller established in a third
country where the Commission has decided
that the third country ensures an adequate
level of protection in accordance with
Article 41; or

(b) an enterprise employing fewer
than 250 persons unless the processing it
carries out involves specific risks for the
rights and freedoms of data subjects, having
regard to the nature, scope and purposes of
the processing; or

(c) a public authority or body.

(d) ()

3. The representative shall be
established in one of those Member States
where the data subjects whose personal
data are processed in relation to the
offering of goods or services to them, or
whose behaviour is monitored, reside.

3a. The representative shall be
mandated by the controller to be addressed
in addition to or instead of the controller

Article 25

Representatives of controllers not
established in the Union

1. In the situation referred to in Article 3(2),
the controller shall designate a
representative in the Union.

2. This obligation shall not apply to:

(a) a controller established in a third
country where the Commission has decided
that the third country ensures an adequate
level of protection in accordance with
Article 41; or

(b) gn-enterprise-employingfewerthan-250
persoens a controller processing personal
data which relates to less than 5000 data
subjects during any consecutive 12-month
period and not processing special categories
of personal data as referred to in Article
9(1), location data or data on children or
employees in large-scale filing systems; or

(c) a public authority or body; or

(d) a controller effering only occasionally
offering goods or services to data subjects
residing in the Union, unless the processing
of personal data concerns special categories
of personal data as referred to in Article
9(1), location data or data on children or
employees in large-scale filing systems.

3. The representative shall be established in

Ust. 2 lit. (a) — to wytaczenie dla
administratoréw z krajow trzecich o
adekwatnym poziomie ODO z obowigzku
posiadania przedstawiciela wydaje sie
nieuzasadnione.

ust. 2 lit. b -sugerowaliSmy rozwazenie
czy kryterium 250 oséb nie powinno
zostac zastgpione kryterium liczby
przetwarzanych rekordéw. W naszej
ocenie takie rozwigzanie odda idee
proporcjonalnosci i bedzie sie wpisywac
w zasade ,risk based approach”.

Do art. 25 ust. 2 lit. b odnosi sie takze
wczesniejsza uwaga PL, czy nie nalezy
zamiast ,rights and freedoms” uzy¢
pojecia ,privacy”.

PL zgtosita takze propozycje, aby pojecie
,high risks” doprecyzowac jako , high
risks as specified in art. 33 point 2 of this
Regulation”. Tak, aby to pojecie nie
budzito watpliwosci wsrod
administratorow danych.
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4, The designation of a
representative by the controller shall
be without prejudice to legal actions
which could be initiated against the
controller itself.

by, in particular, supervisory authorities and
data subjects, on all issues related to the
processing of personal data, for the
purposes of ensuring compliance with this
Regulation.

4. The designation of a representative
by the controller shall be without prejudice
to legal actions which could be initiated
against the controller itself.

one of those Member States where the-date
subjects-whose personal-data-are-processed
inrelation-te the offering of goods or
services to the data subjects them, or te the
monitoring of them, take place reside.

4. The designation of a representative by
the controller shall be without prejudice to
legal actions which could be initiated
against the controller itself.
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Article 26
Processor

1. Where a processing operation
is to be carried out on behalf of a
controller, the controller shall choose a
processor providing sufficient
guarantees to implement appropriate
technical and organisational measures
and procedures in such a way that the
processing will meet the requirements
of this Regulation and ensure the
protection of the rights of the data
subject, in particular in respect of the
technical security measures and
organizational measures governing the
processing to be carried out and shall
ensure compliance with those
measures.

2. The carrying out of processing
by a processor shall be governed by a
contract or other legal act binding the
processor to the controller and
stipulating in particular that the
processor shall:

(a) act only on instructions from
the controller, in particular, where the
transfer of the personal data used is
prohibited;

(b) employ only staff who have
committed themselves to
confidentiality or are under a statutory

Article 26
Processor
1. (...)The controller shall use only

processors providing sufficient guarantees
to implement appropriate technical and
organisational measures (...) in such a way
that the processing will meet the
requirements of this Regulation {(...).

la. The provision of sufficient
guarantees referred to in paragraph 1 may
be demonstrated by means of adherence to
codes of conduct pursuant to Article 38 or a
certification mechanism pursuant to Article
39.

2. The carrying out of processing by a
processor shall be governed by a contract
setting out the subject-matter and duration
of the contract, the nature and purpose of
the processing, the type of personal data
and categories of data subjects or other
legal act binding the processor to the
controller and stipulating in particular that
the processor shall:

(a) process the personal data only on
instructions from the controller (...), unless
required to do so by Union or Member
State law to which the processor is subject
and in such a case, the processor shall notify
the controller unless the law prohibits such
notification;

Article 26
Processor

1. Where-g processing epergtien is to be
carried out on behalf of a controller, the
controller shall choose a processor
providing sufficient guarantees to
implement appropriate technical and
organisational measures and procedures in
such a way that the processing will meet the
requirements of this Regulation and ensure
the protection of the rights of the data
subject, in particular in respect of the
technical security measures and
organizational measures governing the
processing to be carried out and shall
ensure compliance with those measures.

2. The carrying out of processing by a
processor shall be governed by a contract or
other legal act binding the processor to the
controller. gnd-stiptlating-in-partictlar-that
The controller and the processor shall be
free to determine respective roles and tasks
with respect to the requirements of this
Regulation, and shall provide that the
processor shall:

(a) @t process personal data only on
instructions from the controller, in
personal-data-tsedis-prohibited unless
otherwise required by Union law or Member
State law;

ust. 1a - PL poparta dodanie odniesienia
do certyfikacji.

ust. 2 - PL opowiedziata sie przeciwko
zwolnieniu z obowigzku zawierania
uméw o powierzenie przetwarzania
podmiotdéw z tej samej grupy
kapitatowej czyli poparta usuniecie
Where the processor is not part of the
same group of undertakings as the
controller. Ta uwaga zostata
uwzgledniona.

Odnosnie ust. 3, PL zwrdcita uwage, iz
zgodnie z polskim prawem formg
ekwiwalentng do formy pisemnej jest
forma elektroniczna z kwalifikowanym
podpisem elektronicznym, ktdra wciaz
nie jest powszechna wsréd
przedsiebiorcéw. W zwigzku z tym
jestesmy za tym, aby wyraznie dopuscic¢
do formy pisemnej, jako rownowazng,
forme elektroniczng. Ta uwaga zostata
uwzgledniona.

PL prosita o uzasadnienie uzycia stowa
,hon-legible”. PL opowiedziata sie za
usunieciem ,,or other non-legible form
which is capable of being converted into
a legible form” i pozostawieniem
odniesienia tylko do formy pisemne;j i
elektroniczne;j.
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obligation of confidentiality;

(c) take all required measures
pursuant to Article 30;

(d) enlist another processor only
with the prior permission of the
controller;

(e) insofar as this is possible given
the nature of the processing, create in
agreement with the controller the
necessary technical and organisational
requirements for the fulfilment of the
controller’s obligation to respond to
requests for exercising the data
subject’s rights laid down in Chapter llI;

(f) assist the controller in
ensuring compliance with the
obligations pursuant to Articles 30 to
34;

(8) hand over all results to the
controller after the end of the
processing and not process the
personal data otherwise;

(h) make available to the
controller and the supervisory
authority all information necessary to
control compliance with the
obligations laid down in this Article.

3. The controller and the
processor shall document in writing the

(b) ()

(c) take all (...) measures required
pursuant to Article 30;

(d) determine the conditions for
enlisting another processor(...);

(e) as far as (...) possible, taking into
account the nature of the processing, assist
the controller in responding to requests for
exercising the data subject’s rights laid
down in Chapter IlI;

() determine the extent to which the
controller is to be assisted in ensuring
compliance with the obligations pursuant to
Articles 30 to 34;

(g) return the personal data after the
completion of the processing specified in
the contract or other legal act, unless there
is a requirement to store the data under
Union or Member State law to which the
processor is subject;

(h) make available to the controller (...)
all information necessary to demonstrate
compliance with the obligations laid down
in this Article.

3. The contract referred to in
paragraph 2 shall be in writing or in an
electronic or other non-legible form which
is capable of being converted into a legible
form.

(b) employ only staff who have committed
themselves to confidentiality or are under a
statutory obligation of confidentiality;

(c) take all required measures pursuant to
Article 30;

(d) determine the conditions for enlisting
another processor only with the prior
permission of the controller, unless
otherwise determined.

(e) insofar as this is possible given the
nature of the processing, create in
agreement with the controller the
necessary appropriate and relevant
technical and organisational requirements
for the fulfilment of the controller’s
obligation to respond to requests for
exercising the data subject’s rights laid
down in Chapter IlI;

(f) assist the controller in ensuring
compliance with the obligations pursuant to
Articles 30 to 34, taking into account the
nature of processing and the information
available to the processor;

(g) return hand-ever all results to the
controller after the end of the processing,
and not process the personal data
otherwise and delete existing copies unless
Union or Member State law requires storage
of the data;

(h) make available to the controller and-the
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controller's instructions and the
processor's obligations referred to in
paragraph 2.

4, If a processor processes
personal data other than as instructed
by the controller, the processor shall
be considered to be a controller in
respect of that processing and shall be
subject to the rules on joint controllers
laid down in Article 24.

5. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the
responsibilities, duties and tasks in
relation to a processor in line with
paragraph 1, and conditions which
allow facilitating the processing of
personal data within a group of
undertakings, in particular for the
purposes of control and reporting.

supervisory-authority all information

necessary to demonstrate eentrol
compliance with the obligations laid down
in this Article and allow on-site inspections;

3. The controller and the processor shall
document in writing the controller's
instructions and the processor's obligations
referred to in paragraph 2.

3a. The sufficient guarantees referred to in
paragraph 1 may be demonstrated by
adherence to codes of conduct or
certification mechanisms pursuant to
Articles 38 or 39 of this Regulation.

4. If a processor processes personal data
other than as instructed by the controller or
becomes the determining party in relation
to the purposes and means of data
processing, the processor shall be
considered to be a controller in respect of
that processing and shall be subject to the
rules on joint controllers laid down in Article
24.
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Article 27

Processing under the authority of the
controller and processor

The processor and any person acting
under the authority of the controller or
of the processor who has access to
personal data shall not process them
except on instructions from the
controller, unless required to do so by
Union or Member State law.

Article 27
Processing under the authority of the
controller and processor

()

Article 27

Processing under the authority of the
controller and processor

The processor and any person acting under
the authority of the controller or of the
processor who has access to personal data
shall not process them except on
instructions from the controller, unless
required to do so by Union or Member
State law.

Usunieto przepis z uwagi na brak
wartosci dodanej w relacji do Art. 26 §2.

Article 28
Documentation

1. Each controller and processor
and, if any, the controller's
representative, shall maintain
documentation of all processing
operations under its responsibility.

2. The documentation shall
contain at least the following
information:

(a) the name and contact details
of the controller, or any joint controller
or processor, and of the
representative, if any;

(b) the name and contact details
of the data protection officer, if any;

Article 28
Records of categories of personal data
processing activities

1. Each controller (...)and, if any, the
controller's representative, shall maintain a
record of all categories of personal data
processing activities under its responsibility.
This record shall contain (...) the following
information:

(a) the name and contact details of the
controller and any joint controller (...),
controller’s representative and data
protection officer, if any;

(b) ()

(c) the purposes of the processing,
including the legitimate interest when the
processing is based on Article 6(1)(f);

Article 28
Documentation

1. Each controller and processor end-if-any
thecontrollersrepresentative; shall
maintain regularly updated documentation
necessary to fulfill the requirements laid
down in this Regulation.

2. In addition, each controller and processor
shall maintain documentation of the
following information:

(a) the name and contact details of the
controller, or any joint controller or
processor, and of the representative, if any;

(b) the name and contact details of the data
protection officer, if any;

(c) the name and contact details of the

Ust. 1 — PL sugerowata wprowadzanie
zapisu wskazujgcego, ze dokumentacja
moze by¢ prowadzona w formie
elektronicznej. Ta uwaga zostata
uwzgledniona w ust. 3a.

W ust. 2a PL proponowata dodanie, jako
obowigzkowego, rekordu dotyczacego
»the (...) regular categories of recipients
of the personal data”. Chodzi nam o to,
aby procesor byt zobowigzany prowadzi¢
liste subprocesoréw, taka informacja
jest niezwykle istotna z punktu widzenia
zapewnienia kontroli nad danymi
osobowymi.

W ust. 2a lit. d, PL wniesie o dodanie na
koncu zdania “provided that the
proccessor is transferring such data”,
taka by doprecyzowad, ze chodzi o dane,
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(c) the purposes of the
processing, including the legitimate
interests pursued by the controller
where the processing is based on point
(f) of Article 6(1);

(d) a description of categories of
data subjects and of the categories of
personal data relating to them;

(e) the recipients or categories of
recipients of the personal data,
including the controllers to whom
personal data are disclosed for the
legitimate interest pursued by them;

(f) where applicable, transfers of
data to a third country or an
international organisation, including
the identification of that third country
or international organisation and, in
case of transfers referred to in point (h)
of Article 44(1), the documentation of
appropriate safeguards;

(8) a general indication of the
time limits for erasure of the different
categories of data;

(h) the description of the
mechanisms referred to in Article
22(3).

3. The controller and the
processor and, if any, the controller's
representative, shall make the

(d) a description of categories of data
subjects and of the categories of personal
data relating to them;

(e) the (...) categories of recipients to
whom the personal data have been or will
be disclosed, in particular recipients in third
countries;

() where applicable, the categories of
transfers of personal data to a third country

or an international organisation (...);

(g) where possible, the envisaged time
limits for erasure of the different categories
of data.

(h) ()

2a. Each processor shall maintain a
record of all categories of personal data
processing activities carried out on behalf of
a controller, containing:

(a) the name and contact details of the
processor or processors and of each
controller on behalf of which the processor
is acting, and of the controller's
representative, if any;

(b) the name and contact details of the
data protection officer, if any;

(c) the categories of processing carried
out on behalf of each controller;

(d) where applicable, the categories of

controllers to whom personal data are
disclosed, if any;

ktore transferuje procesor.

ust. 4 - kryterium to powinno zostac
oparte na ilosci rekordéw a nie liczbie
pracownikow.

Wyrazone w art. 28 przepisy naktadajace
na administratora i oraz ewentualnie
przedstawicieli administratora
obowigzek prowadzenia dokumentacji
nie powinien skutkowac¢ w praktyce
obowigzkiem prowadzenia podwdjnej
dokumentacji (w przypadku, gdy na
podmocie cigzy obowigzek
dokumentacyjny wynikajacy z innych
przepisOw prawa).
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documentation available, on request,
to the supervisory authority.

4. The obligations referred to in
paragraphs 1 and 2 shall not apply to
the following controllers and
processors:

(a) a natural person processing
personal data without a commercial
interest; or

(b) an enterprise or an
organisation employing fewer than 250
persons that is processing personal
data only as an activity ancillary to its
main activities.

5. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the
documentation referred to in
paragraph 1, to take account of in
particular the responsibilities of the
controller and the processor and, if
any, the controller's representative.

6. The Commission may lay down
standard forms for the documentation
referred to in paragraph 1. Those
implementing acts shall be adopted in
accordance with the examination
procedure referred to in Article 87(2).

transfers of personal data to a third country
or an international organisation .

3a. The records referred to in
paragraphs 1 and 2a shall be in writing or in
an electronic or other non-legible form
which is capable of being converted into a
legible form.

3. On request, the controller and the
processor and, if any, the controller's
representative, shall make the record
available (...) to the supervisory authority.

4. The obligations referred to in
paragraphs 1 and 2a shall not apply to:

(a) ()

(b) an enterprise or a body employing
fewer than 250 persons, unless the
processing it carries out involves specific
risks for the rights and freedoms of data
subjects, having regard to the nature, scope
and purposes of the processing; or

(c) categories of processing activities
which by virtue of the nature, scope or
purposes of the processing are unlikely to
represent specific risks for the rights and
freedoms of data subjects.

79




Article 29

Co-operation with the supervisory
authority

1. The controller and the
processor and, if any, the
representative of the controller, shall
co-operate, on request, with the
supervisory authority in the
performance of its duties, in particular
by providing the information referred
to in point (a) of Article 53(2) and by
granting access as provided in point (b)
of that paragraph.

2. In response to the supervisory
authority's exercise of its powers under
Article 53(2), the controller and the

Article 29
Co-operation with the supervisory authority

()

Article 29

Co-operation with the supervisory authority

1. The controller and, if any, the processor
and—feny; the representative of the
controller, shall co-operate, on request,
with the supervisory authority in the
performance of its duties, in particular by
providing the information referred to in
point (a) of Article 53(2) and by granting
access as provided in point (b) of that
paragraph.

2. In response to the supervisory authority's
exercise of its powers under Article 53(2),

Deleted: this article was superfluous in
that controllers and processors
obviously had a legal obligation to
comply with requests made by data
protection authorities under this
Regulation
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processor shall reply to the supervisory
authority within a reasonable period to
be specified by the supervisory
authority. The reply shall include a
description of the measures taken and
the results achieved, in response to the
remarks of the supervisory authority.

the controller and the processor shall reply
to the supervisory authority within a
reasonable period to be specified by the
supervisory authority. The reply shall
include a description of the measures taken
and the results achieved, in response to the
remarks of the supervisory authority.

Article 30
Security of processing

1. The controller and the
processor shall implement appropriate
technical and organisational measures
to ensure a level of security
appropriate to the risks represented by
the processing and the nature of the
personal data to be protected, having
regard to the state of the art and the
costs of their implementation.

2. The controller and the
processor shall, following an evaluation
of the risks, take the measures referred
to in paragraph 1 to protect personal
data against accidental or unlawful
destruction or accidental loss and to
prevent any unlawful forms of
processing, in particular any
unauthorised disclosure, dissemination
or access, or alteration of personal
data.

3. The Commission shall be
empowered to adopt delegated acts in

SECTION 2
DATA SECURITY

Article 30
Security of processing

1. Having regard to available
technology and the costs of implementation
and taking into account the nature, context,
scope and purposes of the processing and
the risks for the rights and freedoms of data
subjects, the controller and the processor
shall implement appropriate technical and
organisational measures, including the use
of pseudonymous data to ensure a level of
security appropriate to these risks.

2. ()

2a. The controller and processor may
demonstrate compliance with the
requirements set out in paragraph 1 by
means of adherence to codes of conduct
pursuant to Article 38 or a certification
mechanism pursuant to Article 39.

2b. The controller and processor shall
take steps to ensure that any person acting

Article 30 PL poparta wprowadzenie w ust.1
odniesienia do ,,available technology”
oraz wprowadzenie odniesienia do
procesora w ust. 2a. PL poparta takze

zmiany wprowadzone w ust. 2b.

g

Security of processing

1. The controller and the processor shall
implement appropriate technical and
organisational measures to ensure a level of
security appropriate to the risks
represented by the processing end-the
nature-of the-personal-data-to-beprotected,
taking into account the results of a data
protection impact assessment pursuant to
Article 33, having regard to the state of the
art and the costs of their implementation.

1a. Having regard to the state of the art and
the cost of implementation, such a security
policy shall include:

(a) the ability to ensure that the integrity of
the personal data is validated;

(b) the ability to ensure the ongoing
confidentiality, integrity, availability and
resilience of systems and services processing
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accordance with Article 86 for the
purpose of further specifying the
criteria and conditions for the technical
and organisational measures referred
to in paragraphs 1 and 2, including the
determinations of what constitutes the
state of the art, for specific sectors and

in specific data processing situations, in

particular taking account of
developments in technology and
solutions for privacy by design and
data protection by default, unless
paragraph 4 applies.

4, The Commission may adopt,
where necessary, implementing acts
for specifying the requirements laid
down in paragraphs 1 and 2 to various
situations, in particular to:

(a) prevent any unauthorised
access to personal data;

(b) prevent any unauthorised
disclosure, reading, copying,
modification, erasure or removal of
personal data;

(c) ensure the verification of the
lawfulness of processing operations.

Those implementing acts shall be
adopted in accordance with the
examination procedure referred to in
Article 87(2).

under the authority of the controller or the
processor who has access to personal data
shall not process them except on
instructions from the controller, unless he
or she is required to do so by Union or
Member State law.

personal data;

(c) the ability to restore the availability and
access to data in a timely manner in the
event of a physical or technical incident that
impacts the availability, integrity and
confidentiality of information systems and
services;

(d) in the case of sensitive personal data
processing according to Articles 8 and 9,
additional security measures to ensure
situational awareness of risks and the ability
to take preventive, corrective and mitigating
action in near real time against
vulnerabilities or incidents detected that
could pose a risk to the data;

(e) a process for regularly testing, assessing
and evaluating the effectiveness of security
policies, procedures and plans put in place
to ensure ongoing effectiveness.

2. The econtrolferand-the-processor

measures referred to in paragraph 1 shall;
o low e f the risks, teke th

i at
least:

(a) ensure that personal data can be
accessed only by authorised personnel for
legally authorised purposes;

(b) protect personal data stored or
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transmitted against accidental or unlawful
destruction, er accidental loss or alteration,
and unauthorised or unlawful storage, and
to-preventany-trlawii-formsof, in
particiar-any-unatthorised processing,
access or disclosure, dissemination—or
aeeess; and

(c) ensure the implementation of a security
policy with respect to the processing of
personal data.

3. The European Data Protection Board
Commission shall be entrusted with the task

! , w [ .

[ ith Article 96,5

of issuing guidlines, recommendations and
best practices in accordance with Article 66
paragraph 1(b) furtherspecifying-the
eriterig-and-conditions for the technical and
organizational measures referred to in
paragraphs 1 and 2, including the
determinations of what constitutes the
state of the art, for specific sectors and in
specific data processing situations, in
particular taking account of developments
in technology and solutions for privacy by
design and data protection by default,

unlessparagraph-4-applies.

il . : i
! ; o ) he 1
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Article 31

Notification of a personal data breach
to the supervisory authority

1. In the case of a personal data
breach, the controller shall without
undue delay and, where feasible, not
later than 24 hours after having
become aware of it, notify the personal
data breach to the supervisory
authority. The notification to the
supervisory authority shall be
accompanied by a reasoned
justification in cases where it is not
made within 24 hours.

2. Pursuant to point (f) of Article
26(2), the processor shall alert and
inform the controller immediately after
the establishment of a personal data
breach.

3. The notification referred to in
paragraph 1 must at least:

(a) describe the nature of the
personal data breach including the
categories and number of data subjects
concerned and the categories and
number of data records concerned;

(b) communicate the identity and
contact details of the data protection
officer or other contact point where

Article 31
Notification of a personal data breach to the
supervisory authority

1. In the case of a personal data
breach which is likely to severely affect the
rights and freedoms of data subjects, the
controller shall without undue delay and,
where feasible, not later than 72 hours after
having become aware of it, notify the
personal data breach to the supervisory
authority competent in accordance with
Article 51. The notification to the
supervisory authority shall be accompanied
by a reasoned justification in cases where it
is not made within 72 hours.

la. The notification referred to in
paragraph 1 shall not be required if a
communication of the data subject is not
required under Article 32(3)(a) and (b).

2. (...) The processor shall alert and
inform the controller without undue delay
after becoming aware of a personal data
breach.

3. The notification referred to in
paragraph 1 must at least:

(a) describe the nature of the personal
data breach including, where possible and
appropriate, the categories and number of
data subjects concerned and the categories

Article 31

Notification of a personal data breach to the
supervisory authority

1. In the case of a personal data breach, the
controller shall without undue delay erd;
wherefeasible-notlaterthan-24-hours after
having-become-aware-oft notify the
personal data breach to the supervisory
authority. The notification to the
supervisory authority shall be accompanied
by a reasoned justification in cases of any
delay where-itisnet-made-within24-hours.

2. Pursuantto-point{f-ofArticle 26{2); the
processor shall alert and inform the
controller without undue delay immediately
after the establishment of a personal data
breach.

3. The notification referred to in paragraph
1 must at least:

(a) describe the nature of the personal data
breach including the categories and number
of data subjects concerned and the
categories and number of data records
concerned;

(b) communicate the identity and contact

W zakresie art. 31 ust. 1, PL zajmie
stanowisko, iz kazde naruszenie danych
osobowych niesie ze sobg negatywny
skutek dla podmiotu danych. W ocenie
PL zamiast , adversely” powinno zostac
uzyte pojecie ,significantly”, tak, aby
ograniczyc¢ zakres zgtaszanych naruszen
tylko do tych, ktére rzeczywiscie
wptywajg na sytuacje podmiotu danych
(uwaga czesciowo uwzgledniona —
pozostato severely effect) natomiast
pojecie praw i wolnosci (rights and
freedoms) podmiotu danych powinno
zostac zastgpione pojeciem , privacy”
(prywatnosc). Obecne sformutowanie
jest niezwykle szerokie, przez co moze
skutkowac zalewem nieistotnych
zgtoszen.

Odnosnie art. 31 ust. 1a, PL zajeta
stanowisko, iz pomimo podjecia dziatan
przewidzianych w art. 32 ust. 3 lit. b,
administrator powinien powiadomic
organ nadzoru o naruszeniu, tak aby
mogt on ocenic czy administrator podjat
wtasciwe dziatanie. W zwigzku z tym PL
wypowiedziata sie przeciwko dodaniu
ust. 1a w zaproponowanym brzmieniu.

PL opowiedziata sie za usunieciem art.
31 pkt 5i 6, przewidujgcych delegacje
dla Komisji Europejskiej, uznajac, iz taka
delegacja wprowadza element
niepewnosci dla administratora danych.
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more information can be obtained;

(c) recommend measures to
mitigate the possible adverse effects of
the personal data breach;

(d) describe the consequences of
the personal data breach;

(e) describe the measures
proposed or taken by the controller to
address the personal data breach.

4. The controller shall document
any personal data breaches, comprising
the facts surrounding the breach, its
effects and the remedial action taken.
This documentation must enable the
supervisory authority to verify
compliance with this Article. The
documentation shall only include the
information necessary for that
purpose.

5. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for
establishing the data breach referred
to in paragraphs 1 and 2 and for the
particular circumstances in which a
controller and a processor is required
to notify the personal data breach.

6. The Commission may lay down

and approximate number of data records
concerned;

(b) communicate the identity and
contact details of the data protection officer
or other contact point where more
information can be obtained;

(c) ()

(d) describe the likely consequences of
the personal data breach identified by the
controller;

(e) describe the measures taken or
proposed to be taken by the controller to
address the personal data breach; and

(f) where appropriate, indicate
measures to mitigate the possible adverse
effects of the personal data breach.

3a. Where, and in so far as, it is not
possible to provide the information referred
to in paragraph 3 (d), (e) and (f) at the same
time as the information referred to in points
(a) and (b) of paragraph 3, the controller
shall provide this information without
undue further delay.

4. The controller shall document any
personal data breaches referred to in
paragraphs 1 and 2, comprising the facts
surrounding the breach, its effects and the
remedial action taken. This documentation
must enable the supervisory authority to

details of the data protection officer or
other contact point where more
information can be obtained;

(c) recommend measures to mitigate the
possible adverse effects of the personal
data breach;

(d) describe the consequences of the
personal data breach;

(e) describe the measures proposed or
taken by the controller to address the
personal data breach and mitigate its
effects.

The information may, if necessary be
provided in phases.

4. The controller shall document any
personal data breaches, comprising the
facts surrounding the breach, its effects and
the remedial action taken. This
documentation must be sufficient to enable
the supervisory authority to verify
compliance with this Article and with Article
30. The documentation shall only include
the information necessary for that purpose.

4a. The supervisory authority shall keep a
public register of the types of breaches
notified.

86




the standard format of such
notification to the supervisory
authority, the procedures applicable to
the notification requirement and the
form and the modalities for the
documentation referred to in
paragraph 4, including the time limits
for erasure of the information
contained therein. Those implementing
acts shall be adopted in accordance
with the examination procedure
referred to in Article 87(2).

verify compliance with this Article. (...).

5. (..)

[6. The Commission may lay down the
standard format of such notification to the
supervisory authority, the procedures
applicable to the notification requirement
and the form and the modalities for the
documentation referred to in paragraph 4,
including the time limits for erasure of the
information contained therein. Those
implementing acts shall be adopted in
accordance with the examination procedure
referred to in Article 87(2).]

5. The European Data Protection Board
Commission shall be entrusted with the task
! ol [ )

[ ith Article 96 for-th
of issuing guidelines, recommendations and
best practices in accordance with Article 66
paragraph 1(b) furtherspecifying-the
eriterig-and-requirements for establishing
the data breach and determining the undue
delay referred to in paragraphs 1 and 2 and
for the particular circumstances in which a
controller and a processor is required to
notify the personal data breach.
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Article 32

Communication of a personal data
breach to the data subject

1. When the personal data
breach is likely to adversely affect the
protection of the personal data or
privacy of the data subject, the
controller shall, after the notification
referred to in Article 31, communicate
the personal data breach to the data
subject without undue delay.

2. The communication to the
data subject referred to in paragraph 1
shall describe the nature of the
personal data breach and contain at
least the information and the
recommendations provided for in
points (b) and (c) of Article 31(3).

3. The communication of a
personal data breach to the data
subject shall not be required if the
controller demonstrates to the
satisfaction of the supervisory
authority that it has implemented
appropriate technological protection
measures, and that those measures
were applied to the data concerned by
the personal data breach. Such
technological protection measures
shall render the data unintelligible to
any person who is not authorised to

Article 32
Communication of a personal data breach
to the data subject

1. When the personal data breach is
likely to severely affect the rights and
freedoms of the data subject, the controller
shall (...) communicate the personal data
breach to the data subject without undue
delay.

2. The communication to the data
subject referred to in paragraph 1 shall
describe the nature of the personal data
breach and contain at least the information
and the recommendations provided for in
points (b), (e) and (f) of Article 31(3).

3. The communication (...) to the data
subject referred to in paragraph 1 shall not
be required if:

a) the controller (...) has implemented
appropriate technological protection
measures and (...) those measures were
applied to the data affected by the personal
data breach, in particular those that render
the data unintelligible to any person who is
not authorised to access it, such as
encryption or the use of pseudonymous
data; or

b) the controller has taken subsequent
measures which ensure that the data
subjects' rights and freedoms are no longer

Article 32

Communication of a personal data breach
to the data subject

1. When the personal data breach is likely
to adversely affect the protection of the
personal data, er the privacy, the rights or
the legitimate interests of the data subject,
the controller shall, after the notification
referred to in Article 31, communicate the
personal data breach to the data subject
without undue delay.

2. The communication to the data subject
referred to in paragraph 1 shall be
comprehensive and use clear and plain
language. It shall describe the nature of the
personal data breach and contain at least
the information and the recommendations
provided for in points (b), end (c) and (d) of
Article 31(3) and information about the
rights of the data subject, including redress.

3. The communication of a personal data
breach to the data subject shall not be
required if the controller demonstrates to
the satisfaction of the supervisory authority
that it has implemented appropriate
technological protection measures, and that
those measures were applied to the data
concerned by the personal data breach.
Such technological protection measures
shall render the data unintelligible to any
person who is not authorised to access it.

Ust. 1 - PL wnioskowata o
doprecyzowanie, ze forma pisemna i
elektroniczna sg rownowazne.

PL opowiedziata sie za usunieciem art.
32 ust. 51 6, przewidujacych delegacje
dla Komisji Europejskiej, uznajac iz taka
delegacja wprowadza element
niepewnosci dla administratora danych.
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access it.

4. Without prejudice to the
controller's obligation to communicate
the personal data breach to the data
subject, if the controller has not
already communicated the personal
data breach to the data subject of the
personal data breach, the supervisory
authority, having considered the likely
adverse effects of the breach, may
require it to do so.

5. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements as to the
circumstances in which a personal data
breach is likely to adversely affect the
personal data referred to in paragraph
1.

6. The Commission may lay down
the format of the communication to
the data subject referred to in
paragraph 1 and the procedures
applicable to that communication.
Those implementing acts shall be
adopted in accordance with the
examination procedure referred to in
Article 87(2).

likely to be severely affected; or

c) it would involve disproportionate
effort, in particular owing to the number of
cases involved. In such case, there shall
instead be a public communication or
similar measure whereby the data subjects
are informed in an equally effective
manner; or

d) it would adversely affect a substantial
public interest.

(6. The Commission may lay down the
format of the communication to the data
subject referred to in paragraph 1 and the
procedures applicable to that
communication. Those implementing acts
shall be adopted in accordance with the
examination procedure referred to in Article
87(2).]

4. Without prejudice to the controller's
obligation to communicate the personal
data breach to the data subject, if the
controller has not already communicated
the personal data breach to the data
subject of the personal data breach, the
supervisory authority, having considered
the likely adverse effects of the breach, may
require it to do so.

5. The European Data Protection Board
Commission shall be entrusted with the task

empowered-to-adopt-delegated-actsin

[ ith Article 96 for-t)
of issuing guidelines, recommendations and
best practices in accordance with Article 66
paragraph 1(b) furtherspecifying-the
eriterig-and-requirements as to the
circumstances in which a personal data
breach is likely to adversely affect the
personal data or the privacy, the rights or
the legitimate interests of the data subject
referred to in paragraph 1.
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Article 32a
Respect to Risk

1. The controller, or where applicable the
processor, shall carry out a risk analysis of
the potential impact of the intended data
processing on the rights and freedoms of
the data subjects, assessing whether its
processing operations are likely to present
specific risks.

2. The following processing operations are
likely to present specific risks:

(a) processing of personal data relating to
more than 5000 data subjects during any
consecutive 12-month period;

(b) processing of special categories of
personal data as referred to in Article 9(1),
location data or data on children or
employees in large scale filing systems;

(c) profiling on which measures are based
that produce legal effects concerning the
individual or similarly significantly affect the
individual;

(d) processing of personal data for the
provision of health care, epidemiological
researches, or surveys of mental or
infectious diseases, where the data are
processed for taking measures or decisions
regarding specific individuals on a large
scale;
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(e) automated monitoring of publicly
accessible areas on a large scale;

(f) other processing operations for which the
consultation of the data protection officer or
supervisory authority is required pursuant to
point (b) of Article 34(2);

(g) where a personal data breach would
likely adversely affect the protection of the
personal data, the privacy, the rights or the
legitimate interests of the data subject;

(h) the core activities of the controller or the
processor consist of processing operations
which, by virtue of their nature, their scope
and/or their purposes, require regular and
systematic monitoring of data subjects;

(i) where personal data are made accessible
to a number of persons which cannot
reasonably be expected to be limited.

3. According to the result of the risk
analysis:

(a) where any of the processing operations
referred to in paragraph 2 (a) or (b) exist,
controllers not established in the Union shall
designate a representative in the Union in
line with the requirements and exemptions
laid down in Article 25;

(b) where any of the processing operations
referred to in paragraph 2 (a), (b) or (h)
exist, the controller shall designate a data
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protection officer in line with the
requirements and exemptions laid down in
Article 35;

(c) where any of the processing operations
referred to in paragraph 2 (a), (b), (c), (d),
(e), (f), (g) or (h) exist, the controller or the
processor acting on the controller's behalf
shall carry out a data protection impact
assessment pursuant to Article 33;

(d) where processing operations referred to
in paragraph 2 (f) exist, the controller shall
consult the data protection officer, or in
case a data protection officer has not been
appointed, the supervisory authority
pursuant to Article 34.

4. The risk analysis shall be reviewed at the
latest after one year, or immediately, if the
nature, the scope or the purposes of the
data processing operations change
significantly. Where pursuant to paragraph

3 (c) the controller is not obliged to carry out

a data protection impact assessment, the
risk analysis shall be documented.
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Article 33
Data protection impact assessment

1. Where processing operations
present specific risks to the rights and
freedoms of data subjects by virtue of
their nature, their scope or their
purposes, the controller or the
processor acting on the controller's
behalf shall carry out an assessment of
the impact of the envisaged processing
operations on the protection of
personal data.

2. The following processing
operations in particular present
specific risks referred to in paragraph
1:

(a) a systematic and extensive
evaluation of personal aspects relating
to a natural person or for analysing or
predicting in particular the natural
person's economic situation, location,
health, personal preferences, reliability
or behaviour, which is based on
automated processing and on which
measures are based that produce legal
effects concerning the individual or
significantly affect the individual;

(b) information on sex life, health,
race and ethnic origin or for the
provision of health care,
epidemiological researches, or surveys

Article 33
Data protection impact assessment

1. Where the processing, taking into
account the nature, scope or purposes of
the processing, is likely to present specific
risks for the rights and freedoms of data
subjects, the controller (...)shall, prior to the
processing, carry out an assessment of the
impact of the envisaged processing
operations on the protection of personal
data. (...).

2. The following processing
operations (...) present specific risks
referred to in paragraph 1:

(a) a systematic and extensive
evaluation (...) of personal aspects relating
to (...) natural persons (...), which is based
on profiling and on which decisions are
based that produce legal effects concerning
data subjects or severely affect data

subjects;

(b) data revealing racial or ethnic
origin, political opinions, religion or
philosophical beliefs, trade-union
membership, and the processing of genetic
data or data concerning health or sex life or
criminal convictions and offences or related
security measures, where the data are
processed for taking (...) decisions regarding
specific individuals on a large scale;

(c) monitoring publicly accessible

Article 33
Data protection impact assessment

1. Where required pursuant to point c of

Article 32a(3) where-processing-operations
i ik o pin [
froad £y i by £ abo
neture-theirscope-ortheirpurposes; the
controller or the processor acting on the
controller's behalf shall carry out an
assessment of the impact of the envisaged
processing operations on the rights and
freedoms of the data subjects, especially
their right to protection of personal data. A
single assessment shall be sufficient to
address a set of similar processing
operations that present similar risks.

W ust. 1 — PL byta przeciwko odniesieniu
do procesora (uwaga uwzgledniona)

w art. 33 powinno by¢ wyrazne
odniesienie do art. 23 (privacy by design
i by default), tak aby podkresli¢ zwigzek
miedzy tymi dwoma rozwigzaniami, w
szczegolnosci, okolicznosé, iz PIA
powinno obejmowac takze analize w
zakresie privacy by design i privacy by
default.

Odnosnie art. 33 ust. 1 lit. e oraz ust. 2a
oraz 2b, PL zajeta stanowisko, iz lepiej by
kompetencja ta zamiast krajowym
organom nadzoru, byta przyznana
Europejskiej Radzie Ochrony Danych.
Przyznanie jej krajowym organom
nadzoru kreuje element duzej
niepewnosci dla administratoréow
danych.

Uwaga ogdlna: PL widzi warto$¢ dodang
w przeprowadzaniu oceny wptywu w
przypadku ryzykownego przetwarzania
jako elementu dbatosci o
bezpieczerstwo przetwarzanych danych
i tym samym budowania zaufania klienta
do oferowanych ustug. Przeprowadzanie
oceny wptywu ochrony danych
traktujemy jako element bedacy w
interesie administratora i stuzacy
budowaniu jego przewagi
konkurencyjnej.
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of mental or infectious diseases, where
the data are processed for taking
measures or decisions regarding
specific individuals on a large scale;

(c) monitoring publicly accessible
areas, especially when using optic-
electronic devices (video surveillance)
on a large scale;

(d) personal data in large scale
filing systems on children, genetic data
or biometric data;

(e) other processing operations
for which the consultation of the
supervisory authority is required
pursuant to point (b) of Article 34(2).

3. The assessment shall contain
at least a general description of the
envisaged processing operations, an
assessment of the risks to the rights
and freedoms of data subjects, the
measures envisaged to address the
risks, safeguards, security measures
and mechanisms to ensure the
protection of personal data and to
demonstrate compliance with this
Regulation, taking into account the
rights and legitimate interests of data
subjects and other persons concerned.

4, The controller shall seek the
views of data subjects or their
representatives on the intended

areas on a large scale, especially when using
optic-electronic devices (...);

(d) personal data in large scale

processing systems containing genetic data
or biometric data;

(e) other operations where the
competent supervisory authority considers
that the processing is likely to present
specific risks for the rights and freedoms of
data subjects.

2a. The supervisory authority shall
establish and make public a list of the kind
of processing which are subject to the
requirement for a data protection impact
assessment pursuant to point (e) of
paragraph 2. The supervisory authority shall
communicate those lists to the European
Data Protection Board.

2b. Prior to the adoption of the list the
supervisory authority shall apply the
consistency mechanism referred to in
Article 57 where the list provided for in
paragraph 2a involves processing activities
which are related to the offering of goods or
services to data subjects in several Member
States, or to the monitoring of their
behaviour, or may substantially affect the
free movement of personal data within the
Union.

3. The assessment shall contain at
least a general description of the envisaged

3. The assessment shall have regard to the
entire lifecycle management of personal
data from collection to processing to
deletion. It shall contain at least

(a) a systematic description of the
envisaged processing operations, the
purposes of the processing and, if
applicable, the legitimate interests pursued
by the controller,

(b) an assessment of the necessity and
proportionality of the processing operations
in relation to the purposes;

(c) an assessment of the risks to the rights
and freedoms of data subjects, including the
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processing, without prejudice to the
protection of commercial or public
interests or the security of the
processing operations.

5. Where the controller is a
public authority or body and where the
processing results from a legal
obligation pursuant to point (c) of
Article 6(1) providing for rules and
procedures pertaining to the
processing operations and regulated by
Union law, paragraphs 1 to 4 shall not
apply, unless Member States deem it
necessary to carry out such assessment
prior to the processing activities.

6. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and conditions for the
processing operations likely to present
specific risks referred to in paragraphs
1 and 2 and the requirements for the
assessment referred to in paragraph 3,
including conditions for scalability,
verification and auditability. In doing
so, the Commission shall consider
specific measures for micro, small and
medium-sized enterprises.

7. The Commission may specify
standards and procedures for carrying
out and verifying and auditing the
assessment referred to in paragraph 3.

processing operations, an assessment of the
risks for rights and freedoms of data
subjects, the measures envisaged to
address the risks, safeguards, security
measures and mechanisms to ensure the
protection of personal data and to
demonstrate compliance with this
Regulation, taking into account the rights
and legitimate interests of data subjects and
other persons concerned.

4, (..)

5. Where a controller is a public
authority or body and where the processing
pursuant to point (c) or (e) of Article 6(1)
has a legal basis in Union law or the law of
the Member State to which the controller is
subject, paragraphs 1 to 3 shall not apply,
unless Member States deem it necessary to
carry out such assessment prior to the
processing activities.

risk of discrimination being embedded in or
reinforced by the operation,

(d) a description of the measures envisaged
to address the risks and minimise the
volume of personal data which is processed,

(e) a list of safeguards, security measures
and mechanisms to ensure the protection
of personal data, such as pseudonymisation,
and to demonstrate compliance with this
Regulation, taking into account the rights
and legitimate interests of data subjects and
other persons concerned;

(f) a general indication of the time limits for
erasure of the different categories of data;

(h) an explanation which data protection by
design and default practices pursuant to
Article 23 have been implemented;

(i) a list of the recipients or categories of
recipients of the personal data;

(j) where applicable, a list of the intended
transfers of data to a third country or an
international organisation, including the
identification of that third country or
international organisation and, in case of
transfers referred to in point (h) of Article
44(1), the documentation of appropriate
safeguards;

(k) an assessment of the context of the data
processing.
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Those implementing acts shall be
adopted in accordance with the
examination procedure referred to in
Article 87(2).

3a. If the controller or the processor has
designated a data protection officer, he or
she shall be involved in the impact
assessment proceeding.

3b. The assessment shall be documented
and lay down a schedule for regular periodic
data protection compliance reviews
pursuant to Article 33a(1). The assessment
shall be updated without undue delay, if the
results of the data protection compliance
review referred to in Article 33a show
compliance inconsistencies. The controller
and the processor and, if any, the
controller's representative, shall make the
assessment available, on request, to the
supervisory authority.
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Article 33a
Data protection compliance review

1. At the latest two years after the carrying
out of an impact assessment pursuant to
Article 33(1), the controller or the processor
acting on the controller's behalf shall carry
out a compliance review. This compliance
review shall demonstrate that the
processing of personal data is performed in
compliance with the data protection impact
assessment.

2. The compliance review shall be carried
out periodically at least once every two
years, or immediately when there is a
change in the specific risks presented by the
processing operations.

3. Where the compliance review results
show compliance inconsistencies, the
compliance review shall include
recommendations on how to achieve full
compliance.

4. The compliance review and its
recommendations shall be documented. The
controller and the processor and, if any, the
controller's representative, shall make the
compliance review available, on request, to
the supervisory authority.

5. If the controller or the processor has
designated a data protection officer, he or
she shall be involved in the compliance
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review proceeding.
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Article 34

Prior authorisation and prior
consultation

1. The controller or the processor
as the case may be shall obtain an
authorisation from the supervisory
authority prior to the processing of
personal data, in order to ensure the
compliance of the intended processing
with this Regulation and in particular
to mitigate the risks involved for the
data subjects where a controller or
processor adopts contractual clauses as
provided for in point (d) of Article 42(2)
or does not provide for the appropriate
safeguards in a legally binding
instrument as referred to in Article
42(5) for the transfer of personal data
to a third country or an international
organisation.

2. The controller or processor
acting on the controller's behalf shall
consult the supervisory authority prior
to the processing of personal data in
order to ensure the compliance of the
intended processing with this
Regulation and in particular to mitigate
the risks involved for the data subjects
where:

(a) a data protection impact
assessment as provided for in Article
33 indicates that processing operations

Article 34
Prior (...) consultation

1. (..)

2. The controller (...)shall consult the
supervisory authority prior to the
processing of personal data where a data
protection impact assessment as provided
for in Article 33 indicates that the
processing is likely to present a high degree
of specific risks.

(..)

3. Where the supervisory authority is
of the opinion that the intended processing
referred to in paragraph 2 would not
comply with this Regulation, in particular
where risks are insufficiently identified or
mitigated, it shall within @ maximum period
of 6 weeks following the request for
consultation give advice to the data
controller (...). This period may be extended
for a further month, taking into account the

complexity of the intended processing.
Where the extended period applies, the
controller or processor shall be informed
within one month of receipt of the request
of the reasons for the delay.

6. When consulting the supervisory

Article 34

Prierauthorisation-andpPrior consultation

2. The controller or processor acting on the

controller's behalf shall consult the data
protection officer, or in case a data
protection officer has not been appointed,
the supervisory authority prior to the
processing of personal data in order to
ensure the compliance of the intended
processing with this Regulation and in
particular to mitigate the risks involved for
the data subjects where:

Odnosnie art. 34 ust. 2, PL opowie sig za
wykresleniem podmiotu, ktéremu
powierzono przetwarzanie jako
zobowigzanego do konsultowania sie z
organem ochrony danych. (uwaga
uwzgledniona)

PL zgtosi uwage ogdlng — zapyta o
zastosowanie tego przepisu do sektora
publicznego czy np. zakaz przetwarzania
na podstawie art. 34 ust. 3 i 3a nie
spowoduje paralizu funkcjonowania
organdéw publicznych

PL opowie sie za wykresleniem delegacji
dla KE z art. 34 ust. 8 jako zbednej.
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are by virtue of their nature, their
scope or their purposes, likely to
present a high degree of specific risks;
or

(b) the supervisory authority
deems it necessary to carry out a prior
consultation on processing operations
that are likely to present specific risks
to the rights and freedoms of data
subjects by virtue of their nature, their
scope and/or their purposes, and
specified according to paragraph 4.

3. Where the supervisory
authority is of the opinion that the
intended processing does not comply
with this Regulation, in particular
where risks are insufficiently identified
or mitigated, it shall prohibit the
intended processing and make
appropriate proposals to remedy such
incompliance.

4, The supervisory authority shall
establish and make public a list of the
processing operations which are
subject to prior consultation pursuant
to point (b) of paragraph 2. The
supervisory authority shall
communicate those lists to the
European Data Protection Board.

5. Where the list provided for in
paragraph 4 involves processing
activities which are related to the

authority pursuant to paragraph 2, the
controller (...) shall provide the supervisory
authority, on request, with the data
protection impact assessment provided for
in Article 33 and any (...) information
requested by the supervisory authority (...).

7. Member States shall consult the
supervisory authority during the
preparation of proposals for legislative or
regulatory measures which provide for the
processing of personal data and which may
severely affect categories of data subjects
by virtue of the nature, scope or purposes
of such processing.

7a. Notwithstanding paragraph 2,
Member States' law may require controllers
to consult with, and obtain prior
authorisation from, the supervisory
authority in relation to the processing of
personal data by a controller for the
performance of a task carried out by the
controller in the public interest, including
the processing of such data in relation to
social protection and public health.

(a) a data protection impact assessment as
provided for in Article 33 indicates that

processing operations are by virtue of their
nature, their scope or their purposes, likely
to present a high degree of specific risks; or

(b) the data protection officer or the
supervisory authority deems it necessary to
carry out a prior consultation on processing
operations that are likely to present specific
risks to the rights and freedoms of data
subjects by virtue of their nature, their
scope and/or their purposes, and specified
according to paragraph 4.

3. Where the competent supervisory
authority determines in accordance with its
power-is-ef-the-opinion that the intended
processing does not comply with this
Regulation, in particular where risks are
insufficiently identified or mitigated, it shall
prohibit the intended processing and make
appropriate proposals to remedy such
incompliance.

4. The European Data Protection Board

supervisery-autherity shall establish and

make public a list of the processing
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offering of goods or services to data
subjects in several Member States, or
to the monitoring of their behaviour, or
may substantially affect the free
movement of personal data within the
Union, the supervisory authority shall
apply the consistency mechanism
referred to in Article 57 prior to the
adoption of the list.

6. The controller or processor
shall provide the supervisory authority
with the data protection impact
assessment provided for in Article 33
and, on request, with any other
information to allow the supervisory
authority to make an assessment of the
compliance of the processing and in
particular of the risks for the protection
of personal data of the data subject
and of the related safeguards.

7. Member States shall consult
the supervisory authority in the
preparation of a legislative measure to
be adopted by the national parliament
or of a measure based on such a
legislative measure, which defines the
nature of the processing, in order to
ensure the compliance of the intended
processing with this Regulation and in
particular to mitigate the risks involved
for the data subjects.

8. The Commission shall be
empowered to adopt delegated acts in

operations which are subject to prior
consultation pursuant to peint{b)}-of
paragraph 2. The-supervisory-authority-shall
. . hek
Data-Protection-Beard-

6. The controller or processor shall provide
the supervisory authority, on request, with
the data protection impact assessment
pursuant to previdedforin Article 33 and,
on request, with any other information to
allow the supervisory authority to make an
assessment of the compliance of the
processing and in particular of the risks for
the protection of personal data of the data
subject and of the related safeguards.

7. Member States shall consult the
supervisory authority in the preparation of a
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accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for
determining the high degree of specific
risk referred to in point (a) of
paragraph 2.

9. The Commission may set out
standard forms and procedures for
prior authorisations and consultations
referred to in paragraphs 1 and 2, and
standard forms and procedures for
informing the supervisory authorities
pursuant to paragraph 6. Those
implementing acts shall be adopted in
accordance with the examination
procedure referred to in Article 87(2).

legislative measure to be adopted by the
national parliament or of a measure based
on such a legislative measure, which defines
the nature of the processing, in order to
ensure the compliance of the intended
processing with this Regulation and in
particular to mitigate the risks involved for
the data subjects.
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Article 35

Designation of the data protection
officer

1. The controller and the
processor shall designate a data
protection officer in any case where:

(a) the processing is carried out by
a public authority or body; or

(b) the processing is carried out by
an enterprise employing 250 persons
or more; or

(c) the core activities of the
controller or the processor consist of
processing operations which, by virtue
of their nature, their scope and/or
their purposes, require regular and
systematic monitoring of data subjects.

2. In the case referred to in point
(b) of paragraph 1, a group of
undertakings may appoint a single data
protection officer.

3. Where the controller or the
processor is a public authority or body,
the data protection officer may be
designated for several of its entities,
taking account of the organisational
structure of the public authority or
body.

4, In cases other than those

Article 35
Designation of the data protection officer

1. The controller or the processor
may, or where required by Union or
Member State law shall, designate a data
protection officer (...).

2. A group of undertakings may
appoint a single data protection officer.

3. Where the controller or the
processor is a public authority or body, a
single data protection officer may be
designated for several such authorities or
bodies, taking account of their
organisational structure and size.

4, ().

5. The (...) data protection officer
shall be designated on the basis of
professional qualities and, in particular,
expert knowledge of data protection law
and practices and ability to fulfil the tasks
referred to in Article 37 (...).

6. ()

7. (...). During their term of office, the
data protection officer may, apart from
serious grounds under the law of the
Member State concerned which justify the
dismissal of an employee or civil servant, be
dismissed only if the data protection officer
no longer fulfils the conditions required for

Article 35
Designation of the data protection officer

1. The controller and the processor shall
designate a data protection officer in any
case where:

(a) the processing is carried out by a public
authority or body; or

(b) the processing is carried out by a legal

person and relates to more than 5000 data

subjects in any consecutive 12-month period
. loving-250

mere; or

(c) the core activities of the controller or the
processor consist of processing operations
which, by virtue of their nature, their scope
and/or their purposes, require regular and
systematic monitoring of data subjects; or.

(d) the core activities of the controller or the
processor consist of processing special
categories of data pursuant to Article 9(1),
location data or data on children or
employees in large scale filing systems.

2. In-the-casereferred-to-inpoint{blof
paragraph-1; A group of undertakings may
appoint a main responsible data protection
officer, provided it is ensured that a data
protection officer is easily accessible from
each establishment.

3. Where the controller or the processor is a

Art. 35 — Rada JHA w marcu br.
zadecydowata o fakultatywnym
charakterze wyznaczania DPO. PL
zgodzita sie z tym podejsciem.
Powszechny obowigzek wyznaczenia
inspektora ochrony danych osobowych
bytby niezwykle ucigzliwy zwtaszcza dla
matych i Srednich przedsiebiorcow.

Polska opowie sie za dodaniem ustepu
sankcjonujgcego powotywanie
zastepcéw inspektora ochrony danych.
W niektdrych, zwtaszcza wiekszych
podmiotach, pojedynczy inspektor moze
nie wystarczy¢, inspektor nie bedzie tez
obecny w przedsiebiorstwie caty czas.
Proponujemy w zwigzku z tym dodanie
w art. 35 ustepu 1la stanowigcego, iz
,the controller or the processor may
appoint one or more deputy data
protection officers. Deputy data
protection officer must fulfill conditions
stipulated in art. 35 point 5 of this
Regulation”.

W art. 35 ust. 5 sugerujemy
wprowadzenie wymogu, aby
inspektorem ochrony danych nie mogta
by¢ osoba prawomocnie skazana za
przestepstwo z winy umysinej. Inspektor
ochrony danych musi mie¢
nieposzlakowang opinie i gwarantowac
prawidtowe wykonywanie swojej funkcji.
W zwigzku z tym sugerujemy dodanie na
koncu art. 35 ust. 5 zdania: ,A person
designated as a data protection officer
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referred to in paragraph 1, the
controller or processor or associations
and other bodies representing
categories of controllers or processors
may designate a data protection
officer.

5. The controller or processor
shall designate the data protection
officer on the basis of professional
qualities and, in particular, expert
knowledge of data protection law and
practices and ability to fulfil the tasks
referred to in Article 37. The necessary
level of expert knowledge shall be
determined in particular according to
the data processing carried out and the
protection required for the personal
data processed by the controller or the
processor.

6. The controller or the processor
shall ensure that any other
professional duties of the data
protection officer are compatible with
the person's tasks and duties as data
protection officer and do not result in a
conflict of interests.

7. The controller or the processor
shall designate a data protection
officer for a period of at least two
years. The data protection officer may
be reappointed for further terms.
During their term of office, the data
protection officer may only be

the performance of his or her tasks
pursuant to Article 37.

8. The data protection officer may be
a staff member of the controller or
processor, or fulfil the tasks on the basis of
a service contract.

9. The controller or the processor
shall publish the contact details of the data
protection officer and communicate these
to the supervisory authority (...).

10. Data subjects may contact the data
protection officer on all issues related to the
processing of the data subject’s data and
the exercise of their rights under this
Regulation.

11. (...)

public authority or body, the data
protection officer may be designated for
several of its entities, taking account of the
organisational structure of the public
authority or body.

4. In cases other than those referred to in
paragraph 1, the controller or processor or
associations and other bodies representing
categories of controllers or processors may
designate a data protection officer.

5. The controller or processor shall
designate the data protection officer on the
basis of professional qualities and, in
particular, expert knowledge of data
protection law and practices and ability to
fulfil the tasks referred to in Article 37. The
necessary level of expert knowledge shall
be determined in particular according to the
data processing carried out and the
protection required for the personal data
processed by the controller or the
processor.

6. The controller or the processor shall
ensure that any other professional duties of
the data protection officer are compatible
with the person's tasks and duties as data
protection officer and do not result in a
conflict of interests.

7. The controller or the processor shall
designate a data protection officer for a
period of at least four twe years in case of
an employee or two years in case of an

cannot have a criminal record resulting
from a criminal offence due to
intentional guilt”.

Odnosnie art. 35 ust. 7, w zwigzku z
usunieciem z rozporzadzenia
postanowien dotyczacych kadencji
inspektora, sugerujemy usuniecie w tym
ustepie “during their term of office” jako
zbednego.

Odnosnie art. 35 ust. 10 to
postanowienie jest niezwykle szerokie,
by¢ moze wymaga doprecyzowania,
Polska poprosi w szczegdlnosci o
wyjasnienie czy kontakt ze strony
podmiotu danych kreuje po stronie
administratora danych jakies$ konkretne
obowigzki, niezalezne od wagi
zapytania?
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dismissed, if the data protection officer
no longer fulfils the conditions required
for the performance of their duties.

8. The data protection officer
may be employed by the controller or
processor, or fulfil his or her tasks on
the basis of a service contract.

9. The controller or the processor
shall communicate the name and
contact details of the data protection
officer to the supervisory authority and
to the public.

10. Data subjects shall have the
right to contact the data protection
officer on all issues related to the
processing of the data subject’s data
and to request exercising the rights
under this Regulation.

11. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the core
activities of the controller or the
processor referred to in point (c) of
paragraph 1 and the criteria for the
professional qualities of the data
protection officer referred to in
paragraph 5.

external service contractor. The data
protection officer may be reappointed for
further terms. During their term of office,
the data protection officer may only be
dismissed if the data protection officer no
longer fulfils the conditions required for the
performance of their duties.

8. The data protection officer may be
employed by the controller or processor, or
fulfil his or her tasks on the basis of a
service contract.

9. The controller or the processor shall
communicate the name and contact details
of the data protection officer to the
supervisory authority and to the public.

10. Data subjects shall have the right to
contact the data protection officer on all
issues related to the processing of the data
subject’s data and to request exercising the
rights under this Regulation.
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Article 36
Position of the data protection officer

1. The controller or the processor
shall ensure that the data protection
officer is properly and in a timely
manner involved in all issues which
relate to the protection of personal
data.

2. The controller or processor
shall ensure that the data protection
officer performs the duties and tasks
independently and does not receive
any instructions as regards the exercise
of the function. The data protection
officer shall directly report to the
management of the controller or the
processor.

3. The controller or the processor
shall support the data protection
officer in performing the tasks and
shall provide staff, premises,
equipment and any other resources
necessary to carry out the duties and
tasks referred to in Article 37.

Article 36
Position of the data protection officer

1. The controller or the processor
shall ensure that the data protection officer
is properly and in a timely manner involved
in all issues which relate to the protection of
personal data.

2. The controller or the processor
shall support the data protection officer in
performing the tasks referred to in Article
37 by providing (...) resources necessary to
carry out these tasks as well as access to
personal data and processing operations.

3. The controller or processor shall
ensure that the data protection officer can
actin an independent manner with respect
to the performance of his or her tasks and
does not receive any instructions regarding
the exercise of these tasks. The data
protection officer shall directly report to the
highest management level of the controller
or the processor.

4. The data protection officer may
fulfil other tasks and duties. The controller
or processor shall ensure that any such
tasks and duties do not result in a conflict of
interests.

Article 36 Nie zgtaszalismy zasadniczych uwag.

Position of the data protection officer

1. The controller or the processor shall
ensure that the data protection officer is
properly and in a timely manner involved in
all issues which relate to the protection of
personal data.

2. The controller or processor shall ensure
that the data protection officer performs
the duties and tasks independently and
does not receive any instructions as regards
the exercise of the function. The data
protection officer shall directly report to the
executive management of the controller or
the processor. The controller or processor
shall for this purpose designate an executive
management member who shall be
responsible for the compliance with the
provisions of this Regulation.

3. The controller or the processor shall
support the data protection officer in
performing the tasks and shall provide all
means, including staff, premises, equipment
and any other resources necessary to carry
out the duties and tasks referred to in
Article 37, and to maintain his or her
professional knowledge.

4. Data protection officers shall be bound by
secrecy concerning the identity of data
subjects and concerning circumstances
enabling data subjects to be identified,
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unless they are released from that
obligation by the data subject.
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Article 37
Tasks of the data protection officer

1. The controller or the processor
shall entrust the data protection officer
at least with the following tasks:

(a) to inform and advise the
controller or the processor of their
obligations pursuant to this Regulation
and to document this activity and the
responses received;

(b) to monitor the
implementation and application of the
policies of the controller or processor
in relation to the protection of
personal data, including the
assignment of responsibilities, the
training of staff involved in the
processing operations, and the related
audits;

(c) to monitor the
implementation and application of this
Regulation, in particular as to the
requirements related to data
protection by design, data protection
by default and data security and to the
information of data subjects and their
requests in exercising their rights under
this Regulation;

(d) to ensure that the
documentation referred to in Article 28

Article 37
Tasks of the data protection officer

1. The controller or the processor
shall entrust the data protection officer (...)
with the following tasks:

(a) to inform and advise the controller
or the processor and the employees who
are processing personal data of their
obligations pursuant to this Regulation (...);

(b) to monitor compliance with this
Regulation and with the policies of the
controller or processor in relation to the
protection of personal data, including the
assignment of responsibilities, awareness-
raising and training of staff involved in the
processing operations, and the related
audits;

(g) to monitor responses to requests
from the supervisory authority and, within
the sphere of the data protection officer's
competence, to co-operate with the
supervisory authority at the latter's request
or on the data protection officer’s own
initiative;

Article 37
Tasks of the data protection officer

1. The controller or the processor shall
entrust the data protection officer at least
with the following tasks:

(a) to raise awareness, to inform and advise
the controller or the processor of their
obligations pursuant to this Regulation, in
particular with regards to technical and
organisational measures and procedures,
and to document this activity and the
responses received;

(b) to monitor the implementation and
application of the policies of the controller
or processor in relation to the protection of
personal data, including the assignment of
responsibilities, the training of staff
involved in the processing operations, and
the related audits;

(c) to monitor the implementation and
application of this Regulation, in particular
as to the requirements related to data
protection by design, data protection by
default and data security and to the
information of data subjects and their
requests in exercising their rights under this
Regulation;

(d) to ensure that the documentation
referred to in Article 28 is maintained;

Odnosnie art. 37 Polska poprosi o
doprecyzowanie czy obecne brzmienie
art. 37 ust. 1 lit. b obejmuje takze
monitorowanie rekorddéw, o ktérych
mowa w art. 28 rozporzadzenia. A takze
czy obejmuje monitorowanie notyfikacji
naruszen danych osobowych, o ktérych
mowa w art. 31 i 32 rozporzadzenia.
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is maintained;

(e) to monitor the
documentation, notification and
communication of personal data
breaches pursuant to Articles 31 and
32;

(f) to monitor the performance of
the data protection impact assessment
by the controller or processor and the
application for prior authorisation or
prior consultation, if required pursuant
Articles 33 and 34;

(g) to monitor the response to
requests from the supervisory
authority, and, within the sphere of the
data protection officer's competence,
co-operating with the supervisory
authority at the latter's request or on
the data protection officer’s own
initiative;

(h) to act as the contact point for
the supervisory authority on issues
related to the processing and consult
with the supervisory authority, if
appropriate, on his/her own initiative.

2, The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for tasks,

(h) to act as the contact point for the
supervisory authority on issues related to
the processing of personal data, including
the prior consultation referred to in Article
34, and consult, as appropriate, on any
other matter.

2. (o)

(e) to monitor the documentation,
notification and communication of personal
data breaches pursuant to Articles 31 and
32;

(f) to monitor the performance of the data
protection impact assessment by the
controller or processor and the application

for prior eutherisation-erprierconsultation,

if required pursuant Articles 32a and 34;

(g) to monitor the response to requests
from the supervisory authority, and, within
the sphere of the data protection officer's
competence, co-operating with the
supervisory authority at the latter's request
or on the data protection officer’s own
initiative;

(h) to act as the contact point for the
supervisory authority on issues related to
the processing and consult with the
supervisory authority, if appropriate, on
his/her own initiative:;

(i) to verify the compliance with this
Regulation under the prior consultation
mechanism laid out in Article 34;

(j) to inform the employee representatives
on data processing of the employees.

! | [ . ! "
Article- 86 for-the purpese-of further
ing-th . ! . :
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certification, status, powers and 7 iffeation; 7

resources of the data protection officer resources-of the- data-protection-officer
referred to in paragraph 1. referred-todin-paragraphi-
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Article 38
Codes of conduct

1. The Member States, the
supervisory authorities and the
Commission shall encourage the
drawing up of codes of conduct
intended to contribute to the proper
application of this Regulation, taking
account of the specific features of the
various data processing sectors, in
particular in relation to:

(a) fair and transparent data
processing;

(b) the collection of data;

(c) the information of the public
and of data subjects;

(d) requests of data subjects in
exercise of their rights;

(e) information and protection of
children;
() transfer of data to third

countries or international
organisations;

(g) mechanisms for monitoring
and ensuring compliance with the code
by the controllers adherent to it;

(h) out-of-court proceedings and

Article 38
Codes of conduct

1. The Member States, the
supervisory authorities, the European Data
Protection Board and the Commission shall
encourage the drawing up of codes of
conduct intended to contribute to the
proper application of this Regulation, taking
account of the specific features of the
various data processing sectors and the
specific needs of micro, small and medium-

sized enterprises.

la. Associations and other bodies
representing categories of controllers or
processors may prepare codes of conduct,
or amend or extend such codes, for the
purpose of specifying the application of
provisions of this Regulation, such as:

(a) fair and transparent data
processing;

(aa) the legitimate interests pursued by
controllers in specific contexts;

(b) the collection of data;
(bb) the use of pseudonymous data;

(c) the information of the public and
of data subjects;

(d) the exercise of the rights of data
subjects;

Article 38
Codes of conduct

1. The Member States, the supervisory
authorities and the Commission shall
encourage the drawing up of codes of
conduct or the adoption of codes of conduct
drawn up by a supervisory authority
intended to contribute to the proper
application of this Regulation, taking
account of the specific features of the
various data processing sectors, in
particular in relation to:

(a) fair and transparent data processing;
(aa) respect for consumer rights;
(b) the collection of data;

(c) the information of the public and of data
subjects;

(d) requests of data subjects in exercise of
their rights;

(e) information and protection of children;

(f) transfer of data to third countries or
international organisations;

(g) mechanisms for monitoring and ensuring
compliance with the code by the controllers

Artykuty 38-39 — PL poparta kierunek
zmian, w szczegdlnosci rozwiniecie
kodeksdw postepowania, zgtosi jednak
zastrzezenia analityczne — potrzebujemy
wiecej czasu na analizy. PL popiera
jednak narzedzia samoregulacji w
rozporzadzeniu.
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other dispute resolution procedures for
resolving disputes between controllers
and data subjects with respect to the
processing of personal data, without
prejudice to the rights of the data
subjects pursuant to Articles 73 and 75.

2. Associations and other bodies
representing categories of controllers
or processors in one Member State
which intend to draw up codes of
conduct or to amend or extend existing
codes of conduct may submit them to
an opinion of the supervisory authority
in that Member State. The supervisory
authority may give an opinion whether
the draft code of conduct or the
amendment is in compliance with this
Regulation. The supervisory authority
shall seek the views of data subjects or
their representatives on these drafts.

3. Associations and other bodies
representing categories of controllers
in several Member States may submit
draft codes of conduct and
amendments or extensions to existing
codes of conduct to the Commission.

4. The Commission may adopt
implementing acts for deciding that the
codes of conduct and amendments or
extensions to existing codes of conduct
submitted to it pursuant to paragraph
3 have general validity within the
Union. Those implementing acts shall

(e) information and protection of
children and the way to collect the parent’s
and guardian’s consent;

(ee) measures and procedures referred
to in Articles 22 and 23 and measures to
ensure security (...) of processing referred to

in Article 30;

(ef) notification of personal data
breaches to supervisory authorities and
communication of such breaches to data

subjects;

() transfer of data to third countries
or international organisations.

1b. Such a code of conduct shall
contain mechanisms for monitoring and
ensuring compliance with it by the
controllers or processors which undertake
to apply it, without prejudice to the duties
and powers of the supervisory authority
which is competent pursuant to Article 51.

2. Associations and other bodies
referred to in paragraph 1a which intend to
prepare a code of conduct, or to amend or
extend an existing code, shall submit the
draft code to the supervisory authority
which is competent pursuant to Article 51.
The supervisory authority shall give an
opinion on whether the draft code, or
amended or extended code, is in
compliance with this Regulation.

adherent to it;

(h) out-of-court proceedings and other
dispute resolution procedures for resolving
disputes between controllers and data
subjects with respect to the processing of
personal data, without prejudice to the
rights of the data subjects pursuant to
Articles 73 and 75.

2. Associations and other bodies
representing categories of controllers or
processors in one Member State which
intend to draw up codes of conduct or to
amend or extend existing codes of conduct
may submit them to an opinion of the
supervisory authority in that Member State.
The supervisory authority shall without
undue delay may give an opinion in whether
the processing under the draft code of
conduct or the amendment is in compliance
with this Regulation. The supervisory
authority shall seek the views of data
subjects or their representatives on these
drafts.

3. Associations and other bodies
representing categories of controllers or
processors in several Member States may
submit draft codes of conduct and
amendments or extensions to existing
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be adopted in accordance with the
examination procedure set out in
Article 87(2).

5. The Commission shall ensure
appropriate publicity for the codes
which have been decided as having
general validity in accordance with
paragraph 4.

2a. Where the opinion referred to in
paragraph 2 confirms that the code of
conduct, or amended or extended code, is
in compliance with this Regulation and the
code of conduct does not relate to
processing activities in several Member
States, the supervisory authority shall
register the code and publish the details
thereof.

2b. Where the code of conduct relates

to processing activities in several Member
States, the supervisory authority shall
submit it in the procedure referred to in
Article 57 to the European Data Protection
Board which may give an opinion on
whether the draft code, or amended or
extended code, is in compliance with this

Regulation.

3. Where the opinion referred to in
paragraph 2b confirms that the code of
conduct, or amended or extended code, is
in compliance with this Regulation, the
European Data Protection Board shall
submit its opinion to the Commission {(...).

4. The Commission may adopt
implementing acts for deciding that the
codes of conduct and amendments or
extensions to existing codes of conduct
submitted to it pursuant to paragraph 3
have general validity within the Union
Those implementing acts shall be adopted
in accordance with the examination

codes of conduct to the Commission.

4. The Commission shall be empowered to
adopt, after requesting an opinion of the
European Data Protection Board, delegated
acts in accordance with Article 86 meay
adoptimplementing-acts for deciding that
the codes of conduct and amendments or
extensions to existing codes of conduct
submitted to it pursuant to paragraph 3 are
in line with this Regulation and have general
validity within the Union. This delegated act
shall confer enforceable rights on data
subjects. Thosedimplementing-acts-shall-be
adoptedin-accordance-with-the

842}

5. The Commission shall ensure appropriate
publicity for the codes which have been
decided as having general validity in
accordance with paragraph 4.
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procedure set out in Article 87(2).

5. The Commission shall ensure
appropriate publicity for the codes which
have been decided as having general
validity in accordance with paragraph 4.
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Article 38a
Monitoring (...) of codes of conduct

Without prejudice to the duties and
powers of the competent supervisory
authority under Articles 52 and 53, the
monitoring of compliance with a code of
conduct pursuant to Article 38 may be
carried out by a (...) body which has an
appropriate level of expertise in relation to
the subject-matter of the code and is
accredited for this purpose by the
competent supervisory authority.

2. Abodyreferred to in paragraph 1 may
be accredited for this purpose if:

a) it has demonstrated its independence
and expertise in relation to the subject-
matter of the code to the satisfaction of the
competent supervisory authority;

b) it has established procedures which
allow it to assess the eligibility of controllers
and processors concerned to apply the
code, to monitor their compliance with its
provisions and to periodically review its
operation;

c) it has established procedures and
structures to deal with complaints about
infringements of the code or the manner in
which the code has been, or is being,
implemented by a controller or processor,
and to make these procedures and
structures transparent to data subjects and
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the public;

d) it (..) demonstrates to the satisfaction
of the competent supervisory authority that
its tasks and duties do not result in a
conflict of interests.

3. The competent supervisory authority
shall submit the draft criteria for
accreditation of a body referred to in
paragraph 1 to the European Data
Protection Board pursuant to the
consistency mechanism referred to in
Article 57.

4. Without prejudice to the provisions of
Chapter VIII, a body referred to in
paragraph 1 may, subject to adequate
safeguards, take appropriate action in cases
of infringement of the code by a controller
or processor, including suspension or
exclusion of the controller or processor
concerned from the code. It shall inform the
competent supervisory authority of such
actions and the reasons for taking them.

5.  The competent supervisory authority
shall revoke the accreditation of a body
referred to in paragraph 1 if the conditions
for accreditation are not, or no longer, met
or actions taken by the body are not in
compliance with this Regulation.

6.  This article shall not apply to the
processing of personal data carried out by
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public authorities and bodies.
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Article 39
Certification

1. The Member States and the
Commission shall encourage, in
particular at European level, the
establishment of data protection
certification mechanisms and of data
protection seals and marks, allowing
data subjects to quickly assess the level
of data protection provided by
controllers and processors. The data
protection certifications mechanisms
shall contribute to the proper
application of this Regulation, taking
account of the specific features of the
various sectors and different
processing operations.

2. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the data
protection certification mechanisms
referred to in paragraph 1, including
conditions for granting and
withdrawal, and requirements for
recognition within the Union and in
third countries.

3. The Commission may lay down
technical standards for certification
mechanisms and data protection seals
and marks and mechanisms to

Article 39
Certification

1. The Member States, the European
Data Protection Board and the Commission
shall encourage, in particular at European
level, the establishment of data protection
certification mechanisms and of data
protection seals and marks for the purpose
of demonstrating compliance with this
Regulation by controllers and processors.
The specific needs of micro, small and
medium-sized enterprises shall be taken
into account.

(..)

2. A certification pursuant to this
Article does not reduce the responsibility of
the controller or the processor for
compliance with this Regulation and is
without prejudice to the duties and powers
of the supervisory authority which is
competent pursuant to Article 51.

3. The controller or processor which
submits its processing to the certification
mechanism shall provide the body referred
to in Article 39a (1) with all information and
access to its processing activities which are
necessary to conduct the certification
procedure. (...)

4, The certification issued to a
controller or processor shall be subject to a

Article 39
Certification

1. Fhe Member-States-and-the Commission

1a. Any controller or processor may request
any supervisory authority in the Union, for a

reasonable fee taking into account the
administrative costs, to certify that the

processing of personal data is performed in

compliance with this Regulation, in
particular with the principles set out in
Article 5, 23 and 30, the obligations of the
controller and the processor, and the data
subject’s rights.

1b. The certification shall be voluntary,

affordable, and available via a process that

Artykuty 38-39 — PL poparta kierunek
zmian, w szczegdlnosci rozwiniecie
kodeksdw postepowania, zgtosi jednak
zastrzezenia analityczne — potrzebujemy
wiecej czasu na analizy. PL popiera
jednak narzedzia samoregulacji w
rozporzadzeniu.
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promote and recognize certification
mechanisms and data protection seals
and marks. Those implementing acts
shall be adopted in accordance with
the examination procedure set out in
Article 87(2).

periodic review by the body referred to in
paragraph 1 of Article 39a or by the
competent supervisory authority. It shall be
withdrawn where the requirements for the
certification are not or no longer met.

is transparent and not unduly burdensome.

Ic. The supervisory authorities and the
European Data Protection Board shall
cooperate under the consistency mechanism
pursuant to Article 57 to guarantee a
harmonised data protection certification
mechanism including harmonised fees
within the Union.

1d. During the certification procedure, the
supervisory authority may accredit
specialised third party auditors to carry out
the auditing of the controller or the
processor on their behalf. Third party
auditors shall have sufficiently qualified
staff, be impartial and free from any conflict
of interests regarding their duties.
Supervisory authorities shall revoke
accreditation, if there are reasons to believe
that the auditor does not fulfil its duties
correctly. The final certification shall be
provided by the supervisory authority.

1e. Supervisory authorities shall grant
controllers and processors, who pursuant to
the auditing have been certified that they
process personal data in compliance with
this Regulation, the standardised data
protection mark named "European Data
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Protection Seal".

1f. The "European Data Protection Seal"
shall be valid for as long as the data
processing operations of the certified
controller or processor continue to fully
comply with this Regulation.

1g. Notwithstanding paragraph 1f, the
certification shall be valid for maximum five
years.

1h. The European Data Protection Board
shall establish a public electronic register in
which all valid and invalid certificates which
have been issued in the Member States can
be viewed by the public.
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2a. The European Data Protection Board
may on its own initiative certify that a data
protection-enhancing technical standard is
compliant with this Regulation.

3. The Commission shall be empowered to
adopt, after requesting an opinion of the
European Data Protection Board and
consulting with stakeholders, in particular
industry and non-governmental
organisations, delegated acts in accordance
with Article 86 for the purpose of further
specifying the criteria and requirements for
the data protection certification
mechanisms referred to in paragraph 1-1h,
including requirements for accreditation of
auditors, conditions for granting and
withdrawal, and requirements for
recognition within the Union and in third
countries. These delegated acts shall confer
enforceable rights on data subjects.
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Article 39a
Certification body and procedure

1. Without prejudice to the duties
and powers of the competent supervisory
authority under Articles 52 and 53, the
certification and its periodic review may be
carried out by a certification body which has
an appropriate level of expertise in relation
to data protection and is accredited by the
supervisory authority which is competent
according to Article 51.

2. The body referred to in paragraph
1 may be accredited for this purpose if:

a) it has demonstrated its independence
and expertise in relation to the subject-
matter of the certification to the
satisfaction of the competent supervisory
authority;

b) it has established procedures for the
issue, periodic review and withdrawal of
data protection seals and marks;

c) it has established procedures and
structures to deal with complaints about
infringements of the certification or the
manner in which the certification has been,
or is being, implemented by the controller
or processor, and to make these procedures
and structures transparent to data subjects
and the public;

(d) it (...) demonstrates to the satisfaction
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of the competent supervisory authority that
its tasks and duties do not result in a
conflict of interests.

3. The supervisory authorities shall
submit the draft criteria for the
accreditation of the body referred to in
paragraph 1 to the European Data
Protection Board pursuant to the
consistency mechanism referred to in
Article 57.

4. The body referred to in paragraph
1 shall be responsible for the proper
assessment leading to the certification,
without prejudice to the responsibility of
the controller or processor for compliance
with this Regulation.

4a. Without prejudice to the provisions
of Chapter VI, the body referred to in
paragraph 1 shall, subject to adequate
safeguards, in cases of inappropriate use of
the certification or where the requirements
of the certification are not, or no longer,
met by the controller or processor,
withdraw the certification.

5. The body referred to in paragraph
1 shall provide the competent supervisory
authority with the details of certifications
issued and withdrawn and the reasons for
withdrawing the certification.

6. The criteria for certification and the
certification details shall be made public by
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the supervisory authority in an easily
accessible form.

6a. The competent supervisory
authority shall revoke the accreditation of a
body referred to in paragraph 1 if the
conditions for accreditation are not, or no
longer, met or actions taken by the body are
not in compliance with this Regulation.

7. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the purpose
of (...) specifying the criteria and
requirements to be taken into account for
the data protection certification
mechanisms referred to in paragraph 1,
[including conditions for granting and
revocation, and requirements for
recognition of the certification and the
requirements for a standardised ‘European
Data Protection Seal’ within the Union and
in third countries].

8. The Commission may lay down
technical standards for certification
mechanisms and data protection seals and
marks and mechanisms to promote and
recognize certification mechanisms and
data protection seals and marks. Those
implementing acts shall be adopted in
accordance with the examination procedure
set out in Article 87(2).
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Article 40
General principle for transfers

Any transfer of personal data which are
undergoing processing or are intended
for processing after transfer to a third
country or to an international
organisation may only take place if,
subject to the other provisions of this
Regulation, the conditions laid down in
this Chapter are complied with by the
controller and processor, including for
onward transfers of personal data from
the third country or an international
organisation to another third country
or to another international
organisation.

Article 40
General principle for transfers

().

Article 40

General principle for transfers

Any transfer of personal data which are
undergoing processing or are intended for
processing after transfer to a third country
or to an international organisation may only
take place if, subject to the other provisions
of this Regulation, the conditions laid down
in this Chapter are complied with by the
controller and processor, including for
onward transfers of personal data from the
third country or an international
organisation to another third country or to
another international organisation.

PL nie zgtaszata sprzeciwu wobec
usuniecia tresci tego artykutu. W naszej
ocenie zawiera on postanowienia, ktére
wynikajg z przepiséw rozporzadzenia i
znajdg zastosowanie bez wzgledu na to,
czy zostang expressis verbis wskazane w
tym artykule.

Article 41
Transfers with an adequacy decision

1. A transfer may take place
where the Commission has decided
that the third country, or a territory or
a processing sector within that third
country, or the international
organisation in question ensures an
adequate level of protection. Such
transfer shall not require any further
authorisation.

2. When assessing the adequacy
of the level of protection, the

Article 41
Transfers with an adequacy decision

1. A transfer of personal data to a
recipient or recipients in a third country or
an international organisation may take
place where the Commission has decided
that the third country, or a territory or a
processing sector within that third country,
or the international organisation in question
ensures an adequate level of protection.
Such transfer shall not require any specific
authorisation.

2. When assessing the adequacy of

Article 41
Transfers with an adequacy decision

1. A transfer may take place where the
Commission has decided that the third
country, or a territory or a processing sector
within that third country, or the
international organisation in question
ensures an adequate level of protection.
Such transfer shall not require any specific

further authorisation.

2. When assessing the adequacy of the level
of protection, the Commission shall give
consideration to the following elements:

Ad. 41.1- PL poprosita o
doprecyzowanie czy dobrze rozumiemy,
ze w przypadku pojecia , processing
sector” chodzi o sektor w sensie
terytorialnym a nie o sektor gospodarki.
Jeste$my przeciwko wprowadzeniu
mozliwosci uznania adekwatnosci
sektorow w panstwie trzecim. Bedzie to
prowadzi¢ do wzrostu niepewnosci
prawnej w zakresie adekwatnosci, w
szczegolnosci w zakresie oceny czy na
danym obszarze obowigzuje
adekwatnos¢.

Ust. 2 — PL wnioskowata aby lista w ust.
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Commission shall give consideration to
the following elements:

(a) the rule of law, relevant
legislation in force, both general and
sectoral, including concerning public
security, defence, national security and
criminal law, the professional rules and
security measures which are complied
with in that country or by that
international organisation, as well as
effective and enforceable rights
including effective administrative and
judicial redress for data subjects, in
particular for those data subjects
residing in the Union whose personal
data are being transferred;

(b) the existence and effective
functioning of one or more
independent supervisory authorities in
the third country or international
organisation in question responsible
for ensuring compliance with the data
protection rules, for assisting and
advising the data subjects in exercising
their rights and for co-operation with
the supervisory authorities of the
Union and of Member States; and

(c) the international
commitments the third country or
international organisation in question
has entered into.

3. The Commission may decide

the level of protection, the Commission
shall, in particular, take account of the
following elements:

(a) the rule of law, respect for human
rights and fundamental freedoms, relevant
legislation (...), data protection rules and
security measures, including rules for
onward transfer of personal data to another
third country or international organisation,
which are complied with in that country or
by that international organisation, as well as
the existence of effective and enforceable
data subject rights and effective
administrative and judicial redress for data
subjects whose personal data are being
transferred(...),;

(b) the existence and effective
functioning of one or more independent
supervisory authorities in the third country,
or to which an international organisation is
subject, with responsibility for ensuring
compliance with the data protection rules,
for assisting and advising the data subjects
in exercising their rights and for co-
operation with the supervisory authorities
of the Union and of Member States; and

(c) the international commitments the
third country or international organisation
concerned has entered into_in relation to
the protection of personal data,

3. The Commission, after assessing
the adequacy of the level of protection, may

(a) the rule of law, relevant legislation in
force, both general and sectoral, including
concerning public security, defence,
national security and criminal law as well as
the implementation of this legislation, the
professional rules and security measures
which are complied with in that country or
by that international organisation,
jurisprudential precedents, as well as
effective and enforceable rights including
effective administrative and judicial redress
for data subjects, in particular for those
data subjects residing in the Union whose
personal data are being transferred;

(b) the existence and effective functioning
of one or more independent supervisory
authorities in the third country or
international organisation in question
responsible for ensuring compliance with
the data protection rules, including
sufficient sanctioning powers, for assisting
and advising the data subjects in exercising
their rights and for co-operation with the
supervisory authorities of the Union and of
Member States; and

(c) the international commitments the third
country or international organisation in
guestion has entered into, in particular any
legally binding conventions or instruments
with respect to the protection of personal
data.

2 byta otwarta.

Ad. 41.4a — Przedstawiciel PL poprze
wprowadzenie 41.4a. Panstwa trzecie,
ktorych adekwatnos¢ zostata uznana
muszg by¢ monitorowane, konieczne
jest zagwarantowanie Komisji
Europejskiej mozliwosci zmiany decyzji
dotyczacej adekwatnosci.

Ad. 41.5 — Uwazamy, ze decyzja Komisji
Europejskiej dotyczgca wygasniecia
adekwatnosci powinna zostac
poprzedzona wydaniem opinii przez
European Data Protection Board.
Ponadto, jestesmy za mozliwoscig
przyjmowania przez Komisje Europejska
negatywnych decyzji dotyczacych
adekwatnosci. W naszej ocenie bedzie to
czynnik motywujacy panistwa trzecie do
wprowadzania u siebie wysokich
standarddéw ochrony danych a takze
informacja dla podmiotéw w UE, na
ktore kraje szczegdlnie nalezy zwracac
uwage. W zwigzku z powyzszym,
prosimy o dodania Polski do przypisu 22.
JestesSmy takze za przywrdceniem
poprzedniego brzmienia pierwszego
zdania motywu 82.

Ad. 41.6 —PL opowiedziata sie za
pozostawieniem 41.6. Niemniej
prosilibySmy o wyjasnienie od Komisji
Europejskiej, czym miataby skutkowac
konsultacja przeprowadzana przez
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that a third country, or a territory or a
processing sector within that third
country, or an international
organisation ensures an adequate level
of protection within the meaning of
paragraph 2. Those implementing acts
shall be adopted in accordance with
the examination procedure referred to
in Article 87(2).

4. The implementing act shall
specify its geographical and sectoral
application, and, where applicable,
identify the supervisory authority
mentioned in point (b) of paragraph 2.

5. The Commission may decide
that a third country, or a territory or a
processing sector within that third
country, or an international
organisation does not ensure an
adequate level of protection within the
meaning of paragraph 2 of this Article,
in particular in cases where the
relevant legislation, both general and
sectoral, in force in the third country or
international organisation, does not
guarantee effective and enforceable
rights including effective
administrative and judicial redress for
data subjects, in particular for those
data subjects residing in the Union
whose personal data are being
transferred. Those implementing acts
shall be adopted in accordance with
the examination procedure referred to

decide that a third country, or a territory or
a processing sector within that third
country, or an international organisation
ensures an adequate level of protection
within the meaning of paragraph 2. The
implementing act shall specify its territorial
and sectoral application and, where
applicable, identify the supervisory
authority mentioned in point (b) of
paragraph 2. The implementing act shall be
adopted in accordance with the
examination procedure referred to in Article
87(2).

3a Decisions adopted by the
Commission on the basis of Article 25(6) or
Article 26(4) of Directive 95/46/EC shall
remain in force until amended, replaced or
repealed by the Commission.

4, ()

4a. The Commission shall monitor the
functioning of decisions adopted pursuant
to paragraph 3 and decisions adopted on
the basis of Article 25(6) or Article 26(4) of
Directive 95/46/EC.

5. The Commission may decide that a
third country, or a territory or a processing
sector within that third country, or an
international organisation no longer

ensures an adequate level of protection
within the meaning of paragraph 2 and may,
where necessary, repeal, amend or suspend
such decision without retro-active effect.

Komisje.

3. The Commission shall be empowered to
adopt delegated acts in accordance with
Article 86 to meay decide that a third
country, or a territory or a processing sector
within that third country, or an
international organisation ensures an
adequate level of protection within the
meaning of paragraph 2. Fhese

.- . - ! .

[ b gl . [
referred-to-in-Article-87{2)- Such delegated
acts shall provide for a sunset clause if they
concern a processing sector and shall be
revoked according to paragraph 5 as soon
as an adequate level of protection according
to this Regulation is no longer ensured.

4. The delegated implementing act shall
specify its territorial geegraphicat and
sectoral-application, and, where applicable,
identify the supervisory authority
mentioned in point (b) of paragraph 2.

4a. The Commission shall, on an on-going
basis, monitor developments in third
countries and international organisations
that could affect the elements listed in
paragraph 2 where a delegated act
pursuant to paragraph 3 has been adopted.

5. The Commission shall be empowered to
adopt delegated acts in accordance with
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in Article 87(2), or, in cases of extreme
urgency for individuals with respect to
their right to personal data protection,
in accordance with the procedure
referred to in Article 87(3).

6. Where the Commission
decides pursuant to paragraph 5, any
transfer of personal data to the third
country, or a territory or a processing
sector within that third country, or the
international organisation in question
shall be prohibited, without prejudice
to Articles 42 to 44. At the appropriate
time, the Commission shall enter into
consultations with the third country or
international organisation with a view
to remedying the situation resulting
from the Decision made pursuant to
paragraph 5 of this Article.

7. The Commission shall publish
in the Official Journal of the European
Union a list of those third countries,
territories and processing sectors
within a third country and
international organisations where it
has decided that an adequate level of
protection is or is not ensured.

8. Decisions adopted by the
Commission on the basis of Article
25(6) or Article 26(4) of Directive
95/46/EC shall remain in force, until
amended, replaced or repealed by the

The implementing acts shall be adopted in
accordance with the examination procedure
referred to in Article 87(2) or, in cases of
extreme urgency (...), in accordance with
the procedure referred to in Article 87(3).

6. (...) A decision (...) pursuant to
paragraph 5 (...) is without prejudice to
transfers of personal data to the third
country, or the territory or (...) processing
sector within that third country, or the
international organisation in question
pursuant to Articles 42 to 44 (...). At the
appropriate time, the Commission shall
enter into consultations with the third
country or international organisation with a
view to remedying the situation giving rise
to the Decision made pursuant to paragraph
5.

7. The Commission shall publish in the
Official Journal of the European Union a list
of those third countries, territories and
processing sectors within a third country
and international organisations in respect of
which decisions have been taken pursuant
to paragraphs 3 and 5.

8. (...)

Article 86 to mey decide that a third
country, or a territory or a processing sector
within that third country, or an
international organisation does not ensure
or no longer ensures an adequate level of
protection within the meaning of paragraph
2 of this Article, in particular in cases where
the relevant legislation, both general and
sectoral, in force in the third country or
international organisation, does not
guarantee effective and enforceable rights
including effective administrative and
judicial redress for data subjects, in
particular for those data subjects residing in
the Union whose personal data are being

transferred. Thoseimplementing-acts-shall
. | o)

6. Where the Commission decides pursuant
to paragraph 5, any transfer of personal
data to the third country, or a territory or a
processing sector within that third country,
or the international organisation in question
shall be prohibited, without prejudice to
Articles 42 to 44. At the appropriate time,
the Commission shall enter into
consultations with the third country or
international organisation with a view to
remedying the situation resulting from the

Odnosnie art. 41 ust. 5 (poprawka LIBE),
popieramy mozliwosc¢ wydawania
negatywnych decyzji o adekwatnosci
przez KE, zmiany pod koniec tego ustepu
wymagaja dalszej analizy.
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Commiission.

Decision made pursuant to paragraph 5 of
this Article.

6a. Prior to adopting a delegated act
pursuant to paragraphs 3 and 5, the
Commission shall request the European
Data Protection Board to provide an opinion
on the adequacy of the level of protection.
To that end, the Commission shall provide
the European Data Protection Board with all
necessary documentation, including
correspondence with the government of the
third country, territory or processing sector
within that third country or the
international organisation.

7. The Commission shall publish in the
Official Journal of the European Union and
on its website a list of those third countries,
territories and processing sectors within a
third country and international
organisations where it has decided that an
adequate level of protection is or is not
ensured.

8. Decisions adopted by the Commission on
the basis of Article 25(6) or Article 26(4) of
Directive 95/46/EC shall remain in force
until five years after the entry into force of
this Regulation unless amended, replaced or
repealed by the Commission before the end
of this period.
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Article 42

Transfers by way of appropriate
safeguards

1. Where the Commission has
taken no decision pursuant to Article
41, a controller or processor may
transfer personal data to a third
country or an international
organisation only if the controller or
processor has adduced appropriate
safeguards with respect to the
protection of personal data in a legally
binding instrument.

2. The appropriate safeguards
referred to in paragraph 1 shall be
provided for, in particular, by:

(a) binding corporate rules in
accordance with Article 43; or

(b) standard data protection
clauses adopted by the Commission.
Those implementing acts shall be
adopted in accordance with the
examination procedure referred to in
Article 87(2); or

(c) standard data protection
clauses adopted by a supervisory
authority in accordance with the
consistency mechanism referred to in
Article 57 when declared generally
valid by the Commission pursuant to

Article 42
Transfers by way of appropriate safeguards

1. Where the Commission has taken
no decision pursuant to Article 41, a
controller or processor may transfer
personal data to a recipient or recipients in
a third country or an international
organisation only if the controller or
processor has adduced appropriate
safeguardsin a legally binding instrument
with respect to the protection of personal
data (...).

2. The appropriate safeguards
referred to in paragraph 1 shall be provided
for, in particular, by:

(a) binding corporate rules pursuant to
Article 43; or

(b) standard data protection clauses
adopted by the Commission (...) in
accordance with the examination procedure
referred to in Article 87(2); or

(c) standard data protection clauses
adopted by a supervisory authority in
accordance with the consistency
mechanism referred to in Article 57 and
adopted by the Commission pursuant to the
examination procedure referred to in Article

87(2); or

(d) contractual clauses between the
controller or processor and the recipient of

Article 42
Transfers by way of appropriate safeguards

1. Where the Commission has taken no
decision pursuant to Article 41, or decides
that a third country, or a territory or
processing sector within that third country,
or an international organisation does not
ensure an adequate level of protection in
accordance with Article 41(5), a controller
or processor may not transfer personal data
to a third country, territory or an
international organisation eafy-f unless the
controller or processor has adduced
appropriate safeguards with respect to the
protection of personal data in a legally
binding instrument.

2. The appropriate safeguards referred to in
paragraph 1 shall be provided for, in
particular, by:

(a) binding corporate rules in accordance
with Article 43; or

(aa) a valid “European Data Protection Seal”
for the controller and the recipient in
accordance with paragraph 1e of Article 39;

Ad. 42.2.f — PL opowie sie przeciwko
odniesieniu w tym miejscu do
certyfikacji. Mocno popieramy idee
certyfikacji, niemniej w tym miejscu
odwotanie do certyfikacji mogtoby sie
przetozyé, w naszej ocenie, na obnizenie
poziomu ochrony danych osobowych
przy transferach danych. Ponadto,
mechanizmy certyfikacji nie majg mocy
prawnej i nie przewidujg mozliwosci
egzekwowania praw podmiotow danych,
dlatego nie powinny stanowi¢ podstawy
przekazania danych do panstwa
trzeciego.

Ad. 42.5 — odstepstwo to powinno
znajdowac zastosowanie tylko do
organow publicznych. Ponadto,
zwracamy uwage, iz porozumienie
administracyjne (,administrative
arrangement”), ma w niektérych
systemach prawnych, w tym polskim,
okreslone znaczenie prawne i jest
jednym ze zdefiniowanych
instrumentow prawnych. ChcielibySmy
wyjasnienia co oznacza to pojecie w tym
przepisie. Ponadto zwracamy uwage, iz
usunelismy w toku prac grupy DAPIX art.
34.1, w ktérym byty wyrazne odniesienia
do uprzedniej autoryzacji (,,prior
authorisation”) z art. 42.2.d oraz 42.5.
Pojecie uprzedniej autoryzacji wydaje sie
dostatecznie jasne, niemniej
chcielibySmy upewnic sie, iz usuniecie
art. 34.1 pozostaje bez wptywu na 42.5.
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point (b) of Article 62(1); or

(d) contractual clauses between
the controller or processor and the
recipient of the data authorised by a
supervisory authority in accordance
with paragraph 4.

3. A transfer based on standard
data protection clauses or binding
corporate rules as referred to in points
(a), (b) or (c) of paragraph 2 shall not
require any further authorisation.

4. Where a transfer is based on
contractual clauses as referred to in
point (d) of paragraph 2 of this Article
the controller or processor shall obtain
prior authorisation of the contractual
clauses according to point (a) of Article
34(1) from the supervisory authority. If
the transfer is related to processing
activities which concern data subjects
in another Member State or other
Member States, or substantially affect
the free movement of personal data
within the Union, the supervisory
authority shall apply the consistency
mechanism referred to in Article 57.

5. Where the appropriate
safeguards with respect to the
protection of personal data are not
provided for in a legally binding
instrument, the controller or processor
shall obtain prior authorisation for the

the data authorised by a supervisory
authority pursuant to paragraph 4; or

(e) an approved code of conduct
pursuant to Article 38; or

(f) a certification mechanism pursuant
to Article 39,,

3. A transfer based on binding
corporate rules or standard data protection
clauses as referred to in points (a), (b) or (c)
of paragraph 2 shall not require any specific
authorisation.

4. Where a transfer is based on
contractual clauses as referred to in point
(d) of paragraph 2 (...), the controller or
processor shall obtain prior authorisation of
the contractual clauses (...) from the
competent supervisory authority (...).

5. Where, nothwithstanding the
requirement for a legally binding instrument

in paragraph 1, appropriate safeguards with
respect to the protection of personal data
are not provided for in a legally binding
instrument, the controller or processor,
being a public authority or body, shall
obtain prior authorisation from the
competent supervisory authority for any
transfer, or category of transfers, or for
provisions to be inserted into administrative
arrangements providing the basis for such a
transfer (...).

(c) standard data protection clauses
adopted by a supervisory authority in
accordance with the consistency
mechanism referred to in Article 57 when
declared generally valid by the Commission
pursuant to point (b) of Article 62(1); or

(d) contractual clauses between the
controller or processor and the recipient of
the data authorised by a supervisory
authority in accordance with paragraph 4.

3. A transfer based on standard data
protection clauses, a “European Data
Protection Seal” or binding corporate rules
as referred to in points (a), (aa) {6} or (c) of
paragraph 2 shall not require any further
specific authorisation.

4. Where a transfer is based on contractual
clauses as referred to in point (d) of
paragraph 2 of this Article the controller or
processor shall obtain prior authorisation of
the contractual clauses from the
supervisory authority. If the transfer is
related to processing activities which
concern data subjects in another Member
State or other Member States, or
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transfer, or a set of transfers, or for
provisions to be inserted into
administrative arrangements providing
the basis for such transfer. Such
authorisation by the supervisory
authority shall be in accordance with
point (a) of Article 34(1). If the transfer
is related to processing activities which
concern data subjects in another
Member State or other Member States,
or substantially affect the free
movement of personal data within the
Union, the supervisory authority shall
apply the consistency mechanism
referred to in Article 57. Authorisations
by a supervisory authority on the basis
of Article 26(2) of Directive 95/46/EC
shall remain valid, until amended,
replaced or repealed by that
supervisory authority.

5a. If the transfer referred to in
paragraph 4 (...)is related to processing
activities which concern data subjects in

several Member States, or may substantially

affect the free movement of personal data

within the Union, the supervisory authority

shall apply the consistency mechanism
referred to in Article 57.

5b. Authorisations by a Member State

or supervisory authority on the basis of
Article 26(2) of Directive 95/46/EC shall
remain valid until amended, replaced or
repealed by that supervisory authority

6. (..)

substantially affect the free movement of
personal data within the Union, the
supervisory authority shall apply the
consistency mechanism referred to in
Article 57.

5. Where the-appropriatesafeguardswith
respectto-the protection-of personal-data

Artiele-57- Authorisations by a supervisory

authority on the basis of Article 26(2) of

Directive 95/46/EC shall remain valid; until

two years after the entry into force of this

Regulation emendedreplaced-errepealed
! . hority.

Ust. 5 (poprawka LIBE) - jestesmy za
pozostawieniem mozliwosci uzyskania
uprzedniej zgody organu nadzorczego na
transfer.
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Article 43

Transfers by way of binding corporate
rules

1. A supervisory authority shall in
accordance with the consistency
mechanism set out in Article 58
approve binding corporate rules,
provided that they:

(a) are legally binding and apply
to and are enforced by every member
within the controller’s or processor's
group of undertakings, and include
their employees;

(b) expressly confer enforceable
rights on data subjects;

(c) fulfil the requirements laid
down in paragraph 2.

2. The binding corporate rules
shall at least specify:

(a) the structure and contact
details of the group of undertakings
and its members;

(b) the data transfers or set of
transfers, including the categories of
personal data, the type of processing
and its purposes, the type of data
subjects affected and the identification
of the third country or countries in

Article 43
Transfers by way of binding corporate rules

1. The competent supervisory
authority shall approve binding corporate
rules in accordance with the consistency
mechanism set out in Article 58 {...)
provided that they:

(a) are legally binding and apply to,
and are enforced by, every member
concerned of the group of undertakings or
group of enterprises engaged in a joint
economic activity;

(b) expressly confer enforceable rights
on data subjects with regard to the
processing of their personal data;

(c) fulfil the requirements laid down in
paragraph 2.

2. The binding corporate rules
referred to in paragraph 1 shall at least
specify the following elements:

(a) the structure and contact details of
the group concerned and of each of its
members;

(b) the data transfers or categories of
transfers, including the types of personal
data, the type of processing and its
purposes, the type of data subjects affected
and the identification of the third country or
countries in question;

Article 43
Transfers by way of binding corporate rules

1. A The supervisory authority shall in
accordance with the consistency
mechanism set out in Article 58 approve
binding corporate rules, provided that they:

(a) are legally binding and apply to and are
enforced by every member within the
controller’s erpreecessers group of
undertakings and those external
subcontractors that are covered by the
scope of the binding corporate rules, and
include their employees;

(b) expressly confer enforceable rights on
data subjects;

(c) fulfil the requirements laid down in
paragraph 2.

1a. With regard to employment data, the
representatives of the employees shall be
informed about and, in accordance with
Union or Member State law and practice, be
involved in the drawing-up of binding

Ad. 43.3 - PL opowiedziata sie za
utrzymaniem 43.3, Komisja Europejska
ma juz doswiadczenie w zakresie
wigzacych regut korporacyjnych, z
ktérego powinnisémy korzystac.
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question;

(c) their legally binding nature,
both internally and externally;

(d) the general data protection
principles, in particular purpose
limitation, data quality, legal basis for
the processing, processing of sensitive
personal data; measures to ensure
data security; and the requirements for
onward transfers to organisations
which are not bound by the policies;

(e) the rights of data subjects and
the means to exercise these rights,
including the right not to be subject to
a measure based on profiling in
accordance with Article 20, the right to
lodge a complaint before the
competent supervisory authority and
before the competent courts of the
Member States in accordance with
Article 75, and to obtain redress and,
where appropriate, compensation for a
breach of the binding corporate rules;

() the acceptance by the
controller or processor established on
the territory of a Member State of
liability for any breaches of the binding
corporate rules by any member of the
group of undertakings not established
in the Union; the controller or the
processor may only be exempted from
this liability, in whole or in part, if he

(c) their legally binding nature, both
internally and externally;

(d) application of the general data
protection principles, in particular purpose
limitation, including the purposes which
govern further processing, data quality,
legal basis for the processing, processing of
special categories of personal data,
measures to ensure data security, and the
requirements in respect of onward transfers
to bodies (...) not bound by the binding

corporate rules;

(e) the rights of data subjects_in regard
to the processing of their personal data and
the means to exercise these rights,
including the right not to be subject to (...)
profiling in accordance with Article 20, the
right to lodge a complaint before the
competent supervisory authority and before
the competent courts of the Member States
in accordance with Article 75, and to obtain
redress and, where appropriate,
compensation for a breach of the binding
corporate rules;

() the acceptance by the controller or
processor established on the territory of a
Member State of liability for any breaches
of the binding corporate rules by any
member concerned not established in the
Union; the controller or the processor may
only be exempted from this liability, in
whole or in part, on proving that that
member is not responsible for the event

corporate rules pursuant to Article 43.

2. The binding corporate rules shall at least
specify:

(a) the structure and contact details of the
group of undertakings and its members and
those external subcontractors that are
covered by the scope of the binding
corporate rules;

(b) the data transfers or set of transfers,
including the categories of personal data,
the type of processing and its purposes, the
type of data subjects affected and the
identification of the third country or
countries in question;

(c) their legally binding nature, both
internally and externally;

(d) the general data protection principles, in
particular purpose limitation, data
minimisation, limited retention periods, data
quality, data protection by design and by
default, legal basis for the processing,
processing of sensitive personal data;
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proves that that member is not
responsible for the event giving rise to
the damage;

(g) how the information on the
binding corporate rules, in particular
on the provisions referred to in points
(d), (e) and (f) of this paragraph is
provided to the data subjects in
accordance with Article 11;

(h) the tasks of the data
protection officer designated in
accordance with Article 35, including
monitoring within the group of
undertakings the compliance with the
binding corporate rules, as well as
monitoring the training and complaint
handling;

(i) the mechanisms within the
group of undertakings aiming at
ensuring the verification of compliance
with the binding corporate rules;

(i) the mechanisms for reporting
and recording changes to the policies
and reporting these changes to the
supervisory authority;

(k) the co-operation mechanism
with the supervisory authority to
ensure compliance by any member of
the group of undertakings, in particular
by making available to the supervisory
authority the results of the

giving rise to the damage;

(g) how the information on the
binding corporate rules, in particular on the
provisions referred to in points (d), (e) and
(f) of this paragraph is provided to the data
subjects in accordance with Articles 14 and
143;

(h) the tasks of any data protection
officer designated in accordance with
Article 35, including monitoring (...)
compliance with the binding corporate rules
within the group, as well as monitoring the
training and complaint handling;

(hh) the complaint procedures;

(i) the mechanisms within the group
(...)for ensuring the verification of
compliance with the binding corporate
rules;

(i) the mechanisms for reporting and
recording changes to the rules and
reporting these changes to the supervisory

authority;

(k) the co-operation mechanism with
the supervisory authority to ensure
compliance by any member of the group
(...), in particular by making available to the
supervisory authority the results of (...)
verifications of the measures referred to in
point (i) of this paragraph.

measures to ensure data security; and the
requirements for onward transfers to
organisations which are not bound by the
policies;

(e) the rights of data subjects and the
means to exercise these rights, including
the right not to be subject to a measure
based on profiling in accordance with
Article 20, the right to lodge a complaint
before the competent supervisory authority
and before the competent courts of the
Member States in accordance with Article
75, and to obtain redress and, where
appropriate, compensation for a breach of
the binding corporate rules;

(f) the acceptance by the controller e
processer established on the territory of a
Member State of liability for any breaches
of the binding corporate rules by any
member of the group of undertakings not
established in the Union; the controller or
the processor may only be exempted from
this liability, in whole or in part, if he proves
that that member is not responsible for the
event giving rise to the damage;

(g) how the information on the binding
corporate rules, in particular on the
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verifications of the measures referred
to in point (i) of this paragraph.

3. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for binding
corporate rules within the meaning of
this Article, in particular as regards the
criteria for their approval, the
application of points (b), (d), (e) and (f)
of paragraph 2 to binding corporate
rules adhered to by processors and on
further necessary requirements to
ensure the protection of personal data
of the data subjects concerned.

4. The Commission may specify
the format and procedures for the
exchange of information by electronic
means between controllers, processors
and supervisory authorities for binding
corporate rules within the meaning of
this Article. Those implementing acts
shall be adopted in accordance with
the examination procedure set out in
Article 87(2).

[3. The Commission shall be
empowered_to adopt delegated acts in
accordance with Article 86 for the purpose
of further specifying the criteria and
requirements for binding corporate rules
within the meaning of this Article, in
particular as regards the criteria for their
approval, the application of points (b), (d),
(e) and (f) of paragraph 2 to binding
corporate rules adhered to by processors
and on further necessary requirements to
ensure the protection of personal data of
the data subjects concerned.]

4. The Commission may specify the
format and procedures for the exchange of
information by electronic means between
controllers, processors and supervisory
authorities for binding corporate rules
within the meaning of this Article. Those
implementing acts shall be adopted in
accordance with the examination procedure
set out in Article 87(2).

provisions referred to in points (d), (e) and
(f) of this paragraph is provided to the data
subjects in accordance with Article 11;

(h) the tasks of the data protection officer
designated in accordance with Article 35,
including monitoring within the group of
undertakings the compliance with the
binding corporate rules, as well as
monitoring the training and complaint
handling;

(i) the mechanisms within the group of
undertakings aiming at ensuring the
verification of compliance with the binding
corporate rules;

(j) the mechanisms for reporting and
recording changes to the policies and
reporting these changes to the supervisory
authority;

(k) the co-operation mechanism with the
supervisory authority to ensure compliance
by any member of the group of
undertakings, in particular by making
available to the supervisory authority the
results of the verifications of the measures
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referred to in point (i) of this paragraph.

3. The Commission shall be empowered to
adopt delegated acts in accordance with
Article 86 for the purpose of further
specifying the format, procedures, criteria
and requirements for binding corporate
rules within the meaning of this Article, in
particular as regards the criteria for their
approval, including transparency for data
subjects, the application of points (b), (d),
(e) and (f) of paragraph 2 to binding
corporate rules adhered to by processors
and on further necessary requirements to
ensure the protection of personal data of
the data subjects concerned.
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Article 42a (propozycja DE)

Disclosures not authorised by Union law

1. No judgment of a court or tribunal and no
decision of an administrative authority of a
third country requiring a non-public
controller or processor to disclose personal
data shall be recognised or be enforceable
in any manner, unless this is provided for by
a mutual assistance treaty or an
international agreement between the
requesting third country and the Union or a
Member State or other legal provisions at
national or Union level.

2. Where a judgment of a court or tribunal
or a decision of an administrative authority
of a third country requests a non-public
controller or processor to disclose personal
data, the controller or processor and, if any,
the controller's representative, shall notify
the supervisory authority of the request
without undue delay and must obtain prior
authorisation for the transfer by the
supervisory authority in accordance with
point (i) of Article 44 (1).

3. The supervisory authority shall inform the
competent national authority of the
request. The controller or processor shall
also inform the data subject of the request
and of the authorisation by the supervisory
authority.

4. Paragraphs (2) and (3) shall not apply to
the disclosure of personal data for the

Article 43a

Transfers or disclosures not authorised by
Union law

1. No judgment of a court or tribunal and no
decision of an administrative authority of a
third country requiring a controller or
processor to disclose personal data shall be
recognized or be enforceable in any manner,
without prejudice to a mutual legal
assistance treaty or an international
agreement in force between the requesting
third country and the Union or a Member
State.

2. Where a judgment of a court or tribunal
or a decision of an administrative authority
of a third country requests a controller or
processor to disclose personal data, the
controller or processor and, if any, the
controller's representative, shall notify the
supervisory authority of the request without
undue delay and must obtain prior
authorisation for the transfer or disclosure
by the supervisory authority.

3. The supervisory authority shall assess the
compliance of the requested disclosure with
the Regulation and in particular whether the
disclosure is necessary and legally required
in accordance with Article 44(1)(d) and (e)

PL poprata wprowadzenie tego artykutu
ktory lepiej bedzie zabezpiecza¢ dane
osobowe obywateli UE przed
transferami do panstw trzecich, w
przypadku gdy w prawie Unii lub panstw
cztonkowskich nie ma do takiego
transferu odpowiedniej podstawy
prawnej, a administrator danych jest
zobowigzany do tego na podstawie
prawa obcego.
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purpose of investigation, detection or
prosecution of criminal offences or the
execution of criminal penalties.

and (5). Where data subjects from other
Member States are affected, the supervisory
authority shall apply the consistency
mechanism referred to in Article 57.

4. The supervisory authority shall inform the
competent national authority of the
request. Without prejudice to Article 21, the
controller or processor shall also inform the
data subject of the request and of the
authorisation by the supervisory authority
and where applicable inform the data
subject whether personal data was provided
to public authorities during the last
consecutive 12-month period, pursuant to
point (ha) of Article 14(1).
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Article 44
Derogations

1. In the absence of an adequacy
decision pursuant to Article 41 or of
appropriate safeguards pursuant to
Article 42, a transfer or a set of
transfers of personal data to a third
country or an international
organisation may take place only on
condition that:

(a) the data subject has consented
to the proposed transfer, after having
been informed of the risks of such
transfers due to the absence of an
adequacy decision and appropriate
safeguards; or

(b) the transfer is necessary for
the performance of a contract between
the data subject and the controller or
the implementation of pre-contractual
measures taken at the data subject's
request; or

(c) the transfer is necessary for
the conclusion or performance of a
contract concluded in the interest of
the data subject between the
controller and another natural or legal
person; or

(d) the transfer is necessary for
important grounds of public interest;

Article 44
Derogations for specific situations

1. In the absence of an adequacy
decision pursuant to Article 41, or of
appropriate safeguards pursuant to Article
42, a transfer or a category of transfers of
personal data to a third country or an
international organisation may take place
only on condition that:

(a) the data subject has consented to
the proposed transfer, after having been
informed of the risks of such transfers due
to the absence of an adequacy decision and
appropriate safeguards; or

(b) the transfer is necessary for the
performance of a contract between the
data subject and the controller or the
implementation of pre-contractual
measures taken at the data subject's
request; or

(c) the transfer is necessary for the
conclusion or performance of a contract
concluded in the interest of the data subject
between the controller and another natural
or legal person; or

(d) the transfer is necessary for
important reasons of (...) public interest;
this must be a public interest recognised in
Union law or in the national law of the
Member State to which the controller is

Article 44
Derogations

1. In the absence of an adequacy decision
pursuant to Article 41 or of appropriate
safeguards pursuant to Article 42, a transfer
or a set of transfers of personal data to a
third country or an international
organisation may take place only on
condition that:

(a) the data subject has consented to the
proposed transfer, after having been
informed of the risks of such transfers due
to the absence of an adequacy decision and
appropriate safeguards; or

(b) the transfer is necessary for the
performance of a contract between the
data subject and the controller or the
implementation of pre-contractual
measures taken at the data subject's
request; or

(c) the transfer is necessary for the
conclusion or performance of a contract
concluded in the interest of the data subject
between the controller and another natural

Ad. 44.1.d — Przedstawiciel PL poprze
zmiane wprowadzong w 44.1.d Jest to
niezwykle istotne doprecyzowanie. W
ocenie PL zdecydowanie nie powinno sie
zezwalac na przekazywanie danych do
kraju trzeciego ze wzgledu na interes
panstwa trzeciego.

Ad. 44.1.h — Przedstawiciel PL opowie
sie za usunieciem tego ustepu, w naszej
ocenie obniza on poziom ochrony
danych osobowych w poréwnaniu do
poziomu ochrony z dyrektywy 95/46. W
razie pozostawienia 44.1.h,
Przedstawiciel PL w toku dyskusji
popierze stanowisko IT z przypisu 65 i
opowie sie za usunieciem "where
necessary” z 44.1.h.

Ad. 44.2 —PL poprze pozostawienie
44.2.

Ad. 44.6a — PL opowie sie za
utrzymaniem 44.6a, zwracamy uwage na
liczbe uméw miedzynarodowych, ktére
by¢ moze trzeba by renegocjowac w
przypadku wejscia rozporzadzenia w
zycie. W naszej ocenie powinny tu
przewazy¢ wzgledy zachowania
pewnosci prawa.

Ad. 44.7 — PL poprze usuniecie delegacji
dla Komisji Europejskiej z 44.7.
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or

(e) the transfer is necessary for
the establishment, exercise or defence
of legal claims; or

() the transfer is necessary in
order to protect the vital interests of
the data subject or of another person,
where the data subject is physically or
legally incapable of giving consent; or

(8) the transfer is made from a
register which according to Union or
Member State law is intended to
provide information to the public and
which is open to consultation either by
the public in general or by any person
who can demonstrate legitimate
interest, to the extent that the
conditions laid down in Union or
Member State law for consultation are
fulfilled in the particular case; or

(h) the transfer is necessary for
the purposes of the legitimate interests
pursued by the controller or the
processor, which cannot be qualified as
frequent or massive, and where the
controller or processor has assessed all
the circumstances surrounding the
data transfer operation or the set of
data transfer operations and based on
this assessment adduced appropriate
safeguards with respect to the
protection of personal data, where

subject ; or

(e) the transfer is necessary for the
establishment, exercise or defence of legal
claims; or

(f) the transfer is necessary in order to
protect the vital interests of the data
subject or of other persons, where the data
subject is physically or legally incapable of
giving consent; or

[(g) the transfer is made from a register
which according to Union or Member State
law is intended to provide information to
the public and which is open to consultation
either by the public in general or by any
person who can demonstrate a legitimate
interest but only to the extent that the
conditions laid down in Union or Member
State law for consultation are fulfilled in the
particular case;] or

(h) the transfer which is not large scale
or frequent, is necessary for the purposes of
legitimate interests pursued by the
controller or the processor and where the
controller or processor has assessed all the
circumstances surrounding the data transfer
operation or the set of data transfer
operations and, where necessary, based on
this assessment adduced suitable
safeguards with respect to the protection of
personal data;.

2. [A transfer pursuant to point (g) of

or legal person; or

(d) the transfer is necessary for important
grounds of public interest; or

(e) the transfer is necessary for the
establishment, exercise or defence of legal
claims; or

(f) the transfer is necessary in order to
protect the vital interests of the data
subject or of another person, where the
data subject is physically or legally incapable
of giving consent; or

(g) the transfer is made from a register
which according to Union or Member State
law is intended to provide information to
the public and which is open to consultation
either by the public in general or by any
person who can demonstrate legitimate
interest, to the extent that the conditions
laid down in Union or Member State law for
consultation are fulfilled in the particular
case; or

Ust. 1 lit. h) (poprawka LIBE) - Popieramy

usuniecie art. 44 ust. 1 lit. h.
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necessary.

2. A transfer pursuant to point
(g) of paragraph 1 shall not involve the
entirety of the personal data or entire
categories of the personal data
contained in the register. When the
register is intended for consultation by
persons having a legitimate interest,
the transfer shall be made only at the
request of those persons or if they are
to be the recipients.

3. Where the processing is based
on point (h) of paragraph 1, the
controller or processor shall give
particular consideration to the nature
of the data, the purpose and duration
of the proposed processing operation
or operations, as well as the situation
in the country of origin, the third
country and the country of final
destination, and adduced appropriate
safeguards with respect to the
protection of personal data, where
necessary.

4, Points (b), (c) and (h) of
paragraph 1 shall not apply to activities
carried out by public authorities in the
exercise of their public powers.

5. The public interest referred to
in point (d) of paragraph 1 must be
recognised in Union law or in the law
of the Member State to which the

paragraph 1 shall not involve the entirety of
the personal data or entire categories of the
personal data contained in the register.
When the register is intended for
consultation by persons having a legitimate
interest, the transfer shall be made only at
the request of those persons or if they are
to be the recipients.]

3. (..)

4. Points (a), (b) and (c) of paragraph
1 shall not apply to activities carried out by
public authorities in the exercise of their
public powers.

5. ().

6. The controller or processor shall
document the assessment as well as the
suitable safeguards (...) referred to in point
(h) of paragraph 1 in the records referred to
in Article 28 (...).

[6a International agreements involving
the transfer of personal data to third
countries or international organisations
which were concluded by Member States
prior to the entry into force of this
Regulation, and which are in compliance
with Directive 95/46/EC, shall remain in
force until amended, replaced or revoked.]

(...)

2. A transfer pursuant to point (g) of
paragraph 1 shall not involve the entirety of
the personal data or entire categories of the
personal data contained in the register.
When the register is intended for
consultation by persons having a legitimate
interest, the transfer shall be made only at
the request of those persons or if they are
to be the recipients.

4. Points (b); and (c) end-th} of paragraph 1
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controller is subject.

6. The controller or processor
shall document the assessment as well
as the appropriate safeguards adduced
referred to in point (h) of paragraph 1
of this Article in the documentation
referred to in Article 28 and shall
inform the supervisory authority of the
transfer.

7. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying
'important grounds of public interest'
within the meaning of point (d) of
paragraph 1 as well as the criteria and
requirements for appropriate
safeguards referred to in point (h) of
paragraph 1.

shall not apply to activities carried out by
public authorities in the exercise of their
public powers.

5. The public interest referred to in point (d)
of paragraph 1 must be recognised in Union
law or in the law of the Member State to
which the controller is subject.

7. The Cemmission European Data
Protection Board shall be entrusted with the
task of issuing guidelines, recommendations
and best practices in accordance with Article
66 paragraph 1(b) empewered-to-adopt

L [ . [ ith Article 6
for the purpose of further specifying
. s of publici vy

! .  cint () af !
wetl-as-the criteria and requirements for

. : e o ey .

th} data transfers on the basis of paragraph
1.
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Article 45

International co-operation for the
protection of personal data

1. In relation to third countries
and international organisations, the
Commission and supervisory
authorities shall take appropriate steps
to:

(a) develop effective international
co-operation mechanisms to facilitate
the enforcement of legislation for the
protection of personal data;

(b) provide international mutual
assistance in the enforcement of
legislation for the protection of
personal data, including through
notification, complaint referral,
investigative assistance and
information exchange, subject to
appropriate safeguards for the
protection of personal data and other
fundamental rights and freedoms;

(c) engage relevant stakeholders
in discussion and activities aimed at
furthering international co-operation in
the enforcement of legislation for the
protection of personal data;

(d) promote the exchange and
documentation of personal data

Article 45
International co-operation for the
protection of personal data

1. In relation to third countries and
international organisations, the Commission
and supervisory authorities shall take
appropriate steps to:

(a) develop international co-operation
mechanisms to facilitate the effective
enforcement of legislation for the
protection of personal data;

(b) provide international mutual
assistance in the enforcement of legislation
for the protection of personal data,
including through (...) , complaint referral,
investigative assistance and information
exchange, subject to appropriate safeguards
for the protection of personal data and
other fundamental rights and freedoms;

(c) engage relevant stakeholders in
discussion and activities aimed at promoting
international co-operation in the
enforcement of legislation for the
protection of personal data;

(d) promote the exchange and
documentation of personal data protection
legislation and practice.

2. For the purposes of paragraph 1,
the Commission shall take appropriate steps
to advance the relationship with third

Article 45

International co-operation for the
protection of personal data

1. In relation to third countries and
international organisations, the Commission
and supervisory authorities shall take
appropriate steps to:

(a) develop effective international co-
operation mechanisms to ensure facilitate
the enforcement of legislation for the
protection of personal data;

(b) provide international mutual assistance
in the enforcement of legislation for the
protection of personal data, including
through notification, complaint referral,
investigative assistance and information
exchange, subject to appropriate safeguards
for the protection of personal data and
other fundamental rights and freedoms;

(c) engage relevant stakeholders in
discussion and activities aimed at furthering
international co-operation in the
enforcement of legislation for the
protection of personal data;

(d) promote the exchange and
documentation of personal data protection
legislation and practice;-

(da) clarify and consult on jurisdictional
conflicts with third countries.

Dostrzegamy warto$¢ dodatnia
utrzymania tego artykutu dla
miedzynarodowej wspodtpracy w zakresie
ochrony danych osobowych.
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protection legislation and practice.

2. For the purposes of paragraph
1, the Commission shall take
appropriate steps to advance the
relationship with third countries or
international organisations, and in
particular their supervisory authorities,
where the Commission has decided
that they ensure an adequate level of
protection within the meaning of
Article 41(3).

countries and international organisations,
including their supervisory authorities, in
particular where the Commission has
decided that they ensure an adequate level
of protection within the meaning of Article
41(3)

2. For the purposes of paragraph 1, the
Commission shall take appropriate steps to
advance the relationship with third
countries or international organisations,
and in particular their supervisory
authorities, where the Commission has
decided that they ensure an adequate level
of protection within the meaning of Article
41(3).

Article 45a
Report by the Commission

The Commission shall submit to the
European Parliament and the Council at
regular intervals, starting not later than four
years dfter the date referred to in Article
91(1), a report on the application of Articles
40 to 45. For that purpose, the Commission
may request information from the Member
States and supervisory authorities, which
shall be supplied without undue delay. The
report shall be made public.

Popieramy ten ustep, przekazywanie
informacji dotyczgcych transferéw

danych jest niezwykle istotne.
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Article 46
Supervisory authority

1. Each Member State shall
provide that one or more public
authorities are responsible for
monitoring the application of this
Regulation and for contributing to its
consistent application throughout the
Union, in order to protect the
fundamental rights and freedoms of
natural persons in relation to the
processing of their personal data and
to facilitate the free flow of personal
data within the Union. For these
purposes, the supervisory authorities
shall co-operate with each other and
the Commission.

2. Where in a Member State
more than one supervisory authority
are established, that Member State
shall designate the supervisory
authority which functions as a single
contact point for the effective
participation of those authorities in the
European Data Protection Board and
shall set out the mechanism to ensure
compliance by the other authorities
with the rules relating to the
consistency mechanism referred to in
Article 57.

3. Each Member State shall
notify to the Commission those

Article 46

Supervisory authority

1. Each Member State shall provide
that one or more independent public
authorities are responsible for monitoring
the application of this Regulation.

la Each supervisory authority shall
contribute to the consistent application of
this Regulation throughout the Union (...).
For this purpose, the supervisory authorities
shall co-operate with each other and the
Commission in accordance with Chapter
VL.

2. Where in a Member State more
than one supervisory authority are
established, that Member State shall
designate the supervisory authority which
shall represent those authorities in the
European Data Protection Board and shall
set out the mechanism to ensure
compliance by the other authorities with
the rules relating to the consistency
mechanism referred to in Article 57.

[3. Each Member State shall notify to
the Commission those provisions of its law
which it adopts pursuant to this Chapter, by
the date specified in Article 91(2) at the
latest and, without delay, any subsequent
amendment affecting them

Article 46 Brak uwag

Supervisory authority

1. Each Member State shall provide that
one or more public authorities are
responsible for monitoring the application
of this Regulation and for contributing to its
consistent application throughout the
Union, in order to protect the fundamental
rights and freedoms of natural persons in
relation to the processing of their personal
data and to facilitate the free flow of
personal data within the Union. For these
purposes, the supervisory authorities shall
co-operate with each other and the
Commission.

2. Where in a Member State more than one
supervisory authority are established, that
Member State shall designate the
supervisory authority which functions as a
single contact point for the effective
participation of those authorities in the
European Data Protection Board and shall
set out the mechanism to ensure
compliance by the other authorities with
the rules relating to the consistency
mechanism referred to in Article 57.

3. Each Member State shall notify to the
Commission those provisions of its law
which it adopts pursuant to this Chapter, by
the date specified in Article 91(2) at the
latest and, without delay, any subsequent
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provisions of its law which it adopts
pursuant to this Chapter, by the date
specified in Article 91(2) at the latest
and, without delay, any subsequent
amendment affecting them.

amendment affecting them.
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Article 47
Independence

1. The supervisory authority shall
act with complete independence in
exercising the duties and powers
entrusted to it.

2. The members of the
supervisory authority shall, in the
performance of their duties, neither
seek nor take instructions from
anybody.

3. Members of the supervisory
authority shall refrain from any action
incompatible with their duties and
shall not, during their term of office,
engage in any incompatible
occupation, whether gainful or not.

4. Members of the supervisory
authority shall behave, after their term
of office, with integrity and discretion
as regards the acceptance of
appointments and benefits.

5. Each Member State shall
ensure that the supervisory authority is
provided with the adequate human,
technical and financial resources,
premises and infrastructure necessary
for the effective performance of its
duties and powers, including those to
be carried out in the context of mutual

Article 47
Independence

1. Each supervisory authority shall act
with complete independence in performing
the duties and exercising the powers
entrusted to it (...).

2. The member or members of each
supervisory authority shall, in the
performance of their duties and exercise of
their powers, remain free from external
influence, whether direct or indirect and
neither seek nor take instructions from
anybody.

5. Each Member State shall ensure
that each supervisory authority is provided
with the (...) human, technical and financial
resources, premises and infrastructure
necessary for the effective performance of
its duties and exercise of its powers,
including those to be carried out in the
context of mutual assistance, co-operation
and participation in the European Data
Protection Board.

6. Each Member State shall ensure
that each supervisory authority has its own
staff which shall (...) be subject to the
direction of the member or members of the

Article 47 PL podkreslata znaczenie zapewnienia
gwarancji niezaleznosci organu ochrony
Independence danych dla prawidtowego

funkcjonowania nowych ram prawnych
w zakresie ochrony danych osobowych.

1. The supervisory authority shall act with
complete independence in exercising the
duties and powers entrusted to it,
notwithstanding co-operation and
consistency arrangements pursuant to
Chapter VI of this Regulation.

2. The members of the supervisory
authority shall, in the performance of their
duties, neither seek nor take instructions
from anybody, and maintain complete
independence and impartiality.

3. Members of the supervisory authority
shall refrain from any action incompatible
with their duties and shall not, during their
term of office, engage in any incompatible
occupation, whether gainful or not.

4. Members of the supervisory authority
shall behave, after their term of office, with
integrity and discretion as regards the
acceptance of appointments and benefits.

5. Each Member State shall ensure that the
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assistance, co-operation and
participation in the European Data
Protection Board.

6. Each Member State shall
ensure that the supervisory authority
has its own staff which shall be
appointed by and be subject to the
direction of the head of the supervisory
authority.

7. Member States shall ensure
that the supervisory authority is
subject to financial control which shall
not affect its independence. Member
States shall ensure that the supervisory
authority has separate annual budgets.
The budgets shall be made pubilic.

supervisory authority.

7. Member States shall ensure that
each supervisory authority is subject to
financial control which shall not affect its
independence. Member States shall ensure
that each supervisory authority has
separate public annual budgets, which may
be part of the overall state or national

budget.

supervisory authority is provided with the
adequate human, technical and financial
resources, premises and infrastructure
necessary for the effective performance of
its duties and powers, including those to be
carried out in the context of mutual
assistance, co-operation and participation in
the European Data Protection Board.

6. Each Member State shall ensure that the
supervisory authority has its own staff
which shall be appointed by and be subject
to the direction of the head of the
supervisory authority.

7. Member States shall ensure that the
supervisory authority is subject to financial
control which shall not affect its
independence. Member States shall ensure
that the supervisory authority has separate
annual budgets. The budgets shall be made
public.

7a. Each Member State shall ensure that the
supervisory authority shall be accountable
to the national parliament for reasons of
budgetary control.
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Article 48

General conditions for the members of
the supervisory authority

1. Member States shall provide
that the members of the supervisory
authority must be appointed either by
the parliament or the government of
the Member State concerned.

2. The members shall be chosen
from persons whose independence is
beyond doubt and whose experience
and skills required to perform their
duties notably in the area of protection
of personal data are demonstrated.

3. The duties of a member shall
end in the event of the expiry of the
term of office, resignation or
compulsory retirement in accordance
with paragraph 5.

4, A member may be dismissed
or deprived of the right to a pension or
other benefits in its stead by the
competent national court, if the
member no longer fulfils the conditions
required for the performance of the
duties or is guilty of serious
misconduct.

5. Where the term of office
expires or the member resigns, the
member shall continue to exercise the

Article 48
General conditions for the members of the
supervisory authority
1. Member States shall provide that

the member or members of each
supervisory authority must be appointed
(...) by the parliament and/or the
government or the head of State of the
Member State concerned_or by an
independent body entrusted by Member
State law with the appointment by means
of a transparent procedure.

2. The member or members shall
have the qualifications, experience_and skills
required to perform their duties and
exercise their powers (...).

3. The duties of a member shall end

in the event of the expiry of the term of
office, resignation or compulsory retirement
in accordance with the law of the Member
State concerned.

Article 48

General conditions for the members of the
supervisory authority

1. Member States shall provide that the
members of the supervisory authority must
be appointed either by the parliament or
the government of the Member State
concerned.

2. The members shall be chosen from
persons whose independence is beyond
doubt and whose experience and skills
required to perform their duties notably in
the area of protection of personal data are
demonstrated.

3. The duties of a member shall end in the
event of the expiry of the term of office,
resignation or compulsory retirement in
accordance with paragraph 5.

4. A member may be dismissed or deprived
of the right to a pension or other benefits in
its stead by the competent national court, if
the member no longer fulfills the conditions
required for the performance of the duties
or is guilty of serious misconduct.

5. Where the term of office expires or the
member resigns, the member shall continue
to exercise the duties until a new member is
appointed.

Art. 48.1 — W opinii PL kwestia trybu
wyboru cztonkdw organu nadzorczego

nie powinna byc¢ regulowana
rozporzadzeniem. Przepis w obecnej
formule nie ma istotnej tresci

normatywnej, poniewaz de facto
dopuszcza powotywanie organu
nadzorczego przez jakikolwiek podmiot
wyznaczony przez prawo wewnetrzne

panstwa cztonkowskiego. Nie
powinniSmy ponadto wywodzi¢ ze
spetnienia przestanek z zapisu
okreslajgcego  sposdéb  powotywania
organu nadzorczego gwarancji jego
niezaleznosci - widzimy takie

niebezpieczenstwo. Zwracamy réwniez
uwage na przepis art. 49 ust. 1 lit. c,
zgodnie z ktorym procedury
powotywania cztonkéw organu
nadzorczego bedg okreSlone w prawie
krajowym. Ten przepis jest w opinii PL
wystarczajagcym do okres$lenia zasad i
procedur wyboru organu nadzorczego.
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duties until a new member is
appointed.

Article 49

Rules on the establishment of the
supervisory authority

Each Member State shall provide by

law within the limits of this Regulation:

(a) the establishment and status
of the supervisory authority;

(b) the qualifications, experience
and skills required to perform the
duties of the members of the
supervisory authority;

| the rules and procedures for
the appointment of the members of
the supervisory authority, as well the
rules on actions or occupations
incompatible with the duties of the

Article 49
Rules on the establishment of the
supervisory authority
1. Each Member State shall provide
by law for:
(a) the establishment (...) of each

supervisory authority;

(b) the qualifications (...) required to
perform the duties of the members of the
supervisory authority;

(c) the rules and procedures for the

appointment of the member or members of

each supervisory authority (...);

(d) the duration of the term of the
member or members of each supervisory
authority which shall not be (...) less than

four years, except for the first appointment
after entry into force of this Regulation, part

Article 49

Rules on the establishment of the
supervisory authority

Each Member State shall provide by law
within the limits of this Regulation:

(a) the establishment and status of the
supervisory authority;

(b) the qualifications, experience and skills
required to perform the duties of the
members of the supervisory authority;

Art. 49.1.f - Przepis nie jest do korca
jasny co do tego, co PCz powinno
okresli¢ w swoim prawie krajowym, i czy
sformutowanie including oznacza
obligatoryjnos¢ czy fakultatywnos¢ PCz
do okreslania zasad dot.
niepodejmowania przez cztonkdéw i
personel organu nadzorczego czynnosci
niezgodnych z petnionym stanowiskiem.

Poza tym zastrzezenia budzi
sformutowanie ,members and staff’. O
ile obostrzenia dot. petnienia innych
funkcji sg uzasadnione w stosunku do
cztonkoéw organu nadzorczego
(rozumianych jako sami rzecznicy
ochrony danych osobowych i ich
zastepcy), o tyle takie szerokie
regulowanie zakresu obowigzkow i
mozliwosci petnienia innych zadan w
przypadku personelu budzi  juz
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office;

(d) the duration of the term of the
members of the supervisory authority
which shall be no less than four years,
except for the first appointment after
entry into force of this Regulation, part
of which may take place for a shorter
period where this is necessary to
protect the independence of the
supervisory authority by means of a
staggered appointment procedure;

(e) whether the members of the
supervisory authority shall be eligible
for reappointment;

(f) the regulations and common

conditions governing the duties of the
members and staff of the supervisory

authority;

(g) the rules and procedures on
the termination of the duties of the
members of the supervisory authority,
including in case that they no longer
fulfil the conditions required for the
performance of their duties or if they
are guilty of serious misconduct.

of which may take place for a shorter period
where this is necessary to protect the
independence of the supervisory authority
by means of a staggered appointment
procedure;

(e) whether and, if so, for how many
termsthe member or members of each
supervisory authority shall be eligible for
reappointment;

() the (...) conditions governing the
duties of the member or members and staff
of each supervisory authority, including
prohibitions on actions and occupations
incompatible therewith during and after
the term of office and rules governing the
cessation of employment;

() (<)

2. The member or members and the
staff of each supervisory authority shall, in
accordance with Union or Member State
law, be subject to a duty of professional
secrecy with regard to any confidential
information which has come to their
knowledge in the course of the
performance of their (...) duties or exercise
of their powers, both during and after their
term of office.

(c) the rules and procedures for the
appointment of the members of the
supervisory authority, as well the rules on
actions or occupations incompatible with
the duties of the office;

(d) the duration of the term of the members
of the supervisory authority which shall be
no less than four years, except for the first
appointment after entry into force of this
Regulation, part of which may take place for
a shorter period where this is necessary to
protect the independence of the
supervisory authority by means of a
staggered appointment procedure;

(e) whether the members of the supervisory
authority shall be eligible for
reappointment;

(f) the regulations and common conditions
governing the duties of the members and
staff of the supervisory authority;

(g) the rules and procedures on the
termination of the duties of the members of
the supervisory authority, including in case
that they no longer fulfil the conditions
required for the performance of their duties

watpliwosci, w szczegdlnosci co do tego,
czy caty personel musi by¢ objety tego
typu regulacja.

PL chce uzyskaé jasnos¢ co do zakresu
swobody uregulowania tych kwestii w
prawie krajowym.
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or if they are guilty of serious misconduct.

Article 50 Article 50

Professional secrecy

(..)

Professional secrecy

The members and the staff of the
supervisory authority shall be subject,
both during and after their term of
office, to a duty of professional secrecy
with regard to any confidential
information which has come to their
knowledge in the course of the
performance of their official duties.

Article 50

Professional secrecy

The members and the staff of the
supervisory authority shall be subject, both
during and after their term of office and in
conformity with national legislation and
practice, to a duty of professional secrecy
with regard to any confidential information
which has come to their knowledge in the
course of the performance of their official
duties, whilst conducting their duties with
independence and transparency as set out
in the Regulation.

PL nie zgtosita zastrzezen do
przeniesienia art. 50 do art. 49.2.
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Article 51
Competence

1. Each supervisory authority
shall exercise, on the territory of its
own Member State, the powers
conferred on it in accordance with this
Regulation.

2, Where the processing of
personal data takes place in the
context of the activities of an
establishment of a controller or a
processor in the Union, and the
controller or processor is established in
more than one Member State, the
supervisory authority of the main
establishment of the controller or
processor shall be competent for the
supervision of the processing activities
of the controller or the processor in all
Member States, without prejudice to
the provisions of Chapter VII of this
Regulation.

3. The supervisory authority shall
not be competent to supervise
processing operations of courts acting
in their judicial capacity.

Article 51
Competence

1. Each supervisory authority shall be
competent to perform the duties and to
exercise the powers conferred on it in
accordance with this Regulation on the
territory of its own Member State.

la. OPTION 1: Where pursuant to
Article 54a a supervisory authority acts as
lead authority, this authority shall be the sole
supervisory authority competent for {(...)
exercising the powers pursuant to paragraph
1c of Article 53 as reqgards the processing
activities of the controller or the processor in
all Member States concerned.

1la. OPTION 2: Where pursuant to
Article 54a a supervisory authority acts as
lead authority, this authority shall be the sole
supervisory authority competent for (...)
exercising the powers pursuant to point (c) of
paragraph 1, points (e) and (f) of paragraph
1b and paragraph 1c of Article 53 as reqards
the processing activities of the controller or
the processor in all Member States
concerned.

1la. OPTION 3: Where pursuant to
Article 54a a supervisory authority acts as
lead authority, this authority shall be the sole
supervisory authority competent for {(...)
exercising the powers pursuant to point (c) of
paragraph 1, points (e) to (q) of paragraph

Article 51

Competence

1. Each supervisory authority shall be
competent to perform the duties and to
exerciserontheterritory-offtsown-hlember
State; the powers conferred on it in
accordance with this Regulation on the
territory of its own Member State, without
prejudice to Articles 73 and 74. Data
processing by a public authority shall be
supervised only by the supervisory authority
of that Member State.

3. The supervisory authority shall not be
competent to supervise processing

Poland supports option 3, in our opinion
the lead authority should have a strong
position and broadest possible
competences. We would like to give lead
authority not only authorisation powers
and exclusive power to issue orders but
as well to impose limitations on
processing, order suspension of data
flows and to impose administrative fines
pursuant to Article 79 and 79a.
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1b and paragraph 1c of Article 53 as regards
the processing activities of the controller or
the processor in all Member States
concerned.

1b. Paragraph 1a shall not apply
where the processing concerned only
relates to one Member State.

1c. Paragraph 1a shall not apply to
public authorities and bodies.

2. (..)

2a. (...)
2b. (...)
3. Supervisory authorities shall not be

competent to supervise processing
operations of courts acting in their judicial
capacity.

operations of courts acting in their judicial
capacity.
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Article 52

Duties

1. The supervisory authority
shall:

(a) monitor and ensure the

application of this Regulation;

(b) hear complaints lodged by any
data subject, or by an association
representing that data subject in
accordance with Article 73, investigate,
to the extent appropriate, the matter
and inform the data subject or the
association of the progress and the
outcome of the complaint within a
reasonable period, in particular if
further investigation or coordination
with another supervisory authority is
necessary;

| share information with and
provide mutual assistance to other
supervisory authorities and ensure the
consistency of application and
enforcement of this Regulation;

(d) conduct investigations either
on its own initiative or on the basis of a
complaint or on request of another
supervisory authority, and inform the
data subject concerned, if the data
subject has addressed a complaint to
this supervisory authority, of the

Article 52
Duties

1. Without prejudice to other duties
set out under this Regulation, each
supervisory authority shall:

(a) monitor and enforce the
application of this Regulation;

(aa) promote (...) public awareness of
the risks, rules, safequards and rights in
relation to the processing of personal data.
Activities addressed specifically to children
shall receive specific attention;

(ab) inform the national parliament, the
government or other political institution as
well as the public on any issue related to the
protection of personal data

(ac) promote the awareness of
controllers (...) and processors of their
obligations under this Requlation;

(ad) upon request, provide information
to any data subject concerning the exercise of
their rights under this Regulation and, if
appropriate, co-operate with the supervisory
authorities in other Member States to this
end;.

(b) deal with complaints lodged by a
data subject, or body, organisation or
association representing a data subject_in

Article 52
Duties
1. The supervisory authority shall:

(a) monitor and ensure the application of
this Regulation;

(b) hear complaints lodged by any data
subject, or by an association representing
that-data-subfect in accordance with Article

73, investigate, to the extent appropriate,
the matter and inform the data subject or
the association of the progress and the
outcome of the complaint within a
reasonable period, in particular if further
investigation or coordination with another
supervisory authority is necessary;

(c) share information with and provide
mutual assistance to other supervisory
authorities and ensure the consistency of
application and enforcement of this
Regulation;

(d) conduct investigations, either on its own
initiative or on the basis of a complaint or of
specific and documented information
received alleging unlawful processing or on
request of another supervisory authority,
and inform the data subject concerned, if
the data subject has addressed a complaint
to this supervisory authority, of the
outcome of the investigations within a

Art. 52.1.k - PL zwrdci uwage, ze zapis
ten ma charakter bardzo ogdlny — nie
wiadomo, jaki jest charakter
wydawanych na tej podstawie opinii
(wigzacy czy niewigzacy) ani czy te
opinie maja by¢ wydawane na wniosek
czy tez z inicjatywy samego organu
nadzorczego, kto ewentualnie mégtby
sie zwraca¢ do organu nadzorczego o
przedstawienie tych opinii
(administrator?). W zwigzku z tym
whnioskujemy o usuniecie tego przepisu
badz jego doprecyzowanie, w
szczegllnosci poprzez zaznaczenie, ie
opinie te nie majg charakteru wigzgcego.
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outcome of the investigations within a
reasonable period;

(e) monitor relevant
developments, insofar as they have an
impact on the protection of personal
data, in particular the development of
information and communication
technologies and commercial practices;

(f) be consulted by Member State
institutions and bodies on legislative
and administrative measures relating
to the protection of individuals’ rights
and freedoms with regard to the
processing of personal data;

(g) uthorize and be consulted on
the processing operations referred to
in Article 34;

(h) issue an opinion on the draft
codes of conduct pursuant to Article
38(2);

(i) approve binding corporate
rules pursuant to Article 43;

(1) participate in the activities of
the European Data Protection Board.

2. Each supervisory authority
shall promote the awareness of the
public on risks, rules, safeguards and
rights in relation to the processing of
personal data. Activities addressed

accordance with Article 73, and investigate,
to the extent appropriate, the subject matter
of the complaint and inform the data subject
or the body, organisation or association of
the progress and the outcome of the
investigation within a reasonable period, in
particular if further investigation or
coordination with another supervisory
authority is necessary;

(c) share information with and provide
mutual assistance to other supervisory
authorities with a view to ensuring the
consistency of application and enforcement
of this Regulation;

(d) conduct investigations on the
application of this Regulation either on its
own initiative or on the basis of a
information received from another

supervisory or other public authority (...);

(e) monitor relevant developments,
insofar as they have an impact on the
protection of personal data, in particular the
development of information and
communication technologies and commercial
practices;

reasonable period;

(e) monitor relevant developments, insofar
as they have an impact on the protection of
personal data, in particular the
development of information and
communication technologies and
commercial practices;

(f) be consulted by Member State
institutions and bodies on legislative and
administrative measures relating to the
protection of individuals' rights and
freedoms with regard to the processing of
personal data;

(g) authorise and be consulted on the
processing operations referred to in Article

34;

(h) issue an opinion on the draft codes of
conduct pursuant to Article 38(2);

(i) approve binding corporate rules pursuant
to Article 43;




specifically to children shall receive
specific attention.

3. The supervisory authority
shall, upon request, advise any data
subject in exercising the rights under
this Regulation and, if appropriate, co-
operate with the supervisory
authorities in other Member States to
this end.

4, For complaints referred to in
point (b) of paragraph 1, the
supervisory authority shall provide a
complaint submission form, which can
be completed electronically, without
excluding other means of
communication.

5. The performance of the duties
of the supervisory authority shall be
free of charge for the data subject.

6. Where requests are manifestly
excessive, in particular due to their
repetitive character, the supervisory
authority may charge a fee or not take
the action requested by the data
subject. The supervisory authority shall
bear the burden of proving the
manifestly excessive character of the
request.

(i) ()

(i) contribute to the activities of the
European Data Protection Board;

(k) issue opinions as well as fulfill any
other duties related to the protection of
personal data.

4. Each supervisory authority shall
enable the submission of complaints referred
to in point (b) of paragraph 1, by measures
which can be completed electronically, such
as providing a complaint submission form,
without excluding other means of
communication.

5. The performance of the duties of
each supervisory authority shall be free of
charge for the data subject and for the data

protection officer.

(j) participate in the activities of the
European Data Protection Board;

(ja) certify controllers and processors
pursuant to Article 39.

2. Each supervisory authority shall promote
the awareness of the public on risks, rules,
safeguards and rights in relation to the
processing of personal data and on
appropriate measures for personal data
protection. Activities addressed specifically
to children shall receive specific attention.

2a. Each supervisory authority shall
together with the European Data Protection
Board promote the awareness of controllers
and processors on risks, rules, safequards
and rights in relation to the processing of
personal data. This includes keeping a
register of sanctions and breaches. The
register should enroll both all warnings and
sanctions as detailed as possible, and the
resolving of breaches. Each supervisory
authority shall provide micro, small and
medium sized enterprise controllers and
processors on request with general
information on their responsibilities and

PL poparta dodanie art. 52 ust. 2a (LIBE)
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6. Where requests are manifestly
unfounded or excessive, in particular
because of their repetitive character, the
supervisory authority may refuse to act on
the request (...). The supervisory authority
shall bear the burden of demonstrating the
manifestly unfounded or excessive character
of the request.

obligations in accordance with this
Regulation.

3. The supervisory authority shall, upon
request, advise any data subject in
exercising the rights under this Regulation
and, if appropriate, co-operate with the
supervisory authorities in other Member
States to this end.

4. For complaints referred to in point (b) of
paragraph 1, the supervisory authority shall
provide a complaint submission form, which
can be completed electronically, without
excluding other means of communication.

5. The performance of the duties of the
supervisory authority shall be free of charge
for the data subject.

6. Where requests are manifestly excessive,
in particular due to their repetitive
character, the supervisory authority may
charge a reasonable fee or not-take the
action requested by the data subject. Such a
fee shall not exceed the costs of taking the
action requested. The supervisory authority
shall bear the burden of proving the
manifestly excessive character of the
request.
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Article 53
Powers

1. Each supervisory authority
shall have the power:

(a) to notify the controller or the
processor of an alleged breach of the
provisions governing the processing of
personal data, and, where appropriate,
order the controller or the processor to
remedy that breach, in a specific
manner, in order to improve the
protection of the data subject;

(b) to order the controller or the
processor to comply with the data
subject's requests to exercise the rights
provided by this Regulation;

(c) to order the controller and the
processor, and, where applicable, the
representative to provide any
information relevant for the
performance of its duties;

(d) to ensure the compliance with
prior authorisations and prior
consultations referred to in Article 34;

(e) to warn or admonish the
controller or the processor;

(f) to order the rectification,
erasure or destruction of all data when
they have been processed in breach of

Art. 53

Powers

1. Each Member State shall provide
by law that its supervisory authority shall
have at least the following monitoring

powers:

(a) to order the controller and the
processor, and, where applicable, the
representative to provide any information it
requires for the performance of its duties;

(aa)

to carry out data protection audits ;

(b) to order the controller or the
processor to comply with the data subject's
requests to exercise his or her rights
provided by this Regulation;

(c) to order the controller or processor
to bring processing operations into
compliance with the provisions of this
Regqulation, where appropriate, in a specified
manner and within a specified period;

(d) to notify the controller or the
processor of an alleged infringement of this
Requlation, and where appropriate, order the
controller or the processor to remedy that

infringement;

1a. Each Member State shall provide
by law that its supervisory authority shall

Article 53

Powers

1. Each supervisory authority shall, in line
with this regulation, have the power:

(a) to notify the controller or the processor
of an alleged breach of the provisions
governing the processing of personal data,
and, where appropriate, order the
controller or the processor to remedy that
breach, in a specific manner, in order to
improve the protection of the data subject,
or to order the controller to communicate a
personal data breach to the data subject;

(b) to order the controller or the processor
to comply with the data subject's requests
to exercise the rights provided by this
Regulation;

(c) to order the controller and the
processor, and, where applicable, the
representative to provide any information
relevant for the performance of its duties;

(d) to ensure the compliance with prior
authorisations and prior consultations
referred to in Article 34;

(e) to warn or admonish the controller or
the processor;

Art. 53.1.(aa) — nalezy doktadnie
wyjasni¢ co nalezy rozumieé przez audyt.
Jak rozumiemy, chodzi tu o inspekcje
przeprowadzang przez organ nadzorczy,
czyli kontrole przestrzegania przepisow.
By¢ moze nalezatoby w tym miejscu uzy¢
pojecia ,inspection” jako bardziej
jednoznacznego.

Art. 53.1b lit (a) i (b) - zastrzezenie
analityczne. Przedstawiciel PL zaznaczy,
iz nalezy dokfadniej wyjasni¢, czym sg
upomnienia (,reprimands”) a czym sa
ostrzezenia (,,warnings”). Rozumiemy, ze
upomnienia znajdujg zastosowanie, gdy
doszto juz do naruszenia przepisow, a
ostrzezenia w przypadku, gdy takie
ryzyko dopiero potencjalnie istnieje. Nie
jest jednak znany skutek prawny
wydania przez organ nadzorczy wobec
administratora badz procesora
upomnienia/ostrzezenia jak i nie sg do
koiAca znane relacje uprawnien do
wydawania upomnien i ostrzezen do
uprawnien zwigzanych z naktadaniem
przez DPA sankcji administracyjnych i
kar. Czy w przypadku wydania przez

organ nadzorczy
upomnienia/ostrzezenia
administrator/procesor  bedzie miat

mozliwo$¢  ich  zaskarzenia?
administrator/procesor
wskutek

upomnienia/ostrzezenia
czynnosci naprawcze i wg

Czy
bedzie musiat
otrzymania
podjac
jakiej
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the provisions of this Regulation and
the notification of such actions to third
parties to whom the data have been
disclosed;

(g) to impose a temporary or
definitive ban on processing;

(h) to suspend data flows to a
recipient in a third country or to an
international organisation;

(i) to issue opinions on any issue
related to the protection of personal
data;

(i) to inform the national
parliament, the government or other
political institutions as well as the
public on any issue related to the
protection of personal data.

2. Each supervisory authority
shall have the investigative power to
obtain from the controller or the
processor:

(a) access to all personal data and
to all information necessary for the
performance of its duties;

(b) access to any of its premises,
including to any data processing
equipment and means, where there
are reasonable grounds for presuming
that an activity in violation of this

have at least the folllowing investigatatory
powers:

(a) to obtain, from the controller and
the processor, access to all personal data and
to all information necessary for the
performance of its duties;

(b) to obtain access to any premises of
the controller and the processor, including to
any data processing equipment and means

().

1b. Each Member State shall provide
by law that its supervisory authority shall
have the folllowing corrective powers:

(a) to issue warnings to a controller or
processor that intended processing
operations are likely to infringe provisions of
this Regulation;

(b) to issue reprimands to a controller
or processor where processing operations
have infringed provisions of this Requlation;

(c) ()

(d) to order the rectification,
restriction or erasure (...) of (...) data
pursuant to Articles 16, 17a and 17 (...)and
the notification of such actions to recipients
to whom the data have been disclosed
pursuant to Articles 17(2a) and 17b;

(e) to impose a temporary or definitive

(f) to order the rectification, erasure or
destruction of all data when they have been
processed in breach of the provisions of this
Regulation and the notification of such
actions to third parties to whom the data
have been disclosed;

(g) to impose a temporary or definitive ban
on processing;

(h) to suspend data flows to a recipientin a
third country or to an international
organisation;

(i) to issue opinions on any issue related to
the protection of personal data;

(ia) to certify controllers and processors
pursuant to Article 39;

(j) to inform the national parliament, the
government or other political institutions as
well as the public on any issue related to
the protection of personal data.

procedury? Czy PCz bedg miaty
mozliwo$¢  dookreslenia  charakteru
prawnego tych instrumentéw w prawie
wewnetrznym?

Art. 53.5 — PL popart wprowadzenie tego
ustepu — kazdy przeciwko komu DPA
podejmuje kroki prawne powinien mie¢
prawo do obrony, w szczegélnosci
rzetelnego procesu (teraz usuniety)
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Regulation is being carried out there.

The powers referred to in point (b)
shall be exercised in conformity with
Union law and Member State law.

3. Each supervisory authority
shall have the power to bring violations
of this Regulation to the attention of
the judicial authorities and to engage
in legal proceedings, in particular
pursuant to Article 74(4) and Article
75(2).

4. Each supervisory authority
shall have the power to sanction
administrative offences, in particular
those referred to in Article 79(4), (5)
and (6).

limitation on processing;

() to order the suspension of data
flows to a recipient in a third country or to an
international organisation;

g) to impose an administrative fine
pursuant to Articles 79 and 79a.

.C. Each Member State shall provide
by law that its supervisory authority shall
have the folllowing authorisation powers:

a) authorise contractual clauses
referred to in Article 34, or in points (c) and
(d) of Article 42(2);

(b) approve binding corporate rules
pursuant to Article 43.

2. ()

The powers referred to in
paragraphs 1, 1a, 1b and 1c shall be
exercised in conformity with_and subject to
appropriate procedural safequards, including
effective judicial remedy and due process, set
out in Union law or Member State law.

3. Each Member State shall provide
by law that its supervisory authority shall
have the power to bring infringements of this
Regulation to the attention of the judicial
authorities or to commence or engage
otherwise in legal proceedings in order to
enforce the provisions of this Regulation.

(ja) to put in place effective mechanisms to
encourage confidential reporting of
breaches of this Regulation, taking into
account guidance issued by the European
Data Protection Board pursuant to Article
66(4b).

2. Each supervisory authority shall have the
investigative power to obtain from the
controller or the processor without prior
notice:

(a) access to all personal data and to all
documents and information necessary for
the performance of its duties;

(b) access to any of its premises, including

to any data processing equipment and

means, where-there-arereasonable-grounds
; . e .
his Roculation isbei . here.

The powers referred to in point (b) shall be
exercised in conformity with Union law and
Member State law.

3. Each supervisory authority shall have the
power to bring violations of this Regulation
to the attention of the judicial authorities
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and to engage in legal proceedings, in
particular pursuant to Article 74(4) and
Article 75(2).

4. Each supervisory authority shall have the
power to sanction administrative offences,
in accordance with pertictlarthosereferred
to-in Article 79{4}{5)-and-{6}. This power
shall be exercised in an effective,
proportionate and dissuasive manner.
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Article 54
Activity report

Each supervisory authority shall draw up an
annual report on its activities. The report
shall be presented to the national
parliament or the government and shall be
made available to the public, the
Commission and the European Data
Protection Board.

Article 54

Activity report

Each supervisory authority must draw up a
an-ahnrdal report on its activities at least
every two years. The report shall be
presented to the respective nationat
parliament and shall be made be available
to the public, the Commission and the
European Data Protection Board.

Article 54
Activity report

Each supervisory authority must draw
up an annual report on its activities.
The report shall be presented to the
national parliament and shall be made
be available to the public, the
Commission and the European Data
Protection Board.

Article 54a
(...) Lead authority

1. Where the processing of personal
data takes place in the context of the
activities of an establishment of a controller
or processor in the Union and where the
controller or processor is established in
several Member States, the authority of the

main establishment of a controller or
processor shall act as lead authority as
regards the processing activities of the
controller or the processor in all Member
States concerned by the processing
activities.

1a. Where the processing of personal
data takes place in the context of the
activities of a single establishment of a

Article 54a

Lead Authority

1. Where the processing of personal data
takes place in the context of the activities of
an establishment of a controller or a
processor in the Union, and the controller
or processor is established in more than one
Member State, or where personal data of
the residents of several Member States are
processed, the supervisory authority of the
main establishment of the controller or
processor shall act as the lead authority
responsible be-competent for the
supervision of the processing activities of
the controller or the processor in all
Member States, in accordance with witheut
prefjudice-to the provisions of Chapter VIl of

we support the changes made by the
Presidency in Article 54a, we agree with
the concept and functions of the lead
authority. We are glad to see conflict
rules in paragraph 6 and very useful
right to ask a supervisory authority
whether it is the lead authority
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controller or processor in the Union but
the processing affects substantially data
subjects in several Member States or the
free movement of data within the Union,
the supervisory authority of that Member
State shall act as lead authority as regards
all Member States concerned by the
processing activities.

2. The lead authority shall be the
sole contact point for the controller or

rocessor.

3. Where the controller exercises also

activities as a processor, the supervisory
authority of the main establishment of the
controller shall act as lead authority (...).

6. Where there are conflicting views
between the supervisory authorities
involved on which supervisory authority
shall be competent to act as lead authority,
any of the supervisory authorities involved
may communicate the matter to the
European Data Protection Board. The
European Data Protection Board shall issue
an opinion on the identification of the lead

authority.

7. Any controller or processor may
ask the supervisory authority of the

this Regulation.

2. The lead supervisory authority shall take
appropriate measures for the supervision of
the processing activities of the controller or
processor for which it is responsible only
after consulting all other competent
supervisory authorities within the meaning
of paragraph 1 of Article 51 in an endeavour
to reach a consensus. For that purpose it
shall in particular submit any relevant
information and consult the other
authorities before it adopts a measure
intended to produce legal effects vis-a-vis a
controller or a processor within the meaning
of paragraph 1 of Article 51. The lead
authority shall take the utmost account of
the opinions of the authorities involved. The
lead authority shall be the sole authority
empowered to decide on measures intended
to produce legal effects as regards the
processing activities of the controller or
processor for which it is responsible.

3. The European Data Protection Board
shall, at the request of a competent
supervisory authority, issue an opinion on
the identification of the lead authority
responsible for a controller or processor, in
cases where:

(a) it is unclear from the facts of the case
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Member State in which it considers that its

main establishment is located for
confirmation that it is the lead authority.
The lead authority shall communicate its
reply to the other supervisory authorities
concerned.

where the main establishment of the
controller or processor is located; or

(b) the competent authorities do not agree
on which supervisory authority shall act as
lead authority;

(c) the controller is not established in the
Union, and residents of different Member
States are affected by processing operations
within the scope of this Regulation.

3a. Where the controller exercises also
activities as a processor, the supervisory
authority of the main establishment of the
controller shall act as lead authority for the
supervision of processing activities.

4. The European Data Protection Board may
request the Commission to decide on the
identification of the lead authority.
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Article 54b
Cooperation between the lead authority and
other supervisory authorities

1. The lead authority referred to in
Article 54a shall cooperate with the
supervisory authorities of the Member States
concerned (...)in an endeavour to reach
consensus on the cases set out hereafter.

2. When preparing and deciding on a
measure (...) referred to in [...], the lead

authority shall:

a) share all relevant information with
the supervisory authorities of the Member
States concerned;

b) submit the draft measure to all
supervisory authorities of the Member
States concerned;

c) take utmost account of the views
of the supervisory authorities of the Member
States concerned.

3. Where, in accordance with Article
73, a complaint has been lodged with a
supervisory authority other than the lead
authority referred to in Article 544, this
supervisory authority may prepare a draft a
measure (...) referred to [...] and submit it to
the lead authority, which shall act in
accordance with paragraph 2.

Przedstawiciel PL opowie sie za silng
pozycja lead authority i wyrazi poparcie
dla nowego brzmienia art. 54b

We support “in endeavour to reach
consensus” in paragraph 1, we support
the current wording of paragraph 2, we
think that it gives local authorities a
possibility to actively participate in the
proceeding. We have doubts concerning
paragraph 3 (and, accordingly,
paragraph 5) — we think that, for the
sake of speed and concentration of
proceedings, the preparation of a draft
measure should be generally entrusted
to the lead authority. Paragraph 3 is not
necessary also because every draft
measure may be submitted to the
consistency mechanism in accordance
with paragraph 4.
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4. Where any of the supervisory
authorities has objected, within a period of
two weeks after having been consulted
under paragraphs 2 or 3, to the draft
measure, this authority may submit the
matter to the consistency mechanism
referred to in Article 57.

5. Where the lead authority does not
act on a draft measure referred to in
paragraph 3, within a period of two weeks
after having received the draft measure, the
supervisory authority to which a complaint
has been lodged may submit the matter to
the consistency mechanism referred to in
Article 57.

6. By way of derogation to paragraph
1a of Article 51, each supervisory authority
may, where there is an urgent need to act in
order to protect the rights of data subjects,
adopt a provisional measure on the territory
of its Member State with a maximum
validity of one month. The supervisory
authority shall, without delay, communicate
such a measure with full reasons to the
European Data Protection Board in
accordance with the consistency mechanism
referred to in Article 57.

7. The lead authority and the other
supervisory authorities concerned shall
supply the information required under this
Article to each other by electronic means,
using a standardised format.
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Article 54c
Notification and enforcement of the
measures adopted by the lead authority

1. The lead authority shall notify the
measure it adopts to the controller or
processor concerned.

2. The supervisory authority to which

a complaint has been lodged shall notify
the measure which the lead authority has
adopted to the data subject.

3. The measures adopted by the lead
authority pursuant to this article shall be
enforced by each supervisory authority
concerned in accordance with Article 63.

4, The controller or processor which
is concerned by a measure referred to in
paragraph 1 shall have the right to an
effective judicial remedy against the lead

Ad. Article 54c — Poland has serious
doubts regarding paragraph 4 and 5,
which in our opinion create too much
confusion. It is difficult to imagine that
data controller/processor has the right
to judicial remedy in one Member State,
and data subject, with respect to the
same measure has the right to judicial
remedy in another Member State. We
suggest that both controller/processor
and data subject should have the right
to an effective judicial remedy against
the lead authority. This situation does
not differs from the one we have under
the directive 95/46. We see the
intention lying at the root of this
proposal, but we feel that this is a
complex issue of interplay between
Member States’ legal systems and
cannot be resolved with one short
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authority in accordance with Article 74(1)

and (3).

5. The data subject which is
concerned by a measure notified to him or
her pursuant to paragraph 2 shall have the
right to an effective judicial remedy against
the supervisory authority to which the
complaint has been lodged in accordance
with Article 74.

sentence.

Article 56

Joint operations of supervisory
authorities

1. In order to step up co-
operation and mutual assistance, the
supervisory authorities shall carry out
joint investigative tasks, joint
enforcement measures and other joint
operations, in which designated
members or staff from other Member
States' supervisory authorities are
involved.

2. In cases where data subjects in
several Member States are likely to be
affected by processing operations, a
supervisory authority of each of those
Member States shall have the right to
participate in the joint investigative
tasks or joint operations, as
appropriate. The competent

Article 56
Joint operations of supervisory authorities

1. (...) The supervisory authorities
may, where appropriate, conduct joint
operations, including joint investigatons and
joint enforcement measures (...) in which
(...) members or staff from other Member
States' supervisory authorities are involved.

2. In cases where_the controller or
processor has establishments in several
Member States or where [a significant
number of] data subjects in several Member
States are likely to be adversely affected by
processing operations, a supervisory
authority of each of those Member States
shall have the right to participate in the (...)
joint operations, as appropriate. The
competent supervisory authority shall invite
the supervisory authority of each of those
Member States to take part in the (...) joint
operations concerned and respond to the

Article 56

Joint operations of supervisory authorities

1. In order to step up co-operation and
mutual assistance, the supervisory
authorities shall carry out joint investigative
tasks, joint enforcement measures and
other joint operations, in which designated
members or staff from other Member
States' supervisory authorities are involved.

2. In cases where the controller or processor
has establishments in several Member
States or where data subjects in several
Member States are likely to be affected by
processing operations, a supervisory
authority of each of those Member States
shall have the right to participate in the
joint investigative tasks or joint operations,

Art. 56.2 — W ostatnim zdaniu
sugerujemy zamiane “the competent
supervisory authority” na ,the lead
supervisory authority as defined in
Article 54a” oraz zamiane “shall invite”
na “shall involve”.

Art. 56.3a-3c — PL zgtosi zastrzezenie
analityczne. W toku przeprowadzanych
konsultacji cze$¢ ich uczestnikéw
wyrazata obawy, ze ten przepis moze
stac sie narzedziem zniechecajacym
organy nadzorcze do udziatu we
wspolnych operacjach.

Art. 56.2 - PL wnioskuje o dodanie na
poczatku akapitu ,In cases where the
controller or processor has
establishments in several Member
States or” i dalej: “where a singificant
number of data subjects” (uwaga
uwzgledniona)
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supervisory authority shall invite the
supervisory authority of each of those
Member States to take part in the
respective joint investigative tasks or
joint operations and respond to the
request of a supervisory authority to
participate in the operations without
delay.

3. Each supervisory authority
may, as a host supervisory authority, in
compliance with its own national law,
and with the seconding supervisory
authority’s authorisation, confer
executive powers, including
investigative tasks on the seconding
supervisory authority’s members or
staff involved in joint operations or, in
so far as the host supervisory
authority’s law permits, allow the
seconding supervisory authority’s
members or staff to exercise their
executive powers in accordance with
the seconding supervisory authority’s
law. Such executive powers may be
exercised only under the guidance and,
as a rule, in the presence of members
or staff from the host supervisory
authority. The seconding supervisory
authority's members or staff shall be
subject to the host supervisory
authority's national law. The host
supervisory authority shall assume
responsibility for their actions.

4, Supervisory authorities shall

request of a supervisory authority to
participate (...) without delay.

3. A supervisory authority may, (...) in
compliance with its own Member State law,
and with the seconding supervisory
authority’s authorisation, confer (...)
powers, including investigative powers on
the seconding supervisory authority’s
members or staff involved in joint
operations or, in so far as the host
supervisory authority’s law permits, allow
the seconding supervisory authority’s
members or staff to exercise their
investigative powers in accordance with the
seconding supervisory authority’s law. Such
investigative powers may be exercised only
under the guidance and (...) in the presence
of members or staff from the host
supervisory authority. The seconding
supervisory authority's members or staff
shall be subject to the host supervisory
authority's national law. (...)

3a. Where, in accordance with
paragraph 1, officials of a Member State are
operating in another Member State, the
first Member State shall be liable for any
damage caused by them during their
operations, in accordance with the law of
the Member State in whose territory they
are operating.

as appropriate. The lead authority as
defined in Article 54a competentautheority
shall involve iavite the supervisory authority
of each of those Member States to-take-part
in the respective joint investigative tasks or
joint operations and respond to the request
of a supervisory authority to participate in
the operations without delay. The lead
authority shall act as the single contact
point for the controller or processor.

3. Each supervisory authority may, as a host
supervisory authority, in compliance with its
own national law, and with the seconding
supervisory authority’s authorisation,
confer executive powers, including
investigative tasks on the seconding
supervisory authority’s members or staff
involved in joint operations or, in so far as
the host supervisory authority’s law
permits, allow the seconding supervisory
authority’s members or staff to exercise
their executive powers in accordance with
the seconding supervisory authority’s law.
Such executive powers may be exercised
only under the guidance and, as a rule, in
the presence of members or staff from the
host supervisory authority. The seconding
supervisory authority's members or staff
shall be subject to the host supervisory
authority's national law. The host
supervisory authority shall assume
responsibility for their actions.
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lay down the practical aspects of
specific co-operation actions.

5. Where a supervisory authority
does not comply within one month
with the obligation laid down in
paragraph 2, the other supervisory
authorities shall be competent to take
a provisional measure on the territory
of its Member State in accordance with
Article 51(1).

6. The supervisory authority shall
specify the period of validity of a
provisional measure referred to in
paragraph 5. This period shall not
exceed three months. The supervisory
authority shall, without delay,
communicate those measures, with full
reasons, to the European Data
Protection Board and to the
Commission and shall submit the
matter in the mechanism referred to in
Article 57.

3b. The Member State in whose
territory the damage was caused shall make
good such damage under the conditions
applicable to damage caused by its own
officials. The Member State whose officials
have caused damage to any person in the
territory of another Member State shall
reimburse the latter in full any sums it has
paid to the victims or persons entitled on
their behalf.

3c. Without prejudice to the exercise
of its rights vis-a-vis third parties and with
the exception of paragraph 3b, each
Member State shall refrain, in the case
provided for in paragraph 1, from
requesting reimbursement of damages it
has sustained from another Member State.

4, ()

5. Where a joint operation is intended

and a supervisory authority does not
comply within one month with the
obligation laid down in the second sentence
of paragraph 2, the other supervisory
authorities may adopt a provisional
measure on the territory of its Member
State in accordance with Article 51(1).

6. The supervisory authority shall
specify the period of validity of a provisional
measure referred to in paragraph 5, which

4. Supervisory authorities shall lay down the
practical aspects of specific co-operation
actions.

5. Where a supervisory authority does not
comply within one month with the
obligation laid down in paragraph 2, the
other supervisory authorities shall be
competent to take a provisional measure on
the territory of its Member State in
accordance with Article 51(1).

6. The supervisory authority shall specify
the period of validity of a provisional
measure referred to in paragraph 5. This
period shall not exceed three months. The
supervisory authority shall, without delay,
communicate those measures, with full
reasons, to the European Data Protection
Board and to the Commission and shall
submit the matter in the mechanism
referred to in Article 57.

173




shall not exceed three months. The
supervisory authority shall, without delay,
communicate such a measure, together
with its reasons for adopting it, to the
European Data Protection Board and to the
Commission (...) in accordance with the
consistency mechanism referred to in
Article 57.

Article 57
Consistency mechanism

For the purposes set out in Article
46(1), the supervisory authorities shall
co-operate with each other and the
Commission through the consistency
mechanism as set out in this section.

SECTION 2
CONSISTENCY

Article 57
Consistency mechanism

1. For the purpose set out in Article
46(1a), the supervisory authorities shall co-
operate with each other through the
consistency mechanism as set out in this
section.

2. Without prejudice to the cases
referred to in paragraph 4 of Article 54b, a
competent supervisory authority which
intends to adopt a measure aimed at
producing legal effects, shall communicate
the draft measure to the European Data
Protection Board and the Commission, when
the measure:

(a) ()
(b) ()

Article 57

Consistency mechanism

For the purposes set out in Article 46(1), the
supervisory authorities shall co-operate
with each other and the Commission
through the consistency mechanism both on
matters of general scope and in individual
cases in accordance with the provisions of
as-set-eut this section.

Art. 57.2.c — przedstawiciel PL podkresli,
iz Polska konsekwentnie opowiada sie za
powierzeniem zadania opracowania
wymogoéw PIA EDPB, a nie organom
krajowym. Takie rozwigzanie zapewni
jednolite stosowanie rozporzadzenia w
catej UE i zmniejszy ryzyko forum
shopping w tym zakresie.

Jeste$my za wykluczeniem Komisji z
uczestnictwa w mechanizmie zgodnosci,
wystarczy, ze bedzie o jego wynikach
informowana. Uczestnictwo Komisji
moze miec negatywny wptyw na
niezaleznosc¢ procesujgcych organdéw
nadzorczych.
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(c) aims at adopting a list of the
processing operations subject to the
requirement for a data protection impact
assesment pursuant to Article 33(2b); or

(ca) concerns a matter pursuant to
Article 38(2b) whether a draft code of
conduct or an amendment or extension to a
code of conduct is in compliance with this
Regulation; or

(cb) aims to approve the criteria for
accereditation of a body pursuant to
paragraph 3 of Article 38a or a certification
body pursuant to paragraph 3 of Article 39a;

(d) aims to determine standard data
protection clauses referred to in point (c) of
Article 42(2); or

(e) aims to authorise contractual
clauses referred to in point (d) of Article
42(2); or

f) aims to approve binding corporate
rules within the meaning of Article 43.

3. Where the competent supervisory
authority does not submit a draft measure
referred to in paragraph 2 to the Board or
does not comply with the obligations for
mutual assistance in accordance with Article
55 or for joint operations in accordance with

Article 56, any supervisory authority
concerned ,the European Data Protection
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Board or the Commission may request that
such matter shall be communicated to the
European Data Protection Board.

4. (..).

5. Supervisory authorities and the
Commission shall electronically communicate
to the European Data Protection Board, using

a standardised format any relevant
information, including as the case may be a
summary of the facts, the draft measure, {...)
the grounds which make the enactment of
such measure necessary, and the views of
other supervisory authorities concerned.

6. The chair of the European Data
Protection Board shall without undue delay
electronically inform the members of the
European Data Protection Board and the
Commission of any relevant information
which has been communicated to it using a
standardised format. The secretariat of the
European Data Protection Board shall, where
necessary, provide translations of relevant
information.
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Article 58

Opinion by the European Data
Protection Board

1. Before a supervisory authority
adopts a measure referred to in
paragraph 2, this supervisory authority
shall communicate the draft measure
to the European Data Protection Board
and the Commission.

2. The obligation set out in
paragraph 1 shall apply to a measure
intended to produce legal effects and
which:

(a) relates to processing activities
which are related to the offering of
goods or services to data subjects in
several Member States, or to the
monitoring of their behaviour; or

(b) may substantially affect the
free movement of personal data within
the Union; or

(c) aims at adopting a list of the
processing operations subject to prior
consultation pursuant to Article 34(5);
or

(d) aims to determine standard
data protection clauses referred to in
point (c) of Article 42(2); or

(e) aims to authorise contractual

Article 58
Opinion by the European Data Protection

Board
1 (...

2 (...

3 (...

4 (...

5 ()

6 (...

6a.

7. In the cases referred to in

paragraph 4 of Article 54b, paragraph 6 of
Article 54a and paragraph 2 of Article 57,
the European Data Protection Board shall
issue an opinion on the subject- matter
submitted to it in the consistency
mechanism provided it has not already
issued an opinion on the same matter. This
opinion (...) shall be adopted within one
month by simple majority of the members
of the European Data Protection Board (...)

7b. Where within the period referred
to in paragraph 7a the European Data
Protection Board does not adopt an
opinion, the supervisory authority referred
to in paragraph 2 of Article 57 may adopt its
draft measure.

7c. The chair of the European Data

Article 58

Consistency on matters of general
application Opinien-by-the-European-Data
Protection-Board

1. Before a supervisory authority adopts a
measure referred to in paragraph 2, this
supervisory authority shall communicate
the draft measure to the European Data
Protection Board and the Commission.

2. The obligation set out in paragraph 1
shall apply to a measure intended to
produce legal effects and which:

we are curious what lies behind
limitation of the scope of EDPB opinions
as set out in paragraph 7. Poland prefers
to have the widest possible scope (at
least as in the doc. 12929 from August
2013) so these opinions should include
the measures that are intended to
produce legal effects and that are
intended to exercise the monitoring and
corrective powers (including imposition
of fines) and relate to processing
activities which substantially affect a
significant number of data subjects in
several Member States.

Proponujemy usuniecie ust. 6a i 7 i
przywrdécenie poprzedniego brzmienia:

6a. The European Data Protection Board
shall issue an opinion on the matters
submitted to it in the consistency
mechanism referred to in art. 57

Ponadto, w opinii PL EDPB powinna miec
prawo odmowy zajecia sie dang sprawg
(podejmujac  taka decyzje zwykia
wiekszoscig gtoséw) bez wzgledu na jej
charakter i bioragc pod uwage, czy
sprawa zawiera element nowosci ze
wzgledu na okolicznosci faktyczne lub
prawne dotyczace rozwoju technologii
oraz czy EDPB wczesniej wydawata
opinie w podobnej sprawie.

PL jest za usunieciem ust. 10 i 11 i

177




clauses referred to in point (d) of
Article 42(2); or

(f) aims to approve binding
corporate rules within the meaning of
Article 43.

3. Any supervisory authority or
the European Data Protection Board
may request that any matter shall be
dealt with in the consistency
mechanism, in particular where a
supervisory authority does not submit
a draft measure referred to in
paragraph 2 or does not comply with
the obligations for mutual assistance in
accordance with Article 55 or for joint
operations in accordance with Article
56.

4. In order to ensure correct and
consistent application of this
Regulation, the Commission may
request that any matter shall be dealt
with in the consistency mechanism.

5. Supervisory authorities and
the Commission shall electronically
communicate any relevant
information, including as the case may
be a summary of the facts, the draft
measure, and the grounds which make
the enactment of such measure
necessary, using a standardised format.

6. The chair of the European Data

Protection Board shall inform, without
undue delay, the supervisory authority
referred to, as the case may be, in
paragraphs 2 and 4 of Article 57 and the
Commission (...) of the opinion and make it
public.

8. The supervisory authority referred
to in paragraph 2 of Article 57 (...) shall take
utmost account of the opinion of the
European Data Protection Board and shall
within two weeks after receiving the
opinion , electronically communicate to the
chair of the European Data Protection
Board (...) whether it maintains or amends
its draft measure and, if any, the amended
draft measure, using a standardised format.

9. Where the supervisory authority
concerned does not intend to follow the
opinion, it shall inform the chair of the
European Data Protection Board and the
Commission within the period referred to in
paragraph 8 and shall explain its refusal to
follow the opinion.

10. Within one month after receiving
the information referred to in paragraph 9,
the European Data Protection Board may by
a two-third majority of its members, adopt
a further opinion on the subject-matter.

11. Where the supervisory authority
concerned does not intend to follow such
opinion, it shall inform the chair of the

European Data Protection Board and the

(d) aims to determine standard data
protection clauses referred to in point (c) of
Article 42(2); or

(e) aims to authorise contractual clauses
referred to in point (d) of Article 42(2); or

(f) aims to approve binding corporate rules
within the meaning of Article 43.

3. Any supervisory authority or the
European Data Protection Board may
request that any matter of general
application shall be dealt with in the
consistency mechanism, in particular where
a supervisory authority does not submit a
draft measure referred to in paragraph 2 or
does not comply with the obligations for
mutual assistance in accordance with Article
55 or for joint operations in accordance
with Article 56.

4. In order to ensure correct and consistent
application of this Regulation, the
Commission may request that any matter of

popiera wprowadzenie w ich miejsce
ust. 10 w wersji zaproponowanej przez
IT:

10. (new)The European Data Protection
Board may request the Commission to
decide that an opinion rendered by the
Board shall be binding on the authority
referred to in paragraph 2 of Article 57
or on any of the supervisory authorities
concerned, as the case may be.

W opinii PL jest to dobre rozwigzanie,
ktore pozwoli zapewni¢ stosowanie sie
krajowych DPA do opinii wydanych przez
EDPB.
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Protection Board shall immediately
electronically inform the members of
the European Data Protection Board
and the Commission of any relevant
information which has been
communicated to it, using a
standardised format. The chair of the
European Data Protection Board shall
provide translations of relevant
information, where necessary.

7. The European Data Protection
Board shall issue an opinion on the
matter, if the European Data
Protection Board so decides by simple
majority of its members or any
supervisory authority or the
Commission so requests within one
week after the relevant information
has been provided according to
paragraph 5. The opinion shall be
adopted within one month by simple
majority of the members of the
European Data Protection Board. The
chair of the European Data Protection
Board shall inform, without undue
delay, the supervisory authority
referred to, as the case may be, in
paragraphs 1 and 3, the Commission
and the supervisory authority
competent under Article 51 of the
opinion and make it public.

8. The supervisory authority
referred to in paragraph 1 and the
supervisory authority competent under

Commission within 10 working days of the
receipt of that opinion and shall explain its
refusal to follow the opinion.

general application shall be dealt with in the
consistency mechanism.

5. Supervisory authorities and the
Commission shall without undue delay
immediately electronically communicate
any relevant information, including as the
case may be a summary of the facts, the
draft measure, and the grounds which make
the enactment of such measure necessary,
using a standardised format.

6. The chair of the European Data
Protection Board shall without undue delay
immediately electronically inform the
members of the European Data Protection
Board and the Commission of any relevant
information which has been communicated
to it, using a standardised format. The
secretariat of the European Data Protection
Board shall provide translations of relevant
information, where necessary.

6a. The European Data Protection Board
shall adopt an opinion on matters referred
to it under paragraph 2.

7. The European Data Protection Board sha#
may decide by simple majority whether to
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Article 51 shall take account of the
opinion of the European Data
Protection Board and shall within two
weeks after the information on the
opinion by the chair of the European
Data Protection Board, electronically
communicate to the chair of the
European Data Protection Board and to
the Commission whether it maintains
or amends its draft measure and, if
any, the amended draft measure, using
a standardised format.

adopt an opinion on any the matter
submitted under paragraphs 3 and 4 taking
into account ifthe-European-Data

D 0B | co decides by simpl

(a) whether the matter presents elements of
novelty, taking account of legal or factual
developments, in particular in information
technology and in the light of the state of
progress in the information society; and

(b) whether the European Data Protection
Board has already issued an opinion on the
same matter.

8. The European Data Protection Board shall
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adopt opinions pursuant to paragraphs 6a
and 7 by a simple majority of its members.
These opinions shall be made public. The

stperHsory-authority-referred-to-in
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Article 58a

Consistency in individual cases

1. Before taking a measure intended to
produce legal effects within the meaning of
Article 54a, the lead authority shall share all
relevant information and submit the draft
measure to all other competent authorities.
The lead authority shall not adopt the
measure if a competent authority has,
within a period of three weeks, indicated it
has serious objections to the measure.

2. Where a competent authority has
indicated that it has serious objections to a
draft measure of the lead authority, or
where the lead authority does not submit a
draft measure referred to in paragraph 1 or
does not comply with the obligations for
mutual assistance in accordance with Article
55 or for joint operations in accordance with
Article 56, the issue shall be considered by
the European Data Protection Board.

3. The lead authority and/or other
competent authorities involved and the
Commission shall without undue delay
electronically communicate to the European
Data Protection Board using a standardised
format any relevant information, including
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as the case may be a summary of the facts,
the draft measure, the grounds which make
the enactment of such measure necessary,
the objections raised against it and the
views of other supervisory authorities
concerned.

4. The European Data Protection Board shall
consider the issue, taking into account the
impact of the draft measure of the lead
authority on the fundamental rights and
freedoms of data subjects, and shall decide
by simple majority of its members whether
to issue an opinion on the matter within two
weeks after the relevant information has
been provided pursuant to paragraph 3.

5. In case the European Data Protection
Board decides to issue an opinion, it shall do
so within six weeks and make the opinion
public.

6. The lead authority shall take utmost
account of the opinion of the European Data
Protection Board and shall within two weeks
after the information on the opinion by the
chair of the European Data Protection
Board, electronically communicate to the
chair of the European Data Protection Board
and to the Commission whether it maintains
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or amends its draft measure and, if any, the
amended draft measure, using a
standardised format. Where the lead
authority intends not to follow the opinion
of the European Data Protection Board, it
shall provide a reasoned justification.

7. In case the European Data Protection
Board still objects to the measure of the
supervisory authority as referred to in
paragraph 5, it may within one month adopt
by a two thirds majority a measure which
shall be binding upon the supervisory
authority.

Article 59
Opinion by the Commission Article 59
Opinion by the Commission
1. Within ten weeks after a
matter has been raised under Article (...)

58, or at the latest within six weeks in
the case of Article 61, the Commission
may adopt, in order to ensure correct
and consistent application of this
Regulation, an opinion in relation to
matters raised pursuant to Articles 58
or 61.

2. Where the Commission has
adopted an opinion in accordance with
paragraph 1, the supervisory authority

JesteSmy za usunieciem uczestnictwa
Komisji w mechanizmie zgodnosci, w
zwigzku z czym, konsekwentnie, za
usunieciem tego artykutu.
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concerned shall take utmost account of supervisory-attherity-concerned-shatl-take

the Commission’s opinion and inform utmoest-accotnt-of the-Commission’s-opinion

the Commission and the European and-informthe-Commissionandthe

Data Protection Board whether it Eurepean-Date-ProtectionBogrd-whetherit

intends to maintain or amend its draft intendsto-maiptan-oramendJtsdraft

measure. measure:

3. During the period referred to

in paragraph 1, the draft measure shall

not be adopted by the supervisory 3-During-the-period-referred-to-in

authority. paragraph-1the-draft measure shall-notbe

4. Where the supervisory

authority concerned intends not to

follow the opinion of the Commission, . .

it shall inform the Commission and the LW%W%WWW o

European Data Protection Board %WWHHQ{G#MWH

thereof within the period referred to in ef—t—h@éemm%en,—ft—shaﬂ—mferm—me

paragraph 1 and provide a justification. ée#%%‘#he‘gwepem )

In this case the draft measure shall not WWMMW

be adopted for one further month. Fefe#eel—te—m-pemwah—l—eﬁd—p#ewde—e
fustification—tn-thiscase-the-draft-megsure
shall-not-be-adoptedforonefurthermonth-

Article 60 Article 60 Article 60 Jestesmy za usunieciem uczestnictwa

Suspension of a draft measure Komisji w mechanizmie zgodnosci, w
Suspension of a draft measure Suspension-of a-draft-measure zwigzku z czym, konsekwentnie, za
() usunieciem tego artykutu.

1. Within one month after the

communication referred to in Article

59(4), and where the Commission has T-Within-one-menth-afterthe

serious doubts as to whether the draft communicationreferred-to-in-Article-59(4);

measure would ensure the correct and-where-the-Commission-hasserious

application of this Regulation or would doubts-as-to-whetherthe-draft-measure

otherwise result in its inconsistent would-ensure-the-correct-application-of this
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application, the Commission may
adopt a reasoned decision requiring
the supervisory authority to suspend
the adoption of the draft measure,
taking into account the opinion issued
by the European Data Protection Board
pursuant to Article 58(7) or Article
61(2), where it appears necessary in
order to:

(a) reconcile the diverging
positions of the supervisory authority
and the European Data Protection
Board, if this still appears to be
possible; or

(b) adopt a measure pursuant to
point (a) of Article 62(1).
2. The Commission shall specify

the duration of the suspension which
shall not exceed 12 months.

3. During the period referred to
in paragraph 2, the supervisory
authority may not adopt the draft
measure.

186




Article 60a

Notification of Parliament and Council

The Commission shall notify the Council and
the European Parliament at regular
intervals, at least every two years, on the
basis of a report from the Chair of the
European Data Protection Board, of the
matters dealt with under the consistency
procedure, setting out the conclusions
drawn by the Commission and the European
Data Protection Board with a view to
ensuring the consistent implementation and
application of this regulation.

JesteSmy za usunieciem uczestnictwa
Komisji w mechanizmie zgodnosci, w
zwigzku z czym, konsekwentnie, za
usunieciem tego artykutu.

Article 61
Urgency procedure

1. In exceptional circumstances,
where a supervisory authority
considers that there is an urgent need
to act in order to protect the interests
of data subjects, in particular when the
danger exists that the enforcement of a
right of a data subject could be
considerably impeded by means of an
alteration of the existing state or for
averting major disadvantages or for
other reasons, by way of derogation
from the procedure referred to in

Article 61
Urgency procedure

1. In exceptional circumstances,
where the competent supervisory authority
considers that there is an urgent need to act
in order to protect rights and freedoms of
data subjects, (...) it may, by way of
derogation from the consistency
mechanism referred to in Article 57,
immediately adopt provisional measures
pursuant to points (a), (b) and (c) of
paragraph 1 of Article 53 and points (d), (e)
and (f) of paragraph 1b of Article 53,with a
specified period of validity. The supervisory
authority shall, without delay, communicate

Article 61
Urgency procedure

1. In exceptional circumstances, where a
supervisory authority considers that there is
an urgent need to act in order to protect
the interests of data subjects, in particular
when the danger exists that the
enforcement of a right of a data subject
could be considerably impeded by means of
an alteration of the existing state or for
averting major disadvantages or for other
reasons, by way of derogation from the
procedure referred to in Article 58a 57, it
may immediately adopt provisional
measures with a specified period of validity.

Wciaz zastanawiamy sie nad procedurg z
art. 61, w szczegdlnosci czy nie bedzie
ona wytomem w ogdlnych zasadach i czy
nie bedzie naduzywana przez organy
ochrony danych.
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Article 58, it may immediately adopt
provisional measures with a specified
period of validity. The supervisory
authority shall, without delay,
communicate those measures, with full
reasons, to the European Data
Protection Board and to the
Commission.

2. Where a supervisory authority
has taken a measure pursuant to
paragraph 1 and considers that final
measures need urgently be adopted, it
may request an urgent opinion of the
European Data Protection Board, giving
reasons for requesting such opinion,
including for the urgency of final
measures.

3. Any supervisory authority may
request an urgent opinion where the
competent supervisory authority has
not taken an appropriate measure in a
situation where there is an urgent need
to act, in order to protect the interests
of data subjects, giving reasons for
requesting such opinion, including for
the urgent need to act.

4. By derogation from Article
58(7), an urgent opinion referred to in
paragraphs 2 and 3 of this Article shall
be adopted within two weeks by
simple majority of the members of the
European Data Protection Board.

those measures and the reasons for
adopting them, to the European Data
Protection Board and to the Commission.

2. Where a supervisory authority has
taken a measure pursuant to paragraph 1
and considers that final measures need
urgently be adopted, it may request an
urgent opinion of the European Data
Protection Board, giving reasons for
requesting such opinion {(...).

3. Any supervisory authority may
request an urgent opinion where the
competent supervisory authority has not
taken an appropriate measure in a situation
where there is an urgent need to act, in
order to protect the rights and freedoms of
data subjects, giving reasons for requesting
such opinion, including for the urgent need
to act.

4., By derogation from paragraph 7a
of Article 58, an urgent opinion referred to
in paragraphs 2 and 3 of this Article shall be
adopted within two weeks by simple
majority of the members of the European
Data Protection Board.

The supervisory authority shall, without
delay, communicate those measures, with
full reasons, to the European Data
Protection Board and to the Commission.

2. Where a supervisory authority has taken
a measure pursuant to paragraph 1 and
considers that final measures need urgently
be adopted, it may request an urgent
opinion of the European Data Protection
Board, giving reasons for requesting such
opinion, including for the urgency of final
measures.

3. Any supervisory authority may request an
urgent opinion where the competent
supervisory authority has not taken an
appropriate measure in a situation where
there is an urgent need to act, in order to
protect the interests of data subjects, giving
reasons for requesting such opinion,
including for the urgent need to act.

4. By-derogationfrom-Article 58{7)-an An
urgent opinion referred to in paragraphs 2
and 3 of this Article shall be adopted within
two weeks by simple majority of the
members of the European Data Protection
Board.
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Article 62
Implementing acts

1. The Commission may adopt
implementing acts for:

(a) deciding on the correct
application of this Regulation in
accordance with its objectives and
requirements in relation to matters
communicated by supervisory
authorities pursuant to Article 58 or 61,
concerning a matter in relation to
which a reasoned decision has been
adopted pursuant to Article 60(1), or
concerning a matter in relation to
which a supervisory authority does not
submit a draft measure and that
supervisory authority has indicated
that it does not intend to follow the
opinion of the Commission adopted
pursuant to Article 59;

(b) deciding, within the period
referred to in Article 59(1), whether it
declares draft standard data protection
clauses referred to in point (d) of
Article 58(2), as having general validity;

(c) specifying the format and
procedures for the application of the
consistency mechanism referred to in
this section;

(d) specifying the arrangements

Article 62
Implementing acts

1. The Commission may adopt
implemending acts of general scope for:

(a) ensuring the correct and uniform
application of this Regulation (...) in relation
to matters communicated by supervisory
authorities pursuant to Article 57(2)(b) (...).

(b) ();
() ()

(d) specifying the arrangements for
the exchange of information by electronic
means between supervisory authorities,
and between supervisory authorities and
the European Data Protection Board, in
particular the standardised format referred
to in Article 57(6) and (7) and in Article

58(5).

Those implementing acts shall be adopted
in accordance with the examination
precedure referred to in Article 87(2).

2. On duly justified imperative
grounds of urgency relating to the interests
of data subjects in the cases referred to in
point (a) of paragraph 1, the Commission
shall adopt immediately applicable
implementing acts in accordance with the
procedure referred to in Article 87(3). Those
acts shall remain in force for a period not

Article 62
Implementing Acts

1. The Commission may adopt
implementing acts of general application,
after requesting an opinion of the European
Data Protection Board, for:

(b) deciding—wHthin-the-period-referred-to-in
Article 59(1)- whether it declares draft
standard data protection clauses referred to
in point (d) of Article 42 58(2), as having
general validity;

{ fying the f [ ros
z T )
o torred to in thi on

(d) specifying the arrangements for the
exchange of information by electronic
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for the exchange of information by
electronic means between supervisory
authorities, and between supervisory
authorities and the European Data
Protection Board, in particular the
standardised format referred to in
Article 58(5), (6) and (8).

Those implementing acts shall be
adopted in accordance with the
examination procedure referred to in
Article 87(2).

2. On duly justified imperative
grounds of urgency relating to the
interests of data subjects in the cases
referred to in point (a) of paragraph 1,
the Commission shall adopt
immediately applicable implementing
acts in accordance with the procedure
referred to in Article 87(3). Those acts
shall remain in force for a period not
exceeding 12 months.

3. The absence or adoption of a
measure under this Section does not
prejudice any other measure by the
Commission under the Treaties.

exceeding 12 months.

3. The absence or adoption of a
measure under this Section does not
prejudice any other measure by the
Commission under the Treaties.

means between supervisory authorities,
and between supervisory authorities and
the European Data Protection Board, in
particular the standardised format referred
to in Article 58(5), (6) and (8).

3. The absence or adoption of a measure
under this Section does not prejudice any
other measure by the Commission under
the Treaties.
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Article 63
Enforcement

1. For the purposes of this
Regulation, an enforceable measure of
the supervisory authority of one
Member State shall be enforced in all
Member States concerned.

2. Where a supervisory authority
does not submit a draft measure to the
consistency mechanism in breach of
Article 58(1) to (5), the measure of the
supervisory authority shall not be
legally valid and enforceable.

Article 63
Enforcement

1. For the purposes of this Regulation,

a (...)legally binding measure_of a
supervisory authority of one Member State

which is compliant with the requirements of

this Chapter shall be enforceable in all
Member States concerned in accordance
with their national law.

2. ()

Article 63

Enforcement

1. For the purposes of this Regulation, an
enforceable measure of the supervisory
authority of one Member State shall be
enforced in all Member States concerned.

2. Where a supervisory authority does not
submit a draft measure to the consistency
mechanism in breach of Article 58(1) and
(2) te-{5} or adopts a measure despite an
indication of serious objection pursuant to
Article 58a(1), the measure of the
supervisory authority shall not be legally
valid and enforceable.
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Article 64
European Data Protection Board

1. A European Data Protection
Board is hereby set up.

2. The European Data Protection
Board shall be composed of the head
of one supervisory authority of each
Member State and of the European
Data Protection Supervisor.

3. Where in a Member State
more than one supervisory authority is
responsible for monitoring the
application of the provisions pursuant
to this Regulation, they shall nominate
the head of one of those supervisory
authorities as joint representative.

4, The Commission shall have the
right to participate in the activities and
meetings of the European Data
Protection Board and shall designate a
representative. The chair of the
European Data Protection Board shall,
without delay, inform the Commission
on all activities of the European Data
Protection Board.

SECTION 3
EUROPEAN DATA PROTECTION BOARD

Article 64
European Data Protection Board
1. A European Data Protection Board
is hereby set up.
2. The European Data Protection

Board shall be composed of the head of one
supervisory authority of each Member State
and of the European Data Protection
Supervisor.

3. Where in a Member State more
than one supervisory authority is
responsible for monitoring the application
of the provisions pursuant to this
Regulation, they shall nominate the head of
one of those supervisory authorities as joint
representative.

4. The Commission shall have the
right to participate in the activities and
meetings of the European Data Protection
Board and shall designate a representative
without voting rights. The chair of the
European Data Protection Board shall,
communicate the Commission the activities
of the European Data Protection Board.

Article 64
European Data Protection Board

1. A European Data Protection Board is
hereby set up.

2. The European Data Protection Board shall
be composed of the head of one
supervisory authority of each Member State
and of the European Data Protection
Supervisor.

3. Where in a Member State more than one
supervisory authority is responsible for
monitoring the application of the provisions
pursuant to this Regulation, they shall
nominate the head of one of those
supervisory authorities as joint
representative.

4. The Commission shall have the right to
participate in the activities and meetings of
the European Data Protection Board and
shall designate a representative. The chair
of the European Data Protection Board
shall, without delay, inform the Commission
on all activities of the European Data
Protection Board.
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Article 65
Independence

1. The European Data Protection
Board shall act independently when
exercising its tasks pursuant to Articles
66 and 67.

2. Without prejudice to requests
by the Commission referred to in point
(b) of paragraph 1 and in paragraph 2
of Article 66, the European Data
Protection Board shall, in the
performance of its tasks, neither seek
nor take instructions from anybody.

Article 65
Independence
1. The European Data Protection
Board shall act independently when
performing its tasks pursuant to Articles 66
and 67.

2. Without prejudice to requests by
the Commission referred to in point (b) of
paragraph 1 and in paragraph 2 of Article
66, the European Data Protection Board
shall, in the performance of its tasks,
neither seek nor take instructions from
anybody.

Article 65
Independence

1. The European Data Protection Board shall
act independently when exercising its tasks
pursuant to Articles 66 and 67.

2. Without prejudice to requests by the
Commission referred to in point (b) of
paragraph 1 and in paragraph 2 of Article
66, the European Data Protection Board
shall, in the performance of its tasks,
neither seek nor take instructions from
anybody.
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Article 66

Tasks of the European Data Protection
Board

1. The European Data Protection
Board shall ensure the consistent
application of this Regulation. To this
effect, the European Data Protection
Board shall, on its own initiative or at
the request of the Commission, in
particular:

(a) advise the Commission on any
issue related to the protection of
personal data in the Union, including
on any proposed amendment of this
Regulation;

(b) examine, on its own initiative
or on request of one of its members or
on request of the Commission, any
question covering the application of
this Regulation and issue guidelines,
recommendations and best practices
addressed to the supervisory
authorities in order to encourage
consistent application of this
Regulation;

(c) review the practical
application of the guidelines,
recommendations and best practices
referred to in point (b) and report
regularly to the Commission on these;

Article 66

Tasks of the European Data Protection
Board

1. The European Data Protection
Board shall promote the consistent
application of this Regulation. To this effect,
the European Data Protection Board shall,
on its own initiative or at the request of the
Commission, in particular:

(a) advise the Commission on any
issue related to the protection of personal
data in the Union, including on any
proposed amendment of this Regulation;

(b) examine, on its own initiative or on
request of one of its members or on request
of the Commission, any question covering
the application of this Regulation and issue
guidelines, recommendations and best
practices (...) in order to encourage
consistent application of this Regulation;

(ba) draw up guidelines for supervisory
authorities concering the application of
measures referred to in point (c) of
paragraph 1 of Article 53 and in paragraph
1b of Article 53 and the fixing of
administrative fines pursuant to Articles 79
and 79a

(c) review the practical application of
the guidelines, recommendations and best
practices referred to in points (b) and (ba);

(ca) encourage the drawing-up of codes

Article 66

Tasks of the European Data Protection
Board

1. The European Data Protection Board shall
ensure the consistent application of this
Regulation. To this effect, the European
Data Protection Board shall, on its own
initiative or at the request of the European
Parliament, Council or Commission, in
particular:

(a) advise the European Institutions
Commission on any issue related to the
protection of personal data in the Union,
including on any proposed amendment of
this Regulation;

(b) examine, on its own initiative or on
request of one of its members or on request
of the European Parliament, Council or
Commission, any question covering the
application of this Regulation and issue
guidelines, recommendations and best
practices addressed to the supervisory
authorities in order to encourage consistent
application of this Regulation, including on
the use of enforcement powers;
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(d) issue opinions on draft
decisions of supervisory authorities
pursuant to the consistency
mechanism referred to in Article 57;

(e) promote the co-operation and
the effective bilateral and multilateral

exchange of information and practices
between the supervisory authorities;

(f) promote common training
programmes and facilitate personnel
exchanges between the supervisory
authorities, as well as, where
appropriate, with the supervisory
authorities of third countries or of
international organisations;

(g) promote the exchange of
knowledge and documentation on data
protection legislation and practice with
data protection supervisory authorities
worldwide.

2. Where the Commission
requests advice from the European
Data Protection Board, it may lay out a
time limit within which the European
Data Protection Board shall provide
such advice, taking into account the
urgency of the matter.

3. The European Data Protection
Board shall forward its opinions,

guidelines, recommendations, and best
practices to the Commission and to the

of conduct and the establishment of data
protection certification mechanisms and
data protection seals and marks pursuant to
Articles 38 and 39;

(cb) give the Commission an opinion on
the level of protection in third countries or
international organisations;

(d) issue opinions on draft measures of
supervisory authorities pursuant to the
consistency mechanism referred to in
Article 57 (...);

(e) promote the co-operation and the
effective bilateral and multilateral exchange
of information and practices between the
supervisory authorities;

(f) promote common training
programmes and facilitate personnel
exchanges between the supervisory
authorities, as well as, where appropriate,
with the supervisory authorities of third
countries or of international organisations;

(g) promote the exchange of
knowledge and documentation on data
protection legislation and practice with data
protection supervisory authorities
worldwide;

2. Where the Commission requests
advice from the European Data Protection
Board, it may indicate a time limit (...) taking

(c) review the practical application of the
guidelines, recommendations and best
practices referred to in point (b) and report
regularly to the Commission on these;

(d) issue opinions on draft decisions of
supervisory authorities pursuant to the
consistency mechanism referred to in
Article 57;

(da) provide an opinion on which authority
should be the lead authority pursuant to
Article 54a(3);

(e) promote the co-operation and the
effective bilateral and multilateral exchange
of information and practices between the
supervisory authorities, including the
coordination of joint operations and other
joint activities, where it so decides at the
request of one or several supervisory
authorities;

(f) promote common training programmes
and facilitate personnel exchanges between
the supervisory authorities, as well as,
where appropriate, with the supervisory
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committee referred to in Article 87 and
make them public.

4. The Commission shall inform
the European Data Protection Board of
the action it has taken following the
opinions, guidelines, recommendations
and best practices issued by the
European Data Protection Board.

into account the urgency of the matter.

3. The European Data Protection
Board shall forward its opinions, guidelines,
recommendations, and best practices to the
Commission and to the committee referred
to in Article 87 and make them public.

4, The Commission shall inform the
European Data Protection Board of the
action it has taken following the opinions,
guidelines, recommendations and best
practices issued by the European Data
Protection Board.

authorities of third countries or of
international organisations;

(g) promote the exchange of knowledge and
documentation on data protection
legislation and practice with data protection
supervisory authorities worldwide.

(ga) give its opinion to the Commission in
the preparation of delegated and
implementing acts based on this Regulation;

(gb) give its opinion on codes of conduct
drawn up at Union level pursuant to Article
38(4);

(gc) give its opinion on criteria and
requirements for the data protection
certification mechanisms pursuant to Article
39(9).

(gd) maintain a public electronic register on
valid and invalid certificates pursuant to
Article 39(8);
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(ge) provide assistance to a national
supervisory authorities, at their request;

(gf) establish and make public a list of the
processing operations which are subject to
prior consultation pursuant to Article 34;

(9g) maintain a registry of sanctions
imposed on controllers or processors by the
competent supervisory authorities.

2. Where the European Parliament, Council
or Commission requests advice from the
European Data Protection Board, it may lay
out a time limit within which the European
Data Protection Board shall provide such
advice, taking into account the urgency of
the matter.

3. The European Data Protection Board shall
forward its opinions, guidelines,
recommendations, and best practices to the
European Parliament, Council and
Commission and to the committee referred
to in Article 87 and make them public.

4. The Commission shall inform the
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European Data Protection Board of the
action it has taken following the opinions,
guidelines, recommendations and best
practices issued by the European Data
Protection Board.

4a. The European Data Protection Board
shall, where appropriate, consult interested
parties and give them the opportunity to
comment within a reasonable period. The
European Data Protection Board shall,
without prejudice to Article 72, make the
results of the consultation procedure
publicly available.

4b. The European Data Protection Board
shall be entrusted with the task of issuing
guidelines, recommendations and best
practices in accordance with paragraph 1
(b) for establishing common procedures for
receiving and investigating information
concerning allegations of unlawful
processing and for safeguarding
confidentiality and sources of information
received.
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Article 67
Reports

1. The European Data Protection
Board shall regularly and timely inform
the Commission about the outcome of
its activities. It shall draw up an annual
report on the situation regarding the
protection of natural persons with
regard to the processing of personal
data in the Union and in third
countries.

The report shall include the review of
the practical application of the
guidelines, recommendations and best
practices referred to in point (c) of
Article 66(1).

2. The report shall be made
public and transmitted to the European
Parliament, the Council and the
Commission.

Article 67
Reports

1.(..)

2. The European Data Protection Board
shall draw up an annual report (...
regarding the protection of natural persons
with regard to the processing of personal
data in the Union and, where relevant, in
third countries and international
organisations. The report shall be made
public and be transmitted to the European
Parliament, the Council and the
Commission,

3. The annual report shall include a
review of the practical application of the
guidelines, recommendations and best
practices referred to in point (c) of Article
66(1).

Article 67

Reports

1. The European Data Protection Board shall
regularly and timely inform the European
Parliament, Council and Commission about
the outcome of its activities. It shall draw up
an-apnual a report at least every two years
on the situation regarding the protection of
natural persons with regard to the
processing of personal data in the Union
and in third countries. The report shall
include the review of the practical
application of the guidelines,
recommendations and best practices
referred to in point (c) of Article 66(1).

2. The report shall be made public and
transmitted to the European Parliament,
the Council and the Commission.
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Article 68
Procedure

1. The European Data Protection
Board shall take decisions by a simple
majority of its members.

2. The European Data Protection
Board shall adopt its own rules of
procedure and organise its own
operational arrangements. In
particular, it shall provide for the
continuation of exercising duties when
a member’s term of office expires or a
member resigns, for the establishment
of subgroups for specific issues or
sectors and for its procedures in
relation to the consistency mechanism
referred to in Article 57.

Article 68
Procedure

1. The European Data Protection
Board shall take decisions by a simple
majority of its members unless a two-third
majority is required pursuant to Article

58(10).

2. The European Data Protection
Board shall adopt its own rules of procedure
and organise its own operational
arrangements. (...).

Article 68

Procedure

1. The European Data Protection Board shall
take decisions by a simple majority of its
members, unless otherwise provided in its
rules of procedure.

2. The European Data Protection Board shall
adopt its own rules of procedure and
organise its own operational arrangements.
In particular, it shall provide for the
continuation of exercising duties when a
member’s term of office expires or a
member resigns, for the establishment of
subgroups for specific issues or sectors and
for its procedures in relation to the
consistency mechanism referred to in
Article 57.
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Article 69
Chair
1. The European Data Protection

Board shall elect a chair and two
deputy chairpersons from amongst its
members. One deputy chairperson
shall be the European Data Protection
Supervisor, unless he or she has been
elected chair.

2. The term of office of the chair
and of the deputy chairpersons shall be
five years and be renewable.

Article 69
Chair

1. The European Data Protection
Board shall elect a chair and two deputy
chairpersons from amongst its members

().

2. The term of office of the chair and
of the deputy chairpersons shall be five
years and be renewable once.

Article 69

Chair

1. The European Data Protection Board shall
elect a chair and at least two deputy
chairpersons from amongst its members.
One-deputy-chairpersonshalbethe

e . b onS isr,
he-orshe-has-been-elected-cheadr

2. The term of office of the chair and of the
deputy chairpersons shall be five years and
be renewable.

2a. The position of the chair shall be a full-
time position.

PL wnioskuje o przywrdcenie zapisu,
zgodnie z ktérym EDPS petni funkcje
jednego z 2 wiceprzewodniczacych
EDPB. Takie rozwigzanie jest
uzasadnione z uwagi na potrzebe
zapewnienia wiekszej spojnosci
stosowania rozporzadzenia i role jaka
powinien w tym kontekscie mie¢ EDPS,
jak tez z uwagi na fakt, ze to EDPS
zapewnia  administracyjng  obstuge
sekretariatu EDPB.
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Article 70
Tasks of the chair

1. The chair shall have the
following tasks:

(a) to convene the meetings of
the European Data Protection Board
and prepare its agenda;

(b) to ensure the timely fulfilment
of the tasks of the European Data
Protection Board, in particular in
relation to the consistency mechanism
referred to in Article 57.

2. The European Data Protection
Board shall lay down the attribution of
tasks between the chair and the
deputy chairpersons in its rules of
procedure.

Article 70
Tasks of the chair

1. The chair shall have the following
tasks:
(a) to convene the meetings of the

European Data Protection Board and
prepare its agenda;

(b) to ensure the timely performance
of the tasks of the European Data
Protection Board, in particular in relation to
the consistency mechanism referred to in
Article 57.

2. The European Data Protection
Board shall lay down the attribution of tasks
between the chair and the deputy
chairpersons in its rules of procedure.

Article 70

Tasks of the chair

1. The chair shall have the following tasks:

(a) to convene the meetings of the
European Data Protection Board and
prepare its agenda;

(b) to ensure the timely fulfilment of the
tasks of the European Data Protection
Board, in particular in relation to the
consistency mechanism referred to in
Article 57.

2. The European Data Protection Board shall
lay down the attribution of tasks between
the chair and the deputy chairpersons in its
rules of procedure.

203




Article 71
Secretariat

1. The European Data Protection
Board shall have a secretariat. The
European Data Protection Supervisor
shall provide that secretariat.

2. The secretariat shall provide
analytical, administrative and logistical
support to the European Data
Protection Board under the direction of
the chair.

3. The secretariat shall be
responsible in particular for:

(a) the day-to-day business of the
European Data Protection Board;

(b) the communication between
the members of the European Data
Protection Board, its chair and the
Commission and for communication
with other institutions and the public;

(c) the use of electronic means for
the internal and external
communication;

(d) the translation of relevant
information;

(e) the preparation and follow-up
of the meetings of the European Data

Article 71
Secretariat

1. The European Data Protection
Board shall have a secretariat. The
European Data Protection Supervisor shall
provide that secretariat.

2. The secretariat shall provide
analytical, administrative and logistical
support to the European Data Protection
Board under the direction of the chair.

3. The secretariat shall be responsible
in particular for:

(a) the day-to-day business of the
European Data Protection Board;

(b) the communication between the
members of the European Data Protection
Board, its chair, and the Commission and for
communication with other institutions and
the public;

(c) the use of electronic means for the
internal and external communication;

(d) the translation of relevant
information;

(e) the preparation and follow-up of
the meetings of the European Data
Protection Board;

(f) the preparation, drafting and

Article 71

Secretariat

1. The European Data Protection Board shall
have a secretariat. The European Data
Protection Supervisor shall provide that
secretariat.

2. The secretariat shall provide analytical,
legal, administrative and logistical support
to the European Data Protection Board
under the direction of the chair.

3. The secretariat shall be responsible in
particular for:

(a) the day-to-day business of the European
Data Protection Board;

(b) the communication between the
members of the European Data Protection
Board, its chair and the Commission and for
communication with other institutions and
the public;

(c) the use of electronic means for the
internal and external communication;

(d) the translation of relevant information;
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Protection Board;

(f) the preparation, drafting and
publication of opinions and other texts
adopted by the European Data
Protection Board.

publication of opinions and other texts
adopted by the European Data Protection
Board.

(e) the preparation and follow-up of the
meetings of the European Data Protection
Board;

(f) the preparation, drafting and publication
of opinions and other texts adopted by the
European Data Protection Board.

Article 72
Confidentiality

1. The discussions of the
European Data Protection Board shall
be confidential.

2. Documents submitted to
members of the European Data
Protection Board, experts and
representatives of third parties shall be
confidential, unless access is granted to
those documents in accordance with
Regulation (EC) No 1049/2001 or the
European Data Protection Board
otherwise makes them public.

3. The members of the European
Data Protection Board, as well as
experts and representatives of third
parties, shall be required to respect the

Article 72
Confidentiality

1. The discussions of the European
Data Protection Board shall be confidential.

2. Access to documents submitted to
members of the European Data Protection
Board, experts and representatives of third
parties shall be governed by Regulation (EC)
No 1049/2001.

Article 72

Confidentiality

1. The discussions of the European Data
Protection Board may she# be confidential
where necessary, unless otherwise provided
in the rules of procedure. The agendas of
the meetings of the Board shall be made
public.

2. Documents submitted to members of the
European Data Protection Board, experts
and representatives of third parties shall be
confidential, unless access is granted to
those documents in accordance with
Regulation (EC) No 1049/2001 or the
European Data Protection Board otherwise
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confidentiality obligations set out in
this Article. The chair shall ensure that
experts and representatives of third
parties are made aware of the
confidentiality requirements imposed
upon them.

makes them public.

3. The members of the European Data
Protection Board, as well as experts and
representatives of third parties, shall be
required to respect the confidentiality
obligations set out in this Article. The chair
shall ensure that experts and
representatives of third parties are made
aware of the confidentiality requirements
imposed upon them.

Article 73

Right to lodge a complaint with a
supervisory authority

1. Without prejudice to any other
administrative or judicial remedy,
every data subject shall have the right
to lodge a complaint with a supervisory
authority in any Member State if they
consider that the processing of
personal data relating to them does
not comply with this Regulation.

2. Any body, organisation or
association which aims to protect data
subjects’ rights and interests
concerning the protection of their
personal data and has been properly
constituted according to the law of a

Article 73
Right to lodge a complaint with a
supervisory authority

1. Without prejudice to any other
administrative or judicial remedy, every data
subject shall have the right to lodge a
complaint with a supervisory authority
[competent in accordance with Article 51 or
to a supervisory authority in the Member
State of his or her habitual residence,] if the
data subject considers that the processing of
personal data relating to him or her does not
comply with this Regulation.

1a. The supervisory authority to which

a complaint has been lodged shall not take
any measure [referred to in paragraph 1b of
Article 53] if a possible violation of the

Article 73

Right to lodge a complaint with a
supervisory authority

1. Without prejudice to any other
administrative or judicial remedy and the
consistency mechanism, every data subject
shall have the right to lodge a complaint
with a supervisory authority in any Member
State if they consider that the processing of
personal data relating to them does not
comply with this Regulation.

2. Any body, organisation or association
which gimsto-protectdata-subjects’rights
, S g . "

Ad. 73 ust. 1 —uwazamy, ze jako
niezbedne minimum powinna by¢
mozliwosc¢ ztozenia skargi w organie
wtasciwym ze wzgledu na gtéwna
siedzibe lub miejsce zamieszkania.
Wydaje nam sie jednak, ze optymalnie
powinna istnie¢ mozliwosc¢ ztozenia
skargi w dowolnie wybranym przez
podmiot danych organie krajowym. Przy
silnej pozycji organu wiodacego (lead
authority), nie wystgpi tu ryzyko forum
shopping. Stad Polska popiera
poprzednie brzmienie tego ustepu.

Ad. 73 ust. 1a — przepis ten wymaga
dalszych analiz, zastanawiamy sie na
przyktad w jaki sposéb organ nadzoru
bedzie uzyskiwat informacje o toczacych
sie postepowaniach sgdowych w innych
Panstwach Cztonkowskich. Czy nie
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Member State shall have the right to
lodge a complaint with a supervisory
authority in any Member State on

behalf of one or more data subjects if it

considers that a data subject’s rights
under this Regulation have been
infringed as a result of the processing
of personal data.

3. Independently of a data
subject's complaint, any body,
organisation or association referred to
in paragraph 2 shall have the right to
lodge a complaint with a supervisory
authority in any Member State, if it
considers that a personal data breach
has occurred.

same rights related to the same processing
activities is already being examined by a
court in accordance with Article 74,
provided the data subject is party to these

proceedings.

4, When the supervisory authority to
which a complaint has been lodged is not
competent for the supervision of the
controller or the processor, it shall ex officio
transmit the complaint to the supervisory
authority which is competent under Article
51.

5. The supervisory authority to which

the complaint has been lodged shall inform
the complainant on the progress and the
outcome of the complaint. Where the
supervisory authority competent [in
accordance with Article 51] finds the
complaint unfounded, the supervisory
authority to which the complaint has been
lodged shall notify the complainant thereof
and inform him of the reasons for the
rejection and of the possibility of an judicial
remedy pursuant Article 74.

theirpersonal-data acts in the public
interest and has been properly constituted
according to the law of a Member State
shall have the right to lodge a complaint
with a supervisory authority in any Member
State on behalf of one or more data
subjects if it considers that a data subject’s
rights under this Regulation have been
infringed as a result of the processing of
personal data.

3. Independently of a data subject's
complaint, any body, organisation or
association referred to in paragraph 2 shall
have the right to lodge a complaint with a
supervisory authority in any Member State,

if it considers that e-personaldata breach of

this regulation has occurred.

nalezatoby tej kwestii doprecyzowac w
rozporzadzeniu? Jestesmy za
zapewnieniem pewnosci prawa, stad
pozytywnie oceniamy idee stojgcg za
tym przepisem.

Ad. 73 ust. 4 — popieramy brzmienie
tego ustepu. W naszej ocenie musi by¢
jasne, ktéry organ jest whasciwy i
podejmuje decyzje w danej sprawie.
Inne organy powinny we wszelki
mozliwy sposdb wspoétpracowac z
organem wiodacym (lead authority).

Ad. 73 ust. 5 — popieramy brzmienie
tego ustepu. W naszej ocenie podmiot
danych powinien mieé biezaca i jak
najszerszg informacje o stanie toczgcego
sie postepowania, ktérg powinien méc
uzyskaé od najblizszego organu
nadzorczego, czyli w zdecydowanej
wiekszosci przypadkdw, tego do ktérego
ztozyt skarge. Ustep ten wydaje sie
dobrze realizowac zasade bliskosci
(broximity)
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Article 74

Right to a judicial remedy against a
supervisory authority

1. Each natural or legal person
shall have the right to a judicial remedy
against decisions of a supervisory
authority concerning them.

2. Each data subject shall have
the right to a judicial remedy obliging
the supervisory authority to act on a
complaint in the absence of a decision
necessary to protect their rights, or
where the supervisory authority does
not inform the data subject within
three months on the progress or
outcome of the complaint pursuant to
point (b) of Article 52(1).

3. Proceedings against a
supervisory authority shall be brought
before the courts of the Member State
where the supervisory authority is
established.

4, A data subject which is
concerned by a decision of a
supervisory authority in another
Member State than where the data
subject has its habitual residence, may
request the supervisory authority of
the Member State where it has its
habitual residence to bring proceedings
on its behalf against the competent

Article 74
Right to a judicial remedy against a
supervisory authority

1. Without prejudice to any other
administrative or non-judicial remedy, each
natural or legal person shall have the right to
an effective judicial remedy against a
decision of a supervisory authority.

2. Without prejudice to any other
administrative or non-judicial remedy, each
data subject shall have the right to a judicial
remedy where the supervisory authority
[competent in accordance with Article 51]
does not deal with a complaint, has rejected
the complaint, in part or wholly, or does not

inform the data subject within three months
or any shorter period provided under Union
or Member State law on the progress or
outcome of the complaint lodged under
Article 73.

3. Proceedings against a decision of a
supervisory authority shall be brought before
the courts of the Member State where the
supervisory authority is established
according to the laws of that Member State.

Article 74

Right to a judicial remedy against a
supervisory authority

1. Without prejudice to any other
administrative or non-judicial remedy, each
natural or legal person shall have the right
to a judicial remedy against decisions of a
supervisory authority concerning them.

2. Without prejudice to any other
administrative or non-judicial remedy, each
data subject shall have the right to a judicial
remedy obliging the supervisory authority
to act on a complaint in the absence of a
decision necessary to protect their rights, or
where the supervisory authority does not
inform the data subject within three
months on the progress or outcome of the
complaint pursuant to point (b) of Article
52(1).

3. Proceedings against a supervisory
authority shall be brought before the courts
of the Member State where the supervisory
authority is established.

4. Without prejudice to the consistency

Ad. 74 ust. 1 —zastrzezenia do
zastosowania przymiotnika “effective”,
W naszej ocenie jest on niejasny, co do
zasady kazdy srodek prawny powinien
byc¢ efektywny. Analogiczng uwage
zgtaszamy do uzycia tego stowa w art. 75

Ad. 74 ust. 2 i 74 ust. 3 — popieramy
zmiany wprowadzone przez
Prezydencje, w naszej opinii czynig one
ten artykut bardziej precyzyjnym.

w art. 74 ust. 3 doprecyzowacd, iz chodzi
o ,competent supervisory authority”, tak
aby unikngé mozliwych niejasnosci.
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supervisory authority in the other
Member State.

5. The Member States shall
enforce final decisions by the courts
referred to in this Article.

mechanism a A data subject which is
concerned by a decision of a supervisory
authority in another Member State than
where the data subject has its habitual
residence, may request the supervisory
authority of the Member State where it has
its habitual residence to bring proceedings
on its behalf against the competent
supervisory authority in the other Member
State.

5. The Member States shall enforce final
decisions by the courts referred to in this
Article.

Article 75

Right to a judicial remedy against a
controller or processor

1. Without prejudice to any
available administrative remedy,
including the right to lodge a complaint
with a supervisory authority as
referred to in Article 73, every natural
person shall have the right to a judicial
remedy if they consider that their
rights under this Regulation have been
infringed as a result of the processing
of their personal data in non-
compliance with this Regulation.

Article 75
Right to a judicial remedy against
a controller or processor

1. Without prejudice to any available
administrative or non-judicial remedy,
including the right to lodge a complaint with
a supervisory authority under Article 73, a
data subject shall have the right to an
effective judicial remedy if they consider that
their rights under this Regulation have been
infringed as a result of the processing of their
personal data in non-compliance with this
Regulation.

2. Proceedings against a controller or
a processor shall be brought before the

Article 75

Right to a judicial remedy against a
controller or processor

1. Without prejudice to any available
administrative remedy, including the right
to lodge a complaint with a supervisory
authority as referred to in Article 73, every
natural person shall have the right to a
judicial remedy if they consider that their
rights under this Regulation have been
infringed as a result of the processing of
their personal data in non-compliance with
this Regulation.

PL zgtosita zastrzezenia analityczne. W
szczegdlnosci prosimy o wyjasnienie o
jakiego rodzaju srodki chodzi w
przypadku ,effective judical remedy”.
Czy chodzi o wspdlny srodek dostepny
dla kazdego obywatela Unii, przyznany
na mocy rozporzadzenia, czy tez kazde
Panstwo Cztonkowskie bedzie mogto
przyja¢ wiasne regulacje w tym zakresie?
Widzimy tutaj potencjalny problem
pojawienia sie spraw cywilnych
dotyczacych kwestii majacych charakter
czysto administracyjny. W naszej ocenie
kwestie z art. 75 mozna uregulowac¢ w
catosci na poziomie prawa krajowego
panstw cztonkowskich.
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2. Proceedings against a
controller or a processor shall be
brought before the courts of the
Member State where the controller or
processor has an establishment.
Alternatively, such proceedings may be
brought before the courts of the
Member State where the data subject
has its habitual residence, unless the
controller is a public authority acting in
the exercise of its public powers.

3. Where proceedings are
pending in the consistency mechanism
referred to in Article 58, which concern
the same measure, decision or
practice, a court may suspend the
proceedings brought before it, except
where the urgency of the matter for
the protection of the data subject's
rights does not allow to wait for the
outcome of the procedure in the
consistency mechanism.

4, The Member States shall
enforce final decisions by the courts
referred to in this Article.

courts of the Member State where the
controller or processor has an establishment

according to the laws of that Member State.

Alternatively, such proceedings may be
brought before the courts of the Member
State where the data subject has his or her
habitual residence, unless the controller is a
public authority acting in the exercise of its
public powers.

2. Proceedings against a controller or a
processor shall be brought before the
courts of the Member State where the
controller or processor has an
establishment. Alternatively, such
proceedings may be brought before the
courts of the Member State where the data
subject has its habitual residence, unless
the controller is a public authority of the
Union or a Member State acting in the
exercise of its public powers.

3. Where proceedings are pending in the
consistency mechanism referred to in
Article 58, which concern the same
measure, decision or practice, a court may
suspend the proceedings brought before it,
except where the urgency of the matter for
the protection of the data subject's rights
does not allow to wait for the outcome of
the procedure in the consistency
mechanism.

4. The Member States shall enforce final
decisions by the courts referred to in this
Article.

Ponadto zwracamy uwage w odniesieniu
do art. 75 ust. 2 na obowigzujace juz
rozporzadzenia UE (przede wszystkim
44/2000 Bruksela 1) dotyczace
jurysdykcji sagdow w sprawach
cywilnych. Regulowanie tych spraw
ponownie nie wydaje sie potrzebne i
moze prowadzi¢ do niepewnosci
prawnej. Proponujemy wykreslenie tego
przepisu.
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Article 76
Common rules for court proceedings

1. Any body, organisation or
association referred to in Article 73(2)
shall have the right to exercise the
rights referred to in Articles 74 and 75
on behalf of one or more data subjects.

2. Each supervisory authority
shall have the right to engage in legal
proceedings and bring an action to
court, in order to enforce the
provisions of this Regulation or to
ensure consistency of the protection of
personal data within the Union.

3. Where a competent court of a
Member State has reasonable grounds
to believe that parallel proceedings are
being conducted in another Member
State, it shall contact the competent
court in the other Member State to
confirm the existence of such parallel
proceedings.

4, Where such parallel
proceedings in another Member State
concern the same measure, decision or
practice, the court may suspend the
proceedings.

5. Member States shall ensure
that court actions available under
national law allow for the rapid

Article 76
Representation of of data subjects

1. The data subject shall have the
right to mandate a body, organisation or
association, which has been properly
constituted according to the law of a
Member State and whose statutory
objectives include the protection of data
subjects’ rights and freedoms with regard to
the protection of their personal data, to
lodge the complaint on his or her behalf (...)
and to exercise the rights referred to in
Articles 73, 74 and 75 on his or her behalf].

la. [Independently of a data subject's
mandate or complaint, any body,
organisation or association referred to in
paragraph 1 shall have the right to lodge a
complaint with the_supervisory authority
competent in accordance with Article 51 {...)
if it has reasons to consider that a personal
data breach referred to in Article 32(1) has
occurred and Article 32(3) does not apply.].

2. ()
3. ()
4, ()

Article 76

Common rules for court proceedings

1. Any body, organisation or association
referred to in Article 73(2) shall have the
right to exercise the rights referred to in
Articles 74, and 75 and 77 en-behalf-of if
mandated by one or more data subjects.

2. Each supervisory authority shall have the
right to engage in legal proceedings and
bring an action to court, in order to enforce
the provisions of this Regulation or to
ensure consistency of the protection of
personal data within the Union.

3. Where a competent court of a Member
State has reasonable grounds to believe
that parallel proceedings are being
conducted in another Member State, it shall
contact the competent court in the other
Member State to confirm the existence of
such parallel proceedings.

4. Where such parallel proceedings in
another Member State concern the same
measure, decision or practice, the court

Dziekujemy Prezydencji za
uwzglednienie naszej uwagi z przypisu
21.

Ad. 76 ust. 1a — zastanawiamy sie skad
organizacje bedg uzyskiwac informacje o
naruszeniach ochrony danych. W Polsce
jest wiele organizacji, ktére wyszukuja,
np. w regulaminach sklepéw
internetowych, klauzule niezgodne z
prawem i pozywajq przedsiebiorcow z
nich korzystajgcych, czesto naduzywajac
prawa. Boimy sie analogicznych sytuacji
tutaj, np. celowego wtamywania sie do
systemdw, po to zeby mdc zgtosicé
naruszenie. Odnosnie tego ustepu
uwazamy, iz organizacje, o ktérych
mowa w ustepie 1 powinny, gdy
powezmg informacje odnosnie
naruszenia, poinformowac o tym organ
ochrony danych, aby to on podjat
odpowiednie dziatania z urzedu. Dlatego
opowiadamy sie za usunieciem tego
ustepu. Mozliwosc¢ udzielenia
petnomocnictwa takiej organizacji przez
podmiot danych wydaje nam sie
catkowicie wystarczajaca.
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adoption of measures including interim
measures, designed to terminate any
alleged infringement and to prevent
any further impairment of the interests
involved.

may suspend the proceedings.

5. Member States shall ensure that court
actions available under national law allow
for the rapid adoption of measures
including interim measures, designed to
terminate any alleged infringement and to
prevent any further impairment of the
interests involved.

Article 76a
Suspension of proceedings

1. Where a competent court of a
Member State has reasonable grounds to
believe that proceedings concerning the
same processing activities are being
conducted in another Member State, it shall
contact the competent court in the other
Member State to confirm the existence of

such proceedings.

2. Where a possible violation of the
same rights related to the same processing
activities is already being examined by a
court in another Member State, the
competent court may suspend its
proceedings concerning a natural and/or
legal person provided these persons are also

party to the proceedings in the other

Wydaje nam sig, ze idea stojgca za
propozycja Prezydencji jest stuszna,
natomiast zaproponowany mechanizm
wymaga dopracowania. W szczegdlnosci
trudna moze by¢ wymiana informacji
pomiedzy sgdami z réznych Panstw
Cztonkowskich i koordynowanie przez
nie swoich dziatan. Niestety czesto
mamy do czynienia z sytuacja, gdy sad
nie chce sie zaja¢ dang sprawa. Co wiec
stanie sie w sytuacji, gdy dwa sady z
dwadch réznych Panstw Cztonkowskich
jednoczesnie uznajg, ze w danej sprawie
toczy sie juz postepowanie przed tym
drugim sgdem?
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Member State.

Article 77
Right to compensation and liability

1. Any person who has suffered
damage as a result of an unlawful
processing operation or of an action
incompatible with this Regulation shall
have the right to receive compensation
from the controller or the processor for
the damage suffered.

2. Where more than one
controller or processor is involved in
the processing, each controller or
processor shall be jointly and severally
liable for the entire amount of the
damage.

3. The controller or the processor
may be exempted from this liability, in
whole or in part, if the controller or the
processor proves that they are not
responsible for the event giving rise to
the damage.

Article 77
Right to compensation and liability

1. Any person who has suffered
damage as a result of a processing operation
which is non compliant with this Regulation
shall have the right to receive compensation
from the controller or processor for the
damage suffered.

2. Where more than one controller or
processor or a controller and processor are
involved in the processing which gives rise to

the damage, each controller or processor
shall be jointly and severally liable for the
entire amount of the damage. This is
without prejudice to recourse claims
between controllers and/or processors.

3. The controller or the processor
may be exempted from this liability, in whole
orin part, if the controller or the processor
proves that they are not responsible for the
event giving rise to the damage.

Article 77

Right to compensation and liability

1. Any person who has suffered damage,
including non-pecuniary damage, as a result
of an unlawful processing operation or of an
action incompatible with this Regulation
shall have the right to reeeive claim
compensation from the controller or the
processor for the damage suffered.

2. Where more than one controller or
processor is involved in the processing, each
of those controllers or processors shall be
jointly and severally liable for the entire
amount of the damage, unless they have an
appropriate written agreement establishing
liability-in-the-determination-ef- determining

the responsibilities pursuant to Article 24.

3. The controller or the processor may be
exempted from this liability, in whole or in
part, if the controller or the processor
proves that they are not responsible for the
event giving rise to the damage.

Uwazamy, Ze zmiany wprowadzone
przez Prezydencje czynia ten artykut
bardziej precyzyjnym. Jednoczesénie
podtrzymujemy przypis 34, uwazamy, ze
zamiana ,,may” na ,shall” w art. 77 ust. 3
zwiekszy pewnos¢ prawng w zakresie
wytaczenia odpowiedzialnosci
administratorow danych i podmiotow
przetwarzajacych dane.
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Article 78
Penalties

1. Member States shall lay down
the rules on penalties, applicable to
infringements of the provisions of this
Regulation and shall take all measures
necessary to ensure that they are
implemented, including where the
controller did not comply with the
obligation to designate a
representative. The penalties provided
for must be effective, proportionate
and dissuasive.

2. Where the controller has
established a representative, any
penalties shall be applied to the
representative, without prejudice to
any penalties which could be initiated
against the controller.

3. Each Member State shall
notify to the Commission those
provisions of its law which it adopts
pursuant to paragraph 1, by the date
specified in Article 91(2) at the latest
and, without delay, any subsequent

Article 78
Penalties

Article 78 Przeniesiony do art. 79 b

Penalties

1. Member States shall lay down the rules
on penalties, applicable to infringements of
the provisions of this Regulation and shall
take all measures necessary to ensure that
they are implemented, including where the
controller did not comply with the
obligation to designate a representative.
The penalties provided for must be
effective, proportionate and dissuasive. Fhe

2. Where the controller has established a
representative, any penalties shall be
applied to the representative, without
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amendment affecting them.

prejudice to any penalties which could be
initiated against the controller.

3. Each Member State shall notify to the
Commission those provisions of its law
which it adopts pursuant to paragraph 1, by
the date specified in Article 91(2) at the
latest and, without delay, any subsequent
amendment affecting them.

Article 79
Administrative sanctions

1. Each supervisory authority
shall be empowered to impose
administrative sanctions in accordance
with this Article.

2. The administrative sanction
shall be in each individual case
effective, proportionate and
dissuasive. The amount of the
administrative fine shall be fixed with
due regard to the nature, gravity and
duration of the breach, the intentional
or negligent character of the
infringement, the degree of
responsibility of the natural or legal
person and of previous breaches by
this person, the technical and
organisational measures and

Article 79
General conditions for imposing
administrative fines

1. Each supervisory authority
[competent in accordance with Article 51]
shall be empowered to impose
administrative fines pursuant to this Article
in respect of infringements of this
Regulation. Administrative fines shall,
depending on the circumstances of each
individual case, be imposed in addition to, or

instead of, measures referred to in Article 53.

Administrative fines imposed
pursuant to Article 79a shall in each
individual case be effective, proportionate
and dissuasive.

2a. When deciding whether to impose

Article 79
Administrative sanctions

1. Each supervisory authority shall be
empowered to impose administrative
sanctions in accordance with this Article.
The supervisory authorities shall co-operate
with each other in accordance with Articles
46 and 57 to guarantee a harmonized level
of sanctions within the Union.

2. The administrative sanction shall be in

each individual case effective,

proportionate and dissuasive. The-gmeount
ol i o fi hell be fixed-witl

Art. 79 ust. 2a — dostrzegamy, ze
Prezydencja usuneta cze$¢ czynnikéw,
ktore wzbudzaty kontrowersje podczas
ostatnich dyskusji. W kazdym przypadku
widzimy potrzebe doprecyzowania zasad
z art. 79 ust. 2a w wytycznych
Europejskiej Rady Ochrony Danych. W
innym przypadku moze zaistnie¢ ryzyko
réznej interpretacji jego postanowien
przez krajowe organy, a przez to — forum
shopping. Ponadto, jestesmy za tym, aby
chociaz w podstawowym zakresie
rozrozni¢ czynniki, ktore zaostrzajg
odpowiedzialnos¢, od tych, ktére ja
fagodzg. W szczegdlnosci trzeba dokonac
takiego rozréznienia w odniesieniu do
stosowania kodeksdw postepowania i
mechanizmow certyfikacji, faktu bycia
podmiotem publicznym czy prywatnych
oraz powotania lub nie DPO.

215




procedures implemented pursuant to
Article 23 and the degree of co-
operation with the supervisory
authority in order to remedy the
breach.

3. In case of a first and non-
intentional non-compliance with this
Regulation, a warning in writing may
be given and no sanction imposed,
where:

(a) a natural person is processing
personal data without a commercial
interest; or

(b) an enterprise or an
organisation employing fewer than 250
persons is processing personal data
only as an activity ancillary to its main
activities.

4, The supervisory authority shall
impose a fine up to 250 000 EUR, or in
case of an enterprise up to 0,5 % of its
annual worldwide turnover, to anyone
who, intentionally or negligently:

(a) does not provide the
mechanisms for requests by data
subjects or does not respond promptly
or not in the required format to data
subjects pursuant to Articles 12(1) and

(2);
(b)

charges a fee for the

an administrative fine and deciding on the
amount of the administrative fine in each
individual case (...) due regard shall be had to

the following:

(a) the nature, gravity and duration of
the infringment having regard to the nature
scope or purpose of the processing
concerned;

(b) the intentional or negligent
character of the infringement,

(c) the number of data subjects
affected by the infringement and the level of
damage suffered by them;

(d) action taken by the controller or
processor to mitigate the damage suffered

by data subjects;

(e) the degree of responsibility of the
controller or processor having regard to
technical and organisational measures
implemented by them pursuant to Articles
23 and 30;

(f) any previous infringements by the
controller or processor;
(g) (...).any financial benefits gained, or

losses avoided, directly or indirectly from the
infringement;

(h) the maner in which the
infringement became known to the
supervisory authority, in particular whether,

2a. To anyone who does not comply with
the obligations laid down in this Regulation,
the supervisory authority shall impose at
least one of the following sanctions:

a) a warning in writing in cases of first and
non-intentional non-compliance;

b) reqgular periodic data protection audits;

¢) a fine up to 100 000 000 EUR or up to 5%
of the annual worldwide turnover in case of
an enterprise, whichever is greater.

2b. If the controller or the processor is in
possession of a valid "European Data
Protection Seal" pursuant to Article 39, a
fine pursuant to paragraph 2c) shall only be
imposed in cases of intentional or negligent
incompliance.

2c¢. The administrative sanction shall take

Art. 79 ust. 2b — opowiadamy sie za jak
najszerszym wachlarzem mozliwych
sankcji, ktére moze naktadac organ
krajowy, tak aby jak najlepiej
odpowiadaty potrzebom konkretnej
sprawy. Niemniej, widzimy tutaj ryzyko
forum shopping, w zwigzku z czym takze
w tym zakresie konieczne bedg silne
wytyczne Europejskiej Rady Ochrony
Danych.

PL opowiadata sie za utrzymaniem ust.
3a; w kwestii ustanowienia
przedstawiciela, DPA powinien méc
wybrac czy chce natozy¢ kare
administracyjng na administratora czy
na jego przedstawiciela, przedstawiciel
musi sie liczy¢ z tym, ze moze zostac
pociggniety do odpowiedzialnosci.

ust. 4 - watpliwosci co do wartosci
dodanej tego przepisu - wydaje sie, ze w
kazdym panstwie cztonkowskim istniejg
srodki prawne zapewniajace kontrole
sadowg decyzji DPA. Aby nadac
ustepowi faktyczng tres¢, nalezatoby
dodacd (na przyktad), ze decyzja powinna
by¢ poddana kontroli merytorycznej
(czyli w Polsce w trybie postepowania
cywilnego), a nie tylko formalnej (przed
sadami administracyjnymi). Wtedy
przepis faktycznie nidstby istotna tresé
normatywna.
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information or for responses to the
requests of data subjects in violation of
Article 12(4).

5.

The supervisory authority shall

impose a fine up to 500 000 EUR, or in
case of an enterprise up to 1 % of its
annual worldwide turnover, to anyone
who, intentionally or negligently:

(a)

does not provide the

information, or does provide
incomplete information, or does not
provide the information in a
sufficiently transparent manner, to the
data subject pursuant to Article 11,
Article 12(3) and Article 14;

(b)

does not provide access for

the data subject or does not rectify
personal data pursuant to Articles 15
and 16 or does not communicate the
relevant information to a recipient
pursuant to Article 13;

(c)

does not comply with the right

to be forgotten or to erasure, or fails to

put mechanisms in place to ensure that

the time limits are observed or does
not take all necessary steps to inform
third parties that a data subjects
requests to erase any links to, or copy
or replication of the personal data
pursuant Article 17;

(d)

does not provide a copy of the

and if so to what extent, the controller or
processor notified the infringement;

(i) compliance with measures
referred to in point (b) and (c) of paragraph
1 and points (a), (d), (e) and (f) of paragraph
1b of Article 53, ordered against the
controller or processor concerned with
regard to the same subject-matter;

(i4) adherence to approved codes of
conduct pursuant to Article 38 or approved
certification mechanisms pursuant to Article
39;

(k) ()
(U} ()

(m) any other aggravating or mitigating

factor applicable to the circumstances of the
case.

2b. When the consideration of the
factors set out in paragraph 2 leads to the
conclusion that it concerns a less grave
violation, it may be decided to impose
measures referred to in points (b) of
paragraph 1b of Article 53 instead of the
imposing an administrative fine.

3b. Each Member State may lay down
the rules on whether and to what extent

into account the following factors:

a) the nature, gravity and duration of the
incompliance,

b) the intentional or negligent character of
the infringement,

c) the degree of responsibility of the natural
or legal person and of previous breaches by
this person,

d) the repetitive nature of the infringement,

e) the degree of co-operation with the
supervisory authority, in order to remedy
the infringement and mitigate the possible
adverse effects of the infringement,

f) the specific categories of personal data
affected by the infringement,

(fa) the level of damage, including non-
pecuniary damage, suffered by the data
subjects,

(fb) the action taken by the controller or
processor to mitigate the damage suffered
by data subjects,

(fc) any financial benefits intended or
gained, or losses avoided, directly or
indirectly from the infringement,

g) the degree of technical and
organisational measures and procedures
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personal data in electronic format or
hinders the data subject to transmit
the personal data to another
application in violation of Article 18;

(e) does not or not sufficiently
determine the respective
responsibilities with co-controllers
pursuant to Article 24;

(f) does not or not sufficiently
maintain the documentation pursuant
to Article 28, Article 31(4), and Article
44(3);

(g) does not comply, in cases
where special categories of data are
not involved, pursuant to Articles 80,
82 and 83 with rules in relation to
freedom of expression or with rules on
the processing in the employment
context or with the conditions for
processing for historical, statistical and
scientific research purposes.

6. The supervisory authority shall
impose a fine up to 1 000 000 EUR or,
in case of an enterprise up to 2 % of its
annual worldwide turnover, to anyone
who, intentionally or negligently:

(a) processes personal data
without any or sufficient legal basis for
the processing or does not comply with
the conditions for consent pursuant to

administrative fines may be imposed on
public authorities and bodies established in
that Member State.

4, The exercise by the supervisory
authority [competent in accordance with
Article 51] of its powers under this Article
shall be subject to appropriate procedural
safeguards in conformity with Union law and

Member State law, including effective
judicial remedy and due process.

implemented pursuant to:

i) Article 23 - Data protection by design and
by default

ii) Article 30 - Security of processing

iii) Article 33 - Data protection impact
assessment

iv) Article 33 a (new) - Data protection
compliance review

v) Article 35 - Designation of the data
protection officer

(ga) the refusal to cooperate with or
obstruction of inspections, audits and
controls carried out by the supervisory
authority pursuant to Article 53,

(gb) other aggravating or mitigating factors
applicable to the circumstance of the case.
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Articles 6, 7 and 8;

(b) processes special categories of
data in violation of Articles 9 and 81;

(c) does not comply with an
objection or the requirement pursuant
to Article 19;

(d) does not comply with the
conditions in relation to measures
based on profiling pursuant to Article
20;

(e) does not adopt internal
policies or does not implement
appropriate measures for ensuring and
demonstrating compliance pursuant to
Articles 22, 23 and 30;

(f) does not designate a
representative pursuant to Article 25;

(g) processes or instructs the
processing of personal data in violation
of the obligations in relation to
processing on behalf of a controller
pursuant to Articles 26 and 27;

(h) does not alert on or notify a
personal data breach or does not
timely or completely notify the data
breach to the supervisory authority or
to the data subject pursuant to Articles
31 and 32;

(i) does not carry out a data
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protection impact assessment pursuant
or processes personal data without
prior authorisation or prior
consultation of the supervisory
authority pursuant to Articles 33 and
34;

(i) does not designate a data
protection officer or does not ensure
the conditions for fulfilling the tasks
pursuant to Articles 35, 36 and 37;

(k) misuses a data protection seal
or mark in the meaning of Article 39;

{)] carries out or instructs a data
transfer to a third country or an
international organisation that is not
allowed by an adequacy decision or by
appropriate safeguards or by a
derogation pursuant to Articles 40 to
44;

(m) does not comply with an order
or a temporary or definite ban on
processing or the suspension of data
flows by the supervisory authority
pursuant to Article 53(1);

(n) does not comply with the
obligations to assist or respond or
provide relevant information to, or
access to premises by, the supervisory
authority pursuant to Article 28(3),
Article 29, Article 34(6) and Article
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53(2);

(o) does not comply with the rules
for safeguarding professional secrecy
pursuant to Article 84.

7. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of updating the amounts of
the administrative fines referred to in
paragraphs 4, 5 and 6, taking into
account the criteria referred to in
paragraph 2.
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Article 79a

Administrative fines

1. The supervisory authority
[competent in accordance with Article 51]
may impose a fine that shall not exceed [...]
EUR, or in case of an undertaking [...] % of
its total worldwide annual turnover of the
preceding financial year, on a controller
who, intentionally or negligently:

(a) does not respond within
the period referred to in Article 12(2) to
requests of the data subject;

(b) charges a fee in violation
of the first sentence of paragraph 4 of

7. The Commission shall be empowered to
adopt delegated acts in accordance with
Article 86 for the purpose of updating the
absolute amounts of the administrative
fines referred to in paragraphs 2a 4,-5-and
6, taking into account the criteria and
factors referred to in paragraphs 2 and 2c.

Chcielibysmy, zeby ten artykut byt jak
najbardziej czytelny i prosty.
Potrzebujemy jednolitej aplikacji sankcji
administracyjnych w catej Unii
Europejskiej. Dziekujemy za dodanie
zaproponowanego przez nas ustepu 3a —
rozjasnia on watpliwosci, ktore mogli
mie¢ administratorzy danych lub
podmioty przetwarzajgce dane w
przypadku kumulacji podstaw
odpowiedzialnosci. Popieramy cate
nowe brzmienie ust. 3a —to dobre
rozwigzanie. Musimy pamietaé, ze sg
podmioty, zwtaszcza duze,
miedzynarodowe korporacje, dla
ktorych sankcje przewidziane w
rozporzadzeniu mogg nie by¢
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Article 12.

2. The supervisory authority
[competent in accordance with Article 51]
may impose a fine that shall not exceed [...]
EUR, or in case of an undertaking [...]% of its
total worldwide annual (...) turnover of the
preceding financial year, on a controller or
processor who, intentionally or negligently:

(a) does not provide
the information, or (...) provides incomplete
information, or does not provide the
information timely or in a sufficiently
transparent manner, to the data subject
pursuant to Articles 12(3),14 and 14a;

(b) does not provide
access for the data subject or does not
rectify personal data pursuant to Articles 15
and 16 or does not comply with the rights
and obligations pursuant to Articles 17, 17a,
17b, 18 or 19;

(c) (-..);
(d) (-..);

(e) does not or not sufficiently
determine the respective responsibilities
with joint controllers pursuant to Article 24;

(f) does not or not sufficiently
maintain the documentation pursuant to
Article 28 and Article 31(4).

(g) ()

3. The supervisory authority

wystarczajgco dotkliwe. To o nich
myslimy czytajac ten ustep.

Odnosnie pojecia poprzedni rok
obrotowy (proceding financial year)
uwazamy to za dobrg zmiane,
doprecyzowujgcg podstawe do
wyliczania sankcji.

Art. 79a ust. 4 — w naszej ocenie moze
pozostac w tekscie, pozwoli on
dostosowac wysokos¢ sankcji do
zmieniajacych sie uwarunkowan
ekonomicznych.

Kary administracyjne naktadane przez
organy nadzoru powinny by¢ z jednej
strony elastyczne, ale z drugiej powinny
miec¢ takg wysokos¢, aby stanowity
skuteczny Srodek prewencyjny. Nalezy
to takze prawidtowo osadzi¢ w
kontekscie miedzynarodowym —
obowigzku stosowania regut UE przez
zagraniczne podmioty, w tym potezne
korporacje posiadajace wielomiliardowe
przychody. Aby zapewnic stosowanie
przez nie rozporzadzenia kary muszg by¢
odpowiednio dotkliwe i mie¢ na
wzgledzie rozwigzania obowigzujgce w
panstwach trzecich.

Przedstawiciel PL zada pytanie, czy
majac na uwadze wytyczne w art. 79 i
okreslenie jedynie gornego putapu kar,
faktycznie niezbedne jest rozdzielenia
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[competent in accordance with Article 51]
may impose a fine that shall not exceed [...]
EUR or, in case of an undertaking, [...] % of
its total worldwide annual turnover_of the

preceding financial year, on a controller or
processor who, intentionally or negligently:

(a) processes personal data without a
(...) legal basis for the processing or does
not comply with the conditions for consent
pursuant to Articles 6, 7, 8 and 9;

(b) ();
(c) ()

(d) does not comply with the
conditions in relation to (...) profiling
pursuant to Article 20;

(e) does not (...) implement
appropriate measures or is not able to
demonstrate compliance pursuant to
Articles 22 (...) and 30;

() does not designate a
representative in violation of Article 25;

(g) processes or instructs the
processing of personal data in violation of
(...) Articles 26;

(h) does not alert on or notify a
personal data breach or does not timely or
completely notify the data breach to the
supervisory authority or to the data subject

poszczegdlnych kategorii naruszen i
osobne okreslenie kar dla kazdej z nich.
Czy nie prostszym i klarowniejszym
rozwigzaniem bytoby ogdlnie
uprawnienie DPA do natozenia kary za
naruszenie ktéregokolwiek przepisu
rozporzadzenia?
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in violation of Articles 31 and 32;

(i) does not carry out a data
protection impact assessment in violation of
Article 33 or processes personal data
without prior consultation of the
supervisory authority in violation of Article
34(1);

(i) ()

(k) misuses a data protection seal or
mark in the meaning of Article 39 or does
not comply with the conditions and
procedures laid down in Articles 38a and
39a;

)] carries out or instructs a data
transfer to a recipient in a third country or
an international organisation in violation of
Articles 40 to 44;

(m) does not comply with an order or a
temporary or definite ban on processing or
the suspension of data flows by the
supervisory authority pursuant to Article
53(1) or does not provide access in violation

of Article 53(2).

[3a. If a controller or processor
intentionally or negligently violates several
provisions of this Regulation listed in
paragraphs 1, 2 or 3, the total amount of
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the fine may not excceed the amount
specified for the gravest violation.

The administrative fines shall be
higher than the economic advantage
obtained by comitting the violation
concerned. Should the maximum amounts
referred to in paragraphs 1 to 3 not allow
for the deprivation of this economic
adavantage, the supervisory authority
competent in accordance with Article 51
shall be authorised to impose a higer

amount.l

4. [The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the purpose
of adjusting the maximum amounts of the
administrative fines referred to in
paragraphs 1, 2 and 3 to monetary
developments, taking into account the
criteria referred to in paragraph 2a of

Article 79.]

Article 79b
Penalties

1. For infringments of the provisions
of this Requlation not listed in Article 79a
Member States shall lay down the rules on
penalties applicable to such infringements
and shall take all measures necessary to
ensure that they are implemented {(...). Such
penalties shall be effective, proportionate

Art. 79b ust. 1 — Popieramy poprzednie
brzmienie tego artykutu — bez ,for
infringments of the provisions of this
Regulation not listed in Article 793",
ktory naszym zdaniem nie pomaga w
zrozumieniu tego artykutu — artykut ten
jest obecnie niejasny i nie widzimy
zadnego uzasadnienia dla tego
rozwigzania. Chcielibysmy, aby
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and dissuasive.

2 (..).

3. Each Member State shall notify to
the Commission those provisions of its law
which it adopts pursuant to paragraph 1, by
the date specified in Article 91(2) at the latest
and, without delay, any subsequent
amendment affecting them.

Prezydencja jeszcze raz wyjasnita czemu
stuzg wprowadzone przez nig zmiany w
ustepie 1.

PL opowiadata sie za powrotem do
pierwotnego brzmienia przepisu, w
ktérym kary moga by¢ przewidziane w
prawie krajowym za naruszenie
wszystkich przepisow rozporzadzenia.
Zaproponowane rozwigzanie,
ograniczajgce tg mozliwos¢ jedynie do
naruszen nieopisanych w art. 79a, nie
znajduje w ocenie Polski zadnego
uzasadnienia.

Pytanie do Prezydencji: czy przy
obecnym brzmieniu art. 79b ust. 1
Panstwa Cztonkowskie wcigz mogga
naktadac¢ kary za naruszenia wymienione
w art. 79a projektu rozporzadzenia? W
naszej ocenie odpowiedzialnos¢ karna, a
o taka gtéwnie chodzi w tym ustepie, nie
moze by¢ zharmonizowana w prawie
Unii Europejskiej, wiec rozporzadzenie
nie moze w tym zakresie wprowadzac
zadnych ograniczen. W zwigzku z czym w
naszej ocenie zmiany wprowadzone
przez Prezydencje w ustepie 1 w
praktyce nic nie zmieniaja. Prosimy o
wyjasnienie naszych watpliwosci. Ten
artykut jest bardzo réznie rozumiany,
takze w toku naszych konsultacji
interpretacje sg catkowicie rozbiezne.
By¢ moze nalezy go lepiej wyjasnic¢ na
przyktad w motywach do
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rozporzadzenia.

Przedstawiciel zada takze pytanie, czy,
majgc na uwadze bardzo lakoniczne
brzmienie przepisu, mozliwe bedzie
zakwestionowanie efektywnosci,
proporcjonalnosci i odpowiednio
odstraszajgcego wymiaru kar
ustanowionych przez panstwo
cztonkowskie w postepowaniu przed
Trybunatem Sprawiedliwosci UE i czy
bedzie to jedyny przystugujacy Srodek?
Ponownie widzimy tu mozliwos¢ wtornej
fragmentaryzacji rezimu prawnego
pomiedzy Panstwami Cztonkowskimi i
potencjalnie zrodto forum shopping.

Article 80

Processing of personal data and
freedom of expression

1. Member States shall provide
for exemptions or derogations from
the provisions on the general principles
in Chapter lI, the rights of the data
subject in Chapter lll, on controller and
processor in Chapter IV, on the transfer
of personal data to third countries and
international organisations in Chapter
V, the independent supervisory
authorities in Chapter VI and on co-

Processing of personal data and freedom
of expression

Member State law shall {...)
reconcile the right to the
protection of personal data
pursuant to this Regulation with
the right to freedom of
expression, including the
processing of personal data for
journalistic purposes and the
purposes of artistic or literary

expression.

Article 80

Processing of personal data and freedom of
expression

1. Member States shall provide for
exemptions or derogations from the
provisions on the general principles in
Chapter Il, the rights of the data subject in
Chapter Ill, on controller and processor in
Chapter IV, on the transfer of personal data
to third countries and international
organisations in Chapter V, the independent
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operation and consistency in Chapter
VII for the processing of personal data
carried out solely for journalistic
purposes or the purpose of artistic or
literary expression in order to reconcile
the right to the protection of personal
data with the rules governing freedom
of expression.

2. Each Member State shall
notify to the Commission those
provisions of its law which it has
adopted pursuant to paragraph 1 by
the date specified in Article 91(2) at the
latest and, without delay, any
subsequent amendment law or
amendment affecting them.

2.

supervisory authorities in Chapter VI, -and
on co-operation and consistency in Chapter
VIl and specific data processing situations in
Chapter IX whenever this is necessary fer
; . . [ -
ol for i e

E eopticti 0 ion in
order to reconcile the right to the
protection of personal data with the rules
governing freedom of expression in
accordance with the Charter of
Fundamental Rights of the European Union.

2. Each Member State shall notify to the
Commission those provisions of its law
which it has adopted pursuant to paragraph
1 by the date specified in Article 91(2) at the
latest and, without delay, any subsequent
amendment law or amendment affecting
them.
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Article 80a
Processing of personal data and public
access to official documents

Personal data in official documents held by
a public authority or a public body may be
disclosed by the authority or body in
accordance with Union law or Member
State law to which the public authority or
body is subject in order to reconcile public
access to such official documents with the
right to the protection of personal data
pursuant to this Regulation.

Article 80a

Access to documents

1. Personal data in documents held by a
public authority or a public body may be
disclosed by this authority or body in
accordance with Union or Member State
legislation regarding public access to official
documents, which reconciles the right to the
protection of personal data with the
principle of public access to official
documents.

2. Each Member State shall notify to the
Commission provisions of its law which it
adopts pursuant to paragraph 1 by the date
specified in Article 91(2) at the latest and,
without delay, any subsequent amendment
affecting them.
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Article 80b
Processing of national identification
number

Member States may determine the
conditions for the processing of a national
identification number or any other identifier
of general application

Article 81

Processing of personal data concerning
health

1. Within the limits of this
Regulation and in accordance with
point (h) of Article 9(2), processing of
personal data concerning health must
be on the basis of Union law or
Member State law which shall provide
for suitable and specific measures to
safeguard the data subject's legitimate
interests, and be necessary for:

(a) the purposes of preventive or
occupational medicine, medical
diagnosis, the provision of care or
treatment or the management of
health-care services, and where those
data are processed by a health
professional subject to the obligation

Article 81
Processing of personal data
concerning health

1. Within the limits of this
Regulation and in accordance
with point (h) of Article 9(2),
processing of personal data
concerning health must be on the
basis of Union law or Member
State law which shall provide for
suitable and specific measures to
safeguard the data subject's
legitimate interests, and be
necessary for:

(a) the purposes of preventive or
occupational medicine, medical
diagnosis, the provision of care or
treatment or the management of
health-care services, and where
those data are processed by a

Article 81

Processing of personal data concerning
health

1. Withintheimits-of In accordance with
the rules set out in this Regulation, aad-in

aeecordance in particular with point (h) of
Article 9(2), processing of personal data
concerning health must be on the basis of
Union law or Member State law which shall
provide for suitable, consistent, and specific
measures to safeguard the data subject's
legitimate interests and fundamental rights,
to the extent that these are necessary and
proportionate, and of which the effects shall
be foreseeable by the data subject, for:
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of professional secrecy or another
person also subject to an equivalent
obligation of confidentiality under
Member State law or rules established
by national competent bodies; or

(b) reasons of public interest in
the area of public health, such as
protecting against serious cross-border
threats to health or ensuring high
standards of quality and safety, inter
alia for medicinal products or medical
devices; or

(c) other reasons of public
interest in areas such as social
protection, especially in order to
ensure the quality and cost-
effectiveness of the procedures used
for settling claims for benefits and
services in the health insurance
system.

2. Processing of personal data
concerning health which is necessary
for historical, statistical or scientific
research purposes, such as patient
registries set up for improving
diagnoses and differentiating between
similar types of diseases and preparing
studies for therapies, is subject to the
conditions and safeguards referred to
in Article 83.

3. The Commission shall be
empowered to adopt delegated acts in

(b)

health professional subject to the
obligation of professional secrecy
or another person also subject to
an equivalent obligation of
confidentiality under Member
State law or rules established by
national competent bodies; or

reasons of public interest in the
area of public health, such as
protecting against serious cross-
border threats to health or
ensuring high standards of quality
and safety, inter alia for
medicinal products or medical
devices; or

other reasons of public interest in
areas such as social protection,
especially in order to ensure the
quality and cost-effectiveness of
the procedures used for settling
claims for benefits and services in
the health insurance system.

Processing of personal data
concerning health which is
necessary for historical, statistical
or scientific research purposes,
such as patient registries set up
for improving diagnoses and
differentiating between similar
types of diseases and preparing
studies for therapies, is subject to
the conditions and safeguards
referred to in Article 83.

(a) the purposes of preventive or
occupational medicine, medical diagnosis,
the provision of care or treatment or the
management of health-care services, and
where those data are processed by a health
professional subject to the obligation of
professional secrecy or another person also
subject to an equivalent obligation of
confidentiality under Member State law or
rules established by national competent
bodies; or

(b) reasons of public interest in the area of
public health, such as protecting against
serious cross-border threats to health or
ensuring high standards of quality and
safety, inter alia for medicinal products or
medical devices, and if the processing is
carried out by a person bound by a
confidentiality obligation; or

(c) other reasons of public interest in areas
such as social protection, especially in order
to ensure the quality and cost-effectiveness
of the procedures used for settling claims
for benefits and services in the health
insurance system and the provision of
health services. Such processing of personal
data concerning health for reasons of public
interest shall not result in data being
processed for other purposes, unless with
the consent of the data subject or on the
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accordance with Article 86 for the
purpose of further specifying other
reasons of public interest in the area of
public health as referred to in point (b)
of paragraph 1, as well as criteria and
requirements for the safeguards for the
processing of personal data for the
purposes referred to in paragraph 1.

The Commission shall be
empowered to adopt delegated
acts in accordance with Article 86
for the purpose of further
specifying other reasons of public
interest in the area of public
health as referred to in point (b)
of paragraph 1, as well as criteria
and requirements for the
safeguards for the processing of
personal data for the purposes
referred to in paragraph 1.

basis of Union or Member State law.

1a. When the purposes referred to in points
(a) to (c) of paragraph 1 can be achieved
without the use of personal data, such data
shall not be used for those purposes, unless
based on the consent of the data subject or
Member State law.

1b. Where the data subject's consent is
required for the processing of medical data
exclusively for public health purposes of
scientific research, the consent may be given
for one or more specific and similar
researches. However, the data subject may
withdraw the consent at any time.

1c. For the purpose of consenting to the
participation in scientific research activities
in clinical trials, the relevant provisions of
Directive 2001/20/EC shall apply.

2. Processing of personal data concerning

health which is necessary for historical,

statistical or scientific research purposes;
, . L :

. L el .

! . £ i !

preparing-studiesfor-therapies—is-shall be
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permitted only with the consent of the data
subject, and shall be subject to the
conditions and safeguards referred to in
Article 83.

2a. Member States law may provide for
exceptions to the requirement of consent for
research, as referred to in paragraph 2, with
regard to research that serves a high public
interests, if that research cannot possibly be
carried out otherwise. The data in question
shall be anonymised, or if that is not
possible for the research purposes,
pseudonymised under the highest technical
standards, and all necessary measures shall
be taken to prevent unwarranted re-
identification of the data subjects. However,
the data subject shall have the right to
object at any time in accordance with Article
19.

3. The Commission shall be empowered to
adopt, after requesting an opinion of the
European Data Protection Board, delegated
acts in accordance with Article 86 for the
purpose of further specifying etherreasons
of public interest in the area of public health
as referred to in point (b) of paragraph 1
and high public interest in the area of
research as referred to in paragraph 2a,-as
safeguardsforthe-processing-of personal
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3a. Each Member State shall notify to the
Commission those provisions of its law
which it adopts pursuant to paragraph 1, by
the date specified in Article 91(2) at the
latest and, without delay, any subsequent
amendment affecting them.

Article 82
Processing in the employment context

1. Within the limits of this
Regulation, Member States may adopt
by law specific rules regulating the
processing of employees' personal data
in the employment context, in
particular for the purposes of the
recruitment, the performance of the
contract of employment, including
discharge of obligations laid down by
law or by collective agreements,
management, planning and
organisation of work, health and safety
at work, and for the purposes of the
exercise and enjoyment, on an
individual or collective basis, of rights
and benefits related to employment,
and for the purpose of the termination

Article 82
Processing in the employment context

1. Within the limits of this Regulation,
Member States may adopt by law specific
rules regulating the processing of
employees' personal data in the
employment context, in particular for the
purposes of the recruitment, the
performance of the contract of
employment, including discharge of
obligations laid down by law or by collective
agreements, management, planning and
organisation of work, health and safety at
work, and for the purposes of the exercise
and enjoyment, on an individual or
collective basis, of rights and benefits
related to employment, and for the purpose
of the termination of the employment

Article 82

Minimum standards for processing data in
the employment context

1. Member States may, in accordance with
the rules set out in this Regulation, and
taking into account the principle of
proportionality, adopt by few legal
provisions specific rules regulating the
processing of employees' personal data in
the employment context, in particular fer
but not limited to the purposes of the
recruitment and job applications within the
group of undertakings, the performance of
the contract of employment, including
discharge of obligations, laid down by law
and by collective agreements, in accordance
with national law and practice,
management, planning and organisation of
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of the employment relationship.

2. Each Member State shall
notify to the Commission those
provisions of its law which it adopts
pursuant to paragraph 1, by the date
specified in Article 91(2) at the latest
and, without delay, any subsequent
amendment affecting them.

3. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the
safeguards for the processing of
personal data for the purposes referred
to in paragraph 1.

relationship.

2. Each Member State shall notify to
the Commission those provisions of its law
which it adopts pursuant to paragraph 1, by
the date specified in Article 91(2) at the
latest and, without delay, any subsequent
amendment affecting them.

3. The Commission shall be
empowered to adopt delegated acts in
accordance with Article 86 for the purpose
of further specifying the criteria and
requirements for the safeguards for the
processing of personal data for the
purposes referred to in paragraph 1.

work, health and safety at work, and for the
purposes of the exercise and enjoyment, on
an individual or collective basis, of rights
and benefits related to employment, and
for the purpose of the termination of the
employment relationship. Member States
may allow for collective agreements to
further specify the provisions set out in this
Article.

1a. The purpose of processing such data
must be linked to the reason it was collected
for and stay within the context of
employment. Profiling or use for secondary
purposes shall not be allowed.

1b. Consent of an employee shall not
provide a legal basis for the processing of
data by the employer when the consent has
not been given freely.

1c. Notwithstanding the other provisions of
this Regulation, the legal provisions of
Member States referred to in paragraph 1
shall include at least the following minimum
standards:

(a) the processing of employee data without
the employees' knowledge shall not be
permitted. Notwithstanding sentence 1,
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Member States may, by law, provide for the
admissibility of this practice, by setting
appropriate deadlines for the deletion of
data, providing there exists a suspicion
based on factual indications that must be
documented that the employee has
committed a crime or serious dereliction of
duty in the employment context, providing
also the collection of data is necessary to
clarify the matter and providing finally the
nature and extent of this data collection are
necessary and proportionate to the purpose
for which it is intended. The privacy and
private lives of employees shall be protected
at all times. The investigation shall be
carried out by the competent authority;

(b) the open optical-electronic and/or open
acoustic-electronic monitoring of parts of an
undertaking which are not accessible to the
public and are used primarily by employees
for private activities, especially in
bathrooms, changing rooms, rest areas, and
bedrooms, shall be prohibited. Clandestine
surveillance shall be inadmissible under all
circumstances;

(c) where undertakings or authorities collect
and process personal data in the context of
medical examinations and/or aptitude tests,
they must explain to the applicant or
employee beforehand the purpose for which
these data are being used, and ensure that
afterwards they are provided with these
data together with the results, and that they
receive an explanation of their significance
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on request. Data collection for the purpose
of genetic testing and analyses shall be
prohibited as a matter of principle;

(d) whether and to what extent the use of
telephone, e-mail, internet and other
telecommunications services shall also be
permitted for private use may be regulated
by collective agreement. Where there is no
regulation by collective agreement, the
employer shall reach an agreement on this
matter directly with the employee. In so far
as private use is permitted, the processing
of accumulated traffic data shall be
permitted in particular to ensure data
security, to ensure the proper operation of
telecommunications networks and
telecommunications services and for billing
purposes.

Notwithstanding sentence 3, Member States

may, by law, provide for the admissibility of
this practice, by setting appropriate
deadlines for the deletion of data, providing
there exists a suspicion based on factual
indications that must be documented that
the employee has committed a crime or
serious dereliction of duty in the
employment context, providing also the
collection of data is necessary to clarify the
matter and providing finally the nature and
extent of this data collection are necessary
and proportionate to the purpose for which
it is intended. The privacy and private lives
of employees shall be protected at all times.
The investigation shall be carried out by the
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competent authority;

(e) workers’ personal data, especially
sensitive data such as political orientation
and membership of and activities in trade
unions, may under no circumstances be used
to put workers on so-called ‘blacklists’, and
to vet or bar them from future employment.
The processing, the use in the employment
context, the drawing-up and passing-on of
blacklists of employees or other forms of
discrimination shall be prohibited. Member
States shall conduct checks and adopt
adequate sanctions in accordance with
Article 79(6) to ensure effective
implementation of this point.

1d. Transmission and processing of personal
employee data between legally independent
undertakings within a group of undertakings
and with professionals providing legal and
tax advice shall be permitted, providing it is
relevant to the operation of the business
and is used for the conduct of specific
operations or administrative procedures and
is not contrary to the interests and
fundamental rights of the person concerned
which are worthy of protection. Where
employee data are transmitted to a third
country and/or to an international
organization, Chapter V shall apply.
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2. Each Member State shall notify to the
Commission those provisions of its law
which it adopts pursuant to paragraphs 1
and 1b, by the date specified in Article 91(2)
at the latest and, without delay, any
subsequent amendment affecting them.

3. The Commission shall be empowered,
after requesting an opinion from the
European Data Protection Board, to adopt
delegated acts in accordance with Article 86
for the purpose of further specifying the
criteria and requirements for the safeguards
for the processing of personal data for the
purposes referred to in paragraph 1.

Article 82a

Processing in the social security context

1. Member States may, in accordance with
the rules set out in this Regulation, adopt
specific legislative rules particularising the
conditions for the processing of personal
data by their public and private institutions
and departments in the social security
context if carried out in the public interest.

2. Each Member State shall notify to the
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Commission those provisions which it
adopts pursuant to paragraph 1, by the date
specified in Article 91(2) at the latest and
any subsequent amendment affecting them.

Article 83

Processing for historical, statistical and
scientific research purposes

1. Within the limits of this
Regulation, personal data may be
processed for historical, statistical or
scientific research purposes only if:

(a) these purposes cannot be
otherwise fulfilled by processing data
which does not permit or not any
longer permit the identification of the
data subject;

(b) data enabling the attribution
of information to an identified or
identifiable data subject is kept
separately from the other information
as long as these purposes can be

Article 83a
Processing of personal data for historical
purposes

1. Processing of personal data for
historical purposes in archives
carried out by public authorities or
public bodies pursuant to Union or
Member State law, shall not be
considered incompatible with the
purpose for which the data are
initially collected, provided that the
controller provides appropriate
safeguards for the rights and
freedoms of data subjects, in
particular to ensure that the data
are not processed for any other
purposes or used in support of
measures or decisions regarding any
particular individual, and
specifications on the conditions for

Article 83

Processing for historical, statistical and
scientific research purposes

1. In accordance with the rules set out in this
Regulation, personal data may be processed
for historical, statistical or scientific
research purposes only if:

(a) these purposes cannot be otherwise
fulfilled by processing data which does not
permit or not any longer permit the
identification of the data subject;

(b) data enabling the attribution of
information to an identified or identifiable
data subject is kept separately from the
other information astong-asthesepurposes
ean-befulfiled-in-this-manner under the

highest technical standards, and all
necessary measures are taken to prevent

PL poparta rozbicie art. 83 na trzy
artykuty — wg celu przetwarzania

Ponadto zasugerowalismy aby jeden
artykut traktowat cele historyczne i
archiwalne

Ad. Par. 1 — The term “used in support of
measures or decisions regarding any
particular individual” should be deleted
in order to allow the citizens to exercise
their administrative rights by using the
documentation stored in archives.

Ad. Par. 4 - In PL’s opinion the right of
access (in art. 15) is one of the basic
rights of the data subjects enabling them
to better control the processing of their
personal data. This law should not be
denied to the data subject, especially
since in this case the data will be
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fulfilled in this manner.

2. Bodies conducting historical,
statistical or scientific research may
publish or otherwise publicly disclose
personal data only if:

(a) the data subject has given
consent, subject to the conditions laid
down in Article 7;

(b) the publication of personal
data is necessary to present research
findings or to facilitate research insofar
as the interests or the fundamental
rights or freedoms of the data subject
do not override these interests; or

(c) the data subject has made the
data public.
3. The Commission shall be

empowered to adopt delegated acts in
accordance with Article 86 for the
purpose of further specifying the
criteria and requirements for the
processing of personal data for the
purposes referred to in paragraph 1
and 2 as well as any necessary
limitations on the rights of information
to and access by the data subject and
detailing the conditions and safeguards
for the rights of the data subject under
these circumstances.

access to the data.

The controller shall ensure that
personal data which are processed
for the purposes referred to in
paragraph 1 may be made
accessible only to recipients after
having demonstrated that the data
will be used only for historical
purposes.

Article 14a shall not apply where
and insofar as, for processing for
historical purposes, the provision of
such information proves impossible
or would involve a disproportionate
effort or if recording or disclosure is
expressly laid down by Union law or
Member State law. In these cases,
the controller shall provide for
appropriate safeguards.

Articles 15, 17, 17a, and 18 shall
not apply when personal data are
kept for a period which does not
exceed the period necessary for the
sole purpose of processing for
historical purposes, provided that
the controller provides appropriate
safeguards, taking into account the
risks for the rights and freedoms of
data subjects, in particular to ensure
that the data are not used for taking
measures or decisions regarding
particular individual.

unwarranted re-identification of the data
subjects;

2-Bodies conducting-historical—statisticed-or
selentificresearch-may-publish-orotherwise
prblich - disclose-personaldata-oniy-if:

(e the-data-subfecthasgiven-consent
subject to-the-conditions{aid-down-in-Article
%

{b)-the publication-of personal-data-is
necessary-to-presentresearchfindings-orto
facilitateresearch-insofar-as-the-interests or
thefundamentalrightsorfreedomsof the
data-subject do-notoverride these-interests;
oF

{e)-the data-subject-has-made the data
public:

3The Commission-shall-be-empowered-teo
adoptdelegated-actsin-accordance-with
Article 86 for-the purpese-of further
specifying-thecriterig-andrequirementsfor
the-processing-of-personal-dataforthe
purposesreferred-to-in-paragraph-d-ond-2
as-well-as-any-necessary-Hmitations-on-the
rights-of-informationto-gnd-agccessby-the
data-subject and-detailing-the-conditions
and-safeguardsfor-therightsof the data
subjecttnderthese-ciremstances:

processed for the purpose incompatible
with the purpose for which the data
were initially collected. We are aware of
the potential burden that may arise in
this respect for public institutions that
process the data for these purposes on a
large scale, it should be noted however
that the possibility of exercising this
right is already limited (data subject can
exercise this right "at reasonable
intervals"). PL is ready to further limit
this right in the case of processing the
data for statistical and archive purposes
statistics (due to the effect of scale) by
adding: "when it proves impossible or
involves disproportionate effort".
However, we are against the general
exclusion from the right of access for
data processed for statistical, scientific
and historical purposes as it would
deprive the data subject of control over
their data.

- The term “the period necessary for the
sole purpose of processing for historical
purposes” seems to be problematic and
vague. It can be difficult for the
controller to assess when the period
necessary for the purpose of processing
for historical purposes expired as it can
be difficult to define “sole” historical
purpose.

PL suggests the need to exclude or limit
the use of art. 16 (right to rectification)
in relation to the data processed by the
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archiving institutions for historical
purposes, what is related to the function
of the archives as a reliable repository
safeguarding historical memory. This
derogation seems to be essential in
order to guarantee the historical
reliability and authenticity of the data
collected in archives.

Zaproponowalismy nastepujgce
brzmienie przepisu:

Article 83a
Processing of personal data for
historical and archiving purposes

1. Processing of personal
data for historical and archiving
purposes in-archives carried out by
public authorities or public bodies
pursuant to Union or Member State law,
shall not be considered incompatible
with the purpose for which the data are
initially collected, provided that the
controller provides appropriate
safeguards for the rights and freedoms
of data subjects, in particular to ensure
that the data are not processed for any
other purposes erused-in-supportof
partietlar-individual-and specifications

on the conditions for access to the data.

2. The controller shall
ensure that personal data which are
processed for the purposes referred to
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in paragraph 1 may be made accessible
only to recipients after having
demonstrated that the data will be used
only for historical purposes.

3. Article 14a shall not
apply where and insofar as, for
processing for historical purposes, the
provision of such information proves
impossible or would involve a
disproportionate effort or if recording or
disclosure is expressly laid down by
Union law or Member State law. In
these cases, the controller shall provide
for appropriate safeguards.

4, Articles 455 17, 173,
and 18 shall not apply when personal
data are kept for a period which does
not exceed the period necessary for the
sele purpose of processing for historical
and archiving purposes, provided that
the controller provides appropriate
safeguards, taking into account the risks
for the rights and freedoms of data
subjects, in particular to ensure that the
data are not used for taking measures or
decisions regarding particular individual.

5. Article 16 shall not apply when
processing for historical and archiving
purposes, provided that the controller
provides appropriate safeguards, taking
into account the risks for the rights and
freedoms of data subjects, in particular
to ensure that the data are not used for
taking measures or decisions regarding
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Article 83b
Processing of personal data for statistical
purposes

1. Processing of personal data for
statistical purposes shall not be
considered incompatible with the
purpose for which the data are
initially collected, provided that the
controller provides appropriate
safeguards for the rights and
freedoms of data subjects, in
particular to ensure that the data
are not processed for any other
purposes or used in support of
measures or decisions regarding
any particular individual or by the

particular individual.

PL poparta rozbicie art. 83 na trzy
artykuty — wg celu przetwarzania

Poland sees the need to clearly define
the “statistical purpose”, which should
be understood only as official statistics’
purpose pursued in the public interest in
order to exclude from the scope of this
provision cases of application of the
methods and statistical techniques for
the commercial purposes.

Zaproponowaliémy nastepujgce
brzmienie przepisu: Article 83b
Processing of personal data for official
statistics’ purposes

1a. Personal data may be processed for
official statistics’ purposes only if:
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use of pseudonymous data.

Article 14a shall not apply where
and insofar as, for processing for
statistical purposes, the provision
of such information proves
impossible or would involve a
disproportionate  effort or if
recording or disclosure is expressly
laid down by Union law or Member
State law. In these cases, the
controller shall provide for
appropriate safeguards.

Articles 15, 17, 17a, and 18 shall
not apply when personal data are
kept for a period which does not
exceed the period necessary for
the sole purpose of compiling
statistics, provided that that the
controller provides appropriate
safeguards, taking into account the
risks for the rights and freedoms of
data subjects, in particular to
ensure that the data are not used
for taking measures or decisions
regarding particular individuals.

(a) these purposes cannot be otherwise
fulfilled by processing data which does
not permit or no longer permits the
identification of the data subject;

(b) data enabling the attribution of
information to an identified or
identifiable data subject is kept
separately from the other information,
as long as these purposes can be
fulfilled in this manner

(c) data are not processed for any other
purposes or used in support of
measures or decisions regarding any
particular individual

(d) the data are not processed for any
other purposes

+ Processing of personal
data for statistical purposes shall not be
considered incompatible with the
purpose for which the data are initially
collected, provided that the controller

provides-appropriatesafeguardsforthe
. ¢ ects i
portietarto-ensure-thatthe-data-are
noetprocessed-forany-otherpurpoesesor
useg-in-supportof-measuresor

acisi . .

ndivid ¢
pseudenymous-data:

2 Article 14a shall not

apply where and insofar as, for
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Article 83c
Processing for scientific purposes

Within the limits of this Regulation,
personal data may be processed for
scientific purposes only if:

(a) these purposes cannot be
otherwise fulfilled by processing

processing for statistical purposes, the
provision of such information proves
impossible  or would involve a
disproportionate effort or if recording
or disclosure is expressly laid down by
Union law or Member State law. In
these cases, the controller shall provide
for appropriate safeguards.

3. Articles 45; 17, 173,
and 18 shall not apply when personal
data are kept for a period which does
not exceed the period necessary for the
sele-official statistics’ purpose of
compiling-statisties, provided that that
the controller provides appropriate
safeguards, taking into account the risks
for the rights and freedoms of data
subjects, in particular to ensure that the
data are not used for taking measures
or decisions regarding particular
individuals.

Propozycja PL:

Article 83c
Processing for scientific purposes

1. Within the limits of this
Regulation, personal data may
be processed for scientific
purposes only if:

(a) these purposes cannot be
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data which does not permit or no
longer permits the identification of
the data subject;

(b) data enabling the attribution of
information to an identified or
identifiable data subject is kept
separately from the other
information, as long as these
purposes can be fulfilled in this
manner.

Personal data processed for
scientific purposes may be
published or otherwise publicly
disclosed by the controller only if
the publication of personal data is
necessary to present scientific
findings or to facilitate scientific
purposes insofar as the interests or
the rights or freedoms of the data
subject do not override these
interests and:

(a) the data subject has given
explicit consent; or

(b) the data were made public by
the data subject.

Processing of personal data for
scientific purposes shall not be
considered incompatible with the
purpose for which the data are
initially collected, provided that the
controller implements appropriate

otherwise fulfilled by
processing data which does not
permit or no longer permits the
identification of the data
subject;

(b) data enabling the attribution
of information to an identified
or identifiable data subject is
kept separately from the other
information, as long as these
purposes can be fulfilled in this
manner.

Personal data processed for
scientific purposes may be
published or otherwise publicly
disclosed by the controller only
if the-publication-of persenal
data-is-necessary-to-present

(a) the data subject has given
explicit consent or

(ab) the publication of personal
data is necessary to present
scientific findings or to
facilitate scientific purposes
insofar as the interests or the
rights or freedoms of the data
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safeguards for the rights and
freedoms of data subjects, in
particular to ensure that the data
are not processed for any other
purposes or used in support of
measures or decisions regarding
any particular individual or by the
use of pseudonymous data.

Article 14a shall not apply where
and insofar as, for processing for
scientific purposes, the provision of
such information proves impossible
or would involve a
disproportionate effort or if
recording or disclosure is expressly
laid down by Union law or Member
State law. In these cases, the
controller referred to in paragraph
1 shall provide for appropriate
safeguards.

Articles 15, 17, 17a, and 18 shall
not apply when personal data are
kept for a period which does not
exceed the period necessary for
solely for scientific purposes,
provided that that the controller
implements appropriate
safeguards, taking into account the
risks for the rights and freedoms of
data subjects, in particular to
ensure that the data are not used
for taking measures or decisions
regarding particular individuals.

subject do not override these
interests or

(b) the data were made public
by the data subject.

Processing of personal data for
scientific purposes shall not be
considered incompatible with
the purpose for which the data
are initially collected, provided
that the controller implements
appropriate safeguards for the
rights and freedoms of data
subjects, in particular to ensure
that the data are not processed
for any other purposes or used
in support of measures or
decisions regarding any
particular individual or by the
use of pseudonymous data.

Article 14a shall not apply
where and insofar as, for
processing for scientific
purposes, the provision of such
information proves impossible
or would involve a
disproportionate effort or if
recording or disclosure is
expressly laid down by Union
law or Member State law. In
these cases, the controller
referred to in paragraph 1 shall
provide for appropriate
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safeguards.

Articles 45, 17, 17a, and 18 shall
not apply when personal data
are kept for a period which
does not exceed the period
necessary for solely for
scientific purposes, provided
that that the controller
implements appropriate
safeguards, taking into account
the risks for the rights and
freedoms of data subjects, in
particular to ensure that the
data are not used for taking
measures or decisions
regarding particular individuals.

Article 83a

Processing of personal data by archive
services

1. Once the initial processing for which they
were collected has been completed,
personal data may be processed by archive
services whose main or mandatory task is to
collect, conserve, provide information
about, exploit and disseminate archives in
the public interest, in particular in order to
substantiate individuals’ rights or for
historical, statistical or scientific research
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purposes. These tasks shall be carried out in
accordance with the rules laid down by
Member States concerning access to and
the release and dissemination of
administrative or archive documents and in
accordance with the rules set out in this
Regulation, specifically with regard to
consent and the right to object.

2. Each Member State shall notify to the
Commission provisions of its law which it
adopts pursuant to paragraph 1 by the date
specified in Article 91(2) at the latest and,
without delay, any subsequent amendment
affecting them.

Article 84

Obligations of secrecy

1. Within the limits of this
Regulation, Member States may adopt
specific rules to set out the
investigative powers by the
supervisory authorities laid down in
Article 53(2) in relation to controllers
or processors that are subjects under
national law or rules established by
national competent bodies to an
obligation of professional secrecy or

Article 84
Obligations of secrecy

1. Within the limits of this Regulation,
Member States may adopt specific rules to
set out the investigative powers by the
supervisory authorities laid down in Article
53(2) in relation to controllers or processors
that are subjects under national law or rules
established by national competent bodies
to an obligation of professional secrecy or
other equivalent obligations of secrecy,
where this is necessary and proportionate

Article 84

Obligations of secrecy

1. In accordance with the rules set out in
this Regulation, Member States may-adopt
shall ensure specific rules are in place
setting set out the investigative powers by
the supervisory authorities laid down in
Article 53{2) in relation to controllers or
processors that are subjects under national
law or rules established by national
competent bodies to an obligation of
professional secrecy or other equivalent
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other equivalent obligations of secrecy,
where this is necessary and
proportionate to reconcile the right of
the protection of personal data with
the obligation of secrecy. These rules
shall only apply with regard to personal
data which the controller or processor
has received from or has obtained in an
activity covered by this obligation of
secrecy.

2. Each Member State shall
notify to the Commission the rules
adopted pursuant to paragraph 1, by
the date specified in Article 91(2) at the
latest and, without delay, any
subsequent amendment affecting
them.

to reconcile the right of the protection of
personal data with the obligation of secrecy.
These rules shall only apply with regard to
personal data which the controller or
processor has received from or has
obtained in an activity covered by this
obligation of secrecy.

2. Each Member State shall notify to
the Commission the rules adopted pursuant
to paragraph 1, by the date specified in
Article 91(2) at the latest and, without
delay, any subsequent amendment
affecting them.

obligations of secrecy, where this is
necessary and proportionate to reconcile
the right of the protection of personal data
with the obligation of secrecy. These rules
shall only apply with regard to personal
data which the controller or processor has
received from or has obtained in an activity
covered by this obligation of secrecy.

2. Each Member State shall notify to the
Commission the rules adopted pursuant to
paragraph 1, by the date specified in Article
91(2) at the latest and, without delay, any
subsequent amendment affecting them.

Article 85

Existing data protection rules of
churches and religious associations

1. Where in a Member State,
churches and religious associations or
communities apply, at the time of
entry into force of this Regulation,
comprehensive rules relating to the
protection of individuals with regard to
the processing of personal data, such
rules may continue to apply, provided
that they are brought in line with the
provisions of this Regulation.

2. Churches and religious

Article 85
Existing data protection rules of churches
and religious associations

1. Where in a Member State,
churches and religious associations or
communities apply, at the time of entry into
force of this Regulation, comprehensive
rules relating to the protection of
individuals with regard to the processing of
personal data, such rules may continue to
apply, provided that they are brought in line
with the provisions of this Regulation.

2. Churches and religious associations
which apply comprehensive rules in
accordance with paragraph 1 shall provide

Article 85

Existing data protection rules of churches
and religious associations

1. Where in a Member State, churches and
religious associations or communities apply,
at the time of entry into force of this
Regulation, eemprehensive adequate rules
relating to the protection of individuals with
regard to the processing of personal data,
such rules may continue to apply, provided
that they are brought in line with the
provisions of this Regulation.

2. Churches and religious associations which

apply eemprehensive adequate rules in
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associations which apply
comprehensive rules in accordance
with paragraph 1 shall provide for the
establishment of an independent
supervisory authority in accordance
with Chapter VI of this Regulation.

for the establishment of an independent
supervisory authority in accordance with
Chapter VI of this Regulation.

accordance with paragraph 1 shall previde
for th ik € o [

. bpites i ! "y
ChapterV-of thisRegwlation obtain a

compliance opinion pursuant to Article 38.

Article 85a

Respect of fundamental rights

This Regulation shall not have the effect of
modifying the obligation to respect
fundamental rights and fundamental legal
principles as enshrined in Article 6 of the
TEU.

Article 85b

Standard Forms

The Commission may, taking into account
the specific features and necessities of
various sectors and data processing
situations, lay down standard forms for

a) specific methods to obtain verifiable
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consent referred to in Article 8(1),

b) the communication referred to in Article
12(2), including the electronic format,

c) providing the information referred to in
paragraphs 1 to 3 of Article 14,

d) requesting and granting access to the
information referred to in Article 15(1),
including for communicating the personal
data to the data subject,

e) documentation referred to in paragraph 1
of Article 28,

f) breach notifications pursuant to Article 31
to the supervisory authority and the
documentation referred to in Article 31(4),

g) prior consultations referred to in Article
34, and for informing the supervisory
authorities pursuant to Article 34(6).

2. In doing so, the Commission shall take the
appropriate measures for micro, small and
medium-sized enterprises.

3. Those implementing acts shall be adopted
in accordance with the examination
procedure referred to in Article 87(2).
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Article 86
Exercise of the delegation

1. The power to adopt delegated
acts is conferred on the Commission
subject to the conditions laid down in
this Article.

2. The delegation of power
referred to in Article 6(5), Article 8(3),
Article 9(3), Article 12(5), Article 14(7),
Article 15(3), Article 17(9), Article
20(6), Article 22(4), Article 23(3),
Article 26(5), Article 28(5), Article
30(3), Article 31(5), Article 32(5),
Article 336), Article 34(8), Article
35(11), Article 37(2), Article 39(2),
Article 43(3), Article 44(7), Article
79(6), Article 81(3), Article 82(3) and
Article 83(3) shall be conferred on the
Commission for an indeterminate
period of time from the date of entry
into force of this Regulation.

3. The delegation of power
referred to in Article 6(5), Article 8(3),
Article 9(3), Article 12(5), Article 14(7),
Article 15(3), Article 17(9), Article
20(6), Article 22(4), Article 23(3),
Article 26(5), Article 28(5), Article
30(3), Article 31(5), Article 32(5),
Article 33(6), Article 34(8), Article
35(11), Article 37(2), Article 39(2),
Article 43(3), Article 44(7), Article
79(6), Article 81(3), Article 82(3) and

Article 86
Exercise of the delegation

1. The power to adopt delegated acts
is conferred on the Commission subject to
the conditions laid down in this Article.

2. The delegation of power referred
toin (...) Article 8(3), Article 9, (...), Article
39a(7), [Article 43(3)], (...), Article 79a(4),
Article 81(3), Article 82(3) and Article 83(3)
shall be conferred on the Commission for an
indeterminate period of time from the date
of entry into force of this Regulation.

3. The delegation of power referred
toin (...) Article 8(3), (...) Article 39a(7),
[Article 43(3)], (...) Article 79a(4), Article
81(3), Article 82(3) and Article 83(3) may be
revoked at any time by the European
Parliament or by the Council. A decision of
revocation shall put an end to the
delegation of power specified in that
decision. It shall take effect the day
following the publication of the decision in
the Official Journal of the European Union
or at a later date specified therein. It shall
not affect the validity of any delegated acts
already in force.

4. As soon as it adopts a delegated
act, the Commission shall notify it
simultaneously to the European Parliament
and to the Council.

Article 86

Exercise of the delegation

1. The power to adopt delegated acts is
conferred on the Commission subject to the
conditions laid down in this Article.

2. The delegation of power referred to in
[Articles XXX] shall be conferred on the
Commission for an indeterminate period of
time from the date of entry into force of
this Regulation.

3. The delegation of power referred to in
[Articles XXX] may be revoked at any time
by the European Parliament or by the
Council. A decision of revocation shall put
an end to the delegation of power specified
in that decision. It shall take effect the day
following the publication of the decision in
the Official Journal of the European Union
or at a later date specified therein. It shall
not affect the validity of any delegated acts
already in force.

4. As soon as it adopts a delegated act, the
Commission shall notify it simultaneously to
the European Parliament and to the
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Article 83(3) may be revoked at any
time by the European Parliament or by
the Council. A decision of revocation
shall put an end to the delegation of
power specified in that decision. It shall
take effect the day following the
publication of the decision in the
Official Journal of the European Union
or at a later date specified therein. It
shall not affect the validity of any
delegated acts already in force.

4, As soon as it adopts a
delegated act, the Commission shall
notify it simultaneously to the
European Parliament and to the
Council.

5. A delegated act adopted
pursuant to Article 6(5), Article 8(3),
Article 9(3), Article 12(5), Article 14(7),
Article 15(3), Article 17(9), Article
20(6), Article 22(4), Article 23(3),
Article 26(5), Article 28(5), Article
30(3), Article 31(5), Article 32(5),
Article 33(6), Article 34(8), Article
35(11), Article 37(2), Article 39(2),
Article 43(3), Article 44(7), Article
79(6), Article 81(3), Article 82(3) and
Article 83(3) shall enter into force only
if no objection has been expressed
either by the European Parliament or
the Council within a period of two
months of notification of that act to
the European Parliament and the
Council or if, before the expiry of that

5. A delegated act adopted pursuant
to (...) Article 8(3), Article 9(3), (...) Article
39a(7), [Article 43(3)], (...), Article 79a(4),
Article 81(3), Article 82(3) and Article 83(3)
shall enter into force only if no objection
has been expressed either by the European
Parliament or the Council within a period of
two months of notification of that act to the
European Parliament and the Council or if,
before the expiry of that period, the
European Parliament and the Council have
both informed the Commission that they
will not object. That period shall be
extended by two months at the initiative of
the European Parliament or the Council.

Council.

5. A delegated act adopted pursuant to
[Articles XXX] shall enter into force only if
no objection has been expressed either by
the European Parliament or the Council
within a period of six twe months of
notification of that act to the European
Parliament and the Council or if, before the
expiry of that period, the European
Parliament and the Council have both
informed the Commission that they will not
object. That period shall be extended by six
twe months at the initiative of the
European Parliament or the Council.
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period, the European Parliament and
the Council have both informed the
Commission that they will not object.
That period shall be extended by two
months at the initiative of the
European Parliament or the Council.

Article 87
Committee procedure

1. The Commission shall be
assisted by a committee. That
committee shall be a committee within
the meaning of Regulation (EU) No
182/2011.

2. Where reference is made to
this paragraph, Article 5 of Regulation
(EU) No 182/2011 shall apply.

3. Where reference is made to
this paragraph, Article 8 of Regulation
(EU) No 182/2011, in conjunction with
Article 5 thereof, shall apply.

Article 87
Committee procedure

1. The Commission shall be assisted
by a committee. That committee shall be a
committee within the meaning of
Regulation (EU) No 182/2011.

2. Where reference is made to this
paragraph, Article 5 of Regulation (EU) No
182/2011 shall apply.

3. Where reference is made to this
paragraph, Article 8 of Regulation (EU) No
182/2011, in conjunction with Article 5
thereof, shall apply.

Article 87

Committee procedure

1. The Commission shall be assisted by a
committee. That committee shall be a
committee within the meaning of
Regulation (EU) No 182/2011.

2. Where reference is made to this
paragraph, Article 5 of Regulation (EU) No
182/2011 shall apply.
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Article 88
Repeal of Directive 95/46/EC
1. Directive 95/46/EC is repealed.

2. References to the repealed
Directive shall be construed as
references to this Regulation.
References to the Working Party on the
Protection of Individuals with regard to
the Processing of Personal Data
established by Article 29 of Directive
95/46/EC shall be construed as
references to the European Data
Protection Board established by this
Regulation.

Article 88
Repeal of Directive 95/46/EC
1. Directive 95/46/EC is repealed.
2. References to the repealed

Directive shall be construed as references to
this Regulation. References to the Working
Party on the Protection of Individuals with
regard to the Processing of Personal Data
established by Article 29 of Directive
95/46/EC shall be construed as references
to the European Data Protection Board
established by this Regulation.

Article 88

Repeal of Directive 95/46/EC

Directive 95/46/EC is repealed.

2. References to the repealed Directive shall
be construed as references to this
Regulation. References to the Working
Party on the Protection of Individuals with
regard to the Processing of Personal Data
established by Article 29 of Directive
95/46/EC shall be construed as references
to the European Data Protection Board
established by this Regulation.

Article 89

Relationship to and amendment of
Directive 2002/58/EC

1. This Regulation shall not
impose additional obligations on
natural or legal persons in relation to
the processing of personal data in
connection with the provision of
publicly available electronic
communications services in public
communication networks in the Union
in relation to matters for which they
are subject to specific obligations with

Article 89

Relationship to and amendment of Directive
2002/58/EC

1. This Regulation shall not impose
additional obligations on natural or legal
persons in relation to the processing of
personal data in connection with the
provision of publicly available electronic
communications services in public
communication networks in the Union in
relation to matters for which they are
subject to specific obligations with the same

Article 89

Relationship to and amendment of Directive
2002/58/EC

1. This Regulation shall not impose
additional obligations on natural or legal
persons in relation to the processing of
personal data in connection with the
provision of publicly available electronic
communications services in public
communication networks in the Union in
relation to matters for which they are
subject to specific obligations with the same
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the same objective set out in Directive
2002/58/EC.

2 Article 1(2) of Directive
2002/58/EC shall be deleted.

objective set out in Directive 2002/58/EC.

2 Article 1(2) of Directive 2002/58/EC
shall be deleted.

objective set out in Directive 2002/58/EC.

2. Articles 1(2), 4 and 15 of Directive
2002/58/EC shall be deleted.

2a. The Commission shall present, without
delay and by the date referred to in Article
91(2) at the latest, a proposal for the
revision of the legal framework for the
processing of personal data and the
protection of privacy in electronic
communications, in order to align the law
with this regulation and ensure consistent
and uniform legal provisions on the
fundamental right to protection of personal
data in the European Union.

Article 89a

Relationship to and amendment of
Regulation (EC) 2001/45

1. The rules set out in this Regulation shall
be applied to the processing of personal
data by Union institutions, bodies, offices
and agencies in relation to matters for
which they are not subject to additional
rules set out in Regulation (EC) 2001/45.

2. The Commission shall present, without
delay and by the date specified in Article
91(2) at the latest, a proposal for the
revision of the legal framework applicable
to the processing of personal data by the
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Union institutions, bodies, offices and
agencies.

Article 90
Evaluation

The Commission shall submit reports
on the evaluation and review of this
Regulation to the European Parliament
and the Council at regular intervals.
The first report shall be submitted no
later than four years after the entry
into force of this Regulation.
Subsequent reports shall be submitted
every four years thereafter. The
Commission shall, if necessary, submit
appropriate proposals with a view to
amending this Regulation, and aligning
other legal instruments, in particular
taking account of developments in
information technology and in the light
of the state of progress in the
information society. The reports shall
be made public.

Article 90
Evaluation

The Commission shall submit reports on the
evaluation and review of this Regulation to
the European Parliament and the Council at
regular intervals. The first report shall be
submitted no later than four years after the
entry into force of this Regulation.
Subsequent reports shall be submitted
every four years thereafter. The
Commission shall, if necessary, submit
appropriate proposals with a view to
amending this Regulation, and aligning
other legal instruments, in particular taking
account of developments in information
technology and in the light of the state of
progress in the information society. The
reports shall be made public.

Article 90
Evaluation

The Commission shall submit reports on the
evaluation and review of this Regulation to
the European Parliament and the Council at
regular intervals. The first report shall be
submitted no later than four years after the
entry into force of this Regulation.
Subsequent reports shall be submitted
every four years thereafter. The
Commission shall, if necessary, submit
appropriate proposals with a view to
amending this Regulation, and aligning
other legal instruments, in particular taking
account of developments in information
technology and in the light of the state of
progress in the information society. The
reports shall be made public.
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Article 91

Entry into force and application . Article 91 L

Entry into force and application
1. This Regulation shall enter into
force on the twentieth day following force on the twentieth day

that of its publication in the Official following that of its publication in

Journal of the European Union. the Official Journal of the
European Union.

This Regulation shall enter into

2. It shall apply from [two years
from the date referred to in paragraph 2. It shall apply from [two years
1]. from the date referred to in

paragraph 1].
This Regulation shall be binding in its
entirety and directly applicable in all
Member States.

Article 91
Entry into force and application

1. This Regulation shall enter into force on
the twentieth day following that of its
publication in the Official Journal of the
European Union.

2. It shall apply from [two years from the
date referred to in paragraph 1].

This Regulation shall be binding in its
entirety and directly applicable in all
Member States.
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