Regulamin korzystania z Aplikacji mObywatel 2.0
— dostepne ustugi, warunki uzytkowania i warunki techniczne, postanowienia licencyjne,
informacja o przetwarzaniu danych osobowych

Drogi Uzytkowniku!

Dziekujemy za pobranie Aplikacji mObywatel. Warunkiem rozpoczecia korzystania z Aplikacji
mObywatel jest zapoznanie sie i akceptacja Regulaminu, ktéry wyjasnia sposéb i zasady
dziatania oprogramowania, a takze zawiera wazne informacje dotyczace bezpieczeristwa i
ochrony danych osobowych. Zatgczniki do Regulaminu wyjasniajg kwestie korzystania

z poszczegdlnych dokumentdéw i dostepnych ustug Aplikacji oraz odnoszg sie do zasad
przetwarzania danych osobowych w poszczegdlnych ustugach.

§ 1. Ustugii Funkcjonalnosci Aplikacji

1. W ramach Aplikacji dostepne sg na urzadzeniu mobilnym Uzytkownika w Aplikacji
nastepujgce dokumenty i ustugi, zwane dalej réwniez pojedynczo ,,Dokumentem”,
,Ustuga”:

1) Dokument mObywatel (inaczej mDowdéd, dokument mDowdd) — dokument mobilny
stwierdzajacy tozsamosc i obywatelstwo polskie Uzytkownika na terytorium
Rzeczypospolitej Polskiej w relacjach wzajemnej fizycznej obecnosci stron. Dane
Uzytkownika pobrane sg z rejestru PESEL, o ktérym mowa w art. 6 ust. 1 ustawy o
ewidencji ludnosci. Wydawany Uzytkownikowi automatycznie, po ustaleniu jego
tozsamosci w sposéb okreslony w art. 4 ust. 1 ustawy o aplikacji mObywatel na okres
5 lat.

2) Legitymacja szkolna — Ustuga prezentacji dokumentu elektronicznego, o ktérym
mowa w § 4 ust. 2 rozporzadzenia Ministra Edukacji i Nauki z dnia 7 czerwca 2023 r. w
sprawie Swiadectw, dyplomdéw panstwowych i innych drukéw (Dz. U. poz. 1120) oraz
§ 4 ust. 5 rozporzadzenia z dnia 16 kwietnia 2020 r. Ministra Kultury i Dziedzictwa
Narodowego w sprawie $wiadectw, dyplomoéw panstwowych i innych drukéw
publicznych szkét i placowek artystycznych (Dz. U. poz. 813, z pdzn. zm.); wydawana w
postaci dokumentu mobilnego, o ktdrym mowa w art. 2 pkt 7 ustawy o aplikacji
mObywatel, ktéra pozwala na pobranie danych osobowych Uzytkownika,
przechowywanie ich w zaszyfrowanej formie na urzadzeniu mobilnym Uzytkownika,
bezpieczne prezentowanie danych Uzytkownika innym osobom lub podmiotom.

3) Moje Pojazdy — Ustuga Ministra, o ktérej mowa w art. 3 ust. 1 pkt 1 i 3 ustawy
o aplikacji mObywatel, ktéra pozwala na pobranie danych osobowych Uzytkownika i
powigzanych z nimi danych pojazdu z CEP i prezentowanie innym osobom lub
podmiotom w sposdb bezpieczny. Aby korzystaé z tej ustugi konieczny jest aktywny
Dokument mDowad.

4) Legitymacja studencka — Ustuga prezentacji dokumentu elektronicznego, o ktérym
mowa w § 20 ust. 1 pkt 2 rozporzadzenia Ministra Nauki i Szkolnictwa Wyzszego
z dnia 27 wrzesnia 2018 r. w sprawie studidéw (Dz. U. z 2021 r. poz. 661); wydawana
w postaci dokumentu mobilnego, o ktérym mowa w art. 2 pkt 7 ustawy o aplikacji
mObywatel, ktéra pozwala na pobranie danych osobowych Uzytkownika,
przechowywanie ich w zaszyfrowanej formie na urzagdzeniu mobilnym Uzytkownika,
prezentowanie danych Uzytkownika innym osobom lub podmiotom;
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5) eRecepta — ustuga Ministra Zdrowia pozwalajgca na dostep, za posrednictwem
Aplikacji, do Internetowego Konta Pacjenta w zakresie prezentacji niezrealizowanych
recept elektronicznych — dokumentéw elektronicznych, o ktérych mowa w art. 2 pkt 6
lit. a ustawy o systemie informacji w ochronie zdrowia (Dz. U. 2022 r. poz. 1555, z
pozn. zm). Aby korzystac z tej ustugi konieczny jest aktywny Dokument mDowdd albo
Diia.pl;

6) Polak za granicg — ustuga Ministra Spraw Zagranicznych pozwalajgca na dostep,
za posrednictwem Aplikacji, do informac;ji dla podrézujgcych przygotowanych przez
polskie placéwki dyplomatyczne we wspodtpracy z Ministerstwem Spraw
Zagranicznych. Szczegdétowe zasady korzystania z ustugi zostaty okreélone odrebnie
na stronie internetowej Ministra Spraw Zagranicznych pod adresem:
https://www.gov.pl/dyplomacja/informacje-dla-podrozujacych/. Korzystanie z ustugi
wymaga aktywnego potgczenia z Internetem. Aby korzystaé z tej ustugi konieczny jest
aktywny Dokument mDowdd;

7) mPrawo Jazdy i Punkty Karne — ustuga Ministra, o ktérej mowa w art. 3 ust. 1 pkt 1
ustawy o aplikacji mObywatel, ktdra pozwala na pobranie przez Uzytkownika danych
osobowych (w tym danych osobowych) i powigzanych z nimi uprawnien do
kierowania pojazdami z CEK, oraz przechowywanie ich w postaci zaszyfrowanej w
urzadzeniu mobilnym Uzytkownika, a takze ich prezentowanie innym osobom lub
podmiotom Uzytkownikom w sposdb bezpieczny. Aby korzystaé z tej ustugi konieczny
jest aktywny Dokument mDowdd;

8) MKA — Matopolska Karta Aglomeracyjna lub ustuga Matopolska Karta Aglomeracyjna
lub ustuga MKA — ustuga online Zarzadu Drég Wojewddzkich w Krakowie (jednostki
budzetowej Samorzadu Wojewddztwa Matopolskiego), dostepna dla oséb
posiadajgcych karte MKA i konto w systemie MKA pod adresem:
www.mka.malopolska.pl. Aby korzysta¢ z tej ustugi konieczny jest aktywny Dokument
mDowdd;

9) Bilkom - bilety kolejowe — ustuga online PKP pozwalajgca na prezentacje w aplikacji
mObywatel biletéw kolejowych zakupionych na bilkom.pl lub
bilet.wielkopolskiebilety.pl. Aby korzysta¢ z tej ustugi konieczny jest aktywny
Dokument mDowdd;

10) Karta Duzej Rodziny (KDR) — ustuga Ministra Rodziny i Polityki Spotecznej i Ministra,
ktorej wykorzystanie odbywa sie na warunkach okreslonych w Ustawie o aplikacji
mObywatel i art. 10 ustawy o Karcie Duzej Rodziny. Aby korzysta¢ z tej ustugi
konieczny jest aktywny Dokument mDowdd albo Legitymacja szkolna;

11) Unijny Certyfikat COVID — ustuga Ministra Zdrowia zapewniajgca na podstawie art. 7b
ust. 1b ustawy z dnia 28 kwietnia 2011 r. o systemie informacji w ochronie zdrowia
réwniez w Aplikacji potwierdzenie, ze dana osoba zostata zaszczepiona przeciw
wirusowi SARS-Cov-2 i/lub uzyskata negatywny wynik testu na obecnos¢ wirusa SARS-
Cov-2 i/lub przeszta COVID-19. Aby korzystac z tej ustugi konieczny jest aktywny
Dokument mDowdd albo Diia.pl;

12) Legitymacja UUT — ustuga prezentacji dokumentu potwierdzajgcego uprawnienia jej
posiadacza do korzystania z ulgowych ustug transportowych, wydawanego przez PKP
Intercity. Aby korzystac z tej ustugi konieczny jest aktywny Dokument mDowdd;

13) Diia.pl — ustuga Ministra, o ktérej mowa w art. 10 ustawy o pomocy obywatelom
Ukrainy, dostepna na urzadzeniu mobilnym Uzytkownika w Aplikacji. Ustuga pozwala
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na pobranie danych osobowych Uzytkownika z Rejestru oraz przechowywanie ich
w zaszyfrowanej formie na urzagdzeniu mobilnym Uzytkownika, a takze prezentowanie
danych Uzytkownika innym osobom w celu potwierdzenia jego tozsamosci;

14) Naruszenia $srodowiskowe — ustuga Gtéwnego Inspektora Ochrony Srodowiska
pozwalajaca na przestanie, poprzez formularz umieszczony w Aplikacji, informacji
o zdarzeniu moggcym mie¢ niekorzystny wptyw na srodowisko. Ustuga pozwala na
raportowanie w szczegélnosci:

a) porzucenia / nielegalnego zdeponowania / sktadowania /zakopywania /
przetwarzania / odzyskiwania / unieszkodliwiania odpaddéw: niebezpiecznych,
komunalnych, innych,

b) nielegalnego transportu odpaddéw niebezpiecznych i innych,

c) nielegalnego przywiezienia z zagranicy odpaddw,

d) zanieczyszczenia wody, powietrza lub powierzchni ziemi substancjami zagrazajgcymi
Srodowisku.

Aby korzystac z tej ustugi konieczny jest aktywny Dokument mDowdd;

15) Zt6z wniosek — ustuga Ministra, umozliwiajgca za pomoca Aplikacji ztozenie wniosku
o wsparcie lub o$wiadczenia dla gospodarstw domowych w zwigzku z sytuacja
energetyczng i cieptowniczg, udostepnionych na stronie ww.gov.pl. Aby korzystac z tej
ustugi konieczny jest aktywny Dokument mDowdd;

16) Legitymacja emeryta-rencisty — dokument mobilny, wydany przez terenowa
jednostke organizacyjng Zaktadu Ubezpieczen Spotecznych wtasciwg w sprawach
wydawania decyzji dotyczgcych $wiadczen lub ich wyptaty. Legitymacja emeryta-
rencisty jest wydawana w formie:

a) spersonalizowanej karty identyfikacyjnej wykonanej z tworzywa sztucznego,

b) dokumentu elektronicznego przechowywanego i prezentowanego przy uzyciu
Aplikacji. Aby korzystaé¢ z mobilnej Legitymacji emeryta-rencisty wymagana jest
aktywacja ustugi mObywatel;

17) Legitymacja adwokacka — dokument mobilny wydany przez okregowa rade
adwokacka na podstawie ustawy z dnia 26 maja 1982 r. Prawo o adwokaturze (Dz. U.
2022 r. poz. 1184) oraz uchwaty nr 269/2022 Prezydium Naczelnej Rady Adwokackiej
z dnia 8 grudnia 2022 .

18) Legitymacja poselska — dokument mobilny wydany przez Marszatka Sejmu
Rzeczypospolitej Polskiej, ktorego wykorzystywanie odbywa sie na warunkach ustawy
o aplikacji mObywatel oraz ustawy z dnia 9 maja 1996 r. o wykonywaniu mandatu
postfa i senatora. Aby korzystaé z tej ustugi konieczny jest aktywny Dokument
mDowodd;

19) Rejestr Uprawnien — ustuga Ministra, o ktorej mowa w art. 15-16 ustawy o aplikacji
mObywatel, umozliwiajgca prezentacje za pomocg Aplikacji aktualnie posiadanych
uprawnien przez obywateli. Uprawnienia obywateli do wykonywania czynnosci
wydawane przez instytucje w ramach ich dziatalno$ci statutowej. Aby korzystac z tej
ustugi konieczny jest aktywny Dokument mDowdd;

20) Ustuga e-Ptatnosci — pilotaz ustugi online, skierowany do okreslonej grupy
Uzytkownikdw, polegajacy na obstudze elektronicznych Transakcji ptatniczych
udostepnionych w Aplikacji mObywatel;

21) Aplikacja/Ustuga/ mWeryfikator - ,mWeryfikator”, oprogramowanie Ministra, o
ktorym mowa w art. 19 ust. 1 pkt 7 lit. a ustawy o aplikacji mObywatel, stanowiace
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element publicznej aplikacji mobilnej. Umozliwia weryfikacje danych takich jak
wizerunek, imie, nazwisko Uzytkownika i postugiwanie sie w niej dostepnymi
dokumentami oraz ustugami;

22) Tymczasowe elektroniczne Prawo Jazdy (TePJ) — dokument tworzony na okres 30 dni,
bezposrednio po zdanym egzaminie panstwowym na prawo jazdy w systemie
teleinformatycznym obstugujgcym CEK i udostepniany do pobrania w aplikacji
mObywatel w ramach ustugi Ministra, o ktérej mowa w art. 3 ust. 1 pkt 1 ustawy o
aplikacji mObywatel. Pozwala na pobranie przez Uzytkownika danych osobowych i
powigzanych z nimi uprawnien do kierowania pojazdami z CEK, oraz przechowywanie
ich w postaci zaszyfrowanej w urzadzeniu mobilnym Uzytkownika, a takze ich
prezentowanie innym osobom lub podmiotom Uzytkownikom w sposdb bezpieczny.
Aby korzystac z tej ustugi konieczny jest aktywny Dokument mDowdd;

23) Bezpieczny autobus — ustuga Ministra Cyfryzacji pozwalajgca na sprawdzenie
podstawowych danych na temat autobusu lub autokaru, w tym informacje na temat
waznosci badania technicznego, aktualnosci OC lub czy zostat oznaczony jako
wycofany z ruchu;

24) Internetowa ustuga weryfikacji mDowodu — , mWeryfikator webowy”,
oprogramowanie Ministra, stanowigce element publicznej aplikacji mobilne;.
Umozliwia weryfikacje danych znajdujgcych sie w mDowodzie za posrednictwem
dedykowanej strony internetowej: https://weryfikator.mobywatel.gov.pl/;

25) Historia Pojazdu — ustuga Ministra Cyfryzacji, umozliwiajgca dostep do informacji na
temat historii pojazdu z uwzglednieniem danych ogdlnych, technicznych i zdarzen
dotyczacych pojazdu. W przypadku pojazdéw importowanych, uzytkownikowi
prezentowane sg réwniez dane zagraniczne.

26) Wybory, Centralny Rejestr Wyborcow — ustuga Ministra Cyfryzacji, umozliwiajgca
wyswietlenie danych obywatela z Centralnego Rejestru Wyborcow wraz z informacja
o posiadaniu prawa wyborczego, listy zblizajgcych sie wyboréw oraz szczegétéw
dotyczacych wydarzenia wyborczego (w tym informacji na temat siedziby obwodowe;j
komisji wyborczej, do ktérej obywatel zostat przypisany);

27) Jakos¢ powietrza — ustuga Ministra Cyfryzacji, umozliwiajgca sprawdzenie stanu
czystosci powietrza w wybranych punktach na terenie Polski;

28) Mandaty — ustuga Ministra Finanséw, umozliwiajgca wyswietlenie informacji na temat
otrzymanych mandatow fiskalnych w podziale na optacone i nieoptacone. Dane
pochodzg z Ministerstwa Finanséw — Systemu e-Urzad Skarbowy. Szczegétowe
informacje na jej temat znajdujg sie na stronie: https://www.podatki.gov.pl/uslugi-
online/

Nie jest mozliwe pobranie danych dokumentow, jak i korzystanie z aplikacji mObywatel,
jezeli Uzytkownik nie spetnia warunkow technicznych okreslonych w Regulaminie.

W szczegdlnosci nie ma waznego srodka identyfikacji elektronicznej wydanego w
systemie identyfikacji elektronicznej przytgczonym do Wezta Krajowego (login.gov.pl) czy
nie ma aktywowanego dokumentu mObywatel.
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3. Poza funkcja elektronicznego potwierdzania danych osobowych Aplikacja nie oferuje
funkcji eksportu ani importu danych.

4. Szczegbdtowe zasady aktywacji, dezaktywacji i korzystania z gtéwnych Ustug oraz opis ich
funkcji, a takze informacji dotyczace przetwarzania danych osobowych Uzytkownika
okreslajg zataczniki do niniejszego Regulaminu.

5. Aktualny Regulamin jest udostepniony nieodptatnie w Aplikacji, w Biuletynie Informacji
Publicznej na stronie podmiotowej Ministra, skad mozna go pobra¢, utrwalic i
wydrukowaé:
https://mc.bip.gov.pl/aplikacja-mobywatel/informacje-o-aplikacji-mobywatel.html

6. Warunkiem rozpoczecia korzystania z Aplikacji jest zapoznanie sie i akceptacja
Regulaminu.

7. Zasady korzystania z eRecepty okres$la odrebny regulamin Internetowego Konta Pacjenta
Dostepny na stronie https://www.pacjent.gov.pl/warunki-korzystania-z-serwisu.

8. Zasady korzystania z Bilkom — bilety kolejowe okresla odrebny regulamin dostepny na
stronie https://bilkom.pl/regulamin.

9. Zgodnie z art. 21 ust. 1 ustawy o aplikacji mObywatel, minister wtasciwy do spraw
informatyzacji w Biuletynie Informacji Publicznej na swojej stronie podmiotowe]
zamieszcza oraz niezwtocznie aktualizuje:

1) regulamin korzystania z aplikacji mObywatel;
2) polityke swiadczenia ustug dla certyfikatéw uzytkownika aplikacji mObywatel;
3) informacje dotyczace:
a) ustug udostepnianych w aplikacji mObywatel,
b) ustug czasowo zawieszonych,
c) potwierdzania autentycznosci, waznosci, integralnosci oraz pochodzenia
dokumentéw mobilnych, w tym zabezpieczen wizualnych tych dokumentéw,
d) udostepnianych metod uniewaznienia certyfikatéw uzytkownika aplikacji
mObywatel,
e) ogdlnych warunkéw swiadczenia ustug w aplikacji mObywatel, o ktérych mowa
w art. 15 ust. 3 ustawy o aplikacji mObywatel, oraz listy ustug Swiadczonych na tej
podstawie.

§ 2. Definicje

Minister, Minister Cyfryzacji — minister wtasciwy do spraw informatyzacji, ktérego urzad
obstugujgcy Ministerstwo Cyfryzacji posiada siedzibe w Warszawie, przy ul. Krélewskiej 27.
Aplikacja/ Aplikacja mObywatel — bezptatne i dobrowolne oprogramowanie Ministra pod
nazwa ,mObywatel 2.0” przeznaczone dla urzgdzen mobilnych, w ktdrym sg udostepniane
ustugi swiadczone przez podmioty publiczne oraz podmioty niepubliczne, z ktérego
korzystanie odbywa sie na warunkach okreslonych w tym Regulaminie i Ustawie o aplikacji
mObywatel.

Uzytkownik — osoba fizyczna, ktdrej zapewniono mozliwosé korzystania z aplikacji
mObywatel po uprzednim ustaleniu tozsamosci tej osoby w sposéb okreslony w ustawie

o aplikacji mObywatel. Pojecie moze by¢ uzywane w Regulaminie odpowiednio w liczbie
mnogiej ,,Uzytkownicy” lub w liczbie pojedynczej ,,Uzytkownik”.

Certyfikat podstawowy / Certyfikat — certyfikat, o ktorym mowa w art. 2 pkt 2 Ustawy

o aplikacji mObywatel — certyfikat uzytkownika aplikacji mObywatel wydawany z

dokumentem mObywatel, zgodnie z art. 10 ust. 2 ustawy o aplikacji mObywatel,
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uzytkownikowi aplikacji automatycznie z Profilem mObywatel zgodnie z art. 14 ust. 1 ustawy

o aplikacji mObywatel, pozwalajgce na potwierdzenie integralnosci i pochodzenia

dokumentdéw elektronicznych oraz potwierdzenie lub przekazanie danych osobowych

Uzytkownika.

System mObywatel/System teleinformatyczny Aplikacji - system teleinformatyczny, ktory

pozwala, przy uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego:

10.

11.

12.

13.

14.

1) zawierajgcego dane osobowe uzytkownika publicznej aplikacji mobilnej pobrane
z rejestrow publicznych;
2) zawierajacego dane dotyczgce sytuacji prawnej uzytkownika publicznej aplikacji
mobilnej lub praw mu przystugujacych;
3) zawierajacego dane umozliwiajgce identyfikacje rzeczy zwigzanej z uzytkownikiem
publicznej aplikacji mobilnej.
Instytucja — podmiot prywatny lub publiczny, ktéremu Minister wydat certyfikat,
pozwalajacy na zabezpieczenie oraz potwierdzenie pochodzenia danych przekazywanych
pomiedzy systemem teleinformatycznym Aplikacji a systemem teleinformatycznym tego
podmiotu.
mWeryfikator / Aplikacja mWeryfikator — oprogramowanie Ministra, stanowigce
element systemu publicznej aplikacji mobilnej, wspdtpracujace z gtdwnymi Ustugami
i umozliwiajgce potwierdzenie danych osobowych w danej Ustudze. Szczegdty wspdtpracy
poszczegdlnych Ustug z mWeryfikatorem regulujg zatgczniki Regulaminu.
mWeryfikator webowy - Internetowa ustuga weryfikacji mDowodu — oprogramowanie
Ministra, stanowigce element systemu publicznej aplikacji mobilnej, umozliwiajgce
weryfikacje mDowodu przy pomocy ustugi mWeryfikatora i dedykowanej strony
internetowej: https://weryfikator.mobywatel.gov.pl/.

Ustawa o aplikacji mObywatel — ustawa z dnia 26 maja 2023 r. o aplikacji mObywatel
(Dz. U. poz. 1234).

Ustawa o pomocy obywatelom Ukrainy — ustawa z dnia 12 marca 2022 r. o pomocy
obywatelom Ukrainy w zwigzku z konfliktem zbrojnym na terytorium tego panstwa (Dz. U.
z 2023 r. poz. 583, z pdzn.zm.).

Ustawa o ewidencji ludnosci — ustawa z dnia 24 wrze$nia 2010 r. o ewidencji ludnosci
(Dz. U.z2022r. poz. 103, z pézn. zm.).

Regulamin — niniejszy regulamin aplikacji mObywatel, o ktérym mowa w art. 21 ust.1 pkt
1 ustawy o aplikacji mObywatel.

Ogolne rozporzadzenie o ochronie danych / RODO — rozporzgdzenie Parlamentu
Europejskiego i Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb
fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie

o ochronie danych) (Dz. Urz. UE L 119 z 4.05.2016, str. 1 oraz Dz. Urz. UE L 127

z 23.05.2018, str. 2).

Rejestr — rejestr 0sob, ktére przybyty do Polski po 24 lutego 2022 r. w zwigzku z wojng w
Ukrainie, ktdrym nadano numer PESEL, o ktérym mowa w art. 6 ust.1 ustawy o pomocy
obywatelom Ukrainy.
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15.

16.

17.

18

19.

20.

21.

22.

23.

24,

§3.

Skrzynka odbiorcza — skrzynka odbiorcza w Aplikacji, prezentujgca wiadomosci kierowane
do konkretnego Uzytkownika.

Powiadomienie PUSH — wiadomos¢ przekazywana Uzytkownikowi w formie
powiadomienia wyswietlanego na ekranie urzgdzenia mobilnego, niezaleznie od tego czy
Aplikacja jest wtaczona.

Profil mObywatel — srodek identyfikacji elektronicznej, o ktérym mowa w art. 3 pkt 2
rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 z dnia 23 lipca 2014 .
w sprawie identyfikacji elektronicznej i ustug zaufania w odniesieniu do transakcji
elektronicznych na rynku wewnetrznym oraz uchylajgcego dyrektywe 1999/93/WE,
obstugiwany przy uzyciu ustugi udostepnianej w aplikacji mObywatel, wydawany zgodnie
z art. 14 ust. 1-3 ustawy o aplikacji mObywatel.

. CEK — Centralna Ewidencja Kierowcdw, o ktérej mowa w art. 100a ustawy z dnia 20

czerwca 1997 r. - Prawo o ruchu drogowym.

CEP - Centralna Ewidencja Pojazddw, o ktérej mowa w art. 80a ustawy z dnia 20 czerwca
1997 r. - Prawo o ruchu drogowym.

Punkty Karne — ustuga Ministra dostepna wraz z mPrawo Jazdy, ktéra umozliwia
prezentacje liczby punktéw, o ktérych mowa w art. 98 ust. 1 ustawy o kierujgcych
pojazdami przypisanych kierowcy za naruszenie przepisow ruchu drogowego.

Ustawa o kierujacych pojazdami — ustawa z dnia 5 stycznia 2011 r. o kierujgcych
pojazdami (Dz. U. z 2023 r. poz. 622).

Ustawa - Prawo o ruchu drogowym - ustawa z dnia 20 czerwca 1997 r. — Prawo o ruchu
drogowym (Dz. U. 2023 poz. 1047 z pdzn. zm.).

Tymczasowe Elektroniczne Prawo Jazdy - dokument elektroniczny stwierdzajgcy
uprawnienia do kierowania pojazdami wytacznie dla kategorii AM, A1, A2, A, B1, B, B+E i
T nowym kierowcom, nie posiadajgcym dotychczas uprawnien oraz takim, ktorzy
posiadali juz uprawnienie w ramach wymienionych powyzej kategorii i ubiegajg sie o
kolejne uprawnienie z tej grupy. Dokument obowigzuje wytgcznie na terytorium RP nie
dtuzej niz przez okres 30 dni od dnia uzyskania pozytywnego wyniku egzaminu
panstwowego i mogg go pobrac wyfgcznie osoby, ktére najpdzniej w dniu egzaminu
osiggnety wymagany wiek do kierowania pojazdem w zakresie okreslonej kategorii.

Wydarzenia wyborcze - nalezy przez to rozumiec wybory do Sejmu i do Senatu, wybory
Prezydenta Rzeczypospolitej, wybory do Parlamentu Europejskiego w Rzeczypospolitej
Polskiej, wybory do organdw stanowigcych jednostek samorzadu terytorialnego oraz
wybory wéjtéw, burmistrzéw i prezydentéw miast, a takze referenda ogdlnokrajowe i
referenda lokalne.

Informacje ogodlne

Pobranie Aplikacji i korzystanie z niej jest nieodptatne.

Korzystanie przez Uzytkownika z ustug transmisji danych lub potgczen gtosowych

w zwigzku z pobraniem lub korzystaniem z Aplikacji i Ustug moze wigza¢ sie z optatami
naliczanymi przez operatora telekomunikacyjnego, ktéry swiadczy Uzytkownikowi
ustugi telekomunikacyjne.
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3. Postugiwanie sie Aplikacjg przez Uzytkownikéw jest dobrowolne. Minister informuje,
ze posiadanie Aplikacji i postugiwanie sie nig nie jest prawnym obowigzkiem obywateli
Rzeczypospolitej Polskiej lub jakichkolwiek oséb przebywajgcych na terytorium
Rzeczypospolitej Polskiej.

4. Korzystanie z Aplikacji lub Ustug nie zwalnia Uzytkownika z obowigzkdéw wynikajgcych z
przepisOw prawa. Zbieranie danych innych uzytkownikdéw, postugiwanie sie nimi czy ich
publikacja podlegajg ograniczeniom prawnym wynikajgcym m.in. z przepisdw stuzgcych
ochronie danych osobowych, débr osobistych i prywatnosci.

5. Uzytkownik Aplikacji jest uprawniony do korzystania z funkcjonalnosci odbierania
Powiadomienia PUSH. Powiadomienie PUSH zawiera informacje o przekazaniu
wiadomosci, w tym wiadomos¢ pozwalajgca na autoryzacje czynnosci zwigzanych
z korzystaniem z profilu zaufanego. Petna tres¢ wiadomosci dostepna jest w Skrzynce
odbiorczej po zalogowaniu do Aplikacji lub —w przypadku wiadomosci autoryzacyjnych
— wyswietlana jest bezposrednio po zalogowaniu do Aplikacji.

6.  Uzytkownik Aplikacji moze wyfaczy¢ funkcje otrzymywania Powiadomien PUSH dla
Aplikacji korzystajac z funkcji systemowych.

7. Do wysytki Powiadomien PUSH jest wykorzystywane narzedzie Firebase Cloud
Messaging: https://firebase.google.com/support/privacy.

8.  Tres$¢ Powiadomien PUSH oraz narzedzia do ich wysytki ustala Minister Cyfryzacji, ktory
udostepnia dane Powiadomienie PUSH.

§4. Wymagania techniczne

1. W celu prawidtowego i petnego korzystania z Aplikacji, Uzytkownik powinien dysponowac
urzgdzeniem mobilnych typu smartfon z systemem:
1) Android 7.0 lub wyzszym i z dostepem do sklepu Google Play

lub
2) i0S 15.0 lub wyzszym i z dostepem do sklepu App Store.

2. Minister doktada staran dla zapewnienia jak najszerszej kompatybilnosci Aplikacji
z urzadzeniami mobilnymi réznych producentdw, ale nie gwarantuje, ze Aplikacja bedzie
dziata¢ poprawnie na urzgdzeniach, na ktérych nie zostata przetestowana.

3. Pobranie i aktywacja Aplikacji wymagajg potgczenia z Internetem. Pofgczenia z
Internetem wymaga ponadto aktualizacja danych w Aplikac;ji.

4. Aplikacja do prawidtowego dziatania wymaga:

1) przynajmniej 100 MB wolnej pamieci;

2) systemu operacyjnego pozbawionego modyfikacji, w szczegélnosci modyfikacji
polegajacych na przetamaniu zabezpieczen producenta urzadzenia mobilnego
lub producenta systemu operacyjnego (tzw. jailbreaking czy rooting);

3) dostepu do Internetu — w czasie instalacji, aktualizacji oprogramowania oraz
aktywacji Aplikacji;

4) udostepnienia lokalizacji (jednorazowo, tylko dla Android 8.1 i wyzszej) — na
potrzeby ustalenia identyfikatora interfejsu sieciowego;
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5) pozwolenia na dostep do systemowej Ustugi telefon (jednorazowo, tylko dla

systemu Android) — na potrzeby ustalenia identyfikatora urzagdzenia (numer IMEI
urzadzenia).

5. Aplikacja nie jest przeznaczona do uruchamiania:

1)

2)
3)

4)
5)

6)

7)

na urzadzeniu, ktérego modyfikacje pozwalajg na ukrywanie przetamania
zabezpieczen producenta urzadzenia lub producenta systemu operacyjnego (np.
rooting, jailbreaking);

na urzadzeniu, ktérego bootloader zostat zmodyfikowany;

na urzadzeniu, ktdrego system operacyjny zostat zmodyfikowany lub zastgpiony
innym oprogramowaniem;

w trybie klonowania lub podczas emulacji systemu operacyjnego;

w Srodowisku, na ktérym zainstalowano oprogramowanie powszechnie uznawane
za niebezpieczne;

w srodowisku, na ktérym zainstalowano oprogramowanie wykorzystujgce
rozwigzania stosowane przez oprogramowanie powszechnie uznawane za
niebezpieczne;

w Srodowisku, ktére zostato zmodyfikowane w celu wprowadzania w btgd
odbiorcéw tresci wyswietlanych przez Aplikacje.

6. Aplikacja do petnego dziatania wymaga, aby urzadzenie mobilne umozliwiato jej
w okreslonych sytuacjach dostep do:

7.

§5.

1) aparatu - na potrzeby zeskanowania kodu QR aktywujgcego Legitymacje szkolng lub

2)

3)

studencka, zeskanowania kodu QR lub serii kodéw QR w celu przekazania danych
za pomocg ustugi mWeryfikator, zeskanowania kodu QR w celu przekazania danych
do Instytucji;

modutu tacznosci Bluetooth lub Wi-Fi — na potrzeby nawigzania tgcznosci

w procesie przekazywanie danych po zeskanowaniu kodu QR do mWeryfikatora;
lokalizacji — na potrzeby odczytania identyfikatora urzgdzenia (lokalizacja
wymagana wytgcznie podczas sprawdzania poprawnosci dokumentéw z
wykorzystaniem mWeryfikatora).

Instalacja dostarczanych okresowo przez Ministra aktualizacji Aplikacji moze by¢
konieczna dla jej prawidtowego dziatania i nalezytego zabezpieczenia zawartych w nigj
danych. Minister rekomenduje instalowanie takich aktualizacji niezwtocznie po ich
udostepnieniu za pomoca sklepu Google Play Uzytkownikom urzadzen z systemem
Android lub App Store Uzytkownikom urzadzen z systemem iOS

Uzytkownik powinien instalowac uaktualnienia systemu operacyjnego zgodnie z
zaleceniami producenta swojego urzadzenia mobilnego oraz producenta systemu
operacyjnego. Brak aktualizacji systemu operacyjnego lub Aplikacji moze prowadzié

do obnizenia poziomu bezpieczeAstwa korzystania z Aplikacji, a nawet do wycieku danych
z Aplikacji.

Warunki bezpiecznego uzytkowania Aplikacji

1. W przypadku zgubienia, kradziezy urzgdzenia mobilnego lub jego utraty z innych
przyczyn, Uzytkownik moze uniewazni¢ certyfikat:

Regulamin aplikacji mObywatel 23.0.0 Strona9/79



1) Samodzielnie za pomoca aplikacji mObywatel nawet na innym urzadzeniu poprzez
aktywacje, co skutkuje automatycznym uniewaznieniem istniejgcego certyfikatu
na poprzednim urzadzeniu mobilnym;

2) telefonicznie — dzwonigc na numerem telefonu +48 42 253 54 74 czynnego cata
dobe.

2. Minister zaleca, aby w przypadku zakorczenia korzystania z danego urzgdzenia mobilnego
przez Uzytkownika, przed przekazaniem urzgdzenia osobie trzeciej, usung¢ dane z ustug
zawartych w Aplikacji.

3. Hasto dostepu do Aplikacji nie jest przechowywane w postaci jawnej w urzgdzeniu
mobilnym Uzytkownika. Minister nie umozliwia odtworzenia hasta dostepu do Aplikacji.
W przypadku utraty hasta dostepu do Aplikacji niezbedna jest ponowna aktywacja
aplikacji (zaleznie od preferencji Uzytkownika skorzystanie z funkcji ,,Nie pamietam hasta”
lub ponowna instalacja aplikacji) oraz zastrzezenie starego certyfikatu.

4. Podanie hasta dostepu do Aplikacji jest wymagane kazdorazowo po zaprzestaniu
korzystania z niej przynajmniej na 5 (pie¢) minut, a takze po uruchomieniu Aplikacji
po kazdym jej wytaczeniu oraz po kazdym wytgczeniu urzadzenia mobilnego. Trzykrotne
wprowadzenie nieprawidtowego hasta spowoduje czasowg blokade dostepu do Aplikacji.

5. W przypadku urzgdzen mobilnych obstugujgcych funkcje biometrii, dostep do Aplikacji
mozliwy jest przy wykorzystaniu tej funkcji, przy czym:

1) skorzystanie z funkcji biometrii nie zwalnia Uzytkownika z obowigzku ustawienia
hasta dostepu do Aplikacji;

2) aktywacja biometrii wymaga zdefiniowania 4-cyfrowego kodu PIN;

3) Uzytkownik ma mozliwos¢ aktywacji uwierzytelniania biometrig bez PINu, przy
czym:

a) Uzytkownik akceptuje fakt, ze ta metoda powoduje obnizenie poziomu
zabezpieczen Aplikacji,

b) hasto i PIN sg zapisywane w Aplikacji w urzadzeniu mobilnym, a Minister
nie ponosi odpowiedzialnosci za szkody spowodowane btedami i
zainstalowanym innym oprogramowaniem w systemie operacyjnym oraz btedy
W samym urzadzeniu,

c) czesé funkcjonalnosci i ustug dostepnych w Aplikacji, bedzie wymagata nadal
podania PIN zdefiniowanego przez Uzytkownika,

d) Uzytkownik w trakcie procesu aktywacji uwierzytelniania biometrig bez PINu
jest informowany o ryzyku, jakie niesie ze sobg zmiana metody
uwierzytelniania i je akceptuje.

6. Minister informuje, ze doktada najwyzszych staran, aby zapewni¢ wysoki poziom
bezpieczenstwa teleinformatycznego Aplikacji i danych Uzytkownikéw. Jednakze Minister
wskazuje, ze ze wzgledu na specyfike technologii informatycznych w przysztosci moze
zosta¢ ujawniona podatnos¢ Aplikacji na okreslone zagrozenia. Z tego wzgledu Minister
zaleca aktualizowanie Aplikacji oraz wskazuje, ze moze wydawac publicznie dostepne
zalecenia dotyczgce zasad bezpieczenstwa zwigzanych z korzystaniem z Aplikacji.

7. W przypadku wszystkich ustug dostepnych w Aplikacji pobrane dane sg przechowywane
w zaszyfrowanej formie na urzagdzeniu mobilnym.
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§ 6. Warunki licencyjne

1. Zchwilg instalacji Aplikacji Minister udziela Uzytkownikowi niewytgcznej licencji na
korzystanie z Aplikacji na warunkach okreslonych w niniejszym paragrafie oraz zgodnie
z Regulaminem i Zatacznikami. Udzielona licencja jest nieprzenaszalna oraz nie uprawnia
do udzielania dalszych licencji (sublicenc;ji).

2. Licencja jest udzielana na czas nieoznaczony i bez ograniczen terytorialnych.

3. Na podstawie udzielonej licencji Uzytkownik jest uprawniony do zainstalowania aplikacji
i uzywania jej na posiadanym przez Uzytkownika urzagdzeniu mobilnym — jezeli czynnosci
te sg podejmowane dla celdw korzystania z Aplikacji zgodnie z Regulaminem i
Zatgcznikami. Minister zastrzega, ze ze wzgleddéw bezpieczedstwa Ustugi dostepne
w Aplikacji, s3 mozliwe do uruchomienia wytacznie na jednym urzgdzeniu mobilnym.

4. Zzastrzezeniem ust. 3 oraz wyjatkdw wynikajacych z bezwzglednie obowigzujgcych
przepisOw prawa, Uzytkownik nie jest uprawniony do zwielokrotniania Aplikacji
w jakikolwiek inny sposdéb lub jej ttumaczenia, przystosowywania, zmiany uktadu lub
wprowadzania jakichkolwiek innych zmian.

5. Zakres udzielonej licencji obejmuje jednoczesnie mozliwosé korzystania z Ustug
zdefiniowanych w § 1 ust. 1 Regulaminu oraz w Zatgcznikach.

§ 7. Wsparcie techniczne i zgtoszenia Uzytkownikéw

1. Wsparcie techniczne Aplikacji jest realizowane poprzez udostepnienie Uzytkownikom
telefonu kontaktowego, czynnego w godzinach 7.00-18.00 w dni robocze, pod numerem
telefonu +48 42 253 54 74.

2. Ewentualne pytania, uwagi lub propozycje Uzytkownikéw dotyczgce Aplikacji i jej funkcji
mozna kierowac drogg elektroniczng na adres e-mail: mobywatel-pomoc@-coi.gov.pl.
Pytania dotyczgce ustugi Unijny Certyfikat COVID oraz eRecepta nalezy kierowac¢ droga
elektroniczng na adres: ikp-pomoc@cez.gov.pl Informacje dotyczgce ustugi Polak
za granicg mozna uzyska¢ pod numerem telefonu 22 250 01 16.

§ 8. Funkcja weryfikacji

1. Uzytkownik dzieki funkcjonalnosci poszczegdlnych ustug (mDowdd, Diia.pl, Prawo Jazdy,
Tymczasowe elektroniczne Prawo Jazdy) moze za pomocg aplikacji skorzystaé z funkgji
,Potwierdz swoje dane”. Funkcja ta pozwala na przekazanie do weryfikacji Ustugi
mWeryfikator danych Uzytkownika w postaci kodu QR lub w postaci 6 cyfrowego kodu.

2. W przypadku wybranych ustug (Legitymacja emeryta-rencisty, Karta Duzej Rodziny,
Legitymacja szkolna, Legitymacja studencka, Legitymacja adwokacka, Rejestr Uprawnien)
funkcja weryfikacji jest wywotywana poprzez nacisniecie przycisku ,,Przekaz”.

3. Funkcja dostepna jest po uruchomieniu Aplikacji i po wybraniu danego dokumentu,

a nastepnie funkcji ,,potwierdz swoje dane”.

4. Potwierdzenie danych przebiega w nastepujgcy sposob:

1) Weryfikujgcy prezentuje kod. Weryfikowany skanuje kod, wyswietla sie graficzny,
kwadratowy kod QR, ktory zawiera informacje o czasie jego wygenerowania;

2) kod jest wazny 3 minuty od chwili jego wygenerowania. Po uptywie tego czasu
przekazanie danych wymaga ponownego wygenerowania Kodu QR;
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3) Po zamknieciu Aplikacji lub wygasnieciu jej sesji, przekazanie danych wymaga
ponownego wygenerowania kodu QR

4) Weryfikujacy przy uruchomionej Aplikacji mObywatel, odczytuje kod QR za pomoca
aparatu fotograficznego swojego urzgdzenia mobilnego, ktérym sie postuguje lub
wpisuje otrzymany 6 cyfrowy kodu;

5) Nastepuje potwierdzenia danych zawartych w kodzie QR do urzgdzenia mobilnego
osoby Weryfikujace;.

6) Po nawigzaniu potgczenia Ustuga mWeryfikator przekazuje do Aplikacji mObywatel
osoby Weryfikowanej, dane Uzytkownika, ktéry go weryfikowat.

7) Ustuga mWeryfikator i Aplikacja mObywatel nie przechowuje weryfikowanych
danych, a jedynie informacje o zdarzeniu.

8) Po prawidtowym zakoriczeniu elektronicznej weryfikacji danych osobowych
Uzytkownika dane dotyczace dokonanej weryfikacji zapisywane sg w weryfikowanej
Ustudze/ Dokumencie (funkcja ,,Historia”) Aplikacji mObywatel.

9) Uzycie mWeryfikatora webowego nie blokuje podstawowych funkcji systemu na
urzadzeniu Weryfikujgcego, takich jak utrwalanie obrazu.

10) Aplikacje mObywatel oraz mWeryfikator dla systemu Android blokujg mozliwos¢
wykonywania zrzutéw ekrandw, tzw. screen shot’ow.

11) Aplikacje mObywatel oraz mWeryfikator dla systemu iOS nie blokujg mozliwosci
wykonania zrzutéw ekrandw, tzw. screen shot’éw.

12) Przy korzystaniu z funkcji elektronicznej weryfikacji danych osobowych na urzadzeniu
osoby weryfikujgcej dane wyswietlane sg nastepujgce dane Uzytkownika Aplikacji w
ramach dokumentu mDowdd:

e imie (imiona) i nazwisko,

e numer PESEL,

e data urodzenia,

e zdjecie,

e obywatelstwo,

e imie ojca,

e imie matki,

e seria i numer dokumentu,

e termin waznosci dokumentu,
e data wydania dokumentu.

§ 9. Funkcja Przekaz

1. Funkcja, Przekaz”- (funkcjonalnos¢ dostepna dla:, Legitymacja posta, Matopolska Karta
Aglomeracyjna, Unijny Certyfikat COVID- za pomocg danych z mDowodu) pozwala na
elektroniczne przekazanie danych Uzytkownika innemu Uzytkownikowi aplikacji
mWeryfikator.

2. Elektroniczne przekazanie danych Instytucji lub firmie.

Funkcja ta pozwala na przekazanie danych Uzytkownika do systemu teleinformatycznego
Instytucji. W tym celu Uzytkownik przekazujacy dane:

1) Wybiera odpowiedni dokument z jakiego chce przekaza¢ dane
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2) Po wyborze dokumentu w dole ekranu funkcje ,,Przekaz”;

3) nastepnie wybiera funkcje , Instytucji lub firmie” i przycisk ,Przekaz”;

4) Uzytkownik skanuje kod QR Instytucji (prezentowany na stronie internetowej
Instytucji — online lub w placéwce Instytucji — on site);

5) w ustudze mObywatel pojawia sie komunikat o nawigzywaniu potaczenia z Instytucjg;

6) pojawia sie komunikat jakie dane i jakiej Instytucji zostang przekazane;

7) Uzytkownik wybiera przycisk ,, Potwierdzam”;

8) nastepuje przekazanie danych Uzytkownika do Instytucji;

9) pojawia sie komunikat o wyniku przekazania danych.

3. Elektroniczne przekazanie danych Uzytkownika uzytkownikowi mWeryfikatora

Funkcja ,,Przekaz” — dostepna jest dla dokumentéw:, legitymacja poselska, legitymacja

UUT. Dla wybranego przez siebie dokumentu uzytkownik:

1) wybiera funkcje ,Przekaz”;

2) nastepnie wybiera funkcje ,,Osobie weryfikujacej Twojg tozsamosc” i przycisk
,Przekaz”;

3) w ustudze mObywatel wyswietli sie graficzny, kwadratowy kod QR, ktéry zawiera
informacje o czasie jego wygenerowania i jest wazny 3 minuty od chwili jego
wygenerowania. Po uptywie tego czasu przekazanie danych wymaga ponownego
wygenerowania kodu QR. Réwniez po zamknieciu Aplikacji lub wygasnieciu jej sesji,
przekazanie danych wymaga ponownego wygenerowania kodu QR;

4) uzytkownik mWeryfikatora odczytuje kod QR za pomocq aparatu fotograficznego
swojego urzgdzenia mobilnego;

5) nastepuje przekazanie danych zawartych w kodzie QR do urzgdzenia mobilnego
uzytkownika mWeryfikatora.

4. mWeryfikator nie zapisuje danych Uzytkownika, ktérego dane zostaty zweryfikowane

z wykorzystaniem ustugi mObywatel. Wszystkie dane dotyczace tego Uzytkownika sg

usuwane z mWeryfikatora po wyjsciu z ekranu wyswietlania danych.

§10. Odpowiedzialnos¢

1. Uzytkownik, uzytkownik mWeryfikatora lub mWeryfikatora webowego ponosi petng
odpowiedzialnos¢ za naruszenie prawa badz szkode wyrzgdzong swoim dziataniem
zwigzanym z korzystaniem przez niego z Aplikacji mWeryfikatora lub mWeryfikatora
webowego, w szczegdlnosci postuzeniem sie lub podaniem do wiadomosci publiczne;j
danych innych Uzytkownikdw, uzyskanych za pomocg funkcji oferowanych przez Aplikacje,
mWeryfikatora lub mWeryfikatora webowego w tym naruszenie ich débr osobistych,
prywatnosci lub zasad przetwarzania danych osobowych.

2. Minister nie ponosi odpowiedzialnosci za:

1) szkody bedgce wynikiem niewykonania przez Uzytkownika aktualizacji Aplikacji lub
niezastosowania sie do zalecen, o ktorych mowa w § 5 Regulaminu badz Zatacznikach;

2) szkody bedgce wynikiem korzystania przez Uzytkownika z Aplikacji, mWeryfikatora lub
mWeryfikatora webowego w sposéb niezgodny z prawem lub niniejszym
Regulaminem i Zatgcznikami;

3) jakosc¢ i dostepnos¢ ustug telekomunikacyjnych, niezbednych do korzystania
z Aplikacji, swiadczonych przez operatora telekomunikacyjnego, z ktérego ustug
korzysta Uzytkownik;
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4) nieprawidtowosci funkcjonowania Aplikacji wynikajace z nieprawidtowosci dziatania
systemu operacyjnego lub urzadzenia mobilnego, z ktérego korzysta Uzytkownik.

3. Minister przewiduje dalszy rozwdj Aplikacji oraz wprowadzanie nowych funkcji
w przysztosci, co moze powodowaé koniecznos¢ aktualizowania Aplikacji. O rozszerzeniu
funkcji i wynikajgcych stad zmianach dla Uzytkownika Minister informuje w Biuletynie
Informacji Publicznej na stronie podmiotowej Ministra.

4. Minister nie zapewnia rowniez prawidtowego funkcjonowania Ustug po uptywie terminu
waznosci certyfikatu przypisanego do: Profilu mObywatel albo ustugi Legitymacja szkolna,
albo Legitymacja studencka, albo Diia.pl.

5. Minister informuje, ze ze wzgledu na specyfike technologii informatycznych korzystanie
z funkc;ji Aplikacji wymagajgcych dostepu do Internetu (aktywacja Aplikacji, aktualizacja
danych), moze by¢ realizowane z przerwami lub z ograniczeniami wynikajgcymi z mocy
obliczeniowej infrastruktury informatycznej Ministra.

§ 11. Klauzula informacyjna
1. Administratorem danych Uzytkownika aplikacji mObywatel jest Minister Cyfryzacji,

ktorego urzedem obstugujgcym jest Ministerstwo Cyfryzacji z siedzibg przy ul. Krélewskiej
27, 00-060 Warszawa.

2. Z Administratorem danych mozna kontaktowac sie korespondencyjnie na adres siedziby
badz drogg elektroniczng na adres: Kancelaria@cyfra.gov.pl lub na adres skrytki
na ePUAP: /MAIC/SkrytkaESP.

3. Administrator danych wyznaczyt inspektora ochrony danych, z ktérym mozna sie

kontaktowaé we wszystkich sprawach zwigzanych z przetwarzaniem danych osobowych:
korespondencyjnie na adres: ul. Krélewska 27, 00-060 Warszawa, badz mailowo na adres:
iod@mc.gov.pl.

1) Podstawa przetwarzania danych osobowych przez Administratora danych w celu
udostepnienia ustug w aplikacji i zapewnienia bezpieczenistwa teleinformatycznego i
bezpieczenstwa obrotu prawnego:

2) w zakresie mDowodu, Profilu mObywatel i Certyfikatu realizacja obowigzku prawnego
Cigzacego na administratorze, to jest art. 6 ust. 1 lit. c RODO w zwigzku z art. 7 ust. 1
i2,art.8ust. 2i3,art. 10 ust. 1i 2, art. 13, art. 14 ustawy o aplikacji mObywatel;

3) w zakresie ustugi Moje Pojazdy realizacja obowigzku prawnego cigzacego na
administratorze, to jest art. 6 ust. 1 lit. c RODO, w zwigzku z art.3 ust. 1 pkt 1 ustawy
o aplikacji mObywatel.

4) W zakresie Ustugi mPrawo Jazdy realizacja obowigzku prawnego cigzgcego na
administratorze, to jest art. 6 ust. 1 lit. c RODO w zwigzku z art. 3 ust. 1 pkt 1-3 ustawy
o aplikacji mObywatel.

5) W zakresie Ustugi Tymczasowe Elektroniczne Prawo Jazdy realizacja obowigzku
prawnego cigzgcego na administratorze, to jest art. 6 ust. 1 lit. c RODO w zwigzku z art.
3 ust. 1 pkt 1-3 ustawy o aplikacji mObywatel.

6) W zakresie Ustugi DIIA stanowi realizacja zadania w interesie publicznym, to jest art. 6
ust. 1 lit e. RODO w zwigzku z art. 10 ustawy o pomocy obywatelom Ukrainy
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7) realizacja zadania w interesie publicznym, to jest art. 6 ust. 1 lit e. RODO, polegajgcego

na udostepnieniu ustug podmiotéw publicznych i niepublicznych na podstawie art. 15 i
art. 16 ustawy o aplikacji mObywatel.

8) W zakresie Ustugi Centralny Rejestr Wyborcéw realizacja obowigzku prawnego

cigzacego na administratorze, to jest art. 6 ust. 1 lit. c RODO w zwigzku z art. 3 ust. 1
pkt 1-3 ustawy o aplikacji mObywatel.

Osobie, ktérej dane dotycza, przystuguje w dowolnym momencie — zgodnie z RODO:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;

3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do ograniczenia przetwarzania danych osobowych przez Administratora
danych, w takim przypadku Administrator danych oznaczy te dane i nie bedzie ich
przetwarzat w systemie do czasu wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych, ul.
Stawki 2, 00-193 Warszawa.

Prawo do poprawienia lub sprostowania danych realizowane jest wyfgcznie poprzez

poprawienie danych znajdujgcych sie w systemie teleinformatycznym zapewniajgcych

funkcjonowanie dokumentu mDowdd oraz dotyczy danych, o ktérych mowa w § 3 ust.

1- 3 Zatacznika nr 1.

Prezentowanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie.

Prezentowanie oraz elektroniczne przekazanie danych, o ktérych mowa w zdaniu

poprzedzajgcym, nastepuje w ramach realizacji uprawnien lub obowigzkéw Uzytkownika

w stosunku do innych Uzytkownikéw albo na podstawie akceptacji przekazania danych

osobowych do Instytuciji.

W zakresie przetwarzania i ochrony danych, ktére Uzytkownik uzyskat w toku

elektronicznego prezentowania danych osobowych badz elektronicznego weryfikowania

danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

Aplikacja mObywatel przechowuje dane pozyskane w wyniku funkcji Przekaz dla ustugi

mObywatel przez 30 dni (przekazanie danych z aplikacji mObywatel do drugiej aplikacji

mObywatel). Po uptywie tego czasu Aplikacja automatycznie kasuje dane. Aplikacje
mObywatel wydane po listopadzie 2020 roku nie oferujg tej funkcji.

Podczas korzystania z funkcji elektronicznego przekazania danych (funkcja ,,Potwierdz

swoje dane”) do systemu teleinformatycznego Instytucji, Aplikacja przesyta wybrane dane

osobowe, ktére sg niezbedne do realizacji ustugi oferowanej przez dang Instytucje.

Zestaw danych jest uzalezniony od oferowanej przez Instytucje ustugi.

Historia weryfikacji przez mWeryfikatora i mWeryfikatora webowego jest dostepna w

Aplikacji przez 12 miesiecy. mWeryfikator nie umozliwia zapisania danych Uzytkownika

Aplikacji, ktorego dane zostaty zweryfikowane.
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11. W celu utworzenia Certyfikatu oraz zarzgdzania Certyfikatami Uzytkownikéw, w tym
utrzymaniem listy aktywnych Certyfikatéw, Administrator danych przetwarza dane — imie,
nazwisko oraz numer PESEL Uzytkownika — pobierane z rejestru PESEL podczas aktywacji
dokumentu.

12. Administrator danych przy skorzystaniu z funkcji weryfikacji aktualnosci Certyfikatu
(sprawdzenie waznosci certyfikatu online) za pomocg mWeryfikatora gromadzi
nastepujgce dane: identyfikator uzytkownika mWeryfikator.

13. Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi
procesu weryfikacji oraz wykrycia btedéw i luk bezpieczenstwa.

14. Zgodnie z art. 20 ust. 3 ustawy o aplikacji mObywatel Administrator danych przetwarza
dane osobowe uzytkownikéw aplikacji mObywatel przez okres:

1) 6 lat od dnia uptywu waznosci albo dnia uniewaznienia certyfikatu uzytkownika
w przypadku danych, ktére sg przetwarzane w systemie mObywatel;

2) 20 lat od dnia uniewaznienia profilu mObywatel — w przypadku danych, ktdre sg
przetwarzane w systemie identyfikacji elektronicznej, w ktérym jest wydawany profil
mObywatel. Dane nie sg przetwarzane w celach marketingowych.

15. Z zastrzezeniem ustepow poprzedzajgcych, Administrator danych nie przetwarza danych
osobowych gromadzonych przez Uzytkownikéw w ramach korzystania przez nich z
dokumentu mDowdd, danych o potaczeniach miedzy nimi ani danych o Uzytkownikach w
zwigzku z korzystaniem z funkcji weryfikacji online w mWeryfikatorze. Administrator
danych nie gromadzi réwniez informacji o skorzystaniu przez Uzytkownikéw z funkcji
elektronicznego przekazania danych lub elektronicznej weryfikacji danych osobowych.
Historia dziatan Uzytkownika zapisywana jest w jego urzgdzeniu mobilnym.

16. Dane osobowe Uzytkownika bedg mogty réwniez byé przetwarzane przez podmioty
przetwarzajgce w imieniu Administratora danych, to jest przez:

1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305
Warszawa,

2) Naukowsg i Akademickg Sie¢ Komputerowg - Paristwowy Instytut Badawczy,
ul. Kolska 12, 01-045 Warszawa.

17. Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw panstwowych
lub innych podmiotdw upowaznionych na podstawie przepiséw prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.

18. Dane osobowe Uzytkownika nie bedg podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.

§ 11. Postanowienia koncowe

1. Minister informuje, ze instalacja dostarczanych cyklicznie przez Ministra aktualizacji
Aplikacji moze by¢ konieczna dla jej prawidtowego dziatania i nalezytego zabezpieczenia
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zawartych w niej danych. Minister rekomenduje instalowanie takich aktualizacji
niezwtocznie po ich udostepnieniu za pomoca sklepoéw z aplikacjami.

2. Uzytkownik w dowolnym momencie moze zakonczy¢ korzystanie z Ustug poprzez
dezaktywowanie danej Ustugi w Aplikacji (jesli taka funkcjonalnos¢ jest dostepna) lub
odinstalowanie Aplikacji z urzadzenia mobilnego.

3. Uzytkownik moze w dowolnym momencie zakoriczy¢ korzystanie z Aplikacji, poprzez jej
odinstalowanie z urzagdzenia mobilnego.

4. Regulamin jest udostepniony nieodptatnie na stronie podmiotowej Ministra w Biuletynie
Informacji Publicznej, ktéra umozliwia jego pobranie, utrwalenie i wydrukowanie.

5. Regulamin moze ulec zmianie wraz z kolejnymi wydaniami Aplikacji. Zmiana jest wigzgca
dla Uzytkownikoéw, ktdrzy zainstalujg takie wydanie Aplikacji.

6. Jezeli Uzytkownik nie zgadza sie ze zmiang postanowien Regulaminu, w kazdym
momencie moze odinstalowac¢ Aplikacje z urzadzenia mobilnego.

Zataczniki:

Zatacznik nr 1 — Dokument mDowéd

Zatgcznik nr 2 — Ustuga Legitymacja szkolna

Zatgcznik nr 3 — Ustuga Moje Pojazdy

Zatgcznik nr 4 — Ustuga Legitymacja studencka

Zatgcznik nr 5 — Ustuga mPrawo Jazdy i Punkty Karne

Zatgcznik nr 6 — Ustuga Karta Duzej Rodziny

Zatacznik nr 7 — Ustuga Unijny Certyfikat COVID (UCC)

Zatgcznik nr 8 — Ustuga Legitymacja UUT — Legitymacja uprawniajgca do Ulgowych
Ustug Transportowych

Zatgcznik nr 9 — Ustuga Diia.pl

Zatgcznik nr 10 — Ustuga Legitymacja emeryta-rencisty

Zatgcznik nr 11 — Ustuga Legitymacja adwokacka

Zatgcznik nr 12 — Ustuga Legitymacja poselska

Zatgcznik nr 13 — Ustuga e-Ptatnosci

Zatgcznik nr 14 — Ustuga Rejestr Uprawnien

Zatacznik nr 15 — Ustuga Tymczasowe Elektroniczne Prawo Jazdy

Zatgcznik nr 16 — Ustuga Centralny Rejestr Wyborcow

Zatgcznik nr 17 — Ustuga Mandaty
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Zataczniki do Regulaminu korzystania z Aplikacji mObywatel
Zatacznik nr 1

Dokument mDowadd

§ 1. Definicje

Profil mObywatel — o ktorym mowa w Regulaminie aplikacji.

Certyfikat podstawowy (zwany dalej ,,Certyfikatem”) — o ktérym mowa w Regulaminie
aplikacji.

Dokument mObywatel (zwany dalej "7mDowéd”/ ,,dokument mDowéd) —

o ktorym mowa w Regulaminie aplikacji.

§ 2. Informacje ogdine
1. Dokument mDowdd umozliwia wglad do Twoich danych i ich pobranie z rejestru PESEL

oraz Rejestru Dowodéw Osobistych. Pobrane dane sg przechowywane w zaszyfrowanej
formie na Twoim urzadzeniu mobilnym.
2. Za pomocg dokumentu mDowdd mozesz bezpiecznie:
1) prezentowac swoje dane innym osobom —tym samym potwierdzajgc swoja
tozsamose,
2) przekazac¢ swoje dane podmiotom publicznym lub niepublicznym w celu skorzystania
z oferowanych przez nie ustug.
3. Postanowienia dotyczace zasad przetwarzania danych osobowych przy uzyciu dokumentu
mDowadd zostaty zamieszczone w § 11 Regulaminu Aplikacji.
4. Kazde dziatanie dotyczgce potwierdzenia tozsamosci, w tym przekazanie danych w celu
weryfikacji, odbywa sie z wytgczng zgodg uzytkownika aplikacji mObwatel.

§ 3. mDowad
1. Zgodnie z art. 7 ust. 1 ustawy o aplikacji mObywatel mDowdéd zawiera dane uzytkownika

aplikacji mObywatel pobrane z rejestru PESEL, o ktdrym mowa w art. 6 ust. 1 ustawy
o ewidencji ludnosci:

1) nazwisko i imie (imiona);

2) zdjecie;

3) numer PESEL;

4) date urodzenia;

5) obywatelstwo;

6) imie ojca;

7) imie matki;

8) Seria i nr dokumentu mDowdd;

9) Termin waznosci dokumentu mDowdd;
10) Termin wydania dokumentu mDowdd.
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2. Fotografie uzytkownika Aplikacji mObywatel pobrang z Rejestru Dowoddéw Osobistych,

o ktérym mowa w art. 55 ust. 1 ustawy z dnia 6 sierpnia 2010 r. o dowodach osobistych.

3. Za posrednictwem dokumentu mDowdd dane Uzytkownika przechowywane w Aplikacji

mObywatel moga by¢ w sposéb bezpieczny prezentowane innym osobom lub przekazane

Instytucji lub Uzytkownikowi aplikacji mWeryfikator.

1)
2)

3)

Zgodnie z art.7 ust. 5 ustawy o aplikacji mObywatel mDowdd nie uprawnia do:

przekraczania granicy panistwowej,

stwierdzenia tozsamosci lub obywatelstwa polskiego w przypadku wystgpienia albo
uzasadnionego przypuszczenia wystgpienia okolicznosci, w ktérych wykorzystanie
tego dokumentu nie zapewni niezbednego poziomu pewnosci i bezpieczenstwa
stwierdzenia tozsamosci lub obywatelstwa polskiego albo nie moze by¢
przeprowadzone w warunkach zapewniajgcych taki poziom.

zgodnie z art.83 Ustawy o aplikacji mObywatel instytucje obowigzane, o ktérych
mowa w art. 2 ust. 1 ustawy z dnia 1 marca 2018 r. o przeciwdziataniu praniu
pieniedzy oraz finansowaniu terroryzmu (Dz.U. z 2023 r. poz. 1124), sg obowigzane
stosowad przepisy ustawy w zakresie wykorzystywania dokumentu mObywatel jako
$rodka bezpieczenistwa finansowego do identyfikacji klienta oraz weryfikacji jego
tozsamosci, od dnia 1 wrzesnia 2023 r.

§ 4. Uzytkownicy
1. Uzytkownikiem mDowodu moze zostaé wytgcznie osoba fizyczna, ktéra spetnia ponizsze

warunki:

1)
2)
3)

4)

posiada numer PESEL;

posiada obywatelstwo polskie;

posiadajg aktywny jeden z dostepnych srodkdéw identyfikacji elektronicznej wydany
w systemie identyfikacji elektronicznej przytgczonym do Wezta Krajowego
(login.gov.pl) ;

posiada aktywny certyfikat podstawowy.

2. Warunki uzyskania mDowodu przez osobe, ktdra nie spetnia warunkéw w ust.1 okresla

Ustawa o aplikacji mObywatel.

§ 5. Aktywacja dokumentu mDowdd
1. Dla Uzytkownikdéw posiadajgcych ustuge mObywatel przed dniem 14 lipca 2023 r.,

warunkiem otrzymania mDowodu jest aktualizacja Aplikacji. Uzytkownicy majg mozliwosé

wyboru miedzy aktywacjg Aplikacji z profilem mObywatel, lub aktualizacji Aplikacji i tym

samym korzystania z mDowodu na podstawie wczes$niej uzyskanego certyfikatu.

Uzytkownicy moga korzystac z certyfikatu wydanego do Ustugi mObywatel do czasu jego

wygasniecia.

2. Aktywacja dokumentu mDowdd przez nowego Uzytkownika polega na:

1)

zalogowaniu sie do Aplikacji;
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2) potwierdzeniu tozsamosci Uzytkownika przy uzyciu jednego z dostepnych $rodkéw
identyfikacji elektronicznej wydanego w systemie identyfikacji elektronicznej
przytgczonym do Wezta Krajowego (login.gov.pl).

Po wykonaniu czynnosci opisanych w ust. 1, nastgpi automatyczne pobranie danych

Uzytkownika z Rejestru Dowoddéw Osobistych i rejestru PESEL oraz zaszyfrowanie

i zapisanie ich w urzadzeniu mobilnym Uzytkownika.

Po pobraniu danych z Rejestru Dowodéw Osobistych i rejestru PESEL automatycznie jest

tworzony i pobierany Profil mObywatel. Certyfikat przypisany jest do Uzytkownika i jego

urzadzenia mobilnego. W celu utworzenia Certyfikatu i zarzgdzania Certyfikatami

Minister przetwarza dane osobowe Uzytkownika — imiona, nazwisko, obywatelstwo

i numer PESEL — pochodzace z rejestru PESEL.

Waznos$é Profil mObywatel jest ograniczona w czasie i wynosi nie wiecej niz jeden rok

od daty aktywacji ustugi mObywatel i nie moze by¢ dtuzsza niz data waznosci mDowodu.

Do potwierdzenia tozsamosci Uzytkownika przy uzyciu jednego z dostepnych srodkéw

identyfikacji elektronicznej wydanego w systemie identyfikacji elektronicznej

przytaczonym do Wezta Krajowego (login.gov.pl), pobrania Profil mObywatel oraz
pobrania danych z Rejestru Dowoddw Osobistych i rejestru PESEL niezbedne jest aktywne
potgczenie internetowe.

Uzytkownik moze aktywowac i pobra¢ mDowdd oraz profil mObywatel wyfacznie na

jednym urzadzeniu.

Dostep do danych przechowywanych w ustudze mObywatel jest zabezpieczony hastem

w Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje dokumentu mDowdd

1.

Prawidtowo aktywowany dokument po zalogowaniu sie z uzyciem hasta dostepu do

Aplikacji, umozliwia Uzytkownikowi korzystanie z nastepujgcych funkc;ji:

1) prezentowanie danych Uzytkownika (modut ,,mDowdéd”);

2) elektroniczne przekazanie danych Uzytkownika (funkcja , Potwierdz swoje dane”);

3) przechowywanie informacji o przekazaniu danych do weryfikacji (funkcja ,,Historia”);

4) aktualizowanie danych Uzytkownika;

5) zarzadzanie Certyfikatem (funkcja ,Wydane Certyfikaty”);

6) usuniecia Dokumentu mDowdd z Aplikacji (sekcja “Dokumenty”, nastepnie ikona
edycji i wybranie ikony ,kosz”).

§ 7. Dostep do ustug online zaleznych od dokumentu mDowaéd.

1.

Przy pierwszym uzyciu ustug online zaleznych od dokumentu mDowdd dokonywana jest
ich aktywacja. Aktywacja wymaga posiadania waznego Profilu mObywatel za pomoca
ktorego dane Uzytkownika uwierzytelniane sg w systemach teleinformatycznych
Administratorow danych dla poszczegélnych ustug.

Dezaktywacja ustug zaleznych od dokumentu mDowdd nastepuje poprzez dezaktywacje-
uniewaznienie Profilu mObywatel.
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Zatacznik nr 2

Legitymacja szkolna

§ 1. Definicje:

1.

Legitymacja szkolna — ustuga prezentacji dokumentu elektronicznego, o ktérym mowa

w § 4 ust. 2 rozporzadzenia Ministra Edukacji Narodowej z dnia 7 czerwca 2023 .

w sprawie Swiadectw, dyploméw panstwowych i innych drukéw szkolnych (Dz.U. z 2023 r.
poz. 1120) oraz § 4 ust 5 rozporzgdzenia z dnia 16 kwietnia 2020 r. Ministra Kultury

i Dziedzictwa Narodowego w sprawie $wiadectw, dyplomow panstwowych i innych
drukéw publicznych szkét i placdwek artystycznych (Dz. U. z 2020 r. poz. 813, z pdzn. zm.),
wydawana w postaci dokumentu mobilnego, o ktérym mowa w art. 2 pkt 7 ustawy

o aplikacji mObywatel, ktéra pozwala na pobranie danych osobowych Uzytkownika,
przechowywanie ich w zaszyfrowanej formie na urzadzeniu mobilnym Uzytkownika,
prezentowanie danych Uzytkownika innym osobom.

Certyfikat Ucznia — poswiadczenie, o ktérym mowa w art. 11 ustawy o aplikacji
mObywatel pozwalajgce na potwierdzenie integralnosci i pochodzenia dokumentéw
elektronicznych oraz potwierdzenie lub przekazanie danych osobowych Uzytkownika
wydany w ramach dokumentu mobilnego - Legitymacja szkolna.

System — system teleinformatyczny zapewniany przez Ministra Cyfryzacji, ktéry pozwala
na wydanie przez Dyrektora szkoty mobilnej Legitymacji szkolnej i wygenerowanie danych
osobowych ucznia oraz danych potwierdzajgcych status mobilnej Legitymacji szkolne;j.
Dyrektor — Dyrektor szkoty, do ktérej uczeszcza Uczen lub upowazniona przez Dyrektora
osoba wydajgca mobilng Legitymacje szkolna.

§ 2. Informacje ogdlne

1.

Ustuga pozwala korzystaé z mobilnej Legitymacji szkolnej, ktéry ma takg sama funkcje
i moc prawng, jak legitymacja wydana w wersji papierowej lub w postaci plastikowe;j
karty (e-legitymacji). Za pomoca dokumentu mobilnego Legitymacji szkolnej mozesz:
1) potwierdzié, ze jestes uczniem danej szkoty;

2) skorzystac z ulg i zwolnien, ktdre przystugujg po zaprezentowaniu legitymacji.
llekro¢ w zataczniku pojawia sie pojecie pisane wielkg literg i niezdefiniowane

w Definicjach to majg one znaczenie nadane im przez Regulamin.

Dyrektor jest organem odpowiedzialnym za wydanie (aktywowanie) oraz ewentualne
uniewaznienie mobilnej Legitymacji szkolnej.

§ 3. Uzytkownicy

1.

Uzytkownikami mobilnej Legitymacji szkolnej, mogg by¢ wytacznie osoby, ktdre spetniajg

dwa ponizsze warunki:

1) posiadajg nadany numer PESEL,

2) s3g uczniami szkoty podstawowej, ponadpodstawowej, szkoty policealnej lub
stuchaczami szkoty dla dorostych, ktdrym wtasciwi Dyrektorzy wydali mobilny
dokument- Legitymacje szkolng — zwani dalej w niniejszym zataczniku ,,Uczniami”
lub pojedynczo ,,Uczniem”.

Zabrania sie Uczniowi:

1) udostepniania Aplikacji w celu postuzenia sie nig przez inng osobe;
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2) udostepniania jednorazowego QR kodu oraz hasta otrzymanego od Dyrektora,
umozlwiajgcego dostep do Ustugi.

. Aktywacja Ustugi

Przy pierwszym uzyciu Ustugi dokonywana jest jej aktywacja.

Do przeprowadzenia aktywacji Ustugi niezbedne jest aktywne potaczenie internetowe.

Aktywacja Ustugi polega na:

1) nadaniu przez wtasciwego Dyrektora szkoty uprawnien w Systemie, wgraniu zdjecia
Ucznia w Systemie, wygenerowaniu kodu QR i jednorazowego kodu aktywujgcego
Legitymacije;

2) zalogowaniu do Aplikacji;

3) weczytaniu kodu QR oraz wpisaniu przez Ucznia (rodzica lub opiekuna prawnego) kodu
aktywacyjnego Legitymaciji;

4) pobraniu danych osobowych Ucznia z Systemu.

Jednorazowy kod aktywacyjny oraz kod QR jest wazny 30 dni od momentu jego

wygenerowania w Systemie.

Uczen (rodzic lub opiekun prawny) moze aktywowaé Ustuge i pobraé dane Systemu

wytgcznie na jednym urzadzeniu mobilnym.

Po pobraniu danych z Systemu automatycznie jest tworzony i pobierany do Ustugi

Certyfikat Ucznia. Certyfikat przypisany jest do Ucznia i urzgdzenia mobilnego, ktérym

postuguje sie Uczen. W celu utworzenia Certyfikatu i zarzgdzania Certyfikatami Minister

przetwarza dane osobowe Ucznia: imig, nazwisko i numer PESEL.

Certyfikat Ucznia stuzy réwniez do pobrania i podpisania danych w ustudze KDR, dla

Ucznidw posiadajgcych Karte Duzej Rodziny.

Waznos¢ Certyfikatu Ucznia jest ograniczona w czasie. Certyfikat Ucznia jest wydawany

na okres roku szkolnego lub semestru, w ktérym wydawana jest , zwigzana z tym

certyfikatem, legitymacja szkolna w postaci dokumentu mobilnego.

Nie jest mozliwe nadanie uprawnien przez Dyrektora w Systemie oraz aktywacja Ustugi —

jezeli Uczen nie spetnia warunkow okreslonych w § 3 ust. 1 niniejszego zatgcznika,

w szczegolnosci kiedy zostato zgtoszone zaginiecie lub uszkodzenie odpowiednio

legitymacji lub e-legitymaciji, badz tez w przypadku podjecia préby aktywacji Ustugi

na kolejnym urzgdzeniu mobilnych.

Poza funkcjami elektronicznego przekazania danych oraz elektronicznej weryfikacji

danych osobowych Aplikacja nie oferuje funkcji eksportu ani importu danych.

§ 5. Funkcje Legitymacji szkolnej

1.

Prezentowanie Legitymacji na ekranie urzadzenia mobilnego:
1) zgodne z przepisami prawa prezentowanie mobilnej Legitymacji szkolnej ma skutek
analogiczny jak prezentowanie legitymacji w postaci papierowej lub e-legitymacji;
2) pozwala oceni¢ osobie uprawnionej do kontroli legitymacji prawdziwos¢ Legitymac;ji
szkolnej miedzy innymi na podstawie nastepujgcych elementéw graficznych:
a) zdjecia osoby legitymowanej,
b) numeru legitymacji i wieku Ucznia, statusu: ,wazna” lub ,niewazna”,
c) hologramu — ktérego wyglad pozwala na stwierdzenie, iz nie stanowi
on statycznego obrazu, lecz jest faktycznie generowany przez Aplikacje,
d) flagi Polski — ktérej wyglad pozwala na stwierdzenie, iz nie stanowi ona
statycznego obrazu, lecz jest faktycznie generowana przez Aplikacje,
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e) czasu prezentowania.

§ 6. Uniewaznianie Legitymacji i usuwanie danych Ucznia:

1.

Funkcja usuniecia danych z Aplikacji (dostepna z menu Aplikacji) usuwa wszystkie dane

przechowywane w Aplikacji oraz uniewaznia Certyfikat. Po uzyciu tej funkcji Aplikacja nie

ulega odinstalowaniu z urzadzenia mobilnego, jednak — aby mogta by¢ ponownie

uzywana — wymaga ponownego aktywowania, zgodnie z § 4 niniejszego zatacznika.

Uniewaznienie Legitymacji jest dokonywane przez Dyrektora, nastepuje ono

w przypadku:

1) utraty waznosci wydanej Uczniowi legitymacji szkolnej albo e-legitymacji szkolnej;

2) utraty Legitymacji na skutek uszkodzen, niepoprawnego dziatania lub utraty
urzadzenia mobilnego, w ktérym przechowywana byta Legitymac;ji;

3) w przypadku przejscia Ucznia do innej szkoty;

4) na wniosek petnoletniego Ucznia lub rodzicow niepetnoletniego Ucznia.

§ 7. Klauzula informacyjna

1.

Administratorem danych zawartych w mobilnej Legitymac;ji jest Szkotado ktdrej
uczeszcza Uczen. Minister Cyfryzacji w odniesieniu do tych danych jest podmiotem
przetwarzajacym.

We wszelkich sprawach dotyczgcych przetwarzania danych osobowych w mobilnej
Legitymacji nalezy kontaktowac sie z wtasciwym Administratorem badz powotanym przez
niego Inspektorem Ochrony Danych.

Administratorem danych Uzytkownika aplikacji mObywatel jest Minister Cyfryzacji,

z siedzibg przy ul. Krélewskiej 27, 00-060 w Warszawie.

Z administratorem mozna kontaktowac sie korespondencyjnie na adres siedziby badz
drogg elektroniczng na adres: Kancelaria@cyfra.gov.pl lub na adres skrytki na ePUAP:
/MAIC/SkrytkaESP.

Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowac

we wszystkich sprawach zwigzanych z przetwarzaniem danych osobowych:
korespondencyjnie na adres: ul. Krélewska 27, 00-060 Warszawa, bgdZ mailowo na adres:
iod@mc.gov.pl.

Podstawg przetwarzania danych osobowych dla Certyfikatu Ucznia przez administratora
danych (Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym, to jest art. 6
ust. 1 lit e. RODO, w zwigzku z art. 69 ust. 2 Ustawy o aplikacji mObywatel i porozumienia
zawartego przez Ministra Cyfryzacji. Minister Cyfryzacji przetwarza dane osobowe w celu
udostepnienia ustug w aplikacji i zapewnienia bezpieczenstwa teleinformatycznego i
bezpieczenstwa obrotu prawnego.
Uczniowi przystuguje w dowolnym momencie prawo:
1) prawo dostepu do tresci danych;
2) prawo ich poprawiania i sprostowania;
3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania na
podstawie art. 6 ust. 1 lit. e RODO);
4) prawo do whniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych,
ul. Stawki 2, 00-193 Warszawa.
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10.

11.

12.

13.

14.

15.

16.
17.

18.

19.

Uczniowi przystuguje réwniez prawo do ograniczenia przetwarzania danych osobowych

w przypadkach okreslonych w art. 18 Ogdlnego rozporzadzenie o ochronie danych.

W takim przypadku Minister, na podstawie wniosku Ucznia, w systemie obstugujgcym

Legitymacje oznaczy dane i nie bedzie ich poza ich posiadaniem przetwarzat, nawet

w celach statystycznych do czasu wyjasnienia sprawy.

W przypadku zgubienia, kradziezy lub utraty z innych przyczyn urzgdzenia mobilnego,

Uczen powinien niezwtocznie dokonac zgtoszenia tego faktu Dyrektorowi.

Dla celu utworzenia Certyfikatu podczas aktywacji Ustugi oraz zarzadzania Certyfikatami

Uczniow, w tym utrzymaniem listy aktywnych Certyfikatédw, Minister przetwarza dane

obejmujgce imie, nazwisko, numer PESEL, numer legitymacji Ucznia.

Minister gromadzi dane statystyczne dotyczgce Ustugi w zakresie liczby:

1) aktywacji Legitymacji;

1) akcji wydania Certyfikatéw Ucznia;

2) uniewaznionych Legitymacji;

3) zgtoszonych probleméw.

Z zastrzezeniem ustepdw nastepnych Minister nie przetwarza danych o potfaczeniach

miedzy urzadzeniem mobilnym Ucznia uzywajacego Legitymacji a uzytkownikiem

Aplikacji mWeryfikator. Minister nie gromadzi réwniez informacji o skorzystaniu przez

Ucznidw z funkcji elektronicznego przekazania danych lub elektronicznej weryfikacji

danych osobowych.

Minister przy skorzystaniu z funkcji weryfikacji aktualnosci Certyfikatu Ucznia

(sprawdzenie waznosci Certyfikatu Ucznia online) za pomoca Aplikacji mWeryfikator

gromadzi nastepujgce dane:

1) identyfikator uzytkownika Aplikacji mWeryfikator;

2) numer Certyfikatu Ucznia przekazujacego dane, weryfikowanego za pomocg Aplikacji
mWeryfikator.

Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi

procesu weryfikacji aktualnosci Certyfikatu oraz wykrycia ewentualnych btedéw i luk

bezpieczenstwa.

Dane, o ktérych mowa w tym ustepie przechowywane sg przez okres 6 lat od dnia

ostatniej aktywnosci Uzytkownika w systemie teleinformatycznym Aplikacji (art. 20 ust. 1

pkt. 1 ustawy o aplikacji mObywatel). Dane nie sg przetwarzane w celach

marketingowych.

Dane nie sg przetwarzane w celach marketingowych.

Dane osobowe Ucznia bedg mogty rdwniez by¢ przetwarzane przez podmioty
przetwarzajgce w imieniu administratora (Ministra), to jest przez:

1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,

2) Naukowg i Akademickg Sie¢ Komputerows - Panstwowy Instytut Badawczy, ul. Kolska
12, 01-045 Warszawa.

Dane osobowe mogg by¢ przekazywane do organdéw publicznych i urzedéw

panstwowych lub innych podmiotédw upowaznionych na podstawie przepiséw prawa lub

wykonujgcych zadania realizowane w interesie publicznym lub w ramach sprawowania

wiadzy publiczne;.

Dane osobowe Ucznia nie bedg podlegaty zautomatyzowanemu podejmowaniu decyzji,

w tym profilowaniu.
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Zatacznik nr 3 do Regulaminu

Moje Pojazdy

§ 1. Definicje

1.

5.

Ustuga — Ustuga pod nazwag ,,Moje Pojazdy”, o ktérej mowa w art. 3 ust. 1 pkt 1 ustawy
o aplikacji mObywatel, dostepna na urzadzeniu mobilnym Uzytkownika w Aplikacji, ktérej
wykorzystywanie odbywa sie na warunkach okreslonych w Regulaminie i w Ustawie

o aplikacji mObywatel oraz Prawie o ruchu drogowym.

Ustawa Prawo o ruchu drogowym — ustawa z dnia 20 czerwca 1997 r. — Prawo o ruchu
drogowym (Dz.U. 2023 poz. 1047 z pdzn. zm.).

Dane pojazdu - dane dotyczgce Uzytkownika oraz dane pojazdu lub pojazdéw, ktérego
uzytkownik jest wtascicielem lub wspotwiascicielem ujawnionym w bazie CEP. Wszystkie
dane dotyczgce uzytkownika i pojazdu sg wyswietlane w Ustudze.

Baza CEP - Centralna ewidencja pojazdow, o ktérej mowa w art. 80a ustawy Prawo

o ruchu drogowym, zawierajaca dane, ktére sg pobierane i wyswietlane w Ustudze.
Certyfikat — o ktéorym mowa w Regulaminie aplikacji.

§ 2. Informacje ogdine

1.

Podstawe prawng pobrania danych pojazdu w ramach Ustugi stanowi art. 80cb Prawa

o ruchu drogowym w zwigzku z art. 3 ust. 1 pkt 1 ustawy o aplikacji mObywatel, zgodnie z
ktérym Minister zapewnia dziatanie systemu teleinformatycznego, ktory pozwala, przy
uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego
zawierajacego dane umozliwiajgce identyfikacje rzeczy zwigzanej z uzytkownikiem
publicznej aplikacji mobilnej.

Za aktualno$¢ danych zawartych w Ustudze odpowiada Uzytkownik, ktory jest
obowigzany do aktualizacji danych jezeli dane te ulegty zmianie i posiada o nich wiedze.
Zaleca sie korzystanie z funkcji aktualizacji danych co najmniej raz na 3 miesigce.
Korzystanie z Ustugi nie zwalnia z obowigzkéw wynikajgcych z przepiséw prawa. Zbieranie
danych innych uzytkownikdw, postugiwanie sie nimi czy ich publikacja podlegajg
ograniczeniom prawnym wynikajgcym m.in. z przepiséw stuzgcych ochronie danych
osobowych, débr osobistych i prywatnosci.

Dane dostepne w Ustudze nie stanowig dowodu rejestracyjnego oraz nie sg tozsame

z dowodem rejestracyjnym ani go nie zastepuj3.

Postanowienia dotyczace zasad przetwarzania danych osobowych zostaty zamieszczone
w § 11 Regulaminu Aplikacji.

§ 3. Ustuga Moje Pojazdy

1.

Ustuga pozwala na pobranie:

1) danych osobowych Uzytkownika powigzanych z danymi pojazdu ujawnionymi w bazie
CEP,

2) danych pojazdu zawartych w bazie CEP
- oraz przechowywanie ich w postaci zaszyfrowanej w urzgdzeniu mobilnym
Uzytkownika. Za posrednictwem Ustugi dane pojazdu przechowywane w Ustudze
moga by¢ w sposdb bezpieczny prezentowane innym Uzytkownikom.
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§4.

1.
2.

Pobranie Ustugi i korzystanie z niej jest nieodptatne. Korzystanie przez Uzytkownika

z ustug transmisji danych lub potaczen gtosowych w zwigzku z pobraniem lub
korzystaniem z Ustugi moze wigzac sie z optatami naliczanymi przez operatora
telekomunikacyjnego, ktory swiadczy Uzytkownikowi ustugi telekomunikacyjne.
Wiarygodnos¢ danych dostepnych w Ustudze wynika z faktu, ze dane pochodzg

z rejestréw panstwowych i zostaty pobrane przez osobe, ktdra zostata zidentyfikowana
przez Ministra. Dane sg tez przechowywane i przesytane za pomoca Aplikacji
udostepnionej przez Ministra.

Nie jest natomiast mozliwe postugiwanie sie Ustugg w stosunkach z administracjg
publiczng wtedy, gdy z przepisdw prawa (ustawy, rozporzgdzenia itd.) wynika obowigzek
prezentowania dowodu rejestracyjnego, polisy OC, karty pojazdu oraz pozwolenia
Czasowego.

Do korzystania z Ustugi niezbedne jest posiadanie waznego srodka identyfikacji
elektronicznej wydanego w systemie identyfikacji elektronicznej przytaczonym do Wezta
Krajowego (login.gov.pl).

Uzytkownicy
Uzytkownikiem aplikacji mObywatel moze zosta¢ wytgcznie osoba fizyczna.

Uzytkownikami mogg by¢ wytgcznie osoby majgce obywatelstwo polskie, ktére spetniajg

dwa ponizsze warunki:

1) posiadajg aktywny jeden z dostepnych srodkéw identyfikacji elektronicznej wydany
w systemie identyfikacji elektronicznej przytgczonym do Wezta Krajowego
(login.gov.pl);

2) posiadajg aktywny Profil mObywatel.

. Aktywacja Ustugi

Aktywacje Ustugi umozliwia dokument mDowdd. Brak uprzedniego wyrazenia zgody

przez Uzytkownika na aktywacje dokumentu mDowdd uniemozliwia aktywacje Ustugi

Moje Pojazdy.

Przy pierwszym uzyciu Ustugi dokonywana jest aktywacja Ustugi.

Aktywacja Ustugi polega na:

1) zalogowaniu do Aplikacji;

2) wybraniu z listy dostepnych ustug ,Moje Pojazdy”;

3) potwierdzeniu tozsamosci przy uzyciu Certyfikatu;

4) pobraniu danych Uzytkownika z bazy CEP oraz zapisaniu ich w urzgdzeniu mobilnym
Uzytkownika.

Waznos¢ Certyfikatu jest ograniczona w czasie i wynosi nie wiecej niz jeden rok nie moze

by¢ dtuzsza niz data waznosci mDowodu. Certyfikat wydawany jest zgodnie z art. 10 ust.

2 ustawy o aplikacji mObywatel, uzytkownikowi aplikacji automatycznie z Profilem

mObywatel zgodnie z art. 14 ust. 1 ustawy o aplikacji mObywatel.

Do pobrania danych z bazy CEP niezbedne jest aktywne potgczenie internetowe.

Uzytkownik moze aktywowaé Ustuge i pobraé dane z bazy CEP wytgcznie na jednym

urzgdzeniu mobilny.
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§ 6. Funkcje Ustugi

1. Prawidtowo aktywowana Ustuga po zalogowaniu sie do Aplikacji umozliwia
Uzytkownikowi korzystanie z nastepujacych funkcji:

1) prezentowanie danych pojazdu (,,Moje Pojazdy”);
2) aktualizowanie danych pojazdu (funkcja ,, Aktualizuj”);

2. Uzytkownik moze zaprezentowaé osobie trzeciej dane pojazdu na ekranie urzgdzenia
mobilnego, ktdrym sie postuguje. Funkcja dostepna jest po uruchomieniu Ustugi i po
wybraniu funkcji ,,Moje Pojazdy”. Ekran prezentacji danych, dostepny po wybraniu tej
funkcji, uwierzytelniajg elementy zabezpieczen wizualnych w postaci:

1. hologramu — ktérego wyglad pozwala na stwierdzenie, iz nie stanowi on statycznego
obrazu, lecz jest faktycznie generowany przez Aplikacje,

2. flagi Polski — ktérej wyglad pozwala na stwierdzenie, iz nie stanowi ona statycznego
obrazu, lecz jest faktycznie generowana przez Aplikacje,

3. Funkcja ,, Aktualizuj” umozliwia ponowne pobranie danych pojazdu przy uzyciu
Certyfikatu. Zaleca sie korzystanie z ustugi aktualizacji danych co najmniej raz na 3
miesigce.

4. W celu aktualizacji informacji o przebytych badaniach technicznych pojazdu lub informac;ji
o nowym ubezpieczeniu OC nalezy wybra¢ przyciski funkcji ,Aktualizuj”, dostepne
w polach informacyjnych dotyczgcych wyzej wymienionych danych pojazdu.

5. Uniewaznienie Certyfikatu usuwa jednoczesnie dane dostepne w ramach Ustugi.

Zatacznik nr 4 do Regulaminu
Legitymacja studencka

Ustuga pozwala korzystac z Legitymacji studenckiej — dokumentu elektronicznego, ktéry ma

takg samg funkcje i moc prawng, jak legitymacja wydana w wersji papierowej lub w postaci

plastikowej karty (e-legitymacji). Za pomocg Ustugi Legitymacja studencka mozesz:

- potwierdzi¢, ze jestes studentem danej uczelni,

- skorzystac z ulg i zwolnien, ktore przystugujg po zaprezentowaniu legitymacji.

llekro¢ w zatgczniku pojawia sie pojecie pisane wielka literg i nie zdefiniowane w Definicjach
to majg one znaczenie nadane im przez Regulamin.

§ 1. Definicje:

1. Certyfikat Studenta— poswiadczenie, o ktdrym mowa w art. 12 ust. 2 ustawy o aplikacji
mObywatel pozwalajgce na potwierdzenie integralnosci i pochodzenia dokumentéow
elektronicznych oraz potwierdzenie lub przekazanie danych osobowych Uzytkownika
wydany w ramach dokumentu mobilnego- Legitymacja studencka.

2. System —system teleinformatyczny zapewniany przez Ministra Cyfryzacji, ktéry pozwala
na wydanie przez Dyrektora szkoty Legitymacji szkolnej i wygenerowanie danych
osobowych ucznia oraz danych potwierdzajgcych status Legitymacji studenckie;j.

3. Uczelnia — uczelnia wydajgca mobilng Legitymacje studencka.
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§2.

1.

§3.

1.

wN e w

10.

4.

Informacje ogédlne

Ustuga stanowi Legitymacje studencka — o ktérej mowa w art. 74 ust. 4 ustawy z dnia z
dnia 20 lipca 2018 r. Prawo o szkolnictwie wyzszym i nauce (Dz. U. z 2022. poz. 574) —i
jest dokumentem elektronicznym zawierajgcym dane dotyczgce sytuacji prawnej
uzytkownika publicznej aplikacji mobilnej lub praw mu przystugujacych.

Uzytkownicy

Uzytkownikami Ustugi Legitymacja studencka, zwanej dalej , Legitymacja”, moga by¢

wyfacznie osoby, ktdre spetniajg dwa ponizsze warunki:

1) majq nadany numer PESEL,;

2) sg osobami, ktérym uczelnia wydata Legitymacje — zwani dalej ,Studentami” lub
pojedynczo ,Studentem”.

Zabrania sie Studentowi:

1) udostepniania Aplikacji w celu postuzenia sie nig przez inng osobe,

2) udostepniania jednorazowego kodu QR oraz hasta otrzymanego od Uczelni,
umozlwiajgcego dostep do Ustugi

Aktywacja Ustugi

Przy pierwszym uzyciu Ustugi dokonywana jest aktywacja Ustugi.

Do przeprowadzenia aktywacji Ustugi niezbedne jest aktywne potgczenie internetowe.

Aktywacja Ustugi polega na:

1) nadaniu przez wtasciwg Uczelnie uprawnien w Systemie, wgraniu zdjecia Studenta
w Systemie, wygenerowaniu kodu QR i jednorazowego kodu aktywujgcego
Legitymacje;

2) zalogowaniu do Aplikacji;

3) weczytaniu kodu QR oraz wpisaniu przez uzytkownika kodu aktywacyjnego Legitymacji;

4) pobraniu danych osobowych Studenta z Systemu.

Jednorazowy kod aktywacyjny oraz kod QR jest wazny 30 dni od momentu jego

wygenerowania w systemie.

Student moze aktywowaé Ustuge i pobra¢ dane z Systemu wytgcznie na jednym

urzgdzeniu mobilnym.

Po pobraniu danych z Systemu automatycznie jest tworzony i pobierany do Ustugi

Certyfikat Studenta. Certyfikat Studenta przypisany jest do Studenta i urzagdzenia

mobilnego, ktdrym postuguje sie Student.

Waznos¢ Certyfikatu Studenta jest ograniczona w czasie. Certyfikat jest wydawany na

okres semestru, w ktorym jest wydawana, zwigzana z tym certyfikatem legitymacja

studencka w postaci dokumentu mobilnego.

Nie jest mozliwe nadanie uprawnien przez Uczelnie w Systemie oraz aktywacja Ustugi —

jezeli osoba nie spetnia warunkdéw okreslonych w § 3 ust. 1 niniejszego zatgcznika

Regulaminu, w szczegdlnosci kiedy zostato zgtoszone zaginiecie lub uszkodzenie

odpowiednio legitymacji bgdz tez w przypadku podjecia préby aktywacji Ustugi

na kolejnym urzadzeniu mobilnych.

Poza funkcjami elektronicznego przekazania danych oraz elektronicznej weryfikacji

danych osobowych Aplikacja nie oferuje funkcji eksportu ani importu danych.

Dostep do danych przechowywanych w Ustudze jest zabezpieczony hastem w Aplikacji

zgodnie z Regulaminem.
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§ 5. Funkcje Legitymacji

1.

Prezentowanie Legitymacji na ekranie urzgdzenia mobilnego:
1) zgodne z przepisami prawa prezentowanie mobilnej Legitymacji ma skutek
analogiczny jak prezentowanie legitymacji studenckiej;
2) pozwala ocenié osobie uprawnionej do kontroli legitymacji prawdziwos¢ Legitymac;ji
studenckiej miedzy innymi na podstawie nastepujgcych elementéw graficznych:
a) zdjecia osoby legitymowane;j,
b) numeru legitymacji i wieku uzytkownika,
c) statusu:,wazna” lub ,niewazna”,
d) hologramu — ktérego wyglad pozwala na stwierdzenie, iz nie stanowi on
statycznego obrazu, lecz jest faktycznie generowany przez Aplikacje,
e) flagi Polski — ktoérej wyglad pozwala na stwierdzenie, iz nie stanowi ona
statycznego obrazu, lecz jest faktycznie generowana przez Aplikacje,
f) czasu prezentowania.

§ 6. Uniewaznianie Legitymacji i usuwanie danych Studenta:

1.

Funkcja usuniecia danych z Aplikacji (dostepna z menu Aplikacji) usuwa wszystkie dane
przechowywane w Aplikacji oraz uniewaznia Certyfikat. Po uzyciu tej funkcji Aplikacja nie
ulega odinstalowaniu z urzadzenia mobilnego, jednak aby mogta by¢ ponownie uzywana,
wymaga ponownego aktywowania, zgodnie z § 4 niniejszego zatgcznika Regulaminu.
Uniewaznienie Legitymacji jest dokonywane przez Uczelnie.

§ 7. Klauzula informacyjna

1.

Administratorem danych zawartych w mobilnej Legitymacji jest Uczelnia, do ktérej
uczeszcza Student. Minister Cyfryzacji w odniesieniu do tych danych jest podmiotem
przetwarzajgcym.

We wszelkich sprawach dotyczgcych przetwarzania danych osobowych w mobilnej
Legitymacji nalezy kontaktowac sie z wtasciwym Administratorem badz powotanym przez
niego Inspektorem Ochrony Danych.

Administratorem danych Uzytkownika aplikacji mObywatel jest Minister Cyfryzacji,

z siedzibg przy ul. Krélewskiej 27, 00-060 w Warszawie.

Z administratorem mozna kontaktowa¢ sie korespondencyjnie na adres siedziby badz
drogg elektroniczng na adres: Kancelaria@cyfra.gov.pl lub na adres skrytki na ePUAP:
/MAIC/SkrytkaESP.

Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowac we
wszystkich sprawach zwigzanych z przetwarzaniem danych osobowych:
korespondencyjnie na adres: ul. Krélewska 27, 00-060 Warszawa, bgadz mailowo na adres:
iod@mc.gov.pl.

Podstawg przetwarzania danych osobowych dla Certyfikatu Studenta przez
administratora danych (Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym,
to jest art. 6 ust. 1 lit e. RODO, w zwigzku z art. 69 ust. 1 ustawy o aplikacji mObywatel.
Minister Cyfryzacji przetwarza dane osobowe w celu udostepnienia ustug w aplikacji

i zapewnienia bezpieczenstwa teleinformatycznego i bezpieczenstwa obrotu prawnego.
Studentowi przystuguje w dowolnym momencie prawo:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;
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3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania na
podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych, ul.
Stawki 2, 00-193 Warszawa.

8. Studentowi przystuguje rowniez prawo do ograniczenia przetwarzania danych osobowych
w przypadkach okreslonych w art. 18  Ogdlnego rozporzadzenie o ochronie danych.
W takim przypadku Minister, na podstawie wniosku Studenta, w systemie obstugujgcym
Legitymacje oznaczy dane i nie bedzie ich poza ich posiadaniem przetwarzat, nawet
w celach statystycznych do czasu wyjasnienia sprawy.

9. W przypadku zgubienia, kradziezy lub utraty z innych przyczyn urzgdzenia mobilnego,
Student powinien niezwfocznie dokona¢ uniewaznienia certyfikatu. Certyfikat mozna
uniewaznic:

1) Samodzielnie za pomoca aplikacji mObywatel nawet w na innym urzadzeniu poprzez
aktywacje, co skutkuje automatycznym uniewaznieniem istniejgcego certyfikatu.

2) telefonicznie —dzwonigc na numerem telefonu +48 42 253 54 74 czynnego
w godzinach 7.00-18.00 w dni robocze.

10. Fakt uniewaznienia Certyfikatu powinien zgtosi¢ Uczelni.

11. Dla celu utworzenia Certyfikatu podczas aktywacji Ustugi oraz zarzgdzania Certyfikatami
Studentéw, w tym utrzymaniem listy aktywnych Certyfikatéw, Minister przetwarza dane
obejmujgce imig, nazwisko, numer PESEL, numer legitymacji Studenta.

12. Minister gromadzi dane statystyczne dotyczgce Ustugi w zakresie liczby:

1) aktywacji Legitymacji;

2) akcji wydania Certyfikatow Studenta;
3) uniewaznionych Legitymacji;

4) zgtoszonych probleméw.

13. Z zastrzezeniem ustepow nastepnych Minister nie przetwarza danych o potaczeniach
miedzy urzadzeniem mobilnym Ucznia uzywajgcego Legitymacji a uzytkownikiem
Aplikacji mWeryfikator. Minister nie gromadzi réwniez informacji o skorzystaniu przez
Studentdéw z funkcji elektronicznego przekazania danych lub elektronicznej weryfikacji
danych osobowych.

14. Minister przy skorzystaniu z funkcji weryfikacji aktualnosci Certyfikatu Studenta
(sprawdzenie waznosci Certyfikatu Studenta online) za pomocg Aplikacji mWeryfikator
gromadzi nastepujace dane:

1) identyfikator uzytkownika Aplikacji mWeryfikator;
2) numer Certyfikatu Studenta przekazujgcego dane, weryfikowanego za pomoca
Aplikacji mWeryfikator.

15. Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi
procesu weryfikacji aktualnosci Certyfikatu oraz wykrycia ewentualnych bteddw i luk
bezpieczenistwa.

16. Dane, o ktorych mowa w tym ustepie przechowywane sg przez okres 6 lat od dnia
ostatniej aktywnosci Uzytkownika w systemie teleinformatycznym Aplikacji (art. 20 ust. 1
pkt. 1 ustawy o aplikacji mObywatel). Dane nie sg przetwarzane w celach
marketingowych.

17. Dane nie sg przetwarzane w celach marketingowych.

18. Dane osobowe Studenta bedg mogty réwniez by¢ przetwarzane przez podmioty
przetwarzajgce w imieniu administratora (Ministra), to jest przez:

1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,
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2) Naukowsq i Akademicka Sie¢ Komputerowa - Panstwowy Instytut Badawczy, ul. Kolska
12, 01-045 Warszawa.

19. Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw panstwowych
lub innych podmiotédw upowaznionych na podstawie przepisdéw prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wfadzy
publicznej.

20. Dane osobowe Studenta nie bedg podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.

Zatacznik nr 5 Regulaminu
Ustuga mPrawo Jazdy

§ 1. Informacje ogdlne

1. Podstawe prawng pobrania danych w ramach mPrawo Jazdy i Punkty Karne stanowi art. 3
ust. 1 pkt 1-3 ustawy o aplikacji mObywatel, zgodnie z ktdrg Minister zapewnia dziatanie
systemu teleinformatycznego, ktéry pozwala, przy uzyciu publicznej aplikacji mobilnej,
na pobranie dokumentu elektronicznego zawierajgcego dane dotyczgce sytuacji prawnej
Uzytkownika lub praw mu przystugujgcych.

2. Zazgodno$¢ danych zawartych w mPrawo Jazdy z danymi z CEK odpowiada Uzytkownik,
ktéry jest obowigzany do aktualizacji danych, jezeli dane te ulegty zmianie i posiada
o nich wiedze. Zaleca sie korzystanie z funkcji aktualizacji danych co najmniej raz na 3
miesigce.

3. Korzystanie z mPrawo Jazdy nie zwalnia z obowigzkéw wynikajacych z przepiséw prawa.
Zbieranie danych innych Uzytkownikdéw, postugiwanie sie nimi czy ich publikacja
podlegajg ograniczeniom prawnym wynikajgcym, m.in. z przepiséw stuzgcych ochronie
danych osobowych, débr osobistych i prywatnosci.

4. Dane dostepne w mPrawo Jazdy nie stanowig prawa jazdy ani go nie zastepuja.

5. Postanowienia dotyczgce zasad przetwarzania danych osobowych zostaty zamieszczone
w § 11 Regulaminu Aplikacji.

§ 2. mPrawo Jazdy
1. mPrawo Jazdy pozwala na pobranie przez Uzytkownika danych osobowych z ustugi

mObywatel i powigzanych z nimi uprawnien do kierowania pojazdami z bazy CEK oraz
przechowywanie ich w postaci zaszyfrowanej w urzgdzeniu mobilnym Uzytkownika,
a takze ich prezentowanie.

2. Wiarygodnos$¢é danych dostepnych w mPrawo Jazdy wynika z faktu, ze dane pochodzg
z rejestréw panstwowych i zostaty pobrane przez osobe, ktdra zostata uwierzytelniona
przy uzyciu $rodka identyfikacji elektronicznej wydanego w systemie identyfikacji
elektronicznej przytgczonym do tego wezta bezposrednio albo za posrednictwem wezta
transgranicznego.

3. Do aktywacji i aktualizacji mPrawo Jazdy niezbedne jest posiadanie waznego Certyfikatu.
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§ 3. Uzytkownicy
Uzytkownikami korzystajagcymi z mPrawo Jazdy mogg by¢ wytacznie osoby majace
obywatelstwo polskie, ktére spetniajg trzy ponizsze warunki:

1) posiadajg wazny Certyfikat;
2) maja aktywowang ustuge mObywatel;
3) posiadajg uprawnienia do kierowania pojazdami w rozumieniu przepiséw ustawy o

kierujgcych pojazdami

§ 4. Aktywacja mPrawo Jazdy

1.

Aktywacja mPrawo Jazdy polega na:

1) zalogowaniu do Aplikacji;

2) wybraniu z listy dostepnych ustug ,mPrawo Jazdy”;

3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;

4) pobraniu danych Uzytkownika oraz danych jego uprawnien do kierowania pojazdami.

Waznos¢ mPrawo Jazdy powigzana jest z waznoscig Certyfikatu.

Certyfikat jest wykorzystywany do:

1) potwierdzenia tozsamosci Uzytkownika

2) podpisania danych w mPrawo Jazdy;

3) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z CEK;

4) zapewnienia, iz przekazywane dane w ramach mPrawo Jazdy sg tozsame z danymi
pobranymi z ustugi mObywatel oraz CEK.

Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych

z CEK niezbedne jest aktywne pofaczenie internetowe.

Uzytkownik moze aktywowaé mPrawo Jazdy i pobra¢ dane wytgcznie na jednym

urzadzeniu mobilnym.

Poza funkcjami prezentacji uprawnien, przekazania w celu skorzystania z ustug Instytucji,

a takze ich weryfikacji uprawnien - mPrawo Jazdy nie oferuje funkcji eksportu ani importu

danych.

Dostep do danych przechowywanych w mPrawo Jazdy jest zabezpieczony hastem

w Aplikacji zgodnie z Regulaminem.

§ 5. Funkcje mPrawo Jazdy

1.

Prawidtowo aktywowane mPrawo Jazdy umozliwia Uzytkownikowi korzystanie, m. in.

z nastepujgcych funkcji:

1) prezentowanie uprawnien do kierowania pojazdami wraz z powigzanymi z nimi
danymi Uzytkownika (funkcja ,,mPrawo Jazdy”);

2) przekazanie informacji o uprawnieniach do kierowania pojazdami wraz z powigzanymi
z nimi danymi Uzytkownika (funkcja , Przekaz”);

3) aktualizacji informacji na temat uprawnien do kierowania pojazdami wraz
z powigzanymi z nimi danymi Uzytkownika (funkcja ,,Aktualizuj dane”);

4) prezentacji Punktéw Karnych (funkcja ,,Punkty karne”);

5) usuniecia informacji o uprawnieniach do kierowania pojazdami z Aplikacji (funkcja
,Odinstaluj ustuge”).
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2. Uzytkownik moze zaprezentowac innej osobie informacje o uprawnieniach do kierowania

pojazdami oraz powigzanych z nimi danych osobowych na ekranie urzgdzenia mobilnego,
ktérym sie postuguje. Funkcja dostepna jest po uruchomieniu Aplikacji i po wybraniu
»,mPrawo Jazdy”. Ekran prezentacji danych uwierzytelniajg elementy zabezpieczen
wizualnych w postaci:

1) ruchomego elementu graficznego, prezentujgcego niebieska flage z dwunastoma
ztotymi gwiazdami i skrétem ,,PL”;

2) elementu graficznego o zmiennej kolorystyce, uzaleznionej od kata pochylenia
urzadzenia mobilnego (hologram), w ksztatcie odpowiadajgcym Godtu
Rzeczypospolitej Polskiej;

3) elementy grafiki tta o zmiennej kolorystyce i napisach, uzaleznionych od kata
pochylenia urzagdzenia mobilnego (hologram);

4) elementu graficznego prezentujgcego aktualng datg i godzine z doktadnoscia
do zmieniajgcych sie sekund;

5) elementu graficznego prezentujgcego date pobrania danych tzw. ,,Stan na dzien”.

§ 6. Punkty Karne

1.
2.

Aktywacja mPrawo Jazdy umozliwia Uzytkownikowi dostep do Punkty Karne.

Przy aktywacji mPrawo Jazdy dokonywana jest aktywacja Punktéw Karnych. Aktywacja
Punktéw Karnych wymaga posiadania waznego Certyfikatu ustugi, za pomocg ktérego
dane Uzytkownika uwierzytelniane sg w CEK.

Uwierzytelnienie w CEK umozliwia pobranie z CEK oraz prezentacje w Aplikacji
informacji, o ktérej mowa w ust. 1.

4. Dezaktywacja Punktdw Karnych nastepuje poprzez dezaktywacje mPrawo Jazdy.

Zatacznik nr 6 do Regulaminu
Karty Duzej Rodziny (KDR)

§ 1. Definicje:
1.

Certyfikat Ucznia— poswiadczenie, o ktorym mowa w art. 11 ust. 2 ustawy o aplikacji
mObywatel pozwalajgce na potwierdzenie integralnosci i pochodzenia dokumentow
elektronicznych oraz potwierdzenie lub przekazanie danych osobowych Uzytkownika
wydany w ramach dokumentu mobilnego- Legitymacja szkolna.

Ustawa o Karcie Duzej Rodziny — ustawa z dnia 5 grudnia 2014 r. o Karcie Duzej Rodziny
(Dz. U.z2021. poz. 1741, z pdzn. zm.).

SI KDR - system teleinformatyczny umozliwiajgcy obstuge funkcjonalnosci zwigzanych

z kartami elektronicznymi, w szczegélnosci zapewniajgcy funkcjonalnos$é pozwalajaca

na potwierdzenie uprawnien cztonkdw rodzin wielodzietnych oraz zapewniajgcy ustugi
utatwiajgce korzystanie z uprawnien przyznanych na podstawie Karty.

Karta Duzej Rodziny lub Karta — Srodek identyfikujgcy cztonka rodziny wielodzietnej,
poswiadczajgcy prawo cztonka rodziny wielodzietnej do uprawnien ustalonych w trybie
okreslonym w niniejszej ustawie lub przyznanych na podstawie przepiséw odrebnych
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realizowanym m.in. przy uzyciu publicznej aplikacji mobilnej, o ktérej mowa w art. 10
Ustawy o Karcie Duzej Rodziny.

§ 2. Informacje ogdine
1. Podstawe prawng pobrania danych w ramach KDR stanowig Ustawa o aplikacji

mObywatel i art. 10 ust. 1 d-e ustawy o Karcie Duzej Rodziny oraz art. 69 ust. 1 ustawy
o aplikacji mObywatel i porozumienia zawartego przez Ministra Cyfryzacji.

2. Zazgodnos$¢ danych zawartych w KDR odpowiada Uzytkownik, ktéry jest obowigzany
do aktualizacji danych, jezeli dane te ulegty zmianie i posiada o nich wiedze. Zaleca sie
korzystanie z funkcji aktualizacji danych co najmniej raz na 3 miesigce. W przypadku
stwierdzenia, ze dane znajdujgce sie na elektronicznej Karcie Duzej Rodziny sg
nieprawidtowe lub nieaktualne, nalezy zgtosic¢ sie do wéjta, burmistrza lub prezydenta
miasta w celu przyznania nowej Karty Duzej Rodziny z prawidtowymi danymi.

3. Aplikacja umozliwia pobranie KDR kazdemu posiadaczowi Karty, ktory zaloguje sie
do aplikacji mObywatel, bez koniecznosci wnioskowania o nig.

§ 3. KDR
1. KDR pozwala na pobranie przez Uzytkownika, danych z bazy SI KDR oraz z Ustugi

mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzagdzeniu mobilnym
Uzytkownika, a takze ich prezentowanie lub przekazywanie.

2. Wiarygodnos¢ danych dostepnych w KDR wynika z faktu, ze dane pochodzg z rejestrow
panstwowych i systemu SI KDR i zostaty pobrane przez osobe, ktdra zostata
uwierzytelniona Certyfikatem Ucznia lub Certyfikatem.

3. Postugiwanie sie KDR przez Uzytkownikéw jest dobrowolne i nie jest prawnym
obowigzkiem obywateli Rzeczypospolitej Polskie;j.

4. Do aktywacji i aktualizacji KDR niezbedne jest posiadanie waznej Karty Duzej Rodziny oraz
waznego Certyfikatu lub Certyfikatu Ucznia.

§ 4. Uzytkownicy

Uzytkownikami korzystajgcymi z KDR moga by¢ wytgcznie osoby majgce obywatelstwo
polskie, ktdre spetniajg dwa ponizsze warunki:

1) majg wazny Certyfikat lub Certyfikat Ucznia;

2) posiadajg uprawnienia nadane zgodnie z Ustawg o Karcie Duzej Rodziny.

§ 5. Aktywacja KDR
1. Aktywacja KDR polega na:
1) zalogowaniu do Aplikacji;
2) wybraniu ,KDR” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu lub Certyfikatu Ucznia;
4) pobraniu danych Uzytkownika oraz jego uprawnien.
2. Waznos¢ KDR powigzana jest z waznoscig Certyfikatu lub Certyfikatu Ucznia.
3. Certyfikat oraz Certyfikat Ucznia sg wykorzystywane do:
1) pobrania i podpisania danych w KDR;
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2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z SI KDR;

3) zapewnienia, ze przekazywane dane w ramach KDR s3g tozsame z danymi pobranymi
z SI KDR oraz ustugi mObywatel lub Legitymacji szkolnej.

4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu lub Certyfikatu Ucznia
oraz pobrania danych z SI KDR niezbedne jest aktywne potgczenie internetowe.

5. Uzytkownik posiadajgcy ustuge mObywatel moze aktywowac KDR i pobra¢ dane z SI KDR
wyfacznie na jednym urzgdzeniu mobilnym. Na jednym urzadzeniu mobilnym mozna
aktywowac i pobra¢ dane z SI KDR Uzytkownika oraz oséb powigzanych z Uzytkownikiem.

6. Uzytkownik posiadajgcy Legitymacje szkolng moze aktywowac KDR i pobra¢ dane z SI KDR
tylko na jednym urzgdzeniu mobilnym.

7. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, KDR nie oferuje funkcji
eksportu ani importu danych.

8. Dostep do danych przechowywanych w KDR jest zabezpieczony hastem w Aplikacji
zgodnie z Regulaminem.

§ 6. Funkcje KDR dla Uzytkownikéw ustugi mObywatel

1. Prawidtowo aktywowana ustuga KDR umozliwia Uzytkownikowi korzystanie
z nastepujacych funkgji:

1) prezentowanie danych Uzytkownika KDR oraz kodu QR (widok gtéwny ,,KDR”);

2) przekazanie danych Uzytkownika oraz oséb powigzanych w celu weryfikacji (funkcja
,Przekaz”);

3) przejscie do ustugi mObywatel w celu potwierdzenia swoich danych osobowych
(funkcja ,,mObywatel”);

4) prezentacja kart oséb powigzanych, przez ktdre rozumie sie osoby wskazane
na wniosku o przyznanie Karty Duzej Rodziny jako cztonkowie rodziny Uzytkownika
i zarejestrowane przez wajta, burmistrza lub prezydenta miasta w S| KDR w sposdb
umozliwiajgcy wyswietlanie przez rodzica/matzonka rodzica Kart cztonkéw rodziny
(funkcja ,,Moi bliscy”);

5) aktualizacji danych Uzytkownika oraz oséb powigzanych (funkcja , Aktualizuj”);

6) usuniecie KDR z Aplikacji (funkcja ,Usuri KDR”).

2. Uzytkownik moze zaprezentowac innej osobie KDR oraz kod QR na ekranie urzadzenia
mobilnego, ktdrym sie postuguje. Funkcja dostepna jest po uruchomieniu Aplikacji i po
wybraniu ,KDR”. Ekran prezentacji danych uwierzytelniajg elementy zabezpieczen
wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) gilosza umieszczonego jako tto KDR, w ktérym kolory zmieniajg sie pod wptywem
zmiany potozenia zyroskopu urzgdzenia;

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajacy sie dynamicznie wraz z biegiem czasu.

3. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu
Certyfikatu.
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4. Usuniecie KDR Uzytkownika nastepuje réwniez automatycznie w przypadku dezaktywacji
Ustugi mObywatel.

§ 7. Funkcje KDR dla Uzytkownikéw Legitymacji szkolnej

1. Prawidtowo aktywowana ustuga KDR umozliwia Uzytkownikowi korzystanie, m. in.

z nastepujacych funkcji:

1) prezentowanie danych Uzytkownika oraz kodu QR (widok gtéwny ,KDR”);

2) przekazanie danych Uzytkownika w celu weryfikacji (funkcja ,,Przekaz”);

3) przejscie do Legitymacji szkolnej w celu potwierdzenia swoich danych osobowych
(funkcja , Legitymacja”);

4) aktualizacji informacji na temat uprawnien wraz z powigzanymi z nimi danymi
Uzytkownika (funkcja , Aktualizuj”);

5) usuniecie KDR z Aplikacji (funkcja ,,Usurh KDR”).

2. Uzytkownik moze zaprezentowad innej osobie dane KDR oraz kod QR na ekranie
urzadzenia mobilnego, ktorym sie postuguje. Funkcja dostepna jest po uruchomieniu
Aplikacji i po wybraniu , KDR”. Ekran prezentacji danych uwierzytelniajg elementy
zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godfa Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) gilosza umieszczonego jako tto KDR, w ktérym kolory zmieniajg sie pod wptywem
zmiany potozenia zyroskopu urzadzenia;

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z biegiem czasu,

3. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu
Certyfikatu Ucznia.

4. W przypadku dezaktywacji Certyfikatu Ucznia nastepuje automatyczne usuniecie KDR.

§ 8. Klauzula informacyjna
1. Administratorem danych osobowych Uzytkownika pobieranych z SI KDR jest Minister

Rodziny i Polityki Spotecznej. Informacja o przetwarzaniu danych osobowych znajduje
sie na stronie internetowej Ministerstwa Rodziny i Polityki Spotecznej pod adresem:
https://www.gov.pl/web/rodzina/informacja-o-przetwarzaniu-danych-osobowych. W
odniesieniu do tych danych Minister Cyfryzacji jest podmiotem przetwarzajgcym.

2. Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie oraz
Certyfikacie Ucznia jest Minister Cyfryzacji, z siedzibg przy ul. Krélewskiej 27, 00-060
w Warszawie.

3. Podstawg prawng przetwarzania danych osobowych jest realizacja zadania w interesie
publicznym, to jest art. 6 ust. 1 lit e. RODO, w zwigzku z art. 2 pkt 2 lit b i art. 10 ust. 1le
i 1f ustawy o Karcie Duzej Rodziny. Minister Cyfryzacji przetwarza dane osobowe w celu
udostepnienia ustug w aplikacji i zapewnienia bezpieczenstwa teleinformatycznego
i bezpieczenstwa obrotu prawnego.

4. Podstawa prawna przetwarzania danych osobowych dla Certyfikatu wskazana jest
w Regulaminie Aplikacji, zas dla Certyfikatu Ucznia w Zatgczniku nr 2.

Regulamin aplikacji mObywatel 23.0.0 Strona 36 /79


https://www.gov.pl/web/rodzina/informacja-o-przetwarzaniu-danych-osobowych

10.

11.

12.

Z administratorem mozna kontaktowac sie korespondencyjnie na adres siedziby bgdz
drogg elektroniczng na adres: Kancelaria@cyfra.gov.pl lub na adres skrytki na ePUAP:
/MAIC/SkrytkaESP.

Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowac

we wszystkich sprawach zwigzanych z przetwarzaniem danych osobowych:

korespondencyjnie na adres: ul. Krélewska 27, 00-060 Warszawa, bgdz mailowo na adres:
iod@mc.gov.pl.

Administratorem danych osobowych uczniéw, ktérym wydano Legitymacje szkolng jest

szkota. W odniesieniu do tych danych Minister Cyfryzacji jest podmiotem

przetwarzajgcym.

We wszelkich sprawach dotyczacych przetwarzania danych osobowych nalezy

kontaktowad sie z wtasciwg szkotg lub wtasciwym Inspektorem Ochrony Danych.

W ramach ustugi KDR w Aplikacji przechowuje sie nastepujace dane Uzytkownika:

1) imie pierwsze posiadacza Karty oraz oséb powigzanych;

2) imie drugie posiadacza Karty oraz oséb powigzanych;

3) nazwisko posiadacza Karty oraz oséb powigzanych;

4) numer PESEL posiadacza Karty oraz oséb powigzanych;

5) wizerunek twarzy posiadacza Karty;

6) numer karty posiadacza Karty oraz oséb powigzanych;

7) informacja na temat certyfikatu uzytego do wydania danych;

8) numer dokumentu tozsamosci posiadacza Karty oraz oséb powigzanych;

Osobie, ktérej dane sg przetwarzane w systemie teleinformatycznym, o ktérym mowa

w art. 19 ust. 1 ustawy o aplikacji mObywatel, przystuguje w dowolnym momencie —

zgodnie z Ogdlnym rozporzadzeniem o ochronie danych,:

1) prawo dostepu do tresci danych;

2) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

3) prawo do ograniczenia przetwarzania danych osobowych przez Ministra; w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem);

4) prawo do wniesienia skargi do organu nadzorczego.

Minister gromadzi dane statystyczne dotyczgce KDR w zakresie liczby:

1) aktywacji KDR;

2) aktualizacji danych i wydania Certyfikatéw;
3) zgtoszonych utrat telefonow;

4) zgtoszonych problemodw.

Dane, o ktérych w ust. 9, sg przetwarzane wytgcznie w trakcie korzystania z funkcji

wymienionych w Regulaminie. Dane, o ktérych mowa w tym ustepie przechowywane

sg przez okres 6 lat od dnia ostatniej aktywnosci Uzytkownika w systemie

teleinformatycznym Aplikacji (art. 20 ust. 3 pkt. 1 ustawy o aplikacji mObywatel). Minister
nie gromadzi informacji o skorzystaniu przez Uzytkownikdw z funkcji elektronicznego
przekazania danych.
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13.

14.

15.

Dane osobowe, przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19
ust. 1 stawy o aplikacji mObywatel, nie bedg podlegaty zautomatyzowanemu
podejmowaniu decyzji, w tym profilowaniu.
Dane osobowe, o ktérych mowa w ust. 9, beda réwniez przetwarzane przez:
1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa
2) Naukowg i Akademicka Sie¢ Komputerowa - Paiistwowy Instytut Badawczy, ul. Kolska
12, 01-045 Warszawa jako odpowiednio:
a) podmiot przetwarzajgcy dane osobowe,
b) dalszy podmiot przetwarzajacy dane osobowe.
Dane osobowe mogg by¢ przekazywane do organéw publicznych i urzedéw panstwowych
lub innych podmiotédw upowaznionych na podstawie przepisdw prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wfadzy
publicznej.

Zatacznik nr 7 do Regulaminu
Ustuga Unijny Certyfikat COVID

Ustuga Unijny Certyfikat COVID umozliwia prezentacje potwierdzenia dokonania szczepienia
przeciwko wirusowi SARS-CoV-2 i/lub uzyskania wyniku testu na obecnos¢ wirusa SARS-Cov-2
i/lub informacje o przejsciu choroby COVID-19.

§ 1. Definicje:

1.

Ustawa o systemie informacji — ustawa z dnia 28 kwietnia 2011 r. o systemie informacji
w ochronie zdrowia (Dz. U. z 2022 r. poz. 1555, z p6zn. zm)),

CEZ — Centrum e-Zdrowia (CeZ) — panstwowa jednostka budzetowa powotana przez
Ministra Zdrowia, ktdrej gtdbwnym przedmiotem dziatalnosci jest realizacja zadan z
zakresu budowy spoteczenstwa informacyjnego, obejmujgcych organizacje i ochrone
zdrowia oraz wspomaganie decyzji zarzadczych ministra wtasciwego do spraw zdrowia
na podstawie prowadzonych analiz.

SI CEZ — system informatyczny Centrum e-Zdrowia, zapewniajgcy dostep do danych
niezbednych do realizacji ustugi Unijny Certyfikat COVID.

Internetowe Konto Pacjenta (IKP) — modut systemu, o ktérym mowa w art. 7 ust. 1
ustawy o systemie informacji w ochronie zdrowia, w ktérym sg przetwarzane dane
dotyczace ustugobiorcy zawarte w Systemie Informacji Medycznej oraz Systemie Rejestru
Ustug Medycznych Narodowego Funduszu Zdrowia.

§ 2. Informacje ogodlne

1.

Podstawe prawng pobrania danych z IKP, w tym w ramach ustugi Unijny Certyfikat COVID
stanowia:

1) art. 3 ust. 1 pkt 1 ustawy o aplikacji mObywatel;

2) art. 7b ust. 1a i 1b ustawy o systemie informac;ji;

Za zgodnos¢ i aktualnos¢ danych zawartych w ustudze Unijny Certyfikat COVID odpowiada
Uzytkownik, ktéry jest obowigzany do ich aktualizacji. Konieczne jest aktualizowanie
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danych (kodu QR) po uptywie terminu jego waznosci w celu pobrania aktualnego
zaswiadczenia.

3. Korzystanie z ustugi Unijny Certyfikat COVID nie zwalnia z obowigzkéw wynikajacych
z przepisoéw prawa. Zbieranie danych innych Uzytkownikow, postugiwanie sie nimi czy ich
publikacja podlegajg ograniczeniom prawnym wynikajgcym, m.in. z przepisow stuzgcych
ochronie danych osobowych, débr osobistych i prywatnosci.

4. Aplikacja mObywatel umozliwia pobranie ustugi Unijny Certyfikat COVID kazdemu
zaszczepionemu i/lub kazdemu kto uzyskat ujemny wynik testu i/lub przebyt chorobe
COVID-19, uzytkownikowi Aplikacji, posiadajgcemu aktywng ustuge Diia.pl lub ustuge
mObywatel, ktory zaloguje sie do Aplikacji.

§ 3. Ustuga Unijny Certyfikat COVID

1. Ustuga Unijny Certyfikat COVID pozwala na pobranie przez Uzytkownika danych
osobowych z Ustugi Diia.pl albo Ustugi mObywatel, pochodzacych z IKP oraz
przechowywanie ich w postaci zaszyfrowanej w urzadzeniu mobilnym Uzytkownika,

a takze ich prezentowanie lub przekazywanie.

2. Ustuga Unijny Certyfikat COVID umozliwia pobranie przez Uzytkownika Unijnych
Certyfikatéw COVID uzytkownika oraz oséb niepetnoletnich, ktérych Uzytkownik jest
przedstawicielem ustawowym. Lista certyfikatéw z zaktadki ,Dzieci” uwzglednia
wylacznie niepetnoletnich przypisanych do ubezpieczenia zdrowotnego Uzytkownika
Aplikacji.

3. Wiarygodnosc¢ danych dostepnych w ustudze Unijny Certyfikat COVID wynika z faktu,
ze dane pochodzg z rejestréw panstwowych i IKP i zostaty pobrane przez osobe, ktéra
zostata uwierzytelniona Certyfikatem.

4. Do aktywacji i aktualizacji Ustugi Unijny Certyfikat COVID niezbedne jest posiadanie w S|

CEZ/IKP informacji o dokonaniu przez Uzytkownika szczepienia przeciwko wirusowi SARS-

CoV-2 i/lub informacji o uzyskanym ujemny wynik testu i/lub informacji o przebyciu
choroby COVID-19 oraz posiadanie waznej Ustugi Diia.pl albo Ustugi mObywatel.

§ 4. Uzytkownicy
1. Uzytkownikami korzystajgcymi z ustugi Unijny Certyfikat COVID moga by¢ wytacznie:
1) osoby, majgce obywatelstwo polskie i spetniajg ponizsze warunek:
a) majg aktywowang Ustuge mObywatel;
b) posiadajg w SI CEZ/IKP informacje o dokonaniu szczepienia przeciwko wirusowi
SARS-CoV-2, i/lub informacje o uzyskaniu ujemnego wyniku testu na obecnosé
wirusa SARS-Cov-2 i/lub informacje o przejsciu choroby COVID-19

albo
2) spetniajg taczenie ponizsze warunki:
a) maja aktywng ustuge Diia.pl;
b) posiadajg w SI CEZ/IKP informacje o dokonaniu szczepienia przeciwko wirusowi
SARS-CoV-2, i/lub informacje o uzyskaniu ujemnego wyniku testu na obecnosé
wirusa SARS-Cov-2 i/lub informacje o przejsciu choroby COVID-19.

§ 5. Aktywacja ustugi Unijny Certyfikat COVID
1. Aktywacja ustugi Unijny Certyfikat COVID w systemie Aplikacji polega na:
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1) zalogowaniu do Aplikacji;

2) nacisnieciu ,Dodaj dokument”;

3) wybraniu Unijny Certyfikat COVID (system automatycznie sprawdza czy Uzytkownik
posiada aktywng Ustuge Diia.pl albo mDowdd, w przypadku braku jednej z tych ustug,
Uzytkownik bedzie moégt aktywowaé brakujacg Ustuge). Brak aktywnej Ustugi Diia.pl
albo mDowdd uniemozliwia korzystanie z Ustugi Unijny Certyfikat COVID;

4) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;

5) pobraniu z systemu mObywatel i S| CEZ/IKP danych dotyczgcych Uzytkownika i danych
dodatkowych dotyczgcych szczepienia i/lub wyniku ujemnego testu i/lub przybyciu
choroby COVID-19 oraz odpowiedniego kodu QR.

2. Waznosc¢ Unijnego Certyfikatu COVID powigzana jest z waznoscig Certyfikatu lub
waznoscig zaswiadczenia o szczepieniu i/lub waznoscig wyniku testu na obecno$¢ wirusa
SARS-Cov-2 i/lub waznoscig informacji o przejsciu choroby COVID-19. W Ustudze Unijny
Certyfikat COVID status waznosci dokumentu bedzie uzalezniony od daty i czasu waznosci
UCC przekazanej z SI CEZ/IKP, a jej przekroczenie bedzie sygnalizowane graficznie
wewnatrz Ustugi wraz z mozliwoscia zaktualizowania danych.

3. Certyfikat jest wykorzystywany do:

1) pobrania i podpisania danych w ustudze Unijny Certyfikat COVID;

2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z IKP;

3) zapewnienia, ze przekazywane dane w ramach ustug Unijny Certyfikat COVID
sg tozsame z danymi pobranymi z IKP oraz ustugi mObywatel lub ustugi Diia.pl.

4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
z IKP niezbedne jest aktywne potgczenie internetowe.

5. Uzytkownik posiadajagcy mDowdd lub ustuge Diia.pl moze aktywowa¢é ustuge Unijny
Certyfikat COVID i pobra¢ dane z IKP wytacznie na jednym urzadzeniu mobilnym.

6. Poza funkcjg prezentacji uprawnien oraz funkcjg aktualizacji danych, ustuga Unijny
Certyfikat COVID nie oferuje funkcji eksportu ani importu danych.

7. Dostep do danych przechowywanych w ustudze Unijny Certyfikat COVID jest
zabezpieczony hastem w Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje ustugi Unijny Certyfikat COVID
1. Prawidtowo aktywowana ustuga Unijny Certyfikat COVID umozliwia Uzytkownikowi
korzystanie z nastepujgcych funkcji:

1) prezentowanie kodu/kodéw QR zawierajgcych dane przekazane z IKP;

2) pobranie i prezentowanie kodu/kodéw QR uzytkownika oraz niepetnoletnich,
ktorych Uzytkownik jest przedstawicielem ustawowym;

3) przejscie do mDowdd albo ustugi Diia.pl w celu potwierdzenia swoich danych
osobowych; pobranie kodu QR potwierdzajgcego odbycie szczepienia wraz z datg
jego waznosci i uzyskania wyniku testu na obecnosé wirusa SARS-Cov-2 i informacji
o przebytej chorobie COVID-19;

4) zmiane jezyka z polskiego na angielski i odwrotnie albo zmiane jezyka z ukrainskiego
na jezyk angielski i odwrotnie;
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5) dodanie do aplikacji Apple (Portfela i Zdrowia) dostarczanej przez Apple Inc. -
dostepna dla Uzytkownika posiadajgcego Aplikacje zainstalowang na urzadzeniu
mobilnym typu smartfon z systemem iOS;

6) usuniecie ustugi Unijny Certyfikat COVID z Aplikaciji.

2. Uzytkownik moze zaprezentowaé innej osobie potwierdzenie dokonania szczepienia
przeciwko wirusowi SARS-CoV-2 i/lub uzyskania wyniku testu na obecnos¢ wirusa SARS-
Cov-2 i/lub informacji o przebytej chorobie COVID-19, na ekranie urzadzenia mobilnego,
ktérym sie postuguje. Funkcja dostepna jest po uruchomieniu Aplikacji i po wybraniu
Unijny Certyfikat COVID.

3. Waznosc¢ kodu/kodéw QR moze byc¢ zweryfikowana poprzez funkcje ,,Przekaz”.

4. Dodanie UCC do Apple (Portfela i Zdrowia) w aplikacji Portfel Apple wymaga wyrazenia
zgody przez Uzytkownika i akceptacje ryzyka ewentualnego naruszenia prywatnosci w
zwigzku z mozliwym przekazywaniem danych osobowych poza Europejski Obszar
Gospodarczy, z czym wigze sie brak standardéw ochrony danych osobowych
wynikajgcych z RODO.!

5. Usuniecie ustugi Unijny Certyfikat COVID nastepuje réwniez automatycznie w przypadku
dezaktywacji ustugi mObywatel albo ustugi Diia.pl.

§ 7. Klauzula informacyjna

1. Administratorem danych osobowych Uzytkownika pobieranych z IKP jest Minister
Zdrowia. Informacja o przetwarzaniu danych osobowych znajduje sie na stronie
internetowej Ministerstwa Zdrowia pod adresem:
https://www.gov.pl/web/zdrowie/dane-osobowe. Z administratorem danych mozna
sie kontaktowac pod adresem: Ministerstwo Zdrowia, ul. Miodowa 15, 00-952 Warszawa
lub elektronicznie, na adres: kancelaria@maz.gov.pl lub na adres skrytki ePUAP:
/8tk37sxx6h/SkrytkaESP. Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym
mozna sie kontaktowac sprawach zwigzanych z przetwarzaniem danych osobowych przez
Ministra Zdrowia bezposrednio pod adresem: iod@mz.gov.pl. W odniesieniu do tych
danych Minister Cyfryzacji jest podmiotem przetwarzajgcym.

2. Administratorem danych osobowych Uzytkownika pobieranych z ustugi mObywatel albo
ustugi Diia.pl jest Minister wtasciwy do spraw informatyzacji, majacy swa siedzibe
Krolewska 27, 00-060 Warszawa lub elektronicznie, na adres: Kancelaria @cyfra.gov.pl lub
na adres skrytki ePUAP: /MAIC/SkrytkaESP.

3. Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym mozna sie kontaktowac
sprawach zwigzanych z przetwarzaniem danych osobowych przez Ministra wiasciwego
do spraw informatyzacji (Ministra Cyfryzacji) bezposrednio pod adresem: iod@mc.gov.pl.

4. Podstawg przetwarzania danych osobowych w systemie teleinformatycznym
obstugujgcym ustuge Unijny Certyfikat COVID jest art. 6 ust 1 lit. e w zwigzku z art. 7b ust.
1ailbustawy z dnia 28 kwietnia 2011 r. o systemie informacji w ochronie zdrowia
(Dz.U. z 2022 r. poz. 1555). Minister Cyfryzacji przetwarza dane osobowe w celu

1 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony
0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych) (Dz. Urz. UEL 119z
4.05.2016, str. 1, oraz Dz. Urz. UE L 127 z 23.05.2018 str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str. 35).
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udostepnienia ustug w aplikacji i zapewnienia bezpieczenstwa teleinformatycznego
i bezpieczenstwa obrotu prawnego.
5. Podstawa prawna przetwarzania danych osobowych dla Certyfikatu wskazana jest
w Regulaminie Aplikacji, zas dla Certyfikatu Ucznia w Zatgczniku nr 2.
6. Ustuga Unijny Certyfikat COVID przechowuje nastepujgce dane Uzytkownika lub oséb
niepetnoletnich, ktérych Uzytkownik jest przedstawicielem ustawowym:
1) Dane zawarte w certyfikacie potwierdzajgcym szczepienie ochronne przeciw COVID-
19:
1) nazwisko (-a) i imie (imiona),
2) data urodzenia,
3) choroba lub czynnik chorobotwdrczy: COVID-19 (co oznacza réwniez SARS-CoV-2 lub
jeden z jego wariantéw),
4) szczepionka / profilaktyka,
5) szczepionkowy produkt leczniczy,
6) posiadacz pozwolenia na dopuszczenie do obrotu lub wytwdrca szczepionki,
7) liczba w serii szczepien / dawek i catkowita liczba dawek w serii,
8) data szczepienia, wskazujgca date ostatniej otrzymanej dawki,
9) panstwo cztonkowskie szczepienia,
10) wystawca certyfikatu,
11) niepowtarzalny identyfikator certyfikatu;
7. Dane zawarte w certyfikacje zawierajgcym wynik testu na obecnosé wirusa SARS-Cov-2:
a) nazwisko (-a) i imie (imiona),
b) data urodzenia,
c) choroba lub czynnik chorobotwdrczy: COVID-19 (co oznacza réwniez SARS-CoV-2 lub
jeden z jego wariantéw),
d) rodzaj testu,
e) nazwa testu (opcjonalnie w przypadku testu NAAT),
f) producent testu (nieobowigzkowo w przypadku testu NAAT),
g) dataigodzina pobrania prébki do badan,
h) wynik testu,
i) osrodek testowy lub placéwka (nieobowigzkowe w przypadku szybkiego testu
antygenowego),
j) panstwo cztonkowskie, w ktérym wykonano test,
k) wystawca certyfikatu,
I) niepowtarzalny identyfikator certyfikatu;
a. dane zawarte w potwierdzeniu przebycia choroby COVID-19:
a) nazwisko (-a) i imie (imiona),
b) data urodzenia,
c) choroba lub czynnik chorobotwdérczy, z ktérego Uzytkownik wyzdrowiat: COVID-19
(czyli réwniez SARS-CoV-2 lub jeden z jego wariantéw),
d) data pierwszego pozytywnego wyniku testu NAAT,
e) panstwo cztonkowskie, w ktérym wykonano test,
f) wystawca certyfikatu,
g) data od kiedy certyfikat jest wazny,
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10.

11.

12.
13.

h) data waznosci certyfikatu (nie wiecej niz 180 dni od daty pierwszego pozytywnego
wyniku testu),
i) niepowtarzalny identyfikator certyfikatu;
Osobie, ktérej dane sg przetwarzane w systemie teleinformatycznym, o ktérym mowa
w art. 19 ust. 1 ustawy o aplikacji mObywatel przystuguje w dowolnym momencie —
prawo do:
1) uzyskania dostepu do swoich danych osobowych;
2) zadania sprostowania swoich danych osobowych;
3) wniesienia sprzeciwu wobec przetwarzania jego/jej danych osobowych (w
odniesieniu do przetwarzania na podstawie art. 6 ust. 1 lit. e RODO);
4) zadania ograniczenia przetwarzania danych osobowych;
5) prawo do wniesienia skargi do organu nadzorczego. Organem nadzorczym jest Prezes
Urzedu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa.
Minister gromadzi dane statystyczne dotyczgce ustugi w zakresie liczby:
1) aktywacji ustugi Unijny Certyfikat COVID;
2) akcji aktualizacji danych i wydania Certyfikatéw;
3) zgtoszonych utrat telefondw;
4) zgtoszonych problemédw.
Dane, o ktérych w ust. 4 pkt 1-3 sg przetwarzane wytgcznie w trakcie korzystania z ustugi
Unijny Certyfikat COVID, w celu dostarczenia Uzytkownikom ustugi umozliwiajgcej
prezentacje danych z IKP oraz zapewnienia bezpieczeristwa teleinformatycznego i
bezpieczenistwa obrotu prawnego.
Dane, przechowywane sg przez okres 6 lat od dnia ostatniej aktywnosci Uzytkownika
w systemie teleinformatycznym Aplikacji (art. 20 ust. 1 pkt. 3 ustawy o aplikacji
mObywatel).). Dane nie sg przetwarzane w celach marketingowych.
Dane osobowe, przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19
ust. 1 ustawy o aplikacji mObywatel, nie bedg podlegaty zautomatyzowanemu
podejmowaniu decyzji, w tym profilowaniu.
Dane osobowe, , bedg réwniez przetwarzane przez:
Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa Dane
osobowe moga by¢ przekazywane do organdw publicznych i urzedéw panstwowych
lub innych podmiotdw upowaznionych na podstawie przepisow prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.

Zatacznik nr 8 do Regulaminu
Ustuga Legitymacji Ulgowych Ustug Transportowych

§ 1. Definicje:

1.

Certyfikat — o ktérym mowa w art. 2 pkt 2 ustawy o aplikacji mObywatel — certyfikat
uzytkownika aplikacji mObywatel wydawany z dokumentem mObywatel, zgodnie z Art.
10. ust 2 ustawy o aplikacji mObywatel, uzytkownikowi aplikacji automatycznie z Profilem
mObywatel zgodnie z Art. 14 ust 1 ustawy o aplikacji mObywatel.
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Certyfikat Ucznia — poswiadczenie, o ktérym mowa w art. 11 ust. 2 ustawy o aplikacji
mObywatel pozwalajgce na potwierdzenie integralnosci i pochodzenia dokumentéw
elektronicznych oraz potwierdzenie lub przekazanie danych osobowych Uzytkownika
wydany w ramach dokumentu mobilnego- Legitymacja szkolna.

Legitymacja UUT — dokument wydany przez PKP Intercity i potwierdzajgcy uprawnienia
jego posiadacza do korzystania z ulgowych ustug transportowych zgodnie z
Porozumieniem w sprawie ulgowych ustug transportowych zawartym w dniu 27 listopada
2013 r. z pozn. zm.

PKP Intercity lub PKP — ,,PKP Intercity” Spotka Akcyjna z siedzibg w Warszawie (KRS
0000296032, NIP 526 25 44 258) bedaca dystrybutorem ulgowych ustug transportowych
zgodnie z Porozumieniem w sprawie ulgowych ustug transportowych zawartym w dniu 27
listopada 2013 r. oraz podmiotem odpowiedzialnym za wydawanie Legitymacji UUT.
Pracodawca — PKP Intercity lub podmiot, ktory wystapit do PKP Intercity o wydanie
Legitymacji UUT dla Uzytkownika.

System UUT — system PKP Intercity przechowujacy przekazane przez pracodawcéw dane
Uzytkownikéw posiadajacych Legitymacje UUT.

Zasady odprawy UUT — dokument wewnetrzny, ustalony przez pasazerskich
przewoznikow kolejowych, na podstawie Porozumienia w sprawie ulgowych ustug
transportowych z dnia 27 listopada 2013 r., ktéry obowigzuje wytacznie przy przejazdach
0s06b uprawnionych do UUT pociggami tych przewoznikéw, wskazujgcy m.in. katalog osdb
uprawnionych do korzystania z Legitymacji UUT.

§ 2. Informacje ogdlne

1.

Podstawe prawng pobrania danych w ramach Legitymacji UUT stanowi art. 19 ust. 1
ustawy o aplikacji mObywatel, zgodnie z ktdrym Minister zapewnia dziatanie systemu
teleinformatycznego, ktory pozwala, przy uzyciu publicznej aplikacji mobilnej, na
pobranie dokumentu elektronicznego zawierajgcego dane dotyczace sytuacji prawnej
Uzytkownika lub praw mu przystugujgcych.

Za zgodnos$¢ danych zawartych w Legitymacji UUT odpowiada Uzytkownik, ktory jest
zobowigzany do aktualizacji danych, jezeli dane te ulegty zmianie i posiada o nich wiedze.
W przypadku stwierdzenia, ze dane znajdujgce sie na Legitymacji UUT sg nieprawidtowe
lub nieaktualne, nalezy zgtosi¢ sie do Pracodawcy.

Korzystanie z Legitymacji UUT nie zwalnia z obowigzkéw wynikajgcych z przepiséw prawa.
Zbieranie danych innych Uzytkownikéw, postugiwanie sie nimi czy ich publikacja
podlegajg ograniczeniom prawnym wynikajgcym, m.in. z przepiséw stuzgcych ochronie
danych osobowych, débr osobistych i prywatnosci.

Aplikacja umozliwia pobranie Legitymacji UUT posiadaczowi Legitymacji UUT,
wskazanemu w Zasadach odprawy UUT i ktdry zaloguje sie do Aplikacji, bez koniecznosci
wnioskowania o nig.

§ 3. Legitymacja UUT
1. Legitymacja UUT pozwala na pobranie przez Uzytkownika, danych z bazy Systemu UUT

oraz z Ustugi mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzgdzeniu
mobilnym Uzytkownika, a takze ich prezentowanie lub przekazywanie.
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Dane dostepne w Legitymacji UUT pochodzg z Systemu UUT i zostaty pobrane przez
osobe, ktdra zostata uwierzytelniona Certyfikatem.

Do aktywacji i aktualizacji Legitymacji UUT niezbedne jest posiadanie waznej Legitymacji
UUT oraz waznego Certyfikatu.

§ 4. Uzytkownicy

Uzytkownikami korzystajgcymi z Legitymacji UUT mogg by¢ wytgcznie osoby majace
obywatelstwo polskie, ktére spetniajg dwa ponizsze warunki:

1) majg wazny Certyfikat;

2) posiadajg aktualng i wazng Legitymacje UUT.

§ 5. Aktywacja Legitymacja UUT

1.

Aktywacja Legitymacji UUT w Aplikacji polega na:

1) zalogowaniu do Aplikacji;

2) wybraniu ,Legitymacja UUT” z listy dostepnych ustug;

3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu lub Certyfikatu Ucznia;

4) pobraniu danych Uzytkownika oraz jego uprawnien.

Waznos¢ Legitymacji UUT powigzana jest z waznoscig Certyfikatu lub Certyfikatu Ucznia.

Certyfikat oraz Certyfikat Ucznia sg wykorzystywane do:

1) pobrania i podpisania danych w Legitymacji UUT;

2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z Systemu UUT;

3) zapewnienia, ze przekazywane dane w ramach Legitymacji UUT sg tozsame z danymi
pobranymi z Systemu UUT oraz ustugi mObywatel lub Legitymacji szkolnej.

Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu lub Certyfikatu Ucznia

oraz pobrania danych z Systemu UUT niezbedne jest aktywne potaczenie internetowe.

Uzytkownik posiadajgcy ustuge mObywatel moze aktywowac Legitymacje UUT i pobraé

dane z Systemu UUT wytgcznie na jednym urzgdzeniu mobilnym. Na jednym urzadzeniu

mobilnym mozna aktywowac i pobra¢ dane z Systemu UUT Uzytkownika oraz oséb

powigzanych z Uzytkownikiem.

Uzytkownik posiadajacy Legitymacje szkolng moze aktywowac Legitymacje UUT i pobraé

dane z Systemu UUT tylko na jednym urzadzeniu mobilnym.

Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, Legitymacja UUT nie

oferuje funkcji eksportu ani importu danych.

Dostep do danych przechowywanych w Legitymacji UUT jest zabezpieczony hastem

w Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje Legitymacja UUT dla Uzytkownikow ustugi mObywatel

1.

Prawidtowo aktywowana ustuga Legitymacja UUT umozliwia Uzytkownikowi korzystanie

z nastepujgcych funkcji:

1) prezentowanie danych Uzytkownika, o ktérych mowa w § 8 ust. 3, oraz kodu QR
(widok gtéwny , Legitymacja UUT”);

2) przekazanie danych Uzytkownika oraz oséb powigzanych w celu weryfikacji (funkcja
,Przekaz”);
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3) przejscie do ustugi mObywatel w celu potwierdzenia swoich danych osobowych
(funkcja ,mObywatel”);

4) prezentacja Legitymacji UUT dzieci lub wspdétmatzonka Uzytkownika, w sposéb
umozliwiajgcy wyswietlanie przez Uzytkownika Legitymacji UUT cztonkéw jego
rodziny posiadajgcych takze Legitymacje UUT (funkcja ,,Moi bliscy”);

5) aktualizowanie danych Uzytkownika oraz oséb powigzanych (funkcja ,Aktualizuj”);

6) usuniecie Legitymacji UUT z Aplikacji (funkcja ,,Usun Legitymacje UUT”).

2. Uzytkownik moze zaprezentowac innej osobie Legitymacje UUT oraz kod QR na ekranie
urzadzenia mobilnego, ktorym sie postuguje. Funkcja dostepna jest po uruchomieniu
Aplikacji i po wybraniu ustugi Legitymacja UUT. Ekran prezentacji danych uwierzytelniajg
elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktédrym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) gilosza umieszczonego jako tto Legitymacja UUT, w ktdrym kolory zmieniajg sie pod
wptywem zmiany potozenia zyroskopu urzadzenia;

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z biegiem czasu.

3. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu
Certyfikatu.

4. Usuniecie Legitymacji UUT Uzytkownika nastepuje rowniez automatycznie w przypadku
dezaktywacji ustugi mObywatel.

§ 7. Funkcje Legitymacji UUT dla Uzytkownikow Legitymacji szkolnej

1. Prawidtowo aktywowana ustuga Legitymacja UUT umozliwia Uzytkownikowi korzystanie,
m.in.

z nastepujacych funkgji:

1) prezentowanie danych Uzytkownika oraz kodu QR (widok gtéwny , Legitymacja
uuT”);

2) przekazanie danych Uzytkownika w celu weryfikacji (funkcja ,,Potwierdz swoje
dane”);

3) przejscie do Legitymacji szkolnej w celu potwierdzenia swoich danych osobowych
(funkcja , Legitymacja”);

4) aktualizowanie informacji na temat uprawnien wraz z powigzanymi z nimi danymi
Uzytkownika (funkcja ,Aktualizuj”);

5) usuniecie Legitymacji UUT z Aplikacji (funkcja ,Usun Legitymacje UUT”).

2. Uzytkownik moze zaprezentowac innej osobie dane Legitymacji UUT oraz kod QR na
ekranie urzadzenia mobilnego, ktérym sie postuguje. Funkcja dostepna jest po
uruchomieniu Aplikacji i po wybraniu , Legitymacja UUT”. Ekran prezentacji danych
uwierzytelniajg elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;
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2) gilosza umieszczonego jako tto Legitymacji UUT, w ktérym kolory zmieniajg sie pod
wptywem zmiany potozenia zyroskopu urzadzenia;

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z biegiem czasu.

Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu

Certyfikatu Ucznia.

W przypadku dezaktywacji Certyfikatu Ucznia nastepuje automatyczne usuniecie

Legitymacja UUT.

§ 8. Klauzula informacyjna

1.

Administratorem danych osobowych Uzytkownika pobieranych z Systemu UUT jest
Pracodawca. W odniesieniu do tych danych Minister Cyfryzacji jest podmiotem
przetwarzajgcym.

2. Administratorem danych osobowych Uzytkownika pobieranych z ustugi mObywatel
albo ustugi Diia.pl jest Minister wiasciwy do spraw informatyzacji, tj. Minister Cyfryzacji,
ktérego urzedem obstugujgcym jest Ministerstwo Cyfryzacji z majacy swa siedzibe
Krélewska 27, 00-060 Warszawa lub elektronicznie, na adres: Kancelaria @cyfra.gov.pl lub
na adres skrytki ePUAP: /MAIC/SkrytkaESP. Administrator wyznaczyt Inspektora Ochrony
Danych, z ktérym mozna sie kontaktowac sprawach zwigzanych z przetwarzaniem danych
osobowych przez Ministra wtasciwego do spraw informatyzacji (Ministra Cyfryzacji)
bezposrednio pod adresem: iod@mc.gov.pl.

Administratorem danych osobowych uczniéw, ktérym wydano Legitymacje szkolng jest
Szkota. W odniesieniu do tych danych Minister Cyfryzacji jest podmiotem
przetwarzajgcym.

Podstawg przetwarzania danych osobowych dla Certyfikatu Studenta przez
administratora danych (Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym,
to jest art. 6 ust. 1 lit e. RODO, w zwigzku z art. 69 ust. 1 ustawy o aplikacji mObywatel.
Minister Cyfryzacji przetwarza dane osobowe w celu udostepnienia ustug w aplikacji

i zapewnienia bezpieczenstwa teleinformatycznego i bezpieczenstwa obrotu prawnego.
Podstawa prawna przetwarzania danych osobowych dla Certyfikatu wskazana jest

w Regulaminie Aplikacji, zas dla Certyfikatu Ucznia w Zataczniku nr 2.

W ramach ustugi Legitymacja UUT w Aplikacji przechowuje sie nastepujace dane:

1) Zdjecie;

2) Imie (Imiona));

3) Nazwisko;

4) Seria;

5) Numer;

6) Typ relacji do karty;

7) Typ posiadacza;

8) Numer PESEL posiadacza UUT;

9) Pracodawca;

10) Kategoria OU;

11) Klasa;

12) Adnotacja;
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10.

11.

12.

13.

14.

13) Informacja o dodatkowej uldze;

14) Status;

15) Kod pracodawcy;

16) Wazny od;

17) Wazny do;

18) Obraz PNG kodu QR pobrany z CS PKP.

Osobie, ktoérej dane sg przetwarzane w systemie teleinformatycznym, o ktérym mowa

w art. 19 ust. 1 ustawy o aplikacji mObywatel, przystuguje w dowolnym momencie —

zgodnie z Ogdlnym rozporzadzeniem o ochronie danych:

1) prawo dostepu do tresci danych;

2) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

3) prawo do ograniczenia przetwarzania danych osobowych przez Ministra; w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem);

4) prawo do wniesienia skargi do organu nadzorczego.

Minister gromadzi dane statystyczne dotyczace Legitymacji UUT w zakresie liczby:

1) aktywacji Legitymacji UUT;

2) akcji aktualizacji danych i wydania
Certyfikatow;

3) zgtoszonych utrat telefondw;

4) zgtoszonych problemodw.

Dane, o ktérych mowa w ust. 9 sg przetwarzane wytacznie w trakcie korzystania

z Legitymacji UUT i w celu dostarczenia obywatelom ustugi umozliwiajgcej prezentacje

danych z systemu UUT oraz zapewnienia bezpieczenstwa teleinformatycznego

i bezpieczenstwa obrotu prawnego.

Dane, o ktérych mowa w ust. 9 przechowywane sg do roku od dnia utraty Legitymacji

UUT. Dane nie sg przetwarzane w celach marketingowych.

Minister nie gromadzi informacji o skorzystaniu przez Uzytkownikéw z funkcji

elektronicznego przekazania danych.

Dane osobowe, przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19

ust. 1 ustawy o aplikacji mObywatel, nie bedg podlegaty zautomatyzowanemu

podejmowaniu decyzji, w tym profilowaniu.

Dane osobowe, o ktérych mowa w ust. 9, bedg réwniez przetwarzane przez:

1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa jako
odpowiednio:

2) Naukows i Akademicka Sie¢ Komputerowg - Paristwowy Instytut Badawczy, ul. Kolska
12, 01-045 Warszawa.

1) podmiot przetwarzajgcy dane osobowe,

2) dalszy podmiot przetwarzajacy dane osobowe.
Dane osobowe mogg by¢ przekazywane do organdéw publicznych i urzedéw panstwowych
lub innych podmiotdw upowaznionych na podstawie przepisow prawa lub wykonujgcych
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zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.

Zatacznik nr 9 do Regulaminu
Ustugi Diia.pl

§ 1. Informacje ogdine

1.

Podstawe prawng pobrania danych osobowych w ramach Diia.pl stanowi art. 10 ustawy o
pomocy obywatelom Ukrainy, zgodnie z ktérym mozliwe jest pobranie aktualnych
danych, o ktérych mowa w. w art. 4 ust. 4 pkt 1-15 oraz art. 6 ust. 5 pkt 2 i 3 ustawy

o pomocy obywatelom Ukrainy oraz art. 8 pkt 24 i 24a lit. d ustawy o ewidencji ludnosci.
Korzystanie z Diia.pl nie zwalnia Uzytkownika z obowigzkéw wynikajgcych z przepiséw
prawa. Zbieranie danych innych uzytkownikéw, postugiwanie sie nimi czy ich publikacja
podlegajg ograniczeniom prawnym wynikajgcym m.in. z przepiséw stuzacych ochronie
danych osobowych, débr osobistych i prywatnosci.

Postanowienia dotyczgce zasad przetwarzania danych osobowych zostaty zamieszczone
w § 11 Regulaminu Aplikacji

§ 2. Ustuga Diia.pl
1. Ustuga Diia.pl pozwala na pobranie danych osobowych i wizerunku Uzytkownika (i jego

podopiecznych) na podstawie art. 10 ust. 1 i ust. 1a ustawy o pomocy obywatelom
Ukrainy w zwigzku z konfliktem zbrojnym na terytorium tego panstwa. Za posrednictwem
Diia.pl dane Uzytkownika przechowywane w Ustudze mogg by¢ w sposdb bezpieczny
prezentowane innym osobom lub Uzytkownikowi mWeryfikatora.

Wiarygodnos¢ danych dostepnych w Ustudze Diia.pl wynika z faktu, ze dane pochodzg
z Rejestru i zostaty pobrane przez osobe, ktéra zostata zidentyfikowana w aplikacji
mObywatel. Dane te sg przechowywane i przesytane za pomocg Aplikacji.

Nie jest mozliwe postugiwanie sie Diia.pl w stosunkach z administracjg publiczng wtedy,
gdy z przepisdw prawa (ustawy, rozporzgdzenia) wynika obowigzek przedstawienia innych
dokumentoéw stwierdzajgcych tozsamos¢ Uzytkownika, stwierdzajgcych prawo
Uzytkownika do pobytu na terytorium Rzeczypospolitej Polskiej lub innych praw
przystugujgcych Uzytkownikowi.

Diia.pl spetnia role dokumentu pobytowego i umozliwia Uzytkownikom przekraczanie
granic zewnetrznych i podrézowanie w strefie Schengen przez 90 dni (w okresie 180 dni)
wraz z waznym dokumentem podroézy (np. paszportem). Przy czym wyjazd z Polski na
okres dtuzszy niz 30 dni (bez wzgledu na to czy w ramach czy poza strefg Schengen)
pozbawia uprawnien wynikajgcych z ustawy o pomocy obywatelom Ukrainy, w tym prawa
postugiwania sie Diia.pl.
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5. Postugiwanie sie Diia.pl przez Uzytkownikéw jest dobrowolne. Minister informuije,
ze aktywacja Diia.pl i postugiwanie sie nig nie jest prawnym obowigzkiem oséb
przebywajacych na terytorium Rzeczypospolitej Polskiej.

6. Do aktywacji i aktualizacji Diia.pl niezbedne jest posiadanie Profilu mObywatel.

§ 3. Uzytkownicy
1. Uzytkownikami Diia.pl mogga by¢ wytacznie osoby, ktére spetniajg ponizsze warunki:

1) przebywajg legalnie na terytorium Rzeczypospolitej Polskiej zgodnie z przepisami
ustawy o pomocy obywatelom Ukrainy i deklarujg zamiar pozostania na terytorium
Rzeczypospolitej Polskiej;

2) ich wyjazd na terytorium Rzeczypospolitej Polskiej zostat zarejestrowany przez
wiasciwy organ Strazy Granicznej;

3) majg nadany numer PESEL;

4) posiadajg Profil Zaufany.

§ 4. Aktywacja Ustugi

1. Przy pierwszym uzyciu Diia.pl dokonywana jest aktywacja Ustugi.

2. Ustuga Diia.pl dla podopiecznych bedzie mozliwa do aktywacji wytacznie wtedy, gdy
w rejestrze PESEL przy danych dziecka zamieszczono numer PESEL opiekuna dziecka
i Opiekun ztozyt oswiadczenia o pozostawaniu dziecka pod jego wtadzg rodzicielska.
Sktadajgcy oswiadczenie zamieszcza w nim klauzule nastepujgcej tresci: ,,Jestem
Swiadomy odpowiedzialnosci karnej za ztozenie fatszywego oswiadczenia."

4. Uwierzytelnienia przy uzyciu certyfikatu podstawowego. Certyfikat wydawany jest
z dokumentem mObywatel, zgodnie z art. 10 ust. 2 ustawy o aplikacji mObywatel,
uzytkownikowi aplikacji automatycznie z Profilem mObywatel zgodnie z art. 14 ust. 1
ustawy o aplikacji mObywatel.

Aktywacja ustugi Diia.pl przez Uzytkownika polega na:

w

b

1) zalogowaniu do Aplikacji;
2) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Profilu mObywatel.

6. Po wykonaniu czynnosci opisanych w ust. 2, nastgpi automatyczne pobranie danych
Uzytkownika z Rejestru oraz zaszyfrowanie i zapisanie ich w urzadzeniu mobilnym
Uzytkownika.

N

Brak akceptacji Regulaminu przez Uzytkownika uniemozliwia aktywacje Diia.pl.

o0

Po pobraniu danych z Rejestru automatycznie jest tworzony i pobierany Certyfikat Diia.pl.

Certyfikat Diia.pl przypisany jest do Uzytkownika i urzgdzenia mobilnego, ktdrym

postuguje sie Uzytkownik. W celu utworzenia Certyfikatu Diia.pl i zarzadzania

Certyfikatami Minister przetwarza dane osobowe Uzytkownika — imiona, nazwisko

i numer PESEL — pochodzace z Rejestru.

9. Waznos¢ Diia.pl powigzana jest z waznoscig Certyfikatu.

10. Certyfikat jest wykorzystywany do:

1) potwierdzenia tozsamosci Uzytkownika;

2) podpisania danych w Diia.pl;

3) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
Diia.pl
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11.

12.
13.

14.

4) zapewnienia, iz przekazywane dane w ramach Diia.pl sg tozsame Rejestrem PESEL

i Rejestrem Danych Kontaktowych.
Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
z rejestréw panstwowych niezbedne jest aktywne potaczenie internetowe.
Uzytkownik moze aktywowac ustuge Diia.pl, wytgcznie na jednym urzgdzeniu.
Poza funkcjami prezentacji uprawnien, przekazania w celu skorzystania z ustugDiia.pl
nie oferuje funkcji eksportu ani importu danych.
Dostep do danych przechowywanych w Diia.pl jest zabezpieczony hastem w Aplikacji
zgodnie z Regulaminem.

§ 5. Funkcje ustugi Diia.pl

1.

Prawidtowo aktywowana ustuga Diia.pl umozliwia Uzytkownikowi korzystanie
z nastepujacych funkcji:
1) Pobranie i prezentowanie danych uzytkownika i jego dzieci
2) uruchomienie ustug:

a) UCC

b) e-Recpta
3) przekazania danych Uzytkownika oraz osdb powigzanych w celu weryfikacji (funkcja

,Potwierdz swoje dane”);

4) aktualizowanie danych Uzytkownika (funkcja , Aktualizuj”);
5) usuniecie Ustugi Diia.pl z Aplikacji (funkcja ,,Usun Ustuge Diia.pl”).
Uzytkownik moze zaprezentowac innej osobie Diia.pl swoje dane i powigzanych oséb
(sekcja Dzieci). Funkcja dostepna jest po uruchomieniu Aplikacji i po wybraniu Ustugi
Diia.pl. Ekran prezentacji danych uwierzytelniajg elementy zabezpieczen wizualnych w
postaci:
hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej Polskiej,
w ktérym kolory zmieniajg sie pod wptywem zmiany pofozenia zyroskopu urzadzenia;
ruchomego elementu graficznego prezentujgcego biato-czerwong flage Rzeczypospolitej
Polskiej;
gilosza umieszczonego jako tto Diia.pl, w ktérym kolory zmieniajg sie pod wptywem
zmiany potozenia zyroskopu urzgdzenia;
zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach, zmieniajgcy
sie dynamicznie wraz z uptywem czasu.
Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu
Certyfikatu podstawowego.

Zatacznik nr 10 do Regulaminu
Legitymacja emeryta-rencisty

§ 1. Definicje:

1.

Legitymacja emeryta-rencisty — dokument wydany przez terenowg jednostke
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organizacyjng Zaktadu Ubezpieczen Spotecznych wtasciwg w sprawach wydawania

decyzji dotyczacych swiadczen lub ich wyptaty. Legitymacja emeryta-rencisty jest

wydawana w formie:

1) Spersonalizowanej karty identyfikacyjnej wykonanej z tworzywa sztucznego, zwanej
dalej ,legitymacjy”;

2) Dokumentu elektronicznego przechowywanego i prezentowanego przy uzyciu
aplikacji mobilnej mObywatel, o ktérej mowa w art. 3 ust. 1 ustawy o aplikacji
mObywatel.

Minister Rodziny i Polityki Spotecznej — minister wfasciwy do okres$lenia wzoru

legitymacji emeryta-rencisty w drodze rozporzgdzenia wydanego na podstawie art. 68

ust. 4 ustawy z dnia 13 pazdziernika 1998 r. o systemie ubezpieczen spotecznych (Dz. U.

220222023 r. poz. 1230).

Rejestr Zaktadu Ubezpieczen Spotecznych (Rejestr ZUS) — rejestr przechowujacy dane
Uzytkownikéw posiadajgcych wazing legitymacje emeryta lub rencisty.

§ 2. Informacje ogdlne

1.

Podstawe prawng pobrania danych mobilnej Legitymacji stanowi art. 3 ustawy o aplikacji
mObywatel, zgodnie z ktérym Minister zapewnia dziatanie systemu teleinformatycznego,
ktory pozwala, przy uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu
elektronicznego zawierajgcego dane dotyczace sytuacji prawnej Uzytkownika lub praw
mu przystugujgcych oraz § 3 ust. 1 pkt 2 rozporzadzenia Ministra Rodziny i Polityki
Spotecznej z dnia 3 marca 2022 w sprawie legitymacji emeryta-rencisty, zgodnie z ktérym
mobilna Legitymacja wydawana jest przez udostepnienie danych umozliwiajgce ich
pobranie w ramach ustugi pozwalajgcej na obstuge mobilnej Legitymacji przy uzyciu
publicznej aplikacji mobilnej.

Za zgodnos$¢ danych zawartych w ustudze Legitymacja emeryta-rencisty odpowiada
Uzytkownik, ktdry jest zobowigzany do aktualizacji danych, jezeli dane te ulegty zmianie

i posiadao nich wiedze. W przypadku stwierdzenia, ze dane znajdujgce sie w
Legitymacja, sg nieprawidtowe lub nieaktualne, nalezy zgtosi¢ sie do Zaktadu
Ubezpieczen Spotecznych.

Korzystanie z mobilnej Legitymacji emeryta-rencisty nie zwalnia z obowigzkdéw
wynikajgcych z przepiséw prawa. Zbieranie danych innych Uzytkownikéw,

postugiwanie sie nimi czy ich publikacja podlegajg ograniczeniom prawnym

wynikajgcym m.in. z przepisow stuzgcych ochronie danych osobowych, débr

osobistych i prywatnosci.

Aplikacja umozliwia pobranie Legitymacji posiadaczowi, ktérej dane znajdujg sie

w Rejestrze ZUS. Pobranie mobilnej Legitymacji mozliwe jest bez koniecznosci
wnioskowania o nig oraz po zalogowaniu sie do Aplikacji.

Instalacja dostarczanych cyklicznie przez Ministra aktualizacji Aplikacji jest konieczna

dla jej prawidtowego dziatania i nalezytego zabezpieczenia zawartych w niej danych.
Instalowanie takich aktualizacji powinno nastgpié niezwtocznie po ich udostepnieniu
za pomocg sklepow z aplikacjami.
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§ 3. Legitymacja emeryta-rencisty

1.

Legitymacja emeryta-rencisty pozwala na pobranie przez Uzytkownika danych z bazy
Rejestru ZUS oraz z ustugi mObywatel oraz przechowywanie ich w postaci
zaszyfrowanej w urzgdzeniu mobilnym Uzytkownika, a takze ich prezentowanie lub
przekazywanie.

Dane dostepne w ustudze mobilnej Legitymacji pochodzg z Rejestru ZUS oraz Ustugi
mObywatel i zostaty pobrane przez osobe, ktdra zostata uwierzytelniona Certyfikatem
Podstawowym.

Postugiwanie sie mobilng Legitymacjg przez Uzytkownikdéw jest dobrowolne i nie jest
prawnym obowigzkiem obywateli Rzeczypospolitej Polskiej.

Do aktywacji i aktualizacji Legitymacji emeryta-rencisty niezbedne jest posiadanie
waznego Certyfikatu Podstawowego.

§ 4. Uzytkownicy

1.

Uzytkownikami korzystajgcymi z Legitymacji mogga by¢ wytgcznie osoby, ktére spetniajg
dwa ponizsze warunki:
1) majg wazny Certyfikat podstawowy;
2) posiadajg wazng decyzje ZUS o przyznaniu lub zawiadomienie o podjeciu
wyptaty emerytury lub renty.

§ 5. Aktywacja ustugi Legitymacja emeryta - rencisty

1.

Aktywacja ustugi Legitymacja emeryta-rencisty w Aplikacji polega na:

1) uruchomieniu aplikacji mObywatel i zalogowaniu sie do niej;

2) wybraniu ,Legitymacja emeryta-rencisty” z listy dostepnych ustug;

3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu podstawowego.

4) pobraniu danych Uzytkownika oraz jego uprawnien.

Wazno$é Legitymacji powigzana jest z waznoscig Certyfikatu.

Certyfikat podstawowy jest wykorzystywany do:

1) pobrania i podpisania danych w mobilnej Legitymacji emeryta-rencisty;

2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z rejestru ZUS;

3) zapewnienia, ze przekazywane dane w ramach ustugi Legitymacja sg tozsame
z danymi pobranymi z Rejestru ZUS oraz ustugi mObywatel.

4) Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania
danych z Rejestru ZUS niezbedne jest aktywne potgczenie internetowe.

Uzytkownik moze aktywowaé Mobilng Legitymacje emeryta-rencisty i pobra¢ dane z

Rejestru ZUS wytgcznie na jednym urzadzeniu.

Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, Mobilna Legitymacja

emeryta-rencisty nie oferuje funkcji eksportu ani importu danych.

Dostep do danych przechowywanych w mobilnej Legitymacji jest zabezpieczony

hastem w Aplikacji zgodnie z Regulaminem.
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§ 6. Funkcje mobilnej Legitymacji emeryta - rencisty

1. Prawidtowo aktywowana ustuga Legitymacja emeryta-rencisty umozliwia Uzytkownikowi
korzystanie z nastepujgcych funkcji:
1) prezentowanie danych Uzytkownika, o ktérych mowa w § 7 ust. 7;
2) przekazania danych Uzytkownika w celu weryfikacji (funkcja ,,Przekaz”);

3) aktualizowanie danych Uzytkownika (funkcja , Aktualizuj”);
4) usuniecie mobilnej Legitymacji emeryta-rencisty z Aplikacji (funkcja ,,Usun
Legitymacje emeryta-rencisty”).
2. Uzytkownik moze zaprezentowac innej osobie mobilng Legitymacje emeryta-rencisty.
Funkcja dostepna jest po uruchomieniu Aplikacji i po wybraniu Legitymacji . Ekran
prezentacji danych uwierzytelniajg elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktédrym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) ruchomego elementu graficznego prezentujgcego biato-czerwong flage

Rzeczypospolitej Polskiej;

3) gilosza umieszczonego jako tto mobilnej Legitymacja emeryta-rencisty, w ktérym
kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu urzadzenia;

4) zegara mierzacego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z uptywem czasu.

3. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy
uzyciu Certyfikatu podstawowego.

4. usuniecie Legitymacji emeryta rencisty z Aplikacji (sekcja “Dokumenty”, nastepnie
ikona edycji i wybranie ikony ,kosz”).

§ 7. Klauzula informacyjna

1. Administratorem danych osobowych Uzytkownika pobieranych z Rejestru ZUS, o ktérych
mowa w ust. 7 jest ZUS, z siedzibg przy ul. Szamocka 3/5, 01-748, Warszawa. W
odniesieniu do tych danych Minister Cyfryzacji jest podmiotem przetwarzajgcym.

2. Wyzej wymieniony Administrator powotat Inspektora Ochrony Danych, z ktérym mozna
kontaktowaé sie w sprawach dotyczgcych przetwarzania danych osobowych
korespondencyjnie na adres: Inspektor Ochrony Danych, Zaktad Ubezpieczen
Spotecznych, ul. Szamocka 3, 5, 01-748 Warszawa, badzZ na adres e-mail: ODO@zus.pl.

3. Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie
podstawowym jest Minister Cyfryzacji ktérego urzedem obstugujgcym jest Ministerstwo
Cyfryzacji z siedzibg majacy swa siedzibe w Warszawie, przy ul. Krélewskiej 27.

4. Z administratorem mozna sie kontaktowac¢ na podany wyzej adres lub na adres:
ul. Krélewska 27, 00-060 Warszawa lub elektronicznie na adres: Kancelaria@mc.gov.pl
lub na adres skrytki ePUAP: /MAIC/SkrytkaESP.

5. Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym -— w sprawach
zwigzanych z przetwarzaniem danych osobowych -— mozna kontaktowad sie mailowo:
iod@mc.gov.pl.
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6. Podstawg przetwarzania danych osobowych dla Certyfikatu przez administratora danych
(Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym, to jest art. 6 ust. 1 lit
e RODO, w zwigzku z art. 69 ust. 1 ustawy o aplikacji mObywatel w zwigzku z zawartym
przez Ministra Cyfryzacji porozumieniem. Minister Cyfryzacji przetwarza dane osobowe
w celu udostepnienia ustug w aplikacji i zapewnienia bezpieczeristwa
teleinformatycznego i bezpieczenstwa obrotu prawnego.

7. W ramach mobilnej Legitymacji emeryta-rencisty w Aplikacji przechowuje sie
nastepujgce dane:

1) imie (imiona) Uzytkownika mobilnej Legitymacji;

2) nazwisko Uzytkownika;

3) numer PESEL Uzytkownika;

4) numer Legitymacji;

5) wizerunek twarzy Uzytkownika;

6) rodzaj swiadczenia;

7) termin waznosci mobilnej Legitymacji;

8) Oznaczenie organu rentowego, ktéry wydat mobilng Legitymacje.

8. Osobie, ktérej dane dotyczg, przystuguje w dowolnym momencie — zgodnie z Ogélnym
rozporzadzeniem o ochronie danych osobowych:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;

3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do ograniczenia przetwarzania danych osobowych przez Ministra, w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych, ul.
Stawki 2, 00-193 Warszawa.

2. Prezentowanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie.
Prezentowanie oraz elektroniczne przekazanie danych, o ktérych mowa w zdaniu
poprzedzajgcym, nastepuje w ramach realizacji uprawnien lub obowigzkéw Uzytkownika
w stosunku do innych Uzytkownikéw albo na podstawie akceptacji przekazania danych
osobowych do Instytucji.

3. W zakresie przetwarzania i ochrony danych, ktére Uzytkownik uzyskat w toku
elektronicznego prezentowania danych osobowych badz elektronicznego weryfikowania
danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

4. Podczas korzystania z funkcji elektronicznego przekazania danych (funkcja ,Potwierdz
swoje dane”) do systemu teleinformatycznego Instytucji, Aplikacja przesyta wybrane
dane osobowe, ktdre sg niezbedne do realizacji ustugi oferowanej przez dang Instytucje.
Zestaw danych jest uzalezniony od oferowanej przez Instytucje ustugi.
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5. W celu utworzenia Certyfikatu podczas aktywacji dokumentu mDowdd oraz zarzadzania
Certyfikatami Uzytkownikéw, w tym utrzymaniem listy aktywnych Certyfikatow, Minister
wtasciwy do spraw informatyzacji przetwarza dane —imie, nazwisko oraz numer PESEL
Uzytkownika — pobierane z rejestru PESEL podczas aktywacji dokumentu.

6. Minister wtasciwy do spraw informatyzacji przy skorzystaniu z funkcji weryfikacji
aktualnosci Certyfikatu (sprawdzenie waznosci certyfikatu online) za pomoca
mWeryfikatora gromadzi nastepujgce dane: identyfikator uzytkownika mWeryfikator.
1) Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci

obstugi procesu weryfikacji oraz wykrycia btedéw i luk bezpieczeristwa.

2) Zgodnie z art. 20 ust. 3 pkt 1 ustawy o aplikacji mObywatel Minister wtasciwy
do spraw informatyzacji przetwarza dane osobowe uzytkownikéw aplikacji
mObywatel przez okres: 6 lat od dnia uptywu waznosci albo dnia uniewaznienia
certyfikatu uzytkownika w przypadku danych, ktére sg przetwarzane w systemie
mObywatel.

7. Zzastrzezeniem ustepow poprzedzajacych, Minister wtasciwy do spraw informatyzacji
nie przetwarza danych osobowych gromadzonych przez Uzytkownikédw w ramach
korzystania przez nich z dokumentu mDowdd, danych o potgczeniach miedzy nimi ani
danych o Uzytkownikach w zwigzku z korzystaniem z funkcji weryfikacji online
w mWeryfikatorze.

8. Miinister nie gromadzi réwniez informacji o skorzystaniu przez Uzytkownikéw z funkgji
elektronicznego przekazania danych lub elektronicznej weryfikacji danych osobowych.
Historia dziatan Uzytkownika zapisywana jest w jego urzgdzeniu mobilnym.

9. Dane osobowe Uzytkownika bedg mogty réwniez by¢ przetwarzane przez podmioty
przetwarzajgce w imieniu administratora, ktérym jest Minister Cyfryzacji), to jest przez:
1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,

10. Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw
panstwowych lub innych podmiotéw upowaznionych na podstawie przepiséw prawa
lub wykonujacych zadania realizowane w interesie publicznym lub w ramach
sprawowania wtadzy publiczne;j.

11. Dane osobowe Uzytkownika nie bedg podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.

Zatacznik nr 11 do Regulaminu
Legitymacja adwokacka

§ 1. Definicje:

1. KRAIAA - Krajowy Rejestr Adwokatéw i Aplikantow Adwokackich, rejestr prowadzony
przez NRA, przechowujgcy dane wszystkich cztonkow palestry: adwokatow, aplikantow
adwokackich oraz adwokatow niewykonujgcych zawodu.
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2.

3.

Legitymacja adwokacka — dokument wydany przez okregowgq rade adwokackg na
podstawie ustawy z dnia 26 maja 1982 r. Prawo o adwokaturze (Dz.U. 2022 poz. 1184)
oraz uchwaty nr 75/2010 Prezydium NRA z dnia 5 paZdziernika 2010 roku w sprawie
legitymacji adwokackich, o ktérym mowa w art. 3 ust. 1 ustawy o aplikacji mObywatel,
dostepna na urzadzeniu mobilnym Uzytkownika w Aplikacji, ktorej wykorzystywanie
odbywa sie na warunkach okreslonych w Ustawie z dnia 26 maja 2023 r. o aplikacji
mObywatel

NRA — Naczelna Rada Adwokacka.

§ 2. Informacje ogdlne

1.

Podstawe prawng pobrania danych w ramach Legitymacji adwokackiej stanowi art. 3
ustawy o aplikacji mObywatel, zgodnie z ktérym Minister zapewnia dziatanie systemu
teleinformatycznego, ktéry pozwala, przy uzyciu Aplikacji, na pobranie dokumentu
elektronicznego zawierajgcego dane dotyczace sytuacji prawnej Uzytkownika lub praw
mu przystugujacych.

Za zgodno$¢ danych zawartych w ustudze Legitymacja adwokacka odpowiada
Uzytkownik, ktdry jest zobowigzany do aktualizacji danych, jezeli dane te ulegty zmianie
i posiadao nich wiedze. W przypadku stwierdzenia, ze dane znajdujgce sie w
Legitymacja, sg nieprawidtowe lub nieaktualne, nalezy zgtosi¢ sie do okregowej rady
adwokackiej.

Korzystanie z mobilnej Legitymacji adwokackiej nie zwalnia z obowigzkéw
wynikajacych z przepiséw prawa. Zbieranie danych innych Uzytkownikéw,
postugiwanie sie nimi czy ich publikacja podlegajg ograniczeniom prawnym
wynikajgcym m.in. z przepisow stuzgcych ochronie danych osobowych, débr
osobistych i prywatnosci.

Aplikacja umozliwia pobranie Legitymacji adwokackiej posiadaczowi legitymacji
adwokackiej, wskazanemu w KRAIAA, ktéry zaloguje sie do Aplikacji, bez koniecznosci
whnioskowania o nia.

Instalacja dostarczanych cyklicznie przez Ministra aktualizacji Aplikacji jest konieczna
dla jej prawidtowego dziatania i nalezytego zabezpieczenia zawartych w niej danych.
Instalowanie takich aktualizacji powinno nastgpi¢ niezwtocznie po ich udostepnieniu
za pomocg sklepdw z aplikacjami.

§ 3. Legitymacja adwokacka

1.

Legitymacja adwokacka- pozwala na pobranie przez Uzytkownika danych z KRAIAA oraz
z ustugi mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzadzeniu
mobilnym Uzytkownika, a takze ich prezentowanie lub przekazywanie.

Dane dostepne w Legitymacji adwokackiej pochodzg z KRAIAA i zostaty pobrane przez
osobe, ktdra zostata uwierzytelniona Certyfikatem podstawowym.

Postugiwanie sie mobilng Legitymacjg adwokackg przez Uzytkownikow jest
dobrowolne i nie jest prawnym obowigzkiem obywateli Rzeczypospolitej Polskiej
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wykonujgcych zawdd adwokata.

4. Do aktywacji i aktualizacji Legitymacji adwokackiej niezbedne jest posiadanie waznego
wpisu na liste aplikantéw adwokackich, adwokatéw lub prawnikéw zagranicznych
prowadzong przez wtasciwg okregowgq rade adwokacka.

§ 4. Uzytkownicy
1. Uzytkownikami korzystajgcymi z Legitymacji mogg by¢ wytgcznie osoby, ktére spetniajg
dwa ponizsze warunki:
1) majg wazny Certyfikat podstawowy;
2) posiadaja wpis na liste aplikantéw adwokackich, adwokatéw lub prawnikéw
zagranicznych prowadzong przez witasciwg okregowg rade adwokacka.

§ 5. Aktywacja ustugi Legitymacja adwokacka
1. Aktywacja ustugi Legitymacja adwokacka w Aplikacji polega na:

1) uruchomieniu aplikacji mObywatel i zalogowaniu sie do niej,
2) wybraniu ,Legitymacja adwokacka” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu podstawowego.
4) pobraniu danych Uzytkownika oraz jego uprawnien.
2. Waznos¢ Legitymacji powigzana jest z waznoscig Certyfikatu Certyfikat podstawowy jest
wykorzystywany do:
1) pobrania i podpisania danych w mobilnej Legitymacji adwokackiej;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z KRAIAA;
3) zapewnienia, ze przekazywane dane w ramach ustugi Legitymacja adwokacka
sg tozsame z danymi pobranymi z KRAIAA oraz ustugi mObywatel.
4) Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania
danych z KRAIAA niezbedne jest aktywne potgczenie internetowe.
3. Uzytkownik moze aktywowac Mobilng Legitymacje adwokackga i pobrac¢ dane z KRAIAA
wytgcznie na jednym urzadzeniu.
4. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, Mobilna Legitymacja
adwokacka nie oferuje funkcji eksportu ani importu danych.
5. Dostep do danych przechowywanych w mobilnej Legitymacji adwokackiej jest
zabezpieczony hastem w Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje mobilnej Legitymacji adwokackiej
1. Prawidtowo aktywowana ustuga Legitymacja adwokacka umozliwia Uzytkownikowi
korzystanie z nastepujacych funkgji:

1) prezentowanie danych Uzytkownika, o ktérych mowa w § 7 ust. 7
2) przekazanie danych Uzytkownika oraz oséb powigzanych w celu weryfikacji (funkcja
,Przekaz”);

3) aktualizowanie danych Uzytkownika (funkcja ,,Aktualizuj”);
4) usuniecie mobilnej Legitymacji adwokackiej z Aplikacji (funkcja ,,Usun Legitymacje
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adwokacka”).
2. Uzytkownik moze zaprezentowac innej osobie mobilng Legitymacje adwokacka. Funkcja
dostepna jest po uruchomieniu Aplikacji i po wybraniu Legitymacji . Ekran prezentacji
danych uwierzytelniajg elementy zabezpieczent wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzgdzenia;

2) ruchomego elementu graficznego prezentujgcego biato-czerwong flage

Rzeczypospolitej Polskiej;
3) gilosza umieszczonego jako tto mobilnej Legitymacja adwokacka, w ktérym
kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu urzadzenia;
4) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z uptywem czasu.
3. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy
uzyciu Certyfikatu podstawowego.
4. usuniecie Legitymacji adwokackiej z Aplikacji mozna dokonaé poprzez dziatanie (sekcja
"Dokumenty”, nastepnie ikona edycji i wybranie ikony , kosz”).
5. Usuniecie ustugi Legitymacja adwokacka Uzytkownika nastepuje rowniez
automatycznie w przypadku dezaktywacji ustugi mObywatel.

§ 7. Klauzula informacyjna
1. Administratorem danych osobowych Uzytkownika pobieranych z KRAIAA jest Naczelna

Rada Adwokacka z siedziba przy ul. Swietojerskiej 16, 00-202 Warszawa. W odniesieniu
do tych danych Minister Cyfryzacji jest podmiotem przetwarzajgcym.

2. Wyzej wymieniony Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym —

w sprawach dotyczgcych przetwarzania danych osobowych - mozna kontaktowac sie
korespondencyjnie: Naczelna Rada Adwokacka z siedzibg przy ul. Swietojerskiej 16,
00- 202 Warszawa z dopiskiem ,,Do inspektora ochrony danych” bgdz mailowo:
IOD@nra.pl

3. Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie
podstawowym jest Minister Cyfryzacji ktorego urzedem obstugujacym jest Ministerstwo
Cyfryzacji z siedzibg majacy swa siedzibe w Warszawie, przy ul. Krélewskiej 27.

4. Z administratorem mozna sie kontaktowa¢ na podany wyzej adres lub na adres: ul.
Krélewska 27, 00-060 Warszawa lub elektronicznie na adres: kancelaria@cyfra.gov.pl
lub na adres skrytki ePUAP: /MAIC/SkrytkaESP.

5. Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym - w sprawach zwigzanych

z przetwarzaniem danych osobowych - mozna kontaktowac sie mailowo: iod@mc.gov.pl.

6. Podstawg przetwarzania danych osobowych dla Certyfikatu przez administratora danych
(Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym, to jest art. 6 ust. 1 lit
e RODO, w zwigzku z art. 69 ust. 1 ustawy o aplikacji mObywatel w zwigzku z zawartym
przez Ministra Cyfryzacji porozumieniem. Minister Cyfryzacji przetwarza dane osobowe
w celu udostepnienia ustug w aplikacji i zapewnienia bezpieczeristwa
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teleinformatycznego i bezpieczenstwa obrotu prawnego.

7. W ramach mobilnej Legitymacji adwokackiej w Aplikacji przechowuje sie nastepujace
dane:

1) Imie (imiona) mobilnej Legitymacji adwokackiej;

2) nazwisko Uzytkownika;

3) wizerunek twarzy Uzytkownika;

4) numer wpisu na liste adwokatéw/aplikantow adwokackich;

5) data wydania dokumentu;

6) data waznosci dokumentu;

7) nazwa izby adwokackiej;

8) organ wydajacy legitymacje;

9) rodzaj uprawnienia.

5. Osobie, ktérej dane dotyczg, przystuguje w dowolnym momencie — zgodnie z Ogélnym
rozporzgdzeniem o ochronie danych osobowych:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;

3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania na
podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do ograniczenia przetwarzania danych osobowych przez Ministra, w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych,
ul. Stawki 2, 00-193 Warszawa.

6. Prezentowanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie.
Prezentowanie oraz elektroniczne przekazanie danych, o ktérych mowa w zdaniu
poprzedzajgcym, nastepuje w ramach realizacji uprawnien lub obowigzkéw Uzytkownika
w stosunku do innych Uzytkownikdw albo na podstawie akceptacji przekazania danych
osobowych do Instytucji.

7. W zakresie przetwarzania i ochrony danych, ktore Uzytkownik uzyskat w toku
elektronicznego prezentowania danych osobowych badz elektronicznego weryfikowania
danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

8. Podczas korzystania z funkcji elektronicznego przekazania danych (funkcja ,,Przekaz”)
do systemu teleinformatycznego Instytucji, Aplikacja przesyta wybrane dane osobowe,
ktdre sg niezbedne do realizacji ustugi oferowanej przez dang Instytucje. Zestaw danych
jest uzalezniony od oferowanej przez Instytucje ustugi.

9. W celu utworzenia Certyfikatu podczas aktywacji dokumentu mDowdd oraz zarzgdzania
Certyfikatami Uzytkownikdw, w tym utrzymaniem listy aktywnych Certyfikatéw, Minister
wiasciwy do spraw informatyzacji przetwarza dane — imie, nazwisko oraz numer PESEL
Uzytkownika — pobierane z rejestru PESEL podczas aktywacji dokumentu.
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10.

11.

12.

13.

14.

15.

16.

Minister wtasciwy do spraw informatyzacji przy skorzystaniu z funkcji weryfikacji
aktualnosci Certyfikatu (sprawdzenie waznosci certyfikatu online) za pomoca
mWeryfikatora gromadzi nastepujgce dane: identyfikator uzytkownika mWeryfikator.
Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi
procesu weryfikacji oraz wykrycia btedéw i luk bezpieczenstwa.
Zgodnie z art. 20 ust. 3 pkt 1 ustawy o aplikacji mObywatel Minister wtasciwy do spraw
informatyzacji przetwarza dane osobowe uzytkownikéw aplikacji mObywatel przez okres:
6 lat od dnia uptywu waznosci albo dnia uniewaznienia certyfikatu uzytkownika
w przypadku danych, ktdre sg przetwarzane w systemie mObywatel;
Z zastrzezeniem ustepdw poprzedzajacych, Minister wtasciwy do spraw informatyzacji nie
przetwarza danych osobowych gromadzonych przez Uzytkownikéw w ramach korzystania
przez nich z dokumentu mDowdd, danych o potaczeniach miedzy nimi ani danych
o Uzytkownikach w zwigzku z korzystaniem z funkcji weryfikacji online w mWeryfikatorze.
Minister nie gromadzi réwniez informacji o skorzystaniu przez Uzytkownikoéw z funkcji
elektronicznego przekazania danych lub elektronicznej weryfikacji danych osobowych.
Historia dziatan Uzytkownika zapisywana jest w jego urzadzeniu mobilnym.
Dane osobowe Uzytkownika bedg mogty rdwniez by¢ przetwarzane przez podmioty
przetwarzajgce w imieniu administratora, ktérym jest Minister Cyfryzacji), to jest przez:
1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,
Dane osobowe mogg by¢ przekazywane do organdéw publicznych i urzedéw panstwowych
lub innych podmiotéw upowaznionych na podstawie przepisdow prawa lub wykonujacych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.
Dane osobowe Uzytkownika nie bedg podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.

Zatacznik nr 12 do Regulaminu
Legitymacja poselska

§ 1. Definicje:

1.

Legitymacja poselska — dokument wydany przez Marszatka Sejmu na podstawie art. 45
ustawy z dnia 9 maja 1996 r. o wykonywaniu mandatu posta i senatora (Dz. U. z 2022 r.
poz. 1339)

mobilna Legitymacja poselska — ustuga, o ktérej mowa w art. 3 ust. 1 ustawy o aplikacji
mObywatel, dostepna na urzadzeniu mobilnym Uzytkownika w Aplikacji, ktérej
wykorzystywanie odbywa sie na warunkach okreslonych w Ustawie o aplikacji mObywatel
oraz w ustawie z dnia 9 maja 1996 r. o wykonywaniu mandatu posfa i senatora.

SIS — bazy danych Systemu Informacyjnego Sejmu zawierajgce dane dostepne w moblinej
Legitymacji poselskiej.

§ 2. Informacje ogdlne

1.

Podstawe prawng pobrania danych mobilnej Legitymacji stanowi art. 3 ustawy o aplikacji
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mObywatel, zgodnie z ktérym Minister zapewnia dziatanie systemu teleinformatycznego,
ktéry pozwala, przy uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu
elektronicznego zawierajgcego dane dotyczace sytuacji prawnej Uzytkownika lub praw
mu przystugujacych.

2. Zazgodno$¢ danych zawartych w ustudze Legitymacja poselskiej odpowiada Uzytkownik,
ktory jest zobowigzany do aktualizacji danych, jezeli dane te uleglty zmianie i posiadao
nich wiedze. W przypadku stwierdzenia, ze dane znajdujace sie w Legitymacja,
sq nieprawidtowe lub nieaktualne, nalezy zgtosic¢ sie do Kancelarii Sejmu.

3. Korzystanie z mobilnej Legitymacji posta nie zwalnia z obowigzkéw wynikajacych
z przepisdw prawa. Zbieranie danych innych Uzytkownikow, postugiwanie sie nimi czy ich
publikacja podlegajg ograniczeniom prawnym wynikajgcym m.in. z przepiséw stuzacych
ochronie danych osobowych, débr osobistych i prywatnosci.

4. Aplikacja umozliwia pobranie Legitymacji posiadaczowi, ktérej dane znajdujg sie w SIS.
Pobranie mobilnej Legitymacji mozliwe jest bez koniecznosci wnioskowania o nig oraz
po zalogowaniu sie do Aplikacji.

5. Instalacja dostarczanych cyklicznie przez Ministra aktualizacji Aplikacji jest konieczna
dla jej prawidtowego dziatania i nalezytego zabezpieczenia zawartych w niej danych.
Instalowanie takich aktualizacji powinno nastgpi¢ niezwtocznie po ich udostepnieniu
za pomoca sklepdw z aplikacjami.

§ 3. Legitymacja poselska

1. Legitymacja poselska pozwala na pobranie przez Uzytkownika danych z SIS oraz z ustugi
mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzgdzeniu mobilnym
Uzytkownika, a takze ich prezntowanie lub przekazywanie.

2. Dane dostepne w ustudze mobilnej Legitymacji pochodzg z SIS oraz Ustugi mObywatel
i zostaty pobrane przez osobe, ktdra zostata uwierzytelniona Certyfikatem
Podstawowym.

3. Postugiwanie sie mobilng Legitymacjg przez Uzytkownikdw jest dobrowolne i nie jest
prawnym obowigzkiem obywateli Rzeczypospolitej Polskiej.

4. Do aktywacji i aktualizacji Legitymacji poselskiej niezbedne jest posiadanie waznego
Certyfikatu Podstawowego.

§ 4. Uzytkownicy

1. Uzytkownikami korzystajacymi z Legitymacji mogg by¢ wytgcznie osoby, ktére spetniajg
dwa ponizsze warunki:
1) majg wazny Certyfikat podstawowy;
2) petnig mandat posta w biezgcej kadencji Sejmu RP.

§ 5. Aktywacja ustugi Legitymacja poselska

1. Aktywacja ustugi Legitymacja w Aplikacji polega na:
1. uruchomieniu aplikacji mObywatel i zalogowaniu sie do niej,
2. wybraniu ,Legitymacja poselska” z listy dostepnych ustug;
3. potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu podstawowego.
4. pobraniu danych Uzytkownika oraz jego uprawnien.
2. Waznos¢ Legitymacji powigzana jest z waznoscig Certyfikatu.
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3. Certyfikat podstawowy jest wykorzystywany do:
1) pobrania i podpisania danych w mobilnej Legitymacji poselskiej;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie
elektronicznym pobieranym z SIS;
3) zapewnienia, ze przekazywane dane w ramach ustugi Legitymacja sg tozsame
z danymi pobranymi z SIS oraz ustugi mObywatel.
4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
z SIS niezbedne jest aktywne potaczenie internetowe.
5. Uzytkownik moze aktywowac Mobilng Legitymacje poselska i pobrac¢ dane z Rejestru
ZUS wytgcznie na jednym urzadzeniu.
6. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, Mobilna Legitymacja
nie oferuje funkcji eksportu ani importu danych.
7. Dostep do danych przechowywanych w mobilnej Legitymac;ji jest zabezpieczony
hastem w Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje mobilnej Legitymacji poselskiej
1. Prawidtowo aktywowana ustuga Legitymacja poselska umozliwia Uzytkownikowi
korzystanie z nastepujacych funkgji:
1) prezentowanie danych Uzytkownika, o ktérych mowa w § 7 ust. 7
2) przekazania danych Uzytkownika oraz oséb powigzanych w celu weryfikacji (funkcja
,Przekaz”);

3) aktualizowanie danych Uzytkownika (funkcja , Aktualizuj”);
4) usuniecie mobilnej Legitymacji poselskiej z Aplikacji (funkcja ,,Usun Legitymacje
poselska”).
2. Uzytkownik moze prezentowac innej osobie mobilng Legitymacje poselska. Funkcja
dostepna jest po uruchomieniu Aplikacji i po wybraniu Legitymacji. Ekran prezentacji
danych uwierzytelniajg elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) ruchomego elementu graficznego prezentujgcego biato-czerwong flage

Rzeczypospolitej Polskiej;

3) gilosza umieszczonego jako tto mobilnej Legitymacja poselska, w ktérym kolory
zmieniajg sie pod wptywem zmiany potozenia zyroskopu urzadzenia;

4) zegara mierzacego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajacy sie dynamicznie wraz z uptywem czasu.

5) Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy
uzyciu Certyfikatu podstawowego.

6) Usuniecie ustugi Legitymacja poselska Uzytkownika nastepuje réwniez
automatycznie w przypadku dezaktywacji ustugi mObywatel.
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§ 7. Klauzula informacyjna

1.

Administratorem danych osobowych Uzytkownika pobieranych z SIS jest Kancelaria
Sejmu z siedzibg przy ul. Wiejskiej 4/6/8, 00-902, Warszawa. W odniesieniu do tych
danych Minister Cyfryzacji jest podmiotem przetwarzajgcym.

Wyzej wymieniony Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym mozna
kontaktowad sie w sprawach dotyczgcych przetwarzania danych osobowych
korespondencyjnie na adres: Kancelaria Sejmu, ul. Wiejska 4/6/8, 00-902 Warszawa bad?
na adres e-mail: iod@sejm.gov.pl.

Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie jest Minister
Cyfryzacji majacy swa siedzibe w Warszawie, przy ul. Krélewskiej 27.

Z administratorem mozna sie kontaktowac na podany wyzej adres lub na adres: ul.

Krélewska 27, 00-060 Warszawa lub elektronicznie na adres: kancelaria@cyfra.gov.pl
lub na adres skrytki ePUAP: /MAIC/SkrytkaESP.
Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym - w sprawach zwigzanych

z przetwarzaniem danych osobowych - mozna kontaktowac¢ sie mailowo: iod@mc.gov.pl.

Podstawg przetwarzania danych osobowych w systemie teleinformatycznym
obstugujgcym ustuge mobilna Legitymacja poselska jest art. 6 ust 1 lit. e w zwigzku z art.
45 ust. 1b ustawy z dnia 9 maja 1996 r. o wykonywaniu mandatu posta i senatora (Dz. U.
z 2022 r. poz. 1339). Minister Cyfryzacji przetwarza dane osobowe w celu udostepnienia
ustug w aplikacji i zapewnienia bezpieczenistwa teleinformatycznego i bezpieczenstwa
obrotu prawnego.

W ramach mobilnej Legitymacji poselskiej w Aplikacji przechowuje sie nastepujgce dane:

1) Imie (imiona) Uzytkownika Legitymacji poselskiej;

2) nazwisko Uzytkownika;

3) wizerunek twarzy Uzytkownika;

4) numer i data wydania Legitymacji poselskiej Uzytkownika;

5) numer kadencji Sejmu RP.

Osobie, ktérej dane dotycza, przystuguje w dowolnym momencie — zgodnie z Ogdélnym

rozporzadzeniem o ochronie danych osobowych:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;

3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do ograniczenia przetwarzania danych osobowych przez Ministra, w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych,
ul. Stawki 2, 00-193 Warszawa.

Prezentowanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie.

Prezentowanie oraz elektroniczne przekazanie danych, o ktérych mowa w zdaniu

poprzedzajgcym, nastepuje w ramach realizacji uprawnien lub obowigzkéw Uzytkownika

w stosunku do innych Uzytkownikéw albo na podstawie akceptacji przekazania danych

osobowych do Instytucji.
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10.

11.

12.

13.

14.

15.

16.

17.

23.

24,

W zakresie przetwarzania i ochrony danych, ktére Uzytkownik uzyskat w toku
elektronicznego prezentowania danych osobowych badz elektronicznego weryfikowania
danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

Podczas korzystania z funkcji elektronicznego przekazania danych (funkcja ,,Potwierdz
swoje dane”) do systemu teleinformatycznego Instytucji, Aplikacja przesyta wybrane dane
osobowe, ktére sg niezbedne do realizacji ustugi oferowanej przez dang Instytucje.
Zestaw danych jest uzalezniony od oferowanej przez Instytucje ustugi.

W celu utworzenia Certyfikatu podczas aktywacji dokumentu mDowéd oraz zarzadzania
Certyfikatami Uzytkownikéw, w tym utrzymaniem listy aktywnych Certyfikatow, Minister
wtasciwy do spraw informatyzacji przetwarza dane — imie, nazwisko oraz numer PESEL
Uzytkownika — pobierane z rejestru PESEL podczas aktywacji dokumentu.

Minister wtasciwy do spraw informatyzacji przy skorzystaniu z funkcji weryfikacji
aktualnosci Certyfikatu (sprawdzenie waznosci certyfikatu online) za pomoca
mWeryfikatora gromadzi nastepujace dane: identyfikator uzytkownika mWeryfikator.
Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi
procesu weryfikacji oraz wykrycia btedow i luk bezpieczenstwa.

Zgodnie z art. 20 ust. 3 pkt 1 ustawy o aplikacji mObywatel Minister wtasciwy do spraw
informatyzacji przetwarza dane osobowe uzytkownikow aplikacji mObywatel przez okres:
6 lat od dnia uptywu waznosci albo dnia uniewaznienia certyfikatu uzytkownika

w przypadku danych, ktére sg przetwarzane w systemie mObywatel;

Z zastrzezeniem ustepow poprzedzajgcych, Minister wtasciwy do spraw informatyzacji nie
przetwarza danych osobowych gromadzonych przez Uzytkownikédw w ramach korzystania
przez nich z dokumentu mDowdd, danych o potaczeniach miedzy nimi ani danych

o Uzytkownikach w zwigzku z korzystaniem z funkcji weryfikacji online w mWeryfikatorze.
Minister nie gromadzi réwniez informacji o skorzystaniu przez Uzytkownikdéw z funkgji
elektronicznego przekazania danych lub elektronicznej weryfikacji danych osobowych.
Historia dziatan Uzytkownika zapisywana jest w jego urzadzeniu mobilnym.

Dane osobowe Uzytkownika bedg mogty rdwniez by¢ przetwarzane przez podmioty
przetwarzajgce w imieniu administratora, ktérym jest Minister Cyfryzacji), to jest przez:
1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,

Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw panstwowych
lub innych podmiotdw upowaznionych na podstawie przepisow prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.

Dane osobowe Uzytkownika nie bedg podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.
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Zatacznik nr 13 do Regulaminu
Ustuga e-Ptatnosci

§ 1. Definicje:

1.

Ustuga e-Ptatnosci (PeP) — ustuga z wykorzystaniem platformy e- umozliwiajaca
wykonywanie przez obywateli optat online za podatek od nieruchomosci, udostepnionych
w ramach Aplikacji mObywatel oraz ich podglad.

Zobowiazanie finansowe -— zobowigzania podatkowe oraz optaty cywilnoprawne
udostepnianie obywatelom przez Organ podatkowy (urzad obstugujgcy ten organ)

na portalu mObywatel.gov.pl i w Aplikacji mObywatel.

EPO — Elektroniczne potwierdzenie optaty, ktore uzytkownik aplikacji mObywatel bedzie
mogt pobraé w Aplikacji mObywatel.

Transakcja ptatnicza — ptatnos¢ wykonywana z wykorzystaniem kodu BLIK.

§ 2. Informacje ogdlne

1.

Uwierzytelnienie Uzytkownika w celu dokonania Transakcji pfatniczej w ramach ustugi
e- Ptatnosci bedzie odbywato sie w oparciu o Certyfikat.

§ 3. Ustuga e-Pfatnosci

1.
2.

Interfejs uzytkownika Ustugi e-Ptatnosci jest udostepniany w aplikacji mObywatel.

Do aktywacji i aktualizacji Ustugi e-Ptatnosci niezbedne jest posiadanie waznego
Certyfikatu.

Pobranie Ustugi e-Pfatnosci i korzystanie z niej jest nieodptatne. Korzystanie przez
Uzytkownika z ustug transmisji danych lub potgczen gtosowych w zwigzku z pobraniem
lub korzystaniem z Ustugi e-Ptatnosci moze wigzac sie z optatami naliczanymi przez
operatora telekomunikacyjnego, ktory swiadczy Uzytkownikowi ustugi
telekomunikacyjne.

Korzystanie z Ustugi e-Ptatnosci jest dobrowolne.

§ 4. Uzytkownicy

1.

Uzytkownik- osoba fizyczna, ktérej zapewniono mozliwos¢ korzystania z aplikacji
mObywatel po uprzednim ustaleniu tozsamosci tej osoby w sposéb okreslony w ustawie
o aplikacji mObywatel. Pojecie moze by¢ uzywane w Regulaminie odpowiednio w liczbie
mnogiej ,,Uzytkownicy” lub w liczbie pojedynczej ,,Uzytkownik”.

§ 5. Aktywacja Ustugi e-Ptatnosci
1. Aktywacja Ustugi e-Ptatnosci polega na:

1) zalogowaniu do Aplikacji mObywatel;

2) wybraniu ,e-Ptatnosci” z listy dostepnych ustug;

3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;
4) pobraniu zobowigzan finansowych Uzytkownika.
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§7.

1.

Waznos¢ Ustugi e-Ptatnosci powigzana jest z waznoscig Certyfikatu.

Certyfikat jest wykorzystywany do pobrania Ustugi e-Ptatnosci.

Do potwierdzenia tozsamosci Uzytkownika, waznosci Certyfikatu oraz pobrania
zobowigzan przy uzyciu Ustugi e-Ptatnosci niezbedne jest aktywne potaczenie
internetowe.

Uzytkownik moze aktywowaé Ustuge e-Ptatnosci i pobraé dane z systemu
teleinformatycznego organu podatkowego zintegrowanego z tg ustugy za pomoca
aplikacji mObywatel tylko na jednym urzadzeniu mobilnym.

Ustuga e-Ptatnosci nie oferuje funkcji eksportu ani importu danych.

Dostep do danych przechowywanych w Ustudze e-Ptatnosci jest zabezpieczony hastem
w aplikacji mObywatel zgodnie z Regulaminem korzystania z aplikacji mObywatel.

. Funkcje w Ustudze e-Ptatnosci dla Uzytkownikow

Prawidtowo aktywowana Ustuga e-Ptatnosci umozliwia Uzytkownikowi korzystanie

z nastepujacych funkcji:

1) optacenia za pomoca szybkiej ptatnosci BLIK zobowigzania finansowego
udostepnionego przez Organ podatkowy (funkcja ,Zaptac”);

2) pobranie potwierdzenia przelewu — EPO (funkcja ,,Pobierz”/,,Pobierz potwierdzenie”);

3) przeglad wszystkich Transakcji ptatnicza (funkcja ,Historia ptatnosci”);

Klauzula informacyjna
Administratorem danych osobowych Uzytkownika pobieranych z systemu Rejestr

Uprawnien jest wydajgca uprawnienie instytucja. Informacja o przetwarzaniu danych
osobowych znajduje sie na stronie internetowej danej instytucji.

Administratorem danych Uzytkownika aplikacji mObywatel oraz Certyfikatu jest Minister
Cyfryzacji, z siedzibg przy ul. Krélewskiej 27, 00-060 w Warszawie.

Z administratorem mozna kontaktowa¢ sie korespondencyjnie na adres siedziby badz
drogg elektroniczng na adres: Kancelaria@cyfra.gov.pl lub na adres skrytki na ePUAP:
/MAIC/SkrytkaESP.

Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowac

we wszystkich sprawach zwigzanych z przetwarzaniem danych osobowych:
korespondencyjnie na adres: ul. Krélewska 27, 00-060 Warszawa, badz mailowo na adres:
iod@mc.gov.pl.

W ramach ustugi Rejestr Uprawnien w Aplikacji przechowuje sie nastepujace dane

Uzytkownika:

1) imie pierwsze posiadacza Uprawnienia;

2) imie drugie posiadacza Uprawnienia;

3) nazwisko posiadacza Uprawnienia;

4) numer PESEL posiadacza Uprawnienia;

5) wizerunek twarzy posiadacza Uprawnienia;
6) nazwa instytucji;

7) typ dokumentu;

8) rodzaj Uprawnienia;
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10.

11.

9) numer Uprawnienia unikalny w ramach rodzaju uprawnienia;
10) status Uprawnienia;
11) termin waznosci Uprawnienia.

Podstawag przetwarzania danych osobowych dla Certyfikatu Uzytkownika przez
administratora danych (Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym,
to jest art. 6 ust. 1 lit e. RODO, w zwigzku z art. 69 ust. 1 ustawy o aplikacji mObywatel

i porozumienia zawartego przez Ministra Cyfryzacji. Minister Cyfryzacji przetwarza dane
osobowe w celu udostepnienia ustug w aplikacji i zapewnienia bezpieczeristwa
teleinformatycznego i bezpieczeristwa obrotu prawnego.

Osobie, ktérej dane dotyczg, przystuguje w dowolnym momencie — zgodnie z Ogélnym

rozporzgdzeniem o ochronie danych osobowych:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;

3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do ograniczenia przetwarzania danych osobowych przez Ministra, w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych,
ul. Stawki 2, 00-193 Warszawa.

6) Prawo do poprawienia lub sprostowania danych realizowane jest wytgcznie poprzez
poprawienie danych znajdujgcych sie w systemie teleinformatycznym zapewniajacych
funkcjonowanie dokumentu mDowdd oraz dotyczy danych, o ktérych mowa w § 3 ust.
1-3.

Prezentowanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie.

Prezentowanie oraz elektroniczne przekazanie danych, o ktérych mowa w zdaniu

poprzedzajgcym, nastepuje w ramach realizacji uprawnien lub obowigzkéw Uzytkownika

w stosunku do innych Uzytkownikéw albo na podstawie akceptacji przekazania danych

osobowych do Instytucji.

W zakresie przetwarzania i ochrony danych, ktére Uzytkownik uzyskat w toku

elektronicznego prezentowania danych osobowych badz elektronicznego weryfikowania

danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

Podczas korzystania z funkcji elektronicznego przekazania danych (funkcja ,,Potwierdz

swoje dane”) do systemu teleinformatycznego Instytucji, Aplikacja przesyta wybrane dane

osobowe, ktére sg niezbedne do realizacji ustugi oferowanej przez dang Instytucje.

Zestaw danych jest uzalezniony od oferowanej przez Instytucje ustugi.

W celu utworzenia Certyfikatu podczas aktywacji dokumentu mDowéd oraz zarzadzania

Certyfikatami Uzytkownikdw, w tym utrzymaniem listy aktywnych Certyfikatéw, Minister

wiasciwy do spraw informatyzacji przetwarza dane — imie, nazwisko oraz numer PESEL

Uzytkownika — pobierane z rejestru PESEL podczas aktywacji dokumentu.
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12. Minister wiasciwy do spraw informatyzacji przy skorzystaniu z funkcji weryfikacji
aktualnosci Certyfikatu (sprawdzenie waznosci certyfikatu online) za pomoca
mWeryfikatora gromadzi nastepujgce dane: identyfikator uzytkownika mWeryfikator.

13. Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi
procesu weryfikacji oraz wykrycia btedéw i luk bezpieczenstwa.

14. Zgodnie z art. 20 ust. 3 ustawy o aplikacji mObywatel Minister wtasciwy do spraw
informatyzacji przetwarza dane osobowe uzytkownikéw aplikacji mObywatel przez okres:
6 lat od dnia uptywu waznosci albo dnia uniewaznienia certyfikatu uzytkownika —

w przypadku danych, ktdre sg przetwarzane w systemie mObywatel;

15. Z zastrzezeniem ustepdw poprzedzajgcych, Minister wiasciwy do spraw informatyzacji nie
przetwarza danych osobowych gromadzonych przez Uzytkownikéw w ramach korzystania
przez nich z dokumentu mDowdd, danych o potaczeniach miedzy nimi ani danych
o Uzytkownikach w zwigzku z korzystaniem z funkcji weryfikacji online w mWeryfikatorze.
Minister nie gromadzi réwniez informacji o skorzystaniu przez Uzytkownikéw z funkcji
elektronicznego przekazania danych lub elektronicznej weryfikacji danych osobowych.
Historia dziatan Uzytkownika zapisywana jest w jego urzadzeniu mobilnym.

16. Dane osobowe Uzytkownika bedg mogty réwniez byé przetwarzane przez podmioty
przetwarzajgce w imieniu administratora, ktérym jest Minister Cyfryzacji), to jest przez:
1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,

17. Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw panstwowych
lub innych podmiotéw upowaznionych na podstawie przepiséw prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.

18. Dane osobowe Uzytkownika nie bedg podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.

Zatacznik nr 14 do Regulaminu
Rejestr Uprawnien (WRU)

§ 1. Definicje:

1. Uprawnienie — zestaw danych zwigzanych z posiadanymi aktualnie uprawnien przez
obywatela do wykonywania czynnosci oraz potwierdzajgcych przystugujgce im prawa.

2. Instytucja — wydaje Uprawnienia obywatelom w ramach swojej statutowej dziatalnosci.

§ 2. Informacje ogodlne
1. Uwierzytelnienie Obywatela w celu pobrania Uprawnienia do aplikacji mObywatel bedzie

odbywato sie w oparciu o certyfikat ustugi mObywatel.

§ 3. Rejestr Uprawnien
1. Rejestr Uprawnien pozwala na pobranie przez Uzytkownika danych o przystugujgcych

Swiadczeniach uzytkownikowi z bazy systemu Rejestru Uprawnien oraz z Ustugi
mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzagdzeniu mobilnym
Uzytkownika, a takze ich prezentowanie lub udostepnianie.

Regulamin aplikacji mObywatel 23.0.0 Strona 69 /79



2. Wiarygodnos¢ danych dostepnych w Rejestrze Uprawnien wynika z faktu, ze dane
pochodzg z rejestrow panstwowych i systemu Rejestru Uprawnien bedgcych we
wiasciwosci Jednostek Samorzgddéw terytorialnych badz Instytucji i zostaty pobrane przez
osobe, ktdra zostata uwierzytelniona Certyfikatem.

3. Postugiwanie sie Rejestrem Uprawnien przez Uzytkownikdéw jest dobrowolne i nie jest
prawnym obowigzkiem obywateli Rzeczypospolitej Polskiej.

4. Do aktywacji i aktualizacji Rejestru Uprawnien niezbedne jest posiadanie waznego
Uprawnienia oraz waznego Certyfikatu.

5. Dodanie nowej wersji rodzaju uprawnienia po stronie Rejestru Uprawnien nie bedzie
skutkowato automatyczng zmiang w mObywatelu, dopiero odswiezenie wybranego
dokumentu w aplikacji mObywatel spowoduje pobranie najnowszej wersji Uprawnienia.

§ 4. Uzytkownicy
1. Uzytkownikami korzystajgcymi z Rejestru Uprawnien moga by¢ wytacznie osoby majgce
obywatelstwo polskie oraz aktywny dowdd osobisty, ktére spetniajg dwa ponizsze
warunki:
1) majg wazny Certyfikat
2) posiadajg aktywne uprawnienia nadane przez Instytucje zarejestrowane w systemie
Rejestr Uprawnien.
§ 5. Aktywacja Rejestru Uprawnien
1. Aktywacja Rejestru Uprawnien polega na:
1) zalogowaniu do Aplikacji;
2) wybraniu ,Rejestr Uprawnien” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;
4) pobraniu danych Uzytkownika oraz jego uprawnien.
Waznos$é Rejestru Uprawnien powigzana jest z waznoscig Certyfikatu.
3. Certyfikat jest wykorzystywany do:
1) pobrania i podpisania danych w Rejestrze Uprawnien;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z Rejestru Uprawnien;
3) zapewnienia, ze przekazywane dane w ramach Uprawnienia sg tozsame z danymi
pobranymi z Rejestru Uprawnien oraz ustugi mObywatel.
4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
z systemu Rejestru Uprawnien niezbedne jest aktywne potgczenie internetowe.
5. Uzytkownik moze aktywowac Rejestr Uprawnien i pobraé dane z systemu Rejestru
Uprawnien tylko na jednym urzadzeniu mobilnym.
6. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, Rejestr Uprawnien
nie oferuje funkcji eksportu ani importu danych.
7. Dostep do danych przechowywanych w Rejestrze Uprawnien jest zabezpieczony hastem
w Aplikacji zgodnie z Regulaminem.
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§ 6. Funkcje Rejestru Uprawnien dla Uzytkownikéw ustugi mObywatel
1. Prawidtowo aktywowana ustuga Rejestru Uprawnien umozliwia Uzytkownikowi

korzystanie z nastepujgcych funkcji:

1) prezentowanie danych Uzytkownika Rejestru Uprawnien, o ktérych mowa w §7 ust. 3,
oraz kodu QR;

2) przekazanie danych Uzytkownika oraz oséb powigzanych w celu weryfikacji

3) aktualizacji danych Uzytkownika (funkcja ,, Aktualizuj”);

4) usuniecie Rejestru Uprawnien z Aplikacji (funkcja ,,Usun ”).

2. Uzytkownik moze zaprezentowac innej osobie Uprawnienie oraz kod QR na ekranie
urzadzenia mobilnego, ktorym sie postuguje. Funkcja dostepna jest po uruchomieniu
Aplikacji i po wybraniu ,,Rejestr Uprawnien”. Ekran prezentacji danych uwierzytelniajg
elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktédrym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia,

2) gilosza umieszczonego jako tto Rejestru Uprawnien, w ktérym kolory zmieniajg sie
pod wptywem zmiany potozenia zyroskopu urzadzenia,

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajacy sie dynamicznie wraz z biegiem czasu.

3. Funkcja ,Udostepnij” pozwala na przekazanie do weryfikacji Aplikacji mWeryfikator
danych Uzytkownika Rejestru Uprawnien w postaci kodu QR. Przekazanie danych
przebiega w nastepujgcy sposob:

1) Uzytkownik w Rejestrze Uprawnien wywotuje funkcje ,Udostepnij”,

2) w Rejestrze Uprawnien wyswietla sie graficzny, kwadratowy kod QR, ktory zawiera
informacje o czasie jego wygenerowania. Po zamknieciu Aplikacji lub wygasnieciu
jej sesji, przekazanie danych wymaga ponownego wygenerowania kodu QR,

3) uzytkownik mWeryfikatora odczytuje kod QR za pomocg aparatu fotograficznego
urzgdzenia mobilnego, ktérym sie postuguje,

4) nastepuje przekazanie danych zawartych w kodzie QR do urzgdzenia mobilnego
uzytkownika mWeryfikatora. mWeryfikator nie przechowuje pobranych danych.

4. Funkcja Aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu
Certyfikatu.

5. Usuniecie Rejestru Uprawnien Uzytkownika nastepuje rowniez automatycznie
w przypadku dezaktywacji Ustugi mObywatel.

§ 7. Klauzula informacyjna
1. Administratorem danych osobowych Uzytkownika pobieranych z systemu Rejestr

Uprawnien jest wydajgca uprawnienie Instytucja. Informacja o przetwarzaniu danych
osobowych znajduje sie na stronie internetowej danej instytucji. W odniesieniu do tych
danych Minister Cyfryzacji jest podmiotem przetwarzajgcym.

2. Administratorem danych Uzytkownika aplikacji mObywatel oraz Certyfikatu jest Minister
Cyfryzacji, z siedzibg przy ul. Krélewskiej 27, 00-060 w Warszawie.
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3. Z administratorem mozna kontaktowac sie korespondencyjnie na adres siedziby badz
drogg elektroniczng na adres: Kancelaria@cyfra.gov.pl lub na adres skrytki na ePUAP:
/MAIC/SkrytkaESP.

4. Administrator wyznaczyt inspektora ochrony danych, z ktérym mozna sie kontaktowad
we wszystkich sprawach zwigzanych z przetwarzaniem danych osobowych:
korespondencyjnie na adres: ul. Krélewska 27, 00-060 Warszawa, bgdZ mailowo na adres:

iod@mc.gov.pl.
5. W ramach ustugi Rejestr Uprawnien w Aplikacji przechowuje sie nastepujgce dane
Uzytkownika:

1) imie pierwsze posiadacza Uprawnienia;

2) imie drugie posiadacza Uprawnienia;

3) nazwisko posiadacza Uprawnienia;

4) numer PESEL posiadacza Uprawnienia;

5) wizerunek twarzy posiadacza Uprawnienia;
6) nazwa instytucji;

7) typ dokumentu;

8) rodzaj Uprawnienia;

9) numer Uprawnienia unikalny w ramach rodzaju uprawnienia;
10) status Uprawnienia;

11) termin waznosci Uprawnienia.

6. Podstawag przetwarzania danych osobowych dla Certyfikatu Ucznia przez administratora
danych (Ministra Cyfryzacji) jest realizacja zadania w interesie publicznym, to jest art. 6
ust. 1 lit e. RODO, w zwigzku z art. 15 i 69 ust. 1 ustawy o aplikacji mObywatel i
porozumienia z Instytucjg zawartego przez Ministra Cyfryzacji.

Minister Cyfryzacji przetwarza dane osobowe w celu udostepnienia ustug w aplikacji

i zapewnienia bezpieczenistwa teleinformatycznego i bezpieczenstwa obrotu prawnego.

7. Osobie, ktorej dane dotyczg, przystuguje w dowolnym momencie — zgodnie z Ogdlnym
rozporzgdzeniem o ochronie danych osobowych:

1) prawo dostepu do tresci danych;

2) prawo ich poprawiania i sprostowania;

3) prawo do sprzeciwu do przetwarzania danych (w odniesieniu do przetwarzania
na podstawie art. 6 ust. 1 lit. e RODO);

4) prawo do ograniczenia przetwarzania danych osobowych przez Ministra, w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu
wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych,
ul. Stawki 2, 00-193 Warszawa.

8. Prawo do poprawienia lub sprostowania danych realizowane jest wytgcznie poprzez
poprawienie danych znajdujgcych sie w systemie teleinformatycznym zapewniajgcych
funkcjonowanie dokumentu mDowdd oraz dotyczy danych, o ktérych mowa w § 3 ust. 1 -
3.
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10.

11.

12.

13.

14.

15.

16.

17.

18.

Prezentowanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie.
Prezentowanie oraz elektroniczne przekazanie danych, o ktérych mowa w zdaniu
poprzedzajgcym, nastepuje w ramach realizacji uprawnien lub obowigzkéw Uzytkownika
w stosunku do innych Uzytkownikéw albo na podstawie akceptacji przekazania danych
osobowych do Instytucji.

W zakresie przetwarzania i ochrony danych, ktére Uzytkownik uzyskat w toku
elektronicznego prezentowania danych osobowych badz elektronicznego weryfikowania
danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

Podczas korzystania z funkcji elektronicznego przekazania danych (funkcja ,,Potwierdz
swoje dane”) do systemu teleinformatycznego Instytucji, Aplikacja przesyta wybrane dane
osobowe, ktére sg niezbedne do realizacji ustugi oferowanej przez dang Instytucje.
Zestaw danych jest uzalezniony od oferowanej przez Instytucje ustugi.

W celu utworzenia Certyfikatu podczas aktywacji dokumentu mDowdd oraz zarzgdzania
Certyfikatami Uzytkownikéw, w tym utrzymaniem listy aktywnych Certyfikatow, Minister
wiasciwy do spraw informatyzacji przetwarza dane — imie, nazwisko oraz numer PESEL
Uzytkownika — pobierane z rejestru PESEL podczas aktywacji dokumentu.

Minister wtasciwy do spraw informatyzacji przy skorzystaniu z funkcji weryfikacji
aktualnosci Certyfikatu (sprawdzenie waznosci certyfikatu online) za pomoca
mWeryfikatora gromadzi nastepujgce dane: identyfikator uzytkownika mWeryfikator.
Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci obstugi
procesu weryfikacji oraz wykrycia btedow i luk bezpieczenstwa.

Zgodnie z art. 20 ust. 3 pkt 1 ustawy o aplikacji mObywatel Minister wtasciwy do spraw
informatyzacji przetwarza dane osobowe uzytkownikéw aplikacji mObywatel przez okres:
6 lat od dnia uptywu waznosci albo dnia uniewaznienia certyfikatu uzytkownika —

w przypadku danych, ktdre sg przetwarzane w systemie mObywatel;

Z zastrzezeniem ustepow poprzedzajgcych, Minister wtasciwy do spraw informatyzacji nie
przetwarza danych osobowych gromadzonych przez Uzytkownikéw w ramach korzystania
przez nich z dokumentu mDowdd, danych o potaczeniach miedzy nimi ani danych

o Uzytkownikach w zwigzku z korzystaniem z funkcji weryfikacji online w mWeryfikatorze.
Minister nie gromadzi réwniez informacji o skorzystaniu przez Uzytkownikow z funkgji
elektronicznego przekazania danych lub elektronicznej weryfikacji danych osobowych.
Historia dziatan Uzytkownika zapisywana jest w jego urzgdzeniu mobilnym.

Dane osobowe Uzytkownika bedg mogty rowniez by¢ przetwarzane przez podmioty
przetwarzajgce w imieniu administratora, to jest przez:

1) Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,
Dane osobowe mogg by¢ przekazywane do organdéw publicznych i urzedéw panstwowych
lub innych podmiotéw upowaznionych na podstawie przepisow prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wfadzy
publicznej.
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19. Dane osobowe Uzytkownika nie bedg podlegaty zautomatyzowanemu podejmowaniu

decyzji, w tym profilowaniu.

Zatacznik nr 15 do Regulaminu

Ustuga Tymczasowe elektroniczne Prawo Jazdy

§ 1. Informacje ogdlne

1.

Podstawe prawng pobrania danych w ramach dokumentu Tymczasowe elektroniczne
Prawo Jazdy stanowi art. 10a ustawy o kierujgcych pojazdami.

Tymczasowe elektroniczne Prawo Jazdy jest dokumentem elektronicznym
stwierdzajgcym uprawnienie do kierowania pojazdem na podstawie art. 4 ust. 1a
ustawy o kierujgcych pojazdami.

Posiadanie Tymczasowego elektronicznego prawa jazdy nie zwalnia uzytkownika z
dopetnienia formalnosci zwigzanych z wydaniem prawa jazdy we wtasciwym wydziale
komunikacji.

Uzytkownik, ktéremu wydano prawo jazdy, albo ktérego Tymczasowe elektryczne
prawo jazdy jest uniewaznione jest zobowigzany do skorzystania z funkcji ,,Aktualizuj”
w celu usuniecia Tymczasowego elektrycznego prawa jazdy z widoku w aplikacji.
Prowadzenie pojazdu po uptywie okresu waznosci Tymczasowego elektronicznego
Prawa Jazdy a przed wydaniem prawa jazdy podlega karze na podstawie art. 95 § 2
ustawy z dnia 20 maja 1971 r. — Kodeks wykroczen (Dz. U. z 2022 r. poz. 2151, z pdin.
zm.).

§ 2. Tymczasowe elektroniczne Prawo Jazdy

1.

Tymczasowe elektroniczne Prawo Jazdy powstaje w wyniku pobrania przez
Uzytkownika danych osobowych z ustugi mObywatel i powigzanych z nimi uprawnien
do kierowania pojazdami z bazy CEK.

Wiarygodnos¢ danych dostepnych w Tymczasowym elektronicznym Prawie Jazdy
wynika z faktu, ze dane pochodzg z rejestrow panstwowych i zostaty pobrane przez
osobe, ktdra zostata uwierzytelniona przy uzyciu srodka identyfikacji elektronicznej
wydanego w systemie identyfikacji elektronicznej przytgczonego do Wezta Krajowego
(login.gov.pl) bezposrednio albo za posrednictwem wezta transgranicznego.

Nie jest mozliwe postugiwanie sie Tymczasowym elektronicznym Prawem Jazdy poza
terytorium RP.

Do aktywacji i aktualizacji Tymczasowego elektronicznego Prawa Jazdy niezbedne jest
posiadanie waznego Certyfikatu.
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§ 3. Uzytkownicy

1. Uzytkownikami korzystajacymi z Tymczasowego elektronicznego Prawa Jazdy moga
by¢ wytagcznie osoby majgce obywatelstwo polskie, ktdre spetniajg trzy ponizsze
warunki:

1) posiadajg wazny Certyfikat;
2) maja aktywowany dokument mDowéd lub legitymacje szkolng;
3) uzyskaty pozytywny wyniku egzaminu panstwowego.

§ 4. Aktywacja Tymczasowego elektronicznego Prawa Jazdy

1. Aktywacja Tymczasowego elektronicznego Prawa Jazdy polega na:

1) zalogowaniu do Aplikacji;

2) wybraniu z listy dostepnych ustug ,,mPrawo Jazdy (réwniez tymczasowe)”;

3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;

4) pobraniu danych Uzytkownika oraz danych jego uprawnien do kierowania pojazdami.

2. Waznos¢ Tymczasowego elektronicznego Prawa Jazdy powigzana jest z waznoscia
Certyfikatu.

3. Certyfikat jest wykorzystywany do:

1) potwierdzenia tozsamosci Uzytkownika;

2) podpisania danych w Tymczasowym elektronicznym Prawie Jazdy;

3) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z CEK;

4) zapewnienia, iz przekazywane dane w ramach Tymczasowego elektronicznego Prawa
Jazdy sg tozsame z danymi pobranymi z ustugi mObywatel oraz CEK.

4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
z CEK niezbedne jest aktywne pofaczenie internetowe.

5. Uzytkownik moze aktywowac Tymczasowe elektroniczne Prawo Jazdy i pobra¢ dane z CEK
na jednym urzadzeniu.

6. Poza funkcjami prezentacji uprawnien, przekazania w celu skorzystania z ustug Instytucji,
a takze ich weryfikacji uprawnien - Tymczasowe elektroniczne Prawo Jazdy nie oferuje
funkcji eksportu ani importu danych.

7. Dostep do danych przechowywanych w Tymczasowym elektronicznym Prawie Jazdy jest
zabezpieczony hastem w Aplikacji zgodnie z Regulaminem.

§ 5. Funkcje Tymczasowego elektronicznego Prawa Jazdy
1. Prawidtowo aktywowana ustuga Tymczasowe elektroniczne Prawo Jazdy umozliwia
Uzytkownikowi korzystanie, m.in. z nastepujgcych funkcji:
1) prezentowanie danych Uzytkownika;
2) przekazania danych Uzytkownika w celu weryfikacji (funkcja ,, Potwierdz swoje
dane”);
3) aktualizowanie danych Uzytkownika (funkcja ,, Aktualizuj”);
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4) usuniecie Tymczasowego Prawa Jazdy z Aplikacji (funkcja ,Usui Tymczasowe
Prawo Jazdy”).

2. Uzytkownik moze zaprezentowac innej osobie Tymczasowe elektroniczne Prawo
Jazdy; funkcja dostepna jest po uruchomieniu Aplikacji i po wybraniu ustugi
Tymczasowe elektroniczne Prawo Jazdy. Ekran prezentacji danych uwierzytelniajg
elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktédrym kolory zmieniajg sie pod wptywem zmiany potfozenia zyroskopu
urzadzenia;

2) ruchomego elementu graficznego prezentujgcego biato-czerwong flage
Rzeczypospolitej Polskiej;

3) gilosza umieszczonego jako tto Tymczasowego elektronicznego Prawa Jazdy, w
ktorym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

4) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z uptywem czasu.

3. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy
uzyciu Certyfikatu podstawowego.

4. Usuniecie Ustugi Tymczasowe elektronicznego Prawo Jazdy nastepuje réwniez
automatycznie w przypadku uniewaznienia Certyfikatu lub Certyfikatu wydanego
uczniowi z Legitymacjg szkolng. Ustuga Tymczasowe elektroniczne Prawo Jazdy jest
réowniez usuwana, gdy Uzytkownik skorzysta z funkcji ,,Aktualizuj” , a zostato mu juz
wydane prawo jazdy.

Zatacznik nr 16 do Regulaminu
Centralny Rejestr Wyborcow

§ 1. Informacje ogdlne
1. Uwierzytelnienie Obywatela w celu pobrania Uprawnienia do aplikacji mObywatel bedzie

odbywato sie w oparciu o certyfikat ustugi mObywatel, Certyfikat wydanego uczniowi z
Legitymacjg szkolng lub Certyfikat wydany uzytkownikowi z Legitymacjg studencka.

§ 2. Centralny Rejestr Wyborcow
1. Centralny Rejestr Wyborcédw pozwala na pobranie przez Uzytkownika danych na temat

posiadania czynnego prawa wyborczego, wyswietlenie listy zblizajgcych sie wydarzen
wyborczych oraz ich szczegétdéw, a takze wyswietlenie danych obywatela znajdujgcych sie
w Centralnym Rejestrze Wyborcow.

2. Wiarygodnos¢ danych dostepnych w Centralnym Rejestrze Wyborcow wynika z faktu, ze
dane pochodzja z rejestru panstwowego i zostaty pobrane przez osobe, ktdra zostata
uwierzytelniona Certyfikatem lub Certyfikatem wydanym uczniowi z Legitymacjg szkolna.

3. Postugiwanie sie Centralnym Rejestrem Wyborcéw przez Uzytkownikow jest dobrowolne i
nie jest prawnym obowigzkiem.
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§3.

1.

2.

§84.

1.

§5.

Regulamin aplikacji mObywatel 23.0.0

Uzytkownicy
Uzytkownikami korzystajgcymi z Centralnego Rejestru Wyborcéw mogg by¢ wytgcznie

osoby, ktére spetniajg ponizsze warunki:

1) maja wazny Certyfikat lub Certyfikat wydany uczniowi z Legitymacja szkolna.

2) posiadajg obywatelstwo polskie oraz ukonczyli 17 lat lub sg mieszkaricami Unii
Europejskiej (innych niz Polska) lub Zjednoczonego Krélestwa Wielkiej Brytanii i
Irlandii Pétnocnej, ktérzy dopisali sie do spisu wyborcéw.

3) zostaty wpisane do Centralnego Rejestru Wyborcéw.

Uzytkownicy, ktérzy nie zostali wpisani co Centralnego Rejestru Wyborcéw (w tym
obywatele polscy, ktéry nie ukonczyli 17 roku zycia), przy probie skorzystania z ustugi
otrzymajg komunikat, ze w Centralnym Rejestrze Wyborcow nie ma ich danych.

Aktywacja Centralnego Rejestru Wyborcéow
Aktywacja Centralnego Rejestru Wyborcéw polega na:

1) zalogowaniu do Aplikacji;
2) wybraniu ,Centralny Rejestr Wyborcéw” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;
4) pobraniu danych Uzytkownika oraz jego uprawnien.
Certyfikat jest wykorzystywany do:
1) pobrania i podpisania danych w Centralnym Rejestrze Wyborcow;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z Centralnego Rejestru Wyborcéw;
3) zapewnienia, ze przekazywane dane w ramach Uprawnienia sg tozsame z danymi
pobranymi z Centralnego Rejestru Wyborcéw oraz ustugi mObywatel.
Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
z systemu Centralnego Rejestru Wyborcow niezbedne jest aktywne potgczenie
internetowe.
Uzytkownik moze aktywowaé Centralny Rejestr Wyborcdw i pobra¢ dane tylko na
jednym urzadzeniu mobilnym.

Funkcje Centralnego Rejestru Wyborcow dla Uzytkownikéw ustugi mObywatel
Prawidtowo aktywowana ustuga Centralnego Rejestru Wyborcéw umozliwia

Uzytkownikowi korzystanie z nastepujgcych funkcji:

1) sprawdzenie czy Uzytkownik posiada czynne prawa wyborcze;

2) wyswietlenie listy zblizajgcych sie wydarzen wyborczych;

3) Wyswietlenie danych uzytkownika znajdujgcych sie w Centralnym Rejestrze

Wyborcow;

4) Wyswietlenie szczegétow wydarzenia wyborczego.
Aplikacja mObywatel nie przechowuje danych Uzytkownika pobranych przez ustuge
Centralnego Rejestru Wyborcéw.
Ustuga Centralny Rejestr Wyborcéw nie umozliwia Uzytkownikowi wykonania
nastepujgcych czynnosci:

1) zmiany miejsca gtosowania;
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2) zmiany statego obwodu gtosowania;
3) zgtoszenia zamiaru glosowania przez petnomocnika;
4) zgtoszenia zamiaru gtosowania korespondencyjnego.
4. Czynnosci wymienione w § 5 ust. 3 realizowane sg przez dedykowane ustugi online.

Zatacznik nr 17 do Regulaminu
Ustuga Mandaty

§ 1. Informacje ogdlne
1. Uwierzytelnienie Obywatela w celu pobrania Uprawnienia do aplikacji mObywatel bedzie

odbywato sie w oparciu o certyfikat ustugi mObywatel.

§ 2. Mandaty
1. Ustuga Mandaty pozwala na pobranie przez Uzytkownika danych na temat otrzymanych

mandatow fiskalnych w podziale na optacone i nieoptacone.

2. Wiarygodnos$¢ danych dostepnych w ustudze Mandaty wynika z faktu, ze dane pochodzg z
Systemu e-Urzad Skarbowy i zostaty pobrane przez osobe, ktdra zostata uwierzytelniona
Certyfikatem.

3. Postugiwanie sie ustugg Mandaty przez Uzytkownikéw jest dobrowolne i nie jest
prawnym obowigzkiem.

4. Dane udostepnianie w ustudze Mandaty nie stanowig mandatu ani go nie zastepuja.

§ 3. Uzytkownicy
1. Uzytkownikami korzystajacymi z ustugi Mandaty mogg by¢é wytgcznie osoby, ktére
spetniajg ponizsze warunki:
1) majg wazny Certyfikat.
2) maja aktywowany dokument mDowdéd.

§ 4. Aktywacja ustugi Mandaty
1. Aktywacja ustugi Mandaty polega na:

1) zalogowaniu do Aplikacji;
2) wybraniu ,Mandaty” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;
4) pobraniu informacji na temat wystawionych mandatéw.
2. Certyfikat jest wykorzystywany do:
1) pobrania i podpisania danych w ustudze Mandaty;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z ustugi Mandaty;
3. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych
niezbedne jest aktywne potaczenie internetowe.
4. Uzytkownik moze aktywowac¢ ustuge tylko na jednym urzadzeniu mobilnym.
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§ 5. Funkcje ustugi Mandaty dla Uzytkownikéw ustugi mObywatel
1. Prawidtowo aktywowana ustuga Mandaty umozliwia Uzytkownikowi korzystanie z
nastepujgcych funkcji:
1) Wyswietlenie listy mandatéw nieoptaconych;
2) Wyswietlenie listy mandatéw optaconych;
3) Wyswietlenie szczegdétéw mandatu.
2. Aplikacja mObywatel nie przechowuje danych Uzytkownika pobranych przez ustuge

Mandaty.
3. Ustuga Mandaty nie umozliwia Uzytkownikowi opfacenia mandatéw.
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