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Artykuły RODO, które będą przedmiotem dyskusji w dniu 7 maja 2013 r.: 
 
Obecne brzmienie   Proponowana zmiana Komentarze 

 
  

Article 1 Subject matter and objectives 

1. This Regulation lays down rules relating to the protection 

of individuals with regard to the processing of personal data and 

rules relating to the free movement of personal data  .  

2. This Regulation protects (…) fundamental rights and 

freedoms of natural persons and in particular their right to the 

protection of personal data.  

3. The free movement of personal data between Member 

States shall neither be restricted nor prohibited for reasons 

connected with the protection of individuals with regard to the 

processing of personal data.     . 
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Article 4 Definitions 

For the purposes of this Regulation: 

(1) 'personal data' means any information relating to an 

identified or identifiable natural person ('data subject'); an 

identifiable person is one who can be identified, directly or 

indirectly (…), in particular by reference to an identifier such as 

a name, an identification number, location data, online identifier 

or to one or more factors specific to the physical, physiological, 

genetic, mental, economic, cultural or social identity of that 

person.  

(2) (…);  

(2a) 'pseudonymous data' means personal data processed in 

such a way that the data cannot be attributed to a specific data 

subject without the use of additional information, as long as such 

additional information is kept separately and subject to technical 

and organisational measures to ensure non-attribution  ; 

(3)  'processing' means any operation or set of 

operations which is performed upon personal data or sets of 

personal data, whether or not by automated means, such as 
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collection, recording, organization, structuring, storage, adaptation 

or alteration, retrieval, consultation, use, disclosure by 

transmission, dissemination or otherwise making available, 

alignment or combination, or erasure  ; 

(3a)  'restriction of processing' means the marking of stored 

personal data with the aim of limiting their processing in the 

future  ; 

(4) (…)  ; 

(5) 'controller' means the natural or legal person, public 

authority, agency or any other body which alone or jointly with 

others determines the purposes, conditions   and means of the 

processing of personal data; where the purposes, conditions and 

means of processing are determined by Union law or Member 

State law, the controller or the specific criteria for his nomination 

may be designated by Union law or by Member State law; 

(6)  'processor' means a natural or legal person, public 

authority, agency or any other body which processes personal data 

on behalf of the controller  ; 

[(6a)  'third party' shall mean any natural or legal 

person, public authority, agency or any other body other than 

 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Na tym etapie trudno ocenić zasadność 
zaproponowanej definicji, ponieważ 
pojęcie „third party” wydaje się nie 
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the data subject, the controller, the processor and the persons 

who, under the direct authority of the controller or the 

processor, are authorized to process the data;] 

(7)  'recipient' means a natural or legal person, public 

authority, agency or any other body other than the data subject, 

the data controller or the data processor   to which the personal 

data are disclosed;   however regulatory authorities which may 

receive personal data in the exercise of their functions shall 

not be regarded as recipients. 

(9) 'personal data breach' means a breach of security 

leading to the accidental or unlawful destruction, loss, alteration, 

unauthorised disclosure of, or access to, personal data transmitted, 

stored or otherwise processed  ; 

(10)  'genetic data' means all personal data relating to the 

genetic characteristics of an individual that have been inherited 

or acquired, resulting from an analysis of a biological sample 

from the individual in question, (…)  ; 

(11) 'biometric data' means any personal data resulting 

from specific technical processing relating to the physical, 

physiological or behavioural characteristics of an individual which 

 pojawiać nigdzie w rozdziałach I-III. 
 
 
 
 
Rozwiniecie definicji odbiorcy danych 
zasługuje na uznanie. 
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confirms the   (…) unique identification of that individual, such as 

facial images, or dactyloscopic data  ; 

(12)  'data concerning health' means such information 

related to the physical or mental health of an individual, which 

reveal information about (…) health status or treatments (…) of an 

individual  ; 

(12a) 'profiling' means any form of automated processing of 

personal data intended to create or use a personal profile by 

evaluating personal aspects relating to a natural person, in 

particular the analysis and prediction of aspects concerning 

performance at work, economic situation, health, personal 

preferences, or interests, reliability or behaviour, location or 

movements  ; 

(13) [‘main establishment’ means 

 as regards the controller, the place of its 

establishment in the Union where the main decisions as to the 

purposes, conditions and means of the processing of personal data 

are taken; if no decisions as to the purposes, conditions and means 

of the processing of personal data are taken in the Union, (…) the 

place where the main processing activities in the context of the 
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activities of an establishment of a controller in the Union take 

place  ;.  

 as regards the processor, the place of its central 

administration in the European Union, and, if it has no central 

administration in the European Union, the place where the main 

processing activities take place;  ] 

(14) 'representative' means any natural or legal person 

established in the Union who, explicitly designated by the 

controller, represents the controller with regard to the obligations 

of the controller under this Regulation and may be addressed, in 

addition to or instead of the controller, by the supervisory 

authorities for the purposes of ensuring compliance with this 

Regulation   ; 

(15)  'enterprise' means any natural or legal person 

engaged in an economic activity, irrespective of its legal form, 

(…) including (…) partnerships or associations regularly engaged 

in an economic activity; 

(16)  'group of undertakings' means a controlling 

undertaking and its controlled undertakings  ; 

(17)  'binding corporate rules' means personal data 



 7/37 

protection policies which are adhered to by a controller or 

processor established on the territory of a Member State of the 

Union for transfers or a set of transfers of personal data to a 

controller or processor in one or more third countries within a 

group of undertakings; 

(18) [‘child’ means any person below the age of 18 years;] 

(19)  'supervisory authority' means a   public authority 

which is established by a Member State pursuant to Article 46;  

(…)  ; 

(20)  'Information Society service' means any service as 

defined by Article 1 (2) of Directive 98/34/EC of the European 

Parliament and of the Council of 22 June 1998 laying down a 

procedure for the provision of information in the field of technical 

standards and regulations and of rules on Information Society 

services        . 

 
 
2a. Where proportionate in relation to the processing activities   

, the measures referred to in paragraph 1 shall include the 
implementation of: 
(a) appropriate data protection policies by the controller  ; 
(b) mechanisms to ensure that the time limits established for 
the erasure and restriction of personal data are observed  . 
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Article 6 Lawfulness of processing    

1. Processing of personal data shall be lawful only if and to 

the extent that at least one of the following applies: 

(a) the data subject has given consent to the processing of 

their personal data for one or more specific purposes  ;  

(b) processing is necessary for the performance of a contract 

to which the data subject is party or in order to take steps at the 

request of the data subject prior to entering into a contract;  

(c) processing is necessary for compliance with a legal 

obligation to which the controller is subject;  

(d) processing is necessary in order to protect the vital 

interests   of the data subject or another person  ;  

(e) processing is necessary for the performance of a task 

carried out in the public interest or in the exercise of official 

authority vested in the controller;  

(f) processing is necessary for the purposes of the legitimate 

interests   pursued by the controller or by a controller to which the 

data are disclosed    except where such interests are overridden by 
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the interests or fundamental rights and freedoms of the data 

subject which require protection of personal data, in particular 

where the data subject is a child. This subparagraph shall not 

apply to processing carried out by public authorities in the 

exercise of their public duties     . 

2. (…) 

3. The basis for the processing referred to in points (c) and 

(e)   of paragraph 1 must be provided for in:  

(a) Union law, or  

(b) national law of the Member State   to which the controller  

   is subject. 

The purpose of the processing shall be determined in this legal 

basis or as regards the processing referred to in point (e) of 

paragraph 1, be necessary for the performance of a task 

carried out in the public interest or in the exercise of official 

authority vested in the authority. Within the limits of this 

Regulation, the controller, processing operations and processing 

procedures, including measures to ensure lawful and fair 

processing, may be specified in this legal basis.   

3a. In order to ascertain whether a purpose of further 

 
 
 
 
 
 
 
(g) only pseudonymous 

data is processed. 
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processing is compatible with the one for which the data are 

initially collected, the controller shall take into account: 

(a) any link between the purposes for which the data have 

been collected and the purposes of the intended further 

processing;  

(b) the context in which the data have been collected (…); 

(c) the nature of the personal data; 

(d) the possible consequences of the intended further 

processing for data subjects (…); 

(e) appropriate safeguards   . 

4. Where the purpose of further processing is incompatible 

with the one for which the personal data have been collected, the 

further processing must have a legal basis at least in one of the 

grounds referred to in points (a) to (e)    of paragraph 1  .  .  

5. (…)  .  
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of the grounds referred to 

in (…) paragraph 1  .  .  
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Article 8 Processing of personal data of a child   

1. (…) Where Article 6 (1)(a) applies, in relation to the 

offering of information society services directly to a child  , the 

processing of personal data of a child below the age of 13 years   

shall only be lawful if and to the extent that such consent is given 

or authorised by the child's parent or guardian. 

The controller shall make reasonable efforts to verify in such 

cases that consent is given or authorised by the child's parent 

or guardian , taking into consideration available technology.  

2. Paragraph 1 shall not affect the general contract law of 

Member States such as the rules on the validity, formation or 

effect of a contract in relation to a child  . 

3. [The Commission shall be empowered to adopt delegated 

acts in accordance with Article 86 for the purpose of further 

specifying the criteria and requirements for the methods to obtain 

verifiable consent referred to in paragraph 1(…)  . 

4. The Commission may lay down standard forms for 

specific methods to obtain verifiable consent referred to in 

paragraph 1. Those implementing acts shall be adopted in 
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accordance with the examination procedure referred to in Article 

87(2)]  . 
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Article 9 Processing of special categories of personal data   

1. The processing of personal data, revealing racial or ethnic 

origin, political opinions, religion or philosphical beliefs, trade-

union membership, and the processing of genetic data or data 

concerning health or sex life or criminal convictions and offences   

or related security measures shall be prohibited.    

2. Paragraph 1 shall not apply if one of the following 

applies: 

 ………… 

(b) processing is necessary for the purposes of carrying out the 

obligations and exercising specific rights of the controller in the 

field of employment law in so far as it is authorised by Union law 

or Member State law providing for adequate safeguards  ; or 

(c) processing is necessary to protect the vital interests of the 

data subject or of another person where the data subject is 

physically or legally incapable of giving consent; or 

(d) processing is carried out in the course of its legitimate 

activities with appropriate safeguards by a foundation, association 

or any other non-profit-seeking body with a political, 
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philosophical, religious or trade-union aim and on condition that 

the processing relates solely to the members or to former members 

of the body or to persons who have regular contact with it in 

connection with its purposes and that the data are not disclosed 

outside that body without the consent of the data subjects; or 

(e) the processing relates to personal data which are 

manifestly made public   by the data subject; or 

(f) processing is necessary for the establishment, exercise or 

defence of legal claims  ; or 

(g) processing is necessary for the performance of a task 

carried out for reasons of important   public interest, on the basis 

of Union law or Member State law which shall provide for 

suitable measures to safeguard the data subject's legitimate 

interests  ; 

(h) processing of data concerning health is necessary for 

health purposes and subject to the conditions and safeguards 

referred to in Article 81  ; or 

(i) processing is necessary for historical, statistical or 

scientific (…)purposes subject to the conditions and safeguards 

referred to in Article 83. 
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(j)  (…) 

2a Processing of data relating to criminal convictions and 

offences   or related security measures may be carried out either 

under the control of official authority or when the processing is 

necessary for compliance with a legal or regulatory obligation to 

which a controller is subject, or for the performance of a task 

carried out for reasons of important public interest (…), and in 

so far as authorised by Union law or Member State law providing 

for adequate safeguards for the rights and freedoms of data 

subjects  . A complete register of criminal convictions may be 

kept only under the control of official authority. 

3. (…) 

Article 10 Processing not requiring identification 

1.  If the purposes for which a controller processes personal 

data do not require the identification of a data subject by the 

controller, the controller shall not be obliged to acquire (…) 

additional information in order to identify the data subject for the 

sole purpose of complying with (…) this Regulation.  . 

2.  Where, in such cases the controller does not know the 

identity of the data subject, articles 15, 16, 17, 17a, 17b, 18 and 

 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
Zaproponowane rozwiązanie jest 
zasadne i w rzeczywistości realizuje 
założenie “risk based approach”. 



 18/37 

19 do not apply except where the data subject, for the purpose 

of exercising his or her rights under these articles, provides 

additional information allowing his or her identification  . 

Należy się z nim zgodzić. 
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Article 11 Transparent information and communication 
1. (…) 
2.  (…). 

  

Article 12 Transparent information, communication and 
modalities for exercising the rights of the data subject   

1. The controller shall take appropriate measures to provide 

any information referred to in Articles 14, 14a and 20(4) and any 

communication under Articles 15 to 19 and 32 relating to the 

processing of personal data to the data subject in an intelligible 

and easily accessible form, using clear and plain language (…)  . 

The information shall be provided in writing, or where 

appropriate, electronically or by other means. 

1a  . The controller shall facilitate the exercise of data subject 

rights under Articles 15 to 19 (…). (…). 

2. The controller shall provide the information referred to in 

Articles 15 and 20(4) and information on action taken on a request 

under Articles 16 to 19   to the data subject without undue delay 

and at the latest within one month of receipt of the request   (…). 

This period may be extended for a further two months when 
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obowiązku informacyjnego powinna być 
uzależniona od formuły zbierania danych 
(np. elektroniczna w przypadku 
formularzy on-line lub telefoniczna w 
przypadku call center). 
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necessary, taking into account the complexity of the request and 

the number of requests. Where the extended period applies, the 

data subject shall be informed within one month of receipt of the 

request of the reasons for the delay. 

3. If the controller does not take action on the request of the 

data subject, the controller shall inform the data subject without 

delay and at the latest within one month of receipt of the request 

of the reasons for not taking action   and on the possibility of 

lodging a complaint to a supervisory authority (…).  

4. Information provided under Articles 14 and 14a (…) and 

any communication under Articles 16 to 19 and 32 shall be 

provided free of charge  . Where requests from a data subject are 

(…)  manifestly unfounded or excessive, in particular because of 

their repetitive character, the controller (…) may refuse to act on 

the request. In that case, the controller shall bear the burden of 

demonstrating the manifestly unfounded or excessive character of 

the request. 

4a. Where the controller has reasonable doubts concerning the 

identity of the individual making the request referred to in Articles 

15 to 19, the controller may request the provision of additional 
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information necessary to confirm the identity of the data subject.  

5. (…). 

6. (…). 

Article 13 Rights in relation to recipients 

(…) 
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Article 14 Information to be provided where the data are 
collected from the data subject   
1. Where personal data relating to a data subject are collected 

from the data subject, the controller shall (…), at the time when 

personal data are obtained, provide the data subject with the 

following information: 

(a) the identity and the contact details of the controller and, if 

any, of the controller's representative; the controller may also 

include the contact details of the data protection officer, if any; 

(b) the purposes of the processing for which the personal data 

are intended (…); 

1a. In addition to the information referred to in paragraph 1, 

the controller shall   provide the data subject with any further 

information necessary to ensure fair and transparent   processing in 

respect of the data subject  , having regard to the specific 

circumstances and context in which the personal data are 

processed (…)  : 

(a) (…)  ;  

(b) where the processing is based on point (f) of Article 6(1), 

 
 
 

 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

(b) (…) 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Kategorie informacji wskazanych w lit. b 
są już objęte dyspozycją ust. 1 lit. b. 
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the legitimate interests pursued by the controller; 

(c) the recipients or categories of recipients of the personal 

data  ; 

(d) where applicable, that the controller intends to transfer 

personal data to a recipient in a third country or international 

organisation; 

(e) the existence of the right to request from the controller 

access to and rectification or erasure of the personal data or 

restriction of processing of personal data concerning the data 

subject and to object to the processing of such personal data, 

[including for direct marketing purposes  ]; 

(f) the right to lodge a complaint to a supervisory authority 

(…)  ; 

(…) 

(g) whether the provision of personal data is a statutory or 

contractual requirement, or a requirement necessary to enter into a 

contract, as well as the possible consequences of failure to provide 

such data  ; and 

(h) the existence of profiling referred to in Article 20(1) and 

 
 
 
 
 
 
 
 
 
 
(e) the existence of 

the right to request from 

the controller access to 

and rectification or 

erasure of the personal 

data or restriction of 

processing of personal 

data concerning the data 

subject and to object to 

the processing of such 

personal data (…); 

 
 
(h) the existence of 
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(3) and information concerning the logic involved in the profiling, 

as well as the significance and the envisaged consequences of 

such profiling of the data subject.   

2. (…). 

3. (…). 

4. (…). 

5. Paragraphs 1 and 1a shall not apply where and insofar as 

the data subject already has the information (…). 

6. (…). 

7. (…). 

8. (…). 

profiling referred to in 

Article 20(1) and (3) and 

information concerning 

the factors taken into 

consideration involved in 

the profiling, as well as 

the significance and the 

envisaged consequences 

of such profiling of the 

data subject.   

 

prawo wiedzieć, jakiego rodzaju dane są 
wykorzystywane w tym procesie. 
Natomiast, w przypadku większości 
branż, sam sposób oceny tych kryteriów 
stanowi tajemnicę przedsiębiorstwa, 
stanowiącą o przewadze konkurencyjnej. 
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Article 14 a Information to be provided where the data have not 
been obtained from the data subject   
1. Where personal data have not been obtained from the data 

subject, the controller shall provide the data subject with the 

following information: 

(a) the identity and the contact details of the controller and, if 

any, of the controller's representative; the controller may also 

include the contact details of the data protection officer, if any; 

(b) the purposes of the processing for which the personal data 

are intended. 

2. In addition to the information referred to in paragraph 1, 

the controller shall provide the data subject with any further 

information necessary to ensure fair and transparent processing in 

respect of the data subject, having regard to the specific 

circumstances and context in which the personal data are 

processed, (…)  : 

(a) the categories of personal data concerned; 

(b) (…) 

(c) where the processing is based on point (f) of Article 6(1), 

 
Proponujemy zmiany 
odpowiednio jak w art. 
14. 
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the legitimate interests pursued by the controller; 

(d) the recipients or categories of recipients of the personal 

data; 

(e) the existence of the right to request from the controller 

access to and rectification or erasure of the personal data 

concerning the data subject and to object to the processing of such 

personal data[, including for direct marketing purposes]; 

(f) the right to lodge a complaint to a supervisory authority 

(…); 

(g) the origin of the personal data, unless the data originate 

from publicly accessible sources  ;  

(h) the existence of profiling referred to in Article 20(1) and 

(3) and information concerning the logic involved in the profiling, 

as well as the significance and the envisaged consequences of 

such profiling of the data subject.    

3. The controller shall provide the information referred to in 
paragraphs 1 and 2  : 
(a) (…) within a reasonable period   after obtaining the data, 

having regard to the specific circumstances in which the data are 

processed, or 
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(b) if a disclosure to another recipient is envisaged, at the 

latest when the data are first disclosed. 

4. Paragraphs 1 to 3 shall not apply where and insofar as: 

(a) the data subject already has the information; or 

(b) the provision of such information in particular when 

processing personal data for historical, statistical or scientific 

purposes   proves impossible or would involve a disproportionate 

effort or is likely to render impossible or to seriously impair 

the achievement of such purposes;   in such cases the controller 

shall take appropriate measures to protect the data subject's 

legitimate interests  , for example by using pseudonymous data  ; 

or 

(c) obtaining or disclosure is expressly laid down by Union or 

Member State law to which the controller is subject, which 

provides appropriate measures to protect the data subject's 

legitimate interests; or 

(d) where the data originate from publicly available sources  ; 

or 

(e)  where the data must remain confidential in accordance 

with a legal provision or because of the overriding legitimate 

 
 
 
 
 
 
 
Zaproponowane rozwiązanie jest 
zasadne i w rzeczywistości realizuje 
założenie “risk based approach”. 
Należy się z nim zgodzić. 
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interests of another person  .  

5. (…). 

6. (…). 

 

Article 15 Right of access for the data subject   

1. The data subject shall have the right to obtain from the 

controller at reasonable intervals, on request, and without an 

excessive charge  , confirmation as to whether or not personal data 

concerning him or her are being processed. Where such personal 

data are being processed, the controller shall provide a copy of 

the personal data undergoing processing and the following 

information to the data subject: 

(a) the purposes of the processing  ;  

(b) (…) 

(c) the recipients or categories of recipients to whom the 

personal data have been or will be disclosed, in particular to 

recipients in third countries  ; 

(d) where possible, the envisaged   period for which the 

personal data will be stored; 
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(e) the existence of the right to request from the controller 

rectification or erasure of personal data concerning the data 

subject or to object to the processing of such personal data; 

(f) the right to lodge a complaint to a supervisory authority 

(…)     ; 

(g) where the personal data are not collected from the data 

subject  , any available information as to their source  ; 

(h) in the case of decisions referred to in Article 20, 

knowledge of the logic involved   in any automated data 

processing as well as the significance and envisaged consequences 

of such processing  . 

1a. Where personal data are transferred to a third 

country, the data subject shall have the right to obtain a copy 

of the appropriate safeguards relating to the transfer  ; 

2. (…)Where personal data supplied by the data subject are 

processed by automated means and in a structured and commonly 

used format, the controller shall on request provide a copy of the 

data concerning the data subject in that format to the data 

subject  . 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
1a. Where personal 

data are transferred to a 

third country, the data 

subject shall have the 

right to obtain a 

information about the 

appropriate safeguards 

relating to the transfer  ; 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Użycie zwrotu „copy” w tym przepisie 

wydaje się niecelowe. Trudno sobie 

wyobrazić, kopię jakich informacji 

administrator miałby dostarczać, w 

przypadku transferu danych na 

podstawie zgody podmiotu danych. 

Niemniej, nie budzi wątpliwości fakt, 

że podmiot danych powinien mieć 

wiedzę na temat transferu danych go 
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3. (…). 

4. (…). 

5. [The rights provided for in this Article do not apply when 

data are processed only for historical, statistical, or scientific 

purposes and the conditions in Article 83(1a) are met]  . 

dotyczących, stąd zaproponowana 

zmiana. 

 

Article 16 Right to rectification   

1. (…) The data subject shall have the right   

to obtain from the controller the rectification of personal data 

concerning him or her which are inaccurate. Having regard to the 

purposes for which data were processed, the data subject shall 

have the right to obtain completion of incomplete personal data, 

including by means of providing a supplementary (…) statement.  

2. [The rights provided for in this Article do not 

apply when data are processed only for historical, statistical, or 

scientific purposes and the conditions in Article 83(1a) are met.]   

 

  

Article 17 Right to be forgotten and to erasure   

1. The (…) controller   shall have the obligation to erase 

personal data without undue delay (…) and the data subject shall 
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have the right to obtain the erasure of personal data without 

undue delay (…) where one of the following grounds applies: 

(a) the data are no longer necessary in relation to the purposes 

for which they were collected or otherwise processed;  

(b) the data subject withdraws consent on which the 

processing is based according to point (a) of Article 6(1) (…) and 

(…) there is no other legal ground for the processing of the data;  

(c) the data subject objects to the processing of personal data 

and there are no overriding legitimate grounds for the processing 

pursuant to Article 19(1) or the data subject objects to the 

processing of personal data pursuant to Article 19(2);  

(d) the data have been unlawfully processed; 

(e) the data have to be erased for compliance with a legal 

obligation to which the controller is subject  . 

2. (…). 

2a. Where the controller   (…) has made the personal data 

public   and is obliged pursuant to paragraph 1 to erase the data, 

the controller, taking account of available technology, shall 

take (…) reasonable steps  , including technical measures, (…) to 
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inform controllers   which are processing the data, that a data 

subject requests them to erase any links to, or copy or replication 

of that personal data  . 

3. Paragraphs 1 and 2a shall not apply   to the extent that (…) 

processing of the personal data is necessary: 

(a) for exercising the right of freedom of expression in 

accordance with Article 80  ;  

(b)  for compliance with a legal obligation to 

process the personal data by Union or Member State law to which 

the controller is subject  or for the performance of a task 

carried out in the public interest or in the exercise of official 

authority vested in the controller  ;  

(c)  for reasons of public interest in the area of 

public health in accordance with Article 81  ; 

(d)  for historical, statistical and scientific (…) 

purposes in accordance with Article 83;  

(e)  (…);  

(f) (…); 

(g) for the establishment, exercise or defence 
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of legal claims  . 

4. (…). 

5. (…). 

 

Article 17a Right to restriction of processing  

1. The data subject shall have the right to obtain from 

the controller the restriction of the processing of personal data 

where: 

(a) the accuracy of the data is contested by the data subject, 

for a period enabling the controller to verify the accuracy of the 

data  ;  

(b) the controller no longer needs the personal data for the 

purposes of the processing, but they are required by the data 

subject for the establishment, exercice or defence of legal claims;  

(c) he or she has objected to processing pursuant to Article 

19(1) pending the verification whether the legitimate grounds of 

the controller override those of the data subject;  

2. (…)  

3. Where processing of personal data has been restricted 
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under paragraph 1, such data may, with the exception of storage, 

only be processed with the data subject's consent or for the 

establishment, exercise or defence of legal claims (…) or for the 

protection of the rights of another natural or legal person or for 

reasons of important public interest  . 

4. A data subject who obtained the restriction of 

processing pursuant to paragraph 1(a) or (c) shall be informed 

by the controller before the restriction of processing is lifted  . 

(…)  

5. (…). 

5a.  [The rights provided for in this Article do not apply 

when data are processed only for historical, statistical, or 

scientific purposes and the conditions in Article 83(1a) are 

met.]  . 

 
 

Article 17b Notification obligation regarding rectification or 

erasure    

The controller shall communicate any rectification, erasure or 

restriction of processing carried out in accordance with Articles 
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16, 17(1) and 17a to each recipient to whom the data have been 

disclosed, unless this proves impossible or involves a 

disproportionate effort. 

 

Article 18 Right to data portability   

1. (…). 

2. Where the data subject has provided personal data and the 

processing, (…) based on consent or on a contract  , is carried on 

in an automated processing system, the data subject shall have 

the right to withdraw these data in a form which permits the 

data subject to transmit them   into another automated 

processing system without hinderance from the contrller from 

whom the personal data are withdrawn .  

2a. The right referred to in paragraph 2 shall be without 

prejudice to intellectual property rights. 

[3. The Commission may specify (…) the technical standards, 

modalities and procedures for the transmission of personal data 

pursuant to paragraph 2. Those implementing acts shall be 

adopted in accordance with the examination procedure referred to 

in Article 87(2).]   

Article 18 (…) Konsekwentnie opowiadamy się za 
usunięciem prawa do przenoszenia 
danych. 
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4. [The rights provided for in Article 18 do not apply when 

data are processed only for historical, statistical, or scientific 

purposes and the conditions in Article 83(1A) are met .]  . 

 

Article 19 Right to object   

1. The data subject shall have the right to object, on reasoned   

grounds relating to his or her particular situation, at any time to 

the processing of personal data concerning him or her which is 

based on points (e) and (f) of Article 6(1)  ; the personal data shall 

no longer be processed unless the controller demonstrates (…) 

legitimate grounds for the processing which override the interests 

or (…) rights and freedoms of the data subject     . 

1a. (…)   Where an objection is upheld pursuant to paragraph 1 

(…), the controller shall no longer (…)   process the personal data 

concerned except for the establishment, exercise or defence of 

legal claims  . 

2. Where personal data are processed for direct marketing   

purposes, the data subject shall have the right to object free of 

charge at any time to the processing of personal data concerning 

him or her for such marketing. This right shall be explicitly 
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brought to the attention of the data subject (…) and shall be 

presented clearly and separately from any other information  . 

2a. Where the data subject objects to the processing for direct 

marketing purposes, the personal data shall no longer be processed 

for such purposes  . 

3. (...). 

4. [The rights provided for in this Article do not apply to 

personal data which are processed only for historical, statistical, or 

scientific purposes and the conditions in Article 83(1A) are met  ]. 

 

2a. Where the data 
subject objects to the 
processing for direct 
marketing purposes, the 
personal data to which 
the objection relates 
shall no longer be 
processed for such 
purposes 

Zaproponowana zmiana ma 
doprecyzowanie, że od dalszego 
przetwarzania wyłączone są dane 
objęte sprzeciwem. Poprzednia 
redakcja tego przepisu mogła 
sugerować, że konsekwencją złożenia 
sprzeciwu od przetwarzania danych w 
celach marketingowych jest zakaz 
przetwarzania danych w takim celu 
również w przyszłości, kiedy 
administrator pozyskałby dane z 
innego źródła. 
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Article 20 Decisions based on profiling   

1. Every data subject shall have the right not to be subject to 

a decision based solely on profiling   which produces legal effects 

concerning him or her (…) or adversely   affects (…) him or her 

unless such processing: 

(a) is carried out in the course of the entering into, or 

performance of, a contract between the data subject and a data 

controller (…) and suitable measures to safeguard the data 

subject's legitimate interests have been adduced, such as the rights 

of the data subject to obtain human intervention on the part of the 

controller, to express his or her point of view, and to contest the 

decision   ; or  

(b) is (…) authorized by Union or Member State law to which 

the controller is subject and which also lays down suitable 

measures to safeguard the data subject's legitimate interests; or 

(c) is based on the data subject's consent, subject to the 

conditions laid down in Article 7 (…). 

2. (…). 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
(d) takes place for the 
purpose of the 
legitimate interest 
pursed by the data 
controller, pursuant to 
Article 6 paragraph 1 
point f; 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Treść tego przepisu budzi wątpliwości 
już od dnia opublikowania jego pierwszej 
wersji. W pierwszej kolejności, trudno 
jednoznacznie wskazać, jaka jest jego 
hipoteza. Czy kreuje on nowe prawo 
podmiotowe dla osób, których dane są 
przetwarzane, polegające na możliwości 
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3. Profiling shall not (…): 

(a)  be carried on for direct marketing purposes unless 

suitable measures to safeguard the data subject's legitimate 

interests, such as the processing of pseudonymous data, (…) are 

in place and the data subject has not objected to the processing 

pursuant Article 19(2)  ; 

(b) be based on special categories of personal data referred to 

in Article 9(1), unless Article 9(2) applies and (…) suitable 

measures to safeguard the data subject's legitimate interests    are 

in place. 

4. (…)  . 

5. (…). 

 

(e) involves only 
pseudonymous data. 
 
3. Profiling shall not 

(…): 

(a)  (…) 

 

uchylenia się od skutków decyzji podjętej 
w oparciu o profilowanie, czy też 
wprowadza zakaz podejmowania takich 
decyzji. Taki zakaz nie obowiązywałby 
wyłącznie określonych przypadkach. 
Opowiadamy się za przyjęciem 
pierwszego stanowiska, zaznaczając 
jednocześnie, że administratorzy danych 
są zobowiązani do przestrzegania 
wszelkich przepisów Rozporządzenia, 
które będą miały zastosowanie, w tym w 
szczególności zapewnienie podmiotom 
danych pełnej informacji, zgodnie z art. 
20 ust. 4. 
Natomiast w przypadkach wskazanych w 
art. 20 ust. 1, podmiot danych nie mógłby 
żądać uchylenia się od skutków takiej 
decyzji. Jest to rozwiązanie analogiczne 
jak obowiązujące w Dyrektywie 95/46. 
Trudno znaleźć uzasadnienie dla 
dlaczego właśnie „profilowanie” w celu 
marketingu bezpośredniego powinno być 
uzależnione od spełnia dodatkowych 
kryteriów. Ta forma przetwarzania 
danych nie niesie ze sobą większych ryzy 
niż inne jego rodzaje. Dodatkowo należy 
wskazać, że zgodnie z proponowanym 
rozwiązaniem samo profilowanie nie jest 
zabronione, a jedynie skorzystanie z jego 
wyników wymaga spełnienia 
dodatkowych obowiązków. Natomiast w 
tym miejscu wprowadza się jeszcze dalej 
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idące ograniczenie dotyczące już samej 
czynności profilowania. Tak dalece 
posunięty wyjątek od zasady ogólnej jest 
dopuszczalny wyłącznie w wyjątkowych 
przypadkach. 
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Article 21 Restrictions    

1. Union or Member State law to which the data controller or 
processor is subject may restrict by way of a legislative measure 
the scope of the obligations and rights provided for in points (a) to 
(e) of Article 5   and Articles 11 to 20 and Article 32, when such a 
restriction constitutes a necessary and proportionate measure in a 
democratic society to safeguard  :  

(aa) national security;  

(ab) defence;  

(a) public security;  

(b) the prevention, investigation, detection and prosecution of 

criminal offences; 

(c) other important objectives of general public interests of the 

Union or of a Member State  , in particular an important   

economic or financial interest of the Union or of a Member State, 

including  , monetary, budgetary and taxation matters and the 

protection of market stability and integrity; 

(d) the prevention, investigation, detection and prosecution of 

breaches of ethics for regulated professions; 
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(e) a monitoring, inspection or regulatory function connected, 

even occasionally, with the exercise of official authority in cases 

referred to in (a), (b), (c) and (d); 

(f) the protection of the data subject or the rights and 

freedoms of others  . 

2. Any legislative measure referred to in paragraph 1 shall 

contain specific provisions at least as to the purposes of the 

processing or categories of processing, the scope of the 

restrictions introduced, the specification of the controller or 

categories of controllers   and the applicable safeguards taking 

into account of the nature, scope and purposes of the processing 

and the risks for the rights and freedoms of data subjects. 

 


