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Zatgcznik do zapytania o wycene

Szczegotowy Opis Przedmiotu Zamoéwienia

1. Przedmiotem zamoéwienia jest:

1) odnowienie subskrypcji i ustugi wsparcia technicznego producenta dla posiadanych przez

Zamawiajgcego produktéw Fortinet, opisane szczegétowo w punkcie 2.

2) zakup i dostawa systemu zabezpieczen typu firewall (dalej jako ,,System”), opisanego szczegétowo w

punkcie 3.

3) wykonanie ustugi wdrozenia Systemu, opisanej szczegétowo w punkcie 4.

4) Swiadczenie ustugi wsparcia w konfiguracji i administrowaniu Systemem, opisanej szczegétowo w

punkcie 5.

2. Odnowienie subskrypcji i ustugi wsparcia technicznego producenta dla posiadanych przez

Zamawiajgcego urzadzen Fortinet na okres do dnia 23.12.2029 r.:

Produkt i Nr seryjny

Od dnia Do dnia Wymagana subskrypcja i wsparcie producenta

FortiAnalyzer VM
FAZ-VMTM19010896

FortiAnalyzer-VM FortiCare Premium Support (for 1-6

24.12.2026r. | 23.12.2029. GB/Day of Logs)

FortiGate 200F
(pracujacy w trybie HA)
FG200FT922941334

FortiGate-200F Advanced Threat Protection (IPS,
09.05.2026 r. | 23.12.2029r. Advanced Malware Protection Service, Application
Control, and FortiCare Premium)

FortiGate 200F
(pracujacy w trybie HA)
FG200FT922941880

FortiGate-200F Advanced Threat Protection (IPS,
09.05.2026 r. | 23.12.2029r. Advanced Malware Protection Service, Application
Control, and FortiCare Premium)

3. Zakup i dostawa systemu zabezpieczen typu firewall — 2 szt.:

Lp. | Cecha Wymagania minimalne
1) Urzadzenie musi by¢ w obudowie RACK o wysokosci maksymalnie 1U
2) Obudowa urzadzenia musi by¢ wykonana z metalu. Ze wzgledu na rézne
. i warunki, w ktorych pracowac bedzie urzadzenie, nie dopuszcza sie urzgdzenia
1. Wymagania ogélne

w obudowie plastikowej
3) Urzadzenie musi posiada¢ na obudowie kontrolki lub wyswietlacz LCD
informujgcy o statusie urzadzenia, parametrach Systemu oraz alarmach

2. Wymagania HA

1) Mozliwosc¢ pracy urzadzenia w trybie HA
2) Obstugiwane tryby pracy dla klastra HA:
a) active/passive
b) active/active

Wymagane

1) Zapora sieciowa wraz z inspekcjg SSL

moduty/funkcjonalnosci | 2) NAT
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3) VPN IPSec

4) Routing oraz switching

5) Ochrona antywirusowa

6) SSLVPN

1) Wydajnos¢ nie mniejsza niz 39 000 000 Pakietow na sekunde

2) Obstuga sesji TCP — 40 000 000

3) Obstuga nowych sesji TCP na sekunde — 400 000

4) Obstuga co najmniej 3000 sieci VLAN

5) Element Systemu petnigcy funkcje Firewall musi dysponowac przynajmniej:
a) 8 portami 1GbE BaseT
b) 8 portami5/2,5 GbE BaseT
c) 8 portami 10GbE SFP+
d) 4 portami 1GbE SFP

4 Parametry 6) Obstuga nie mniej niz: 2 000 tuneli IPSec site-to-site
' wydajnosciowe zapory 7) Obstuga nie mniej niz: 16 000 tuneli client-to-site
8) Obstuga nie mniej niz: 10 000 regut firewall
9) Przepustowos¢ Stateful Firewall: nie mniej niz 26 Gbps

10) Wydajnosé skanowania ruchu typu Enterprise Mix z wtgczonymi funkcjami: IPS,

Application Control, Antywirus - minimum 6 Gbps

11) Wydajnosé Systemu w zakresie inspekcji komunikacji szyfrowanej SSL dla ruchu

http — minimum 7 Gbps

12) Wydajnos¢ szyfrowania IPSec VPN: nie mniej niz 36 Gbps

13) Wydajnosc¢ szyfrowania SSL_VPN: nie mniej niz 3 Gbps
14) Modut TPM
1) Mechanizm inspekcji SSL (ssl inspection)
2) Urzadzenie musifunkcjonowac w oparciu o interfejsy, adresy (IP i FQDN), grupy
adresow (IP i FQDN), oraz uzytkownikow
3) Obstuga statycznych i dynamicznych adreséw IP (DHCP i PPoE) na zewnetrznym
interfejsie
4) Mozliwosc¢ pracy jako router i bridge (transpartent mode)
5) Mozliwos¢ obstugi translacji adreséw: SNAT, DNAT
6) Mozliwos¢ obstugi translacji portéw: PAT
7) Mozliwosé obstugi VLAN 802.1Q
. 8) Moizliwosc¢ ochrony przed atakami stosujgcymi techniki unikania wykrycia, np.
Funkcje modutu . o
5. Firewall, routeri frag.r’r.1ent,alc1a [?akletow. L L . o Lo
switching 9) Mozliwos¢ uwierzytelniania uzytkownikéw oraz identyfikacji odpowiadajgcego
im ruchu sieciowego
10) Mozliwos¢ transparentnego uwierzytelniania uzytkownikéw przy integracji z
Active Directory
11) Brak mozliwosci ograniczania ilos¢ urzadzen, adreséw IP czy uzytkownikow
sieci wewnetrznej
12) Mozliwosé sterowania przepustowoscia w oparciu o nastepujace parametry:
uzytkownik, grupa uzytkownikow, protokdt, interfejs sieciowy, adres (IP oraz
FQDN) i grupa adreséw (IP oraz FQDN)
13) Mozliwosc¢ petnienia roli bramki VPN terminujgcej potgczenia VPN site-to-site i
client-to-site
6 Wymagane funkcje VPN | 1) Mozliwos¢ obstugi tuneli: Site-to-Site
' Systemu 2) Wsparcie dla algorytmow szyfrowania IKE: AES-GCM, AES256, AES128, 3DES,
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DES

3) Wsparcie dla algorytmow autentykacji IKE: MD5, SHA-1, SHA-256, SHA-512

4) Rodzaje autentykacji: Preshared key oraz PKI X.509

5) IPsec: wsparcie dla przynajmniej jednego z ponizszych:

a) Authentication Header (AH)
b) Encapsulating Security Payload (ESP)

6) Wsparcie dla IKEv1 i IKEv2

7) Obstuga Perfect Forward Secrecy oraz Anti Reply (Reply Detection).

8) Obstuga Dead Peer Detection (DPD)

9) Obstuga potgczenia VPN client-to-site z wykorzystaniem protokotéw: IPSec
oraz SSL VPN

10) Mozliwos¢ jednoczesnego podtgczenia przynajmniej 500 klientow poprzez SSL
VPN. Zamawiajacy nie akceptuje limitowania klientow dla tej formy potaczenia
zdalnego ( lub dostarczenia minimum 1200 licencji na takie pofaczenia)

1) Polityka Firewall musi uwzglednia¢ adresy IP, uzytkownikéw, protokoty, ustugi
sieciowe, aplikacje lub zbiory aplikacji, reakcje zabezpieczen, rejestrowanie
zdarzen

2) Firewall musi zapewnia¢ translacje adresow NAT: Zzrédtowego i docelowego,

7. Polityki, Firewall translacje PAT oraz:

a) Translacje jeden do jeden oraz jeden do wielu
b) Dedykowany ALG (Application Level Gateway) dla protokotu SIP

3) W ramach Systemu musi istnie¢ mozliwos¢ tworzenia wydzielonych stref
bezpieczenstwa np. DMZ, LAN, WAN

1) W zakresie routingu rozwigzanie musi zapewniac obstuge:

a) Routingu statycznego
b) Policy Based Routingu
c¢) Protokotéw dynamicznego routingu w oparciu o protokoty: RIPv2, OSPF,
. BGP oraz PIM
Routing i obstuga taczy . . o . o ,

8. WAN 2) Firewall musi umozliwia¢ obstuge kilku (co najmniej dwdch) taczy WAN z
mechanizmami statycznego lub dynamicznego podziatu obcigzenia oraz
monitorowaniem stanu potgczenn WAN

3) Firewall musi umozliwia¢ zarzadzanie pasmem poprzez okreslenie:
maksymalnej, gwarantowanej ilosci pasma, oznaczanie DSCP oraz wskazanie
priorytetu ruchu

1) Mozliwos¢ zarzadzania pasmem poprzez okreslenie: maksymalnej,
gwarantowanej ilosci pasma, oznaczanie DSCP oraz wskazanie priorytetu

9. Zarzgdzanie pasmem ruchu

2) Mozliwosé okreslania pasma dla poszczegélnych aplikacji

3) Mozliwo$é zarzadzania pasmem dla wybranych kategorii URL

1) Automatyczna aktualizacja baz sygnatur, nie rzadziej niz co 24 godzin

2) Skanowanie plikéw skompresowanych: zip, tar, gzip

3) Wsparcie dla gtéwnych protokotow: http, HTTPS, FTP, SMTP, POP3, IMAP,
IMAPS, POP3S, SMTPS

10. | Ochrona antywirusowa | 4) Silnik antywirusowy musi umozliwia¢ skanowanie ruchu w obu kierunkach
komunikacji dla protokotéw dziatajgcych na niestandardowych portach (np.
FTP na porcie 2021)

5) System musi wspétpracowac z dedykowang platformg typu Sandbox lub ustugg

typu Sandbox realizowang w chmurze. W ramach postepowania musi zosta¢
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dostarczona platforma typu Sandbox wraz z niezbednymi serwisami lub
licencja upowazniajgca do korzystania z ustugi typu Sandbox w chmurze

1) Automatyczna aktualizacja bazy sygnatur IPS
2) Automatyczne blokowanie znanych zrédet atakéw
3) Mechanizmy ochrony przed atakami typu DoS i DDoS
4) Ochrona przed atakami na aplikacje pracujgce na niestandardowych portach
.| 5) Administrator systemu musi mie¢ mozliwos¢ definiowania wtasnych wyjatkéow
11. | Ochrona przed atakami
oraz witasnych sygnatur
6) Mechanizmy ochrony dla aplikacji Web’owych na poziomie sygnaturowym (co
najmniej ochrona przed: CSS, SQL Injecton, Trojany, Exploity, Roboty) oraz
mozliwos¢ kontrolowania dtugosci nagtédwka, ilosci parametréw URL, Cookies
7) Wykrywanie i blokowanie komunikacji C&C do sieci botnet
1) Funkcja Kontroli Aplikacji musi umozliwia¢ kontrole ruchu na podstawie
gtebokiej analizy pakietow, nie bazujgc jedynie na wartosciach portéw
TCP/UDP
2) Baza Kontroli Aplikacji musi zawiera¢ minimum 2500 sygnatur i byc
aktualizowana automatycznie, zgodnie z harmonogramem definiowanym
przez administratora
12. | Kontrola aplikacji 3) Aplikacje chmurowe (co najmniej: Facebook, Google Docs, Dropbox) musza by¢
kontrolowane pod wzgledem wykonywanych czynnosci, np.: pobieranie,
wysytanie plikow
4) Baza musi zawierac kategorie aplikacji szczegdlnie istotne z punktu widzenia
bezpieczenstwa: proxy, P2P
5) Administrator systemu musi mie¢ mozliwos¢ definiowania wyjatkow oraz
wtasnych sygnatur
1) Modut kontroli WWW musi korzysta¢ z bazy zawierajacej co najmniej 40
milionéw adreséw URL pogrupowanych w kategorie tematyczne
2) W ramach filtra www muszg by¢ dostepne kategorie istotne z punktu widzenia
bezpieczenstwa, jak: malware (lub inne bedace Zréditem ztoSliwego
13. | Kontrola WWW o.programowani.a), phishing,, spam, I?ynamic DNS, p.roxy
3) Filtr WWW musi dostarczac kategorie stron zabronionych prawem: Hazard
4) Administrator musi mie¢ mozliwos¢ definiowania komunikatéw zwracanych
uzytkownikowi dla réznych akcji podejmowanych przez modut filtrowania
5) Administrator musi mie¢ mozliwos¢ nadpisywania kategorii oraz tworzenia
wyjatkdw — biate/czarne listy dla adresow URL
1) System Firewall musi umozliwia¢ weryfikacje tozsamosci uzytkownikéw za
pomoca:
a) haset statycznych i definicji uzytkownikéw przechowywanych w lokalnej
bazie Systemu
b) haset statycznych i definicji uzytkownikéw przechowywanych w bazach
Uwierzytelnianie zgodnych z LDAP
14. | uzytkownikow w c) haset dynamicznych (RADIUS, RSA SecurlD) w oparciu o zewnetrzne bazy
ramach sesji danych
2) Musi istnie¢ mozliwosé zastosowania w tym procesie uwierzytelniania dwu-
sktadnikowego
3) System musi umozliwia¢ budowe architektury uwierzytelniania typu Single Sign

On przy integracji ze srodowiskiem Active Directory oraz zastosowanie innych
mechanizmdw: RADIUS lub API
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1) Mozliwo$¢ zarzadzania lokalnego z wykorzystaniem protokotéw: HTTPS oraz
SSH, jak i muszg mie¢ mozliwos¢ wspdtpracy z dedykowanymi platformami
centralnego zarzadzania i monitorowania
2) Komunikacja systemow zabezpieczen z platformami centralnego zarzadzania
musi by¢ realizowana z wykorzystaniem szyfrowanych protokotéw
3) Musi istnie¢ mozliwos¢ wigczenia mechanizméw uwierzytelniania dwu-
sktadnikowego dla dostepu administracyjnego
4) Wspbtpraca z rozwigzaniami monitorowania poprzez protokoty SNMP w
wersjach 2c, 3 oraz umozliwia¢ przekazywanie statystyk ruchu za pomoca
protokotéw netflow lub sflow
. 1) Mozliwosé zarzadzania przez systemy firm trzecich poprzez API, do ktérego
15. | Zarzadzanie . .
producent udostepnia dokumentacje
2) Element systemu petnigcy funkcje Firewall musi posiada¢ wbudowane
narzedzia diagnostyczne, przynajmniej: ping, traceroute, podglad pakietow,
monitorowanie procesowania sesji oraz stanu sesji firewall
3) Elementy Systemu muszg umozliwiaé¢ zarzagdzanie za pomoca linii polecen
(poprzez port szeregowy lub poprzez SSH)
4) Urzadzenie musi posiada¢ dedykowany interfejs Ethernet obstugujacy
potaczenia z predkoscig minimum 100 Mbit/s - dla zdalnego zarzadzania
5) Urzadzenie musi posiadac¢ port konsolowy
6) Urzadzenie musi posiada¢ port USB umozliwiajgcy instalacje oprogramowania
z no$nika USB
1) Dotaczone 4 moduty SFP+ SR 10Gb/s kompatybilne z urzadzeniem.
L 2) Dotaczone 2 moduty SFP SR 1Gb/s kompatybilne z urzagdzeniem.
Wyposazenie S . .
16. dodatkowe 3) Komplet szyn umozliwiajacych montaz w szafie rack
4) Urzadzenie musi by¢ dostarczone z kompletem kabli umozliwiajgcych
podtgczenie urzagdzenia w klaster HA
17. | Zasilanie Dotaczone dwa redundantne zasilacze AC 230 V
1) Dtugosé gwarancji: min. do dnia 23.12.2029 r.
2) Gwarancja i serwis realizowany w miejscu instalacji sprzetu, z czasem reakgji
do nastepnego dnia roboczego od przyjecia zgtoszenia, mozliwos¢é zgtaszania
awarii poprzez ogdlnopolska linie telefoniczng producenta lub dedykowany i
zabezpieczony kanat komunikacji elektronicznej
3) Producent musi umozliwia¢ skuteczne zgtaszanie awarii w trybie 24x7x365
poprzez ogdlnopolska linie telefoniczng producenta (ogdlnie dostepna linia
telefoniczna producenta, kontakt w jezyku polskim, linia telefoniczna w
. . polskiej strefie numeracyjnej - telefon stacjonarny. Nie dopuszcza si¢ numeréw
Gwarancja, serwis i ) 3 . . L
. . specjalnych, komoédrkowych, o podwyzszonej ptatnosci itp.) oraz system
18. | wsparcie techniczne .
zgtoszeniowy producenta
producenta e . , , y .
4) Mozliwos¢ telefonicznego sprawdzenia konfiguracji sprzetowej infrastruktury
oraz warunkéw gwarancji po podaniu numeru seryjnego bezposrednio u
producenta lub jego przedstawiciela
5) Dyski twarde naprawianego urzadzenia pozostajg w siedzibie Zamawiajacego
6) Zakres wsparcia technicznego producenta:

a) dostep do pomocy technicznej
b) dostep do poprawek i nowych wersji oprogramowania i/lub Systemu
c) dostep do dokumentacji technicznej

d) dostep do konta wsparcia urzadzenia, zawierajgcego dostep do bazy
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wiedzy oraz systemu zgtoszen producenta

. Dokumentacja urzadzenia w jezyku polskim lub angielskim, dostepna na stronie
19. | Dokumentacja
producenta

Urzadzenie musi by¢ dostarczone wraz z licencjami/subskrypcjami na okres
minimum do dnia 23.12.2029 r. upowazniajace do korzystania z aktualnych baz
funkcji ochronnych producenta i serwiséw.

Muszg one obejmowac:

1) Kontrola Aplikacji,

2) IPS,

3) Antywirus (z uwzglednieniem sygnatur do ochrony urzgdzen mobilnych - co

20. | Licencje najmniej dla systemu operacyjnego Android, w wersji min. 12),
4) Analiza typu Sandbox,
5) Antyspam,
6) Web/URL Filtering,
7) bazy reputacyjne adreséw IP/domen

8) SSLVPN oraz IPSecVPN
Jezeli ktérakolwiek opisana powyzej funkcjonalnos¢ wymaga dodatkowych licencji
i/lub subskrypcji to nalezy je dostarczy¢ wraz z urzgdzeniem.

Urzadzenie musi byé kompatybilne z posiadanym przez Zamawiajgcego systemem
FortiAnalyzer.

21. | Integracja W przypadku gdy zaoferowane rozwigzanie nie bedzie kompatybilne z posiadanym
przez Zamawiajgcego systemem FortiAnalyzer wymagane jest dostarczenie
systemu do logowania, raportowania i korelacji logéow, zgodnie z wymaganiami
opisanymi w punkcie 6.1

Urzadzenie musi by¢é kompatybilne z posiadang przez Zamawiajgcego aplikacjg
FortiClient.

22. | VPN W przypadku gdy zaoferowane rozwigzanie nie bedzie kompatybilne z posiadana
przez Zamawiajgcego aplikacjg FortiClient wymagane jest dostarczenie aplikacji,
umozliwiajacej potgczenie VPN do zaoferowanego Systemu wraz z wdrozeniem,

instalacja i konfiguracjg na wszystkich stacjach roboczych Zamawiajgcego.?

4. Ustuga wdrozenia Systemu

Wykonawca zapewni wykonanie ustugi wdrozeniowej Systemu w terminie do 14 dni kalendarzowych od dnia

podpisania protokotu odbioru Systemu bez zastrzezen.

Ustuga wdrozenia Systemu obejmuje w szczegdlnosci:
1) Instalacje i konfiguracje firewalli zgodnie z wytycznymi Zamawiajgcego, w tym:
a) migracja konfiguracji z posiadanych urzadzen Fortinet FortiGate 500E,

b) rekonfiguracja interfejsow sieciowych,

1W przypadku dostarczenia rozwigzania, ktére nie jest kompatybilne z posiadanym przez Zamawiajacego systemem FortiAnalyzer
2 W przypadku dostarczenia rozwigzania, ktére nie jest kompatybilne z posiadang przez Zamawiajacego aplikacja FortiClient
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c) przepiecie ruchu z urzadzen Fortinet FortiGate 500E, w terminie ustalonym przez Zamawiajgcego, z

zastrzezeniem, ze prace bedg wykonywane wytgcznie w soboty i niedziele;

d) przeprowadzenie testow dziatania oraz testow wysokiej dostepnosci rozwigzania,

e) opracowanie i przekazanie dokumentacji powykonawczej zawierajgcej w szczegdlnosci:

diagramy potaczen,

konfiguracje urzadzen,

konfiguracje interfejséw,

integracje z systemami Zamawiajgcego,
opis wdrozonych funkcjonalnosci,

wyniki testéw.

5. Ustuga wsparcia w konfiguracji i administrowaniu Systemem

Wykonawca zapewni S$wiadczenie ustugi  wsparcia w konfiguracji i administrowaniu Systemem

w maksymalnym wymiarze 20 roboczogodzin z mozliwoscig wykorzystania przez okres od dnia odbioru

Systemu do dnia 23.12.2029 r. lub do wykorzystania ww. puli roboczogodzin swiadczonych ustug. Do realizacji

ustugi wsparcia Wykonawca skieruje minimum 2 osoby posiadajgce aktualny certyfikat autoryzowany przez

producenta Systemu, potwierdzajgcy zaawansowang wiedze z Systemu.

Ustuga wsparcia Wykonawcy obejmuje w szczegélnosci:

1) w przypadku awarii urzadzenia — zgtoszenie awarii producentowi, koordynacja zgtoszenia poprzez

monitorowanie i posiadanie aktualnych informacji o statusie zgtoszenia oraz miejscu przebywania

urzadzenia na wymiane, jezeli takie jest przewidziane. Konfiguracja urzagdzenia wymienianego w celu

uzyskania funkcjonalnosci urzgdzenia uszkodzonego;

2) usuwanie usterek, prace rekonfiguracyjne, diagnostycznie, projektowe, ustugi konsultacyjne

w zakresie funkcjonalnosci, eksploatacji i administrowania Systemem, aktualizacja dokumentacji i

inne zlecane przez Zamawiajgcego, majace na celu zapewnienie prawidtowego funkcjonowania sieci

Zamawiajacego;

3) wsparcie bedzie Swiadczone zgodnie z zapotrzebowaniem zgtaszanym przez Zamawiajgcego

w formie mailowej lub telefonicznej, albo w miejscu wskazanym przez Zamawiajgcego wedle wyboru

Zamawiajgcego w terminach wskazanych przez Zamawiajgcego.

6. System centralnego logowania, korelacji i raportowania3

3 W przypadku dostarczenia rozwigzania, ktdre nie jest kompatybilne z posiadanym przez Zamawiajgcego systemem
FortiAnalyzer
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W ramach systemu logowania i raportowania dostawca musi dostarczy¢ spdjny system, w petni kompatybilny
z dostarczonym Systemem, monitorujgcy, gromadzacy logi, korelujacy zdarzenia i generujgcy raporty na

podstawie danych.

System centralnego logowania i raportowania musi by¢ dostarczony w postaci komercyjnej platformy
dziatajgcej w $rodowisku wirtualnym z mozliwoscia uruchomienia na co najmniej nastepujgcych

hypervisorach: VMware ESXi /8.x, Hyperv 2019, 2022, 2025.

1) W ramach centralnego systemu logowania, raportowania i korelacji muszg by¢ realizowane przynajmniej

ponizsze funkcjonalnosci:

Nazwa elementu / . . .
Lp. Opis / minimalne wymagania

Parametr

1. Interfejsy, Dysk, System musi obstugiwac co najmniej 2 interfejsy wirtualne oraz zapewniaé
Zasilanie powierzchnig dyskowa min. 3 TB

2. Parametry Na podstawie analizy przeprowadzonych testéw w zakresie ilosci logéw w
wydajnosciowe: ciggu sekundy, zastosowany system centralnego logowania musi umozliwia¢

zapis oraz analize 3,5 miliondw logéw na dobe w ilosci 3 GB na dobe

3. Logowanie Podglad logowanych zdarzen w czasie rzeczywistym.

Zastosowane systemy logowania muszg umozliwia¢ cykliczny eksport
zgromadzonych logéw do zewnetrznych systeméw przechowywania danych
w celu ich dtugo czasowego sktadowania.

4, Raportowanie Platforma musi dysponowaé predefiniowanym zestawem przyktadéw
raportow, dla ktorych administrator systemu bedzie mdgt modyfikowac
parametry prezentowania wynikéw.

Mozliwos¢ generowania raportow w zakresie wszystkich funkcjonalnosci
bezpieczeristwa realizowanych przez system - na Zadanie oraz w trybie
cyklicznym, w postaci popularnych formatéw min: PDF, CSV, HTML. Raporty
muszg obejmowac zagadnienie dotyczace catej sfery bezpieczeristwa.
Korelacja logow Konfigurowalne opcje powiadamiania o zdarzeniach jak: email, SNMP
Serwisy i licencje Licencje aktywacyjne na okres do dnia 23.12.2029r.
Gwarancja oraz Wsparcie: System zarzgdzania i monitorowania musi by¢ objety serwisem
wsparcie producenta przez do dnia 23.12.2029 r., upowazniajagcym do aktualizacji
oprogramowania oraz wsparcia technicznego minimum w trybie 8x5.
2) Wykonawca zapewni wykonanie ustugi wdrozeniowej centralnego systemu logowania,

raportowania i korelacji obejmujacej:

a) instalacje i konfiguracje systemu centralnego logowania, korelacji i raportowania,

b) konfiguracje do 10 raportow,

c) przeprowadzenie testow dziatania oraz testow wysokiej dostepnosci rozwigzania,

d) opracowanie i przekazanie dokumentacji powykonawczej zawierajgcej w szczegélnosci:

— konfiguracje systemu logowania, raportowania i korelacji;
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