Nabory planowane w latach 2025-2027 zgodnie z Programem Prac DEP 2025-2027 z obszaru Cyberbezpieczeństwo

	Nazwa naboru
	Cel
	Rodzaj wsparcia
	Budżet
	Orientacyjny czas (otwarcie naboru – Q2 lub Q4)
	Realizacja projektów
	Rodzaj wnioskodawców

	Cybersecure tools, technologies and services relying on AI 
	Wsparcie dla rozwoju i wdrażania narzędzi opartych na AI (w tym GenAI) do analizy i reagowania na zagrożenia cybernetyczne dla organów publicznych, Cyber Hubs, CSIRTs oraz podmiotów publicznych i prywatnych z dyrektywy NIS 2, NCCs itp. 
	Simple grants (poziom dofinansowania 50%)
	45 mln euro:
15 mln euro (2025),
15 mln euro (2026) oraz
15 mln euro (2027)
	2025, 2026 oraz 2027
	3 lata
	Dostawcy technologii, Cyber Hubs, jednostki sektora publicznego, podmioty NIS 2, uczelnie i inne instytucje badawcze, sektor prywatny, inne istotne podmioty wspierające wdrażanie AI do zastosowań w cyberbezpieczeństwie. 

	Transition to post-quantum Public Key Infrastructures 

	Prace nad integracją algorytmów PQC w infrastrukturach klucza publicznego (PKI), uwzględniające kompatybilność wsteczną i kontynuację działania usług.
	Simple grants (poziom dofinansowania 50%)
	15 mln euro
	2025
	3 lata
	Wszyscy uczestnicy łańcucha infrastruktury klucza publicznego (PKI). 

	Uptake of innovative cybersecurity solutions for SMEs 
	Celem naboru jest zwiększenie gotowości przemysłowej i rynkowej MŚP do spełnienia wymagań unijnego prawa w zakresie cyberbezpieczeństwa, w szczególności w kontekście aktu o odporności cybernetycznej (Cyber Resilience Act). Działania mają wspierać rozwój innowacyjnych narzędzi i usług pomagających MŚP w zapewnieniu zgodności, reagowaniu na incydenty, współpracy z właściwymi organami oraz podnoszeniu odporności cybernetycznej w całym łańcuchu dostaw.
	SME suport action (poziom dofinansowania 50%, dla MŚP 75%)
	15 mln euro
	2025
	3 lata
	MŚP, podmioty publiczne i prywatne wdrażające dyrektywę NIS 2 oraz akt o odporności cybernetycznej, środowisko naukowe i badawcze itp.

	Coordinated preparedness testing and other preparedness actions 
	Celem naboru jest wsparcie działań na rzecz zwiększenia gotowości państw członkowskich UE oraz podmiotów z sektorów krytycznych do reagowania na zagrożenia cybernetyczne. W ramach naboru finansowane będą z jednej strony skoordynowane testy gotowości (np. testy penetracyjne, ocena ryzyk), a z drugiej – działania uzupełniające, takie jak monitoring podatności, szkolenia, ćwiczenia oraz rozwój polityk ujawniania podatności i zarządzania nimi.
	Simple grants (poziom dofinansowania 50%)
	40 mln euro:
5 mln euro (2025), 15 mln euro (2026) oraz 20 mln euro

For coordinated preparedness testing: 25 mln euro

For other preparedness actions: 15 mln euro
	2025, 2026 oraz 2027
	3 lata
	For coordinated preparedness testing: Organy publiczne pełniące funkcję właściwych organów ds. cyberbezpieczeństwa lub CSIRT-ów, a także inne podmioty publiczne objęte zakresem stosowania dyrektywy NIS 2, aktu o odporności cybernetycznej (CRA), aktu o cyberbezpieczeństwie (CSA), aktu o cybersolidarności (CSoA), rozporządzenia DORA i innych właściwych regulacji UE.

For other preparedness actions:
j. w. oraz Interesariusze przemysłowi oraz inne podmioty publiczne i prywatne, które mogą wspierać wdrażanie dyrektywy NIS 2 (samodzielnie lub we współpracy z podmiotami z sektorów wysoce krytycznych i innych sektorów krytycznych), aktu o odporności cybernetycznej (CRA), aktu o cyberbezpieczeństwie (CSA), aktu o cybersolidarności (CSoA), rozporządzenia DORA, zaufani dostawcy usług cyberbezpieczeństwa.

	Enhancing the NCC Network 

	Celem naboru jest wsparcie funkcjonowania Krajowych Centrów Koordynacji (NCC) w państwach członkowskich UE poprzez rozwój ich zdolności operacyjnych, wspieranie społeczności cyberbezpieczeństwa (w tym MŚP, start-upów i środowisk akademickich) oraz upowszechnianie innowacyjnych rozwiązań w zakresie cyberbezpieczeństwa.
	Simple grant (poziom dofinansowania 50%)
	46 mln euro:
10 mln euro (2025), 16 mln euro (2026) oraz 20 mln euro (2027)
	2025, 2026 oraz 2027
	3-4 lata
	Krajowe Centra Koordynacji (National Coordination Centres – NCC) oraz inne podmioty prywatne i publiczne działające w konsorcjum z NCC, w tym jednostki naukowe i badawcze.

	Dedicated action to reinforce hospitals and healthcare providers 
	Celem działania jest wzmocnienie odporności cybernetycznej szpitali i świadczeniodawców usług zdrowotnych w Unii Europejskiej, szczególnie w kontekście zagrożeń typu ransomware. W ramach pilotażowych projektów demonstracyjnych konsorcja obejmujące klastry szpitali z co najmniej dwóch państw członkowskich oraz dostawców usług cyberbezpieczeństwa opracują i wdrożą techniczne plany bezpieczeństwa, przetestują zaawansowane narzędzia (np. SOC, SIEM) oraz zapewnią szkolenia i działania edukacyjne, wspierając tym samym zgodność z dyrektywą NIS 2.
	Simple grant (poziom dofinansowania 50%)
	30 mln euro
	2025
	1,5-2 lata
	Podmioty publiczne i prywatne. 

	Strengthening cybersecurity capacities of European SMEs with cybersecure AI-powered solution 

	Wsparcie dla MŚP w adopcji narzędzi cyberbezpieczeństwa opartych na AI, w tym gotowych zestawów (toolkitów) do zarządzania ryzykiem i reagowania na incydenty.
	SME suport action (poziom dofinansowania 50%, dla MŚP 75%)
	20 mln euro
	2026
	3 lata
	MŚP, start-upy, uczelnie, jednostki sektora publicznego, dostawcy narzędzi AI, podmioty NIS 2.

	Strengthening the Cyber Hubs ecosystem and enhancing information sharing 
	Celem naboru wzmocnienie współpracy, koordynacji i wymiany wiedzy pomiędzy Krajowymi i Transgranicznymi Centrami Cyberbezpieczeństwa (Cyber Hubs), a także ich integracja z sektorem prywatnym oraz inicjatywami unijnymi, takimi jak ISACs i sieć CSIRT. Działania mają wspierać tworzenie wspólnych standardów, narzędzi, szkoleń i mechanizmów wymiany informacji. 
	Coordination and Support Action (poziom dofinansowania 100%)
	2 mln euro
	2026
	2-3 lata
	Operatorzy Cyber Hubs. 

	Mutual assistance 
	Celem działania jest zapewnienie wzajemnej pomocy technicznej między państwami członkowskimi UE w reagowaniu na poważne lub szeroko zakrojone incydenty cyberbezpieczeństwa. Wsparcie obejmuje m.in. analizę incydentów, koordynację reagowania, zabezpieczanie śladów cyfrowych oraz raportowanie
	Simple grant (poziom dofinansowania 50%)
	4 mln euro:
2 mln euro (2026) oraz 2 mln euro (2027)
	2026 oraz 2027
	3 lata 
	Organy publiczne pełniące funkcję właściwego organu ds. cyberbezpieczeństwa oraz zespoły CSIRT wyznaczone lub ustanowione zgodnie z art. 10 dyrektywy (UE) 2022/2555.

	Strengthening EU cybersecurity capacities & capabilities in line with legislative requirements 

	Celem naboru jest wspieranie wdrażania unijnego prawa w zakresie cyberbezpieczeństwa – w szczególności dyrektywy NIS 2, aktu o odporności cybernetycznej (CRA), aktu o cyberbezpieczeństwie (CSA), RODO, DORA i innych – poprzez budowę zdolności technicznych, organizacyjnych i kompetencyjnych w całej UE. Działanie wspiera m.in. rozwój narzędzi oceny zgodności, certyfikacji, mechanizmów raportowania, szkolenia, rozwój umiejętności (w tym działania Cybersecurity Skills Academy), a także wzmocnienie pozycji MŚP i komercjalizację technologii zwiększających bezpieczeństwo i prywatność (PETs).
	Simple grant (poziom dofinansowania 50%)
	32 mln euro:
20 mln euro (2026) oraz 12 mln euro (2027)
	2026 oraz 2027
	3 lata
	Wszyscy interesariusze.

	Dual-use technologies 
	Celem naboru jest wzmocnienie współpracy pomiędzy cywilnym a obronnym sektorem w zakresie rozwoju i wdrażania technologii podwójnego zastosowania w obszarze cyberbezpieczeństwa. Projekty pilotażowe mają umożliwić opracowanie i demonstrację rozwiązań takich jak: kryptografia odporna na komputery kwantowe, architektury Zero Trust, systemy wykrywania zagrożeń oparte na AI czy cyfrowe bliźniaki (Digital Twins), z zastosowaniem zarówno w infrastrukturze cywilnej, jak i wojskowej.
	Simple grant (poziom dofinansowania 50%)
	10 mln euro
	2026
	3 lata
	Interesariusze z obszaru cywilnego i obronnego, których celem jest wspieranie wspólnych działań ukierunkowanych na dostarczanie konkretnych systemów, narzędzi i technologii, w tym przedsiębiorstwa przemysłowe, ministerstwa i agencje obrony, MŚP i start-upy oraz inni istotni aktorzy odgrywający rolę w europejskim cywilnym i obronnym ekosystemie cyberbezpieczeństwa.

	Migration of Cyber Hubs to PQC 
	Celem naboru jest integracja rozwiązań kryptografii odpornej na ataki kwantowe (PQC) w infrastrukturze krajowych i transgranicznych Centrów Cyberbezpieczeństwa (Cyber Hubs), w celu zapewnienia odporności cyfrowej na przyszłe zagrożenia. Wnioskodawcy powinni zaplanować i wdrożyć testy, komponenty sprzętowe i programowe oraz systemy zgodne z zasadą „crypto-agility” i współpracować m.in. z ENISA oraz ECCG w zakresie walidacji i certyfikacji.
	Simple grants (poziom dofinansowania 50%)
	7 mln euro
	2027
	3 lata
	Cyber Hubs, właściwe organy, dostawcy rozwiązań i usług z zakresu kryptografii odpornej na ataki kwantowe (PQC), inni odpowiedni interesariusze (publiczni lub prywatni). 





