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Załącznik nr 7 do Regulaminu 

Usługa Unijny Certyfikat COVID  - dostępne funkcje, ochrona danych 

osobowych 

Usługa Unijny Certyfikat COVID umożliwia prezentację potwierdzenia dokonania szczepienia 

przeciwko wirusowi SARS-CoV-2 i/lub uzyskania wyniku testu na obecność wirusa SARS-Cov-2 

i/lub informację o przejściu choroby COVID-19. 

§ 1. Definicje: 

1. Certyfikat – poświadczenie, o którym mowa w art. 19e ust.2a ustawy o 

informatyzacji, pozwalające na potwierdzenie integralności i pochodzenia 

dokumentów elektronicznych oraz potwierdzenie lub przekazanie danych osobowych 

Użytkownika, wydawane w ramach Usługi mObywatel. 

2. Ustawa o systemie informacji – ustawy z dnia 28 kwietnia 2011 r. o systemie 

informacji w ochronie zdrowia (Dz. U. z 2022 r. poz. 1555), 

3. CEZ – Centrum e-Zdrowia (CeZ) - państwowa jednostka budżetowa powołana przez 

Ministra Zdrowia, której głównym przedmiotem działalności jest realizacja zadań z 

zakresu budowy społeczeństwa informacyjnego, obejmujących organizację i ochronę 

zdrowia oraz wspomaganie decyzji zarządczych ministra właściwego do spraw zdrowia 

na podstawie prowadzonych analiz. 

4. SI CEZ – system informatyczny Centrum e-Zdrowia, zapewniający dostęp do danych 

niezbędnych do realizacji usługi Unijny Certyfikat COVID. 

5. Internetowe Konto Pacjenta (IKP) – moduł systemu, o którym mowa w art. 7 ust. 1 

ustawy o systemie informacji w ochronie zdrowia z dnia 28 kwietnia 2011 r. (Dz. U. z 

2021 r. poz. 666 z późn. zm.), w którym są przetwarzane dane dotyczące usługobiorcy 

zawarte w Systemie Informacji Medycznej oraz Systemie Rejestru Usług Medycznych 

Narodowego Funduszu Zdrowia. 

§ 2. Informacje ogólne 

1. Podstawę prawną pobrania danych z IKP, w tym w ramach usługi Unijny Certyfikat 

COVID stanowią:  

1) art. 19e ust. 2 pkt 2 ustawy o informatyzacji, zgodnie z którym Minister 

zapewnia działanie systemu teleinformatycznego, który pozwala, przy użyciu 

publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego 

zawierającego dane dotyczące sytuacji prawnej Użytkownika lub praw mu 

przysługujących, 

2) art. 7b ust. 1a w związku z art. 7 oraz 7a ustawy o systemie informacji, 
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3) § 3 pkt 1 rozporządzenia Rady Ministrów w sprawie określenia procedur oraz 

usług, w których dokument elektroniczny oraz certyfikat mogą być 

wykorzystywane do stwierdzania tożsamości obywatela Ukrainy. 

2. Za zgodność i aktualność  danych zawartych w usłudze Unijny Certyfikat COVID  

odpowiada Użytkownik, który jest obowiązany do ich aktualizacji. Konieczne jest 

aktualizowanie danych (kodu QR) po upływie terminu jego ważności w celu pobrania 

aktualnego zaświadczenia. 

3. Korzystanie z usługi Unijny Certyfikat COVID nie zwalnia z obowiązków wynikających z 

przepisów prawa. Zbieranie danych innych Użytkowników, posługiwanie się nimi czy 

ich publikacja podlegają ograniczeniom prawnym wynikającym, m.in. z przepisów 

służących ochronie danych osobowych, dóbr osobistych i prywatności. 

4. Aplikacja mObywatel umożliwia pobranie usługi Unijny Certyfikat COVID każdemu 

zaszczepionemu i/lub każdemu kto uzyskał ujemny wynik testu i/lub przebył chorobę 

COVID-19, użytkownikowi Aplikacji, posiadającemu aktywną usługę Diia.pl lub usługę 

mObywatel, który zaloguje się do Aplikacji. 

§ 3. Usługa Unijny Certyfikat COVID 

1. Usługa Unijny Certyfikat COVID pozwala na pobranie przez Użytkownika danych 

osobowych z Usługi Diia.pl albo Usługi mObywatel, pochodzących z IKP oraz 

przechowywanie ich w postaci zaszyfrowanej w urządzeniu mobilnym Użytkownika, a 

także ich okazywanie lub przekazywanie. 

2. Usługa Unijny Certyfikat COVID umożliwia pobranie przez Użytkownika Unijnych 

Certyfikatów COVID użytkownika oraz osób niepełnoletnich, których Użytkownik  jest 

przedstawicielem ustawowym. Lista certyfikatów z zakładki „Dzieci” uwzględnia 

wyłącznie niepełnoletnich przypisanych do ubezpieczenia zdrowotnego Użytkownika 

Aplikacji. 

3. Wiarygodność danych dostępnych w usłudze Unijny Certyfikat COVID wynika z faktu, 

że dane pochodzą z rejestrów państwowych i IKP i zostały pobrane przez osobę, która 

została uwierzytelniona Certyfikatem. 

4. Do aktywacji i aktualizacji Usługi Unijny Certyfikat COVID niezbędne jest posiadanie w 

SI CEZ/IKP informacji o dokonaniu przez Użytkownika szczepienia przeciwko wirusowi 

SARS-CoV-2 i/lub informacji o uzyskanym ujemny wynik testu i/lub  informacji o 

przebyciu choroby COVID-19 oraz posiadanie ważnej Usługi Diia.pl albo Usługi 

mObywatel. 

§ 4. Użytkownicy 

Użytkownikami korzystającymi z usługi Unijny Certyfikat COVID UA mogą być wyłącznie 

osoby, które 

1. mające obywatelstwo polskie i  spełniają poniższe warunek: 

1) mają aktywowaną Usługę mObywatel; 
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2) posiadają w SI CEZ/IKP informację o dokonaniu szczepienia przeciwko 

wirusowi SARS-CoV-2, i/lub informację o uzyskaniu ujemnego wyniku testu na 

obecność wirusa SARS-Cov-2 i/lub informację o przejściu choroby COVID-19. 

albo 

2. spełniają łączenie poniższe warunki: 

1) maja aktywną usługę Diia.pl, 

2) posiadają w SI CEZ/IKP informację o dokonaniu szczepienia przeciwko 

wirusowi SARS-CoV-2, i/lub informację o uzyskaniu ujemnego wyniku testu na 

obecność wirusa SARS-Cov-2 i/lub informację o przejściu choroby COVID-19. 

§ 5. Aktywacja usługi Unijny Certyfikat COVID 

1. Aktywacja usługi Unijny Certyfikat COVID w systemie Aplikacji polega na: 

1) zalogowaniu do Aplikacji; 

2) naciśnięciu „Dodaj dokument”; 

3) wybraniu Unijny Certyfikat COVID (system automatycznie  sprawdza czy 

Użytkownik posiada aktywną Usługę Diia.pl albo Usługę mObywatel, w przypadku 

braku jednej z tych usług, Użytkownik będzie mógł aktywować brakującą Usługę).  

Brak aktywnej Usługi Diia.pl albo Usługi mObywatel uniemożliwia korzystanie z 

Usługi Unijny Certyfikat COVID; 

4) potwierdzeniu tożsamości Użytkownika przy użyciu Certyfikatu; 

5) pobraniu z systemu mObywatel i SI CEZ/IKP danych dotyczących Użytkownika i 

danych dodatkowych dotyczących szczepienia i/lub wyniku ujemnego testu i/lub 

przybyciu choroby COVID-19 oraz odpowiedniego kodu QR. 

2. Ważność Unijnego Certyfikatu COVID powiązana jest z ważnością Certyfikatu lub 

ważnością zaświadczenia o szczepieniu i/lub ważnością wyniku testu na obecność 

wirusa SARS-Cov-2 i/lub ważnością informacji o przejściu choroby COVID-19. W  

Usłudze Unijny Certyfikat COVID status ważności dokumentu będzie uzależniony od 

daty i czasu ważności UCC przekazanej z  SI CEZ/IKP, a jej przekroczenie będzie 

sygnalizowane graficznie wewnątrz Usługi wraz z możliwością zaktualizowania 

danych. 

3. Certyfikat jest wykorzystywany do: 

1) pobrania i podpisania danych w usłudze Unijny Certyfikat COVID; 

2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym 

pobieranym z IKP; 

3) zapewnienia, że przekazywane dane w ramach usług Unijny Certyfikat COVID są 

tożsame z danymi pobranymi z IKP oraz usługi mObywatel lub usługi Diia.pl. 

4. Do potwierdzenia tożsamości Użytkownika przy użyciu Certyfikatu oraz pobrania 

danych z IKP niezbędne jest aktywne połączenie internetowe. 
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5. Użytkownik może aktywować usługę Unijny Certyfikat COVID i pobrać dane z IKP na 

jednym urządzeniu mobilnym. 

6. Poza funkcją prezentacji uprawnień oraz funkcją aktualizacji danych, usługa Unijny 

Certyfikat COVID nie oferuje funkcji eksportu ani importu danych. 

7. Dostęp do danych przechowywanych w usłudze Unijny Certyfikat COVID jest 

zabezpieczony hasłem w Aplikacji zgodnie z regulaminem Aplikacji. 

§ 6. Funkcje usługi Unijny Certyfikat COVID 

1. Prawidłowo aktywowana usługa Unijny Certyfikat COVID umożliwia Użytkownikowi 

korzystanie z następujących funkcji: 

1) okazanie kodu/kodów QR zawierających dane przekazane z IKP; 

2) pobranie i okazanie kodu/kodów QR użytkownika oraz niepełnoletnich, których 

Użytkownik jest przedstawicielem ustawowym; 

3) przejście do usługi mObywatel albo usługi Diia.pl w celu potwierdzenia swoich 

danych osobowych; pobranie kodu QR potwierdzającego odbycie szczepienia wraz z 

datą jego ważności i uzyskania wyniku testu na obecność wirusa SARS-Cov-2 i 

informacji o przebytej chorobie COVID-19; 

4) zmianę języka z polskiego na angielski i odwrotnie albo zmianę języka z 

ukraińskiego na język angielski i odwrotnie; 

5) dodanie do aplikacji Apple (Portfela i Zdrowia) dostarczanej przez Apple Inc. - 

dostępna dla Użytkownika posiadającego Aplikację zainstalowaną na urządzeniu 

mobilnym typu smartfon z  systemem iOS; 

6) usunięcie usługi Unijny Certyfikat COVID z Aplikacji. 

2. Użytkownik może okazać innej osobie potwierdzenie dokonania szczepienia przeciwko 

wirusowi SARS-CoV-2 i/lub uzyskania wyniku testu na obecność wirusa SARS-Cov-2 

i/lub informacji o przebytej chorobie COVID-19, na ekranie urządzenia mobilnego, 

którym się posługuje. Funkcja dostępna jest po uruchomieniu Aplikacji i po wybraniu 

Unijny Certyfikat COVID. 

3. Ważność kodu/kodów QR może być zweryfikowana poprzez dedykowane aplikacje. 

4. Dodanie UCC do Apple (Portfela i Zdrowia) w aplikacji Portfel Apple wymaga 

wyrażenia zgody przez Użytkownika i akceptację ryzyka ewentualnego naruszenia 

prywatności w związku z możliwym przekazywaniem danych osobowych poza 

Europejski Obszar Gospodarczy, z czym wiąże się brak standardów ochrony danych 

osobowych wynikających z RODO1 

 
1 Rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony 
osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich 
danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 
4.05.2016, str. 1, oraz Dz. Urz. UE L 127 z 23.05.2018 str. 2 oraz Dz. Urz. UE L 74 z 4.03.2021, str. 35). 
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5. Usunięcie usługi Unijny Certyfikat COVID następuje również automatycznie w 

przypadku dezaktywacji usługi mObywatel albo usługi Diia.pl. 

6. Minister informuje, że instalacja dostarczanych cyklicznie przez Ministra aktualizacji 

Aplikacji jest konieczna dla jej prawidłowego działania i należytego zabezpieczenia 

zawartych w niej danych. Minister rekomenduje instalowanie takich aktualizacji 

niezwłocznie po ich udostępnieniu za pomocą sklepów z aplikacjami. 

 § 7. Prywatność i bezpieczeństwo 

1. Administratorem danych osobowych Użytkownika pobieranych z IKP jest Minister 

Zdrowia. Informacja o przetwarzaniu danych osobowych znajduje się na stronie 

internetowej Ministerstwa Zdrowia. Z administratorem danych można się 

kontaktować pod adresem: Ministerstwo Zdrowia, ul. Miodowa 15, 00-952 Warszawa 

lub elektronicznie, na adres: kancelaria@mz.gov.pl lub na adres skrytki ePUAP: 

/8tk37sxx6h/SkrytkaESP. Administrator wyznaczył Inspektora Ochrony Danych, z 

którym można się kontaktować sprawach związanych z przetwarzaniem danych 

osobowych przez Ministra Zdrowia bezpośrednio pod adresem: iod@mz.gov.pl. 

2. Administratorem danych osobowych Użytkownika pobieranych z usługi mObywatel 

albo usługi Diia.pl jest Minister właściwy do spraw informatyzacji, mający swą 

siedzibę w Kancelarii Prezesa Rady Ministrów, al. Ujazdowskie 1/3, 00-583 Warszawa. 

Z administratorem można się kontaktować na podany wyżej adres lub na adres ul. 

Królewska 27, 00-060 Warszawa  lub elektronicznie, na adres: 

Kancelaria.Krolewska@mc.gov.pl lub na adres skrytki ePUAP: /MAiC/SkrytkaESP. 

Administrator wyznaczył Inspektora Ochrony Danych, z którym można się 

kontaktować sprawach związanych z przetwarzaniem danych osobowych przez 

Ministra właściwego do spraw informatyzacji (Ministra Cyfryzacji) bezpośrednio pod 

adresem: iod@mc.gov.pl. 

3. Usługa Unijny Certyfikat COVID przechowuje następujące dane Użytkownika lub osób 

niepełnoletnich, których Użytkownik jest przedstawicielem ustawowym: 

1) Dane zawarte w certyfikacie potwierdzającym szczepienie ochronne przeciw 

COVID-19: 

a) nazwisko (-a) i imię (imiona); 

b) data urodzenia; 

c) choroba lub czynnik chorobotwórczy: COVID-19 (co oznacza również SARS-

CoV-2 lub jeden z jego wariantów); 

d) szczepionka / profilaktyka; 

e) szczepionkowy produkt leczniczy; 

f) posiadacz pozwolenia na dopuszczenie do obrotu lub wytwórca szczepionki; 

g) liczba w serii szczepień / dawek i całkowita liczba dawek w serii; 

https://www.gov.pl/web/zdrowie/dane-osobowe
https://www.gov.pl/web/zdrowie/dane-osobowe
mailto:kancelaria@mz.gov.pl
mailto:iod@mz.gov.pl
mailto:Kancelaria.Krolewska@mc.gov.pl
mailto:iod@mc.gov.pl
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h) data szczepienia, wskazująca datę ostatniej otrzymanej dawki; 

i) państwo członkowskie szczepienia; 

j) wystawca certyfikatu; 

k) niepowtarzalny identyfikator certyfikatu. 

2) Dane zawarte w certyfikacje zawierającym wynik  testu na obecność wirusa SARS-

Cov-2: 

a) nazwisko (-a) i imię (imiona); 

b) data urodzenia; 

c) choroba lub czynnik chorobotwórczy: COVID-19 (co oznacza również SARS-

CoV-2 lub jeden z jego wariantów); 

d) rodzaj testu; 

e) nazwa testu (opcjonalnie w przypadku testu NAAT); 

f) producent testu (nieobowiązkowo w przypadku testu NAAT); 

g) data i godzina pobrania próbki do badań; 

h) wynik testu; 

i) ośrodek testowy lub placówka (nieobowiązkowe w przypadku szybkiego testu 

antygenowego); 

j) państwo członkowskie, w którym wykonano test; 

k) wystawca certyfikatu; 

l) niepowtarzalny identyfikator certyfikatu. 

3) dane zawarte w potwierdzeniu przebycia choroby COVID-19: 

a) nazwisko (-a) i imię (imiona); 

b) data urodzenia; 

c) choroba lub czynnik chorobotwórczy, z którego Użytkownik wyzdrowiał: 

COVID-19 (czyli również SARS-CoV-2 lub jeden z jego wariantów); 

d) data pierwszego pozytywnego wyniku testu NAAT; 

e) państwo członkowskie, w którym wykonano test; 

f) wystawca certyfikatu; 

g) data od kiedy certyfikat jest ważny; 

h) data ważności certyfikatu (nie więcej niż 180 dni od daty pierwszego 

pozytywnego wyniku testu); 
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i) niepowtarzalny identyfikator certyfikatu. 

4) Dane potwierdzające wyrażenie zgody dotyczącej funkcjonalności przekazywania 

UCC do  Apple (Portfel i Zdrowie): 

a) potwierdzenie uzyskania zgody Użytkownika, 

b) PESEL, 

c) data i czas operacji, 

d) nazwa urządzenia. 

4. Minister jest podmiotem przetwarzającym dane, o których mowa w ust. 3, na 

podstawie porozumienia zawartego z administratorem danych (Ministrem Zdrowia). 

5. Podstawą przetwarzania danych osobowych w systemie teleinformatycznym 

obsługującym usługę Unijny Certyfikat COVID jest art. 6 ust 1 lit. e, oraz art. 9 ust.2 lit. 

i RODO. 

6. W celu przekazania Unijnego Certyfikatu COVID z Aplikacji do innego administratora - 

Apple Inc. wymagana jest zgoda Użytkownika na podstawie art. 9 ust. 2 lit. a RODO. 

7. Osobie, której dane są przetwarzane w systemie teleinformatycznym, o którym mowa 

w art. 19e ust. 2 ustawy o informatyzacji, przysługuje w dowolnym momencie – 

prawo do: 

1) uzyskania dostępu do swoich danych osobowych; 

2) żądania sprostowania swoich danych osobowych; 

3) wniesienia sprzeciwu wobec przetwarzania jego/jej danych osobowych; 

4) żądania ograniczenia przetwarzania danych osobowych; 

5) prawo do wniesienia skargi do organu nadzorczego. Organem nadzorczym jest 

Prezes Urzędu Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa. 

8. Minister gromadzi dane statystyczne dotyczące usługi w zakresie liczby: 

1) aktywacji usługi Unijny Certyfikat COVID; 

2) akcji aktualizacji danych i wydania Certyfikatów; 

3) zgłoszonych utrat telefonów; 

4) zgłoszonych problemów. 

9. Dane, o których w ust. 3 są przetwarzane wyłącznie w trakcie korzystania z usługi 

Unijny Certyfikat COVID, w celu dostarczenia Użytkownikom usługi umożliwiającej 

prezentację danych z IKP oraz zapewnienia bezpieczeństwa teleinformatycznego i 

bezpieczeństwa obrotu prawnego. 
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10. Dane, o których w ust. 2 i ust. 3 pkt 4 przechowywane są przez okres 6 lat od dnia 

ostatniej aktywności Użytkownika w systemie teleinformatycznym Aplikacji (art. 19h 

ustawy o informatyzacji). Dane nie są przetwarzane w celach marketingowych. 

11. Dane osobowe, przetwarzane w systemie teleinformatycznym, o którym mowa w art. 

19e ust. 2 ustawy o informatyzacji, nie będą podlegały zautomatyzowanemu 

podejmowaniu decyzji, w tym profilowaniu. 

12. Dane osobowe, o których mowa w ust. 3, będą również przetwarzane przez: 

Centralny Ośrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa oraz 

Naukową i Akademicką Sieć Komputerową - Państwowy Instytut Badawczy, ul. Kolska 

12, 01-045 Warszawa jako odpowiednio: 

1) podmiot przetwarzający dane osobowe, 

2) dalszy podmiot przetwarzający dane osobowe. 

13. Dane osobowe mogą być przekazywane do organów publicznych i urzędów 

państwowych lub innych podmiotów upoważnionych na podstawie przepisów prawa 

lub wykonujących zadania realizowane w interesie publicznym lub w ramach 

sprawowania władzy publicznej. 


