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[bookmark: _xqnhfc4pj2ik]Wniosek kandydata do Społeczności kompetentnej 
w dziedzinie cyberbezpieczeństwa

1.  Dane kandydata na członka Społeczności (dalej kandydata)

	1.1
	Nazwa kandydata PL/ENG
	

	1.2
	Adres siedziby kandydata
	

	1.3
	Numer identyfikacyjny kandydata
(np. NIP, KRS, REGON, CEDIG) 
	

	1.4
	Strona internetowa kandydata
	

	1.5
	Numer telefonu kandydata
	

	1.6
	E-mail kandydata
	

	1.7
	Czy siedziba wymieniona w pkt 1.2 jest główną siedzibą kandydata? 
	Wybierz element.
	1.8
	Jeśli nie, proszę o podanie adresu głównej siedziby.
	

	1.9
	Numer PIC (numer rejestracyjny nadawany podmiotowi poprzez portal Funding&tenders opportunities) jeśli został nadany.
	

	1.10
	Forma prawna kandydata
	Wybierz element.

Przy wyborze inne – jakie? prosimy o doprecyzowanie jakie poniżej




	1.11
	Typ organizacji
	Wybierz element.

W przypadku odpowiedzi „Inne” prosimy o doprecyzowanie poniżej jakie.






2. Własność i kontrola
	2.1
	Czy kandydat posiada filie/oddziały w innych państwach (w tym w krajach Unii Europejskiej, Europejskiego Obszaru Gospodarczego - EOG, Europejskiego Stowarzyszenia Wolnego Handlu – EFTA)?
	Wybierz element.
	2.2
	Jeśli tak, proszę określić w jakich.
	

	2.3
	Czy kandydat posiada udziały większościowe w organizacjach zlokalizowanych poza Polską (w tym w krajach Unii Europejskiej, EOG, EFTA)?
	Wybierz element.
	2.4
	Jeśli tak, proszę określić w jakich.
	

	2.5
	Czy struktura własnościowa kandydata jest wyłącznie krajowa[footnoteRef:2]? [2:  Wszystkie udziały są w posiadaniu obywateli lub podmiotów krajowych] 

	Wybierz element.
	2.6
	Czy struktura własnościowa kandydata pochodzi wyłącznie z krajów UE, EOG, EFTA?
	Wybierz element.
	2.7
	Jeśli nie, proszę podać państwa pochodzenia.
	

	2.8
	Czy kandydat jest powiązanym/ kontrolowanym/ zależnym w stosunku do innego podmiotu?
	Wybierz element.
	2.9
	Jeśli tak proszę podać nazwę i kraj miejsca głównej siedziby podmiotu, o którym mowa w pkt 2.8 
	

	2.10
	Czy kandydat posiada świadectwo bezpieczeństwa przemysłowego?
	Wybierz element.
	2.11
	Czy kandydat jest podmiotem zrzeszającym inne podmioty?
	Wybierz element.
	2.12
	Jeśli tak, proszę wskazać jakie podmioty kandydat zrzesza
	Wybierz element.
Prosimy o uszczegółowienie odpowiedzi, jeśli 
Wybierz element.


3. Obszary działalności
	3.1
	Wiedza specjalistyczna kandydata w dziedzinie cyberbezpieczeństwa. 

	Prosimy o wybór co najmniej jednego obszaru (można wybrać więcej niż 1)

środowisko akademickie, badania naukowe lub innowacje;
rozwój przemysłowy lub rozwój produktów;
szkolenie i kształcenie;
bezpieczeństwo informacji lub operacje w zakresie reagowania na incydenty;
etyka;
formalna i techniczna standaryzacja oraz specyfikacje.


	3.2
	Szczegółowy opis wiedzy specjalistycznej kandydata- w tym doświadczenie, współpraca krajowa i zagraniczna, udział w projektach międzynarodowych, w szczególności udział w projektach finansowanych z Programu Cyfrowa Europa i Horyzont Europa, itp.
	

	3.3
	Wiedza specjalistyczna zgodnie z taksonomią cyberbezpieczeństwa[footnoteRef:3] [3:  Cybersecurity Taxonomy | European Cybersecurity Atlas (europa.eu)
Cybersecurity taxonomy - EU Vocabularies - Publications Office of the EU (europa.eu)] 

	

	3.4
	Co chcą Państwo osiągnąć poprzez dołączenie do Społeczności? 
	

	3.5
	W jaki sposób i do jakich celów i zadań Społeczności kandydat chce wnieść swój wkład? 
	

	3.6
	Kategoria kandydata na członka Społeczności zgodnie z Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2021/887 z dnia 20 maja 2021 r. ustanawiającego Europejskie Centrum Kompetencji Przemysłowych, Technologicznych i Badawczych w dziedzinie Cyberbezpieczeństwa
	Wybierz element.




4. Informacje kontaktowe przedstawiciela kandydata
	4.1
	Imię i nazwisko
	


	4.2
	Stanowisko
	

	4.3
	Email
	

	4.4
	Bezpośredni numer telefonu
	


	4.5
	Proszę określić doświadczenie osoby kontaktowej w dziedzinie cyberbezpieczeństwa
	


5. Inne oświadczenia
	5.1
	Kandydat oświadcza, że nie znajduje się w sytuacji opisanej w art. 136 rozporządzenia finansowego UE.[footnoteRef:4] [4:  Rozporządzenie Parlamentu Europejskiego i Rady (UE, Euratom) 2018/1046 z dnia 18 lipca 2018 r. w sprawie zasad finansowych mających zastosowanie do budżetu ogólnego Unii ] 

	Wybierz element.
	5.2
	Kandydat potwierdza, że wszystkie informacje podane w formularzu rejestracyjnym są prawdziwe i aktualne.
	Wybierz element.
	5.3
	Kandydat potwierdza, że zapoznał się z postanowieniami rozporządzenia 2021/887, w szczególności z art. 9 – Zadania Społeczności[footnoteRef:5] [5:  Rozporządzenie UE 2021/887] 

	Wybierz element.

6.  Przetwarzanie danych osobowych
	6.1
	Potwierdzam zapoznanie się z klauzulą informacyjną dotyczącą przetwarzania danych przez NCC-PL umieszczoną na stronie MC[footnoteRef:6] [6:  Informacje dotyczące przetwarzania danych osobowych - Ministerstwo Cyfryzacji - Portal Gov.pl (www.gov.pl)] 

	Wybierz element.
	6.2
	Wyrażam zgodę na przetwarzanie danych moich oraz potwierdzam uzyskanie zgody na przetwarzanie danych osób ujętych we wniosku.
	Wybierz element.


☐ Przyjmuję do wiadomości i niniejszym zgadzam się, że informacje podane w procesie rejestracji zostaną udostępnione ECCC i innym Krajowym Ośrodkom ustanowionym przez każde państwo członkowskie zgodnie z rozporządzeniem 2021/887 
☐ Przyjmuję do wiadomości i niniejszym zgadzam się, że następujące informacje będą publicznie dostępne na stronach internetowych ECCC i NCC ustanowionych przez każde państwo członkowskie zgodnie z rozporządzeniem:
1) nazwa 
2) kraj siedziby
3) strona internetowa
4) rodzaj organizacji przewidziany w art. 8 ust. 2 rozporządzenia
5) zakres działalności
	

	Podpis osoby upoważnionej do reprezentowania kandydata



Załączniki:
1. Formularz własności i kontroli
2. Upoważnienie do reprezentowania kandydata
3. …
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