Ministerstwo Rozwoju i Technologii Warszawa, 19.01.2026 r.

ul. Plac Trzech Krzyzy 3/5

00-507 Warszawa

ZAPYTANIE O WYCENE DO OSZACOWANIA WARTOSCI ZAMOWIENIA

Ministerstwo Rozwoju i Technologii planuje uruchomi¢ postepowanie przetargowe o udzielenie
zamowienia publicznego na zakup i wdrozenie Systemu DLP.

Uprzejmie prosimy o wycene, ponizej opisanych minimalnych wymagan stanowigcych przedmiot
planowanego zamowienia do wszczecia postepowania przetargowego na zakup i wdrozenie Systemu
Ochrony Przed Wyciekiem Informacji DLP (Data Loss Prevention) wraz z instruktazem oraz ustugami
wsparcia technicznego dla Ministerstwa Rozwoju i Technologii.

PRZEDMIOT ZAMOWIENIA

Przedmiotem Zamoéwienia jest zakup i wdrozenie Systemu DLP.
Zamowienie zostanie zrealizowane poprzez wykonanie nastepujgcych zadanh:

1.
2.
3.

zakup licencji oprogramowania wraz ze wsparciem technicznym na okres 36 miesiecy;
wdrozenie dostarczonego Systemu;
ustugi asysty techniczne;j.

TERMIN REALIZACJI ZAMOWIENIA

1) Przedmiot zamowienia zostanie zrealizowany w terminie maksymalnie do 60 dni od daty
podpisania przez strony umowy (termin realizacji do uzupetnienia przez Wykonawce w
Formularzu Ofertowym).

1.

—
-

MINIMALNE WYMAGANIA DOTYCZACE REALIZACJI PRZEDMIOTU ZAMOWIENIA

W ramach realizacji przedmiotu zamoéwienia Wykonawca dostarczy i wdrozy System
Ochrony Przed Wyciekiem Informacji DLP (Data Loss Prevention) zapewniajgcy ochrone
danych przetwarzanych w infrastrukturze teleinformatycznej Zamawiajgcego, obejmujgcej w
szczegoblnosci: stacje robocze, system poczty elektronicznej oraz serwery plikéw.

W ramach realizacji przedmiotu zamodwienia Wykonawca dostarczy licencje
oprogramowania sktadajgce sie na zaoferowany System Ochrony Przed Wyciekiem
Informacji DLP (Data Loss Prevention) wraz ze wsparciem producenta na okres 36 miesiecy.
Licencje oprogramowania zostang dostarczone ze wsparciem na okres 36 miesiecy.
Dostarczone dla Systemu DLP oprogramowanie nie moze by¢ przeznaczone przez
producenta do wycofania ze sprzedazy.

Licencje oprogramowania wraz ze wsparciem producenta na okres 36 miesiecy muszg
by¢ zarejestrowane na Zamawiajgcego i pochodzi¢ z legalnego kanatu dystrybucyjnego
producenta na rynek UE oraz nie posiada¢ wad prawnych, zas korzystanie z nich przez
Zamawiajgcego nie powinno stanowi¢ naruszenia majgtkowych praw autorskich osob
trzecich.

W ramach wdrozenia Wykonawca przeprowadzi instruktaz dla administratoréw
Zamawiajgcego.

System musi spetnia¢ wymogi w zakresie ochrony poufnosci, integralnosci i dostepnosci
informacji oraz systemow informatycznych zgodnie z polskimi normami i Krajowymi
Ramami Interoperacyjnosci (KRI), w tym aktualizacje oprogramowania oraz zarzgdzanie
konfiguracja.

System musi wspétpracowac z istniejgca infrastrukturg teleinformatyczng Zamawiajgcego
oraz by¢ zgodny z wymaganiami interoperacyjnosci systeméw publicznych w Polsce.
System musi zapewniaé szyfrowanie komunikacji pomiedzy komponentami systemu oraz
posiada¢ mechanizmy ochrony integralnosci i poufnosci przetwarzanych danych.
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10.

11.

MINIMALNE WYMAGANIA TECHNICZNE | FUNKCJONALNE SYSTEMU DLP

Wymagania w zakresie rozwigzan infrastrukturalnych

System DLP musi by¢ dostarczony jako jeden spodjny produkt od jednego producenta,
obejmujacy: konsole zarzadzania, komponenty serwerowe, repozytoria danych oraz agentéw
endpoint.

System DLP musi umozliwiaé wdrozenie w catosci w infrastrukturze Zamawiajgcego (on-
premise).

System DLP musi umozliwia¢ instalacje komponentéw serwerowych na serwerach
wirtualnych (VM) Zamawiajgcego.

System DLP musi posiada¢ webowg konsole zarzgdzania dostepng z przeglgdarki, dostepna
za pomocg protokotu HTTPS i umozliwiajgcg: konfiguracje polityk, zarzadzanie agentami,
obstuge incydentow, raportowanie, audyt dziatarn administracyjnych.

W przypadku, jesli System DLP wymaga do pracy zewnetrznego silnika bazodanowego
Wykonawca musi dostarczyé kompletne rozwigzanie tj. oprogramowanie Systemu DLP oraz
silnik bazodanowy wraz z ewentualnymi licencjami wymaganymi do rekomendowanej przez
producenta oprogramowania pracy.

System DLP musi dziala¢ w architekturze serwer-klient, gdzie komunikacja serwera
administracyjnego z klientem odbywa sie przy pomocy agenta instalowanego na stacji
koncowej.

System DLP musi komunikowac sie ze stacjami roboczymi za pomocg instalowanego na nich
agenta i/lub klienta. W przypadku braku potgczenia agenta/klienta z serwerem
administracyjnym, agent/klient musi mie¢ mozliwos¢ lokalnego przechowywania informaciji
oraz zebranych danych do czasu ponownego potgczenia z serwerem administracyjnym.
Analiza danych przeprowadzana przez agenta Systemu DLP na komputerze uzytkownika
musi by¢ petna i nie moze wymagac przesytania danych do bardziej szczegotowej analizy na
serwerze Systemu DLP. Agent Systemu DLP musi zapewnia¢ tak samo dobrg ochrone
danych niezaleznie od tego czy ma komunikacje z serwerem systemu DLP czy nie.

System DLP musi posiadaé funkcjonalnos¢ synchronizacji uzytkownikéw oraz staciji
roboczych z ustugg Microsoft Active Directory.

Producent/Wykonawca musi dostarczy¢ pakiet instalacyjny agenta w formacie
umozliwiajgcym masowg dystrybucje co najmniej jako MSI lub réwnowazny instalator
obstugujacy instalacje cichg tj. bez interakcji uzytkownika kohcowego.

System DLP musi umozliwia¢ instalacje agenta ochrony DLP dla nastepujacych systemow
operacyjnych:

a. Microsoft Windows 10 (wersja x64).

b. Microsoft Windows 11 (wersja x64).

c. Microsoft Windows Server 2019 i wyze;.

d. MacOS 13.x i wyzej.

Wymagania zapewnianego zakresu ochrony systemu DLP

System DLP musi wykorzystywaé szerokg game mechanizméw automatycznego identyfikowania
tresci, m.in.:

a. stowa kluczowe, frazy, stowniki

b. wyrazenia regularne, wtasciwosci pliku takie jak rozmiar, nazwa, typ

c. skrypty umozliwiajgce rozpoznanie identyfikatorow takich jak PESEL, REGON, NIP, czy
numer karty kredytowe;.

System DLP musi wykorzystywa¢ algorytm identyfikacji tresci tak by, chroni¢ poszczegdlne
informacje zawarte w pliku a nie wytgcznie dokument w catosci. Dla plikéw niezawierajgcych
tekstu np. binarnych lub graficznych musi by¢ mozliwe zidentyfikowanie dla catego pliku, aby
mozliwe byto wykrycie jego transmisji lub uzycia w catosci.
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System DLP musi umozliwia¢ tgczenie w politykach wielu mechanizmoéw identyfikacji danych
wyrazeniami logicznymi pozwalajac na reagowanie w przypadku wystgpienia okreslonej
kombinacji chronionych danych.

System DLP musi umozliwia¢ wykrywanie chronionych tresci w przesytanych plikach graficznych
wykorzystujgc technologie OCR (ang. optical character recognition)

System w zakresie ochrony danych na stacji koncowej musi umozliwia¢ monitorowanie takich
czynnosci jak:

kopiowanie informacji na zewnetrzne nosniki danych, np. pendrive.

nagrywanie ptyt.

drukowanie zaréwno na drukarki lokalne jak i sieciowe.

kontrola aplikacji w zakresie operacji kopiuj/wytnij, wklej oraz dostep aplikacji do pliku.
kontrola tresci przesytanych za pomocg przegladarki internetowej oraz klienta poczty.
lokalne wykrywanie chronionych informacji w plikach na dysku stacji koricowe;.
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Wymagania w zakresie zarzadzania politykami oraz obstugg incydentéw

System DLP musi umozliwia¢ ziarnistg delegacje uprawnien do konfiguracji systemu, polityk,
raportow oraz incydentdw w oparciu o role wtasne oraz wbudowane, takie jak administrator,
audytor, manager incydentow.

Konsola zarzgadzania systemu DLP musi zawiera¢ sekcje pozwalajgcg administratorom na

monitorowanie i ocene poprawnosci dziatania systemu jak i obcigzenia poszczegdolnych modutéw

Systemu DLP.

Konsola zarzadzajgca musi umozliwia¢ zarzadzanie i prace nad incydentami, m.in:

a. zmiane statusu incydentu

b. zmiane waznosci incydentu

c. dodanie komentarza do incydentu

d. dodanie etykiety do incydentu

Zarzgdzanie incydentami musi by¢ mozliwie na co najmniej dwa sposoby:

a. uprzywilejowana osoba (administrator systemu DLP, analityk incydentow) loguje sie do konsoli
zarzadzania systemu DLP, odnajduje odpowiedni incydent i wykonuje na nim odpowiednie
akcje

b. System DLP wysyta automatyczne powiadomienie dotyczgce naruszenia polityki DLP do
wyznaczonej osoby (administrator systemu DLP, analityk incydentéw). Powiadomienie zawiera
szczegoly incydentu.

System DLP musi umozliwia¢ integracje z ustugami katalogowymi w celu m.in.:

a. przypisania uzytkownikéw i grup jako autoryzowanych nadawcow i odbiorcow chronionych
informacijj,

b. przypisania uzytkownikéw do rél zarzgdzajgcych takich jak administrator, audytor, manager
incydentéw,

c. wyswietlenia szczegotow dotyczacych uzytkownika w ramach incydentu zwigzanego z jego
aktywnoscig, np. powinno by¢ mozliwe wyswietlenie informacji o przetozonym oraz
departamencie uzytkownika.

d. automatycznego wystania powiadomienia do przetozonego (menadzera) osoby bedgcej
zrodtem incydentu w przypadku jego wystagpienia.

System DLP musi umozliwiaé budowanie polityk ochrony informacji uwzgledniajgc kontekst w jaki

informacja jest uzywana, czyli uwzglednia okolicznosci jak:

a. kto wysyta informacje.

b. dokad informacje sg wysytane.

c. w jaki sposéb informacje sg wysytane.

d. co jest wysytane, czyli wlasciwa identyfikacja tresci.

Umozliwia¢ nastepujace reakcje na dziatania uzytkownika naruszajgce polityki ochrony danych:

a. zezwolenie dziatania.

b. zezwolenie dziatania po podaniu przyczyny

c. blokowanie dziatania.

d. wystanie zgodnych z przygotowanymi szablonami powiadomien

Dla plikow, musi by¢ mozliwe utworzenie nastepujgcych regut:
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V.

a. blokowanie oraz zezwalanie na zapisywanie, przenoszenie do lokalizacji na dyskach
zewnetrznych z mozliwoscig okreslenia biatej oraz czarnej listy tych urzadzen.

b. blokowanie oraz zezwalanie na drukowanie na okreslonych drukarkach.

blokowanie oraz zezwalanie na zapisywanie i przenoszenie do lokalizacji sieciowe;j.

d. blokowanie oraz zezwalanie na przekazywanie danych do publicznych platform sztucznej
inteligencji.

e. blokowanie oraz zezwalanie na wysylanie za posrednictwem klientéw pocztowych z
mozliwoscig okreslenia biatej i czarnej listy adreséw i domen.

f. blokowanie oraz zezwalanie na wysylanie do poczty webowej za pomocg przegladarki (np.
gmail, onet).

g. blokowanie oraz zezwalanie na zapisywanie, przenoszenie plikow do chmury, zaréwno za
pomocg przegladarki internetowej jak i aplikacji tj. Dropbox, Google Drive, OneDrive

h. blokowanie oraz zezwalanie na przesylanie danych za pomocg komunikatoréw (w
szczegoblnosci MS Teams)

i. blokowanie oraz zezwalanie na zapisywanie i przenoszenie danych poprzez ustuge pulpitu
zdalnego

System DLP musi posiada¢ mozliwos$¢ ustawienia powiadomienia widocznego dla uzytkownika.

134

Wymagania w zakresie integracji zewnetrznych systemu DLP

System DLP musi zapewnia¢ integracje z systemami SIEM w postaci przekazywania informacji
na temat incydentéw przez protokét rsyslog lub http (webhook).

System DLP musi zapewnia¢ integracje z oprogramowaniem Microsoft Outlook na stacji roboczej
w postaci analizy i blokowania dziatan na plikach i kategoriach danych zidentyfikowanych w
systemie DLP.

System DLP musi zapewniaé integracje z przegladarkami internetowymi Chrome, Firefox, Edge w
postaci analizy i blokowania dziatan na plikach i kategoriach danych zidentyfikowanych w
systemie DLP.

MINIMALNE WYMAGANIA W ZAKRESIE WSPARCIA TECHNICZNEGO PRODUCENTA
SYSTEMU

Wsparcie techniczne producenta dla oferowanego Systemu DLP musi spetnia¢ nizej opisane
wymagania:

1.
2.

g

Minimalny okres wsparcia do oprogramowania wynosi 36 miesiecy.

Wsparcie bedzie liczone od daty odbioru przedmiotu umowy i oparta na gwarancji producenta
rozwigzania zgodnie z terminami obowigzywania wymaganymi w OPZ.

Wsparcie techniczne producenta musi by¢ swiadczone w rezimie 8x5xNBD. Czas naprawy Awarii
Systemu liczony jest od czasu przestania zgtoszenia o awarii do Wykonawcy zgodnie z
procedurg przyjmowania zgtoszen serwisowych.

Zamawiajgcy otrzyma dostep do pomocy technicznej Wykonawcy (telefon, e-mail lub www) w
zakresie rozwigzywania probleméw zwigzanych z biezgcg eksploatacjg w godzinach pracy
Zamawiajgcego.

W okresie wsparcia technicznego producenta Wykonawca w ramach otrzymanego
wynagrodzenia udostepni Zamawiajgcemu mozliwos¢ wielokrotnego uaktualniania catego
dostarczonego oprogramowania do najnowszych wersji oferowanych przez producenta oraz
patche i programy korekcji btedow.

Na okres przedtuzajgcej sie naprawy Wykonawca moze stosowac procedury zastepcze. Czas
trwania procedur zastepczych nie moze by¢ diuzszy niz 45 dni kalendarzowe od chwili zgtoszenia
awarii.

Przez usuniecie Awarii nalezy rozumie¢ przywrdcenie pierwotnej funkcjonalnosci Systemu we
wszystkich modutach i zaprzestanie stosowania w biezgcej pracy procedur zastepczych.

Po usuniegciu kazdej Awarii, Wykonawca zobowigzuje sie do doprowadzenia catego systemu do
stanu integralnej catosci w rozumieniu poprawnego dziatania wszystkich zainstalowanych
komponentdow.
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9.

10.

11.

12.

13.

14.

VL.

W ramach wsparcia technicznego producenta Zamawiajgcy bedzie miat prawo przez okres
wskazany w formularzu ofertowym do:
a) pobierania i instalowania nowych wersji oprogramowania dla kazdego elementu Systemu.

b) dostepu do bazy wiedzy oraz dokumentacji dostarczonych elementéw.
c) dostepu do powiadomien/ogtoszen/alarmow w zakresie dostarczonych elementow.
d) zgtaszania nieograniczonej liczby awarii systemu w trybie 24x365x7 za pomocg

dedykowanego portalu i/lub zgtoszenia telefonicznego.

Czasy reakcji/naprawy na zgtoszenie bedg na poziomie:

a) 1 godzina/8 godzin - btad krytyczny — tj. przerwa w dziataniu ustug w $rodowisku
produkcyjnym, brak dostepnego obejscia problemu,

b) 2 godziny/2 dni - btedy wysokie — tj. problem z poprawnym dziataniem ustugi znaczgco
utrudniajgcy realizacje procesow biznesowych, brak dostepnego obejscia problemu,

c) 4 godziny/7 dni - btedy $rednie - tj. problem z poprawnym dziataniem ustugi, utrudnienie
realizacji procesow biznesowych, dostepne obejscie problemu,

d) 8 godzin/14 dni - btedy niskie — tj. problem z poprawnym dziataniem ustugi, brak wptywu na
realizacje proceséw biznesowych.

Wykonawca w terminie 7 dni od zawarcia Umowy dostarczy Zamawiajgcemu procedury

zgtaszania i obstugi Awarii wraz z listg oséb upowaznionych do kontaktéw, wykazem adresow

poczty elektronicznej i nr telefonow.

W okresie wsparcia technicznego producenta Wykonawca ponosi odpowiedzialno$¢ za poprawne

funkcjonowanie oprogramowania stanowigcego przedmiot zamodwienia, z zastrzezeniem, ze

Wykonawca nie ponosi odpowiedzialnosci za uszkodzenia oprogramowania powstate z wytgcznej

winy Zamawiajgcego lub oséb trzecich dziatajgcych w jego imieniu.

Wymagany tryb zgtaszania wszelkich awarii, wad i btedoéw. Zgtoszenie nastepuje w drodze

pisemnej mailem na adres podany przez Wykonawce lub za posrednictwem telefonicznego

zgtaszania awarii, wad i bledow dotyczgcych sprzetu i oprogramowania w dni robocze w

godzinach 8:00-16:00.

Zamawiajgcy wymaga obstugi zgtoszeh w jezyku polskim.

MINIMALNE WYMAGANIA W ZAKRESIE WDROZENIA SYSTEMU WRAZ Z INSTRUKTAZEM

Wdrozenie dostarczonego Systemu DLP nastagpi poprzez:

a) instalacje subskrypcji oprogramowania.

b) analize przedwdrozeniowag obejmujgcg rozpoznanie potrzeb i przygotowanie architektury
rozwigzania, ktora zostanie ujeta w projekcie technicznym.

c) konfiguracje i uruchomienie systemu DLP.

d) wykonanie dokumentaciji technicznej i eksploatacyjne;.

e) przeprowadzenie instruktazu dla administratorow Systemu.

f) opracowanie oraz wdrozenie polityk bezpieczenstwa i regut kontrolnych adekwatnych do
potrzeb Zamawiajgcego, umozliwiajgcych monitorowanie, blokowanie oraz raportowanie
incydentéw zwigzanych z nieuprawnionym przetwarzaniem lub przesytaniem informaciji.

g) uruchomienie mechanizméw raportowania, audytu i alarmowania o zdarzeniach
bezpieczenstwa

h) uruchomienia proceséw automatycznej klasyfikacji dokumentéw

i) przeprowadzenie testow poprawnosci instalacji i konfiguracji.

Instalacja i konfiguracja Systemu DLP nastgpi wedtug najlepszych praktyk producenta. Instalacje
oprogramowania na stacjach roboczych i serwerach wykona Zamawiajgcy na podstawie
informacji i dokumentacji dostarczonej przez Wykonawce.

Konfiguracja autentykacji i autoryzacji do Systemu DLP wigczajagc w to integracje z ustugami
zarzgdzania tozsamoscig dziatajgcych u Zamawiajgcego.

Opracowanie i wdrozenie reakcji na incydenty, obejmujgcych zaréwno dziatania automatyczne,
jak i potautomatyczne.

Konfiguracja i implementacja polityk bezpieczenstwa, regut oraz raportow, optymalizacja pod
katem wydajnosci oraz minimalizacji liczby fatszywych alarméw zgodnie z najlepszymi praktykami
oraz wytycznymi Zamawiajgcego,
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10.

Wykonanie testéw wydajnosci, bezpieczenstwa oraz procedur odtwarzania po awarii w celu

potwierdzenia gotowosci systeméw do pracy w srodowisku produkcyjnym.

Wykonaniu testéw akceptacyjnych (niezawodnosciowe oraz funkcjonalne) oraz opracowaniu i

przedstawieniu Raportu w dokumentacji powykonawcze;j.

Wykonawca przeprowadzi instruktaz dla administratoréw wskazanych przez Zamawiajgcego:

a) Instruktaz zostanie przeprowadzony w terminie uzgodnionym z Zamawiajgcym (jednak nie
pozniej niz 10 dni od daty wdrozenia), w jego siedzibie, tj. Plac Trzech Krzyzy 3/5, 00-507
Warszawa lub w formie zdalne;j.

b) Instruktaz powinien obejmowac:

— omoéwienie dostarczonego systemu (parametry, funkcjonalnosci).

— omoéwienie przeprowadzonych prac instalacyjno-konfiguracyjnych.
— omowienie i weryfikacje przygotowanych i dostarczonych procedur.
— omowienie scenariuszy w przypadku wystgpienia btedow/awarii.

W ramach wdrozenia systemu Wykonawca zobowigzany jest do przygotowania i przekazania

Zamawiajgcemu dokumentacji powykonawcze;.

Dokumentacja powinna zawiera¢ minimum ponizej opisane informacje:

1. Informacje ogdlne:

- Tytut projektu/systemu
—  Zamawiajgcy i wykonawca
—  Zakres wdrozenia
—  Daty realizacji (rozpoczecia i zakonczenia)
—  Osoby kontaktowe/odpowiedzialne
2. Opis systemu:
—  Cel i funkcjonalnos$c¢ systemu
—  Zakres objety wdrozeniem
—  Architektura systemu (np. model warstwowy, serwer-klient, chmura)
—  Schematy lub diagramy (np. diagramy UML, sieciowe, architektury logiczne;j i fizycznej)
— Licencje
3. Wykonane prace:
—  Opis wykonanych etapéw wdrozenia
—  Zastosowane technologie i narzedzia
—  Zainstalowane oprogramowanie i ich wersje
—  Dostarczone komponenty ich specyfikacja
4. Konfiguracja systemu:
—  Parametry konfiguracyjne
—  Zastosowane ustawienia (system operacyjny, bazy danych, serwery, aplikacje)
—  Dane dostepowe (jesli to mozliwe) lub procedura ich uzyskania
—  Schematy potgczen (np. sieciowych, zasilania, logiki sterowania)
5. Testy i odbiory:
—  Protokoty testéw funkcjonalnych i integracyjnych
—  Wyniki testow
—  Protokdét odbioru kohcowego
—  Wykryte i rozwigzane problemy (jesli byly)
6. Instrukcje i procedury:
— Instrukcja uzytkownika systemu
— Instrukcja administratora
—  Procedury awaryjne i odzyskiwania danych (Disaster Recovery)
—  Szczegoly dotyczgce kopii zapasowych i przywracania systemu
—  Procedury utrzymaniowe

7. Zatgczniki:

—  Licencje na oprogramowanie

—  Certyfikaty zgodnosci

—  Rysunki techniczne

—  Zrzuty ekrandéw lub dokumentacja fotograficzna
— Raporty z testoéw
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VIL.

MINIMALNE WYMAGANIA W ZAKRESIE ASYSTY TECHNICZNEJ

Wykonawca przez caty okres trwania umowy zobowigzany bedzie do $wiadczenia ustugi
asysty technicznej na kazde Zzagdanie Zamawiajgcego, tj. kazdorazowo na podstawie
pisemnego zlecenia asysty technicznej, wystawianego przez Zamawiajgcego.

Zakres, sposo6b oraz termin realizacji zostang uzgodniony na etapie przedstawienia wymagan
przez Zamawiajgcego i wyceny pracochtonnosci przez Wykonawce, poprzedzajgcych
Zlecenie.

Zlecenia bedg obejmowaC w szczegdlnosci wsparcie administratorow Zamawiajgcego w
uzytkowaniu Systemu, zaréwno techniczne jak i merytoryczne.

Szczegotowy zakres ustugi asysty technicznej uwzglednia¢ bedzie kazdorazowo zlecenie.
Ustugi asysty technicznej muszg by¢ realizowane przez inzyniera posiadajgcego Certyfikat z
oficjalnej $ciezki producenta dostarczonego systemu na poziomie eksperckim.

Ustugi asysty technicznej Wykonawca zobowigzuje sie realizowa¢ w dwoch formach:

a) w siedzibie Zamawiajgcego.

b) zdalnie.

Wykonawca udostepni narzedzie umozliwiajgce zdalng komunikacje, ktére w uzgodnieniu z
Zamawiajgcym zostanie uruchomione na stacji roboczej pracownika Zamawiajgcego.

Po wykonaniu ustug Wykonawca przedtozy Zamawiajgcemu protokdt z wykonania ustug
asysty zawierajgcy ich rodzaj, zakres oraz termin.

Maksymalna liczba roboczogodzin w trakcie trwania umowy wskazana jest w Formularzu
Ofertowym.

10. Zamawiajgcy zastrzega sobie prawo do nieudzielania zleceh na ustugi asysty techniczne;j.
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