Ustuga mLegitymacji Ulgowych Ustug Transportowych

§ 1. Definicje:

1.

Certyfikat — poswiadczenie, o ktorym mowa w art. 19e ust. 2a ustawy o
informatyzacji, pozwalajgce na potwierdzenie integralnosci i pochodzenia
dokumentow elektronicznych oraz potwierdzenie lub przekazanie danych osobowych
Uzytkownika, wydawane w ramach Ustugi mObywatel.

Certyfikat Ucznia — poswiadczenie, o ktdrym mowa w art. 19e w ust. 2b pkt 1 ustawy
o informatyzacji, pozwalajgce na potwierdzenie integralnosci i pochodzenia
dokumentow elektronicznych oraz potwierdzenie lub przekazanie danych osobowych
Uzytkownika wydany w ramach ustugi mLegitymacja szkolna.

Legitymacja UUT — dokument wydany przez PKP Intercity i potwierdzajacy
uprawnienia jego posiadacza do korzystania z ulgowych ustug transportowych
zgodnie z Porozumieniem w sprawie ulgowych ustug transportowych zawartym w
dniu 27 listopada 2013 r. z pozn. zm.

PKP Intercity lub PKP — ,,PKP Intercity” Spotka Akcyjna z siedzibg w Warszawie (KRS
0000296032, NIP 526 25 44 258) bedaca dystrybutorem ulgowych ustug
transportowych zgodnie z Porozumieniem w sprawie ulgowych ustug transportowych
zawartym w dniu 27 listopada 2013 r. oraz podmiotem odpowiedzialnym za
wydawanie Legitymacji UUT.

Pracodawca — PKP Intercity lub podmiot, ktory wystapit do PKP Intercity o wydanie
Legitymacji UUT dla Uzytkownika.

System UUT - system PKP Intercity przechowujacy przekazane przez pracodawcéw
dane Uzytkownikéw posiadajgcych Legitymacje UUT.

Zasady odprawy UUT — dokument wewnetrzny, ustalony przez pasazerskich
przewoznikédw kolejowych, na podstawie Porozumienia w sprawie ulgowych ustug
transportowych z dnia 27 listopada 2013 r., ktory obowigzuje wyfacznie przy
przejazdach oséb uprawnionych do UUT pociggami tych przewoznikow, wskazujacy
m.in. katalog oséb uprawnionych do korzystania z mLegitymacji UUT.

§ 2. Informacje ogdine

1.

Podstawe prawng pobrania danych w ramach mLegitymacji UUT stanowi art. 19e ust.
2 pkt 3 ustawy o informatyzacji, zgodnie z ktérym Minister zapewnia dziatanie
systemu teleinformatycznego, ktéry pozwala, przy uzyciu publicznej aplikacji
mobilnej, na pobranie dokumentu elektronicznego zawierajgcego dane dotyczgce
sytuacji prawnej Uzytkownika lub praw mu przystugujacych.

Za zgodno$¢ danych zawartych w mLegitymacji UUT odpowiada Uzytkownik, ktory
jest zobowigzany do aktualizacji danych, jezeli dane te ulegty zmianie i posiada o nich
wiedze. W przypadku stwierdzenia, ze dane znajdujace sie na mLegitymacji UUT sg
nieprawidtowe lub nieaktualne, nalezy zgtosi¢ sie do Pracodawcy.
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3. Korzystanie z mLegitymacji UUT nie zwalnia z obowigzkéw wynikajacych z przepisow
prawa. Zbieranie danych innych Uzytkownikdw, postugiwanie sie nimi czy ich
publikacja podlegajg ograniczeniom prawnym wynikajgcym, m.in. z przepisow
stuzgcych ochronie danych osobowych, débr osobistych i prywatnosci.

4. Aplikacja umozliwia pobranie mLegitymacji UUT posiadaczowi Legitymacji UUT,
wskazanemu w Zasadach odprawy UUT i ktéry zaloguje sie do Aplikacji, bez
koniecznosci wnioskowania o nia.

§ 3. mLegitymacja UUT

1. mLegitymacja UUT pozwala na pobranie przez Uzytkownika, danych z bazy Systemu
UUT oraz z Ustugi mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w
urzadzeniu mobilnym Uzytkownika, a takze ich okazywanie lub przekazywanie.

2. Dane dostepne w mLegitymacji UUT pochodzg z Systemu UUT i zostaty pobrane
przez osobe, ktdra zostata uwierzytelniona Certyfikatem.

3. Do aktywacji i aktualizacji mLegitymacji UUT niezbedne jest posiadanie waznej
Legitymacji UUT oraz waznego Certyfikatu.

§ 4. Uzytkownicy

Uzytkownikami korzystajacymi z mLegitymacji UUT mogg by¢ wytgcznie osoby majgce
obywatelstwo polskie, ktére spetniajg dwa ponizsze warunki:

1) majg wazny Certyfikat;

2) posiadajg aktualng i wazng Legitymacje UUT.

§ 5. Aktywacja mLegitymacja UUT

1. Aktywacja mLegitymacji UUT w Aplikacji polega na:
1) zalogowaniu do Aplikacji;
2) wybraniu ,mLegitymacja UUT” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu lub Certyfikatu Ucznia;
4) pobraniu danych Uzytkownika oraz jego uprawnien.

2. Waznos¢ mlLegitymacji UUT powigzana jest z waznoscig Certyfikatu lub Certyfikatu
Ucznia.
3. Certyfikat oraz Certyfikat Ucznia sg wykorzystywane do:
1) pobraniai podpisania danych w mLegitymacji UUT;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z Systemu UUT;

3) zapewnienia, ze przekazywane dane w ramach mLegitymacji UUT sg tozsame z
danymi pobranymi z Systemu UUT oraz ustugi mObywatel lub mLegitymacji szkolnej.

4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu lub Certyfikatu Ucznia
oraz pobrania danych z Systemu UUT niezbedne jest aktywne potgczenie internetowe.

5. Uzytkownik posiadajacy ustuge mObywatel moze aktywowa¢ mLegitymacje UUT i pobrac
dane z Systemu UUT na nie wiecej niz trzech urzgdzeniach mobilnych. Na jednym
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urzadzeniu mobilnym mozna aktywowac i pobraé dane z Systemu UUT Uzytkownika oraz
0s6b powigzanych z Uzytkownikiem.

6. Uzytkownik posiadajgcy mLegitymacje szkolng moze aktywowa¢ mLegitymacje UUT i
pobraé dane z Systemu UUT tylko na jednym urzadzeniu mobilnym.

7. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, mLegitymacja UUT nie
oferuje funkcji eksportu ani importu danych.

8. Dostep do danych przechowywanych w mlLegitymacji UUT jest zabezpieczony hastem w
Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje mLegitymacja UUT dla Uzytkownikéw ustugi mObywatel

1. Prawidtowo aktywowana ustuga mLegitymacja UUT umozliwia Uzytkownikowi
korzystanie z nastepujacych funkcji:

1) okazanie danych Uzytkownika, o ktérych mowa w § 8 ust. 3, oraz kodu QR (widok
gtéwny ,mLegitymacja UUT”);

2) przekazanie danych Uzytkownika oraz oséb powigzanych w celu weryfikacji (funkcja
,Przekaz”);

3) przejscie do ustugi mObywatel w celu potwierdzenia swoich danych osobowych
(funkcja ,mObywatel”);

4) prezentacja Legitymacji UUT dzieci lub wspdtmatzonka Uzytkownika, w sposéb
umozliwiajgcy wyswietlanie przez Uzytkownika Legitymacji UUT cztonkéw jego
rodziny posiadajgcych takze Legitymacje UUT (funkcja ,Moi bliscy”);

5) aktualizowanie danych Uzytkownika oraz oséb powigzanych (funkcja , Aktualizuj”); 6)
usuniecie mLegitymacji UUT z Aplikacji (funkcja ,Usun mLegitymacje UUT").

2. Uzytkownik moze okazac innej osobie mLegitymacje UUT oraz kod QR na ekranie
urzadzenia mobilnego, ktédrym sie postuguje. Funkcja dostepna jest po uruchomieniu
Aplikacji i po wybraniu ustugi mLegitymacja UUT. Ekran prezentacji danych
uwierzytelniajg elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) gilosza umieszczonego jako tto mLegitymacja UUT, w ktorym kolory zmieniajg sie pod
wptywem zmiany potozenia zyroskopu urzadzenia;

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z biegiem czasu.

3. Funkcja ,Przekaz” pozwala na przekazanie do weryfikacji aplikacji mWeryfikator danych
Uzytkownika mLegitymacji UUT oraz danych mLegitymacji UUT pozostatych cztonkow
jego rodziny w postaci kodu QR . Przekazanie danych przebiega w nastepujacy sposéb:
1) Uzytkownik w mLegitymacji UUT wywotuje funkcje ,,Przekaz”;

2) Uzytkownik wybiera mLegitymacje UUT osoby, ktérej dane chce przekaza¢ do
aplikacji mWeryfikator;
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3) w mLegitymacji UUT wyswietla sie graficzny, kwadratowy kod QR, ktdry zawiera
informacje o czasie jego wygenerowania. Po zamknieciu Aplikacji lub wygasnieciu jej
sesji, przekazanie danych wymaga ponownego wygenerowania kodu QR;

4) uzytkownik mWeryfikatora odczytuje kod QR za pomocg aparatu fotograficznego
urzgdzenia mobilnego, ktérym sie postuguje;

5) nastepuje przekazanie danych zawartych w kodzie QR do urzadzenia mobilnego
uzytkownika mWeryfikatora. mWeryfikator nie przechowuje pobranych danych.

4. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu

Certyfikatu.

5. Usuniecie mLegitymacji UUT Uzytkownika nastepuje réwniez automatycznie w przypadku
dezaktywacji ustugi mObywatel.

§ 7. Funkcje mLegitymacji UUT dla Uzytkownikdw mLegitymacji szkolnej

1. Prawidtowo aktywowana ustuga mLegitymacja UUT umozliwia Uzytkownikowi
korzystanie, m.in.

z nastepujacych funkcji:

1) okazanie danych Uzytkownika oraz kodu QR (widok gtéwny ,mLegitymacja UUT”);

2) przekazanie danych Uzytkownika w celu weryfikacji (funkcja ,,Przekaz”);

3) przejscie do mLegitymacji szkolnej w celu potwierdzenia swoich danych osobowych
(funkcja ,mLegitymacja”);

4) aktualizowanie informacji na temat uprawnien wraz z powigzanymi z nimi danymi
Uzytkownika (funkcja ,,Aktualizuj”);

5) usuniecie mLegitymacji UUT z Aplikacji (funkcja ,Usun mLegitymacje UUT”).

2. Uzytkownik moze okazac innej osobie dane mLegitymacji UUT oraz kod QR na ekranie
urzgdzenia mobilnego, ktérym sie postuguje. Funkcja dostepna jest po uruchomieniu
Aplikacji i po wybraniu ,,mLegitymacja UUT”. Ekran prezentacji danych uwierzytelniajg
elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktédrym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) gilosza umieszczonego jako tto mLegitymacji UUT, w ktérym kolory zmieniajg sie pod
wptywem zmiany potozenia zyroskopu urzadzenia;

3) zegara mierzgcego aktualny czas liczony w godzinach, minutach i sekundach,
zmieniajgcy sie dynamicznie wraz z biegiem czasu.

3. Funkcja ,Przekaz” pozwala na przekazanie do weryfikacji Aplikacji mWeryfikator
zakodowanych w mLegitymacji UUT danych Uzytkownika w postaci kodu QR. Przekazanie
danych przebiega w nastepujgcy sposob:

1) Uzytkownik w mLegitymacji UUT wywotuje funkcje ,Przekaz”;

2) w mlegitymacja UUT wyswietla sie graficzny, kwadratowy kod QR, ktéry zawiera
informacje o czasie jego wygenerowania. Po zamknieciu Aplikacji lub wygasnieciu jej
sesji, przekazanie danych wymaga ponownego wygenerowania kodu QR;
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3) uzytkownik mWeryfikatora odczytuje kod QR za pomocg aparatu fotograficznego
urzgdzenia mobilnego, ktérym sie postuguje;

4) nastepuje przekazanie danych zawartych w kodzie QR do urzadzenia mobilnego
uzytkownika mWeryfikatora. mWeryfikator nie przechowuje pobranych danych.
Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu

Certyfikatu Ucznia.
W przypadku dezaktywacji Certyfikatu Ucznia nastepuje automatyczne usuniecie
mLegitymacja UUT.

§ 8. Prywatnos¢ i bezpieczenstwo

1.

5.

Administratorem danych osobowych Uzytkownika pobieranych z Systemu UUT jest
Pracodawca.

Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie oraz
Certyfikacie Ucznia jest Minister majacy swg siedzibe w Kancelarii Prezesa Rady
Ministréw, al. Ujazdowskie 1/3, 00-583 Warszawa. Z administratorem mozna sie
kontaktowad na podany wyzej adres lub na adres ul. Krélewska 27, 00-060 Warszawa lub
elektronicznie, na adres: Kancelaria.Krolewska@mc.gov.pl lub na adres skrytki ePUAP:
/MAIC/SkrytkaESP. Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym mozna
sie kontaktowad sprawach zwigzanych z przetwarzaniem danych osobowych przez
Ministra bezposrednio pod adresem: iod@mc.gov.pl.,.

Administratorem danych osobowych uczniéw, ktérym wydano mLegitymacje szkolng jest
Szkofta.

W ramach ustugi mLegitymacja UUT w Aplikacji przechowuje sie nastepujgce dane:
1) pierwsze imie Uzytkownika Legitymacji UUT oraz oséb powigzanych;
2) drugie imie Uzytkownika oraz oséb powigzanych;
3) nazwisko Uzytkownika oraz oséb powigzanych;
4) numer PESEL Uzytkownika oraz oséb powigzanych;
5) wizerunek twarzy Uzytkownika;
6) seria i numer mLegitymacji UUT Uzytkownika oraz oséb powigzanych;
7) Pracodawca;
8) kategoria Uzytkownika;
9) klasa wagonu;
10) status mLegitymacji UUT Uzytkownika oraz oséb powigzanych;
11) informacja na temat Certyfikatu uzytego do wydania danych;
12) termin waznosci mLegitymacji UUT Uzytkownika oraz oséb powigzanych.

Osobie, ktérej dane sg przetwarzane w systemie teleinformatycznym, o ktérym mowa w
art. 19e ust. 2 ustawy o informatyzacji, przystuguje w dowolnym momencie — zgodnie z
Ogélnym rozporzadzeniem o ochronie danych, w tym w szczegdlnosci z art. 6 ust. 1 lit. e:

1) prawo dostepu do tresci danych;
2) prawo do sprzeciwu do przetwarzania danych;
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10.

11.

12.

3) prawo do ograniczenia przetwarzania danych osobowych przez Ministra; w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do
czasu wyjasnienia sprawy (poza ich przechowywaniem);

4) prawo do wniesienia skargi do organu nadzorczego.

Minister gromadzi dane statystyczne dotyczgce mlLegitymacji UUT w zakresie liczby:
1) aktywacji mLegitymacji UUT;

2) akcji aktualizacji danych i wydania

Certyfikatéw;

3) zgtoszonych utrat telefonéw;

4) zgtoszonych problemoéw.

Dane, o ktédrych mowa w ust. 4 sg przetwarzane wytacznie w trakcie korzystania z
mLegitymacji UUT i w celu dostarczenia obywatelom ustugi umozliwiajgcej prezentacje
danych z systemu UUT oraz zapewnienia bezpieczenstwa teleinformatycznego i
bezpieczenstwa obrotu prawnego.

Dane, o ktérych mowa w ust. 4 przechowywane sg do roku od dnia utraty Legitymacji
UUT. Dane nie sg przetwarzane w celach marketingowych.

Minister nie gromadzi informacji o skorzystaniu przez Uzytkownikéw z funkcji
elektronicznego przekazania danych.

Dane osobowe, przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19e
ust. 2 ustawy o informatyzacji, nie beda podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.

Dane osobowe, o ktérych mowa w ust. 4, beda réwniez przetwarzane przez: Centralny
Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa jako odpowiednio:

1) podmiot przetwarzajgcy dane osobowe,
2) dalszy podmiot przetwarzajacy dane osobowe.

Dane osobowe mogg by¢ przekazywane do organdéw publicznych i urzedéw panstwowych
lub innych podmiotdw upowaznionych na podstawie przepiséw prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy
publicznej.
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Zatacznik nr 9 do Regulaminu

Ustugi Diia.pl w aplikacji mObywatel - dostepne funkcje, ochrona danych osobowych

Za pomocg ustugi Diia.pl mozesz bezpiecznie:

§1.

§2.

§3.

okazywac swoje dane innym osobom — tym samym potwierdzajgc swojg tozsamosg,
przekaza¢ swoje dane podmiotom publicznym lub niepublicznym w celu skorzystania
z oferowanych przez nie ustug.

Definicje:

1. Certyfikat Diia.pl — certyfikat kryptograficzny, o ktérym mowa w art. 19e ust. 2a

ustawy o informatyzacji, stanowigcy poswiadczenie autentycznosci danych
Uzytkownika pobranych z Rejestru w ramach ustugi Diia.pl.

Profil Zaufany - srodek identyfikacji elektronicznej wydany w systemie identyfikacji
elektronicznej przytgczony do wezta krajowego albo za posrednictwem wezta
transgranicznego.

Informacje ogdlne

Podstawe prawng pobrania danych osobowych w ramach Diia.pl stanowi art. 10
ustawy o pomocy obywatelom Ukrainy zgodnie z ktérym mozliwe jest pobranie
aktualnych danych, o ktérych mowa w. w art. 4 ust. 4 pkt 1-15 oraz art. 5 ust. 5 pkt 2i 3
ustawy o pomocy obywatelom Ukrainy oraz art. 8 pkt 23 i 24a lit. d ustawy z dnia 24
wrzesnia 2010 r. o ewidencji ludnosci .

. Korzystanie z Diia.pl nie zwalnia Uzytkownika z obowigzkéw wynikajgcych z przepiséw

prawa. Zbieranie danych innych uzytkownikdéw, postugiwanie sie nimi czy ich publikacja
podlegajg ograniczeniom prawnym wynikajgcym m.in. z przepiséw stuzgcych ochronie
danych osobowych, débr osobistych i prywatnosci.

Ustuga Diia.pl

. Ustuga Diia.pl pozwala na pobranie danych osobowych i wizerunku Uzytkownika

z Rejestru oraz przechowywanie ich w postaci zaszyfrowanej w urzadzeniu mobilnym
Uzytkownika. Za posrednictwem Diia.pl dane Uzytkownika przechowywane w Ustudze
mogg by¢ w sposdb bezpieczny okazywane innym osobom lub Uzytkownikowi
mWeryfikatora.

. Wiarygodnos¢ danych dostepnych w Ustudze Diia.pl wynika z faktu, ze dane pochodzg

z Rejestru i zostaty pobrane przez osobe, ktéra zostata zidentyfikowana przez
Rzeczpospolitg Polska. Dane te sg przechowywane i przesytane za pomocg Aplikacji
udostepnionej przez Rzeczpospolitg Polska.
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§4.

§5.

. Nie jest mozliwe postugiwanie sie Diia.pl w stosunkach z administracjg publiczng wtedy,

gdy z przepisOw prawa (ustawy, rozporzadzenia) wynika obowigzek przedstawienia
innych dokumentow stwierdzajgcych tozsamos¢ Uzytkownika, stwierdzanych prawo
Uzytkownika do pobytu na terytorium Rzeczypospolitej Polskiej lub innych praw
przystugujgcych Uzytkownikowi.

Diia.pl spetnia role dokumentu pobytowego i umozliwia Uzytkownikom przekraczanie
granic zewnetrznych i podrézowanie w strefie Schengen przez 90 dni (w okresie 180
dni) wraz z waznym dokumentem podrézy (np. paszportem). Przy czym wyjazd z Polski
na okres dtuzszy niz 1 miesigc (bez wzgledu na to czy w ramach czy poza strefg
Schengen) pozbawia uprawnien wynikajgcych z ustawy o pomocy obywatelom Ukrainy,
w tym prawa postugiwania sie Diia.pl

. Postugiwanie sie Diia.pl przez Uzytkownikow jest dobrowolne. Minister informuje, ze

aktywacja Diia.pl i postugiwanie sie nig nie jest prawnym obowigzkiem oséb
przebywajacych na terytorium Rzeczypospolitej Polskiej.

. Skorzystanie z ustugi weryfikacji online jest dobrowolne. Weryfikowany Uzytkownik

korzysta z odpowiedniej funkc;ji Diia.pl, a Uzytkownik mWeryfikatora z odpowiedniej
funkcji mWeryfikatora.

. Do aktywacji i aktualizacji Diia.pl niezbedne jest posiadanie Profilu zaufanego.

Uzytkownicy

. Uzytkownikami Diia.pl mogg by¢ wytacznie osoby, ktore spetniajg ponizsze warunki:

1) przebywaja legalnie na terytorium Rzeczypospolitej Polskiej zgodnie z przepisami
ustawy o pomocy obywatelom Ukrainy i deklarujg zamiar pozostania
na terytorium Rzeczypospolitej Polskiej;

2)  ich wyjazd na terytorium Rzeczypospolitej Polskiej zostat zarejestrowany przez
wiasciwy organ Strazy Granicznej;

3)  majg nadany numer PESEL,

4)  posiadaja Profil Zaufany.

Aktywacja Ustugi

Przy pierwszym uzyciu Diia.pl dokonywana jest aktywacja Ustugi.

. Aktywacja ustugi Diia.pl przez Uzytkownika polega na:

1) zalogowaniu do Aplikacji;
2) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Profilu Zaufanego.

Po wykonaniu czynnosci opisanych w ust. 2, nastgpi automatyczne pobranie danych
Uzytkownika z Rejestru oraz zaszyfrowanie i zapisanie ich w urzgdzeniu mobilnym
Uzytkownika.

Brak akceptacji Regulaminu przez Uzytkownika uniemozliwia aktywacje Diia.pl.
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5. Po pobraniu danych z Rejestru automatycznie jest tworzony i pobierany Certyfikat
Diia.pl. Certyfikat Diia.pl przypisany jest do Uzytkownika i urzgdzenia mobilnego,
ktorym postuguje sie Uzytkownik. W celu utworzenia Certyfikatu Diia.pl i zarzagdzania
Certyfikatami Minister przetwarza dane osobowe Uzytkownika — imiona, nazwisko i
numer PESEL — pochodzgace z Rejestru.

6. Waznos¢ Certyfikatu Diia.pl jest ograniczona w czasie i wynosi nie wiecej niz jeden rok
od daty aktywacji ustugi Diia.pl.

7. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Profilu Zaufanego, pobrania
Certyfikatu Diia.pl oraz pobrania danych z Rejestru niezbedne jest aktywne potgczenie
internetowe.

8. Uzytkownik moze aktywowac Diia.pl i pobra¢ dane z Rejestru na nie wiecej niz trzech
urzadzeniach mobilnych jednoczesnie. Na jednym urzgdzeniu mobilnym mozna
aktywowac i pobra¢ dane z Rejestru tylko jednego Uzytkownika.

9. Nie jest mozliwe pobranie danych z Rejestru, jezeli Uzytkownik nie spetnia warunkéw
okreslonych w § 4 ust. 1 Regulaminu, w szczegdlnosci nie posiada Profilu Zaufanego,
badz tez w przypadku podjecia préby aktywacji ustugi mObywatel na czwartym i
kolejnych urzgdzeniach mobilnych.

10. Poza funkcjg elektronicznego przekazania danych osobowych Aplikacja nie oferuje
funkcji eksportu ani importu danych.

11. Dostep do danych przechowywanych w ustudze Diia.pl jest zabezpieczony hastem w
Aplikacji zgodnie z Regulaminem.

§ 6. Funkcje ustugi Diia.pl

1. Z zastrzezeniem postanowienia ust. 2 ponizej, prawidtowo aktywowana ustuga Diia.pl
po zalogowaniu sie z uzyciem hasta dostepu do Aplikacji umozliwia Uzytkownikowi
korzystanie z nastepujacych funkgji:

1) okazanie danych Uzytkownika (modut ,Diia.pl”);
2) elektroniczne przekazanie danych Uzytkownika (funkcja ,Przekaz”);

3) przechowywanie informacji o przekazaniu danych do weryfikacji (funkcja
,Historia”);

4) aktualizowanie danych Uzytkownika;
5) zarzadzanie Certyfikatem;
6) usuniecie ustugi Diia.pl.

2. Uzytkownik moze okazac osobie trzeciej swoje dane osobowe na ekranie urzagdzenia
mobilnego, ktdrym sie postuguje. Funkcja dostepna jest po uruchomieniu Aplikacji i
wybraniu ,Diia.pl”. Ekran prezentacji danych uwierzytelniajg elementy zabezpieczen
wizualnych w postaci:

1) ruchomego elementu graficznego, prezentujgcego niebiesko-z6ttg flage Ukrainy;
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2) elementu graficznego o zmiennej kolorystyce, uzaleznionej od kata pochylenia
urzadzenia mobilnego (hologramu), w ksztatcie odpowiadajgcym godtu
Rzeczypospolitej Polskiej;

3) grafiki tta (znaku wodnego) stanowigcego stylizowany rysunek Trdjzebu z Herbu
Ukrainy.

3. Korzystanie z funkgji ,,Przekaz”. Funkcja ta pozwala na elektroniczne przekazanie
danych Uzytkownika (zwanego dalej ,,Uzytkownikiem przekazujacym dane”):

1) Instytucji,
2) Osobie weryfikujgcej Twojg tozsamosc¢ (Uzytkownikowi mWeryfikatora).

4. Elektroniczne przekazanie danych do Instytucji. Funkcja ta pozwala na przekazanie
danych Uzytkownika do systemu teleinformatycznego Instytucji. W tym celu
Uzytkownik przekazujacy elektronicznie dane powinien:

1) wybrac funkcje ,Przekaz Instytucji lub firmie” i przycisk ,,Przekaz”;

2) Uzytkownik skanuje Kod QR Instytucji (okazany na stronie internetowej
Instytucji — online lub w placdwce instytucji — onsite);

3) w ustudze Diia.pl pojawia sie komunikat o nawigzywaniu potaczenia z
Instytucjg;

4) pojawia sie komunikat jakie dane i jakiej Instytucji zostang przekazane;
5) Uzytkownik wybiera przycisk ,,Potwierdzam”;

6) nastepuje przekazanie danych Uzytkownika do Instytucji;

7) pojawia sie komunikat o wyniku przekazania danych.

5. Elektroniczne przekazanie danych Uzytkownika uzytkownikowi mWeryfikatora
umozliwia przestanie niektorych danych osobowych Uzytkownika wymienionych w § 9
ust.2 do urzgdzenia mobilnego, ktérym postuguje sie Uzytkownik mWeryfikatora.
Czynnos$¢ ta jest potaczona z potwierdzeniem poprawnosci Certyfikatu Uzytkownika
przekazujgcego dane. W tym celu Uzytkownik przekazujgcy dane elektronicznie
powinien:

1) wybrac funkcje ,,Przekaz”;

2) nastepnie wybiera funkcje ,Osobie weryfikujgcej Twojg tozsamos¢” i przycisk
,Przekaz”,

3) w ustudze Diia.pl wyswietli sie graficzny, kwadratowy Kod QR, ktéry zawiera
informacje o czasie jego wygenerowania i jest wazny 10 minut od chwili jego
wygenerowania. Po uptywie tego czasu przekazanie danych wymaga ponownego
wygenerowania Kodu QR. Réwniez po zamknieciu Aplikacji lub wygasnieciu jej
sesji, przekazanie danych wymaga ponownego wygenerowania Kodu QR,

4) uzytkownik mWeryfikatora odczytuje Kod QR za pomocg aparatu fotograficznego
urzgdzenia mobilnego, ktdrym sie postuguje,
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5) nastepuje przekazanie danych zawartych w Kodzie QR do urzgdzenia mobilnego
Uzytkownika mWeryfikatora.

6. Przy korzystaniu z funkcji elektronicznej weryfikacji danych osobowych, pomiedzy
Uzytkownikiem a Uzytkownikiem mWeryfikatora przekazywane sg nastepujace dane:

1) imie (imiona) i nazwisko,
2) zdjecie o zredukowanej jakosci,
3) data i godzina wymiany danych,
4) status Certyfikatu Diia.pl.

7. mWeryfikator nie zapisuje danych Uzytkownika, ktérego dane zostaty zweryfikowane z
wykorzystaniem ustugi mObywatel. Wszystkie dane dotyczgce tego Uzytkownika sg
usuwane z mWeryfikatora po wyjsciu z ekranu wyswietlania danych.

8. Funkcja ,Historia” pozwala na zapoznanie sie z historig weryfikacji danych osobowych
za pomocg mWeryfikatora, zawierajgcg identyfikator Uzytkownika mWeryfikatora oraz
date i czas przekazania danych.

9. Funkcja , Historia” przechowuje dane, o ktérych mowa w ustepie poprzedzajgcym,
przez 1 rok od daty ich zapisania w ustudze Diia.pl.

10. Funkcja aktualizacji danych Uzytkownika (dostepna z menu ustugi Diia.pl), umozliwia
ponowne pobranie danych Uzytkownika z Rejestru oraz zapisanie ich w urzadzeniu
mobilnym Uzytkownika. Z funkcji tej nalezy korzysta¢ po zmianie danych zawartych
w Rejestrze.

11. Funkcja aktualizacji danych Uzytkownika wymaga potwierdzenia tozsamosci
Uzytkownika przy uzyciu Profilu Zaufanego. Do aktualizacji danych Uzytkownika
odpowiednio stosuje sie postanowienia §5 niniejszego zatgcznika.

12. Funkcja zarzadzania Certyfikatem (dostepna z menu ustugi Diia.pl) umozliwia
uniewaznienie Certyfikatdw Diia.pl. Po uniewaznieniu Certyfikatu Diia.pl dla
pojedynczego urzgdzenia mobilnego dane przechowywane w ustudze mObywatel nie
sg dostepne dla Uzytkownika. Nie jest takze mozliwe prawidtowe korzystanie z funkgji
»,Przekaz”. W przypadku wybrania tej funkcji wyswietla¢ sie bedzie komunikat , Brak
waznego Certyfikatu”.

13. Funkcja usuniecia danych (dostepna z menu ustugi Diia.pl) usuwa wszystkie dane
przechowywane w ustudze mObywatel oraz uniewaznia Certyfikat Diia.pl. Po uzyciu tej
funkcji ustuga Diia.pl nie ulega odinstalowaniu z urzgdzenia mobilnego, jednak aby
mogta by¢ ponownie uzywana, wymaga ponownego aktywowania, zgodnie z
Regulaminem.
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§7.

1.

§ 8.

§9.

Dostep do ustug online eRecepta

Certyfikat ustugi Diia.pl umozliwia prezentacje za posrednictwem Aplikacji wydanej
Uzytkownikom ustugi online eRecepta.

Przy pierwszym uzyciu ustugi online dokonywana jest jej aktywacja. Aktywacja wymaga
posiadania waznego Certyfikatu ustugi Diia.pl, za pomoca ktérego dane Uzytkownika
uwierzytelniane sg w systemach teleinformatycznych ustugodawcy, Centrum e-Zdrowia.

Uwierzytelnienie Uzytkownika w systemie, o ktérym mowa w ust. 2, umozliwia
prezentacje w Aplikacji:

1) niezrealizowanych recept wystawionych Uzytkownikowi w wersji elektroniczne;j.
Korzystanie przez Uzytkownika z systemu, o ktorym mowa w zdaniu 1, odbywa
sie na zasadach okreslonych odrebnie przez Ministra Zdrowia w Regulaminie
Internetowego Konta Pacjenta.

Dezaktywacja ustug nastepuje poprzez dezaktywacje ustugi mObywatel.

Dostep do ustugi Unijny Certyfikat COVID UA

Certyfikat ustugi Diia.pl umozliwia prezentacje za posrednictwem Aplikacji
potwierdzenia, ze dana osoba zostata zaszczepiona przeciw wirusowi SARS-Cov-2 i/lub
uzyskata ujemny wynik testu na obecnos$¢ wirusa SARS-Cov-2 i/lub przeszta COVID-19
(ustuga UCC).

Przy pierwszym uzyciu ustugi Unijny Certyfikat COVID dokonywana jest jej aktywacja.
Aktywacja ustugi wymaga posiadania waznego Certyfikatu ustugi Diia.pl, za pomoca
ktorego dane Uzytkownika uwierzytelniane sg w systemie teleinformatycznym
Ministerstwa Zdrowia, ktérego dostawcg jest Centrum e-Zdrowia (IKP).

Uwierzytelnienie Uzytkownika w systemie, o ktérym mowa w ust. 2, umozliwia
prezentacje w Aplikacji potwierdzenia, ze dana osoba zostata zaszczepiona przeciw
wirusowi SARS-Cov-2 i/lub uzyskata ujemny wynik testu na obecno$¢ wirusa SARS-Cov-
2 i/lub przeszta COVID-19.

Dezaktywacja ustugi Unijny Certyfikat COVID nastepuje poprzez dezaktywacje ustugi
Diia.pl.

Prywatnos¢ i bezpieczenstwo

Minister jest administratorem danych osobowych Uzytkownika, majacy swa siedzibe w
Kancelarii Prezesa Rady Ministrow, al. Ujazdowskie 1/3, 00-583 Warszawa.

Z administratorem mozna sie kontaktowac na podany wyzej adres lub na adres ul.
Krolewska 27, 00-060 Warszawa lub elektronicznie, na adres:
Kancelaria.Krolewska@mc.gov.pl, lub na adres skrytki ePUAP: /MAIiC/SkrytkaESP.

Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym mozna sie kontaktowac
sprawach zwigzanych z przetwarzaniem danych osobowych przez Ministra wiasciwego
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do spraw informatyzacji (Ministra Cyfryzacji) bezposrednio pod adresem:
iod@mc.gov.pl.

4. W ustudze Diia.pl i w Aplikacji przechowuje sie nastepujgce dane Uzytkownika:
1) imie (imiona);
2) nazwisko;
3) date urodzenia;
4) miejsce urodzenia;
5) kraj urodzenia;
6) obywatelstwo
7) pteg;
8) numer PESEL;
9) fotografie;
10) Status Cudzoziemca;
11) seria i numer dokumentu tozsamosci cudzoziemca;
12) data waznosci dokumentu.

5. Podstawg przetwarzania danych osobowych w Diia.pl przez administratora danych
(Ministra) w systemie obstugujgcym dziatanie Diia.pl jest art. 6 ust. 1 lit. e Ogdlnego
rozporzadzenia o ochronie danych, w zwigzku z art. 19 h ustawy o informatyzacji.

6. Osobie, ktorej dane dotyczg, przystuguje w dowolnym momencie — zgodnie z Ogélnym
rozporzadzeniem o ochronie danych:

1) prawo dostepu do tresci danych;
2) prawo ich poprawiania i sprostowania;
3) prawo do sprzeciwu do przetwarzania danych;

4) prawo do ograniczenia przetwarzania danych osobowych przez Ministra, w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do
czasu wyjasnienia sprawy (poza ich przechowywaniem).

5) prawo do wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych, ul.
Stawki 2, 00-193 Warszawa.

7. Prawo do poprawienia lub sprostowania danych realizowane jest wytgcznie poprzez
poprawienie danych znajdujgcych sie w systemie teleinformatycznym zapewniajgcych
funkcjonowanie ustugi mObywatel oraz dotyczy danych, o ktdrych mowa w ust. 4.

8. Okazanie oraz elektroniczne przekazanie danych nastepuje dobrowolnie. Okazanie oraz
elektroniczne przekazanie danych, o ktérych mowa w zdaniu poprzedzajgcym,
nastepuje w ramach realizacji uprawnien lub obowigzkow Uzytkownika w stosunku do
innych Uzytkownikow.
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10.

11.

12.

13.

14.

15.

16.

17.

18.

W zakresie przetwarzania i ochrony danych, ktére Uzytkownik uzyskat w toku
elektronicznego okazywania danych osobowych badz elektronicznego weryfikowania
danych osobowych, Uzytkownika obowigzuje stosowanie sie do powszechnie
obowigzujgcych przepiséw prawa.

W celu utworzenia Certyfikatu podczas aktywacji Diia.pl oraz zarzgdzania Certyfikatami
Uzytkownikéw, w tym utrzymaniem listy aktywnych Certyfikatow, Minister przetwarza
dane — imiona, nazwisko, kraj oraz numer PESEL Uzytkownika — pobierane z Rejestru
podczas aktywacji ustugi.

Minister przy skorzystaniu z funkcji weryfikacji aktualnosci Certyfikatu (sprawdzenie
waznosci certyfikatu online) za pomocg mWeryfikatora gromadzi nastepujgce dane:
identyfikator uzytkownika mWeryfikator.

Celem zbierania danych, o ktérych mowa powyzej, jest sprawdzenie poprawnosci
obstugi procesu weryfikacji oraz wykrycia btedéw i luk bezpieczenstwa.

Minister gromadzi dane statystyczne dotyczgce Diia.pl w zakresie liczby:
1) aktywacji ustugi mObywatel,
2) akcji aktualizacji danych i wydania Certyfikatow,
3) zgtoszonych utrat telefondw,
4) zgtoszonych problemdw.

Minister przetwarza dane osobowe wskazane w ustepach poprzedzajgcych przez okres
6 lat od dnia ostatniej aktywnosci w Aplikacji. Dane nie sg przetwarzane w celach
marketingowych.

Z zastrzezeniem ustepdw poprzedzajgcych Minister nie przetwarza danych osobowych
gromadzonych przez Uzytkownikdw w ramach korzystania przez nich z Diia.pl, danych o
potaczeniach miedzy nimi ani danych o Uzytkownikach w zwigzku z korzystaniem z
funkcji weryfikacji online w mWeryfikatorze. Minister nie gromadzi réwniez informacji
o skorzystaniu przez Uzytkownikéw z funkcji elektronicznego przekazania danych lub
elektronicznej weryfikacji danych osobowych.

Dane osobowe, o ktérych mowa w tym paragrafie, moga by¢ réwniez przetwarzane
przez podmioty przetwarzajgce w imieniu administratora (Ministra), to jest przez:

1)  Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa,

2)  Naukowg i Akademicka Sie¢ Komputerowa - Pafstwowy Instytut Badawczy, ul.
Kolska 12, 01-045 Warszawa.

Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw
panstwowych lub innych podmiotédw upowaznionych na podstawie przepisdéw prawa
lub wykonujacych zadania realizowane w interesie publicznym lub w ramach
sprawowania wtadzy publiczne;j.

Dane osobowe nie bedg podlegaty zautomatyzowanemu podejmowaniu decyzji, w tym
profilowaniu.
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