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Pan

Dariusz Standerski
Sekretarz Stanu
Ministerstwo Cyfryzaciji

ePUAP: /MAIC/SkrytkaESP

Szanowny Panie Ministrze,

w odpowiedzi na przestane do wiadomosci organu nadzorczego pismo z 30 wrzesnia
2025 r. znak: DPiS.WWKS.002.149.1.2025, przekazujgce, w celu rozpatrzenia przez
osoby uczestniczgce w pracach Komitetu do spraw Cyfryzaciji, projekt ustawy o
zmianie ustawy o ksiegach wieczystych i hipotece oraz ustawy o Krajowym
Rejestrze Sadowym (UDER®89), dalej: projekt, dziatajgc na podstawie art. 57 ust. 1 lit. c)
rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679" (dalej ,rozporzgdzenie
2016/679”) oraz art. 51 ustawy o ochronie danych osobowych?, Prezes UODO zauwaza
uprzejmie, co nastepuje.

1. Projekt przewiduje zmiane ustawy z dnia 6 lipca 1982 r. o ksiegach
wieczystych i hipotece (Dz. U. z 2025 r. poz. 341), dalej: ustawa o ksiegach wieczystych,
celem uregulowania mozliwosci wydawania dokumentow elektronicznych przez
Centralng Informacje Ksigg Wieczystych dla oséb wnioskujgcych o wydanie dokumentu
oraz wyszukiwania ksigg wieczystych po numerze PESEL w aplikacji mobilne;j
mObywatel. Jak podkreslono w uzasadnieniu dla projektu, czesciowo przepisy zawarte w
projekcie zostaty zaczerpniete z projektu UD372 przediozonego do Sejmu RP
poprzedniej kadencji w drugiej potowie 2023 rokus. W projekcie ujeto rowniez zmiany w

" Rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony 0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych)
(Dz. Urz. UE L 119 2 4.5.2016, str. 1 ze zm.).

2 Ustawa z 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).

3 Projekt ustawy o zmianie niektérych ustaw w zwigzku z rozwojem e-administracji (UD372) ktéry wptynat
do Sejmu RP 18 lipca 2023 r. byt opiniowany przez organ nadzorczy jedynie na wczesnym etapie prac.
Jego wersja przekazana do Sejmu RP ulegata radykalnej zmianie w postaci rozbudowy ustawy w
zakresie nowelizacji kilkudziesieciu ustaw 3. W pismie do Rzgdowego Centrum Legislacyjnego z 29
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ustawie z dnia 20 sierpnia 1997 r. o Krajowym Rejestrze Sgdowym (Dz. U. z 2025 r. poz.
869), dalej: ustawa o Krajowym Rejestrze Sgdowym, w zakresie mozliwosci uzyskania
informacji z KRS za posrednictwem aplikacji mObywatel dla uzytkownikéw aplikacji
(ograniczone do danych podmiotéw, z ktérymi ten konkretny uzytkownik aplikacji jest
powigzany przez PESEL).

2. Projektowane przepisy jednoznacznie odnoszg si¢ do przetwarzania
danych osobowych. Niemniej jednak — wbrew dyspozycji art. 51 ustawy o ochronie
danych osobowych oraz art. 57 ust. 1 lit. c rozporzadzenia 2016/679 — projekt nie
zostat przekazany przez projektodawce organowi nadzorczemu celem wydania
wymaganej prawem opinii. Potraktowanie projektu jako deregulacyjnego nie wytgcza
tego obowigzku. Projektodawca nie wypetnit w tym zakresie takze dyspozycji przepiséw
Regulaminu pracy Rady Ministrow*. Warto takze przypomnie¢, ze ustawowe gwarancje
dotyczgce obowigzku przedstawiania projektowanych regulacji dotyczgcych danych
osobowych do zaopiniowania organowi do spraw ochrony danych osobowych
przypomniat Szef Komitetu Statego KPRM Pan Minister Maciej Berek w pismie z 31
marca 2025 r.5, podkreslajgc, ze "gwarancje te znajdujg takze swoje odzwierciedlenie w
przepisach Regulaminu pracy Rady Ministrow. Zgodnie bowiem z § 38 ust. 1 pkt 3
Regulaminu pracy RM kazdy projekt dokumentu rzgdowego, ktory dotyczy danych
osobowych, powinien zosta¢ skierowany do zaopiniowania przez Prezesa Urzedu
Ochrony Danych Osobowych.”.

Dopiero wiec na etapie i w zakresie prac Komitetu do spraw Cyfryzacji Prezes
Urzedu Ochrony Danych Osobowych zostat zaangazowany w opiniowanie
projektowanych przepiséw prawa i moze odniesc sie do rozwigzan wigzgcych sie z
przetwarzaniem znacznej ilosci danych osobowych, w tym numeru PESEL oséb
fizycznych, a takze zmiany modelu udostepniania danych osobowych z istotnych
rejestrow publicznych, tj. z Centralnej Informacji Ksiag Wieczystych oraz Krajowego
Rejestru Sadowego. Jedoczesnie wynikajgcy ze specyfiki prac Komitetu krétki czas na
sporzadzenie opinii do projektu utrudnia kompleksowg analize jego skutkéw w sferze
przetwarzania danych osobowych.

czerwca 2023 r. (znak: DOL.401.169.2022.WL.0OJ) organ nadzorczy zwracat sie z wnioskiem o
przekazanie przedmiotowego projektu w wersji uwzgledniajgcej prace komisji prawniczej celem wydania
opinii, o ktérej mowa w art. 51 ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych do
poszerzonej wersji projektu. Niestety, projekt ustawy nie zostat ponownie przekazany organowi
wiasciwemu w sprawie ochrony danych osobowych w celu wydania opinii. Projekt zostat objety
dyskontynuacjg prac parlamentarnych.

4 Uchwata Nr 190 Rady Ministrow z dnia 29 pazdziernika 2013 r. Regulamin pracy Rady Ministréw (M. P. z
2024 r. poz. 806).

5 Pismo Pana Ministra Macieja Berka Ministra, Przewodniczgcego Komitetu Statego Rady Ministréw z 31
marca 2025 r. znak: DPPR.WPPR.0635.1.2025. W pismie tym Pan Minister wskazat m.in, Zze ,drugim
narzedziem, ustanowionym w przepisach prawa, ktére ma na celu zagwarantowanie odpowiedniego
standardu ochrony danych osobowych w projektowanych regulacjach, jest wyrazony w art. 51 ustawy z
dnia 10 maja 2018 r. o ochronie danych osobowych obowigzek przekazywania zatozen i projektéw aktéw
prawnych dotyczgcych danych osobowych do zaopiniowania Prezesowi Urzedu Ochrony Danych
Osobowych. Dodatkowo kompetencje do opiniowania projektdéw przekazanych przez Prezesa Urzedu
Ochrony Danych Osobowych posiada réwniez Rada do Spraw Ochrony Danych Osobowych. Te ustawowe
gwarancje znajdujg swoje odzwierciedlenie w przepisach Regulaminu pracy RM. Zgodnie bowiem z § 38
ust. 1 pkt 3 Regulaminu pracy RM kazdy projekt dokumentu rzagdowego, ktory dotyczy danych osobowych,
powinien zosta¢ skierowany do zaopiniowania przez Prezesa Urzedu Ochrony Danych Osobowych.
Gwarancje realizacji tego obowigzku stanowi natomiast regulacja § 21a Regulaminu pracy RM, ktéra
zobowigzuje Rzgdowe Centrum Legislacji do weryfikowania wykonania przez organ wnioskujgcy
obowigzkéw zwigzanych z przekazaniem projektu do zaopiniowania.”.



3. Biorgc pod uwage zakres przedmiotowy projektu, zwigzany kierunkowo z
wdrozeniem nowych funkcjonalnosci aplikacji mobilnej mObywatel, w tym w
zakresie wydawania dokumentéw elektronicznych, nalezy rowniez przypomniec, ze
18 kwietnia 2024 r. w siedzibie UODO miato miejsce spotkanie z przedstawicielami
Ministerstwa Cyfryzacji dotyczgce ustawy z dnia 26 maja 2023 r. o aplikacji mObywatel
(Dz. U. poz. 1234 ze zm.), w trakcie ktérego dyskutowany byt m.in problem statusu
dokumentéw elektronicznych generowanych za posrednictwem aplikacji
mObywatel, bedgcy takze jednym z zagadnien poruszonych w opinii legislacyjne;j
organu nadzorczego do ustawy o aplikacji mObywatel.

W ocenie organu nadzorczego, zwigzana z przetwarzaniem danych osobowych
materia wydawania dokumentéw elektronicznych za posrednictwem aplikacji mObywatel
powinna by¢ przedmiotem kompleksowej nowelizacji ustawy o aplikacji mObywatel, a
takze ustawy o dokumentach publicznych w tym zakresie’, i niewykluczone, ze réwniez
innych ustaw, po przeprowadzeniu stosownej analizy przez projektodawce. Nowelizacja
taka mogtaby by¢ dobrg okazjg do ponownej analizy uwag organu nadzorczego
zgtoszonych do projektu ustawy o aplikacji mObywatel pod katem ryzyk dla ochrony
danych, ktore zostaty zidentyfikowane w trakcie dotychczasowego funkcjonowania tej
aplikacji. Praca nad wskazanym aktem prawnym byfaby tez dobrg okazjg do zapewnienia
zgodnosci tego rozwigzania z rozporzgdzeniem elDAS 2.0.8

4. Odnoszac sie do tresci projektu ustawy o zmianie ustawy o ksiegach
wieczystych i hipotece oraz ustawy o Krajowym Rejestrze Sagdowym (UDER89), po
analizie rozwigzan w nim zawartych, nalezy wskazac, ze majg one istotne znaczenie dla
modelu przetwarzania danych osobowych przetwarzanych w rejestrach publicznych w
postaci Centralnej Informacji Ksigg Wieczystych oraz Krajowego Rejestru Sgdowego. Na
potrzeby rozszerzenia funkcjonalnosci aplikacji mObywatel przez te aplikacje bedag
przetwarzane w znacznej ilosci dane osobowe 0so6b fizycznych korzystajgcych z tej
aplikacji, zawarte w tych bazach, w tym numery PESEL stanowigce krajowy numer
identyfikacyjny zgodnie z art. 87 rozporzgdzenia 2016/6799, ktérego przetwarzanie
podlega wzmocnionej ochronie prawne.

To oznacza, ze przetwarzanie danych powinno by¢ nie tylko zgodne z zasadami
dotyczacymi przetwarzania danych osobowych uksztaltowanymi moca art. 5
rozporzadzenia 2016/679'°, ale i objete testem prywatnosci wraz z oceng skutkéw

6 Opinia Prezesa Urzedu Ochrony Danych Osobowych z 17 marca 2023 r. do projektu ustawy o aplikaciji
mObywatel (znak: DOL.401.276.2022).

7 Ustawa z dnia 22 listopada 2018 r. o dokumentach publicznych (Dz. U. z 2024 r. poz. 1669 ze zm.), dalej:
ustawa o dokumentach publicznych.

8 Rozporzagdzenie Parlamentu Europejskiego i Rady (UE) 2024/1183 z dnia 11 kwietnia 2024 r. w sprawie
zmiany rozporzadzenia (UE) nr 910/2014 w odniesieniu do ustanowienia europejskich ram tozsamosci
cyfrowej (Dz. U. UE. L. 2 2024 r. poz. 1183 z p6zn. zm.).

9 Panstwa cztonkowskie moga okresli¢ szczegolne warunki przetwarzania krajowego numeru
identyfikacyjnego lub innego identyfikatora o zasiegu ogélnym. W takim przypadku krajowego numeru
identyfikacyjnego lub innego identyfikatora o zasiegu ogdlnym uzywa sie wytgcznie z zachowaniem
odpowiednich zabezpieczen praw i wolnosci osoby, ktérej dane dotyczg, ktére przewiduje niniejsze
rozporzgdzenie.

10 Zgodnie z art. 5 ust. 1 rozporzgdzenia 2016/679 dane osobowe muszg by¢: a) przetwarzane zgodnie z
prawem, rzetelnie i w sposob przejrzysty dla osoby, ktérej dane dotyczg ("zgodnos¢ z prawem, rzetelnosé i
przejrzystos¢"); b) zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach i nieprzetwarzane
dalej w sposéb niezgodny z tymi celami; dalsze przetwarzanie do celéw archiwalnych w interesie
publicznym, do celéw badarn naukowych lub historycznych lub do celéw statystycznych nie jest uznawane
w mysl art. 89 ust. 1 za niezgodne z pierwotnymi celami ("ograniczenie celu");c) adekwatne, stosowne oraz
ograniczone do tego, co niezbedne do celow, w ktdrych sg przetwarzane ("minimalizacja danych"); d)



dla ochrony danych (art. 25 ' i 35 ust. 1 ' rozporzgdzenia 2016/679). Pozwolitoby to
m.in. zbadac, czy projektowane przepisy, zgodnie z art. 6 ust. 3 z rozporzgdzenia
2016/679, sg proporcjonalne i zawieraja gwarancje odpowiednie do ratio legis
projektu. Istotne jest zatem, aby projektowane przepisy zapewnity stosowanie norm
0golnego rozporzgdzenia o ochronie danych dla realizacji proponowanych rozwigzan i
byty przeanalizowane z uwzglednieniem ryzyk towarzyszgcych operacjom przetwarzania
takich danych osobowych, a tym samym dawaty gwarancje realizacji praw i wolnosci
0s6b, ktérych dane dotyczg (podmiotéw danych). Ocena ta powinna w szczegolnosci
uwzgledniac specyfike i cele przetwarzania danych osobowych w Centralnej Informac;ji
Ksigg Wieczystych oraz Krajowym Rejestrze Sgdowym. Analizy zawarte w ocenie
powinny takze dac¢ odpowiedz, czy i w jakim zakresie uzytkownicy aplikacji mObywatel
na podstawie projektowanych przepiséw bedg mieli dostep do danych osobowych innych
0s6b fizycznych i czy dostep do tych danych ma uzasadnienie w przepisach prawa
zgodnie z zasadg legalizmu (art. 5 ust. 1 lit. a), a takze czy — zgodnie z zasadg
minimalizacji danych (art. 5 ust. 1 lit. c) i ograniczenia celu (art. 5 ust. 1 lit. b)
rozporzgdzenia 2016/679 — dostep ten jest adekwatny, stosowny oraz ograniczony do
tego, co niezbedne do osiggniecia celdéw projektu.

Pragne jednoczesnie podkresli¢, ze uwagi organu nadzorczego przedstawiane w
toku prac legislacyjnych majg charakter eksperckich wskazowek dla projektodawcy, ktory

prawidiowe i w razie potrzeby uaktualniane; nalezy podja¢ wszelkie rozsadne dziatania, aby dane
osobowe, ktore sg nieprawidtowe w swietle celdéw ich przetwarzania, zostaty niezwtocznie usuniete lub
sprostowane ("prawidtowosc"); e) przechowywane w formie umozliwiajgcej identyfikacje osoby, ktérej dane
dotycza, przez okres nie diuzszy, niz jest to niezbedne do celéw, w ktérych dane te sg przetwarzane; dane
osobowe mozna przechowywac przez okres dtuzszy, o ile bedg one przetwarzane wytgcznie do celow
archiwalnych w interesie publicznym, do celéw badan naukowych lub historycznych lub do celéw
statystycznych na mocy art. 89 ust. 1, z zastrzezeniem ze wdrozone zostang odpowiednie srodki
techniczne i organizacyjne wymagane na mocy niniejszego rozporzadzenia w celu ochrony praw i wolnosci
os6b, ktérych dane dotyczg ("ograniczenie przechowywania"); f) przetwarzane w sposéb zapewniajgcy
odpowiednie bezpieczenstwo danych osobowych, w tym ochrone przed niedozwolonym lub niezgodnym z
prawem przetwarzaniem oraz przypadkowg utratg, zniszczeniem lub uszkodzeniem, za pomocg
odpowiednich srodkéw technicznych lub organizacyjnych ("integralnosc¢ i poufnos$¢"). Zgodnie z art. 5 ust. 2
rozporzgdzenia 2016/679 Administrator jest odpowiedzialny za przestrzeganie przepisoéw ust. 1 i musi by¢
w stanie wykazac ich przestrzeganie ("rozliczalnos¢").

11 Ust. 1 Uwzgledniajgc stan wiedzy technicznej, koszt wdrazania oraz charakter, zakres, kontekst i cele
przetwarzania oraz ryzyko naruszenia praw lub wolnosci oséb fizycznych o réznym prawdopodobienstwie
wystgpienia i wadze wynikajgce z przetwarzania, administrator - zaréwno przy okreslaniu sposobow
przetwarzania, jak i w czasie samego przetwarzania -wdraza odpowiednie $rodki techniczne i
organizacyjne, takie jak pseudonimizacja, zaprojektowane w celu skutecznej realizacji zasad ochrony
danych, takich jak minimalizacja danych, oraz w celu nadania przetwarzaniu niezbednych zabezpieczen,
tak by spetni¢ wymogi niniejszego rozporzgdzenia oraz chroni¢ prawa oséb, ktérych dane dotycza.

2. Administrator wdraza odpowiednie srodki techniczne i organizacyjne, aby domysinie przetwarzane byty
wylgcznie te dane osobowe, ktore sg niezbedne dla osiggniecia kazdego konkretnego celu przetwarzania.
Obowigzek ten odnosi sie do ilosci zbieranych danych osobowych, zakresu ich przetwarzania, okresu ich
przechowywania oraz ich dostepnosci. W szczegdlnosci srodki te zapewniajg, by domysinie dane osobowe
nie byty udostepniane bez interwencji danej osoby nieokreslonej liczbie oséb fizycznych. 3. Wywigzywanie
sie z obowigzkow, o ktorych mowa w ust. 1 i 2 niniejszego artykutu, mozna wykaza¢ miedzy innymi
poprzez wprowadzenie zatwierdzonego mechanizmu certyfikacji okreslonego w art. 42.

12 Jezeli dany rodzaj przetwarzania - w szczegolnosci z uzyciem nowych technologii - ze wzgledu na swoj
charakter, zakres, kontekst i cele z duzym prawdopodobiehstwem moze powodowaé wysokie ryzyko
naruszenia praw lub wolnosci osob fizycznych, administrator przed rozpoczeciem przetwarzania dokonuje
oceny skutkéw planowanych operaciji przetwarzania dla ochrony danych osobowych. Dla podobnych
operacji przetwarzania danych wigzgcych sie z podobnym wysokim ryzykiem mozna przeprowadzic
pojedynczg ocene.



podejmuje decyzje co do ostatecznego ksztattu przyjmowanych przepiséw i odpowiada
za zapewnienie ich zgodnosci z przepisami o ochronie danych osobowych.

Do wiadomosci:

Pan Arkadiusz Myrcha
Sekretarz Stanu

Ministerstwo Sprawiedliwosci
ePUAP

tgcze wyrazy szacunku,
Mirostaw Wréblewski

Prezes Urzedu Ochrony Danych Osobowych

/ - dokument w postaci elektronicznej podpisany
kwalifikowanym podpisem elektronicznym/
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