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Szanowna Pani Wojewodo,

w zalgczeniu przekazuje dwa egzemplarze protokotu z kontroli przeprowadzonej na podstawie art. 453
ustawy o cudzoziemcach /t.). Dz. U. z 2024 ., poz. 769 z pdin. zm/, umozliwiajacych udostepnianie
danych przetwarzanych w krajowym zbiorze rejestrow, ewidencji i wykazu w sprawach cudzoziemcow
za pomocqg urzadzen telekomunikacyjnych oraz wykorzystywania danych z Krajowego Systemu
Informatycznego (KS!) przez pracownikéw Lédzkiego Urzedu Wojewddzkiego - zprosbhg o ich
podpisanie { zwrot jednego z egzemplarzy. '

Zgodnie z § 10 ust. T | 2 rozporzgdzenia Ministra Spraw Wewnetrznych z dnis 24 kwietnis
2014 r. w zprawie kontroli korzystania z dostepu do danych przetwarzanych w krajowym zbiorze rejestréw,

ewidencji { wykazu w sprawach cudzoziemcow (KZR) za pomocg urzadzen telekomunikacyjnych

lub systemdw teleinformatycznych /Dz.U. z 2014 1., poz. 551/, kierownik podmiotu kontrolowanego moie

wnies¢ do protokolu kontroli umotywowane pisemne zastrzeZenia w terminie 7 dni liczac od dnia

otrzymania protokolu kontroli.

Jednoczesnie informuje, ze zgodnie z § 12 ust. 1 cyt. wyZej rozporzgdzenia, klerownik podmiotu
kontrolowanego moze odmdwié podpisania protokolu kontroli | ziozy¢ Szefowi Urzedu pisemne
wyjasdnienie tej odmowy w terminie 7 dni roboczych od dnia otrzymania protokotu kontroli,

Podpisany protokét bgdz wniegione zastrze2enia naleiy przekazaé na adres do korespondenciji Urzedu
do Spraw Cudzoziemcdw: ul. Taborowa 33, 02-699 Warszawa.,

(jf
Ufzedu do Spraw
Zalgczniki: 4

1. Protokét kontroli 2 24.03.20251. Tomasz C
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: Warszawa, 24 marca 2025,
SZEF URZEDU DO SPRAW
CUDZOZIEMCOW

BSZ.WKIN.091.2.2024/KK

PROTOKOGL KONTROLI

Na podstawle art. 455 ust. 1 ustawy z dnia 12 grudnia 2013 r. o cudzoziemcach /t.j. Dz. U. z 2024 r.,
poz. 769 z péin. zm. - dalej: ustawa o cudzoziemcach/ w zwigzku 2§ 5 pkt. 3 i § 7 ust. 3 rozporzadzenia
Ministra Spraw Wewnetrznych z dnla 24 kwietnia 2014 r. w sprawie kontroli korzystania z dostepu
do danych przetwarzanych w krajowym zbiorze rejestrow, ewidencji i wykazu w sprawach cudzoziemcéw
(KZR) za pomoca urzadzeri telekomunikacyjnych lub systemdéw informatycznych /Dz. U. z 2014 r,,
poz. 551/, zespdt kontroiny w skiadzie: ’

+ Plotr Piechowlak - gloéwny specjalista w Wydziale Kontroli | Nadzoru Biura Szefa Urzedu
do Spraw Cudzoziemcdw, kierownik zespotu kontrolnego’,

s Krystyna Komorniak ~ naczeinik Wydzialu Kontroli i Nadzoru Biura Szefa Urzedu do Spraw .
Cudzoziemcéw, czionek zespotu kontrolnego,

» Marek Goélicki - informatyk w Biurze Informatyki Urzedu do Spraw Cudzoziemcow,
cztonek zespotu kontrolnego,

przeprowadzil kontrole w Wydziale Spraw Cudzoziemcéw tédzkiego Urzedu Wojewddzkiego w todzi,
potozonym przy ul. Piotrkowskiej 103 w t.odzi.

Kierownikiem podmiotu kontrolowanego w okresie poddanym kontroli byt Wojewoda tédzki
- Pani Dorota Ryl.

Przedmiotem kontroli byta realizacja przez uprawnlony podmiot wskazany w art. 450 ust. 1 pkt T ustawy
o cudzoziemcach, Jakim jest Wolewoda tddzki, warunkéw okreslonych w art. 453 ustawy,
umotliwiajgcych udostepnianie danych przetwarzanych w krajowym zbiorze rejestréw, ewidencji
i wykazu w sprawach cudzoziemcdw za pomocy urzadzed telekomunikacyjnych oraz wykorzystywania
danych z Krajowego Systemu Informatycznego (KSI) przez pracownikéw toédzkiege Urzedu
Wojewddzkiego w todzi, a w szczegblnosci speinianie przez Wojewode tédzkiego warunkéw
okreslonych w art. 453 ust. 1 i 2 uslawy oraz realizacja przez Wojewode tédzkiego przepisdw
rozporzqdzenn Ministra Spraw Wewngtrznych i Administracit w tym zakresie oraz Polityki
Bezpieczeristwa Krajowego Systemu Informatycznege (KSI) Centralnego Organu Technicznego
dla Organdw i Sluzb poziom wysoki wersja 2.0. Kontrolowany okres to 01.01.2024 1. — 30.09.2024 .

Podczas oceny speiniania przez kontrolowany podmiot warunkéw okreslonych w art. 453 ust. 1i 2
ustawy o cudzoziemecach, zespd&t kontrolny wzigl pod uwage nastepujqce kategorie:

1 Z dniem 31,12.2024 1. za porozumieniem stron zmieniono forme zatrudnienia pana Piotra Piechowiaka 2 umowy o prace
na urmowe zlecenie.
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e Stosowane zabezpieczenia urzgdzen telekomunikacyjnych lub systemdw teleinformatycznych
przeznaczonych do komunikowania si¢ z krajowym zbiorem rejestréw, ewidencji i wykazu
w sprawach cudzoziemcow;

o Stosowane zabezpieczenia techniczne | organizacyjne odpowiednie do przetwarzania danych
oschowych, w szczegbinosci uniemotliwiajgce dostep do przetwarzania danych osobowych
i wykorzystywania danych niezgodnie z celem ich uzyskania.

Pismem z dnia 02.05.2014 r. Wojewoda tddzki wystgpit do Szefa Urzedu do Spraw Cudzoziemcow
(dalej: Szef Urzedu) z wnioskiem na podstawie art. 453 ustawy o cudzoziemcach o wyrazenie zgody
naudostepnienie danych przetwarzanych w krajowym zbiorze rejestréw, ewidencji i wykazu w sprawach
cudzoziemcéw za pomocy urzadzen telekomunikacyjnych. Organ wnioskujgcy odwiadczyt, ze spelnia
warunki wskazane w art. 453 ustawy o cudzoziemcach, ij.:

e posiada odpowiednio zabezpieczone urzgdzenia telekomunikacyjne lub systemy
teleinformatyczne przeznaczone do komunikowania sie z krajowym zbiorem rejestrow,
ewidencji i wykazu w sprawach cudzoziemcow;

« posiada zabezpieczenia techniczne i organizacyjne odpowiednie do przetwarzania danych
osobowych, w szczegblnosci uniemozliwiajgce dostep 0sdb  nieuprawnionych
do przetwarzania danych osobowych i wykorzystywanie danych niezgodnie z celem ich
uzyskania;

o wykonuje zadania, ktdrych specyfika lub zakres uzasadniaja uzyskanie danych tg droga.

Decyzjg z dnia 02.05.2014 r. nr 3/2014 Szef Urzedu na podstawie art. 454 ust. 1 ustawy
o cudzoziemcach wyrazit zgode na udostepnienie Wojewodzie tédzkiemu danych przetwarzanych
w krajowym zbiorze rejestréw, ewidencji i wykazu w sprawach cudzoziemcdw za pomocy urzgdzen
telekomunikacyjnych.

Wedlug stanu na dzie 12.11.2024 r. w podmiocie podlegajgcym kontrali aktywnych bylo 119 kont
w systemie teleinformatycznym Pobyt v.3, za posdrednictwem ktorego uzytkownicy indywidualni
uzyskujg dostep do krajowego zbioru rejestrow, ewidencji | wykazu w sprawach cudzoziemcdw.
Z informacji przekazanych przez Biuro Informatyki Urzedu do Spraw Cudzoziemcéw (dalej: Biuro
Informatyki Urzedu) wynika réwniez, ze 3 uzytkownikdw indywidualnych z tdédzkiego Urzedu
Wojewodzkiego w todzi w okresie od 01.01.2024 r. do 30.09.2024 r. nie logowato sie do systemu
teleinformatycznego Pobyt.

Z wyjasniers Pana Pawla Kowalczyka, Dyrektora Wydziatu Spraw Cudzoziemcéw LUW, przedstawionych
w pi$mie z dnia 20.11.2024 r. nr: S.C.-11.6156.68.2024 r.2, wynika, iz spo$réd trzech pracownikéw, ktdrzy
nie logowali sig w systemie teleinformatycznym Pobyt, jeden pracownik, Pan hposiada
uprawnienia do korzystania z systemu Pobyt dopiero od 07.10.2024 r. Pozostale dwie osoby
sq pracownikami Wydzialu Spraw Obywatelskich i realizuja zadania w ramach postepowari o wydanie
zezwolenia na prace. Pani (P przebywa na diugotrwatym zwolnieniu lekarskim, a Pan

odczas oddelegowania do innego Oddziatu korzystat z systemu Pobyt, jednak jego
obecny zakres obowigzkéw nie obejmuje przetwarzania danych w KZR; jego uprawnienia zostaty
cofniete. Dyrektor Biura Informatyki Urzedu do Spraw Cudzoziemcéw potwierdzit fakt cofniecia w dniu
19.11.2024 r. uprawnieri panu Krzysztofowi Grausam.

Odnoszac sie do kwestii szkoleniowych oraz dostepu do przetwarzania danych osobowych, Dyrektor
Wydzialu Spraw Cudzoziemcéw LUW wyjasnit, iz kazdy nowo zatrudniony pracownik jest przeszkolony
w zakresie przetwarzania danych osobowych oraz posiada upowaznienia do dostepu i przetwarzaniach
danych osobowych w ramach t.6dzkiego Urzedu Wojewddzkiego w todzi. Wszystkie osoby uzyskujace
dostep do systemu Pobyt majg obowigzek zapoznania sie z trescig Instrukcji Zarzgdzania Systemem
Teleinformatycznym Pobyt nr DKBM.WBOIN.2703.84.2022/WW, kiéry to obowigzek realizuja.
W Wydziale Spraw Cudzoziemcéw nie jest prowadzony wykaz osob, ktére powinny zapoznaé sie
z ww. polityka.

2 Dalej: pismo nr: S.C.-11.6156.68.2024 1.
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Brak wykazu o0s6b, ktére zapoznaly sie z aktualng Instrukcjg Zarzadzania Systemem
Teleinformatycznym Pobyt uznano za uchybienie.

Podmiot kontrolowany poinformowal zesp6t kontrolny?, iz jednym z elementéw szkoleri pracownikéw
w zakresie uZzytkowania SIS | VIS, bezpieczeristwa i jako$ci danych, praw podstawowych oraz procedur
regulujgcych przetwarzanie danych, jest omdwienie polityki ochrony danych osobowych,
przetwarzanych poprzez KS| dla organdw i sluzb, ktérej tresé jest udostepniona przez Komendanta
Gldwnego Policji. Szkolenia prowadzone sq przez wyznaczonych i wykwalifikowanych instruktoréw
w Lodzkim Urzedzie Wojewddzkim w todzi. Jednostka kontrolowana przekazala wykaz osob, ktore
odbyly stosowne szkolenie oraz zaswiadczenia potwierdzajgce ukoriczenie kursu®. Przy tym
poinformowano zespét kontrolny, iz pracownicy Wydzialu Spraw Cudzoziemcow nie korzystajg z SIS
i VIS z poziomu systemu Pobyt, tylko wykorzystujq karty mikroprocesorowe oraz dziatajgca niezaleznie
od Sl Pobyt aplikacje siswww, ktdrej administratorem jest Komendant Gtdwny Policji.

Z uwagi na fakt, ze podmiot kontrolowany nie korzysta z dostepu do KSi za posrednictwem systemu
informatycznego Pobyt, lecz poprzez odrebng aplikacje, ktéra nie jest administrowana przez Szefa
Urzedu do Spraw Cudzoziemcéw, odstgpiono od kontroli w zakresie dostepu do KSI.

Ponadto z wyjasnien ztozonych przez Dyrektora Wydziatu Spraw Cudzoziemcéw® wynika, ze podmiot
kontrolowany wprowadzit techniczne i organizacyjne zabezpieczenia stanowisk dostepowych do KZR
i KSI, majgce na celu uniemozliwienie dostepu osobom nieuprawnionym do przetwarzania danych
oschowych oraz wykorzystywania ich niezgodnie z celem ich uzyskania. Ponadto prowadzi wykaz
pomieszczeri, 2z ktérych realizowany jest dostep do KZR za posSrednictwem systemu
teleinformatycznego POBYT. Zespotowi kontrolnemu przekazano kopie tego dokumentu®.

Zabezpieczenia techniczne

Jednym z zastosowanych zabezpieczen jest kontrola fizycznego dostepu do pomleszczen, w ktérych
znajdujg sie stanowiska dostgpowe do KZR i KSI. Kontrola ta realizowana jest przez pracownikéw
ochrony, ktérzy wydajg klucze do tych pomieszczeri wylgcznie uprawnionym pracownikom Wydziatu.

Dostep do systemu Pobyt jest zabezpieczony poprzez indywidualne uwierzytelnienie uzytkownika
za pomocg loginu i hasta. System wymusza cykliczng zmiane hasla w regulamych odstepach czasu.
Ponadto komputery z dostepem do KZR i KSI sg podtaczone wylacznie do wewnetrznej sieci Urzeduy,
ktéra jest odseparowana od sieci publicznej. Kazda stacja robocza z dostepem do KZR i KSl jest objeta
ochrong za pomocy zapory Windows Defender. Nadzér nad siecia oraz zabezpieczenie systemow
teleinformatycznych sprawuje Biuro Administracji i Logistyki Lédzkiego Urzedu Wojewddzkiego
w Lodzi.

Zabezpieczenla organizacyjne

Dostep do danych zgromadzonych w KZR i KSI jest przyznawany wytgcznie pracownikom, ktorych
zakres obowigzkéw wymaga przetwarzania tych danych. Przyznanie dostepu do systemu Pobyt
nastepuje na podstawie pisemnego upowaznienia wydanego przez Dyrektora Wydziatu, uprawniajgcego
do dostepu do krajowego zbioru rejestrow, ewidencji i wykazu w sprawach cudzoziemcéw
oraz wykorzystywania danych zawartych w tym rejestrze.

%

% pismo nr: S.C.11.6156.68.2024 r.

4 Zatacznik do pisma nr: S.C.-11.6156.68.2024 r. - lista uzytkownikéw systemdw SiS i VIS w Oddziale Cudzoziemcdw do Spraw
Legalizacji Pobytu i Pracy Wydzialu Spraw Cudzoziemcdw; lista uzytkownikéw systeméw SIS i VIS Oddziale Cudzoziemcow
do Spraw Legalizacji Pobylu Wydzialu Spraw Cudzoziemcdw; lista udytkownikdw systeméw SIS i VIS w Oddziale Spraw
Obywatelskich Wydziatu Spraw Obywatelskich.

5 Pismo nr: S.C.-11.6156.68.2024.

¢ Zalgcznik do pismanr: S.C-11.6156.68.2024 r.
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W toku kontroli zespdét kontrolny dokonat ogledzin w siedzibie Wydzialu Spraw Cudzoziemcow
tadzkiego Urzedu Wojewddzkiego w Lodzi, w ktdrej ziokalizowane sg stanowiska dostepowe do KZR'.
Podczas ogledzin zweryfikowano wszystkie pomieszczenia, w ktérych znajdujg sie stanowiska
dostgpowe pod kqtem zabezpieczeri uniemoiiiwiajgce dostep oséb nieuprawnionych do przetwarzania
danych osobowych i wykorzystywania danych z KZR | KSI niezgodnie z celem ich uzyskania. Poniewaz
skrzydio budynku, w ktorym znajduje sle serwerownia jest w trakcie remontu, zespét kontrolny nie miat
dostepu do budynku serwerowni i nie przeprowadzit stosownych ogledzin, Przyjeto informacje
dotyczace zabezpieczen, przekazane ustnie przez Pana G zespotu informatykéw LUW.

Zabezpleczenia organizacyjne.

Zespél kontrolny nie mial zastrzezei co do zastosowanych zabezpieczefi organizacyjnych
pomieszczer tUW, w ktérych zlokalizowane sg stanowiska komputerowe, z ktdrych mozliwy jest dostep
do KZR oraz KSL.

Zabezpieczenia techniczne.

W ramach sprawdzenia zabezpieczeri technicznych przeprowadzono ogledziny szesciu stanowisk
komputerowych uzytkownikéw usytuowanych w réznych pomieszczeniac sledzibie WSC LUW.
Wyrywkowgq kontrole uzasadnialy ustne wyjaénienia zlozone przez Panab
informatyka WSC LUW, z ktérych wynikato, Ze na kazdym stanowisku zastosowane s takie same
rozwigzania i zabezpleczenia, co potwierdzily ogledziny.

W ramach ogledzin przeprowadzono weryfikacje oprogramowania antywirusowego, weryfikacje wersji
systeméw operacyinych | zainstalowanych aktualizacji, weryfikacje konfiguracji systemoéw-
operacyjnych, w tym ustawienie blokowania ekranu po bezczynnosci, zainstalowanego
oprogramowanta, gtéwnle przegigdarek WWW stuzacych do obslugi KZR oraz antywirusowego, a takze
czy z komputerdw klienckich nie ma dostepu do sieci Internet. Sprawdzono, czy uiytkownicy
w systemach operacyjnych nie posiadajg administracyjnych uprawnier), a takZe, czy konta
uzytkownikow sa zabezpieczone indywidualnymi haslami, spetniajgcymi okredlone kryteria.
Przeprowadzono rozmowy z uzytkownikami koficowymi KZR oraz z administratorem sieci.

Na podstawie ogledzin wybranych stanowisk oraz wyjasniett pana _

ustalono, iz:

«  wszyscy uzytkownicy korzystajg z jednego, lokalnego konta Windows (zainstalowany system
operacyjny to Windows 10 - licencja przypisana jest sprzetowo do piyty gléwnej kazdego
komputera), wspoinego dla wszystkich uzytkownikdw, takiego samega na kazdym stanowisku,
z ustalonym na state hastem, takim samym na kazdym komputerze,

» logowanie do systemu teleinformatycznego Pobyt odbywa sie w sposéb zindywidualizowany,
poprzez wpisanie przez kazdego uprawnionego uzytkownika loginu (nr PESEL) oraz hasla,

» na stacjach umozliwiajgcych uzytkownikom dostep do systemu teleinformatycznego Pobyt
brak jest aktualnych definicjl programu antywirusowego, jak réwniez aktualizacje Windows nie
‘53 systematycznie instalowane, '

* ekrany monitoréw uzytkownikéw nie blokulq sie samoczynnie po bezczynnoéci, natomiast
po 30 minutach bezczynnodci wigcza sig wygaszacz ekrany,

= po 30 minutach bezczynnog$ci wygasa sesja w systemie teleinformatycznym Pobyt i wymagane
jest ponowne zalogowanie sle do systemuy,
na stanowiskach z dostepem do KZR nie ma mozliwosci korzystania z Internetu,
na zadnym ze sprawdzonych stanowisk uzytkownik nie posiada uprawnies administratora.

W wyniku przeprowadzonej kontroli stwierdzono nastepujgee nieprawidiowos$ci w zakresle
zabezpieczen systemu teleinformatycznego Pobyt:

» brak wykazu osdb, ktére zapoznaly si¢ Zarzadzania Systemem Teleinformatycznym POBYT
nr DKBM.WBOIN.2703.84.2022/WW,

? Protokot z ogledzin 2 dnia 29.11.2024 r.
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o brak aktualnych definicji oprogramowania antywirusowego na stanowiskach dostepowych,
o brak systematycznej instalacji aktualizacji systemu operacyjnego Windows,
e brak automatycznej blokady ekranéw monitordw uzytkownikdw po okresie bezczynnosci,

» korzystanie z jednego, lokalnego konta uZytkownika systemu operacyjnego wspdéinego dla
wszystkich uzytkownlkdw, identycznego na kazdym stanowisku, z ustalonym na state hastem,
takim samym na wszystkich komputerach.

Powyzsze nalezy potraktowaé jako uchybienie, za ktére odpowiedzialno$é ponosi administrator
systemow informatycznych t.ddzkiego Urzedu Wojewddzkiego w t.odzi.

Brak indywidualizacji dostepu do systemu, a takze niestosowanie odpowiednich zabezpieczen, takich
Jak aktualizacje oprogramowania czy oprogramowanie antywirusowe, naraza system na potencjalne
ataki z sleci, wirusy czy inne formy cyberzagroZeri. Dodatkowo, brak blokady ekranéw po okresie
bezczynnosci | wspblne konto uzytkownikéw utrudniajg kontrolowanie dostepu do danych, co moze
prowadzi¢ do nieautoryzowanego dostepu i utraty poufnosct informacil. Uzna¢ naley, Zze stwierdzone
uchybienia, cho¢ nie mialy charakteru jednostkowego, wplywaly nakontrolowang dziatalnosé
w ograniczonym zakresie, stwarzajac Jednakowoz ryzyko naruszenia zasad bezpieczeristwa
informatycznego, w tym ochrony danych osobowych.

W zwigzku 2z powyzszym, naleZy oceni¢ pozytywnie z uchybieniami realizacje przez Wojewode
todzkiego warunkéw okreslonych w art. 453 ust. 1 i 2 ustawy o cudzoziemcach, umozliwiajgcych
udostepnianie danych przetwarzanych w krajowym zbiorze rejestréw, ewidenciji i wykazu w sprawach
cudzoziemcow za pomoca urzgdzer telekomunikacyjnych. Uchybienia te powinny zostaé niezwlocznie
usuniete,

Zalecenia | wnloskl pokontroine.

W zwigzku ze stwierdzonymi w toku kontroll uchybieniami w zakresie zabezpieczeh systemu
teleinformatycznego Pobyt, zaleca sie podjecie niezwitocznych dziatart w celu ich usunigcia oraz
zapewnienia whadciwego poziomu bezpieczeristwa systemdéw informatycznych. W szczegélnosci
naley:

1. ZaloZzyé i prowadzlé wykaz oséb, ktére zapoznaly sie z aktualng Instrukcjg Zarzgdzania
Systemem Teleinformatycznym Pobyt.

2. Zainstalowaé | aktualizowaé na bieigco oprogramowanle antywirusowe na wszystkich
stanowiskach dostepowych do systemu teleinformatycznego Pobyt.

3. Wprowadzié systematyczng Instalacje aktualizacjl systemu operacyjnego Windows,
zapewniajqc jego biezgcq ochrong przed zagrozeniami.

4. Skonfigurowaé automatyczng blokade ekrandéw monitoréw uzytkownikéw po okreslonym
czasie bezczynnosci, aby zapobiec nieauteryzowanemu dostepowi.

5. Zllkwidowaé praktyke korzystania z jednego, lokalnego konta Windows wspéinego
dla wszystkich uzytkownikéw i wdrozy¢ indywidualne konta uzytkownikdw z unikalnymi,
okresowo zmienianymi silnymi hastami.

6. Zapewnlé zgodnosé politykl bezpleczeristwa systeméw Informatycznych z obowlgzujgcymi
przepisami oraz dobrymi praktykam| w zakresie ochrony danych | dostepu do systemdw.

Jednoczesnie informuje, ze w przypadku watpliwoscl, co do technicznych mozliwosci przeprowadzenia
aktualizacji systemoéw operacyjnych lub oprogramowania chronigcego przed ziosliwym
oprogramowaniem, wsparcie mozna uzyska¢ piszgc na adres: biuroinformatyki@udsc.gov.pl.

Prosze o poinformowanie mnie 0 sposobie realizacji zalecelt pokontrolnych w terminie do dnia
25.04.20257.

ul. Taborowa 33 tel. 4772176 75 kierownictwo@udsc.qgov.pl Klauzula RODO URZAD DO SPRAW
02-699 Warszawa fax 477217413 www.gov.pl/udsc www.gov.pl/udse/rodo I cupzoziemcoOw



Protokot sporzgdzono w dwdch jednobrzmigcych egzemplarzach po jednym dla kazdej ze stron.

Zgodnie z § 10 ust. 2 rozporzgdzenia Ministra Spraw wewnetrznych zdnia 28 kwietnia 2014 1. w sprawie
kontroli korzystania z dostepu do danych przetwarzanych w krajowym zbiorze rejestrow, ewidencii
| wykazu w sprawach cudzoziemcéw za pomocy urzadzen telekomunikacyjnych lub systemow
teleinformatycznych, kierownik podmiotu konirolowanego moze wniesé do protokolu kontroli
umotywowane pisemnie zastrzeZenia w terminie 7 dni liczac od dnia otrzymania protokolu kontroli.

Zgodnie z § 12 ust. 1 rozporzadzenia, kierownik podmiotu kontrolowanego moze odméwié podpisania
protokotu kontroli | sklada Szefowi Urzedu pisemne wyjasnienie tej odmowy w terminie 7 dni roboczych
od dnia otrzymania protokotu kontroli.

................................................................................................................................... . [INTTYE T TP T
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podpis cztonka zespodu kontroinego i

W przypadku odmowy podpisania protokotu - wzmianka o tym fakcie:

-----------------------------------------------------------------------------------------------------------------------------------------------------------

..................................................................

Zgodnie z § 12 ust. 1 rozporzadzenia, kierownik podmiotu kontrolowanego moze odmawi¢ podpisania
protokotu kontroli i skiada Szefowi Urzedu pisemne wyjasnienie tej odmowy w terminie 7 dnl roboczych
od dnia otrzymania protokofu kontroli.
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