Kancelaria Prezesa
Rady Ministrow

Instrukcja wypetniania wniosku o dostep do Systemu
Rejestrow Panstwowych (SRP) - Uzytkownicy aplikacji
,2rédto” (wniosek A)



1.1 Informacje

Instrukcja zawiera ogdlne zasady wypetniania wniosku o dostep do Systemu Rejestrow
Panistwowych (SRP) - Uzytkownicy aplikacji ,Zrédto”. Na podstawie wniosku zapewniany jest
dostep do Systemu Rejestréow Panstwowych dla pracownikéw Urzeddw Gmin, Urzeddw Stanu
Cywilnego, Urzedéw Wojewddzkich, konsulatéw oraz innych pracownikéw urzedéw, ktérzy do
realizacji swoich obowigzkéw zwigzanych z obstugg spraw obywatelskich potrzebujg dostepu do
Rejestréw Panstwowych.

Udostepnienie danych z SRP nastepuje na podstawie odpowiedniej ustawy, upowaznienia
wydanego przez Ministra Spraw Wewnetrznych i Administracji, Ministra Cyfryzacji lub innych
szczegoblnych przepisow.

Przed wypetnieniem wniosku o dostep do Systemu Rejestréow Panstwowych uzytkownik jest
zobowigzany do zapoznania sie z dokumentami: Polityka Certyfikacji dla operatoréw SRP oraz
Polityka Bezpieczenistwa Informacji SRP. O uzyskanie dostepu i otrzymanie certyfikatu wnioskuje
kazdy uzytkownik.

1.2 Wniosek dotyczy nastepujacych sytuacji:

1.2.1 Wydania certyfikatu na karcie kryptograficznej dla urzednikéw

Wraz z wnioskiem nalezy dostarczy¢ karte kryptograficzng o specyfikacji zgodnej
z dokumentem Specyfikacja kart kryptograficznych dla SRP, dostepnej na stronie
https://www.gov.pl/cyfryzacja/jak-uzyskac-dostep-do-srp

1.2.2 Zmiany danych

np. nazwiska. Jezeli uzytkownik wykorzystuje karte kryptograficzng Athena IDProtect Duo v1
lub Gemalto ID Prime 3810 nie przesyta karty do Centrum Certyfikacji. Na podstawie wniosku
zostang zmienione dane w Centrum Certyfikacji. Po zmianie danych uzytkownik zostanie
poinformowany, ze nalezy dokonac recertyfikacji. Jezeli uzytkownik wykorzystuje karte
kryptograficzng inng niz Athena IDProtect Duo v1 lub Gemalto ID Prime 3810 musi wraz z
whnioskiem dostarczy¢ karte kryptograficzng i sterowniki zawierajgce biblioteke PKCS#11.

1.2.3 Recertyfikacji — odnowienia certyfikatu

= Podstawowym narzedziem do odnowienia certyfikatu zapisanego na karcie
kryptograficznej Athena IDProtect Duo v1 lub Gemalto ID Prime 3810 jest strona do
recertyfikacji - https://cc.obywatel.gov.pl/. Jezeli uzytkownik wykorzystuje karte
kryptograficzng inng niz Athena IDProtect Duo v1 lub Gemalto ID Prime 3810 musi

wypetni¢ wniosek, wraz z ktérym nalezy dostarczy¢ karte kryptograficzng i sterowniki
zawierajgce biblioteke PKCS#11.

= W przypadku braku mozliwosci zdalnej recertyfikacji przez strone
https://cc.obywatel.gov.pl/, wraz z wnioskiem o recertyfikacje nalezy dostarczy¢

uzytkowang karte kryptograficzng;

= W przypadku uszkodzenia karty, wraz z wnioskiem o recertyfikacje nalezy dostarczyé
nowa karte kryptograficzng o specyfikacji zgodnej z dokumentem Specyfikacja kart
kryptograficznych dla SRP, dostepnej na stronie https://www.gov.pl/cyfryzacja/jak-
uzyskac-dostep-do-srp



https://www.gov.pl/cyfryzacja/jak-uzyskac-dostep-do-srp
https://cc.obywatel.gov.pl/

1.2.4 Usuniecia uzytkownika

w przypadku, gdy wnioskujgcy zaprzestaje korzystania z rejestréw, do ktérych wczesniej

uzyskat dostep. Usuniecie konta wigze sie rowniez z uniewaznieniem certyfikatéw oraz
koniecznoscig zwrotu karty kryptograficznej udostepnionej przez MSW/MSWiA, MC lub

KPRM.
1.2.5 Uniewaznienia certyfikatu

Jezeli uzytkownik np. zagubi karte kryptograficzng do Sytemu Rejestrow Panstwowych lub
istnieje uzasadnione podejrzenie ujawnienia lub udostepnienia osobom nieupowaznionym
klucza prywatnego zapisanego na karcie kryptograficznej.

1.3 Zasady dotyczace wypetniania wniosku

Whniosek nalezy wypetnia¢ drukowanymi literami. Niedopuszczalne jest dokonywanie
jakichkolwiek zmian w szacie graficznej lub w tresci wniosku. Wprowadzenie zmian lub
niekompletne wypetnienie wniosku bedzie skutkowato brakiem realizacji wniosku. Wniosek
nalezy wypetni¢ w formie elektronicznej (z wytagczeniem podpiséw i pieczatek) w celu
unikniecia pomytek w zapisie.

1.3.1 W punkcie 1 nalezy wskaza¢ cel ztozenia wniosku:

a) zapewnienie dostepu dla nowego uzytkownika - w przypadku, gdy wnioskujacy
sktada wniosek po raz pierwszy

b) zmiana danych - przeznaczony dla oséb, ktore posiadajg karte kryptograficzng, ale ich
dane ulegty zmianie

c) recertyfikacja

= w przypadku, gdy zbliza sie koniec waznosci aktualnie uzywanego certyfikatu, a
uzytkownik nie ma mozliwosci przeprowadzenia recertyfikacji za
posrednictwem strony https://cc.obywatel.gov.pl/;

= w przypadku uszkodzenia karty
d) usuniecie uzytkownika - w przypadku, gdy wnioskujacy zaprzestaje korzystania
z rejestrow, do ktérych wczesniej uzyskat dostep. Usuniecie konta wigze sie réwniez z
uniewaznieniem certyfikatéw oraz koniecznoscig zwrotu karty kryptograficznej
udostepnionej przez MSW/MSWiA, MC lub KPRM

e) uniewaznienie certyfikatu — np. w przypadku zagubienia karty lub podejrzenia
ujawnienia klucza prywatnego zapisanego na karcie kryptograficznej osobom
nieupowaznionym
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1.3.2 W punkcie 2

nalezy wpisa¢ dane jednostki organizacyjnej (wraz z ulicg i numerem domu/lokalu) wnioskujacej o
dostep. W podpunkcie c) kod terytorialny w przypadku Urzedéw Gmin i Urzedéw Stanu Cywilnego
nalezy podac siedmiocyfrowy kod TERYT, w przypadku Urzedédw Wojewddzkich dwucyfrowy kod
Wojewddztwa. Podpunkt d) kod organu wypetnia Urzgd Wojewddzki oraz konsulat. Nalezy w nim
wpisacc¢ czerocyfrowy kod organu paszportowego. W podpunkcie e) kod lokalizacji w przypadku
Urzeddw Gmin i Urzeddw Stanu Cywilnego domysing wartoscig jest 01. Jezeli Gmina lub USC
posiada wiecej niz jedng lokalizacje, nalezy wpisywac kolejne wartosci, np. jezeli sg trzy lokalizacje:
pierwsza ma kod 01, druga kod 02, a trzecia kod 03. W przypadku Urzedéw Wojewddzkich w polu
d) kod lokalizacji nalezy poda¢ wartos¢ 00.

1.3.3 W punkcie 3

nalezy wybraé odpowiedni rodzaj jednostki, ktéra sktada wniosek o dostep do SRP. W przypadku:
- urzedu wojewodzkiego dokonaé wyboru zakresu przystugujgcych uzytkownikowi uprawnien
- urzedu gminy dokonaé wyboru zakresu przystugujgcych uprawnien.
- rola UKR uprawnia do dostepu do rejestru zakwaterowania obywateli Ukrainy (wnioskow
o swiadczenie na pokrycie kosztow zakwaterowania i wyzywienia). W przypadku urzedéw
wojewddzkich dotyczy tylko przegladania tego rejestru.

Dla urzedu gminy, jezeli wniosek dotyczy pracownika jednoczes$nie ewidencji ludnosci
i dowodéw osobistych lub UKR jak i obstugi mobilnej RDO nalezy wypetni¢ 2 oddzielne
whioski.

1.3.4 W punkcie 4

nalezy wpisaé¢ dane uzytkownika, ktéry wystepuje o dostep do rejestréow.

1.3.5 W punkcie 5

nalezy wypetni¢ tylko w przypadku odbioru osobistego certyfikatu w Centrum Certyfikacji.
Podpunkty a) Rodzaj dokumentu tozsamosci i b) Seria dokumentu tozsamoscialezy wypetni¢, gdy
whnioskujgcy (lub osoba przez niego wyznaczona) zamierza osobiscie odebraé kartekryptograficzng
wraz z kodem PIN w Centrum Certyfikacji.

Podpunkty c) Imie i d) Nazwisko nalezy wypetni¢ w przypadku, jezeli karte kryptograficzng i PIN
odbiera osoba wyznaczona przez wnioskujgcego. Odbidr osobisty wymaga wczes$niejszego
uzgodnienia terminu.

W przypadku pozostawienia pustych pdl w punkcie 5, karta kryptograficzna oraz kod PIN zostang
przestane pocztg w dwéch oddzielnych przesytkach na adres jednostki podany przez
whnioskujgcego w punkcie 2 wniosku.



1.4 Informacje koncowe

Wydrukowany wniosek o uzyskanie dostepu nalezy opatrzy¢ podpisem osoby sktadajgcej
whniosek (uzytkownika) oraz podpisem i pieczatky kierownika danej jednostki wnioskujace;j.
Whioski o zapewnienie dostepu dla nowego uzytkownika, zmiane danych i recertyfikacje
majq zawiera¢ obydwa wymagane podpisy. Wniosek o usuniecie uzytkownika wymaga tylko
podpisu i pieczatki kierownika danej jednostki. Uzytkownicy, ktérzy utracili (zagubili lub
zniszczyli) karte kryptograficzng zobowigzani sg do dostarczenia wraz z wnioskiem nowg
karte kryptograficzng.

Poprawnie wypetniony wniosek wraz z niezbednymi podpisami nalezy przesta¢ na adres:

Centralny Osrodek Informatyki
ul. Gdanska 47/49
90-729 tédz





