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Додаток 7 до Регламенту 

Сервіс  Unijny Certyfikat COVID  - доступні функції, захист 

персональних даних 

Сервіс Unijny Certyfikat COVID  дозволяє пред'явити підтвердження вакцинації проти 

вірусу SARS-CoV-2 та/або результат тесту на вірус SARS-CoV-2 та/або інформацію про 

перенесення захворювання на COVID-19. 

§ 1. Визначення: 

1. Сертифікат - засвідчення, зазначене в статті 19e ч. 2a Закону про 

інформатизацію, що дозволяє підтвердити цілісність і походження електронних 

документів, а також підтвердити або передати персональні дані Користувача, 

видане в рамках сервісу mObywatel. 

2. Закон про інформаційну систему - Закон від 28 квітня 2011 р. про інформаційну 

систему в охороні здоров'я (Законодавчий вісник 2022 р., поз. 1555), 

3. CEZ (Centrum e-Zdrowia) - Центр електронної охорони здоров'я - державна 

бюджетна установа, створена Міністром охорони здоров'я, основним завданням 

якої є реалізація завдань у сфері побудови інформаційного суспільства, в тому 

числі у сфері організації та охорони здоров'я та підтримка управлінських рішень 

Міністра, відповідального за охорону здоров'я, на основі проведених аналізів. 

4. SI CEZ - ІТ-система Центру електронної охорони здоров'я, що забезпечує доступ 

до даних, необхідних для реалізації сервісу Unijny Certyfikat COVID. 

5. IKP (Internetowe Konto Pacjenta) - Інтернет-кабінет пацієнта - модуль системи, 

зазначений у ст. 7 ч. 1 Закону "Про інформаційну систему охорони здоров'я" від 

28 квітня 2011 року. (Законодавчий вісник 2021 р., поз. 666, зі змінами), в якому 

обробляються дані про отримувача сервісу, що містяться в Медичній 

інформаційній системі та Системі реєстру медичних послуг Національного фонду 

охорони здоров'я. 

§ 2. Загальна інформація 

1. Правовими підставами для вивантаження даних з IKP, в тому числі в рамках 

сервісу Unijny Certyfikat COVID, є: 

1) Стаття 19e ч. 2 п. 2 Закону про інформатизацію, відповідно до якої Міністр 

забезпечує функціонування IKТ-системи, яка дозволяє за допомогою 

публічного мобільного додатку завантажити електронний документ, що 

містить дані про правове становище або права Користувача; 
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2) Стаття 7b ч. 1a у зв'язку зі статтями 7 та 7a Закону про інформаційні 

системи. 

3) § 3 п. 1 Постанови Ради Міністрів про визначення процедур та послуг, в 

яких електронний документ та сертифікат можуть використовуватися для 

встановлення особи громадянина України. 

2. Користувач несе відповідальність за відповідність та актуальність даних, що 

містяться в сервісі  Unijny Certyfikat COVID, та зобов'язаний їх оновлювати. 

Необхідно оновити дані (QR-код) після закінчення терміну його дії для того, щоб 

завантажити актуальний сертифікат. 

3. Використання сервісу  Unijny Certyfikat COVID не звільняє Користувача від 

юридичних зобов'язань.  Збір даних інших Користувачів, їх використання або 

публікація підлягають правовим обмеженням, що випливають, серед іншого, з 

положень законодавства про захист персональних даних, особистих прав і 

недоторканності приватного життя. 

4. Додаток mObywatel дозволяє завантажити сервіс Unijny Certyfikat COVID будь-

якому вакцинованому та/або негативному до COVID-19 користувачеві Додатку, 

який має активний сервіс Diia.pl або mObywatel і який увійшов до Додатку. 

§ 3. Сервіс Unijny Certyfikat COVID 

1. Сервіс Unijny Certyfikat COVID дозволяє Користувачеві завантажувати 

персональні дані з сервісу Diia.pl або сервісу mObywatel, що походять з IKP, і 

зберігати їх у зашифрованому вигляді в мобільному пристрої Користувача, а 

також відображати або передавати їх. 

2. Сервіс Unijny Certyfikat COVID дозволяє Користувачеві завантажити Unijny 

Certyfikat COVID Користувача та неповнолітніх осіб, законним представником 

яких є Користувач.  У переліку довідок з вкладки "Діти" враховуються тільки 

неповнолітні, закріплені за медичним страхуванням Користувача Додатку. 

3. Достовірність даних, доступних в Unijny Certyfikat COVID, обумовлена тим, що 

дані надходять з Державного реєстру та реєстру IKP і були отримані особою, яка 

пройшла аутентифікацію за допомогою Сертифікату. 

4. Для активації та оновлення Unijny Certyfikat COVID необхідно мати в SІ CEZ/IKP 

інформацію про вакцинацію Користувача проти вірусу SARS-CoV-2 та/або 

інформацію про отриманий негативний результат тесту та/або інформацію про 

захворювання на COVID-19 та мати дійсний Сервіс Diia.pl або Сервіс mObywatel. 

§ 4. Користувачі 

Користувачами Unijny Certyfikat COVID UA можуть бути лише особи, які 
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1. мають польське громадянство та відповідати наступним умовам: 

1) активували сервіс mObywatel; 

2) мають інформацію в SІ CEZ/IKP про проведення вакцинації проти вірусу SARS-

CoV-2, та/або інформацію про отримання негативного результату тестування 

на вірус SARS-CoV-2, та/або інформацію про перенесення захворювання на 

COVID-19. 

або 

2. відповідають сукупності наступних умов: 

3) мають активний сервіс Diia.pl, 

4) мають інформацію в системі SІ CEZ/IKP про проведення вакцинації проти 

вірусу SARS-CoV-2, та/або інформацію про отримання негативного результату 

тестування на вірус SARS-CoV-2, та/або інформацію про перенесення 

захворювання на COVID-19. 

§ 5. Активація сервісу Unijny Certyfikat COVID 

1. Активація сервісу "Unijny Certyfikat COVID" в Системі додатків полягає в 

наступному: 

5) авторизація в Додатку; 

6) натискання на кнопку "Додати документ"; 

7) вибір сертифікату Unijny Certyfikat COVID (система автоматично перевіряє, чи 

має Користувач активний сервіс Diia.pl або сервіс mObywatel; якщо один з цих 

сервісів відсутній, Користувач зможе активувати відсутній сервіс). Відсутність 

активного сервісу Diia.pl або сервісу mObywatel унеможливлює використання 

Unijny Certyfikat COVID; 

8) підтвердження особи Користувача за допомогою Сертифікату; 

9) завантаження з системи mObywatel та системи SI CEZ/IKP даних Користувача 

та додаткових даних щодо вакцинації та/або негативного результату тесту 

та/або надходження захворювання на COVID-19 та відповідного QR-коду. 

2. Термін дії Unijny Certyfikat COVID прив'язаний до терміну дії Сертифіката або 

терміну дії свідоцтва про щеплення, та/або терміну дії результату дослідження 

на вірус SARS-Cov-2, та/або терміну дії інформації про перенесення 

захворювання COVID-19.  У Сервісі Unijny Certyfikat COVID статус дійсності 

документа буде залежати від дати та часу дії UCC, переданого з SI CEZ/IKP, а його 

перевищення буде графічно сигналізуватися всередині Сервісу з можливістю 

актуалізації даних. 

3. Сертифікат використовується для: 
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1) завантаження та підписання даних у сервісі Unijny Certyfikat COVID; 

2) захист (шифрування) даних, що містяться в електронному документі, 

завантаженому з IKP; 

3) забезпечення ідентичності даних, переданих в рамках сервісів Unijny 

Certyfikat COVID, даним, завантаженим з IKP та сервісу mObywatel або 

сервісу Diia.pl. 

4. Для підтвердження особи Користувача за допомогою Сертифікату та 

завантаження даних з IKP необхідне активне підключення до мережі Інтернет. 

5. Користувач може активувати сервіс Unijny Certyfikat COVID та завантажувати дані 

з IKP не більше ніж на одному мобільному пристрої. 

6. Окрім функції презентації прав та функції оновлення даних, сервіс Unijny 

Certyfikat COVID не пропонує функцій експорту або імпорту даних. 

7. Доступ до даних, що зберігаються в сервісі Unijny Certyfikat COVID, захищений 

паролем у Додатку відповідно до правил роботи Додатку. 

§ 6. Функції сервісу Unijny Certyfikat COVID 

1. Правильно активований сервіс Unijny Certyfikat COVID дозволяє Користувачеві 

користуватися наступними функціями: 

1) пред'явлення QR-коду(ів), що містить(ять) дані, передані з IKP; 

2) завантаження та пред'явлення QR-коду (QR-кодів) Користувача та 

неповнолітніх осіб, законним представником яких є Користувач; 

3) доступ до сервісу mObywatel або сервісу Diia.pl з метою підтвердження 

своїх персональних даних; завантаження QR-коду, що підтверджує 

вакцинацію із зазначенням терміну її дії та отримання результату тесту на 

вірус SARS-Cov-2 та інформації про захворювання на COVID-19; 

4) зміна мови з польської на англійську і навпаки, або зміна мови з 

української на англійську і навпаки; 

5) додавання до додатку Apple (Гаманець і Здоров'я), що надається компанією 

Apple Inc. - доступний Користувачеві, який встановив Додаток на мобільний 

пристрій, наприклад, на смартфон з операційною системою iOS; 

6) вилучення з Додатку сервісу Unijny Certyfikat COVID. 

2. Користувач може показати іншій особі на екрані мобільного пристрою, яким він 

користується, підтвердження про проведення вакцинації проти вірусу SARS-CoV-2 

та/або отримання результату тесту на вірус SARS-CoV-2 та/або інформацію про 
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захворювання на COVID-19.  Функція доступна після запуску додатку та вибору 

Unijny Certyfikat COVID. 

3. Дійсність QR-коду(ів) можна перевірити за допомогою спеціальних додатків. 

4. Додавання UCC до Apple (Гаманець і Здоров'я) у додатку Apple Гаманець 

потребує згоди Користувача та прийняття ним ризику можливого порушення 

конфіденційності у зв'язку з можливою передачею персональних даних за межі 

Європейської економічної зони, з пов'язаною з цим відсутністю стандартів 

захисту даних в рамках RODO 1 

5. Видалення сервісу Unijny Certyfikat COVID також відбувається автоматично у разі 

деактивації сервісу mObywatel або сервісу Diia.pl. 

6. Міністр інформує, що встановлення оновлень Додатку, які періодично надаються 

Міністром, є необхідним для його належного функціонування та належного 

захисту даних, що містяться в ньому. Міністр рекомендує встановлювати такі 

оновлення, як тільки вони стають доступними через магазини додатків. 

 § 7 Конфіденційність і безпека 

1. Адміністратором персональних даних Користувача, зібраних з IKP, є Міністр 

охорони здоров'я. З інформацією про обробку персональних даних можна 

ознайомитися на сайті Міністерства охорони здоров'я. З адміністратором даних 

можна зв'язатися за адресою: Міністерство охорони здоров'я, вул. Мьодова 15, 

00-952 Варшава або в електронному вигляді за адресою: kancelaria@mz.gov.pl 

або на адресу електронної скриньки ePUAP: /8tk37sxx6h/SkrytkaESP. 

Адміністратор призначив Інспектора з питань захисту даних, до якого можна 

звертатися з питань, пов'язаних з обробкою персональних даних, безпосередньо 

до Міністра охорони здоров'я за адресою: iod@mz.gov.pl. 

2. Адміністратором персональних даних Користувача, зібраних за допомогою 

сервісу mObywatel або сервісу Diia.pl, є Міністр, відповідальний за 

інформатизацію, який знаходиться в Канцелярії Голови Ради Міністрів за 

адресою: вул. Алеє Уяздовськє 1/3, 00-583 Варшава. З адміністратором можна 

зв'язатися за вищевказаною адресою або за адресою: вул. Крулевська 27, 00-060 

Варшава або електронною поштою: Kancelaria.Krolewska@mc.gov.pl на адресу 

електронної скриньки ePUAP: /MAiC/SkrytkaESP. Адміністратор призначив 

Інспектора з питань захисту даних, до якого можна звернутися з питань, 

пов'язаних з обробкою персональних даних, безпосередньо до Міністра, 

 
1 Регламент 2016/679 Європейського Парламенту та Ради (ЄС) від 27 квітня 2016 року про захист фізичних 
осіб при обробці персональних даних і про вільний рух таких даних та про скасування Директиви 
95/46/ЄС (Загальний регламент про захист даних) (Законодавчий вісник ЄС L 119 від 4.05.2016, с. 1, 
Законодавчий вісник ЄС L 127 від 23.05.2018, с. 2 та Законодавчий вісник ЄС L 74 від 4.03.2021, с. 35). 

https://www.gov.pl/web/zdrowie/dane-osobowe
mailto:kancelaria@mz.gov.pl
mailto:iod@mc.gov.pl
mailto:Kancelaria.Krolewska@mc.gov.pl
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відповідального за інформатизацію (Міністра з питань інформатизації) за 

адресою: iod@mc.gov.pl. 

3. Unijny Certyfikat COVID зберігає наступні дані Користувача або неповнолітніх осіб, 

законним представником яких є Користувач: 

1) Дані, що містяться в сертифікаті про вакцинацію проти COVID-19: 

a) прізвище (а) та ім'я (імена); 

b) дата народження; 

c) хвороба або збудник: COVID-19 (що також означає SARS-CoV-2 або один з 

його варіантів); 

d) вакцина/профілактика; 

e) вакцинний лікарський засіб; 

f) власник реєстраційного посвідчення або виробник вакцини; 

g) кількість у серії/дозах вакцинації та загальна кількість доз у серії; 

h) дата вакцинації із зазначенням дати останньої отриманої дози; 

i) держава-член ЄС, в якій проводилося щеплення; 

j) емітент сертифіката; 

k) унікальний ідентифікатор сертифіката. 

2) Дані, що містяться у сертифікаті, який містить результат дослідження на вірус 

SARS-Cov-2: 

a) прізвище (а) та ім'я (імена); 

b) дата народження; 

c) хвороба або збудник: COVID-19 (що також означає SARS-CoV-2 або один з 

його варіантів); 

d) тип тесту; 

e) назва тесту (необов'язково у випадку тесту NAAT); 

f) виробник тесту (необов'язково у випадку тесту NAAT); 

g) дата та час відбору зразків для дослідження; 

h) результат тесту; 

i) випробувальний центр або лабораторія (необов'язково у разі проведення 

експрес-тесту на антигени); 

mailto:iod@mc.gov.pl
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j) держава-член, в якій було проведено випробування; 

k) емітент сертифіката; 

l) унікальний ідентифікатор сертифіката. 

3) дані, що містяться у визнанні COVID-19: 

a) прізвище (а) та ім'я (імена); 

b) дата народження; 

c) хвороба або збудник, від якого Користувач одужав: COVID-19 (тобто також 

SARS-CoV-2 або один з його варіантів); 

d) дата першого позитивного результату тесту NAAT; 

e) держава-член, в якій було проведено випробування; 

f) емітент сертифіката; 

g) дата, від якої сертифікат є дійсним; 

h) дата закінчення терміну дії сертифіката (не більше 180 днів з дати 

першого позитивного результату тестування); 

i) унікальний ідентифікатор сертифіката. 

4) Дані, що підтверджують згоду щодо функціоналу передачі UCC до Apple 

(Гаманець і Здоров'я): 

a) підтвердження згоди Користувача, 

b) PESEL, 

c) дата і час проведення операції, 

d) ім'я пристрою. 

4. Міністр є суб'єктом, який здійснює обробку даних, зазначених у пункті 3, на 

підставі договору, укладеного з адміністратором даних (Міністром охорони 

здоров'я). 

5. Підставою для обробки персональних даних в ІКТ-системі, що підтримує сервіс 

Unijny Certyfikat COVID, є ст. 6 ч.1 літ. e та ст. 9 ч. 2 літ. i RODO. 

6. Для того, щоб передати Unijny Certyfikat COVID з Додатку іншому адміністратору 

- Apple Inc. необхідна згода Користувача відповідно до статті 9 ч. 2 літ. a RODO. 

7. Особа, дані якої обробляються в ІКТ-системі, зазначеній у статті 19e ч. 2 Закону 

про інформаційні технології, має право в будь-який час: 

1) отримати доступ до своїх персональних даних; 



  Сторінка 8 / 8 
 

2) вимагати виправлення своїх персональних даних; 

3) заперечувати проти обробки своїх персональних даних; 

4) вимагати обмеження обробки своїх персональних даних; 

5) Право на подання скарги до контролюючого органу. Контролюючим органом 

є Голова Управління з питань захисту персональних даних, вул. Ставки, 2, 00-

193 Варшава. 

8. Міністр збирає статистичні дані про службу щодо чисельності: 

1) активації сервісу Unijny Certyfikat COVID; 

2) дії з актуалізації даних та видачі Сертифікатів; 

3) повідомлення про втрату телефону; 

4) повідомлені проблеми. 

9. Дані, зазначені в пункті 3, обробляються тільки в ході використання сервісу 

Unijny Certyfikat COVID, з метою надання Користувачам сервісу, що дозволяє 

представляти дані з IKP, а також для забезпечення ІКТ-безпеки та безпеки 

юридичного обігу. 

10. Дані, зазначені в ч. 2 і ч. 3, п. 4  зберігаються протягом 6 років з дати останньої 

активності Користувача в ІКТ-системі Додатка (стаття 19h Закону про 

інформатизацію). Дані не обробляються в маркетингових цілях.  Дані не 

обробляються в маркетингових цілях. 

11. Персональні дані, що обробляються в ІКТ-системі, зазначеній в ст. 19e ч. 2 Закону 

про інформатизацію, не підлягають автоматизованому прийняттю рішень, у тому 

числі профілюванню. 

12. Персональні дані, зазначені в пункті 3, також будуть оброблятися: Центральний 

центр інформатики, Алеє Єрозолімськє 132-136, 02-305 Варшава та Науково-

академічна комп'ютерна мережа - Національний науково-дослідний інститут, 

вул. Кольська 12, 01-045 Варшава відповідно: 

1) суб'єкт обробки персональних даних, 

2) подальший суб'єкт обробки персональних даних. 

13. Персональні дані можуть передаватися органам державної влади та державним 

установам або іншим суб'єктам, уповноваженим законом або виконуючим 

завдання, що здійснюються в інтересах суспільства або при здійсненні публічної 

влади. 


