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Szanowni Panstwo,

Zwracam sie jako obywatel i przedsiebiorca z wnioskiem o analize systemu
Krajowego Systemu e-Faktur (KSeF) w kontekscie skutkdéw jego centralizacji dla
gospodarki, bezpieczenstwa panstwa i obywateli.

1. Stan obecny

e Obecnie funkcjonujgcy system JPK-V7 umozliwia petng ewidencje faktur
VAT, w tym dane kontrahentow, kwoty, stawki i daty, w sposdb wystarczajgcy
do celéw kontroli podatkowe;j.

e Dane sg przekazywane u zrodta, w sposob rozproszony, co oznacza,
ze przerwa w jednym punkcie nie paralizuje obrotu gospodarczego.

2. Problem KSeF

o KSeF wprowadza petng centralizacje faktur w czasie rzeczywistym, co
tworzy Single Point of Failure (SPOF).

o Awaria systemu, przerwy w dostepie do internetu, przeciecie kabli lub ataki
hybrydowe mogg spowodowacé paraliz wystawiania faktur w calym kraju.

o Centralizacja stwarza dodatkowe ryzyko cyberbezpieczenstwa i zagrozenia
dla odpornosci panstwa.

3. Zagrozenia dla obywateli i przedsiebiorcow

« Wszyscy przedsiebiorcy ponoszg petng odpowiedzialnos¢ za poprawnosé
faktur, niezaleznie od ewentualnych awarii systemu.

o Osoby mniej zaawansowane cyfrowo lub starsze majg utrudniony dostep do
systemu.

« Brak mechanizméw awaryjnych zagraza ciggtosci obrotu gospodarczego.

4. Wniosek

W mojej ocenie problem nie wynika z koniecznosci cyfryzacji, lecz ze sposobu
wprowadzenia KSeF — nadmiernie scentralizowanego i narazonego na awarie.
Prosze o:



1. Analize proporcjonalnosci tego rozwigzania w $wietle zasady zaufania
obywatela do panstwa i prawa do ochrony wiasnej dziatalnosci.

2. Rozwazenie alternatywnego modelu rozproszonego, podobnego do JPK-V7,
ktéry zachowuje korzysci cyfryzacji przy minimalnym ryzyku SPOF.

3. Ewentualne wydanie opinii lub rekomendacji w tej sprawie w celu zwigkszenia
odpornosci systemu i bezpieczenstwa panstwa.

Z powazaniem,



