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Regulamin monitoringu wizyjnego w Wojewddzkiej Stacji Sanitarno-Epidemiologicznej w Szczecinie

§ 1. Cel i podstawa prawna wprowadzenia monitoringu

1.

Niniejszy regulamin okresla zasady funkcjonowania systemu monitoringu wizyjnego

w Wojewddzkiej Stacji Sanitarno-Epidemiologicznej w Szczecinie, zwanej dalej ,WSSE

w Szczecinie”.

Monitoring wizyjny jest prowadzony w celach:

2.1. wykonania zadania realizowanego w interesie publicznym lub w ramach sprawowania wtadzy
publicznej powierzonej administratorowi;

2.2. zapewnienia porzadku publicznego i zwiekszenia bezpieczenstwa oséb przebywajacych na
terenie i w budynku WSSE w Szczecinie, w szczegdlnosci interesantéw, pracownikéw oraz
innych oséb;

2.3. ochrony mienia nalezagcego do WSSE w Szczecinie przed zniszczeniem, uszkodzeniem lub
kradzieza;

2.4. wynikajacych z art. 222 § 1 Kodeksu pracy.

Podstawe prawng stosowania monitoringu wizyjnego stanowia:

3.1. Ustawaz dnia 26 czerwca 1974 r. - Kodeks pracy - art. 222 (Dz.U. 2025 poz. 277 ze zm.);

3.2. Ustawa z dnia 16 grudnia 2016 r. o zasadach zarzadzania mieniem panstwowym, art. 5a (t.j.
Dz.U.z 2024 poz. 125);

3.3. Ustawa z dnia 22 sierpnia 1997 r. o ochronie oséb i mienia - art 3 pkt 2 lit. a (t.j. Dz.U. z 2025
poz. 532);

3.4. Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016r.
w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych
i w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE
(ogdlne rozporzadzenie o ochronie danych) - (RODO) - art. 6 ust 1 lit. f).

§ 2. Administrator Danych Osobowych

Administratorem danych osobowych przetwarzanych w ramach monitoringu jest Wojewddzka
Stacja Sanitarno-Epidemiologiczna w Szczecinie, ul. Spedytorska 6/7, 70-632 Szczecin.

Kontakt z administratorem: tel. 91 462 40 60, e-mail: wsse.szczecin@sanepid.gov.pl, adres
elektronicznej skrzynki podawczej: ePUAP: /WSSESZCZECIN/SkrytkaESP, adres e-Doreczen:
AE:PL-80751-86947-CVBCG-22

Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym mozna sie kontaktowacé

w sprawach ochrony danych osobowych pod adresem e-mail: iod.wsse.szczecin@sanepid.gov.pl

§ 3. Zakres dziatania monitoringu

Monitoring wizyjny obejmuje teren zewnetrzny oraz wnetrze budynku WSSE w Szczecinie

w zakresie niezbednym do realizacji celéw okreslonych w § 1 ust. 2.

System monitoringu obejmuje wytacznie te obszary, w ktérych utrwalenie obrazu jest uzasadnione
celami okreslonymiw § 1 ust. 2, a jego stosowanie nie narusza prawa do prywatnosci ani godnosci.
System monitoringu nie obejmuje i nie moze obejmowac pomieszczen, w ktérych:

3.1. pracownicy wykonuja swoje codzienne obowiazki (pomieszczenia biurowe);

3.2. znajduja sie urzadzenia sanitarnohigieniczne (tazienki, toalety), szatnie i przebieralnie;

3.3. znajduja sie aneksy kuchenne, kuchnie pracownicze (pomieszczenia socjalne);

3.4. odbywaja sie szkolenia, narady, wideokonferencje itp. (sale konferencyjne, szkoleniowe).
Kamery monitoringu sg rozmieszczone wytacznie w miejscach ogélnodostepnych, takich jak:

4.1. wejscia gtéwne i ewakuacyjne;

4.2. korytarze, klatka schodowa i inne ciagi komunikacyjne;

4.3. teren zewnetrzny wokot budynku, w tym dojscia, parking.

O stosowaniu monitoringu wizyjnego, jego zakresie oraz lokalizacji urzadzen rejestrujacych
informuje sie pracownikéw i osoby przebywajace na terenie WSSE w Szczecinie poprzez stosowne
oznaczenia oraz komunikaty informacyjne, umieszczone w widocznych miejscach,

a takze poprzez publikacje klauzuli informacyjnej zgodnej z art. 13 RODO.
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§ 4. Zasady przetwarzania danych

1.

Nagrania obrazu utrwalane przez system monitoringu moga zawiera¢ dane osobowe interesantéw,
0s6b zatrudnionych w WSSE w Szczecinie oraz innych oséb przebywajacych na jej terenie,
umozliwiajgce ich bezposrednia lub posrednig identyfikacje, w szczegdlnosci wizerunek,
zachowanie, sposéb poruszania sie, a w niektérych przypadkach takze inne cechy pozwalajace na
rozpoznanie osoby.

Dane osobowe utrwalone w systemie monitoringu sa przetwarzane wytacznie w celach okres$lonych
w § 1 ust. 2 niniejszego regulaminu.

Przetwarzanie danych w ramach monitoringu odbywa sie zgodnie z zasadami okreslonymi w art. 5
RODO, w szczegdlnosci z zasada legalnosci, minimalizacji danych, ograniczenia celu, integralnosci

i poufnosci oraz ograniczenia przechowywania danych.

Dostep do nagran z systemu monitoringu majg wtacznie Administrator Danych Osobowych

tj. Dyrektor WSSE w Szczecinie, Zarzadzajacy systemem monitoringu tj. Kierownik Oddziatu
Administracyjnego oraz osoby upowaznione przez Administratora Danych Osobowych, ktére
zostaty imiennie wskazane i zobowigzane do zachowania poufnosci w zakresie danych pozyskanych
w trakcie wykonywania swoich obowigzkéw stuzbowych.

Udostepnienie nagran z monitoringu osobom lub podmiotom zewnetrznym moze nastgpic
wytacznie w przypadkach przewidzianych przepisami prawa, w szczegélnosci na wniosek organéw
uprawnionych (np. Policji, prokuratury, sadu),

Kazdy przypadek ujawnienia lub nieuprawnionego wykorzystania nagran z monitoringu stanowi
naruszenie ochrony danych osobowych w rozumieniu RODO i podlega niezwtocznemu zgtoszeniu
Inspektorowi Ochrony Danych oraz postepowaniu zgodnemu z obowigzujgca procedurg
reagowania na naruszenia ochrony danych.

§ 5. Sposéb dziatania systemu monitoringu wizyjnego

1.
2.

3.

System monitoringu wizyjnego dziata catodobowo w wyznaczonych obszarach.

Kamery monitoringu rejestrujg obraz w sposéb ciggty, w zaleznosci od miejsca instalacji

i potrzeb zwigzanych z bezpieczerstwem oséb oraz ochrong mienia WSSE w Szczecinie.

Nagrania sg utrwalane w systemie rejestrujgcym, ktéry zapewnia:

3.1. integralnosc i autentycznosc¢ zapisow;

3.2. zabezpieczenie przed dostepem o0sdb nieuprawnionych;

3.3. mozliwos¢ przegladania nagran wytacznie przez osoby upowaznione;

3.4. oznaczenie daty i godziny rejestracji dla kazdego nagrania.

System monitoringu wyposazony jest w mechanizmy umozliwiajgce bezpieczne przechowywanie,
kopiowanie oraz nadpisywanie nagran, zgodnie z procedurg okreslong w niniejszym regulaminie

i obowigzujacymi przepisami o ochronie danych osobowych.

Wszelkie prace konserwacyjne, naprawy lub modyfikacje systemu monitoringu przeprowadzane s3
wytacznie przez osoby uprawnione i po uprzednim poinformowaniu Administratora Danych
Osobowych, z zachowaniem zasad bezpieczeristwa danych osobowych.

§ 6. Okres przechowywania nagran

Nagrania obrazu z systemu monitoringu przechowywane sg przez okres nie dtuzszy niz 20 dni od
dniaich zarejestrowania.

W przypadku gdy nagranie z monitoringu stanowi dowéd w postepowaniu prowadzonym na
podstawie przepiséw prawa, okres przechowywania nagrania moze zostac przedtuzony do czasu
prawomocnego zakonczenia tego postepowania. Przedtuzenie okresu przechowywania wymaga
odnotowania w dokumentacji prowadzonej przez osobe odpowiedzialng za nadzér nad systemem
monitoringu.

Po uptywie okresu przechowywania nagrania sa nadpisywane w sposdb uniemozliwiajacy ich
odtworzenie i odczytanie, przy zachowaniu zasad bezpieczenstwa i poufnosci danych osobowych
zgodnie z obowiazujacymi przepisami RODO.

Wszelkie dziatania zwigzane z przedtuzeniem okresu przechowywania, dostepem do nagran lub ich
trwatym usunieciem moga by¢ wykonywane wytacznie przez osoby upowaznione, ktére zostaty
imiennie wskazane przez Administratora Danych Osobowych.
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§ 7. Udostepnianie nagran

1.

Nagrania z systemu monitoringu moga by¢ udostepniane wytacznie w przypadkach i na zasadach

okreslonych przepisami prawa oraz niniejszym regulaminem, w szczegdlnosci:

1.1. organom uprawnionym, takim jak Policja, Prokuratura, sady, lub inne organy przewidziane
prawem, w zwigzku z prowadzonymi postepowaniami lub kontrolami;

1.2. osobom, ktérych dane osobowe zostaty utrwalone w nagraniach, w przypadkach i na zasadach
przewidzianych w rozporzadzeniu Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. - RODO, w szczegdlnosci w zakresie prawa dostepu do danych osobowych,

o ktérym mowa w art. 15 RODO.

Udostepnienie nagran osobom uprawnionym odbywa sie wytacznie na podstawie wniosku, ktory

musi zawierac:

2.1. dane wnioskodawcy lub organu wnioskujacego;

2.2. wskazanie nagrania lub okresu, ktérego wniosek dotyczy;

Whioski o udostepnienie nagran z systemu monitoringu mogg by¢ sktadane pisemnie lub droga

elektroniczng (e-mail, ePUAP, e-Doreczenia) na adres WSSE w Szczecinie wskazany w regulaminie.

Przed udostepnieniem nagrania osoba sktadajgca wniosek musi zostac¢ zweryfikowana

i zidentyfikowana, aby potwierdzi¢, ze jest osobg, ktérej dane osobowe dotycza, lub Ze dziata jako

uprawniony organ.

W przypadku wnioskéw sktadanych drogg elektroniczng WSSE w Szczecinie zastrzega sobie prawo

do dodatkowego potwierdzenia tozsamosci wnioskodawcy poprzez kontakt telefoniczny lub prosbe

o przestanie dodatkowych dokumentéw tozsamosci w bezpieczny sposdéb, celem zapewnienia

ochrony danych osobowych oséb trzecich i zachowania zasad bezpieczeristwa.

Kazde udostepnienie nagran odbywa sie wytacznie po pozytywnej weryfikacji tozsamosci

whnioskodawcy i jest dokumentowane w rejestrze udostepniania nagran zgodnie z procedurami

WSSE w Szczecinie.

Administrator Danych Osobowych dokonuje weryfikacji wniosku pod katem:

7.1. zgodnosci z przepisami prawa i niniejszym regulaminem,

7.2. zapewnienia, ze udostepnienie nie naruszy praw innych oséb.

Nagrania mogg by¢ udostepnione w formie umozliwiajacej ich odczyt i zabezpieczenie integralnosci

danych, a kazde udostepnienie jest odnotowywane w rejestrze udostepniania nagran, zawierajgcym:

8.1. dateigodzine udostepnienia,

8.2. dane osoby lub organu, ktéremu nagranie zostato udostepnione,

8.3. zakres udostepnionych nagran,

8.4. podstawe prawng i cel udostepnienia,

8.5. podpis osoby upowaznionej do udostepnienia nagran.

Zabrania sie udostepniania nagran do celéw innych niz wskazane powyzej, w szczegdlnosci

w celach komercyjnych, promocyjnych.

. Prawa oséb, ktérych dane dotycza

Kazdej osobie, ktérej dane osobowe zostaty zarejestrowane przez system monitoringu wizyjnego,
przystuguja prawa przewidziane w rozporzadzeniu Parlamentu Europejskiego i Rady (UE) 2016/679
- RODO, w szczegdlnosci opisane w ust. 2-3.

Prawo dostepu do danych osobowych: Osoba, ktérej dane dotycza, ma prawo uzyskac od

Administratora Danych Osobowych :

2.1. potwierdzenie, czy jej dane osobowe s3 przetwarzane w systemie monitoringu;

2.2. dostep do tresci swoich danych osobowych, w tym do nagran wideo, w zakresie nie
naruszajgcym praw i wolnosci innych oséb;

2.3. informacje o celach przetwarzania danych, kategoriach przetwarzanych danych, odbiorcach
danych lub kategoriach odbiorcéw, okresie przechowywania danych lub kryteriach jego
ustalania;

2.4. informacje o prawie do wniesienia zadania sprostowania, usuniecia lub ograniczenia
przetwarzania danych, a takze o prawie do wniesienia sprzeciwu wobec przetwarzania danych
w okreslonych przypadkach;

2.5. informacje o prawie do wniesienia skargi do organu nadzorczego (Prezesa Urzedu Ochrony
Danych Osobowych);
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2.6. informacje o zrédle pochodzenia danych, jesli dane nie zostaty pozyskane bezposrednio od
osoby, ktérej dotycza;

2.7. informacje o ewentualnym zautomatyzowanym podejmowaniu decyzji, w tym profilowaniu,
jesli miato to miejsce.

Prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych: Kazda osoba, ktérej dane

osobowe sg przetwarzane w systemie monitoringu, ma prawo wniesienia skargi do Prezesa Urzedu

Ochrony Danych Osobowych, jesli uzna, ze przetwarzanie danych narusza przepisy RODO,

w szczegolnosci przepisy dotyczace:

3.1. legalnosci przetwarzania danych;

3.2. celéwiograniczenia przetwarzania danych;

3.3. bezpieczenstwa i poufnosci danych osobowych;

3.4. praw osob, ktérych dane dotycza, w tym prawa dostepu i ograniczenia przetwarzania.

Whioski dotyczace korzystania z praw opisanych w ust. 1-3 mogg by¢ sktadane pisemnie lub droga

elektroniczng (e-mail, ePUAP, e-Doreczenia). Administrator Danych Osobowych zastrzega sobie

prawo do przeprowadzenia procedury weryfikacji tozsamosci osoby wnioskujacej w celu

zapewnienia ochrony danych oséb trzecich oraz bezpieczenstwa przetwarzania danych.

Administrator Danych Osobowych, po wptynieciu wniosku zabezpiecza nagranie, a nastepnie

rozpatruje wniosek niezwtocznie, jednak nie pdZniej niz w ciggu miesigca od dnia otrzymania

whniosku, zgodnie z art. 12 RODO. W przypadku skomplikowanych wnioskéw okres ten moze zostaé

przedtuzony o kolejne dwa miesigce przy jednoczesnym poinformowaniu osoby, ktérej dane

dotyczg, o przyczynach opéznienia.

. Informowanie o stosowaniu monitoringu wizyjnego

Kazda osoba przebywajaca na terenie WSSE w Szczecinie jest informowana o stosowaniu systemu

monitoringu wizyjnego, w sposéb zapewniajacy petng przejrzystosé i zgodnosé

z przepisami RODO.

Informowanie odbywa sie w sposéb wielowarstwowy:

2.1. publikacja regulaminu monitoringu - petna tresé regulaminu jest udostepniona na stronie
internetowej WSSE w Szczecinie, umozliwiajac osobom zainteresowanym zapoznanie sie
z zasadami funkcjonowania monitoringu w dowolnym czasie;

2.2. dostepnos¢ regulaminu w siedzibie WSSE w Szczecinie - regulamin jest dostepny
w kancelarii WSSE w Szczecinie dla pracownikow, interesantéw oraz innych oséb
przebywajacych na terenie WSSE w Szczecinie (dodatkowo dla pracownikow w systemie
ESWU 2);

2.3. warstwa wizualno-stowna - na terenie WSSE w Szczecinie stosowane s czytelne oznaczenia
informujace o monitoringu, w tym tablice umieszczone w widocznych miejscach przy wejsciach
oraz w poblizu obszaréw objetych monitoringiem, zawierajace:

2.3.1. informacje, ze teren jest monitorowany,

2.3.2. cel przetwarzania danych,

2.3.3. dane kontaktowe Administratora Danych Osobowych oraz informacje o prawach oséb,
ktérych dane dotycza.

Informowanie odbywa sie rownolegle w formie stownej i graficznej, aby zapewnic¢ dotarcie do

wszystkich oséb przebywajgcych w WSSE w Szczecinie, w sposéb zrozumiaty i jednoznaczny.

Osoby przebywajgce w WSSE w Szczecinie, w szczegblnosci pracownicy, sg zapoznawane

z zasadami monitoringu podczas procedury wprowadzajacej lub szkolen okresowych.

§ 10. Postanowienia koncowe

1.

Niniejszy regulamin wchodzi w zycie po uptywie 14 dni od momentu podpisania przez Dyrektora
WSSE w Szczecinie i umieszczenia w systemie ESWU 2. Od tego dnia obowigzuje wszystkich
pracownikéw, interesantéw oraz inne osoby przebywajace na terenie WSSE w Szczecinie.

Z trescig regulaminu zapoznaje sie wszystkich pracownikéw WSSE w Szczecinie w sposéb
ZWYCzajowo przyjety poprzez umieszczenie regulaminu w systemie ESWU 2 i poinformowanie o tym
fakcie pracownikéw w formie wiadomosci e-mail.

Zarzadzajacy systemu monitoringu odpowiada za to, aby regulamin byt regularnie przegladany

i aktualizowany w przypadku zmian w organizacji WSSE w Szczecinie lub sposobie funkcjonowania
systemu monitoringu.
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4. Wszelkie zmiany regulaminu podlegajg odrebnemu zatwierdzeniu przez Dyrektora WSSE
w Szczecinie i sg niezwtocznie udostepniane pracownikom oraz publikowane w systemie ESWU 2
i stronie internetowej WSSE w Szczecinie.



