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Szanowny Panie Ministrze,

w odpowiedzi na pismo z 29 listopada br., znak DPiS.WWKS.002.49.1.2025,
dziatajgc na podstawie art. 57 ust. 1 lit. ¢) rozporzgdzenia Parlamentu Europejskiego
i Rady (UE) 2016/679" oraz art. 51 ustawy o ochronie danych osobowych?, do
przedstawionego opisu zatozen projektu informatycznego ,,Zintegrowana
Platforma Doradcza — eDoradca” (dalej jako ,OZPI” lub ,projekt”) organ nadzorczy
— Prezes Urzedu Ochrony Danych zgtasza nastepujgce uwagi.

Projekt jest zwigzany z realizacjg szeregu e-ustug wymagajgcg przetwarzania
danych osobowych oraz zaktada m.in. modyfikacje funkcjonujgcego obecnie ,Portalu
Rolnika” rozszerzajgc go o komponent ,eDoradca”, stanowigcy platforme wspierajgca
doradcow i rolnikdw w procesach analitycznych za pomocg zaawansowanych
narzedzi cyfrowych. eDoradca zapewnia¢ ma wsparcie swiadczenia ustug
doradczych oraz ustuge cyfrowego doradztwa rolniczego pozwalajgcg na
generowanie spersonalizowanych rekomendac;ji dla rolnikéw, zarzgdzanie

" Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r.

w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzgdzenie o
ochronie danych) (Dz. Urz. UE L 119 z 4.5.2016, str. 1 ze zm.) — dalej jako rozporzgdzenie 2016/679.
2 Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).
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gospodarstwem, finansami, ewidencjami upraw, hodowli, generowaniem
zautomatyzowanych analiz, prognoz, raportéw, rekomendac;ji, optymalizacji
zarzgdzania energig, zasobami wodnymi, programem nawozenia, monitorowaniem
dopfat. Projekt zaktada interoperacyjnosc i integracje z licznymi systemami
teleinformatycznymi i rejestrami. Powigzanie z Weztem Krajowym pozwala na
uwierzytelnianie uzytkownikéw platformy. Poniewaz z zasobdéw platformy korzystac
beda zalogowani uzytkownicy (rolnicy, doradcy, inne osoby) jej funkcjonowanie
bedzie nieodzownie zwigzane z przetwarzaniem danych osobowych. Ze wzgledu na
charakterystyke dziatania ustug, dochodzi¢ bedzie do przetwarzania duzej ilosci
réznego rodzaju informacji dotyczgcych prowadzonej dziatalnosci rolniczej, ale takze
szerokiego zakresu danych osobowych o potencjalnie wysokim stopniu
szczegotowosci (np. dane geolokalizacyjne pozyskiwane poprzez System
Monitorowania Obszaru), podlegajgcych zautomatyzowanej analizie.

Powyzsze okolicznosci powodujg koniecznos¢ przeprowadzenia catosciowej
analizy projektu nie tylko pod wzgledem wydajnosci czy bezpieczenstwa danych, ale
takze pod wzgledem zapewnienia stosowania wynikajgcych z rozporzgadzenia
2016/679 zasad przetwarzania, w tym ochrony danych osobowych wobec ryzyk jakie
powodowacC moze realizacja e-ustug, nie tylko wskazanego w opisie projektu ryzyka
,<cyberataki i naruszenia bezpieczenstwa danych”. Nalezy zauwazy¢, ze w niniejszym
przypadku spetnione zostaty przestanki okreslone w art. 35 ust. 1 ww. aktu
powodujgce po stronie projektodawcy obowigzek przeprowadzenia oceny skutkoéw
dla ochrony danych osobowych (testu prywatnosci), ktérg nalezatoby wykazac
w przedmiotowych dokumentach obrazujgcych plany projektodawcy / beneficjentéw.
Ocena skutkéw stanowi niezbedne narzedzie umozliwiajgce rozpoznanie
konkretnych ryzyk dla praw i wolnosci podmiotéw danych wynikajgcych
z wdrazanych rozwigzan oraz wypracowanie szczegétowych rozwigzan techniczno-
organizacyjnych, minimalizujgcych zidentyfikowane zagrozenia. Ze wzgledu na
charakter planowanej platformy, ktéra ma wykorzystywa¢ duze ilos¢ danych do ich
zautomatyzowanej analizy z wykorzystaniem nowych technologii, w oparciu o
szerokg interoperacyjnos¢, wartym rozwazenia jest uwzglednienie nie tylko testu
inicjalnego, ale takze testow weryfikacyjnych na poszczegélnych etapach realizacji
projektu, ktére pozwolg na biezgce modyfikacje srodkéw przetwarzania w
koniecznym zakresie.

Z tych samych powoddéw, juz na wstepnym etapie konieczne jest
przeprowadzenie przeglagdu obowigzujgcych przepisow prawa i wykazanie
ustawowych podstaw prawnych do prowadzenia tak rozbudowanych rozwigzan,
z udziatem wielu administratoréw i systemu teleinformatycznego w planowanym
zakresie. Na jak najwczesniejszym etapie opracowany powinien zostac rejestr
czynnosci przetwarzania danych osobowych wykazujgcy konkretne kategorie
danych osobowych, zakres ich przetwarzania, a przede wszystkim przestanki
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legalizujgce, na ktorych przetwarzanie bedzie sie opiera¢ w przypadku réznych
operacji, realizowanych w réznych celach, przez ré6zne podmioty.

Czynnosci przetwarzania bedg gtéwnie dokonywane przez organy publiczne
w zwigzku z wykonywanymi zadaniami publicznymi na podstawie art. 6 ust. 1 lit. c)
lub e) rozporzadzenia 2016/679, aczkolwiek ze wzgledu na dobrowolny charakter
ustug potencjalng przestanke moze w pewnym zakresie stanowi¢ takze art. 6 ust. 1
lit. a). Konieczne jest zatem wykazanie spetniania warunkéw okreslonych w art. 6 ust.
113 ww. aktu, w tym przede wszystkim istnienia obowigzku prawnego lub
niezbednosci przetwarzania do wykonania zadania realizowanego w interesie
publicznym lub w ramach sprawowania wtadzy publicznej, wynikajacego z przepisu
prawa rangi ustawowej. Projektodawca powinien wdrozy¢ $rodki organizacyjne
i techniczne zapewniajgce, ze przetwarzanie danych stuzgce realizacji zadania
lezgcego w interesie publicznym odbywa sie w sposdb adekwatnych do
wyznaczonego, prawnie uzasadnionego celu, a takze gwarantujgce, ze
przetwarzanie danych odbywato bedzie sie w sposob nienadmiarowy,
zminimalizowany do niezbednego minimum, wytgcznie w zakresie koniecznym do
wyznaczonego celu.

Przetwarzanie odbywajgce sie na podstawie zgody osoby, ktérej dane
dotycza, musi by¢ poprzedzone rzetelnym i przejrzystym informowaniem osoby o
operacjach przetwarzania danych (art. 13 rozporzgadzenia 2016/679), jej pozostatych
prawach, w tym prawa do usuniecia danych. Zgoda, aby mogta legalizowac
przetwarzanie danych osobowych wyrazana powinna by¢ dobrowolnie, Swiadomie,
jednoznacznie, w konkretnym celu, by¢ mozliwa do odwotania w kazdym czasie. W
tym zakresie warto positkowac sie wytycznymi Europejskiej Rady Ochrony Danych nr
05/2022 dotyczacych zgodys.

Szeroka integracja eDoradcy z innymi ustugami i systemami
teleinformatycznymi, zarobwno w obrebie Portalu Rolnika jak i rejestrow oraz
zewnetrznych baz powoduje zwiekszone ryzyko niedozwolonego tgczenia zbioréw
danych. Z punktu widzenia prawidtowego zapewnienia zasad przetwarzania danych
okreslonych w rozporzadzeniu 2016/679 planowana interoperacyjnos¢ powinno

3 https://www.edpb.europa.eu/our-work-tools/our-documents/guidelines/guidelines-052020-consent-
under-regulation-2016679_pl
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opierac sie o kryteria okreslone w motywie 314 rozporzgdzenia 2016/679.
Pozyskiwanie danych z innych systemow, zbioréw czy rejestréow powinno byc¢
ograniczone jedynie do zakresu niezbednego dla wykonywanych zadan
wynikajgcych z kompetencji podmiotu oraz celéw przetwarzania, w oparciu o jasng
podstawe legalizujgcg. Dostep nie powinien przybiera¢ formy statej teletransmisji
danych, a zostac¢ ograniczony do mozliwosci pobierania pojedynczych danych

w formie wnioskowej®.

Skoro system bedzie funkcjonowat w oparciu o wykorzystywanie
zaawansowanych narzedzi analitycznych wykorzystujgcych szeroki zakres informacji
dotyczacej osoby prowadzgcej dziatalno$¢ rolniczg, to nalezy wdrozy¢ srodki
gwarantujgce, ze technologia nie jest wykorzystywana w celu niedozwolonego
profilowania i zautomatyzowanego podejmowania decyzji (art. 22 ust. 16
rozporzagdzenia 2016/679), a dokonywane analizy nie bedg wykorzystywane
w celach innych niz pierwotnie zatozone.

Z opisu przyjetych zatozen technologicznych (pkt 7.3. OZPI) wynika, ze
narzedzia analityczne majg zosta¢ wsparte implementacjg algorytmdw uczenia
maszynowego — sztucznej inteligencji. Ze wzgledu na charakterystyke
funkcjonowania systemu oraz jego ekstensywny charakter ujawnia sie potrzeba
przeprowadzenia osobnej analizy pod wzgledem zgodnosci planowanych operacji
przetwarzania z Aktem w sprawie sztucznej inteligencji (AIA)7. W takim przypadku,
réwnolegle do oceny skutkéw dla ochrony danych osobowych, konieczne jest
przeprowadzenie oceny skutkéw, o ktorej mowa w art. 27 AIA. Wdrazajgc model
systemow opartych o Sl warto odwota¢ sie do opinii Europejskiej Rady Ochrony
Danych (EROD) 28/2024 z 17 grudnia 2024 r. w sprawie wykorzystywania danych

4 ,Organy publiczne, ktérym ujawnia sie dane osobowe w zwigzku z ich prawnym obowigzkiem
sprawowania funkcji publicznej (takich jak organy podatkowe, organy celne, finansowe jednostki
analityki finansowej, niezalezne organy administracyjne czy organy rynkow finansowych regulujgce i
nadzorujgce rynki papieréw wartosciowych), nie powinny by¢ traktowane jako odbiorcy, jezeli
otrzymane przez nie dane osobowe sg im niezbedne do przeprowadzenia okre$lonego postepowania
w interesie ogélnym zgodnie z prawem Unii lub prawem panstwa cztonkowskiego. Zgdanie ujawnienia
danych osobowych, z ktérym wystepujg takie organy publiczne, powinno zawsze mie¢ forme pisemna,
by¢ uzasadnione, mie¢ charakter wyjgtkowy, nie powinno dotyczy¢ catego zbioru danych ani
prowadzi¢ do potgczenia zbioréw danych. Przetwarzajgc otrzymane dane osobowe, takie organy
powinny przestrzegaé majgcych zastosowanie przepiséw o ochronie danych, zgodnie z celami
przetwarzania”.

5 Do pozyskiwania danych w trybie bezwnioskowym przez organy wtadzy publicznej odnidst sie
Naczelny Sgd Administracyjny w wyroku z dnia 3 grudnia 2021 r., sygn. Il OSK 590/21 dotyczgcym
pozyskiwania danych z rejestru PESEL przez komornikéw sgdowych.

6 ,Osoba, ktorej dane dotyczag, ma prawo do tego, by nie podlega¢ decyzji, ktéra opiera sie wytgcznie
na zautomatyzowanym przetwarzaniu, w tym profilowaniu, i wywotuje wobec tej osoby skutki prawne
lub w podobny sposob istotnie na nig wplywa”.

7 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1689 z dnia 13 czerwca 2024 r. w
sprawie ustanowienia zharmonizowanych przepisdw dotyczgcych sztucznej inteligencji oraz zmiany
rozporzgdzen (WE) nr 300/2008, (UE) nr 167/2013, (UE) nr 168/2013, (UE) 2018/858, (UE) 2018/1139
i (UE) 2019/2144 oraz dyrektyw 2014/90/UE, (UE) 2016/797 i (UE) 2020/1828 (akt w sprawie
sztucznej inteligenciji).
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osobowych do opracowywania i wdrazania modeli sztucznej inteligenc;jié, w ktorej
okreslono kryteria pozwalajgce ustali¢ kiedy i w jaki sposdéb modele sztucznej
inteligencji mozna uznac¢ za realnie anonimowe oraz jakie metody uniemozliwiajgce
identyfikacje osob fizycznych mozna zastosowac, aby zapewni¢ anonimowos¢
(obejmujgce nie tylko samg konstrukcje modutu, ale i dobér Zzrodet, proces szkolenia
maszynowego, testy odpornosci, procedury weryfikacji). Stosowne srodki techniczne
i organizacyjne powinny uniemozliwia¢ stosowanie S| w celu niedozwolonego
wnioskowania, profilowania, zautomatyzowanego podejmowania decyzji czy tez
przetwarzania danych biometrycznych. Jezeli sztuczna inteligencja ma by¢ uzywana
w procesach analitycznych, istotnym jest, aby uzytkownicy platformy byli

w przejrzysty i rzetelny sposob informowani o wykorzystywaniu narzedzi Sl oraz

o zakresach i sposobach jej dziatania.

tacze wyrazy szacunku,

Mirostaw Wréblewski
Prezes Urzedu
Ochrony Danych Osobowych

/dokument w postaci elektronicznej
podpisany kwalifikowanym podpisem elektronicznym/

Do wiadomosci:

Whnioskodawca — Ministerstwo Rolnictwa i Rozwoju Wsi

8 https://www.edpb.europa.eu/our-work-tools/our-documents/opinion-board-art-64/opinion-282024-
certain-data-protection-aspects_pl
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