Ministerstwo
Cyfryzacji

Instrukcja wypetniania wniosku o dostep do Systemu
Rejestrow Panstwowych (SRP) — masowa migracja
(wniosek M)



1.1 Informacje

Instrukcja zawiera ogdélne zasady wypetniania wniosku o dostep do Systemu Rejestrow
Paristwowych (SRP) — masowa migracja. Na podstawie wniosku zapewniany jest dostep do
Systemu Rejestréw Panstwowych dla Urzedéw Stanu Cywilnego, ktore wykorzystuja
oprogramowanie przygotowane przez dostawcow aplikacji wspierajgcych w celu
przeprowadzenia masowej migracji aktéw stanu cywilnego do Bazy Ustug Stanu Cywilnego.
Na podstawie wniosku przydzielany jest dostep wyfaczenie do sSrodowiska produkcyjnego.

Woraz z uzyskaniem dostepu do masowej migracji wnioskujacy otrzymuje certyfikat
niezbedny do potaczenia z Systemem Rejestrow Panstwowych. Wnioskujgcy jest
wiascicielem certyfikatu. Odpowiada za:

= prawidtowe uzytkowanie certyfikatu
= przechowywanie certyfikatu zgodnie z jego przeznaczeniem
= zabezpieczenie certyfikatu przed udostepnieniem osobom postronnym

UWAGA. Certyfikaty do masowej migracji wydawane s3 na kartach kryptograficznych lub
tokenach. W zwigzku z powyzszym wnioskujacy jest zobowigzany dostarczy¢ nosnik, na

ktérym zostang zapisane dane. Specyfikacja dostepnych no$nikoéw znajduje sie na stronie
Ministerstwa Cyfryzacji pod adresem https://www.gov.pl/cyfryzacja/jak-uzyskac-dostep-

do-srp W przypadku dostarczenia karty innej niz Athena IDProtect Duo v1 lub Gemalto ID
Prime 3810 lub tokenu do personalizacji, ktérego niezbedna jest instalacja
oprogramowania, wraz z nosnikiem nalezy przesta¢ niezbedne sterowniki.

Przed wypetnieniem wniosku o dostep do Systemu Rejestrow Panstwowych uzytkownik jest
zobowigzany do zapoznania sie z dokumentem ,,Polityka Certyfikacji dla infrastruktury SRP”.
O uzyskanie dostepu i otrzymanie certyfikatow wnioskuje w imieniu jednostki osoba

fizyczna.

1.2 Zasady dotyczgce wypetniania wniosku

Whiosek nalezy wypetniaé drukowanymi literami. Niedopuszczalne jest dokonywanie
jakichkolwiek zmian w szacie graficznej lub w tresci wniosku. Wprowadzenie zmian lub
niekompletne wypetnienie wniosku bedzie skutkowato brakiem realizacji wniosku. Wniosek
nalezy wypetni¢ w formie elektronicznej (z wytgczeniem podpiséw i pieczatek) w celu
unikniecia pomytek w zapisie.

W punkcie 1 nalezy wskazac cel ztozenia wniosku:

a) zapewnienie dostepu dla nowego systemu - w przypadku, gdy wnioskujgcy sktada
whniosek po raz pierwszy. Efektem jest otrzymanie certyfikatu pozwalajgcego na
uwierzytelnienie w SRP oraz uzyskanie uprawnien do masowe] migracji;

b) zmiane danych - w przypadku, gdy wnioskujacy sktada wniosek o zmiane danych;
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c) recertyfikacje - w przypadku, gdy zbliza sie koniec waznosci aktualnie uzywanego
certyfikatu;

d) usuniecie konta - w przypadku, gdy wnioskujgcy zaprzestaje korzystania do systemu.
Usuniecie konta wigze sie rowniez z uniewaznieniem certyfikatu.

e) uniewaznienie certyfikatu - np. w przypadku zagubienia karty lub podejrzenia
ujawnienia klucza prywatnego zapisanego na karcie kryptograficznej osobom
nieupowaznionym.

1.2.1 W punkcie 2

nalezy wpisa¢ dane Urzedu Stanu Cywilnego (wraz z ulicg i numerem domu/lokalu)
whnioskujgcej o dostep. W podpunkcie c) kod terytorialny nalezy podaé siedmiocyfrowy kod
TERYT. W podpunkcie d) kod lokalizacji domysing wartoscig jest 01. Jezeli Urzad Stanu
Cywilnego posiada wiecej niz jedng lokalizacje, nalezy wpisywac¢ kolejne wartosci np., jezeli
sg trzy lokalizacje, pierwsza ma kod 01, druga kod 02, a trzecia kod 03.

1.2.2 W punkcie 3

nalezy wpisa¢ dane osoby, ktéra w imieniu jednostki wystepuje o dostep. Osoba ta
odpowiada za kontakty jednostki z MC w procesie uzyskiwania dostepu do SRP.

1.2.3 W punkcie 4

nalezy wypetnié w przypadku odbioru osobistego przez uzytkownika lub osoby upowaznionej
certyfikatu w MC. Odbiér osobisty wymaga wczesniejszego uzgodnienia terminu.

W przypadku pozostawienia pustych pdl w punkcie 4, nosnik z danymi oraz PIN zostang
przestane pocztg w dwéch oddzielnych przesytkach na adres jednostki podany przez
whnioskujgcego w punkcie 2 wniosku.

Za waznos¢ posiadanych certyfikatéw odpowiada osoba wnioskujgca. W przypadku
zblizania sie konca terminu waznosci certyfikatow wnioskujacy musi wypetni¢ wniosek z
zaznaczeniem pola recertyfikacja i przesta¢ do MC.

1.3 Informacje koncowe
Wydrukowany wniosek o uzyskanie dostepu nalezy opatrzy¢ podpisem osoby sktadajgcej
whniosek w imieniu jednostki oraz podpisem i pieczatka kierownika Urzedu Stanu Cywilnego.

Za waznos¢ posiadanych certyfikatéw odpowiada osoba wnioskujgca. W przypadku zblizania
sie koAca terminu waznosci certyfikatéw wnioskujgcy musi wypetni¢ wniosek z zaznaczeniem
pola recertyfikacja i przesta¢ do MC.

Poprawnie wypetniony wniosek wraz z niezbednymi podpisami nalezy przesta¢ na adres:



Ministerstwo Cyfryzacji
Departament Utrzymania Systemow
ul. Krélewska 27

00-060 Warszawa
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