
OCHRONA DANYCH OSOBOWYCH – informacja dotycząca przetwarzania danych osobowych 
 

Zgodnie z art. 13 ust. 1 i 2 oraz art. 14 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych 
osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne 
rozporządzenie o ochronie danych, dalej jako Rozporządzenie):  

Administrator Danych 
Administratorem Pani/Pana danych osobowych jest Wojewódzka Stacja Sanitarno-Epidemiologiczna  
w Warszawie reprezentowana przez Mazowieckiego Państwowego Wojewódzkiego Inspektora 
Sanitarnego/Dyrektora Wojewódzkiej Stacji Sanitarno- Epidemiologicznej z siedzibą w Warszawie przy 
ul. Żelaznej 79, 00-875 Warszawa. 
 
Inspektor Ochrony Danych 
Kontakt do Inspektora Ochrony Danych Wojewódzkiej Stacji Sanitarno-Epidemiologicznej  
w Warszawie można uzyskać pod adresem iod.wsse.warszawa@sanepid.gov.pl lub poprzez Elektroniczną 
Skrzynkę Podawczą Urzędu /fn0v57sx3v/skrytka 
 
Cel przetwarzania danych osobowych 
Pani/Pana dane osobowe będą przetwarzane na podstawie art. 6 ust. 1 lit. c RODO – w celu wykonania 
obowiązku administratora polegającym na wykonywaniu czynności w systemie informatycznym Szefa 
Krajowej Administracji Skarbowej, tj. Krajowym Systemie e-Faktur (wystawianie i odbieranie faktur 
ustrukturyzowanych). 
 
Podstawy prawne przetwarzania danych osobowych 
Pani/Pana dane osobowe przetwarzane są zgodnie z art. 6 ust. 1 lit. c RODO.  
Podstawą przetwarzania danych osobowych jest ustawa z dnia z dnia 11 marca 2004 r. o podatku od 
towarów i usług oraz rozporządzenie Ministra Finansów z dnia 27 grudnia 2021 r. w sprawie korzystania 
z Krajowego Systemu e-Faktur. 
 
Zakres przetwarzanych danych 
Przetwarzane dane mogą obejmować: imię i nazwisko przedsiębiorcy, adres prowadzenia działalności, 
numer NIP, dane kontaktowe. 
 
Odbiorcy danych osobowych 
Dane osobowe będą, przetwarzane w ramach wystawianych i odbieranych faktur, będą udostępniane 
wyłącznie podmiotom uprawnionym do ich przetwarzania na podstawie przepisów prawa. Dane 
osobowe będą udostępnione podmiotom zapewniającym, na podstawie umów zawartych przez 
administratora, obsługę działalności administratora (np. dostawcy usług informatycznych, serwisowych 
lub finansowo-księgowych), a także Szefowi Krajowej Administracji Skarbowej, w związku  
z wystawianiem faktur ustrukturyzowanych w KSeF. Dane osobowe, w związku z wystawioną fakturą, 
mogą być udostępnione komornikom sądowym lub organom egzekucyjnym. 
 
Prawa osób, których dane dotyczą 
Posiada Pani/Pan prawo dostępu do treści swoich danych oraz otrzymania ich kopii;  
do ich sprostowania; usunięcia, w sytuacji, gdy przetwarzanie danych nie następuje w celu wywiązania 
się z obowiązku wynikającego z przepisu prawa lub w ramach sprawowania władzy publicznej; 
ograniczenia ich przetwarzania; prawo do wniesienia sprzeciwu; żądania zaprzestania przetwarzania  
i przenoszenia danych; jak również prawo do wniesienia skargi do organu nadzorczego tj. Prezesa Urzędu 
Ochrony Danych Osobowych.  
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Podanie danych osobowych jest obowiązkiem ustawowym. Niepodanie danych będzie skutkować 
brakiem możliwości wystawienia faktury. 
 
Administrator nie zamierza przekazywać Państwa danych osobowych do państwa trzeciego lub 
organizacji międzynarodowej. 
 
Administrator nie podejmuje decyzji w sposób zautomatyzowany w oparciu o Państwa dane osobowe.  
 

Pani/Pana dane osobowe będą przechowywane do momentu przedawnienia zobowiązania 
podatkowego, dane osobowe (zawarte w fakturach) będą ponadto przechowywane w KSeF przez okres 
10 lat od momentu ich wystawienia.; oraz przez okres wynikający z odrębnych przepisów, w tym 
wewnętrznie obowiązującego JRWA. 
 
Ponadto Administrator Danych, zgodnie z art. 24 ust. 1 Rozporządzenia, stosuje środki techniczne  
i organizacyjne zapewniające ochronę przetwarzanych danych osobowych odpowiednią  
do zagrożeń oraz kategorii danych objętych ochroną, a w szczególności zabezpiecza dane przed  
ich udostępnieniem osobom nieupoważnionym, zabraniem przez osobę nieuprawnioną, przetwarzaniem 
z naruszeniem rozporządzenia oraz zmianą, utratą, uszkodzeniem lub zniszczeniem. 


