
Wypełnia Administrator Danych Osobowych (dalej: Administrator) 

Numer wniosku  Data wpłynięcia wniosku DD  –  MM  -  RRRR                      

Miejscowość: .....................................................  Data: ......................................................................................................  

WNIOSEK OSOBY FIZYCZNEJ O REALIZACJĘ PRAWA 
□ Dostępu do danych oraz uzyskania informacji (na podstawie art. 15 RODO)1 

□ Do sprostowania danych (na podstawie art. 16 RODO)2 

□ Do usunięcia danych („prawo do bycia zapomnianym”) (na podstawie art. 17 RODO)3 

□ Do ograniczenia przetwarzania (na podstawie art. 18 RODO)4 

□ Do przenoszenia danych do innego Administratora (na podstawie 20 RODO)5 

□ Do sprzeciwu wobec przetwarzania danych (na podstawie art.21 RODO)6 

□ Do niepodlegania pod decyzje oparte na zautomatyzowanym przetwarzaniu w tym profilowaniu  
(na podstawie art. 22 RODO)7 

□ Do uzyskania kopii danych (na podstawie art. 15 RODO)8 

Podmiot, do którego składany jest wniosek: 

Nazwa: Państwowy Wojewódzki Inspektor Sanitarny w Bydgoszczy 

Adres: ul. Kujawska 4, 85-031 Bydgoszcz 

Na podstawie artykułu 12-22 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016r.(RODO) 

w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich 

danych, proszę o realizację praw w związku z przetwarzaniem moich danych osobowych. 

I. Dane osoby wnioskującej niezbędne do identyfikacji w zbiorach Administratora: 

Imię ....................................................................... Nazwisko ..........................................................................  

Adres e-mail/numer telefonu ..........................................................................................................................  

II. Dodatkowe informacje umożliwiające identyfikację osoby przez Administratora: 

 ………………………………………………………………………………………………………………………………………………………………….. 
III. Uzasadnienie wniosku: 
 ………………………………………………………………………………………………………………………………………………………………….. 

IV. Wnioskowany sposób odbioru: 

□ Osobiście w siedzibie Administratora 

□ Listownie na adres:  

□ Pocztą elektroniczną na podany adres e-mail:  

 
 
………………………………………………………………… 
 
Czytelny podpis osoby składającej wniosek 

                                              
Wyjaśnienia 

1.  Prosimy o czytelne wypełnienie formularza DRUKOWANYMI LITERAMI. 

2.  Administrator ma prawo odmówić przekazania danych lub zmienić formę odbioru w sytuacji, kiedy nie jest w stanie prawidłowo zidentyfikować 

osoby wnioskującej. 

3.  Na potrzeby rozpatrzenia wniosku i jego dalszej realizacji może być wymagane podanie dodatkowych danych Państwa identyfikujących. 

4.  W sytuacji, kiedy żądania osoby zostaną uznane za nadmierne lub nieuzasadnione, Administrator może pobrać opłatę stosowną do kosztów 

udzielenia odpowiedzi, informując wcześniej osobę wnioskującą o wysokości opłaty. 

5.  Szczegółowe informacje na temat udzielania odpowiedzi można uzyskać poprzez kontakt z naszym Inspektorem Ochrony Danych. 

6.    W sytuacji, kiedy żądania osoby zostaną uznane za nadmierne lub nieuzasadnione, Administrator może pobrać opłatę stosowną do kosztów udzielenia 

odpowiedzi, informując wcześniej osobę wnioskującą o wysokości opłaty. 
7.    Odpowiedź na zgłoszenie zostanie udzielona niezwłocznie, nie później niż wciągu miesiąca od jego otrzymania. W razie konieczności przedłużenia 

tego terminu, Administrator poinformuje osobę składającą wniosek o przyczynach takiego przedłużenia. 

8.    Odpowiedź będzie udzielana zgodnie wybraną opcją określoną we wniosku 

 



 
 



 

PROCEDURA REALIZACJI WNIOSKU O REALIZACJĘ PRAW WYNIKAJĄCYCH Z RODO 

(wyciąg z Polityki Ochrony Danychi) 

1. Wniosek dotyczący realizacji praw można pobrać ze strony internetowej 
https://www.gov.pl/web/wsse-bydgoszcz - > zakładka „Baza wiedzy" - > prawidłowo wypełnić 
zgodnie ze wzorem, podpisać a następnie przesłać go bezpośrednio Administratorowi na 
adres: wsse.bydgoszcz@pis.gov.pl, Inspektorowi Ochrony Danych na adres: 
iod@pwisbydgoszcz.pl lub za pomocą poczty tradycyjnej na adres Administratora. 

2. Wniosek powinien być wypełniony czytelnie DRUKOWANYMI LITERAMI. 
3. We wniosku należy podać wszystkie wymagane informacje. Instrukcja jego wypełnienia 

znajduje się we wniosku. 
4. Administrator może wymagać podania dodatkowych informacji pozwalających na weryfikację 

uprawnienia do złożenia ww. wniosku, w tym potwierdzenia tożsamości osoby składającej 
wniosek. Zakres każdego z ww. praw oraz sytuacje, w których może skorzystać osoba 
składająca wniosek, wynikają z przepisów prawa. To, z którego uprawnienia może skorzystać 
osoba składająca wniosek, zależeć będzie m.in. od podstawy prawnej wykorzystywania danych 
oraz celu ich przetwarzania. 

5. Administrator ma prawo odmówić przekazania danych lub zmienić formę odbioru w sytuacji, 
kiedy nie jest w stanie prawidłowo zidentyfikować osoby wnioskującej. 

6. W sytuacji, kiedy żądania osoby zostaną uznane za nadmierne lub nieuzasadnione, 
Administrator może pobrać opłatę stosowną do kosztów udzielenia odpowiedzi, informując 
wcześniej osobę wnioskującą o wysokości opłaty. 

7. Odpowiedź na zgłoszenie zostanie udzielona niezwłocznie, nie później niż w ciągu miesiąca od 
jego otrzymania. W razie konieczności przedłużenia tego terminu, Administrator poinformuje 
osobę składającą wniosek o przyczynach takiego przedłużenia. 

8. Odpowiedź będzie udzielana zgodnie z wybraną opcją określoną we wniosku. 
9. Szczegółowe informacje na temat udzielania odpowiedzi można uzyskać poprzez kontakt 

z naszym Inspektorem Ochrony Danych. 

 
 

mailto:kancelaria@instytutkorfantego.pl,
mailto:kancelaria@instytutkorfantego.pl,
mailto:iod@pwisbydgoszcz.pl


KLAUZULA INFORMACYJNA 

- dotycząca osób realizujących wniosek 

Na podstawie art. 13 ust. 1 i 2 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 
kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych 
i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne 
rozporządzenie o ochronie danych) (Dz. U. UE. L. z 2016 r. Nr 119, str. 1) - (zwanym w dalszej części 
„RODO") informujemy, że: 

1. Administratorem Państwa danych osobowych jest Państwowy Wojewódzki Inspektor Sanitarny 
z siedzibą w Bydgoszczy, 85-031 Bydgoszcz, ul. Kujawska 4 e- mail: wsse.bydgoszcz@pis.gov.pl, 
(zwany w dalszej części „Administratorem"). 

2. W sprawach związanych z ochroną danych osobowych można skontaktować się z Inspektorem 
Ochrony Danych, pisząc na adres e-maili iod@pwisbydgoszcz.pl. 

3. Państwa dane osobowe przetwarzane będą: 
a) w celu realizacji złożonego wniosku - zgodnie z art. 6 ust. 1 lit. c RODO w związku z art. 15, 

art., 16, art. 17, art. 18, art. 20, art. 21, art. 22 RODO; 
b) w celu wypełnienia obowiązków prawnych ciążących na administratorze w szczególności 

związanych z archiwizacją dokumentacji - zgodnie z art. 6. ust. 1 lit. c RODO w związku 
z Ustawą z dnia 14 lipca 1983 r. o narodowym zasobie archiwalnym i archiwach. 

4. Odbiorcami Państwa danych osobowych mogą być operatorzy pocztowi, dostawcy systemów 
informatycznych i usług IT, instytucje upoważnione z mocy przepisów prawa oraz instytucje na 
mocy wiążących umów. Ponadto w zakresie stanowiącym informację publiczną dane mogą być 
ujawniane każdemu zainteresowanemu lub mogą być publikowane w BIP Administratora zgodnie 
z przepisami prawa. 

5. Okres przetwarzania Państwa danych osobowych jest uzależniony od celu, w jakim dane są 
przetwarzane. Okres przechowywania wynikał będzie z przepisów prawa dotyczących archiwizacji, 
instrukcji kancelaryjnej i archiwalnej na podstawie Jednolitego Rzeczowego Wykazu Akt 
obowiązującego w WSSE w Bydgoszczy. 

6. Mogą Państwo żądać od Administratora dostępu do swoich danych, ich sprostowania, usunięcia, 
ograniczenia przetwarzania danych. 

7. Mają Państwo prawo wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, gdy 
uznają, że przetwarzanie Państwa danych osobowych narusza przepisy RODO. 

8. Podanie danych osobowych jest warunkiem realizacji wniosku. Odmowa podania danych 
osobowych uniemożliwia realizację wniosku. 

9. W oparciu o udostępnione dane osobowe Administrator nie będzie podejmował wobec Państwa 
zautomatyzowanych decyzji, w tym decyzji będących wynikiem profilowania. 



PRAWA OSÓB, KTÓRYCH DANE DOTYCZĄ 

1Prawo dostępu przysługujące osobie, której dane dotyczą oraz uzyskania informacji 

Administrator na żądanie osoby, której dane dotyczą, udziela jej informacji, czy przetwarza jej dane. 

Gdy ma to miejsce Administrator jest zobowiązany udzielić tej osobie dostępu do tych danych oraz 

następujących informacji: 

a. cele przetwarzania, 

b. kategorie danych osobowych, 

c. odbiorcy lub kategorie odbiorców danych, w szczególności odbiorcy w państwach trzecich 

lub organizacjach międzynarodowych, 

d. planowany okres przechowywania danych (lub kryteria ustalania tego okresu), 

e. informacja o prawie do żądania sprostowania, usunięcia lub ograniczenia przetwarzania 

danych osobowych, które go dotyczą, oraz do wniesienia sprzeciwu wobec takiego 

przetwarzania, 

f. informacja o prawie wniesienia skargi do organu nadzorczego, 

g. informacja o źródle danych jeśli nie zostały one zebrane bezpośrednio od pomiotu danych, 

h. informacja o zautomatyzowanym podejmowaniu decyzji, w tym profilowaniu oraz istotne 

informacje o zasadach ich podejmowania, a także o znaczeniu i przewidywanych 

konsekwencjach takiego przetwarzania dla osoby, której dane dotyczą (ma zastosowanie w 

przypadku, gdy zautomatyzowane podejmowanie decyzji wywołuje wobec j osoby skutki 

prawne lub w podobny sposób istotnie na nią wpływa lub gdy opiera się na szczególnych 

kategoriach danych osobowych), 

i.  w przypadku gdy dane są przekazywane do państwa trzeciego lub organizacji 

międzynarodowej, należy podać informacje o stosowanych zabezpieczeniach, 

Administrator udziela osobie, której dane dotyczą informacji dotyczących przetwarzania jej danych 

osobowych zarówno wtedy, gdy dane te pozyskuje bezpośrednio od osoby, której dane dotyczą (art. 

13 Rozporządzenia UE), jak i w sytuacji, gdy dane pozyskuje z innych źródeł (art.14 Rozporządzenia 

UE). 

2Prawo do sprostowania danych 

W przypadku nieprawidłowości lub niekompletności przetwarzanych danych osobowych, osoba, 

której dane dotyczą, ma prawo żądać ich sprostowania lub uzupełnienia. 

3Prawo do usunięcia danych („prawo do bycia zapomnianym) 

Administrator na żądanie osoby, której dane dotyczą usuwa jej dane, jeśli zachodzi jedna 

z poniższych okoliczności: 

a. dane osobowe nie są już niezbędne do celów, w których zostały one zebrane, 

b. osoba, której dane dotyczą wycofała zgodę, na której przetwarzanie było oparte i nie ma 
innej 
podstawy prawnej przetwarzania, 

c. podmiot danych wnosi sprzeciw wobec przetwarzania, 

d. dane osobowe były przetwarzane niezgodnie z prawem, 

e. dane osobowe muszą zostać usunięte w celu wywiązania się z obowiązku prawnego (prawo 

Unii lub krajowe), 

f. dane osobowe zostały zebrane w związku z oferowaniem usług społeczeństwa 



informacyjnego, oferowanych dziecku, które nie ukończyło 16 lat. 

Jeśli dane osobowe zostały upublicznione, Administrator zobowiązany jest podjąć rozsądne 

działania (uwzględniające dostępną technologię i koszty realizacji), aby poinformować innych 

administratorów przetwarzających te dane, o żądaniu podmiotu danych dotyczącym usunięcia tych 

danych, ich kopii i łączy do nich. 

Administrator ma prawo odmówić realizacji tego żądania, jeśli oceni, że przetwarzanie danych jest 

niezbędne: 

a. do korzystania z praw do wolności wypowiedzi i informacji, 

b. do wywiązania się z obowiązków prawnych (narzuconych prawem Unii, prawem krajowym 

lub do wykonania zadania realizowanego w interesie publicznym lub w ramach sprawowania 

władzy publicznej powierzonej administratorowi, 

c. ze względu na interes publiczny w dziedzinie zdrowia publicznego, 

d. do celów archiwalnych w interesie publicznym, 

e. do ustalenia, dochodzenia lub obrony roszczeń 

4Prawo do ograniczenia przetwarzania 

Osoba, której dane dotyczą może żądać ograniczenia przetwarzania jej danych osobowych 

w następujących przypadkach: 

a. osoba, której dane dotyczą kwestionuje prawidłowość danych. W takim przypadku 

Administrator ogranicza przetwarzanie na okres pozwalający mu sprawdzić ich 

prawidłowość, 

b. przetwarzanie jest niezgodne z prawem, a osoba, której dane dotyczą, sprzeciwia się 

usunięciu 

danych osobowych, żądając w zamian ograniczenia ich wykorzystywania, 

c. osoba, której dane dotyczą potrzebuje danych do ustalenia, dochodzenia lub obrony 

roszczeń, a nie są one już potrzebne Administratorowi, 

d. rozpatrywany jest sprzeciw wobec przetwarzania danych. 

Jeżeli przetwarzanie zostało ograniczone, takie dane osobowe można przetwarzać, z wyjątkiem 

przechowywania, wyłącznie za zgodą osoby, której dane dotyczą, lub w celu ustalenia, dochodzenia 

lub obrony roszczeń, lub w celu ochrony praw innej osoby fizycznej lub prawnej, lub z uwagi na 

ważne względy interesu publicznego Unii lub państwa członkowskiego. 

5Prawo do przenoszenia danych 

Osoba, której dane dotyczą, ma prawo otrzymać w ustrukturyzowanym, powszechnie używanym 

formacie nadającym się do odczytu maszynowego, np. odt, xls, doc, pdf, csv dane osobowe jej 

dotyczące, które dostarczyła Administratorowi, oraz ma prawo przesłać te dane osobowe innemu 

administratorowi bez przeszkód ze strony administratora, któremu dostarczono te dane osobowe, 

jeżeli: 

a. Przetwarzanie odbywa się na podstawie zgody, 

b. Przetwarzanie odbywa się na podstawie umowy, 

c. Przetwarzanie odbywa się w sposób zautomatyzowany. 



Osoba, której dane dotyczą ma prawo żądania, by jego dane osobowe były przesłane przez 

Administratora bezpośrednio innemu Administratorowi. 

Rozpatrując żądanie przeniesienia danych należy rozważyć, czy ta operacja nie ma negatywnego 

wpływu na prawa i wolności innych. 

6Prawo do sprzeciwu 

Osoba, której dane dotyczą ma prawo wnieść sprzeciw wobec przetwarzania danych z przyczyn 

związanych z jej szczególną sytuacją, jeśli przetwarzanie jest niezbędne: 

a. do wykonania zadania realizowanego w interesie publicznym lub w ramach sprawowania 

władzy publicznej powierzonej Administratorowi, 

b. do celów wynikających z prawnie uzasadnionych interesów realizowanych przez 

administratora lub przez stronę trzecią. 

Administrator zaprzestaje przetwarzania danych, chyba, że wykaże istnienie ważnych prawnie 

uzasadnionych podstaw do przetwarzania, nadrzędnych wobec interesów, praw i wolności 

osoby, której dane dotyczą. 

W przypadku, gdy dane osobowe przetwarzane są w celu prowadzenie marketingu bezpośredniego, 

Administrator musi bezwzględnie zaprzestać przetwarzania danych. 

7Prawo, by nie podlegać decyzji, która opiera się wyłącznie na zautomatyzowanym 
przetwarzaniu w tym profilowaniu. 

Osoba, której dane dotyczą ma prawo nie podlegać decyzji opartych wyłącznie o zautomatyzowane 

przetwarzanie (w tym profilowanie) i decyzja taka wywołuje wobec osoby skutki prawne lub 

w podobny sposób istotnie wpływa na podmiot. 

Wyjątkiem są sytuacje, w których ta decyzja: 

a. jest niezbędna do zawarcia lub wykonania umowy między osobą, której dane dotyczą, 

a Administratorem; 

b.  jest dozwolona prawem Unii lub prawem państwa członkowskiego, któremu podlega 

administrator i które przewiduje właściwe środki ochrony praw, wolności i prawnie 

uzasadnionych interesów osoby, której dane dotyczą; lub 

c. opiera się na wyraźnej zgodzie osoby, której dane dotyczą. 

W przypadku, gdy zautomatyzowane podejmowanie decyzji jest niezbędne do zawarcia umowy lub 

opiera się na wyraźnej zgodzie podmiot danych może żądać interwencji człowieka, a także ma prawo 

do wyrażenia własnego stanowiska i do zakwestionowania decyzji. 

8Prawo do uzyskania kopii danych 

Administrator dostarcza osobie, której dane dotyczą, kopię danych osobowych podlegających 

przetwarzaniu. Za wszelkie kolejne kopie, o które zwróci się osoba, której dane dotyczą, 

administrator może pobrać opłatę w rozsądnej wysokości wynikającej z kosztów administracyjnych. 

Jeżeli osoba, której dane dotyczą, zwraca się o kopię drogą elektroniczną i jeżeli nie zaznaczy inaczej, 

informacji udziela się w powszechnie stosowanej formie elektronicznej. 

Prawo do uzyskania kopii, nie może niekorzystnie wpływać na prawa i wolności innych. 


