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Szanowny Panie Ministrze,

w odpowiedzi na pismo z 30 stycznia 2026 r. znak: DPiS.WWKS.002.12.1.2026, dziatajgc
na podstawie art. 57 ust. 1 lit. ¢) rozporzgdzenia Parlamentu Europejskiego i Rady (UE)
2016/679" oraz art. 51 ustawy o ochronie danych osobowych? uprzejmie informuje, ze do
przedstawionego projektu rozporzadzenia Ministra Sprawiedliwosci w sprawie
portalu informacyjnego (B937), dalej jako ,projekt”, Prezes Urzedu Ochrony Danych
Osobowych jako organ nadzorczy zgtasza nastepujgce uwagi.

1 Rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony 0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych)
(Dz. Urz. UE L 119 2 4.5.2016, str. 1 ze zm.).

2 Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).
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Zgodnie z § 6 ust. 1i 2 projektu weryfikacja polega na potwierdzeniu, ze dane
sktadajgcego wniosek o zatozenie konta w portalu informacyjnym sg zgodne z danymi
wskazanymi we wniosku, a weryfikacja ta odbywa sie m. in. na podstawie danych z
wiasciwych rejestrow lub ewidencji. Z projektowanego przepisu powinno wprost wynikac,
w oparciu o dane osobowe z jakich konkretnych rejestréow lub ewidencji ma nastepowac
ww. weryfikacja oraz ze weryfikacja polega na potwierdzeniu poprawnosci danych w
zakresie niezbednym do dokonania przedmiotowej weryfikacji. Pozwoli to zapewni¢
zgodnos¢ z wynikajgcymi z rozporzgdzenia 2016/679 zasadami zgodnos$ci z prawem,
rzetelnosci i przejrzystosci® oraz minimalizacji*. Nalezy tez wskaza¢, ze przetwarzanie
danych osobowych na podstawie projektowanego przepisu oparte bedzie na przestance
legalizujgcej z art. 6 ust. 1 lit. c) rozporzgdzenia 2016/679, tj. niezbednosci przetwarzania
do realizacji obowigzku prawnego cigzgcego na administratorze. W takim przypadku,
zgodnie z art. 6 ust. 3 tego rozporzadzenia, regulacja krajowa bedgca podstawg
przetwarzania powinna okreslac rejestr (ewidencje) z jakiej pozyskiwane sg dane, tryb
pozyskiwania, zakres danych niezbedny do weryfikacji, a ta podstawa prawna powinna
wynikaé¢ z aktu rangi ustawy, a nie rozporzgdzenia stuzgcego jej wykonaniu.

Co wiecej, z projektowanego § 6 nie wynika, jak dokonywana jest ww.
weryfikacja, tzn. czy odbywa sie ona w taki sposob, ze w przypadku niepotwierdzenia
poprawnosci dane niepoprawne nie sg udostepniane. Czy jest dokonywana przez
pracownika podmiotu odpowiedzialnego za prowadzenie portalu, czy tez w inny sposob.
Poniewaz kwestia ta jest bezposrednio zwigzana z przetwarzaniem danych osobowych, w
tym z koniecznoscig nieudostepniania danych niepoprawnych to powinna ona zostac
dookreslona w projekcie, co jest istotne z punktu widzenia nie tylko zasady prawidtowosci
danych, zgodnie z ktérg dane osobowe muszg by¢ prawidtowe i w razie potrzeby
uaktualniane [art. 5 ust. 1 lit. d) rozporzgadzenia 2016/679], ale i wyrazonej w
rozporzadzeniu 2016/679 zasady rozliczalnos$ci®. Zastrzezenia te dotyczg wykonawcéw
norm — zarowno administratora potwierdzajgcego poprawnos¢ danych we wniosku, jak i
administratora potwierdzajgcego poprawnos¢ danych bedgcego dysponentem rejestru czy
ewidenciji.

Analogiczng uwage nalezy odniesc § 6 ust. 5 oraz § 10 ust. 6 projektu
odnoszgcych sie do weryfikacji uzytkownika bedgcego petnomocnikiem zawodowym,
komornikiem sgdowym, biegtym sgdowym lub mediatorem, za pomocg systemu ROBUS.

Zgodnie z § 13 ust. 6 projektu dane osobowe uzytkownika zwigzane z kontem sg
usuwane po uptywie 5 lat od dnia zlikwidowania konta. Z kolei zgodnie z § 2 pkt 7
projektu przez likwidacje konta rozumie sie ,usuniecie danych konta, profili zaleznych
oraz uzytkownikow kont powigzanych z kontem, skutkujgce brakiem mozliwosci
uwierzytelnienia na koncie i pozostawieniem minimalnego zestawu danych pozwalajgcych

3 ,Dane osobowe muszg by¢ przetwarzane zgodnie z prawem, rzetelnie i w sposéb przejrzysty dla osoby,
ktorej dane dotyczg ("zgodnosé¢ z prawem, rzetelnos¢ i przejrzystosé”)” — art. 5 ust. 1 lit. a) rozporzgdzenia
2016/679.

4 ,Dane osobowe muszg by¢ adekwatne, stosowne oraz ograniczone do tego, co niezbedne do celéw, w
ktérych sg przetwarzane ("minimalizacja danych")” — art. 5 ust. 1 lit. ¢) rozporzgdzenia 2016/679.

5 ,Administrator jest odpowiedzialny za przestrzeganie przepiséw ust. 1 i musi by¢ w stanie wykazaé ich
przestrzeganie ("rozliczalnos¢")” — art. 5 ust. 2 rozporzagdzenia 2016/679.
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na zachowanie rozliczalnosci dziatan podejmowanych w ramach portalu przez
uzytkownika konta, podmiot lub podmiot publiczny”.

Po pierwsze, nie jest jasne, co nalezy rozumie¢ przez ,,minimalny zestaw
danych” pozostawianych na koncie uzytkownika i czy obejmuje on rowniez dane o
charakterze osobowym. Ze wzgledu na ww. zasade minimalizacji z projektu powinno
wprost wynikac, jaki jest zakres danych pozostawianych na koncie po jego likwidacji. Po
drugie tres¢ § 2 pkt 7, z ktorej wynika, ze likwidacja konta jest rwnoznaczna z usunieciem
danych z tego konta (z zastrzezeniem ww. ,minimalnego zestawu danych”) wydaje sie by¢
sprzeczna z § 13 ust. 6 projektu i wynikajgcym z niego okresie czasu, po ktéorym dane sg
usuwane — powstaje pytanie, czy dane te sg usuwane wraz ze zlikwidowaniem konta
uzytkownika, czy tez dopiero po uptywie 5 lat od likwidacji. Co wiecej, jezeli ww. okres 5 lat
odnosi sie do danych pozostawianych na koncie zgodnie z § 2 pkt 7 to rowniez powinno
wynika¢ to wprost z projektowanych regulacji. Postulowane doprecyzowanie ww.
przepisow jest istotne ze wzgledu na zasade ograniczenia przechowywania®, a takze ww.
zasady zgodnosci z prawem, rzetelnosci i przejrzystosci.

Poniewaz materia, ktéra ma by¢ uregulowana projektowanym rozporzgdzeniem,
wigze sie z przetwarzaniem znacznej ilosci danych osobowych na duzg skale, w ocenie
organu nadzorczego zasadne jest przeprowadzenie przez projektodawce testu
prywatnosci w procesie tworzenia prawa, w tym oceny skutkow dla ochrony danych —
art. 25 ust. 1 rozporzadzenia 2016/6797 przy okreslaniu sposobdéw przetwarzania, jak i art.
35 tego aktu (w szczegolnosci ust. 1 8i ust. 10 ) w zwigzku z przyjmowang podstawag
prawng przetwarzania.

Zauwazam zarazem, ze uwagi organu ochrony danych osobowych przedstawiane
w toku prac legislacyjnych majg charakter eksperckich wskazéwek dla projektodawcy,
ktéry podejmuje decyzje co do ostatecznego ksztattu przyjmowanych przepiséw i
odpowiada za zapewnienie ich zgodnosci z przepisami o0 ochronie danych osobowych.

6 ,Dane osobowe muszg by¢ przechowywane w formie umozliwiajgcej identyfikacje osoby, ktérej dane
dotycza, przez okres nie dtuzszy, niz jest to niezbedne do celéw, w ktérych dane te sg przetwarzane (...)
("ograniczenie przechowywania")’ — art. 5 ust. 1 lit. €) rozporzgadzenia 2016/679.

7 ,Uwzgledniajgc stan wiedzy technicznej, koszt wdrazania oraz charakter, zakres, kontekst i cele
przetwarzania oraz ryzyko naruszenia praw lub wolnosci oséb fizycznych o réznym prawdopodobienstwie
wystgpienia i wadze wynikajgce z przetwarzania, administrator - zaréwno przy okreslaniu sposobéw
przetwarzania, jak i w czasie samego przetwarzania -wdraza odpowiednie srodki techniczne i organizacyjne,
takie jak pseudonimizacja, zaprojektowane w celu skutecznej realizacji zasad ochrony danych, takich jak
minimalizacja danych, oraz w celu nadania przetwarzaniu niezbednych zabezpieczen, tak by spetni¢ wymogi
niniejszego rozporzgdzenia oraz chroni¢ prawa oséb, ktérych dane dotyczg.”.

8 ,Jezeli dany rodzaj przetwarzania - w szczegoélnosci z uzyciem nowych technologii - ze wzgledu na swoj
charakter, zakres, kontekst i cele z duzym prawdopodobienstwem moze powodowac wysokie ryzyko
naruszenia praw lub wolnosci osoéb fizycznych, administrator przed rozpoczeciem przetwarzania dokonuje
oceny skutkéw planowanych operacji przetwarzania dla ochrony danych osobowych. Dla podobnych
operacji przetwarzania danych wigzgcych sie z podobnym wysokim ryzykiem mozna przeprowadzic¢
pojedynczg ocene.”

9 ,Ust. 1-7 nie majg zastosowania, jezeli przetwarzanie na mocy art. 6 ust. 1 lit. ¢) lub €) ma podstawe
prawng w prawie Unii lub w prawie panstwa czionkowskiego, ktéremu podlega administrator, i prawo takie
reguluje dang operacje przetwarzania lub zestaw operacji, a oceny skutkéw dla ochrony danych dokonano
juz w ramach oceny skutkéw regulacji w zwigzku z przyjeciem tej podstawy prawnej - chyba Zze panstwa
cztonkowskie uznajg za niezbedne, by przed podjeciem czynnosci przetwarzania dokona¢ oceny skutkdéw
dla ochrony danych.”



Jednoczesnie pragne zasygnalizowac, ze projekt nie byt przekazany do
zaopiniowania Prezesowi UODO na wczes$niejszym etapie rzgdowego procesu
legislacyjnego.

Ponadto uprzejmie informuje, ze do pozostatych projektéw przekazanych do
zaopiniowania, tj. oznaczonych w wykazie prac legislacyjnych numerami: A544, A545,
A546, B936 organ nadzorczy nie zgtasza uwag.

tacze wyrazy szacunku,

Mirostaw Wroblewski
Prezes Urzedu
Ochrony Danych Osobowych

/-dokument w postaci elektronicznej
podpisany kwalifikowanym podpisem elektronicznym/

Do wiadomosci:

Pan

Arkadiusz Myrcha

Sekretarz Stanu

Ministerstwo Sprawiedliwosci
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