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Opracowano na

podstawie: t.j.

Dz. U. z 2025 r.
Dz. U. 2005 Nr 64 poz. 565 poz. 1703.

USTAWA
z dnia 17 lutego 2005 r.

o informatyzacji dzialalnosci podmiotow realizujacych zadania publiczne?

Rozdziat 1
Przepisy ogdlne

Art. 1. Ustawa okresla zasady:

1)  (uchylony)

la) funkcjonowania Architektury Informacyjnej Panstwa,

1b) funkcjonowania repozytorium interoperacyjnosci,

2) zapewniania warunkoéw sprawnego funkcjonowania oraz wspoéidziatania
systemow teleinformatycznych uzywanych do realizacji zadan publicznych —

W sposOb gwarantujacy neutralno$¢ technologiczng 1 otwartos¢ uzywanych

standardow 1 specyfikacji, w tym wynikajacych z:

a) Krajowych Ram Interoperacyjnosci,

b) minimalnych wymagan dla systemow teleinformatycznych uzywanych
do realizacji zadan publicznych iwymiany danych zpodmiotami
publicznymi,

c) minimalnych wymagan dla rejestrow publicznych,

3) dostosowywania systemow teleinformatycznych uzywanych do realizacji
zadan publicznych do Krajowych Ram Interoperacyjnosci oraz do

minimalnych wymagan dla systemow teleinformatycznych uzywanych

D" Niniejsza ustawa shuzy stosowaniu rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2024/903 z dnia 13 marca 2024 r. w sprawie ustanowienia Srodkow na rzecz wysokiego poziomu
interoperacyjnosci sektora publicznego na terytorium Unii (akt w sprawie Interoperacyjnej
Europy) (Dz. Urz. UE L 2024/903 z 22.03.2024).
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4)

5)

6)

7)

8)

9)

9a)
9b)
9¢)
9d)
9¢)

10)

do realizacji zadan publicznych i wymiany danych z podmiotami publicznymi
— W sposob gwarantujacy neutralno$¢ technologiczng i otwarto$¢ uzywanych
standardow i specyfikacji,

dostosowywania  rejestrow  publicznych  do  Krajowych  Ram
Interoperacyjnosci oraz do minimalnych wymagan dla rejestrow publicznych
— W sposOb gwarantujacy neutralno$¢ technologiczng i otwarto$¢ uzywanych
standardow 1 specyfikacji,

kontroli  realizacji  przedsigwzie¢  informatycznych o publicznym
zastosowaniu, systemow teleinformatycznych uzywanych do realizacji zadan
publicznych 1 wymiany danych z podmiotami publicznymi oraz rejestrow
publicznych,

wymiany danych migedzy podmiotami publicznymi a podmiotami
nieb¢dacymi podmiotami publicznymi,

ustalania i publikacji specyfikacji rozwigzan stosowanych w oprogramowaniu
umozliwiajagcym  faczenie 1wymiane informacji, wtym przeslanie
dokumentow elektronicznych, pomiedzy systemami teleinformatycznymi
podmiotéw publicznych a systemami podmiotow niebedacymi podmiotami
publicznymi,

funkcjonowania elektronicznej platformy ustlug administracji publicznej,
zwanej dalej ,,ePUAP”,

funkcjonowania  centralnego  repozytorium  wzorow  dokumentow
elektronicznych,

funkcjonowania publicznego systemu identyfikacji elektroniczne;,
swiadczenia ustugi podpisu zaufanego,

funkcjonowania zintegrowanej platformy analitycznej,

funkcjonowania Komitetu do spraw Cyfryzacji,

inwentaryzacji systemow teleinformatycznych uzywanych do realizacji zadan
publicznych

(uchylony)

—w celu ochrony interesu publicznego, w tym zachowania przez Panstwo

mozliwo$ci swobody wyboru technologii w procesach informatyzacji realizacji

zadan publicznych.

Art. 2. 1. Przepisy ustawy stosuje si¢ do podmiotéw publicznych:
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1) jednostek sektora finanséw publicznych w rozumieniu przepisow ustawy
zdnia 27 sierpnia 2009 r. o finansach publicznych (Dz.U. z2024r.
poz. 1530, z p6zn. zm.?);

2) innych niz okreslone w pkt 1 panstwowych jednostek organizacyjnych
nieposiadajacych osobowosci prawnej;

3) innych niz okreslone w pkt 1 osob prawnych utworzonych w szczegdélnym
celu zaspokajania potrzeb o charakterze powszechnym, niemajacych
charakteru przemystowego ani handlowego, jezeli podmioty te oraz podmioty,
o ktérych mowa w pkt 1 12, pojedynczo lub wspolnie, bezposrednio albo
posrednio przez inny podmiot:

a) finansujg te osoby prawne w ponad 50 % lub

b) posiadaja ponad potowe udzialéw albo akcji tych os6b prawnych, lub

c) sprawuja nadzor nad organami zarzadzajacymi tych os6b prawnych, lub

d) majaprawo do powolywania ponad potowy sktadu organéw nadzorczych
lub zarzadzajacych tych osob prawnych;

4)  zwiazkow podmiotdéw, o ktérych mowa w pkt 1-3;

5) instytutéw badawczych, Centrum Lukasiewicz oraz instytutow dziatajacych
w ramach Sieci Badawczej Lukasiewicz;

6) uczelni niepublicznych;

7) federacji podmiotow systemu szkolnictwa wyzszego 1 nauki.
la. Przepisy art. 12k ust. 4 15, art. 121, art. 12n, art. 13, art. 14, art. 15,

art. 15a, art. 17a ust. 7, art. 19¢—20a, art. 20e, art. 20gb, art. 20gc, art. 20m, art. 20n,

art. 20q, art. 20r oraz art. 21-24 stosuje si¢ rowniez do podmiotu innego niz
podmiot publiczny, realizujagcego zadania publiczne na podstawie odrebnych
przepisow albo na skutek powierzenia tych zadan lub ich zlecenia przez podmiot
publiczny.

2. (uchylony)

2a. Przepis art. 20ae stosuje si¢ rowniez do dostawcow ustug

telekomunikacyjnych w rozumieniu art. 2 pkt 40 lit. a ustawy z dnia 12 lipca 2024

r. — Prawo komunikacji elektronicznej (Dz. U. poz. 1221 oraz z 2025 r. poz. 637

1 820), w zakresie, o ktorym mowa w art. 296 ust. 3 pkt 2 lit. e tej ustawy.

2 Zmiany tekstu jednolitego wymienionej ustawy zostaly ogtoszone w Dz. U. z 2024 1. poz. 1572,
1717, 1756 1 1907 oraz z 2025 r. poz. 39 i 1180.
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3. Przepiséw ustawy nie stosuje si¢ do stuzb specjalnych w rozumieniu art.
11 ustawy z dnia 24 maja 2002 r. o Agencji Bezpieczenstwa Wewngtrznego oraz
Agencji Wywiadu (Dz. U. z 2025 r. poz. 902 1 1366), Kancelarii Sejmu, Kancelarii
Senatu, Kancelarii Prezydenta Rzeczypospolitej Polskiej oraz Narodowego Banku
Polskiego, z wyjatkiem art. 13 ust. 2 pkt 1, gdy w zwigzku z realizacja zadan przez
te podmioty istnieje obowigzek przekazywania danych do iod podmiotéw
niebedacych organami administracji rzgdowej, oraz z wyjatkiem art. 13a, art. 19¢
iart. 19d.

4. Przepisow art. 25, art. 25a iart. 28 nie stosuje si¢ do instytutow
badawczych, Centrum Lukasiewicz, instytutow dziatajacych w ramach Sieci
Badawczej Lukasiewicz, uczelni, federacji podmiotoéw systemu szkolnictwa
wyzszego 1 nauki, Polskiej Akademii Nauk ani tworzonych przez nig jednostek
organizacyjnych, Polskiej Komisji Akredytacyjnej, Rady Doskonato$ci Naukowe;j,
Rzecznika Praw Obywatelskich, Trybunatu Konstytucyjnego, Sadu Najwyzszego,
sadoéw administracyjnych, Najwyzszej Izby Kontroli, Krajowej Rady Radiofonii
i Telewizji, Krajowego Biura Wyborczego, Instytutu Pamigci Narodowej — Komisji
Scigania Zbrodni przeciwko Narodowi Polskiemu, Prezesa Urzedu Ochrony
Danych Osobowych, Komisji Nadzoru Finansowego ani Generalnego Inspektora

Informacji Finansowe;.

Art. 3. Uzyte w ustawie okres$lenia oznaczajg:

1) informatyczny nos$nik danych — material lub urzadzenie shuzace do
zapisywania, przechowywania i odczytywania danych w postaci cyfrowej;

2) dokument elektroniczny — stanowigcy odrebna cato$¢ znaczeniowa zbior
danych uporzadkowanych w okreslonej strukturze wewnetrznej 1 zapisany na
informatycznym no$niku danych;

3) system teleinformatyczny — zespdt wspoOtpracujacych ze soba urzadzen
informatycznych 1 oprogramowania zapewniajacy przetwarzanie,
przechowywanie, atakze wysylanie 1 odbieranie danych przez sieci
telekomunikacyjne za pomocg wlasciwego dla danego rodzaju sieci
telekomunikacyjnego urzadzenia koncowego Ww rozumieniu przepisow

ustawy z dnia 12 lipca 2024 r. — Prawo komunikacji elektronicznej;
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4)

5)

6)

srodki komunikacji elektronicznej — $rodki komunikacji elektronicznej

w rozumieniu art. 2 pkt 5 ustawy z dnia 18 lipca 2002 r. o $wiadczeniu ustug

droga elektroniczng (Dz. U. z 2024 r. poz. 1513);

rejestr publiczny — uporzadkowany zbidr danych stuzacy do realizacji zadan

publicznych, prowadzony na podstawie przepisow ustawowych przez

podmiot realizujacy zadania publiczne;

przedsigwziecie informatyczne o publicznym zastosowaniu — zespot dziatan

organizacyjnych i technicznych stuzacych do realizacji zadan publicznych za

pomoca srodkéw komunikacji elektronicznej, obejmujacych co najmniej
jedno z nastepujacych dziatan:

a) budowe systemu teleinformatycznego uzywanego do realizacji zadania
publicznego, w tym umozliwiajagcego wymian¢ danych z podmiotami
publicznymi,

b) utworzenie rejestru publicznego,

c) udostgpnianie w postaci elektronicznej zasobu informacyjnego podmiotu
publicznego,

d) wdrozenie ustugi stuzacej do realizacji zadan publicznych,

e) budowe infrastruktury teleinformatycznej, w tym telekomunikacyjne;,

f)  rozszerzenie zakresu, zmiane¢ funkcjonalno$ci lub zmiang technologiczng
produktow powstatych w wyniku dziatan, o ktorych mowa w lit. a—e,

g) utrzymanie produktéw powstatych w wyniku dziatan, o ktérych mowa
w lit. a—e,

h) wsparcie rozwoju spoteczenstwa informacyjnego;

6a) zatozenia przedsigwzigcia informatycznego o publicznym zastosowaniu —

og6lny plan przedsiewzigcia informatycznego o publicznym zastosowaniu

zawierajacy w szczegolnosci informacje o:

a) zakresie przedsigwzigcia, wtym produktach powstatych w wyniku
dziatan przedsigwzigcia,

b) harmonogramie realizacji przedsigwzigcia,

c) kosztach i planowanych zrodtach finansowania przedsiewziecia,

d) uwarunkowaniach i otoczeniu zwigzanych z realizacjg przedsiewziecia,

e) ryzyku zwigzanym z realizacjg przedsigwzigcia,
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7)

8)

9)

10)

11)

11a)

12)

13)

14)

f)  sposobie i kosztach utrzymania produktow powstatych w wyniku dziatan
przedsigwzigcia oraz ryzyku zwigzanym z tym utrzymaniem,;
(uchylony)
(uchylony)
minimalne wymagania dla systemow teleinformatycznych uzywanych
do realizacji zadan publicznych i wymiany danych z podmiotami publicznymi
— zespot wymagan, ktorych spelienie przez system teleinformatyczny
uzywany do realizacji zadan publicznych umozliwia wymian¢ danych
z innymi systemami teleinformatycznymi uzywanymi do realizacji zadan
publicznych oraz zapewnia dostep do danych udostepnianych za pomoca tego
systemu;
minimalne wymagania dla rejestrow publicznych — zespdét wymagan
stuzacych do zapewnienia spojnosci prowadzenia rejestrow publicznych,
atakze zapewnienia wiarygodnosci, jednoznaczno$ci, aktualnos$ci, kom-
pletnosci i dostepnosci danych gromadzonych w tych rejestrach;
oprogramowanie interfejsowe — oprogramowanie umozliwiajace laczenie
1 wymiang¢ danych w komunikacji pomi¢dzy systemami teleinformatycznymi;
interfejs programistyczny aplikacji — interfejs programistyczny aplikacji,
o ktérym mowa w art. 2 pkt 9 ustawy z dnia 11 sierpnia 2021 r. o otwartych
danych 1ponownym wykorzystywaniu informacji sektora publicznego
(Dz. U. 22023 r. poz. 1524);
testy akceptacyjne — udokumentowane wartosci danych wejsciowych
wprowadzanych do systemu teleinformatycznego i powigzanych znimi
warto$ci oczekiwanych danych wyjsciowych, opisujgce zestawy poprawnych
odpowiedzi systemu teleinformatycznego na podawane dane wejsciowe,
pozwalajace na sprawdzenie poprawnosci wdrozenia oprogramowania
interfejsowego;
elektroniczna platforma wustug administracji publicznej — system
teleinformatyczny, w ktorym instytucje publiczne udostepniajg ushugi przez
pojedynczy punkt dostgpowy w sieci Internet;
profil zaufany — S$rodek identyfikacji elektronicznej zawierajacy zestaw

danych identyfikujacych i opisujacych osobe fizyczna, ktora posiada peing
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albo ograniczong zdolno$¢ do czynnos$ci prawnych, ktory zostal wydany w

sposob, o ktorym mowa w art. 20c albo art. 20cb;

14a) podpis zaufany — podpis elektroniczny, ktorego autentyczno$¢ i integralnosé
sg zapewniane przy uzyciu pieczgci elektronicznej ministra wlasciwego do
spraw informatyzacji, zawierajacy:

a) dane identyfikujace osobe, ustalone na podstawie $rodka identyfikacji
elektronicznej wydanego w systemie, o ktorym mowa w art. 20aa ust. 1
pkt 1, obejmujace:

— imig¢ (imiona),
— nazwisko,
— numer PESEL,

b) identyfikator $rodka identyfikacji elektronicznej, przy uzyciu ktérego
zostat ztozony,

c) czas jego zlozenia;

14b) profil osobisty — $rodek identyfikacji elektronicznej, o ktérym mowa w art. 2
ust. 1 pkt 10 ustawy z dnia 6 sierpnia 2010 r. o dowodach osobistych (Dz. U.
722022 r. poz. 671,z2023 r. poz. 12341 1941 oraz z 2025 r. poz. 1006 1 1077);

14c) profil mObywatel — §rodek identyfikacji elektronicznej, o ktorym mowa w art.

2 pkt 11 ustawy z dnia 26 maja 2023 r. o aplikacji mObywatel (Dz. U. z 2024

r. poz. 12751 1717 oraz z 2025 r. poz. 1019);

15) (uchylony)

16) (uchylony)

[17) elektroniczna skrzynka podawcza — dostepny publicznie srodek komunikacji
elektronicznej stuzqcy do przekazywania dokumentu elektronicznego do
podmiotu publicznego przy wykorzystaniu powszechnie dostgpnego systemu
teleinformatycznego, |

18) interoperacyjno$¢ — zdolno$¢ podmiotow do wspoétdziatania przez wymiang
danych za pomocg $srodkow komunikacji elektronicznej;

19) neutralno$¢ technologiczna — zasada réwnego traktowania przez wiladze
publiczne technologii teleinformatycznych itworzenia warunkéw do ich
uczciwej konkurencji, w tym zapobiegania mozliwosci eliminacji technologii

konkurencyjnych przy rozbudowie i modyfikacji eksploatowanych systemow

2025-12-17

Przepis
uchylajacy pkt 17
w art. 3 wejdzie w
Zycie z dn.
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2320, z 2021 r.
poz. 1135, z 2022
r. poz. 1002 i 2754
oraz z 2023 r.
poz. 1860).
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[20)

21)

22)
23)

24)

25)

26)

teleinformatycznych lub przy tworzeniu konkurencyjnych produktow
1 rozwigzan;
urzedowe poswiadczenie odbioru — dane elektroniczne powigzane
z dokumentem elektronicznym doreczonym podmiotowi publicznemu lub przez
niego doreczanym w sposob zapewniajgcy rozpoznawalnoS¢ pozmiejszych
zmian dokonanych w tych danych, okreslajgce:
a) pelng nazwe podmiotu publicznego, ktoremu doreczono dokument
elektroniczny lub ktory dorecza dokument,
b) date igodzing wprowadzenia albo przeniesienia  dokumentu
elektronicznego do systemu teleinformatycznego podmiotu publicznego —
w odniesieniu do dokumentu doreczanego podmiotowi publicznemu,
c) date igodzine podpisania urzedowego poswiadczenia odbioru przez
adresata z uzyciem mechanizmow, o ktorych mowa w art. 20a ust. 1 albo
2 —w odniesieniu do dokumentu doreczanego przez podmiot publiczny,
d) date i godzing wytworzenia urzedowego poswiadczenia odbioru;]
Krajowe Ramy Interoperacyjnosci — zestaw wymagan organizacyjnych,
semantycznych oraz technicznych dotyczacych interoperacyjnosci;
uzytkownik — osobg fizyczna korzystajacg z systemow teleinformatycznych;
katalog uslug — rejestr, udostgpniony na elektronicznej platformie ustug
administracji publicznej, zawierajacy informacje o uslugach udostepnianych
przez podmioty publiczne;
wzoér dokumentu elektronicznego — zbior danych okreslajacych zestaw,
sposOb oznaczania oraz wymagalno$¢ elementow treSci 1 metadanych
dokumentu elektronicznego, a takze mogacych okresla¢ sposob zapisu danych
dla wskazanych elementéw oraz kolejnos¢ 1 sposob wyswietlania na ekranie
lub drukowania poszczegdlnych elementow (wizualizacji);
formularz elektroniczny — oprogramowanie stuzace do przygotowania
1 wygenerowania dokumentu elektronicznego zgodnego z odpowiadajacym
mu wzorem dokumentu elektronicznego, mogace stanowi¢ czes¢ ustugi
udostgpnionej na ePUAP lub w innym systemie teleinformatycznym;
zakres uzytkowy dokumentu elektronicznego — dane zawarte w dokumencie

elektronicznym niezbedne do zalatwienia okreslonego rodzaju spraw za

2025-12-17

Przepis
uchylajacy pkt 20
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27)

28)

29)

30)

31)

32)

)
2)

2a)

posrednictwem ustugi udostepnionej na ePUAP lub w innym systemie

teleinformatycznym;

autoryzacja — przydzielenie osobie fizycznej lub prawnej, uprawnien

w systemie teleinformatycznym po jej pozytywnym uwierzytelnieniu lub

potwierdzenie woli realizacji czynnos$ci w postaci elektronicznej przez

uwierzytelnionego uzytkownika za pomocg dodatkowych danych;

model architektoniczny — odwzorowanie obiektow, w szczegdlnosci ustug,

procesow, systemow, danych oraz sposobow ich powigzania, identyfikujace

kluczowe komponenty funkcjonalne, ktore zapewniaja realizacj¢ zadan

publicznych za pomocg srodkow komunikacji elektronicznej;

Architektura Informacyjna Panstwa — metod¢ zarzadzania informatyzacja

panstwa realizujaca cele strategii, o ktorej mowa w art. 12aa ust. 1, opartg na

modelach architektonicznych i obejmujaca zasady podstawowe, zwane dalej

»pryncypiami”, standardy, wytyczne i rekomendacje architektoniczne;

metadane — metadane, o ktérych mowa w art. 2 pkt 10 ustawy z dnia

11 sierpnia 2021 r. o otwartych danych iponownym wykorzystywaniu

informacji sektora publicznego;

srodki Unii Europejskiej — $rodki, o ktorych mowa w:

a) art.5Sust. 3 pkt1,2,4,516 oraz art. 202 ust. 4 ustawy z dnia 27 sierpnia
2009 r. o finansach publicznych,

b) art. 3b oraz art. 1411 ust. 112 ustawy z dnia 6 grudnia 2006 r. o zasadach
prowadzenia polityki rozwoju (Dz. U. z 2025 r. poz. 198);

srodki zinnych Zrodet zagranicznych — $rodki, o ktorych mowa

wart. Sust. 1 pkt3  ustawy zdnia 27sierpnia 2009 r. o finansach

publicznych.

Art. 4. Przepisy ustawy nie naruszaja:

przepisow o ochronie danych osobowych;

ustawy z dnia 5 sierpnia 2010 r. o ochronie informacji niejawnych (Dz. U.
z 2025 r. poz. 1209);

obowigzku korzystania przy realizacji zadan publicznych z poczty
elektronicznej wykorzystujacej mechanizmy, o ktorych mowa w art. 24 ust. 1
ustawy z dnia 28 lipca 2023 r. o zwalczaniu naduzy¢ w komunikacji

elektronicznej (Dz. U. z 2024 r. poz. 1803);
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3) obowigzkow  wynikajacych  z potrzeby  wspdlpracy  z systemami
teleinformatycznymi 1irejestrami organéw innych panstw lub organizacji
migdzynarodowych;

4) obowigzkéw wynikajacych z uméw miedzynarodowych, jak rowniez umow
o czlonkostwo w instytucjach miedzynarodowych, w przypadku gdy prawo
danego podmiotu do cztonkostwa w instytucjach migdzynarodowych zostato

zagwarantowane aktem prawnym o mocy ustawy.

Art. 4a. 1. Minister wlasciwy do spraw informatyzacji moze realizowac swoje
zadania przy pomocy instytucji gospodarki budzetowej, wobec ktérej wykonuje
funkcje organu zatozycielskiego.

2. Realizacja zadan, o ktorych mowa w ust. 1, moze by¢ finansowana ze
srodkoéw okreslonych w:

1) umowie, przewidujace;j:
a) wynagrodzenie za wykonywanie tych zadan, w tym udzielenie zaliczki,
b) rozliczenie na podstawie poniesionych kosztow i rozsadnego zysku;

2) innej umowie;

3) dotacji celowej udzielanej przez ministra wlasciwego do spraw
informatyzacji.

3. Minister wlasciwy do spraw informatyzacji okresli, w drodze zarzadzenia,
sposOb nadzoru 1 rozliczania realizacji zadan powierzonych w umowie, o ktorej
mowa w ust. 2 pkt 1, majac na wzgledzie prawidtowos¢ ich realizacji.

4. W przypadku zawarcia umowy, o ktoérej mowa w ust. 2 pkt 1, o
przeznaczeniu zysku netto decyduje minister wtasciwy do spraw informatyzacji po
zatwierdzeniu sprawozdania finansowego tej instytucji. Przepis art. 28 ust. 8 ustawy
z dnia 27 sierpnia 2009 r. o finansach publicznych stosuje si¢ odpowiednio, z
uwzglednieniem ust. 5.

5. Minister wlasciwy do spraw informatyzacji moze wyda¢ wiazace polecenie
dokonania wptaty srodkéw pienieznych stanowigcych zysk netto, o ktorym mowa
w ust. 4, lub zgromadzonych na funduszu zapasowym tej jednostki, na rzecz
Funduszu — Centralnej Ewidencji Pojazdow i Kierowcow, o ktérym mowa w art.
80d ust. 2 ustawy z dnia 20 czerwca 1997 r. — Prawo o ruchu drogowym (Dz. U. z

2024 r. poz. 1251 oraz z 2025 r. poz. 820 1 1006).
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6. Szef Kancelarii Prezesa Rady Ministrow lub minister kierujgcy dziatem
administracji rzadowej, za zgoda ministra wlasciwego do spraw informatyzacji,
moze powierzy¢ realizacj¢ swoich zadan z zakresu informatyzacji instytucji, o

ktorej mowa w ust. 1, udzielajac dotacji celowe;.

Art. 4b. 1. Minister wlasciwy do spraw informatyzacji moze upowazni¢ do
wykonywania zadan w jego imieniu dyrektora instytucji, o ktorej mowa w art. 4a
ust. 1.

2. Upowaznienie, o ktéorym mowa w ust. 1, obejmuje uprawnienie do
udzielania dalszych upowaznien osobom zatrudnionym w tej instytucji.

3. Upowaznienie, o ktorym mowa w ust. 1 i1 2, jest udzielane na piSmie w
drodze imiennego upowaznienia lub upowaznienia stanowiskowego.

4. W przypadku watpliwosci co do udzielenia upowaznienia, o ktorym mowa
w ust. 1 1 2, lub jego zakresu minister wlasciwy do spraw informatyzacji moze

potwierdzi¢ wazno$¢ podjetych czynnosci.

Art. 4¢c. 1. Minister wilasciwy do spraw informatyzacji jest wlasciwym
organem odpowiedzialnym za stosowanie rozporzadzenia Parlamentu
Europejskiego i Rady (UE) 2024/903 z dnia 13 marca 2024 r. w sprawie ustano-
wienia S$rodkéw na rzecz wysokiego poziomu interoperacyjnosci sektora
publicznego na terytorium Unii (akt w sprawie Interoperacyjnej Europy) (Dz. Urz.
UE L 2024/903 z 22.03.2024), zwanego dalej ,,rozporzadzeniem 2024/903”, oraz
pojedynczym punktem kontaktowym, w rozumieniu art. 17 ust. 1 rozporzadzenia
2024/903.

2. Minister wlasciwy do spraw informatyzacji wyznacza przedstawiciela
w Radzie ds. Interoperacyjne;j Europy, o ktorej mowa
w art. 15 ust. 1 rozporzadzenia 2024/903, sposrod oséb zatrudnionych w urzedzie
obstugujacym tego ministra, ktére posiadaja kompetencje i1wiedzg¢ z zakresu
interoperacyjno$ci transgranicznej, o ktérej mowa w art. 2 pkt 1 rozporzadzenia
2024/903.

3. Do zadan ministra wtasciwego do spraw informatyzacji, o ktorych mowa

w ust. 1 12, przepisow art. 4a i art. 4b nie stosuje sig.
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Rozdzial 2

Strategia dotyczaca informatyzacji panstwa oraz pelnomocnicy do spraw

informatyzacji

Art. 5. (uchylony)

Art. 6. (uchylony)

Art. 7. (uchylony)

Art. 8. (uchylony)

Art. 9. (uchylony)

Art. 10. (uchylony)

Art. 11. (uchylony)

Art. 12. (uchylony)

Art. 12a. (uchylony)

Art. 12aa. 1. Rada Ministrow przyjmuje, w drodze uchwaly, strategi¢

dotyczacg informatyzacji panstwa, zwang dalej ,,strategia”.

1)
2)
3)
4)
5)

6)

2. Strategia okresla:

aktualny stan informatyzacji panstwa;

wizj¢ informatyzacji panstwa,

cele informatyzacji panstwa;

srodki 1 dziatania stuzace do realizacji celow informatyzacji panstwa;
sposoby 1 zasady wspotpracy podmiotow, ktoérych dotyczy informatyzacja
panstwa,;

mozliwo$ci finansowania dziatan, o ktorych mowa w pkt 4.
Art. 12ab. Strategia jest przyjmowana na okres dziesigcioletni.

Art. 12ac. 1. Strategi¢ realizujg czlonkowie Rady Ministrow.

2. Minister wtasciwy do spraw informatyzacji monitoruje realizacj¢ strategii.

Art. 12ad. 1. Minister wlasciwy do spraw informatyzacji we wspotpracy

z innymi cztonkami Rady Ministrow dokonuje przegladu strategii co 2 lata.
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2. Minister wtasciwy do spraw informatyzacji sporzadza sprawozdanie
z przegladu strategii i przedktada je Radzie Ministrow w terminie 2 miesigcy od

dnia zakonczenia przegladu.

Art. 12ae. 1. W urzedzie obstugujacym ministra kierujacego dziatem
administracji rzadowej oraz w Kancelarii Prezesa Rady Ministrow powoluje si¢
pelnomocnika do spraw informatyzacji, zwanego dalej ,,pelnomocnikiem”.
Przepisow art. 4a ust. 1 1 6 nie stosuje si¢.

2. Pelnomocnika mozna powota¢ w urzedzie innym niz urzedy wymienione
w ust. 1, w szczeg6lnosci w urzedzie obslugujacym organ jednostki samorzadu
terytorialnego.

3. Do zadan pelnomocnika nalezy:

1) koordynowanie realizacji strategii w zakresie spraw objetych dzialem
administracji rzadowej kierowanym przez wlasciwego ministra, w tym
w zakresie spraw nalezacych do wtasciwosci jednostek organizacyjnych lub
organow podleglych temu ministrowi lub przez niego nadzorowanych, albo
w zakresie spraw nalezacych do wilasciwosci Kancelarii Prezesa Rady
Ministrow, w tym w zakresie spraw nalezacych do wlasciwosci jednostek
organizacyjnych lub organdéw podlegltych Prezesowi Rady Ministrow lub
przez niego nadzorowanych;

2) diagnozowanie obszaru, w ktorym jest konieczne wprowadzenie zmian
w zakresie spraw objetych dzialem administracji rzadowej kierowanym przez
wlasciwego ministra, w tym w zakresie spraw nalezacych do wiasciwosci
jednostek organizacyjnych lub organ6w podlegtych temu ministrowi lub przez
niego nadzorowanych, albo w zakresie spraw nalezacych do wtasciwosci
Kancelarii Prezesa Rady Ministrow, w tym w zakresie spraw nalezacych do
wlasciwosci jednostek organizacyjnych lub organdéw podlegtych Prezesowi
Rady Ministréw lub przez niego nadzorowanych — pod wzgledem realizacji
strategii oraz wprowadzania nowych technologii cyfrowych;

3) wsparcie merytoryczne w procesie uzgadniania projektow  aktow
normatywnych kierowanych do wlasciwego ministra w ramach rzadowego
procesu legislacyjnego;

4) diagnozowanie potrzeb pracownikéw zatrudnionych w urzedzie, o ktérym

mowa wust. I, wktérym powolano pelnomocnika, lub pracownikéw
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5)

6)

7)

8)

9)

10)

11)

organdéw lub jednostek organizacyjnych podlegtych wlasciwemu ministrowi
albo Prezesowi Rady Ministrow lub przez niego nadzorowanych,
przygotowywanie materiatow szkoleniowych 1 organizowanie szkolen,
atakze rozpowszechnianie materialdw  szkoleniowych i informacji
o dostepnych szkoleniach — w obszarze kompetencji cyfrowych;

tworzenie i upowszechnianie dobrych praktyk wspierajacych podnoszenie
kompetencji cyfrowych pracownikoéw, o ktérych mowa w pkt 4;
przygotowywanie biezacych informacji na temat postgpoéw w realizacji
strategii oraz zwigzanego ztym ryzyka iich przedkladanie ministrowi
wihasciwemu do spraw informatyzacji w celu, o ktorym mowa w art. 12ac
ust. 2;

przygotowywanie informacji =z realizacji strategii wcelu dokonania
przegladu, o ktorym mowa w art. 12ad ust. 1;

uczestnictwo we wspolpracy zinnymi podmiotami w zakresie zadan
zwigzanych z realizacjg strategii;

wspieranie kierownika urzedu, o ktorym mowa w ust. 1, w ktorym powotano
petnomocnika,  w zakresie = zapewnienia  zgodno$ci  przedsigwzigé
informatycznych o publicznym zastosowaniu, ktdére sg realizowane przez ten
urzad, zpryncypiami, standardami, wytycznymi i rekomendacjami
architektonicznymi  Architektury Informacyjne; Panstwa, Krajowymi
Ramami Interoperacyjnos$ci, minimalnymi wymaganiami dla systemow
teleinformatycznych uzywanych do realizacji zadan publicznych 1 wymiany
danych z podmiotami publicznymi oraz minimalnymi wymaganiami dla
rejestrow publicznych;

koordynowanie przeprowadzania ocen interoperacyjnosci krajowej, o ktorych
mowa w art. 12n ust. I, oraz ocen interoperacyjnosci, o ktorych mowa
w art. 3 ust. 1 rozporzadzenia 2024/903, oraz koordynowanie udostepniania
1 ponownego wykorzystywania rozwigzan interoperacyjnych, o ktorych
mowa w art. 4 ust. 1 rozporzadzenia 2024/903, w ramach urzg¢du, o ktorym
mowa w ust. 1, w ktorym powotano pelnomocnika;

wykonywanie innych zadan wspierajacych realizacje dokumentow
o charakterze strategicznym, polityk 1 programoéw rozwoju, zwigzanych

z informatyzacjg panstwa.

2025-12-17



©Kancelaria Sejmu s. 15/70

4. Do zadan pelnomocnika powotanego w urzgdzie innym niz urzedy

wymienione w ust. 1 nalezy:

1)

2)

3)

4)

5)

diagnozowanie potrzeb pracownikow zatrudnionych w urz¢dzie innym niz
urzedy wymienione wust. 1, wktorym powotano pelnomocnika,
przygotowywanie materialdw szkoleniowych 1 organizowanie szkolen,
atakze rozpowszechnianie materiatow szkoleniowych i informacji
o dostepnych szkoleniach — w obszarze kompetencji cyfrowych;

tworzenie iupowszechnianie dobrych praktyk wspierajacych podnoszenie
kompetencji cyfrowych pracownikéw, o ktorych mowa w pkt 1;

wspieranie kierownika urzedu innego niz urzedy wymienione w ust. 1,
w ktorym powolano petnomocnika, w zakresie zapewnienia zgodnosci
przedsiewzie¢ informatycznych o publicznym zastosowaniu, ktore sa realizo-
wane przez ten urzad, zpryncypiami, standardami, wytycznymi
i rekomendacjami architektonicznymi Architektury Informacyjnej Panstwa,
Krajowymi Ramami Interoperacyjno$ci, minimalnymi wymaganiami dla
systemow teleinformatycznych uzywanych do realizacji zadan publicznych
iwymiany danych zpodmiotami publicznymi oraz minimalnymi
wymaganiami dla rejestrow publicznych;

koordynowanie przeprowadzania ocen interoperacyjnosci krajowej, o ktorych
mowa w art. 12n ust. I, oraz ocen interoperacyjnosci, o ktérych mowa
w art. 3 ust. 1 rozporzadzenia 2024/903, oraz koordynowanie udostgpniania
i ponownego wykorzystywania rozwigzan interoperacyjnych, o ktorych
mowa w art. 4 ust. 1 rozporzadzenia 2024/903, w ramach urzedu innego niz
urzedy wymienione w ust. 1, w ktorym powotano pelnomocnika;
wykonywanie innych zadah zwigzanych z informatyzacjga, wskazanych przez
kierownika urzedu innego niz urzegdy wymienione wust. 1, w ktérym
powotano pelnomocnika.

5. Pelnomocnika powotuje 1 odwotuje kierownik urzedu, o ktérym mowa

w ust. 1, albo innego urzedu niz urzedy wymienione w ust. 1, w ktorym powotano

pelnomocnika, sposréd osob zatrudnionych w tym urzedzie, ktore posiadaja

kompetencje, wiedze ido$wiadczenie z zakresu informatyzacji niezbedne do

realizacji zadan petnomocnika.
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6. W zakresie wykonywanych zadan pelomocnik podlega bezposrednio
kierownikowi urzedu, o ktorym mowa w ust. 1, albo innego urzedu niz urzedy
wymienione w ust. 1, w ktérym powotano pelnomocnika.

7. Obsluge merytoryczng, organizacyjno-prawna, techniczng i kancelaryjno-
-biurowa pelnomocnika zapewnia urzad, o ktérym mowa w ust. 1, albo inny urzad
niz urzedy wymienione w ust. 1, w ktérym powotano pelnomocnika.

8. Pelnomocnicy sg obowigzani do wspotdziatania oraz wspotpracy z innymi
podmiotami w zakresie realizacji swoich zadan.

9. Pelnomocnik za zgoda kierownika urzgdu, o ktorym mowa w ust. 1, albo
innego urzedu niz urzedy wymienione w ust. 1, w ktorym powotano pelnomocnika,
moze tworzy¢ spo$rod pracownikow, o ktérych mowa w ust. 3 pkt 4 lub ust. 4
pkt 1, zespoty do opracowania okreslonych zagadnien lub wykonania okreslonych

czynnosci oraz moze zleca¢ przeprowadzanie badan i ekspertyz.
Art. 12b. (uchylony)
Art. 12¢. (uchylony)
Art. 12d. (uchylony)
Art. 12e. (uchylony)
Art. 12f. (uchylony)
Art. 12g. (uchylony)
Art. 12h. (uchylony)
Art. 12i. (uchylony)
Rozdziat 3

Architektura Informacyjna Panstwa, systemy teleinformatyczne uzywane do
realizacji zadan publicznych, wymiana danych z podmiotami publicznymi,

rejestry publiczne oraz Komitet do spraw Cyfryzacji

Art. 12j. 1. Minister wlasciwy do spraw informatyzacji opracowuje i rozwija
Architekture Informacyjng Panstwa.
2. Minister wlasciwy do spraw informatyzacji prowadzi repozytorium

Architektury Informacyjnej Panstwa, w ktorym sa gromadzone w szczegdlnos$ci
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modele architektoniczne oraz pryncypia, standardy, wytyczne irekomendacje
architektoniczne — z wykorzystaniem systemu teleinformatycznego.

3. Minister wlasciwy do spraw informatyzacji udostgpnia pryncypia,
standardy, wytyczne i rekomendacje architektoniczne Architektury Informacyjnej
Panstwa na stronie internetowej, ktorej adres elektroniczny jest udostepniony

w Biuletynie Informacji Publicznej na stronie podmiotowej ministra.

<Art. 12k. 1. Minister wlasciwy do spraw informatyzacji prowadzi
repozytorium interoperacyjnosci z wykorzystaniem powszechnie dost¢pnego
systemu teleinformatycznego, w tym zapewnia mechanizm monitorowania
dostepnosci interfejsow programistycznych aplikacji systemow
teleinformatycznych stuzacych do prowadzenia rejestréw publicznych.

2. Gléwnymi funkcjonalnosciami repozytorium interoperacyjnosci sa
publikowanie iudost¢pnianie informacji shluzacych do zapewnienia
interoperacyjnosci.

3. Repozytorium interoperacyjnosci zawiera w szczegolnosci nastepujace
kategorie informacji:

1) metadane rejestrow publicznych, w tym:

a) pelngiskrocona nazwe rejestru publicznego,

b) opis rejestru publicznego,

¢) nazwe organu prowadzacego rejestr publiczny oraz numer
identyfikacyjny REGON podmiotu, ktéry obsluguje ten organ
w zakresie prowadzenia rejestru publicznego, jezeli posiada taki
numer,

d) Kkategori¢ przedmiotowa istatus funkcjonowania rejestru
publicznego, okreslone w przepisach wydanych na podstawie
art. 12m,

e) podstawe prawna prowadzenia rejestru publicznego idate¢ jego
utworzenia,

f) podstawe prawna idate zakonczenia prowadzenia rejestru
publicznego — w przypadku zakonczenia prowadzenia rejestru
publicznego,

g) struktury danych i znaczenie danych zawartych w tych strukturach

dla danych gromadzonych w rejestrze publicznym,
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2)

3)

4)

5)

6)

h) formaty plikéw, w ktorych s3 wudostepniane dane z rejestru
publicznego,

i) informacje, o ktorych mowa w art. 14 ust. 1a pkt 3,

j) terminy udost¢pniania danych zgromadzonych w rejestrze
publicznym,

k) informacje o pojedynczym punkcie kontaktowym dla rejestru
publicznego, o ktorym mowa w art. 14 ust. 1a pkt 4;

informacje o interfejsach programistycznych aplikacji systemow

teleinformatycznych uzywanych do realizacji zadan publicznych,

o ktorych mowa w art. 13 ust. 5;

wyniki ocen interoperacyjnosci krajowej, o ktorych mowa w art. 12n

ust. 3;

sprawozdania przedstawiajace wyniki ocen interoperacyjnosci, o ktérych

mowa w art. 3 ust. 1 rozporzadzenia 2024/903;

informacje o systemie rejestrow panstwowych, o ktérych mowa

w art. 13b ust. 2;

raporty z przegladu standardow oraz specyfikacji, o ktorych mowa

w art. 18a.

4. Podmiot prowadzacy rejestr publiczny z wykorzystaniem systemu

teleinformatycznego lub uzywajacy systemu teleinformatycznego do realizacji

zadan publicznych:

1)

2)

publikuje w repozytorium interoperacyjnosci informacje, o ktorych
mowa w ust. 3 pkt 1-4, albo wskazuje podstawe¢ prawna, z ktorej wynika
obowiazek zachowania niejawnoSci takich informacji;

zapewnia jakos$¢, w tym poprawnos¢, aktualno$¢ oraz kompletnosé
publikowanych informacji, o ktorych mowa w ust. 3 pkt 1-4.

5. Jezeli rejestr publiczny jest prowadzony z wykorzystaniem systemu

teleinformatycznego przez wiecej niz jeden podmiot, do publikowania

informacji, o ktorych mowa w ust. 3 pkt 1-4, a takze do zapewnienia ich

jakosci, w tym poprawnosci, aktualnosci oraz kompletnosci, jest obowiazany

podmiot, ktory prowadzi ten system teleinformatyczny.

Art. 121. Podmioty obowigzane na podstawie przepisow odrebnych do

przekazywania danych podmiotom realizujacym zadania publiczne stosuja,
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w ramach przekazywania takich danych, rozwigzania zapewniajace zgodnos$¢
z metadanymi rejestrow publicznych iinterfejsami programistycznymi
aplikacji systemow teleinformatycznych uzywanych do realizacji zadan

publicznych, o ktorych mowa w art. 12k ust. 3 pkt 11i 2.

Art. 12m. Rada Ministrow okresli, w drodze rozporzadzenia:

1) szczegélowe funkcjonalnosci repozytorium interoperacyjnosci,

2) sposob Kkategoryzacji informacji przeznaczonych do wudostepniania
w repozytorium interoperacyjnosci, w tym kategorie przedmiotowe
i statusy funkcjonowania rejestru publicznego w repozytorium
interoperacyjnosci,

3) szczegolowy sposob prowadzenia repozytorium interoperacyjnosci,

4) szczegolowy sposob wykonywania obowigzkow przez podmioty
realizujace zadania publiczne w zakresie udost¢epniania danych
i informacji w repozytorium interoperacyjnosci

—majac na uwadze potrzebe zapewnienia interoperacyjnosci, zachowania

spojnych standardow prezentacji danych w repozytorium interoperacyjnosci

oraz zapewnienia informacji o danych gromadzonych w rejestrach

publicznych i sposobie dostepu do tych danych przetwarzanych w systemach

teleinformatycznych uzywanych do realizacji zadan publicznych.

Art. 12n. 1. Podmiot realizujgcy zadania publiczne przeprowadza ocene¢
interoperacyjnosci krajowej kazdorazowo przed wprowadzeniem zmian
w systemie teleinformatycznym uzywanym do realizacji zadan publicznych
lub w rejestrze publicznym.

2. Ocena interoperacyjnosci krajowej zawiera:

1) opis wplywu zmian wprowadzanych w systemie teleinformatycznym
uzywanym do realizacji dzialan publicznych lub w rejestrze publicznym
na podmioty publiczne;

2) opis dzialan podjetych oraz planowanych do podjecia w celu
minimalizacji lub usuni¢cia negatywnego wplywu zmian na podmioty
publiczne;

3) informacj¢ o negatywnym wplywie zmian na podmioty publiczne, ktory

nie zostanie usuniety w ramach dzialan, o ktorych mowa w pkt 2.
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3. Podmiot realizujacy zadania publiczne publikuje wynik oceny
interoperacyjnosci krajowej w formacie nadajacym si¢ do odczytu
maszynowego, ulatwiajacym tlumaczenie maszynowe, w repozytorium
interoperacyjnosci przed wprowadzeniem zmian. Publikacja, o ktorej mowa
w zdaniu pierwszym, nastepuje w terminie pozwalajagcym podmiotom
publicznym na realizacje zadan publicznych wynikajacych z przepiséw
odrebnych.

4. Przepisu ust. 1 nie stosuje si¢ do dzialan prowadzonych w stosunku do
systemow teleinformatycznych uzywanych do realizacji zadan publicznych
oraz do rejestrow publicznych niewplywajacych na ich interoperacyjnos¢,
w szczegllno$ci do konserwacji oprogramowania, aktualizacji w zakresie

bezpieczenstwa lub aktualizacji technicznych.>

Art. 13. /1. Podmiot publiczny uzywa do realizacji zadan publicznych
systemow teleinformatycznych spetniajqcych minimalne wymagania dla systemow
teleinformatycznych oraz zapewniajqcych interoperacyjnos¢ systemow na
zasadach okreslonych w Krajowych Ramach Interoperacyjnosci.]

<1. Podmiot realizujacy zadania publiczne uzywa do ich realizacji
systemow teleinformatycznych:

1) spelniajacych minimalne wymagania dla systemow teleinformatycznych
uzywanych do realizacji zadan publicznych iwymiany danych
z podmiotami publicznymi:
a) zapewniajacych spojnos¢ dzialania tych systemow,
b) okreslajacych model architektury oraz specyfikacje interfejsu
programistycznego aplikacji, zwanego dalej ,,API”, tych systemow,

¢) okreslajacych formaty danych oraz protokoly komunikacyjne
i szyfrujace, przy zachowaniu mozliwosci nieodplatnego ich
wykorzystania,

d) zapewniajacych sprawna ibezpieczng wymiane¢ danych miedzy

podmiotami publicznymi oraz mie¢dzy podmiotami publicznymi
a organami innych panstw lub organizacji mi¢dzynarodowych;
2) zapewniajacych interoperacyjnos¢ zgodnie z Krajowymi Ramami

Interoperacyjnosci obejmujgcymi zagadnienia dotyczace:
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a) sposobu postepowania podmiotu realizujacego zadania publiczne
w zakresie stosowania i wyboru norm, standardow, metod oraz
formatow,

b) sposobu jej osiagania,

¢) ocen interoperacyjnosci krajowej, o ktorych mowa w art. 12n ust. 1;
3) zgodnych z pryncypiami, standardami, wytycznymi i rekomendacjami

architektonicznymi Architektury Informacyjnej Panstwa.>

la. Postanowienia ust. 1 nie stosuje si¢ do systemow teleinformatycznych
uzywanych do celéw naukowych i dydaktycznych.

2. Podmiot realizujacy zadania publiczne z wykorzystaniem systemu
teleinformatycznego albo za pomoca $rodkéw komunikacji elektronicznej do
przekazywania danych migdzy tym podmiotem a podmiotem niebgdacym organem
administracji rzagdowej:

1) zapewnia spelnianie przez system teleinformatyczny stuzacy do wymiany
danych, poza wymaganiami, o ktorych mowa w ust. I, wymogu réwnego
traktowania rozwigzan informatycznych;

2) udostepnia w Biuletynie Informacji Publicznej na swojej stronie
podmiotowe;j:

a) (uchylona)

b) testy akceptacyjne, z zastrzezeniem ust. 4.

3. (uchylony)

4. Podmiot realizujacy zadania publiczne moze nie udostgpniac testow
akceptacyjnych, jezeli w oprogramowaniu interfejsowym maja by¢ stosowane
wytacznie formaty danych oraz protokoly komunikacyjne i szyfrujace okreslone
w przepisach wydanych na podstawie art. 18.

<S5. Podmiot realizujacy zadania publiczne przygotowuje nast¢pujgce
informacje o API systemu teleinformatycznego uzywanego do realizacji zadan
publicznych:

1) informacje o punktach dostepowych API,

2) skrocony opis API,

3) dokumentacj¢ API, zawierajaca w szczegolnosci opis struktur
dokumentow elektronicznych, formatéow danych oraz protokolow

komunikacyjnych i szyfrujacych,
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4) opis sposobow integracji z API,

5) informacje¢ o gwarantowanym poziomie dostepnosci API,

6) informacje¢ o sposobie dostepu do danych w przypadku czasowej
niedostepnosci API dluzszej niz wynikajaca z informacji, o ktorej mowa
w pkt 5,

7) statystyki uzycia API

— i zapewnia ich aktualno$¢.>

Art. 13a. Podmioty publiczne, o ktérych mowa w art. 2 ust. 1, shuzby
specjalne w rozumieniu art. 11 ustawy zdnia 24 maja 2002r. o Agencji
Bezpieczenstwa Wewngtrznego oraz Agencji Wywiadu, Kancelaria Sejmu,
Kancelaria Senatu, Kancelaria Prezydenta Rzeczypospolitej Polskiej, Narodowy
Bank Polski, agencje wykonawcze w rozumieniu art. 18 ustawy z dnia 27 sierpnia
2009 r. o finansach publicznych oraz podmioty, o ktorych mowa w art. 2 ust. 4,
niewskazane wprost wart. 2 ust. I, uprawnione do wykonywania praw
majatkowych do programu komputerowego stworzonego przez pracownikow
w ramach wykonywania obowigzkow ze stosunku pracy $wiadczonej na rzecz tych
podmiotéw, moga umozliwi¢ sobie wzajemnie niecodptatne korzystanie z tego

programu komputerowego.

[Art. 13aa. Minister wltasciwy do spraw informatyzacji moze podjq¢ dziatania
majgce na celu rozwdj i wykorzystanie systemu teleinformatycznego, o ktorym
mowa w art. 22a ust. 1 ustawy z dnia 12 marca 2022 r. o pomocy obywatelom
Ukrainy w zwigzku z konfliktem zbrojnym na terytorium tego panstwa (Dz. U. z
2025 r. poz. 337, 620, 621 i 1301), do realizacji zadan publicznych po zasiggnieciu
opinii ministra, w ktorego witasciwosci pozostajg sprawy zwiqzane z realizacjq tych

zadan.]

Art. 13b. 1. Minister wlasciwy do spraw informatyzacji zapewnia
funkcjonowanie systemu rejestrow panstwowych, stanowigcego rozwigzanie
organizacyjno-techniczne, = wykorzystywane do

prowadzenia  rejestrow

publicznych.
2. [Minister wiasciwy do spraw informatyzacji okresli i udostepni w Biuletynie
Informacji Publicznej na stronie podmiotowej ministra:] <Minister wlasciwy do

spraw informatyzacji okresli i udostepni w repozytorium interoperacyjnosci:>

2025-12-17

Przepis

uchylajacy art.
13aa wejdzie w
Zycie z dn.
1.01.2026 r. (Dz.
U. z 2025 r. poz.
1301).

Nowe brzmienie
wprowadzenia do
wyliczenia w ust.
2 w art. 13b
wejdzie w zycie z
dn. 23.02.2027 r.
(Dz. U. z 2025 r.
poz. 1158).



©Kancelaria Sejmu s. 23/70

1) standardy technologiczne funkcjonowania systemu rejestrow panstwowych
oraz wymiany danych przetwarzanych w rejestrach  publicznych
utrzymywanych z wykorzystaniem systemu rejestrow panstwowych;

[2) informacje o rejestrach prowadzonych w systemie rejestrow panstwowych.]

<2) informacje o rejestrach publicznych prowadzonych w systemie rejestrow

panstwowych.>

Art. 14. 1. Podmiot realizujacy zadania publiczne prowadzacy rejestr
publiczny jest obowigzany prowadzi¢ ten rejestr zgodnie 2z minimalnymi
wymaganiami dla rejestrow publicznych, okreslajacymi kluczowe typy i identy-
fikatory obiektow w rejestrach publicznych oraz zasady prowadzenia rejestru
publicznego i dostepu do niego.

<la. Podmiot prowadzacy rejestr publiczny, z wyjatkiem jednostki
samorzadu  terytorialnego, zwigzku takich jednostek, zwigzku
metropolitalnego, samorzadowej jednostki budzetowej, samorzadowego
zakladu budzetowego, samorzadowej instytucji kultury, samorzadowej osoby
prawnej utworzonej na podstawie odrebnych ustaw w celu wykonywania
zadan publicznych oraz innej samorzadowej jednostki organizacyjnej
nieposiadajgcej osobowosci prawnej, jest obowiazany:

1) prowadzi¢ ten rejestr z wykorzystaniem systemu teleinformatycznego;
2) umozliwia¢ dostarczanie danych do tego rejestru oraz udostepnianie
danych z tego rejestru za pomocg Srodkow komunikacji elektronicznej,

w szczegolnosci przez interfejsy programistyczne aplikacji systemow

teleinformatycznych, z wykorzystaniem ktorych jest zapewniany dostep

do rejestru publicznego;
3) opracowacd i aktualizowa¢:

a) list¢ stlownikow, schematow klasyfikacyjnych, taksonomii oraz list

kodowych dla danych gromadzonych w rejestrze publicznym,
b) warunki oraz procedure dostepu do danych gromadzonych
w rejestrze publicznym,

¢) warunki ponownego wykorzystania danych gromadzonych
w rejestrze publicznym,

d) procedure zglaszania niezgodnosci danych w rejestrze publicznym

ze stanem faktycznym — w przypadku gdy taka procedura nie zostala
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okreslona w przepisach regulujacych funkcjonowanie rejestru pub-
licznego;

4) zapewnia¢ prowadzenie pojedynczego punktu kontaktowego dla rejestru
publicznego, za pomoca ktorego sa udzielane informacje pozwalajace
na zapewnienie interoperacyjnosci w odniesieniu do prowadzonego
rejestru publicznego.
1b. W przypadku gdy jednostka samorzadu terytorialnego, zwigzek

takich jednostek, zwiazek metropolitalny, samorzadowa jednostka budzetowa,

samorzadowy zaklad budzetowy, samorzadowa instytucja kultury, samo-
rzadowa osoba prawna utworzona na podstawie odr¢ebnych ustaw w celu
wykonywania zadan publicznych lub samorzadowa jednostka organizacyjna
nieposiadajgca osobowosci prawnej prowadza rejestr publiczny z wyko-
rzystaniem systemu teleinformatycznego, przepisy ust. 1a pkt 2—4 stosuje si¢.>

[2. Organ administracji rzgdowej zapewnia dziatanie rejestru publicznego,
uzywajgc systemow teleinformatycznych.]

3. Podmiot prowadzacy z wykorzystaniem systemu teleinformatycznego
rejestr publiczny, ktory zawiera dane oséb fizycznych, dokonuje uprzedniej
weryfikacji danych wprowadzanych po raz pierwszy do tego rejestru pod wzgledem
zgodnosci tych danych z danymi zgromadzonymi w rejestrze PESEL.

4. W przypadku wprowadzenia po raz pierwszy do rejestru publicznego
danych osoby nieposiadajacej numeru PESEL podmiot prowadzacy ten rejestr nie
przeprowadza weryfikacji tych danych.

5. Weryfikacja, o ktoérej mowa w ust. 3, polega na poréwnaniu danych
wprowadzanych do rejestru publicznego z danymi zawartymi w rejestrze PESEL 1
jest realizowana zgodnie z art. 49 ust. 1 ustawy z dnia 24 wrzesnia 2010 r. o
ewidencji ludnosci.

6. System teleinformatyczny, przy uzyciu ktoérego zapewnione jest dziatanie
rejestru publicznego, w przypadku pozytywnego wyniku weryfikacji, o ktorej
mowa w ust. 3, automatycznie wprowadza dane do rejestru, o ile przepisy odrebne
nie stanowig inaczej.

7. W przypadku negatywnego wyniku weryfikacji, o ktérej mowa w ust. 3,
podmiot prowadzacy rejestr publiczny niezwlocznie przekazuje wihasciwemu

organowi wskazanemu w art. 10ust. 1 ustawy zdnia 24 wrzesnia 2010r.
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o ewidencji ludnosci informacje o negatywnym wyniku weryfikacji oraz posiadane
dokumenty stanowigce podstawe stwierdzenia wskazanej niezgodnosci, ich
uwierzytelnione kopie lub odpisy, chyba ze przepisy ustaw odrebnych
uniemozliwiajg ich przekazanie.

8. W przypadku braku dostepu do rejestru PESEL z przyczyn niezaleznych od
podmiotu prowadzacego rejestr publiczny przepisOw ust. 3 1 5 nie stosuje si¢.

9. Podmiot otrzymujacy dane z rejestru publicznego jest obowigzany chronié
je na poziomie nie nizszym niz poziom, ktory ma zastosowanie w przypadku tego

rejestru.

Art. 15. 1. Podmiot prowadzacy rejestr publiczny zapewnia podmiotowi
publicznemu albo podmiotowi niebedgcemu podmiotem publicznym, realizujacym
zadania publiczne na podstawie odrebnych przepiséw albo na skutek powierzenia
lub zlecenia przez podmiot publiczny ich realizacji, nieodptatny dostep do danych
zgromadzonych w prowadzonym rejestrze, w zakresie niezbednym do realizacji
tych zadan.

[2. Dane, o ktorych mowa w ust. 1, powinny by¢ udostgpniane za pomocq
srodkow komunikacji elektronicznej i mogq by¢ wykorzystane wylqcznie do
realizacji zadan publicznych.]

<2. Dane, o ktorych mowa w ust. 1, sq udostepniane za pomocg Srodkow
komunikacji elektronicznej, w szczegolnosci przez interfejsy programistyczne
aplikacji systemow teleinformatycznych, z wykorzystaniem ktorych jest
zapewniany dostep do rejestru publicznego, i moga by¢ wykorzystane
wylacznie do realizacji zadan publicznych.>

3. Rada Ministrow okresli, w drodze rozporzadzenia, sposob, zakres i tryb
udostgpniania danych, o ktéorych mowa w ust. 1, majac na uwadze potrzebe
usprawnienia realizacji zadah publicznych, zapewnienia szybkiego i bezpiecznego
dostepu do danych oraz zabezpieczenia wykorzystania danych do celow realizacji
zadan publicznych.

4. Przekazanie przez podmiot prowadzacy rejestr publiczny danych z rejestru
do ich ponownego wykorzystywania w celu innym niz realizacja zadania
publicznego nast¢puje na zasadach okreslonych w ustawie zdnia 11 sierpnia
2021 r. o otwartych danych i1ponownym wykorzystywaniu informacji sektora

publicznego.
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Art. 15a. 1. Podmiot publiczny udostgpnia dane gromadzone w
prowadzonym rejestrze publicznym lub w systemie teleinformatycznym innemu
podmiotowi publicznemu lub podmiotowi, o ktorym mowa w art. 19¢ ust. 1, z
uwzglednieniem zasad przewidzianych w przepisach szczegélnych dotyczacych
odpowiednio tego rejestru lub danych gromadzonych w tym systemie
teleinformatycznym, wylacznie na potrzeby ustugi online, ktora jest $wiadczona na
rzecz osoby albo podmiotu przy uzyciu systemu teleinformatycznego.

2. Udostepnienie danych, o ktérych mowa w ust. 1, nast¢puje na kazdorazowy
wniosek osoby albo podmiotu, na rzecz ktéorych §wiadczona jest ustuga online
1 ktorych te dane dotycza, po ich uwierzytelnieniu w sposob, o ktorym mowa
w art. 20a ust. 1. Osobie lub podmiotowi, ktérych dane sg udostepniane, zapewnia
si¢ wglad do udostepnionych danych.

2a. Wniosek, o ktorym mowa w ust. 2, kieruje si¢ do podmiotu, o ktorym
mowa w ust. 1, za posrednictwem podmiotu udostepniajacego ustuge online.

3. Jezeli podmiot $wiadczacy ustuge online, o ktérej mowa w ust. 1, posiada
dostep do danych osoby albo podmiotu, na rzecz ktoérych swiadczona jest ustuga
online, zgromadzonych w rejestrze publicznym lub systemie teleinformatycznym
wynikajacy:

1) zjawnosci tych danych lub

2)  z przepisOw szczegOlnych uprawniajacych ten podmiot do dostgpu do tych
danych

—adostgp ten moze by¢ realizowany w sposob, o ktérym mowa w ust. 4,

udostepnienie tych danych jest realizowane bez koniecznosci sktadania wniosku.

[4. Udostepnienie danych, o ktorych mowa wust. I, nastepuje za
posrednictwem ustug sieciowych miedzy systemem teleinformatycznym, z ktorego
udostegpniane sq dane, a systemem teleinformatycznym, przy uzyciu ktorego
swiadczona jest ustuga online.]

<4. Udostepnienie danych, o ktorych mowa w ust. 1, nastepuje za
posrednictwem interfejsow programistycznych aplikacji miedzy systemem
teleinformatycznym, z ktorego udostepniane s3 dane, a systemem
teleinformatycznym, przy uzyciu ktorego swiadczona jest usluga online.>

5. Warunki udostgpniania danych, o ktorych mowa w ust. 1, okresla si¢

w porozumieniu, zuwzglednieniem przepisOw szczegélnych regulujacych
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funkcjonowanie rejestrow lub systemow teleinformatycznych, z ktérych wnios-
kowane dane pochodza.

[6. Udostepnienie ustug sieciowych, o ktorych mowa w ust. 4, nastepuje
w terminie okreslonym w porozumieniu, nie dtuzszym jednak niz 12 miesigecy od
zawarcia tego porozumienia. |

<6. Udostepnienie interfejsow programistycznych aplikacji, o ktorych
mowa w ust.4, nastepuje w terminie okreslonym w porozumieniu, nie
dluzszym jednak niz 12 miesi¢cy od dnia zawarcia tego porozumienia.

7. Udostgpniane dane, o ktorych mowa wust. 1, s3 wykorzystywane
wytacznie do realizacji ustugi online $§wiadczonej na rzecz osoby albo podmiotu,
o ktorych mowa w ust. 2, w celu:

1) uzupehienia zakresu uzytkowego dokumentu elektronicznego wymaganego

w zwigzku ze §wiadczong ustuga online;

2) potwierdzenia faktow lub stanu prawnego wymaganego w zwiazku ze

Swiadczong ustuga online.

Art. 15b. 1. Podmiot publiczny w celu ochrony interesu prawnego lub
faktycznego osoby fizycznej, w szczegdlno$ci w zwigzku z realizowanymi na jej
rzecz ustugami, moze wykorzystywac jej dane kontaktowe gromadzone w rejestrze
publicznym lub systemach teleinformatycznych. Brak odpowiedzi osoby fizycznej
na prob¢ nawigzania przez podmiot publiczny kontaktu z wykorzystaniem danych
kontaktowych nie moze negatywnie wptyna¢ na jej sytuacje prawng lub faktyczng.

2. Podmiot publiczny, wykorzystujac dane kontaktowe osoby fizyczne;,

informuje ja o podstawie prawnej nawigzania kontaktu.

Art. 16. 1. Podmiot publiczny, ktory organizuje przetwarzanie danych

w systemie teleinformatycznym, jest obowigzany zapewni¢ mozliwos¢
przekazywania danych przez wymian¢ dokumentéw elektronicznych zwigzanych
z zatatwianiem spraw nalezacych do jego zakresu dziatania. Do przekazywania
danych podmiot ten wykorzystuje informatyczne no$niki danych lub $rodki
komunikacji elektroniczne;.

[la. Podmiot publiczny udostgpnia elektroniczng skrzynke podawczg,
spetniajgcq standardy okreslone iopublikowane na ePUAP przez ministra

wiasciwego do spraw informatyzacji, oraz zapewnia jej obstuge.
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1b. Podmiot publiczny, w terminie 7 dni od dnia udostepnienia elektronicznej
skrzynki podawczej, przekazuje ministrowi wtasciwemu do spraw informatyzacji
informacje o jej adresie.]

2. Podmiot publiczny, o ktérym mowa w ust. 1, jest obowigzany prowadzic¢
wymian¢ danych w postaci elektroniczne;j:

1) z wykorzystaniem systemow teleinformatycznych spetniajacych minimalne
wymagania dla systemow teleinformatycznych uzywanych do realizacji zadan
publicznych i wymiany danych z podmiotami publicznymi;

2)  zgodnie z minimalnymi wymaganiami dla rejestrow publicznych.

3. Prezes Rady Ministréw okresli, w drodze rozporzadzenia:

[1) warunki organizacyjno-techniczne doreczania dokumentow elektronicznych,
w tym reguly tworzenia elektronicznej skrzynki podawczej, ]

[2) forme urzedowego poswiadczania odbioru dokumentow elektronicznych przez
adresatow,]

[3) sposob sporzqdzania i doreczania dokumentow elektronicznych]

4) sposob udostepniania kopii dokumentéw elektronicznych oraz warunki
bezpieczenstwa udostepniania formularzy i wzoréw dokumentow

—uwzgledniajac minimalne wymagania dla systemdow teleinformatycznych

uzywanych do realizacji zadan publicznych i wymiany danych zpodmiotami

publicznymi, minimalne wymagania dla rejestrow publicznych oraz potrzebe
usprawnienia 1 ujednolicenia

obiegu dokumentow miedzy podmiotami

publicznymi.

Art. 16a. 1. W przypadku gdy w przepisach prawa zostal wskazany organ
wlasciwy do okreslenia wzoru dokumentu, jezeli przepisy te nie wykluczaja
przesytania dokumentow drogg elektroniczng, organ ten:

1) przekazuje ministrowi wlasciwemu do spraw informatyzacji wzor dokumentu
elektronicznego w celu umieszczenia go w centralnym repozytorium wzorow
dokumentow elektronicznych, o ktorym mowa w art. 19b ust. 1;

2) przekazuje ministrowi wilasciwemu do spraw informatyzacji opis ustugi
mozliwej do zrealizowania przy wykorzystaniu wzoru dokumentu

elektronicznego w celu zamieszczenia go w katalogu ustug;
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3) udostepnia na ePUAP lub w innym systemie teleinformatycznym formularz
elektroniczny umozliwiajacy wygenerowanie dokumentu elektronicznego

w celu ztozenia go za pomocg §rodkow komunikacji elektroniczne;.

2. Czynnosci, o ktorych mowa w ust. 1, organ realizuje w terminie 3 miesiecy
od dnia wejscia w zycie przepiséw okreslajacych wzoér dokumentu.

3. Formularz elektroniczny udostepniony na ePUAP lub w innym systemie
teleinformatycznym, ktérego funkcjonowanie zapewnia minister wlasciwy do
spraw informatyzacji, spetnia standardy okreslone dla formularzy elektronicznych
przez ministra wlasciwego do spraw informatyzacji, opublikowane w Biuletynie
Informacji Publicznej na jego stronie podmiotowe;.

4. W przypadku gdy formularz elektroniczny nie spelnia standardow,
o ktorych mowa w ust. 3, minister wlasciwy do spraw informatyzacji moze wezwacé
organ do dostosowania, we wskazanym terminie, formularza elektronicznego
do tych standardow.

5. W przypadku niedostosowania we wskazanym terminie formularza
elektronicznego do standardow, o ktorych mowa w ust. 3, minister wlasciwy do
spraw informatyzacji moze usung¢ formularz elektroniczny z systemu albo po
zasiggnieciu opinii organu, ktory udostepnit formularz elektroniczny, dokonac jego
modyfikacji.

6. W celu poprawienia funkcjonalno$ci ustugi minister wlasciwy do spraw
informatyzacji moze, po zasi¢gni¢ciu opinii organu wilasciwego do okreslenia
wzoru dokumentu oraz w uzasadnionych przypadkach organéw, w ktérych wias-
ciwosci pozostaja sprawy zwigzane zokreslonym wtym wzorze zakresem
uzytkowym dokumentu elektronicznego, udostepni¢ na ePUAP lub w innym
systemie teleinformatycznym formularz elektroniczny.

7. Jezeli organ wiasciwy do okreslenia wzoru dokumentu nie okreslit wzoru
dokumentu elektronicznego, minister wlasciwy do spraw informatyzacji moze, po
zasiggnieciu opinii organu wiasciwego do okreslenia wzoru dokumentu oraz
w uzasadnionych przypadkach organdéw, w ktorych wlasciwosci pozostajg sprawy
zwigzane zokreSlonym wtym wzorze =zakresem uzytkowym dokumentu
elektronicznego, okresli¢ wzor dokumentu elektronicznego.

8. W przypadku okreslenia wzoru dokumentu elektronicznego przez ministra

wlasciwego do spraw informatyzacji ust. 1 pkt 1-3 stosuje si¢ odpowiednio.

2025-12-17



©Kancelaria Sejmu s. 30/70

Art. 16b. 1. W przypadku gdy w przepisach prawa nie zostat wskazany organ
wlasciwy do okreslenia wzoru dokumentu, wzér dokumentu elektronicznego moze
przekaza¢ do centralnego repozytorium wzoréw dokumentéw elektronicznych
organ, w ktérego wilasciwosci pozostaja sprawy zwigzane z okre§lonym w tym
wzorze zakresem uzytkowym dokumentéw elektronicznych, lub minister wtasciwy
do spraw informatyzacji po zasiggnieciu w uzasadnionych przypadkach opinii
organdéw, w ktorych wlasciwosci pozostajg sprawy zwigzane z okreslonym w tym
wzorze zakresem uzytkowym dokumentu elektronicznego.

2. Do przekazania, o ktorym mowa w ust. 1, stosuje si¢ art. 16a ust. 1.

Art. 17. 1. Przy ministrze wlasciwym do spraw informatyzacji dziata Rada do
Spraw Cyfryzacji, zwana dalej ,,Rada”. Rada jest organem opiniodawczo-
-doradczym ministra.

2. Do zadan Rady nalezy:

1) proponowanie iopiniowanie na zlecenie ministra wlasciwego do spraw
informatyzacji projektow stanowisk Rady Ministrow w sprawie dokumentow
Komisji ~ Europejskiej i Parlamentu  Europejskiego  dotyczacych
informatyzacji,

la) opiniowanie projektu strategii oraz innych dokumentoéw rzadowych, w tym
projektow strategii rozwoju i projektow programoéw, w rozumieniu przepisow
ustawy z dnia 6 grudnia 2006 r. o zasadach prowadzenia polityki rozwoju,
dotyczacych informatyzacji panstwa;

2) opiniowanie projektéw przepisow wydawanych na podstawie art. 18;

3) opiniowanie innych projektow aktow prawnych iinnych dokumentow
dotyczacych informatyzacji panstwa przekazanych przez ministra wtasciwego
do spraw informatyzacji;

4) opiniowanie na zlecenie ministra wlasciwego do spraw informatyzacji
raportdw 1 innych opracowan dotyczacych:

a) potrzeb 1 postulatow  dotyczacych  rozwoju  spoleczenstwa

informacyjnego,

b) zasad funkcjonowania rejestrow publicznych,

c) zasad wdrazania systemoéw teleinformatycznych w administracji

publicznej oraz stanu ich realizacji,
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d) aktualnych rozwigzan technicznych  majacych  zastosowanie
w informatyzacji administracji, rozwoju sieci 1 ushug
szerokopasmowych,

e) terminologii polskiej z zakresu informatyki.

3. Rada moze inicjowa¢ dziatania na rzecz informatyzacji, rozwoju rynku
technologii  informatyczno-komunikacyjnych oraz rozwoju spoteczenstwa
informacyjnego.

4. Rada wyraza opini¢ w terminie 30 dni od dnia otrzymania projektow lub
propozycji, o ktérych mowa w ust. 2.

5. Opinie, protokoty posiedzen oraz inne dokumenty Rady sg publikowane
w wydzielonej czeéci Biuletynu Informacji Publicznej na stronach ministra
wlasciwego do spraw informatyzacji.

6. Rada przedstawia ministrowi wlasciwemu do spraw informatyzacji
sprawozdanie z dziatalno$ci za kazdy rok kalendarzowy w terminie do dnia
30 kwietnia nastepnego roku.

7. Rada sktada si¢ z od 15 do 20 cztonkdw.

8. Kandydatoéw na czlonkow Rady moga rekomendowac:

1) ministrowie;

2) Naczelny Dyrektor Archiwow Panstwowych;

3) Prezes Polskiego Komitetu Normalizacyjnego;

4)  wspblprzewodniczacy ze strony samorzadowej Komisji Wspolnej Rzadu

1 Samorzadu Terytorialnego;

5) podmioty, o ktdrych mowa w art. 7 ust. 1 pkt 1, 2 1 4-8 ustawy z dnia 20 lipca

2018 r. — Prawo o szkolnictwie wyzszym 1 nauce (Dz. U. z 2024 r. poz. 1571,

z pozn. zm.>), ktére prowadza badania naukowe lub prace rozwojowe

w zakresie informatyki lub tacznosci;

6) izby gospodarcze reprezentujace przedsigbiorcow wykonujacych dziatalnos¢
gospodarczg w zakresie gospodarki elektronicznej, komunikacji, medidw,
wytwarzania sprz¢tu informatycznego, oprogramowania lub $wiadczenia

ustug informatycznych;

3 Zmiany tekstu jednolitego wymienionej ustawy zostaly ogtoszone w Dz. U. z 2024 r. poz. 1871
i 1897 oraz z 2025 r. poz. 619, 620, 621, 6221 1162.
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7) stowarzyszenia wpisane do Krajowego Rejestru Sadowego, ktérych celem
statutowym jest reprezentowanie sSrodowiska informatycznego lub wspieranie
zastosowan informatyki, gospodarki elektronicznej, komunikacji lub medidéw.
9. Rekomendowany do Rady kandydat powinien posiada¢ wyksztatcenie

wyzsze oraz wyrazi¢ zgode na kandydowanie.

10. Minister wilasciwy do spraw informatyzacji powotuje sktad Rady na
dwuletnig kadencj¢ sposréd kandydatéw rekomendowanych przez podmioty,
o ktérych mowa w ust. 8.

11. Przed uptywem kadencji cztonkostwo w Radzie wygasa z powodu:

1) rezygnacji cztonka Rady ztozonej na piSmie Przewodniczacemu Rady;

2) S$mierci cztonka Rady;

3) niemozno$ci sprawowania funkcji czlonka Rady z powodu dlugotrwate;
choroby stwierdzonej za§wiadczeniem lekarskim;

4)  wycofania rekomendacji podmiotu, o ktérej mowa w ust. 8.

12. W przypadkach, o ktérych mowa w ust. 11, minister wtasciwy do spraw
informatyzacji powotuje na czlonka Rady osobe sposréd pozostatych
rekomendowanych kandydatow po sprawdzeniu aktualnosci rekomendacji.

13. Minister wlasciwy do spraw informatyzacji powotuje 1 odwotuje
Przewodniczacego 1 Wiceprzewodniczacego Rady sposrdd jej cztonkow.

14. Przewodniczacy Rady kieruje jej pracami 1 reprezentuje ja na zewnatrz.
W przypadku nieobecnosci Przewodniczacego zastepuje go Wiceprzewodniczacy.

15. Obstuge Rady zapewnia urzad obstugujacy ministra wtasciwego do spraw
informatyzacji.

16. Na posiedzenie Rady moga by¢ zapraszane, przez ministra wtasciwego do
spraw informatyzacji oraz Przewodniczacego Rady, inne osoby, oile jest to
wskazane dla realizacji zadah Rady.

17. Minister wtlasciwy do spraw informatyzacji okresli, w drodze
rozporzadzenia, wysokos¢ wynagrodzenia cztonka Rady za udzial w posiedzeniu,
uwzgledniajac funkcje pelnione przez czlonkéw Rady 1 zakres obowigzkow
cztonkéw Rady, a takze majac na uwadze, ze wynagrodzenie za jedno posiedzenie
Rady nie moze przekroczy¢ 50 % minimalnego wynagrodzenia okreslonego na
podstawie ustawy z dnia 10 pazdziernika 2002 r. o minimalnym wynagrodzeniu za

prace (Dz. U. z 2024 r. poz. 1773), obowigzujacego w dniu powotania Rady.
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18. Zamiejscowym cztonkom Rady przystuguja diety oraz zwrot kosztow
podrozy i1 zakwaterowania na warunkach okreslonych w przepisach wydanych na
podstawie art. 77° § 2 ustawy z dnia 26 czerwca 1974 r. — Kodeks pracy (Dz. U.
22025 r. poz. 277, 807 i 1423).

19. Szczegdtowy tryb dziatania Rady okresla jej regulamin ustanawiany na

wniosek Rady przez ministra wlasciwego do spraw informatyzacji.

Art. 17a. 1. Komitet do spraw Cyfryzacji, zwany dalej ,,Komitetem”,
zapewnia koordynacj¢ 1 wsparcie dziatan zwigzanych z informatyzacja panstwa
w zakresie:

1) rozpatrywania projektéw dokumentéw rzadowych i przyjmowania stanowisk
w sprawach:

a) ustaw,

b) aktéw normatywnych Rady Ministrow,

c) rozporzadzen Prezesa Rady Ministrow lub ministrow,

d) zarzadzen Prezesa Rady Ministrow;

2) rozpatrywania projektow dokumentéw rzadowych innych niz okres$lone
w pkt 1, w szczegdlnosci stanowisk rzadu, strategii, polityk, programdw,
planow, standardow, rekomendacji oraz wytycznych, w tym:

a) procedur realizowania zadah publicznych za pomoca $rodkow

komunikacji elektronicznej,

b) wskazywania kluczowych kierunkdéw interwencji oraz potrzeb podjecia
dziatan

— 1 przyjmowania stanowiska w tych sprawach;

3) monitorowania lub  opiniowania  przedsigwzi¢¢  informatycznych
o publicznym zastosowaniu realizowanych przez podmioty publiczne
1 przyjmowania stanowisk, w tym rekomendacji i1 wytycznych, w sprawie
zatozen oraz postgpow 1 efektow realizacji tych przedsiewzigc:

a) niezaleznie od ich wartosci — wprzypadku przedsigwzie¢
informatycznych o publicznym zastosowaniu, w ramach ktorych jest
realizowane co najmniej jedno zdziatan, oktéorych mowa
w art. 3 pkt 6 lit. a—d orazh lub wart. 3 pkt 6 lit. f w odniesieniu do
lit. a—d, planowanych do finansowania zudziatem $rodkéw Unii

Europejskiej lub srodkoéw z innych zrodet zagranicznych,
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b) ktéorych warto$¢ przekracza 5 mln zt — w przypadku przedsiewziec
informatycznych o publicznym zastosowaniu, w ramach ktorych jest
realizowane co najmniej jedno z dziatan, o ktérych mowa w art. 3 pkt 6
lit.t a-d oraz h lub wart. 3 pkt6lit. f w odniesieniu do lit. a—d,
planowanych do finansowania z udzialem innych §rodkéw niz $rodki,
o ktorych mowa w lit. a,

c) ktorych warto§¢ przekracza 15 min zt — w przypadku przedsigwziecé
informatycznych o publicznym  zastosowaniu, o ktorych mowa
w art. 3 pkt 6 lit. e lub f w odniesieniu do lit. e

—z wylaczeniem przedsiewzie¢ informatycznych jednostek samorzadu
terytorialnego, zwigzkoéw takich jednostek, zwigzkéw metropolitalnych,
samorzadowych jednostek budzetowych, samorzadowych zaktadow budzeto-
wych, samorzadowych instytucji kultury, samorzadowych os6b prawnych
utworzonych na podstawie odrgbnych ustaw w celu wykonywania zadan
publicznych oraz innych samorzadowych jednostek organizacyjnych nie-
posiadajacych osobowosci prawnej;

4) monitorowania realizacji strategii oraz przyjmowania stanowiska w tej
sprawie;

5) monitorowania realizacji innych dokumentéw o charakterze strategicznym,
polityk 1programoéw rozwoju, zwigzanych z informatyzacja panstwa,
wskazanych przez Rad¢ Ministrow lub Prezesa Rady Ministrow
1 przyjmowanie stanowisk w tych sprawach.
2.Na wniosek podmiotu realizujacego przedsiewzigcie informatyczne

o publicznym zastosowaniu przewodniczacy Komitetu moze zwolni¢ to

przedsiewzigcie z monitorowania lub opiniowania, o ktérych mowa w ust. 1 pkt 3,

ze wzgledu na szczeg6lny interes publiczny.

3. Wniosek, o ktérym mowa w ust. 2, zawiera opis zalozen przedsigwzigcia,
ktorego ma dotyczy¢ zwolnienie, oraz wskazanie istnienia szczegdlnego interesu
publicznego uzasadniajgcego takie zwolnienie.

4. W przypadku gdy informacje wskazane we wniosku, o ktérym mowa
w ust. 2, nie sg wystarczajace do jego oceny, w szczeg6lnosci do oceny istnienia
szczegblnego interesu publicznego, przewodniczacy Komitetu zwraca si¢ do

podmiotu  realizujgcego  przedsigwzigcie  informatyczne o publicznym
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zastosowaniu o uzupetnienie wniosku 1 wskazuje termin jego uzupelnienia, a takze
moze zasiggna¢ opinii wlasciwego ministra kierujgcego dzialem administracji
rzadowej, ktorego dotyczy przedsiewzigcie.

5. Przewodniczacy Komitetu zwalnia przedsigwzigcie informatyczne
o publicznym zastosowaniu z monitorowania lub opiniowania, o ktorym mowa
wust. 1 pkt 3, albo odmawia jego zwolnienia, w terminie 14 dni od dnia
otrzymania wniosku, o ktorym mowa w ust. 2.

6. W przypadku odmowy zwolnienia, o ktérej mowa w ust. 5, podmiot
realizujacy przedsiewzigcie informatyczne o publicznym zastosowaniu moze
wystgpi¢ do Komitetu o zwolnienie, ponownie wskazujac na istnienie szczegdlnego
interesu publicznego. W przypadku odmowy zwolnienia przedsiewziecie podlega
monitorowaniu lub opiniowaniu, o ktéorych mowa w ust. 1 pkt 3.

7. Na wniosek podmiotu realizujacego zadania publiczne innego niz podmiot
publiczny i1 za zgoda przewodniczacego Komitetu Komitet moze monitorowac lub
opiniowac¢ przedsiewziecie informatyczne o publicznym zastosowaniu realizowane
przez ten podmiot oraz przyjmowac stanowisko Komitetu w sprawie zalozen oraz
postepow i efektow realizacji takiego przedsiewziecia. Przepisy ust. 3—5 stosuje si¢
odpowiednio, z tym ze we wniosku nie wskazuje si¢ na istnienie szczeg6lnego

interesu publicznego.

Art. 17b. 1. W przypadku przedsiewzie¢ informatycznych o publicznym
zastosowaniu, o ktorych mowa w art. 17a ust. 1 pkt 3, realizowanych przez
podmioty publiczne, z wylaczeniem Sadu Najwyzszego, Naczelnego Sadu
Administracyjnego, Trybunatu Konstytucyjnego, Najwyzszej Izby Kontroli,
Rzecznika Praw Obywatelskich, Krajowej Rady Radiofonii i Telewizji oraz
Krajowego Biura Wyborczego, pozytywna opinia Komitetu dotyczaca zatozen
przedsigewzigcia stanowi warunek niezbedny do realizacji takiego przedsigwzigcia
informatycznego oraz jego finansowania ze srodkow publicznych.

2. Przepisu ust. 1 nie stosuje si¢ do przedsigwzigcia informatycznego
o publicznym zastosowaniu, ktére nie rozszerza zakresu produktow dziatan
przedsiewzigcia informatycznego, ktore uzyskato pozytywna opini¢ Komitetu,
o ktérej mowa w ust. 1, nie zmienia funkcjonalnosci tych produktow lub nie
wprowadza w nich zmiany technologicznej oraz ktorego koszty rdznig si¢ o nie

wiecej niz 15 % od kosztéw przyjetych w ramach tego przedsiewziecia.
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Art. 17¢,Blad! Nie zdefiniowano zakladki.) [ oitet realizuje zadania, o ktorych mowa

w art. 17a ust. 1, majgc na uwadze zapewnienie w szczegdlnosci:

1) zgodnosci ze strategia;

2) zgodno$ci ze Strategia Cyberbezpieczenstwa Rzeczypospolitej Polskie;j,
o ktorej mowa w ustawie zdnia 5lipca 2018 r. o krajowym systemie
cyberbezpieczenstwa (Dz. U. z 2024 r. poz. 1077 11222 oraz z 2025 r. poz.
10171 1069);

3) zgodno$ci zpryncypiami, standardami, wytycznymi i rekomendacjami
architektonicznymi Architektury Informacyjnej Panstwa;

4)  zgodnosci z Krajowymi Ramami Interoperacyjnosci,

5) zgodno$ci z minimalnymi wymaganiami dla systeméw teleinformatycznych
uzywanych do realizacji zadan publicznych i wymiany danych z podmiotami
publicznymi;

6) zgodno$ci z minimalnymi wymaganiami dla rejestrow publicznych;

7) optymalizacji warunkéw udostepniania danych zrejestrow publicznych
innym podmiotom publicznym;

8) zgodnosci zzasadami dorgczania korespondencji okreslonymi w ustawie
z dnia 18 listopada 2020 r. o doreczeniach elektronicznych (Dz. U. z 2024 r.
poz. 10451 1841);

9) zgodno$ci zzasadami otwartoSci danych okreSlonymi w ustawie z dnia
11 sierpnia 2021 r. o otwartych danych iponownym wykorzystywaniu

informacji sektora publicznego.

Art. 17d. Komitet, w celu realizacji zadan, o ktérych mowa w art. 17a ust. 1,
moze podejmowac uchwatly, w tym uchwaty w sprawie rekomendacji 1 wytycznych
dotyczacych  realizacji  przedsiewzig¢  informatycznych o publicznym
zastosowaniu.

Art. 17e. 1. W sktad Komitetu wchodza:

1) przewodniczagcy Komitetu — minister wlasciwy do spraw informatyzacji

albo wyznaczony przez niego sekretarz stanu albo podsekretarz stanu

w urzgdzie obstugujacym tego ministra;
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2) wiceprzewodniczacy Komitetu — sekretarz stanu albo podsekretarz stanu
wyznaczony przez ministra wtasciwego do spraw informatyzacji w urzedzie
obslugujacym tego ministra;

3) pozostali cztonkowie Komitetu:

a) Szef Kancelarii Prezesa Rady Ministrow albo wyznaczony przez niego
sekretarz stanu albo podsekretarz stanu w Kancelarii Prezesa Rady
Ministrow,

b) ministrowie albo wyznaczeni przez wlasciwych ministréw ich
przedstawiciele w randze sekretarza stanu albo podsekretarza stanu, po
jednym zurzedu obslugujacego danego ministra, z wylaczeniem
ministra wlasciwego do spraw informatyzacji.

2. Cztonka Komitetu, o ktorym mowa w ust. 1 pkt3, w uzasadnionych
przypadkach moze zastapi¢ w pracach Komitetu inny sekretarz stanu, podsekretarz
stanu albo pelnomocnik — wskazany przez cztonka Komitetu, wlasciwego ministra
albo Szefa Kancelarii Prezesa Rady Ministrow.

3. Przewodniczacy Komitetu jest informowany o zastepstwie przez czlonka
Komitetu, wlasciwego ministra albo Szefa Kancelarii Prezesa Rady Ministrow za

posrednictwem sekretarza Komitetu.

Art. 17f. 1. Przewodniczacy Komitetu zaprasza Prezesa Rzadowego Centrum
Legislacji do udzialu w pracach Komitetu, w przypadku gdy przedmiotem prac jest
projekt dokumentu rzagdowego, o ktérym mowa w art. 17a ust. 1 pkt 1.

2. Przewodniczacy Komitetu zaprasza do udzialu w pracach Komitetu,
z glosem doradczym, przedstawiciela Komisji Wspolnej Rzadu i1 Samorzadu
Terytorialnego, w przypadku gdy przedmiotem prac jest projekt dokumentu
rzagdowego dotyczacy zakresu dziatania jednostek samorzadu terytorialnego.

3. Przewodniczacy Komitetu moze zaprasza¢ do udziatu w pracach Komitetu,
z glosem doradczym, inne osoby, reprezentujace w szczegdlnoSci organy,
instytucje, organizacje lub przedsigbiorcow — stosownie do przedmiotu prac

Komitetu.

Art. 17g. 1. Przewodniczacy Komitetu kieruje pracami Komitetu.
2. Przewodniczacego Komitetu w pracach Komitetu moze zastgpowac

wiceprzewodniczacy Komitetu.
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Art. 17h. Sekretarza Komitetu powotuje 1odwoluje przewodniczacy
Komitetu sposrod pracownikow urzedu obstugujacego ministra whasciwego do

spraw informatyzacji.

Art. 17i. 1. Posiedzenia Komitetu odbywaja si¢ w obecno$ci co najmniej
1/3 liczby cztonkéw Komitetu.

2. Rozstrzygniecia Komitetu zapadaja w drodze uzgadniania stanowisk
cztonkow Komitetu, a w przypadku rozpatrywania przez Komitet projektow
dokumentéw rzadowych, o ktérych mowa w art. 17a ust. 1 pkt 1 — takze Prezesa
Rzadowego Centrum Legislacji.

3. W przypadku gdy uzgodnienie nie jest mozliwe, projekt rozstrzygnigcia
moze by¢ poddany pod glosowanie z inicjatywy przewodniczacego Komitetu.
Rozstrzygnigcia zapadaja zwykla wigkszoscig gloséw, a w przypadku réwnej
liczby glosow rozstrzyga gtos przewodniczacego Komitetu.

4. W przypadku rozpatrywania przez Komitet projektow dokumentow
rzadowych cztonek Komitetu oraz Prezes Rzadowego Centrum Legislacji moga
zglosi¢ do protokotu odrgbne stanowisko w stosunku do rozstrzygnigcia podjetego

na tym posiedzeniu Komitetu.

Art. 17j. Szczegdtowy sposob 1tryb dzialania Komitetu jest okreslony
w regulaminie przyjetym przez Komitet izatwierdzonym uchwatg Rady

Ministrow.

Art. 17Kk. 1. Przewodniczacy Komitetu, z wlasnej inicjatywy lub na wniosek
cztonka Komitetu, moze:

1) tworzy¢ w drodze decyzji zespoty zadaniowe, okres$lajac wtej decyzji
w szczegblnosci zadania, termin ich wykonania, sposob ich realizacji, w tym
sposob sktadania sprawozdan okresowych 1 koncowych, oraz sktad osobowy,
w tym kierownika zespotu;

2) zleca¢ przeprowadzanie badan, opracowywanie ich wynikow lub
przygotowywanie opinii, ocen lub ekspertyz zwigzanych z realizacja zadan
Komitetu.

2. Koszty funkcjonowania Komitetu zwigzane z przeprowadzaniem badan,
opracowywaniem ich wynikow oraz przygotowywaniem opinii, ocen lub ekspertyz,

o ktorych mowa w ust. 1 pkt 2, pokrywa si¢ z budzetu panstwa z czesci, ktorej
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dysponentem jest minister wtasciwy do spraw informatyzacji, oraz ze srodkow Unii

Europejskie;j.

Art. 171 1. Obsluge prac Komitetu i zespoldw zadaniowych zapewnia urzad
obslugujacy ministra wtasciwego do spraw informatyzacji.

2. Prace Komitetu sg wykonywane z wykorzystaniem narzedzi
informatycznych wspierajacych prace Komitetu, udostepnionych przez ministra
wlasciwego do spraw informatyzacji 1 wskazanych przez przewodniczgcego

Komitetu.

Art. 17m. 1. W ramach wykonywanych prac Komitet przetwarza dane osob
wskazanych do kontaktu lub odpowiadajacych za jako$¢ danych udostgpnianych
Komitetowi w przedktadanych dokumentach lub w narzedziach informatycznych
wspierajacych prace Komitetu, o ktorych mowa w art. 171 ust. 2.

2. Dane, o ktérych mowa w ust. 1, obejmuja: imi¢, nazwisko, adres poczty
elektronicznej, numer telefonu, nazwe instytucji, nazwe komorki organizacyjnej
w tej instytucji (biura, departamentu, wydziatu lub zespotu) oraz stanowisko lub

funkcje w tej instytucji.

[Art. 18. Rada Ministrow, na wniosek ministra wiasciwego do spraw
informatyzacji, okresli w drodze rozporzgdzenia:
1)  minimalne wymagania dla systemow teleinformatycznych, majgc na uwadze
koniecznos¢ zapewnienia:

a) spojnosci dziatania systemow teleinformatycznych uzZywanych do
realizacji zadan publicznych poprzez okreslenie co najmniej specyfikacji
formatow danych oraz protokotow komunikacyjnych i szyfrujgcych, ktore
majq by¢ stosowane w oprogramowaniu interfejsowym, przy zachowaniu
mozliwosci nieodplatnego wykorzystania tych specyfikacji,

b) sprawnej i bezpiecznej wymiany informacji w postaci elektronicznej
miedzy podmiotami publicznymi oraz miedzy podmiotami publicznymi
a organami innych panstw lub organizacji miedzynarodowych

¢) (uchylona)

—z uwzglednieniem  Polskich  Norm  oraz  innych  dokumentow

normalizacyjnych zatwierdzonych przez krajowq jednostke normalizacyjng,
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2)

3)

zachowujgqc  zasade  rownego  traktowania  rozmych  rozwigzan
informatycznych,

minimalne wymagania dla rejestrow publicznych i wymiany informacji
w postaci elektronicznej, uwzgledniajgc koniecznos¢ zachowania spojnosci
prowadzenia rejestrow publicznych i wymiany informacji w postaci
elektronicznej z podmiotami publicznymi;

Krajowe Ramy Interoperacyjnosci obejmujgce zagadnienia
interoperacyjnosci semantycznej, organizacyjnej oraz technologicznej,
z uwzglednieniem zasady rownego traktowania roznych rozwigzan
informatycznych, Polskich Norm oraz innych dokumentow normalizacyjnych

zatwierdzonych przez krajowq jednostke normalizacyjng.]

<Art. 18. Rada Ministrow okresli, w drodze rozporzadzenia, szczegélowe

sposoby realizacji obowiazkow, o ktorych mowa w art. 13 ust. 1 pkt 1i2 oraz

art. 14 ust. 1, uwzgledniajgc zasady neutralnosci technologicznej i otwartosci

uzywanych standardow oraz specyfikacji oraz zgodnosci z opublikowanymi

normami zatwierdzonymi przez miedzynarodowa, europejska lub krajowg

jednostke normalizacyjng.>

<Art. 18a. Rada Ministrow upowaznia ministra wlasciwego do spraw

informatyzacji do:

)

dokonywania nie rzadziej niz raz na 3 lata przegladu standardéw oraz

specyfikacji, o ktorych mowa w przepisach wydanych na podstawie

art. 18, wszczegolnosci w celu ich oceny pod katem zapewniania
interoperacyjnosci, w tym stwierdzenia:

a) stopnia ich zgodnosci z aktualnymi, opublikowanymi normami,
ktore zostaly zatwierdzone przez miedzynarodowsq, europejskg lub
krajowa jednostk¢ normalizacyjna — z uwzgl¢dnieniem otwartych
standardow i specyfikacji oraz zasady rownego traktowania réznych
rozwigzan informatycznych,

b) stopnia ich zgodnoS$ci z europejskimi ramami interoperacyjnosci,
0 ktorych mowa w art. 6 ust. 1 rozporzadzenia 2024/903,

¢) zakresu i stopnia ich stosowania przez podmioty realizujace zadania

publiczne;
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2) przygotowania iudostepniania raportu z przegladu, o ktorym mowa

w pkt 1, w repozytorium interoperacyjnosci.>
Art. 19. (uchylony)

Art. 19a. 1.
funkcjonowanie ePUAP.

Minister wtasciwy do spraw informatyzacji zapewnia

[la. Minister wlasciwy do spraw informatyzacji zamieszcza na ePUAP
informacje o adresach elektronicznych skrzynek podawczych udostepnionych przez
podmioty publiczne.]

2. Minister wlasciwy do spraw informatyzacji jest administratorem danych
uzytkownikéw ePUAP.

2a. Minister wlasciwy do spraw informatyzacji, na wniosek banku krajowego
lub innego przedsigbiorcy, udziela zgody na nieodplatne wykorzystywanie do
identyfikacji i1 uwierzytelniania w ePUAP $rodkéw identyfikacji elektronicznej
stosowanych do uwierzytelniania w systemie teleinformatycznym banku
krajowego lub innego przedsigbiorcy, po spetnieniu przez bank krajowy lub innego
przedsiebiorce warunkoéw, o ktérych mowa w przepisach wydanych na podstawie
ust. 3.

2b. Minister wiasciwy do spraw informatyzacji moze sprawdzaé, czy bank
krajowy lub inny przedsigbiorca, o ktérym mowa wust. 1, spetnia warunki,
o ktorych mowa w przepisach wydanych na podstawie ust. 3.

2c. Minister wlasciwy do spraw informatyzacji cofa zgodg, o ktérej} mowa
w ust. 2a, w przypadku gdy bank krajowy lub inny przedsigbiorca nie spetnia
warunkow okre§lonych w przepisach wydanych na podstawie ust. 3.

3. Minister wilasciwy do spraw informatyzacji okresli, w drodze
rozporzadzenia:
1)  zakres i warunki korzystania z ePUAP,
2)  sposob identyfikacji 1 uwierzytelniania w ePUAP, w tym przy wykorzystaniu

srodkow identyfikacji elektronicznej stosowanych do uwierzytelniania

w systemie teleinformatycznym banku krajowego lub innego przedsi¢biorcy,
3) warunki organizacyjne itechniczne nieodptatnego wykorzystywania do

identyfikacji w ePUAP  $rodkéw

1 uwierzytelniania identyfikacji
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elektroniczne;j stosowanych do uwierzytelniania W systemie
teleinformatycznym banku krajowego lub innego przedsi¢biorcy,

4)  sposob potwierdzania spetniania warunkow, o ktorych mowa w pkt 1

— z uwzglednieniem roli ePUAP w procesie realizacji zadan publicznych droga

elektroniczng oraz zasad przetwarzania danych osobowych.

Art. 19aa. Minister wtlasciwy do spraw informatyzacji moze, przy
wykorzystaniu systemow teleinformatycznych tego ministra, udostgpnia¢ ustugi
online w celu umozliwienia temu ministrowi oraz innym podmiotom publicznym
obstugi droga elektroniczng podan, w tym wnioskdéw, okreslonych w przepisach
odrebnych, jezeli przepisy te nie wykluczajg przesytania dokumentow droga

elektroniczng.

Art. 19ab. Minister wlasciwy do spraw informatyzacji moze, przy
wykorzystaniu systemow teleinformatycznych tego ministra udostepniaé¢ ustugi
online polegajace na zapewnieniu mozliwosci wykonywania przez ministréw
kierujacych odpowiednimi dzialami administracji rzadowej zadan zwigzanych z:
1) zapewnieniem bezpieczenstwa i porzadku publicznego;

2) ochrong przeciwpozarowg i przeciwpowodziows;

3) ochrong zdrowia i zycia;

4) zabezpieczeniem spotecznym,;

5) organizacja ruchu drogowego;

6) zbiorowym zaopatrzeniem w wodg;

7) usuwaniem i oczyszczaniem $ciekow komunalnych;

8) utrzymaniem czystosci iporzadku urzadzen sanitarnych oraz wysypisk

1 unieszkodliwianiem odpadéw komunalnych;

9) zaopatrzeniem w gaz, energi¢ elektryczng oraz cieplng;
10) telekomunikacja;
11) publicznym transportem zbiorowym;

12) ochrong srodowiska.

Art. 19ac. 1. W zakresie niezb¢dnym do realizacji ustug online, o ktérych
mowa w art. 19aa 1iart. 19ab, nastepuje wymiana danych migdzy systemami

teleinformatycznymi ministra wlasciwego do spraw informatyzacji a systemami
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teleinformatycznymi wiasciwego ministra kierujagcego odpowiednim dzialem
administracji rzgdowe;j.
2. Minister wlasciwy do spraw informatyzacji zapewnia utrzymanie i rozwoj
ustug online, o ktéorych mowa w ust. 1, w tym zapewnia:
1) ochrong przed nieuprawnionym dostepem;
2) rozliczalno$¢ dziatan dokonywanych na danych przetwarzanych w danej
ustudze online.
3. Minister wtasciwy do spraw informatyzacji zawiera z podmiotami,
o ktorych mowa w art. 19aa, lub z ministrami, o ktérych mowa w art. 19ab,
porozumienia okreslajace:
1) szczegdlowy sposob udostepniania ustug online;
2) zakres danych udostepnianych na potrzeby realizacji danej ushugi online,
a takze sposob i tryb ich udostepniania;

3)  okres realizacji uslug online.

Art. 19b. 1. Minister wlasciwy do spraw informatyzacji w ramach ePUAP
prowadzi centralne repozytorium wzorow dokumentow elektronicznych, zwane
dalej ,,centralnym repozytorium”.

2. W centralnym repozytorium umieszcza si¢, przechowuje iudostgpnia
wzory dokumentow, ktore uwzgledniaja niezbedne elementy struktury
dokumentow elektronicznych okreslone w przepisach wydanych na podstawie art.
Sust. 2a ustawy zdnia 14 lipca 1983 r. onarodowym zasobie archiwalnym
1 archiwach (Dz. U. z 2020 r. poz. 164 oraz z 2025 r. poz. 1173).

3. Organy administracji publicznej przekazuja do centralnego repozytorium
oraz udostepniaja w Biuletynie Informacji Publicznej wzory dokumentoéw
elektronicznych. Przy sporzadzaniu wzorow dokumentow elektronicznych stosuje
si¢ migdzynarodowe standardy dotyczace sporzadzania dokumentoéw
elektronicznych przez organy administracji publicznej, zuwzglednieniem
koniecznosci podpisywania ich kwalifikowanym podpisem elektronicznym.

4. Jezeli wzor podania okreslajg odrebne przepisy, to umieszczenie wzoru
dokumentu elektronicznego przez organy administracji publicznej w centralnym
repozytorium jest rtOwnoznaczne z okresleniem wzoru wnoszenia podan, o ktérych
mowa w art. 63 § 3a ustawy z dnia 14 czerwca 1960 r. — Kodeks postgpowania

administracyjnego (Dz. U. z 2024 r. poz. 572 oraz z 2025 r. poz. 769).
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5. Niezaleznie od obowigzku wynikajgcego zust. 3 organy administracji
publicznej mogg prowadzi¢ wtasne lub wspolnie z innymi organami administracji

publicznej repozytoria wzoréw dokumentdéw elektronicznych.

Art. 19¢. 1. [Minister wlasciwy do spraw informatyzacji moze zawrzeé
porozumienie w sprawie udostepniania ustug na ePUAP lub korzystania z ustug
sieciowych pozwalajgcych na wykorzystanie profilu zaufanego z:] <Minister
wlasciwy do spraw informatyzacji moze zawrze¢ porozumienie w sprawie
udostepniania  uslug naePUAP lub  Kkorzystania  z interfejsow
programistycznych aplikacji pozwalajacych na wykorzystanie profilu
zaufanego z:>
1) podmiotami, o ktorych mowa w art. 2 ust. 3, realizujgcymi zadania publiczne,
2) innymi podmiotami realizujacymi zadania publiczne lub wspierajacymi

Swiadczenie tych zadan w celu realizacji strategii i programow przyjetych

przez Rad¢ Ministrow lub strategii rozwoju, programéw i dokumentow

programowych w rozumieniu ustawy z dnia 6 grudnia 2006 r. o zasadach
prowadzenia polityki rozwoju
[_jezeli wykazq interes faktyczny w udostepnianiu ustug na ePUAP lub
w korzystaniu z ustug sieciowych pozwalajgcych na wykorzystanie profilu
zaufanego; ocena interesu faktycznego dokonywana jest z uwzglednieniem jego
wplywu na bezpieczenstwo i interes publiczny.
<—jezeli wykaza interes faktyczny w udostepnianiu uslug na ePUAP lub
w korzystaniu z interfejsow programistycznych aplikacji pozwalajacych na
wykorzystanie profilu zaufanego.>

<la. Ocena interesu faktycznego jest dokonywana z uwzglednieniem jego
wplywu na bezpieczenstwo i interes publiczny.>

[2. W porozumieniu okresla sie sposob udostepniania ustug na ePUAP oraz
ich zakres Ilub warunki korzystania zustug sieciowych pozwalajgcych na
wykorzystanie profilu zaufanego.]

<2. W porozumieniu okresla si¢ sposob udostepniania ustug na ePUAP

oraz ich zakres lub warunki korzystania z interfejsow programistycznych

aplikacji pozwalajacych na wykorzystanie profilu zaufanego.>
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Art. 19d. Podmioty udostgpniajace ustugi na ePUAP zapewniajg ich

zgodno$¢ z przepisami stanowigcymi podstawe sporzadzenia wzoru dokumentu

elektronicznego oraz dokonujg aktualizacji tych ustug w katalogu ustug.

Art. 19e. (uchylony)
Art. 19ea. (uchylony)
Art. 19f. (uchylony)
Art. 19g. (uchylony)
Art. 19h. (uchylony)
Art. 19i. (uchylony)
Art. 19j. (uchylony)

Art. 20. (uchylony)

Art. 20a. 1. Uwierzytelnienie uzytkownika systemu teleinformatycznego

podmiotu publicznego, w ktorym udostepniane sg ustugi online, wymaga uzycia:

1)

2)

3)

srodka identyfikacji elektronicznej wydanego w systemie identyfikacji
elektronicznej  przylaczonym do wezla  krajowego  identyfikacji
elektronicznej, o ktérym mowa w art. 21a ust. 1 pkt 2 lit. a ustawy z dnia
5 wrzesnia 2016 r. oustugach zaufania oraz identyfikacji elektronicznej
(Dz. U. 22024 r. poz. 1725), lub

srodka identyfikacji elektronicznej wydanego w notyfikowanym systemie
identyfikacji elektronicznej, lub

danych weryfikowanych za pomocg kwalifikowanego certyfikatu podpisu
elektronicznego, jezeli te dane pozwalaja na identyfikacj¢ i uwierzytelnienie
wymagane w celu realizacji ustugi online.

la. Uwierzytelnianie z wykorzystaniem srodkow identyfikacji elektroniczne;,

o ktorych mowa wust. 1 pkt1 12, zapewnia si¢ adekwatnie do wymaganego

poziomu bezpieczenstwa, o ktorym mowa w art. 25 ustawy zdnia 5 wrze$nia

2016 r. o uslugach zaufania oraz identyfikacji elektroniczne;j.

2. Podmiot publiczny, ktory uzywa do realizacji zadan publicznych systemu

teleinformatycznego, moze umozliwia¢ uzytkownikowi uwierzytelnienie w tym

systemie takze przez zastosowanie innych technologii.
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3. Minister wilasciwy do spraw informatyzacji okresli, w drodze

rozporzadzenia:

1)

2)

szczegdtowe warunki organizacyjne i techniczne, ktoére powinien spetniaé

system teleinformatyczny stuzacy do wydania certyfikatu oraz stosowania

technologii, o ktorych mowa w ust. 2, w tym:

a) zakres i okres przechowywania danych w systemie,

b) obowigzki informacyjne, do ktorych zobowigzany jest administrator
systemu

(uchylony)

—biorgc pod uwage konieczno$¢ zapewnienia bezpieczenstwa 1 pewnosci

w procesie identyfikacji oraz poufnosci kluczowych elementarnych czynnosci.

Art. 20aa. 1. Minister wlasciwy do spraw informatyzacji odpowiada za

funkcjonowanie systemu teleinformatycznego, ktory:

1)

2)

3)

zapewnia obsluge publicznego systemu identyfikacji elektroniczne;,

w ktorym wydawany jest:

a) profil zaufany,

b) profil osobisty,

c) profil mObywatel;

umozliwia podmiotom publicznym:

a) uwierzytelnienie osoby fizycznej przy uzyciu S$rodka identyfikacji
elektronicznej, o ktorym mowa w pkt 1,

b) zapewnienie osobie fizycznej mozliwosci opatrzenia dokumentu
elektronicznego kwalifikowanym podpisem elektronicznym, podpisem
zaufanym lub podpisem osobistym w formatach danych wskazanych
przez ministra wiasciwego do spraw informatyzacji sposrod formatow
danych do elektronicznego podpisywania, weryfikacji podpisu,
opatrywania pieczecig elektroniczng 1 szyfrowania dokumentow
elektronicznych, okreslonych w przepisach wydanych na podstawie
art. 18;

umozliwia podmiotom innym niz podmioty publiczne uwierzytelnienie osoby

fizycznej przy uzyciu $rodka identyfikacji elektronicznej, o ktorym mowa

wpkt 1 lit. bic.
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2. Minister witasciwy do spraw informatyzacji udost¢pnia ustuge online
umozliwiajagcg osobom fizycznym opatrzenie dokumentu elektronicznego
podpisem zaufanym oraz weryfikacj¢ tego podpisu.

3. W ramach ustugi, o ktorej mowa w ust. 2, minister wlasciwy do spraw
informatyzacji moze zapewni¢ rowniez funkcjonalnosci umozliwiajgce:

1) weryfikacje podpisu osobistego oraz  kwalifikowanego podpisu
elektronicznego lub

2) opatrzenie dokumentu elektronicznego podpisem osobistym  lub
kwalifikowanym podpisem elektronicznym

—w formatach danych wskazanych przez ministra wlasciwego do spraw

informatyzacji spos$réd formatow danych do elektronicznego podpisywania,

weryfikacji podpisu, opatrywania pieczgcig elektroniczng i szyfrowania

dokumentéw elektronicznych, okreslonych w przepisach wydanych na podstawie

art. 18.

4. Minister wlasciwy do spraw informatyzacji udostgpnia w Biuletynie
Informacji Publicznej na swojej stronie podmiotowej informacje o wskazanych
formatach podpisow elektronicznych obstugiwanych w ramach ustug, o ktérych

mowa w ust. 1 pkt 2 lit. b oraz ust. 21 3.

Art. 20ab. Minister wiasciwy do spraw informatyzacji:

1) zarzadza publicznym systemem identyfikacji elektronicznej;

2) zapisuje 1zachowuje informacje zwigzane z zapewnieniem rozliczalnosci
i niezaprzeczalnosci dziatan uzytkownika korzystajacego ze S$rodka
identyfikacji elektronicznej wydanego w publicznym systemie identyfikacji

elektroniczne;.

Art. 20ac. 1. Minister wlasciwy do spraw informatyzacji jest administratorem
danych przetwarzanych w systemie, o ktorym mowa w art. 20aa ust. 1.

2. W systemie przetwarza si¢ nastepujace dane:
1) osoby, ktorej wydano $rodek identyfikacji elektronicznej, obejmujace:

a) 1mi¢ (imiona),

b) nazwisko,

c¢) numer PESEL,

d) date urodzenia osoby,
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e) adres poczty elektronicznej,

f)  numer telefonu komorkowego;

2) dotyczace srodka identyfikacji elektronicznej obejmujace:

a) identyfikator,

b) czas wydania,

c) termin wazno$ci;

3) o ktorych mowa w art. 20ab pkt 2.

3. Dane przetwarzane s3 w celu zapewnienia uwierzytelnienia o0sob
fizycznych przy uzyciu $rodkow identyfikacji elektronicznej wydawanych w tym
systemie oraz mozliwosci opatrzenia dokumentu elektronicznego podpisem
zaufanym.

4. W systemie przetwarza si¢ rowniez dane osob uczestniczacych w procesie
potwierdzania profilu zaufanego obejmujace:

1) imi¢ (imiona);
2) nazwisko;

3) numer PESEL.

Art. 20ad. 1. Profil zaufany zawiera dane identyfikujace osobg fizyczng
obejmujace:
1) imi¢ (imiona);
2) nazwisko;
3) dat¢ urodzenia;
4) numer PESEL.

2. W procedurze potwierdzania profilu zaufanego dane, o ktérych mowa
w ust. 1, s3 weryfikowane automatycznie z danymi zawartymi w rejestrze PESEL.

3. W przypadku zmiany w rejestrze PESEL danych, o ktérych mowa w ust. 1,
jest dokonywana automatyczna aktualizacja tych danych zawartych w profilu
zaufanym.

4. Aktualizacja danych zawartych w profilu zaufanym, o ktérej mowa
w ust. 3, nie powoduje uniewaznienia profilu zaufanego.

4a. W przypadku gdy w rejestrze PESEL zostal odnotowany zgon osoby
posiadajacej profil zaufany, profil zaufany tej osoby jest automatycznie

uniewazniany.
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5. Profil zaufany moze zawiera¢ inne dane niz wymienione Ww ust. 1,
w szczegolnosci  identyfikator oraz dane wykorzystywane w procesach

uwierzytelniania i autoryzacji realizowanych przy uzyciu profilu zaufanego.

Art. 20ae. 1. Podpis zaufany wywotuje skutki prawne, jezeli zostat utworzony
lub ztozony w okresie waznosci $rodka identyfikacji elektronicznej, o ktérym
mowa w art. 20aa ust. 1 pkt 1.

2. Dane w postaci elektronicznej opatrzone podpisem zaufanym s3
rownowazne pod wzgledem skutkow prawnych dokumentowi opatrzonemu
podpisem wiasnorecznym, chyba ze przepisy odrebne stanowia inacze;j.

2a. Opatrzenie danych podpisem zaufanym wywotuje skutek, o ktérym mowa
w ust. 1, rowniez w stosunku do dostawcow ustug telekomunikacyjnych w
rozumieniu art. 2 pkt 40 lit. a ustawy z dnia 12 lipca 2024 r. — Prawo komunikacji
elektronicznej, w zakresie, o ktorym mowa w art. 296 ust. 3 pkt 2 lit. e tej ustawy,
jezeli obie strony wyraza na to zgode.

3. Nie mozna odmowi¢ waznosci 1 skuteczno$ci podpisowi zaufanemu tylko

na tej podstawie, ze istnieje w postaci elektroniczne;.
Art. 20b. (uchylony)

Art. 20c. 1. Potwierdzenia profilu zaufanego, ktére polega na weryfikacji
zgodnos$ci danych zawartych we wniosku o jego wydanie ze stanem faktycznym,
oraz uniewaznienia profilu zaufanego dokonuje:

1) punkt potwierdzajacy profil zaufany na podstawie:
a) dowodu osobistego albo paszportu zawierajacego:
— imi¢ (imiona),
— nazwisko,
— numer PESEL, albo
b) innego dokumentu tozsamos$ci, jezeli umozliwia on jednoznaczne
potwierdzenie tozsamosci osoby wnioskujacej o potwierdzenie profilu
zaufanego posiadajacej numer PESEL;
2) samodzielnie osoba fizyczna przy wykorzystaniu kwalifikowanego podpisu
elektronicznego, w przypadku gdy kwalifikowany certyfikat podpisu
elektronicznego zawiera dane obejmujgce co najmniej:

a) 1mi¢ (imiona),
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b) nazwisko,
c¢) numer PESEL;

3) samodzielnie osoba fizyczna przy nieodptatnym wykorzystaniu $rodka
identyfikacji elektronicznej stosowanego do uwierzytelniania w systemie
teleinformatycznym banku krajowego lub innego przedsi¢biorcy
spetniajagcym warunki, o ktorych mowa w art. 20d pkt 1, oile $rodek ten
potwierdza dane obejmujace co najmnie;j:

a) 1imi¢ (imiona),
b) nazwisko,
c¢) numer PESEL;

4) samodzielnie osoba fizyczna przy wykorzystaniu profilu osobistego.
la. Przedtuzenie wazno$ci profilu zaufanego moze nastapi¢ w sposéb, o

ktorym mowa w ust. 1 pkt 1, 2 i 4, albo przy wykorzystaniu profilu zaufanego.
2. Funkcje punktu potwierdzajacego pekni:

1) konsul;

2) naczelnik urzedu skarbowego;

3) wojewoda;

4)  Zaktad Ubezpieczen Spotecznych;

5) Narodowy Fundusz Zdrowia.
2a. Narodowy Fundusz Zdrowia moze nada¢ uprawnienia do potwierdzania w

swoim imieniu profilu zaufanego lekarzowi podstawowej opieki zdrowotnej,

pielggniarce podstawowej opieki zdrowotnej, poloznej podstawowej opieki zdro-
wotnej realizujagcym zadania w zakresie podstawowej opieki zdrowotnej dla
swiadczeniodawcy, ktory udziela s$wiadczen opieki zdrowotnej w ramach umowy

o udzielanie S$wiadczen opieki zdrowotnej z zakresu podstawowej opieki

zdrowotnej, oraz osobie zatrudnionej u tego $wiadczeniodawcy pod warunkiem, ze

co najmniej imi¢, nazwisko i numer PESEL tej osoby zostaly przekazane do

Narodowego Funduszu Zdrowia w ramach zawartej umowy.
2b. Osoba posiadajgca uprawnienia do potwierdzania profilu zaufanego, o

ktéorej mowa w ust. 2a, moze potwierdzi¢ profil zaufany wylacznie

$wiadczeniobiorcy, ktory w deklaracji wyboru, o ktérej mowa w art. 10 ust. 1

ustawy z dnia 27 pazdziernika 2017 r. o podstawowej opiece zdrowotnej (Dz. U.
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72025 r. poz. 515), wskazat $§wiadczeniodawce, w ramach ktorego dziala osoba
potwierdzajaca profil zaufany.
2c. Narodowy Fundusz Zdrowia niezwlocznie odbiera uprawnienia do
potwierdzania profilu zaufanego w przypadku ustania okolicznos$ci, o ktorych
mowa w ust. 2a.

2d. Minister wlasciwy do spraw informatyzacji moze udostepnic¢ rozwigzanie
techniczne przeznaczone do przekazywania informacji o zdarzeniach, o ktérych
mowa w ust. 2a i 2b, pomiedzy systemem teleinformatycznym Narodowego

Funduszu Zdrowia, w ktorym znajduja si¢ dane o $wiadczeniodawcach

udzielajacych $wiadczen z zakresu podstawowej opieki zdrowotnej, na podstawie

zawarte] z Narodowym Funduszem Zdrowia umowy o udzielanie $wiadczen z

zakresu podstawowej opieki zdrowotnej, a systemem, o ktorym mowa w art. 20aa

ust. 1, zapewniajgce automatyczng weryfikacje i aktualizacje uprawnien do
potwierdzania profilu zaufanego.
2e. W przypadku, o ktérym mowa w ust. 2a, dokumenty w postaci papierowe;j

w zakresie potwierdzania, przedluzania i uniewazniania profilu zaufanego w

sposob 1 przez okres okreslony w przepisach wydanych na podstawie art. 20d

przechowuje 1 archiwizuje §wiadczeniodawca.
3. Funkcj¢ punktu potwierdzajacego, za zgoda ministra wtasciwego do spraw
informatyzacji, moze petnic:

1) podmiot publiczny inny nizZ wymieniony w ust. 2;

2) bank krajowy, o ktérym mowa w art. 4 ust. 1 pkt 1 ustawy z dnia 29 sierpnia
1997 r. — Prawo bankowe (Dz. U. z 2024 r. poz. 1646, z p6zn. zm.");

3) operator pocztowy, o ktérym mowa w art. 3 pkt 12 ustawy z dnia 23 listopada
2012 r. — Prawo pocztowe (Dz. U. z 2025 r. poz. 366, 820 1 1456);

4) oddzial instytucji kredytowej, o ktorym mowa w art. 4 ust. 1 pkt 18 ustawy
z dnia 29 sierpnia 1997 r. — Prawo bankowe;

5) spotdzielcza kasa oszczednosciowo-kredytowa, o ktorej mowa w ustawie
z dnia 5 listopada 2009 r. 0 spotdzielczych kasach
oszczednosciowo-kredytowych (Dz. U. z 2025 r. poz. 379, 820, 1069, 1170 i
1191).

4 Zmiany tekstu jednolitego wymienionej ustawy zostaly ogtoszone w Dz. U. z 2024 1. poz. 1685
i 1863 oraz z 2025 r. poz. 146, 222, 525, 769, 820, 1069, 1170, 1191 i 1216.
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4. Zgody, o ktorej mowa w ust. 3, udziela si¢ na wniosek podmiotow,
o ktorych mowa w ust. 3, po spetnieniu warunkow okreslonych w przepisach
wydanych na podstawie art. 20d pkt 1.

5. Operator pocztowy moze ztozy¢é wniosek, o ktorym mowa w ust. 4, nie
wczesniej niz w roku nastepujacym po roku, w ktorym po raz pierwszy przedtozyt
Prezesowi Urzedu Komunikacji Elektronicznej sprawozdanie, o ktorym mowa
w art. 43 ust. 1 ustawy z dnia 23 listopada 2012 r. — Prawo pocztowe.

6. Minister wtasciwy do spraw informatyzacji moze sprawdzaé, czy podmiot
petniacy funkcje punktu potwierdzajacego spetnia warunki okreslone w przepisach
wydanych na podstawie art. 20d pkt 1.

7. Minister wtasciwy do spraw informatyzacji cofa zgode¢, o ktérej mowa
w ust. 3, w przypadku gdy podmiot petnigcy funkcje punktu potwierdzajacego nie
spetnia warunkow okreslonych w przepisach wydanych na podstawie art. 20d
pkt 1.

8. Minister wtasciwy do spraw informatyzacji, na wniosek banku krajowego
lub innego przedsigbiorcy, udziela zgody na nicodplatne wykorzystywanie
srodkow identyfikacji elektronicznej stosowanych do uwierzytelniania w systemie
teleinformatycznym banku krajowego lub innego przedsigbiorcy do potwierdzania
profilu zaufanego w sposob, o ktorym mowa w ust. 1 pkt 3, oraz do uwierzytelnien
1 autoryzacji zwigzanych z jego wykorzystaniem po spetnieniu przez bank krajowy
lub innego przedsigbiorce warunkdéw, o ktérych mowa w przepisach wydanych na
podstawie art. 20d pkt 1.

9. Minister wlasciwy do spraw informatyzacji moze sprawdza¢, czy bank
krajowy lub inny przedsigbiorca, o ktorym mowa w ust. 8, speilnia warunki,
o ktorych mowa w przepisach wydanych na podstawie art. 20d pkt 1.

10. Minister wlasciwy do spraw informatyzacji cofa zgodg, o ktdrej mowa
wust. 8, w przypadku gdy bank krajowy lub inny przedsigbiorca nie spetnia

warunkow okreslonych w przepisach wydanych na podstawie art. 20d pkt 1.
Art. 20ca. (uchylony)

Art. 20cb. 1. Minister wlasciwy do spraw informatyzacji moze udostepnic¢
ustuge online stuzaca do potwierdzania profilu zaufanego przy uzyciu metody,

o ktorej mowa w ust. 2.
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2. W celu potwierdzenia tozsamosci osoby wnioskujacej o potwierdzenie
profilu zaufanego przeprowadza si¢ wideoidentyfikacje wnioskodawcy polegajaca
na:

1) poréwnaniu wizerunku wnioskodawcy udostepnianego przez niego w czasie
rzeczywistym za posrednictwem transmisji audiowizualnej z wizerunkiem
tego wnioskodawcy pobranym z Rejestru Dowodow Osobistych, o ktérym
mowa w ustawie z dnia 6 sierpnia 2010 r. o dowodach osobistych, oraz

2) weryfikacji danych zawartych w warstwie graficznej dowodu osobistego albo
paszportu wnioskodawcy okazanego przez niego w czasie rzeczywistym za
posrednictwem transmisji audiowizualnej, oraz

3) w uzasadnionych przypadkach — weryfikacji wiedzy wnioskodawcy przy
wykorzystaniu  danych  dotyczacych wnioskodawcy zgromadzonych
w rejestrach publicznych lub w systemach teleinformatycznych.

3. Potwierdzanie profilu zaufanego przy uzyciu metody, o ktérej mowa
w ust. 2, realizuje minister wtasciwy do spraw informatyzacji.

4. Minister wlasciwy do spraw informatyzacji moze upowazni¢ do
potwierdzania profilu zaufanego przy uzyciu metody, o ktérej mowa w ust. 2,
jednostke podlegta lub nadzorowana.

5. Z transmisji, o ktérej mowa wust. 2 pkt1, sporzadza si¢ nagranie
audiowizualne. Nagranie sporzadza iprzechowuje przez 6 lat od dnia jego
sporzadzenia podmiot, ktory potwierdza profil zaufany przy uzyciu metody,
o ktorej mowa w ust. 2.

6. Minister wlasciwy do spraw informatyzacji moze zawiesi¢ lub zaprzesta¢
swiadczenia ustugi, o ktérej mowa w ust. 1, w przypadku zaistnienia okolicznosci,
ktore moglyby wplywac¢ na bezpieczenstwo metody potwierdzania tozsamosci
stosowanej w ramach tej ustugi, 1 informuje o tym na swojej stronie podmiotowej

w Biuletynie Informacji Publiczne;.

Art. 20d. Minister wilasciwy do spraw informatyzacji okresli, w drodze
rozporzadzenia, warunki:
1) wydawania, przedtuzania waznos$ci, wykorzystywania i uniewazniania profilu
zaufanego, w tym:

a) okres wazno$ci profilu zaufanego,
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b) zbidér danych zawartych w profilu zaufanym, o ktorych mowa
w art. 20ad ust. 5,
c) przypadki, w ktorych nie dokonuje si¢ potwierdzenia profilu zaufanego,
d) przypadki, w ktorych profil zaufany traci waznos¢,
e) warunki przechowywania oraz archiwizowania dokumentéw i danych
bezposrednio zwigzanych z potwierdzeniem profilu zaufanego,
f)  dane i dokumenty wymagane w procedurze potwierdzania, przedtuzania
waznos$ci 1 uniewaznienia profilu zaufanego,
g) warunki, ktore powinien spetnia¢ punkt potwierdzajacy profil zaufany,
h) warunki organizacyjne i techniczne potwierdzenia profilu zaufanego
oraz uwierzytelnien 1 autoryzacji przy nieodplatnym wykorzystaniu
srodka identyfikacji elektronicznej stosowanego do uwierzytelniania w
systemie teleinformatycznym  banku  krajowego lub  innego
przedsigbiorcy,
1)  sposob potwierdzania spetniania warunkow, o ktorych mowa w lit. h,
2) skladania podpisu zaufanego
—bioragc pod uwage konieczno$¢ zapewnienia bezpieczenstwa i1 pewnosci
w procesie uwierzytelnienia 1 sktadania podpisu oraz poufnosci kluczowych

elementarnych czynno$ci.

Art. 20e. 1. Minister wlasciwy do spraw informatyzacji przylacza system
teleinformatyczny, w ktorym sg udostepniane ustugi online, do systemu, o ktérym
mowa w art. 20aa ust. 1, na wniosek podmiotu odpowiedzialnego za ten system
teleinformatyczny, w celu wykorzystywania:

1) podpisu zaufanego oraz funkcjonalnosci pozwalajacej na weryfikacje tego
podpisu lub

2) funkcjonalnoéci pozwalajacej na opatrzenie dokumentu elektronicznego
kwalifikowanym podpisem elektronicznym oraz podpisem osobistym oraz
weryfikacje tych podpisow elektronicznych.

2. Przylaczenie, o ktorym mowa wust. 1, jest czynnoscig materialno-
-techniczna.

3.Do wniosku, oktorym mowa wust. 1, dolacza si¢ o$wiadczenie
0 zapoznaniu si¢ zpolityka bezpieczenstwa udost¢gpniong przez ministra

wlasciwego do spraw informatyzacji w Biuletynie Informacji Publicznej na jego
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stronie podmiotowej oraz z informacjg o formatach podpiséw elektronicznych,
o ktorych mowa w art. 20aa ust. 4.

4. Wniosek, o ktorym mowa w ust. 1, oraz o$wiadczenie, o ktorym mowa
w ust. 3, sktada si¢ w postaci elektronicznej opatrzone kwalifikowanym podpisem

elektronicznym, podpisem osobistym albo podpisem zaufanym.
Art. 20f. (uchylony)

Art. 20g. Do systemu, o ktorym mowa w art. 20aa ust. 1, przylacza si¢

elektroniczng platform¢ ustug administracji publiczne;.

Art. 20ga. 1. Minister wlasciwy do spraw informatyzacji prowadzi
inwentaryzacje systemow teleinformatycznych uzywanych do realizacji zadan
publicznych oraz inwentaryzacje rejestrow publicznych, z wylaczeniem systemow
teleinformatycznych 1irejestrow publicznych wykorzystywanych do celow
zapewnienia bezpieczenstwa narodowego i bezpieczenstwa publicznego.

2. Inwentaryzacja jest przeprowadzana co najmniej raz w roku i obejmuje
zbieranie informacji o istniejacych i planowanych systemach teleinformatycznych
przeznaczonych do realizacji zadan publicznych, o rejestrach publicznych, a takze
o wymianie danych miedzy tymi systemami.

3. Inwentaryzacja jest przeprowadzana z wykorzystaniem = Systemu
Inwentaryzacji  Systeméw  Teleinformatycznych, zwanego dalej ,,SIST”,
prowadzonego przez ministra wlasciwego do spraw informatyzacji.

4. Minister wlasciwy do spraw informatyzacji moze powierzy¢ zadania
zwigzane z utrzymaniem i rozwojem SIST jednostce mu podlegtej lub przez niego
nadzorowane;j.

5. Zadania powierzone do realizacji jednostce, o ktérej] mowa w ust. 4, moga
by¢ finansowane w formie dotacji celowej z budzetu panstwa zczg$ci, ktorej

dysponentem jest minister wlasciwy do spraw informatyzacji.

Art. 20gb. 1. Do wprowadzania danych w SIST sa obowigzane podmioty
realizujgce zadania publiczne, ktore otrzymaty zawiadomienie od ministra
wlasciwego do spraw informatyzacji o prowadzonej inwentaryzacji.

2. W zawiadomieniu minister wlasciwy do spraw informatyzacji okresla
zakres danych objetych inwentaryzacja oraz termin wprowadzania tych danych

w SIST nie krotszy niz 14 dni od dnia otrzymania zawiadomienia.
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3. Podmiot, o ktorym mowa w ust. 1, po otrzymaniu zawiadomienia jest
obowigzany do zatozenia konta w SIST, do administrowania tym kontem oraz do
biezacej aktualizacji w SIST danych podmiotu prowadzacego system tele-

informatyczny uzywany do realizacji zadan publicznych lub rejestr publiczny.

Art. 20gc. 1. W SIST sg przetwarzane w szczeg6lnosci dane dotyczace:
1) systemow teleinformatycznych uzywanych do realizacji zadan publicznych,
2) rejestrow publicznych,
3) aktow prawnych stanowiacych podstawg prawng prowadzenia systemow
teleinformatycznych i rejestréw publicznych
— oraz podmiotoéw prowadzacych te systemy lub rejestry.
2. W SIST sa przetwarzane dane osobowe 0sob fizycznych, ktore:
1) administrujg kontem podmiotu realizujacego zadania publiczne w SIST,
2) zostaly wskazane do kontaktu w zakresie danych wpisanych do SIST
— obejmujace imi¢, nazwisko, adres poczty elektronicznej oraz numer telefonu.
3. Minister wlasciwy do spraw informatyzacji jest administratorem danych
przetwarzanych w SIST.
4. Dane osobowe przetwarzane w SIST sg wykorzystywane wylacznie w celu
realizacji zadan zwigzanych z inwentaryzacja oraz z funkcjonowaniem w SIST
konta podmiotu, o ktorym mowa w art. 20gb ust. 1, 1 przechowywane przez okres

niezbedny do realizacji tych zadan.

Art. 20gd. Minister wlasciwy do spraw informatyzacji sporzadza roczne
sprawozdanie z wykonania przez podmioty realizujace zadania publiczne
obowiazkow, o ktorych mowa w art. 20gb ust. 1, 1 przedktada je Radzie Ministrow
w terminie do dnia 30 kwietnia roku nastepujacego po roku, ktorego dotyczy

sprawozdanie.
Rozdzial 3a
Rejestr danych kontaktowych osob fizycznych

Art. 20h. 1. Minister wlasciwy do spraw informatyzacji prowadzi rejestr
danych kontaktowych oséb fizycznych, zwany dalej ,rejestrem danych
kontaktowych”.

2. Prowadzenie rejestru danych kontaktowych ma na celu ulatwienie:
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1)

2)

3)
4)

organom administracji rzgdowej, organom kontroli panstwowej i ochrony
prawa, sadom, jednostkom organizacyjnym prokuratury, jednostkom
samorzadu terytorialnego iich organom, jednostkom budzetowym i samo-
rzadowym zakladom budzetowym, samodzielnym publicznym zakladom
opieki zdrowotnej oraz spotkom wykonujacym dziatalno$¢ leczniczg
w rozumieniu przepisOw o dziatalnosci leczniczej, Zaktadowi Ubezpieczen
Spotecznych, Kasie Rolniczego Ubezpieczenia Spotecznego, Narodowemu
Funduszowi Zdrowia, panstwowym lub samorzadowym osobom prawnym
utworzonym na podstawie odrgbnych ustaw w celu realizacji zadan pub-
licznych oraz uczelniom,

podmiotom, o ktéorych mowa w art. 19c, jezeli zawarly porozumienie z
ministrem wtasciwym do spraw informatyzacji,

organom wyborczym,

Polskiemu Czerwonemu Krzyzowi — w zakresie danych 0sob poszukiwanych

lub poszukujacych

— kontaktu z osobami fizycznymi w zwigzku z ustugami i zadaniami publicznymi

realizowanymi na rzecz tych osob.

3. Do rejestru danych kontaktowych swoje dane kontaktowe moga przekazac

osoby petnoletnie, posiadajace pelng zdolnos¢ do czynnosci prawnych.

4. Dane kontaktowe nie sg wykorzystywane w celu kontaktu z osobami

fizycznymi w zakresie zwigzanym z prowadzong przez nie dziatalnosScig

gospodarczg.

Art. 20i. 1. Rejestr danych kontaktowych prowadzi si¢ przy uzyciu systemu

teleinformatycznego, w tym:

1))

2)
3)

4)

zapewnia ochron¢ przed nieuprawnionym dostepem do rejestru danych
kontaktowych;

zapewnia integralno$¢ danych w rejestrze danych kontaktowych;

zapewnia dostgpnos¢ systemu teleinformatycznego, w ktorym rejestr danych
kontaktowych jest prowadzony, dla podmiotow przetwarzajacych dane w
rejestrze danych kontaktowych;

przeciwdziata uszkodzeniom systemu teleinformatycznego, w ktérym rejestr

danych kontaktowych jest prowadzony;
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5) okresla zasady bezpieczenstwa przetwarzanych danych, w tym danych
osobowych;

6) zapewnia rozliczalno§¢ dziatan dokonywanych na danych rejestru danych
kontaktowych.
2. Minister wlasciwy do spraw informatyzacji jest administratorem danych

przetwarzanych w rejestrze danych kontaktowych.

Art. 20j. 1. Do rejestru danych kontaktowych wprowadza si¢:

1) numer PESEL;
2) imig i nazwisko;
3) adres poczty elektronicznej lub numer telefonu komérkowego.

2. Przy wprowadzaniu danych, o ktérych mowa w ust. 1, do rejestru danych
kontaktowych przepiséw art. 14 ust. 6 i 7 nie stosuje si¢.

3. W przypadku pozytywnego wyniku weryfikacji, o ktorej mowa w art. 14
ust. 3, dane sg automatycznie wprowadzane do rejestru danych kontaktowych.

4. W przypadku negatywnego wyniku weryfikacji, o ktorej mowa w art. 14
ust. 3, osoba wprowadzajaca dane do rejestru danych kontaktowych informowana
jest o negatywnej weryfikacji danych.

5. Dane, o ktérych mowa w ust. 1, podlegaja usunigciu z rejestru danych
kontaktowych z mocy prawa na podstawie przekazanej przez rejestr PESEL
informacji o zgonie osoby fizycznej, ktorej te dane dotycza.

6. W przypadku zmiany danych, o ktérych mowa w ust. 1 pkt 112, w rejestrze
PESEL nastepuje ich automatyczna aktualizacja w rejestrze danych kontaktowych.

7. Dotychczasowe dane, o ktorych mowa w ust. 1 pkt 1 1 2, zachowuje si¢ w
rejestrze danych kontaktowych przez 4 miesigce od daty zmiany tych danych w
rejestrze PESEL, a po uptywie tego terminu dane te sg automatycznie usuwane
z rejestru danych kontaktowych.

8. Podmiot, o ktorym mowa w art. 20h ust. 2 pkt 1, posiadajacy dostgp do
rejestru danych kontaktowych jest obowigzany dokona¢ na wniosek osoby, ktorej
dane dotycza, aktualizacji danych, o ktorych mowa w ust. 1 pkt 3, lub usunigcia jej
danych z rejestru danych kontaktowych.

9. W przypadku usunigcia z rejestru danych kontaktowych wszystkich
danych, o ktorych mowa w ust. 1 pkt 3, automatycznie usuwane sg rowniez dane, o

ktérych mowa w ust. 1 pkt 11 2.
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Art. 20k. 1. Podstawg przetwarzania danych osobowych w rejestrze danych
kontaktowych jest zgoda osoby, ktorej dane dotycza.

2. Dane do rejestru danych kontaktowych sg przekazywane, aktualizowane
lub usuwane:

1) samodzielnie przez osobe fizyczng, przy uzyciu ustugi online udostepnione;j
przez ministra wiasciwego do spraw informatyzacji, po uwierzytelnieniu w
sposob okreslony w art. 20a ust. 1;

2) za posrednictwem podmiotu, o ktorym mowa w art. 20h ust. 2 pkt 1,
posiadajacego dostep do rejestru danych kontaktowych, na wniosek ztozony
osobiscie w siedzibie tego podmiotu przez osobe, ktérej dane dotycza.

3. Przekazaniu podlegaja dane, o ktorych mowa w art. 20j ust. 1:

1) pkt1i2—w celuidentyfikacji osoby fizycznej i weryfikacji tych danych;

2) pkt 3 — w celu ulatwienia podmiotom, o ktérych mowa w art. 20m ust. 1,
kontaktu z osobg fizyczna.

4. Przekazywane dane sg wprowadzane do rejestru danych kontaktowych po
potwierdzeniu ich poprawnosci oraz przyporzadkowaniu do osoby, ktorej dane
dotycza, realizowanym przy uzyciu jednorazowego kodu wystanego odpowiednio
na przekazany do tego rejestru adres poczty elektronicznej lub numer telefonu

komoérkowego.

Art. 20l. Minister wlasciwy do spraw informatyzacji okresli, w drodze

rozporzadzenia:

1) sposdb wprowadzania, zapisu, aktualizacji oraz potwierdzania danych
kontaktowych,

2) sposob prowadzenia rejestru danych kontaktowych,

3) wzor wniosku w postaci papierowej, o ktorym mowa w art. 20k ust. 2 pkt 2
oraz w art. 20j ust. 8,

4)  wzor uproszczonego wniosku o udostgpnianie danych z rejestru danych
kontaktowych, o ktorym mowa w art. 20m ust. 2

— uwzgledniajac  konieczno$¢ zapewnienia sprawnos$ci, prawidlowosci 1

bezpieczenstwa funkcjonowania systemu teleinformatycznego, przy uzyciu

ktorego prowadzony jest rejestr danych kontaktowych, oraz prawidlowosci danych

przetwarzanych w tym rejestrze.
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Art. 20m. 1. Dane zgromadzone w rejestrze danych kontaktowych udostepnia
si¢:

1) podmiotom, o ktéorych mowa w art. 20h ust. 2 pkt 1;

2) podmiotom, o ktorych mowa w art. 19c, jezeli zawarly porozumienie z
ministrem wtasciwym do spraw informatyzacji;

3) organom wyborczym,;

4)  Polskiemu Czerwonemu Krzyzowi — w zakresie danych 0s6b poszukiwanych
lub poszukujacych.

2. Podmiotowi, o ktérym mowa w ust. 1, minister wlasciwy do spraw
informatyzacji udostepnia dane z rejestru danych kontaktowych za pomoca
urzadzen teletransmisji danych, po zlozeniu jednorazowego uproszczonego
whniosku, jezeli podmiot ten spetnia tgcznie nastepujace warunki:

1) posiada urzadzenia Ilub systemy teleinformatyczne przeznaczone do
komunikowania si¢ pomi¢dzy uprawnionym podmiotem a rejestrem danych
kontaktowych, umozliwiajace identyfikacj¢ osoby, ktorej udostepniono dane
z rejestru danych kontaktowych, zakres udostepnionych danych oraz date ich
udostepnienia;

2) posiada zabezpieczenia techniczne 1 organizacyjne wlasciwe dla
przetwarzania danych osobowych, w szczego6lnos$ci uniemozliwiajace dostep
0sOb nieuprawnionych do przetwarzania danych osobowych 1 wykorzystanie
danych niezgodnie z celem ich udostepnienia;

3) udostepnienie danych ta droga jest uzasadnione specyfika lub zakresem
wykonywanych zadan, §wiadczonych ustug albo prowadzonej dziatalnosci.
3. Wniosek, o ktorym mowa w ust. 2, zlozony w postaci elektronicznej

opatruje si¢ podpisem zaufanym, podpisem osobistym albo kwalifikowanym

podpisem elektronicznym.

4. Organowi gminy zapewnia si¢ dostep do danych zgromadzonych w
rejestrze danych kontaktowych bez konieczno$ci skladania wniosku, o ktorym

mowa w ust. 2.

Art. 20n. 1. W sprawach o udostepnianie danych zgromadzonych w rejestrze
danych kontaktowych, o ktérych mowa w art. 20m, minister wlasciwy do spraw
informatyzacji:

1) udostepnia te dane — w drodze czynnosci materialno-technicznej;
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2) odmawia udost¢pniania tych danych albo cofa dostep do nich — w drodze
decyzji administracyjne;.

2. Podmiotowi lub organowi, o ktorych mowa w art. 20m, minister wtasciwy
do spraw informatyzacji cofa dostep do danych zgromadzonych w rejestrze danych
kontaktowych:

1) nawniosek tego podmiotu lub organu;

2) w przypadku braku uzasadnienia dla dalszej wymiany danych migdzy tym
systemem teleinformatycznym a systemem teleinformatycznym, w ktorym
prowadzony jest rejestr danych kontaktowych, w szczegolnosci w przypadku
gdy podmiot lub organ zaprzestat realizacji ustug lub zadan, o ktérych mowa
w art. 20h ust. 2;

3) jezeli nie zostaly spetnione warunki, o ktorych mowa w art. 20m ust. 2 pkt 3.
3. Decyzja o cofnieciu dostepu do danych zgromadzonych w rejestrze danych

kontaktowych za pomoca urzadzen teletransmisji danych podlega

natychmiastowemu wykonaniu.

4. Do organu gminy przepisow ust. 1-3 nie stosuje si¢.

Art. 200. Osobie fizycznej, po uprzednim jej uwierzytelnieniu w sposob
okreslony w art. 20a ust. 1, zapewnia si¢ wglad do dotyczacych jej danych, o
ktérych mowa w art. 20j ust. 1.

Rozdziat 3b
Zintegrowana platforma analityczna

Art. 20p. Minister ~ wlasciwy do spraw informatyzacji = zapewnia
funkcjonowanie rozwigzania organizacyjno-technicznego, zwanego dalej
wzintegrowang platformg analityczng”, stuzacego do prowadzenia analiz
wspomagajacych tworzenie kluczowych polityk publicznych z wykorzystaniem
danych udostepnianych przez podmioty, o ktorych mowa w art. 2, gromadzonych

w rejestrach publicznych 1 systemach teleinformatycznych.

Art. 20q. I. W ramach zintegrowanej platformy analitycznej minister
wlasciwy do spraw informatyzacji przetwarza dane udostgpnione z rejestrow
publicznych i systemow teleinformatycznych okreslonych w przepisach wydanych
na podstawie ust. 7, wcelu wykonywania zadan zwigzanych z analizami

wspomagajacymi tworzenie kluczowych polityk publicznych.
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2. Podmioty prowadzace rejestry publiczne i systemy teleinformatyczne
okreslone w przepisach wydanych na podstawie ust. 7 udostepniajg na potrzeby
analiz w ramach zintegrowanej platformy analitycznej dane okreslone w tych
przepisach, zgromadzone przez te podmioty na podstawie przepisow odrebnych
w zwiazku z realizacja zadan publicznych.

3.Jezeli jest to niezbedne do realizacji konkretnej analizy w ramach
zintegrowanej platformy analitycznej, dane udost¢pnione z roznych rejestrow
publicznych i systemow teleinformatycznych moga by¢ taczone.

4. Dane osobowe udostgpniane na potrzeby prowadzenia analiz w ramach
zintegrowanej platformy analitycznej podlegaja pseudonimizacji.

5. Pseudonimizacja jest dokonywana przez organ lub podmiot, ktory
udostepnia dane, po okresleniu niezbednego celu i zakresu prowadzonej analizy.

6. Podmiot, ktoéry udostepnia dane, oraz minister wlasciwy do spraw
informatyzacji uzgadniaja metod¢ pseudonimizacji udostepnianych danych oraz
tryb udostepniania, majac na uwadze cel, zakres analizy oraz przepisy o ochronie
danych osobowych.

7. Rada Ministréw okresli, w drodze rozporzadzenia, zakres danych i wykaz
rejestrow publicznych 1 systemow teleinformatycznych, z ktdrych sg udostgpniane
niezbedne dane na potrzeby prowadzenia analiz w ramach zintegrowanej platformy
analitycznej, oraz podmiotéw je prowadzacych, ktore sg obowigzane do
przekazywania danych pochodzacych z tych rejestrow 1 systemow, a takze sposdb
udostgpniania tych danych, majac na uwadze zapewnienie skutecznego
pozyskiwania danych oraz zgodnosci ich udostgpniania z przepisami o ochronie

danych osobowych.

Art. 20r. 1. Minister wlasciwy do spraw informatyzacji zawiera
porozumienie w sprawie wykorzystywania zintegrowanej platformy analitycznej
z podmiotem, o ktorym mowa w art. 2, na potrzeby kluczowej polityki publiczne;.

2. Porozumienie okres$la w szczegolnosci:

1) cel analizy;
2)  zakres danych niezbednych do przeprowadzania analizy;
3) rejestry publiczne isystemy teleinformatyczne, ktére zawieraja dane na

potrzeby prowadzenia analizy oraz podmioty je prowadzace.
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3. Zawarcie porozumienia poprzedza si¢ przeprowadzeniem weryfikacji
dotyczacej celu 1 zakresu analizy wspomagajacej tworzenie kluczowej polityki
publicznej oraz niezbednos$ci 1aczenia danych udostgpnianych z rejestrow

publicznych i systemow teleinformatycznych dla realizacji tej analizy.

Art. 20s. 1. Minister wlasciwy do spraw informatyzacji w ramach
zapewniania funkcjonowania zintegrowanej platformy analityczne;j:
1) zapewnia ochrong¢ przed nieuprawnionym dostepem do danych;
2) przeciwdziata uszkodzeniom zintegrowanej platformy analityczne;;
3) zapewnia integralno$¢ gromadzonych danych;
4) okresla zasady bezpieczenstwa przetwarzanych danych, w tym danych
osobowych;
5) zapewnia rozliczalno$¢ dziatan dokonywanych w ramach zintegrowanej
platformy analityczne;j;
6) okre$la zasady zglaszania naruszenia ochrony danych osobowych.
2.Dane osobowe przetwarzane w ramach zintegrowanej platformy
analitycznej sg wykorzystywane adekwatnie, w sposob stosowny i ograniczony,
wylacznie w zakresie niezbednym do realizacji okreslonych celow analitycznych.
3. Wykorzystywanie danych do celow innych niz okreslone w ustawie,
w szczegblnosci do podejmowania decyzji lub indywidualnych rozstrzygnigé, jest

zabronione.

Art. 20t. Dane przetwarzane w ramach zintegrowanej platformy analitycznej
s3 usuwane niezwlocznie po przeprowadzeniu analiz, na potrzeby ktérych dane

zostaly udostgpnione.
Rozdzial 4

Badanie osiagania interoperacyjnosci oraz kontrola przestrzegania

przepisow ustawy

Art. 21. [1. W celu zapewnienia interoperacyjnosci systemow
teleinformatycznych uzywanych do realizacji zadan publicznych przeprowadza sie,
z zastrzezeniem art. 24, badanie poprawnosci wdrozenia rozwigzan, o ktorych
mowa wart. 13 ust. 2pkt 2lit. a, woprogramowaniu interfejsowym przy
wykorzystaniu testow akceptacyjnych udostepnionych przez podmiot publiczny,

zgodnie z art. 13 ust. 2 pkt 2 lit. b, zwane dalej ,, badaniem”.]
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<1. W celu Zapewnienia interoperacyjnosci systemow
teleinformatycznych uzywanych do realizacji zadan publicznych
przeprowadza si¢, z zastrzezeniem art. 24, badanie poprawnosci wdrozenia
API systemu teleinformatycznego uzywanego do realizacji zadan publicznych,
z uwzglednieniem informacji, o ktéorych mowa w art.13 ust. S pkt 3,
w oprogramowaniu interfejsowym z wykorzystaniem testow akceptacyjnych
udostepnionych przez podmiot realizujacy zadania publiczne, zgodnie
z art. 13 ust. 2 pkt 2 lit. b, zwane dalej ,,badaniem”.>

2. Badanie przeprowadza, na wilasny koszt, twoérca oprogramowania
interfejsowego albo inny podmiot posiadajacy autorskie prawa majatkowe do
oprogramowania interfejsowego, ktore ma by¢ wykorzystywane do realizacji
zadania publicznego, zwany dalej ,,podmiotem uprawnionym’:

1) przed udostepnieniem po raz pierwszy oprogramowania interfejsowego do
realizacji tego zadania;

[2) po modyfikacji oprogramowania interfejsowego w zakresie, o ktorym mowa
wart. 13 ust. 2 pkt 2 lit. a, dokonanej od czasu poprzedniego badania.]

<2) po modyfikacji oprogramowania interfejsowego w zakresie struktur
dokumentéw elektronicznych, formatow danych oraz protokolow
komunikacyjnych i szyfrujacych, o ktorych mowa w art. 13 ust. 5 pkt 3,
dokonanej od czasu poprzedniego badania.>
3. Podmiot uprawniony:

1) informuje podmiot publiczny o rodzaju, wersji, dacie wytworzenia
1 charakterystyce techniczno-funkcjonalnej oprogramowania interfejsowego
poddawanego badaniu;

2) sklada podmiotowi publicznemu o$wiadczenie o wyniku badania.

4. W celu potwierdzenia wyniku badania podmiot publiczny moze
przeprowadzi¢ weryfikacj¢ tego badania, wykorzystujac testy akceptacyjne
udostgpnione podmiotowi uprawnionemu. Podmiot publiczny informuje podmiot
uprawniony o wyniku weryfikacji.

5. W razie niezgodnosci wyniku weryfikacji z wynikiem badania dokonanego
przez podmiot uprawniony rozstrzyga wynik weryfikacji. W tym przypadku koszty

weryfikacji ponosi podmiot uprawniony.
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S5a. W celu zapewnienia interoperacyjnosci systemow teleinformatycznych
uzywanych do realizacji zadan publicznych zinnymi  systemami
teleinformatycznymi podmiot publiczny moze udostepni¢ testowy system
teleinformatyczny, funkcjonalnie odpowiadajacy systemowi produkcyjnemu,
w celu dokonywania sprawdzenia poprawnosci wdrozenia rozwigzan pod
wzgledem organizacyjnym, semantycznym i technologicznym.

5b. W przypadku udostepnienia przez podmiot publiczny systemu testowego
nie jest wymagane udostepnienie testow akceptacyjnych.

6. Minister wfasciwy do spraw informatyzacji okre§li, w drodze
rozporzadzenia:

1) metodyke, warunki 1 tryb sporzadzania testow akceptacyjnych,

2) sposob postepowania w zakresie badania oraz weryfikacji badania, w tym
sposob dokumentowania wynikoéw badania oraz weryfikacji badania,

3) rodzaje oprogramowania interfejsowego podlegajacego badaniu,

4)  szczegotowy zakres informacji, o ktorych mowa w ust. 3 pkt 1, oraz sposéb

i tryb przekazywania tych informac;ji,

5) wzdr oswiadczenia o wyniku badania oraz wyniku weryfikacji badania
—uwzgledniajac konieczno$¢ wprowadzenia jednolitych warunkéw przygotowania
rzetelnego zestawu testow akceptacyjnych oraz dokonania obiektywnej oceny

oprogramowania interfejsowego.

Art. 22. 1. Oprogramowanie interfejsowe moze by¢ uzywane do realizacji
zadan publicznych, jezeli uzyskato pozytywny wynik badania.

2. Podmiot publiczny moze nieodptatnie udostgpni¢ oprogramowanie
interfejsowe, ktore uzyskato pozytywny wynik badania, albo jego kody zrodtowe,
w zakresie okreslonym w umowie licencyjnej z podmiotem uprawnionym.

3. Wrazie stwierdzenia uzywania do realizacji zadania publicznego
oprogramowania interfejsowego, ktore:

1) nie zostato poddane badaniu,
2) nie uzyskalo pozytywnego wyniku badania w przypadkach, o ktérych mowa

w art. 21 ust. 2
— podmiot publiczny moze odmowi¢ przyjecia danych przekazywanych za pomoca
tego oprogramowania; w takim przypadku odmowa przyjecia danych jest

roOwnoznaczna z nieprzekazaniem tych danych.
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1)
2)

Art. 23. 1. Przepisy art. 21 1 22 stosuje si¢ odpowiednio, jezeli:

podmiot publiczny jest podmiotem uprawnionym;

podmiot uprawniony przekazal podmiotowi publicznemu autorskie prawa
majatkowe do oprogramowania interfejsowego.

2. W przypadkach, o ktorych mowa w ust. 1, w razie zaistnienia okolicznosci,

o ktorych mowa w art. 22 ust. 3 pkt 1 albo 2, oprogramowanie interfejsowe nie

moze by¢ uzywane do realizacji zadan publicznych do czasu uzyskania

pozytywnego wyniku badania.

Art. 24. Przepisoéw art. 21-23 nie stosuje si¢ w przypadku, o ktorym mowa

w art. 13 ust. 4, chyba ze:

D
2)

3)

1)

2)

3)

podmiot publiczny udostepnit testy akceptacyjne;

podmiot uprawniony wystapit o udostgpnienie testow akceptacyjnych w celu
przeprowadzenia badania;

podmiot publiczny udostgpnit system testowy, o ktorym mowa w art. 21 ust.

5a.

Art. 25. 1. Kontroli:

realizacji przedsiewzie¢ informatycznych o publicznym zastosowaniu,
o ktéorych mowa wart. 3pkt6 lit.a, f, g lub h, dzialania systemow
teleinformatycznych uzywanych do realizacji zadan publicznych 1 wymiany
danych z podmiotami publicznymi, a takze rejestrow publicznych, ktorych
zakres przedmiotowy dotyczy spraw nalezacych do wlasciwosci wiecej niz
jednego dzialu administracji rzadowej, dokonuje Prezes Rady Ministrow;
realizacji przedsigwzie¢ informatycznych o publicznym zastosowaniu,
o ktorych mowa wart. 3pkt6 lit.a, f, g lub h, dzialania systemow
teleinformatycznych uzywanych do realizacji zadan publicznych 1 wymiany
danych z podmiotami publicznymi, a takze rejestréw publicznych, ktérych
zakres przedmiotowy dotyczy spraw nalezacych do wlasciwosci jednego
dzialu administracji rzadowej, dokonuje minister kierujacy dziatem
administracji rzadowej, ktérego dotyczy przedsiewzigcie;

dziatania systemow teleinformatycznych, uzywanych do realizacji zadan
publicznych albo realizacji obowigzkoéw wynikajacych zart. 13 ust. 2,

dokonuje:
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a) wjednostkach samorzadu terytorialnego 1iich zwigzkach oraz
w tworzonych lub prowadzonych przez te jednostki samorzadowych
osobach  prawnych  iinnych  samorzadowych  jednostkach
organizacyjnych — wlasciwy wojewoda, z zastrzezeniem ust. 3,

b) w podmiotach publicznych podlegtych lub nadzorowanych przez organy
administracji rzagdowej — organ administracji rzadowej nadzorujacy dany
podmiot publiczny,

c¢) wpodmiotach publicznych niewymienionych wlit. aib — minister
wlasciwy do spraw informatyzacji

—pod wzgledem zgodno$ci z minimalnymi wymaganiami dla systemoéw

teleinformatycznych uzywanych do realizacji zadan publicznych 1 wymiany

danych zpodmiotami publicznymi lub zgodnosci z minimalnymi
wymaganiami dla rejestrow publicznych oraz zgodnosci z pryncypiami,
standardami, wytycznymi i rekomendacjami architektonicznymi Architektury

Informacyjnej Panstwa.

2. (uchylony)

3. W stosunku do organdéw i jednostek, o ktorych mowa w ust. 1 pkt 3 lit. a,
kontrola moze dotyczy¢ wylacznie systemow teleinformatycznych oraz rejestrow
publicznych, ktéore s3 uzywane do realizacji zadan zleconych z zakresu
administracji rzadowej. Jezeli do wuzyskania pelnej oceny systemu
teleinformatycznego lub rejestru publicznego uzywanego do realizacji zadan
zleconych z zakresu administracji rzadowej niezbedna jest ocena takze innego
systemu teleinformatycznego lub rejestru publicznego, kontrolag moze zosta¢ objety
takze ten system lub rejestr.

4. (uchylony)

Art. 25a. Do kontroli stosuje si¢ przepisy ustawy z dnia 15 lipca 2011 1. o
kontroli w administracji rzadowej (Dz. U. z 2020 r. poz. 224 oraz z 2025 r. poz.
1158) okreslajace zasady 1 tryb przeprowadzania kontroli.

Art. 26. (uchylony)
Art. 27. (uchylony)
Art. 28. 1. Kontrolerem moze by¢ osoba petnoletnia, ktora:

1) posiada wyksztalcenie wyzsze;
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2) posiada obywatelstwo panstwa czlonkowskiego Unii Europejskie;j,
Konfederacji Szwajcarskiej lub panstwa cztonkowskiego Europejskiego
Porozumienia o Wolnym Handlu (EFTA) — strony umowy o Europejskim
Obszarze Gospodarczym, chyba ze przepisy odrebne uzalezniajg zatrudnienie
jej w jednostce kontrolowanej od posiadania obywatelstwa polskiego;

3) ma pelng zdolno$¢ do czynnosci prawnych oraz korzysta z pelni praw
publicznych;

4) nie byla karana za umyslne przestepstwo lub umyslne przestepstwo skarbowe;

5) posiada certyfikat, o ktorym mowa w ust. 3.

2. Kontroler jest obowigzany zachowa¢ w tajemnicy informacje, ktore
uzyskat w zwiagzku z wykonywaniem czynnosci kontroli. Obowigzek zachowania
tajemnicy trwa rowniez po ustaniu petnienia obowigzkow kontrolera w urzedzie
obslugujacym organ dokonujacy kontroli.

3. Minister wlasciwy do spraw informatyzacji okresli, w drodze
rozporzadzenia, wykaz certyfikatow uprawniajacych do prowadzenia kontroli
w rozumieniu art. 25, uwzgledniajac zakres wiedzy specjalistycznej wymaganej od
0s6b legitymujacych si¢ poszczegdlnymi certyfikatami i zakres kontroli okre§lony
w art. 25.

4. W przypadku przeprowadzania kontroli przez zesp6t kontrolerow, co
najmniej jeden kontroler, bedacy cztonkiem tego zespotu, posiada certyfikat, o

ktérym mowa w ust. 3.
Art. 29. (uchylony)
Art. 30. (uchylony)
Art. 31. (uchylony)
Art. 32. (uchylony)
Art. 33. (uchylony)
Art. 34. (uchylony)

Art. 35. (uchylony)
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Rozdziat 5
Zmiany w przepisach obowigzujacych
Art. 36-52. (pomini¢te)
Rozdziat 6
Przepisy dostosowujace, przejsciowe i koncowe
Art. 53—60. (pominig¢te)

Art. 61. 1. Ilekro¢ w przepisach dotyczacych informatyzacji zawartych

w odrgbnych ustawach jest mowa o:

1)

2)

1)
2)

3)

elektronicznym no$niku informacji, elektronicznym nos$niku
informatycznym, elektronicznym no$niku danych, komputerowym nos$niku
informacji, komputerowym no$niku danych, no$niku elektronicznym,
no$niku  magnetycznym, no$niku informatycznym albo no$niku
komputerowym — nalezy przez to rozumie¢, w przypadku watpliwos$ci inter-
pretacyjnych, informatyczny no$nik danych, o ktorym mowa w art. 3 pkt
1 niniejszej ustawy;

danych elektronicznych, danych w postaci elektronicznej, danych w formie
elektronicznej, danych  informatycznych, informacjach  w postaci
elektronicznej albo informacjach w formie elektronicznej — nalezy przez to
rozumie¢, w przypadku watpliwosci interpretacyjnych, dokument
elektroniczny, o ktorym mowa w art. 3 pkt 2 niniejszej ustawy.

2. Przepisu ust. 1 nie stosuje si¢ do przepisow:

ustawy z dnia 29 sierpnia 1997 r. — Prawo bankowe;

ustawy z dnia 29 sierpnia 1997 r. o Narodowym Banku Polskim (Dz. U.
72022 r. poz. 2025);

ustawy zdnia 12 wrzesnia 2002 r. o elektronicznych instrumentach

platniczych (Dz. U. z 2012 r. poz. 1232)°.
Art. 62. (pominigty)

Art. 63. (pominigty)

%) Ustawa utracita moc z dniem 7 pazdziernika 2013 r. na podstawie art. 38 ustawy z dnia 12 lipca

2013 r. o zmianie ustawy o ustugach platniczych oraz niektérych innych ustaw (Dz. U. poz.
1036), ktora weszla w zycie z dniem 7 pazdziernika 2013 r.
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Art. 64. Ustawa wchodzi w zycie po uptywie 3 miesiecy od dnia ogloszenia®,

z wyjatkiem:

1) art. 17 oraz 54, ktére wchodza w zycie z dniem ogloszenia;

2) art. 36137, ktore wchodza w zycie po uptywie 7 miesigcy od dnia ogloszenia;
3) art. 40, ktory wchodzi w zycie po uptywie 27 miesiecy od dnia ogloszenia;
4) art. 42 pkt 1, 41 7, ktore wchodzg w zycie z dniem 1 lipca 2006 r.

®  Ustawa zostala ogloszona w dniu 20 kwietnia 2005 .
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