
ZARZĄDZENIE NR15/2024  

Dyrektora Powiatowej Stacji Sanitarno- Epidemiologicznej w Kościerzynie 

 z dnia 23 grudnia 2024 r.  
 

wprowadzające Procedurę przyjmowania zgłoszeń zewnętrznych oraz podejmowania 

działań następczych w Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie 

oraz Rejestr zgłoszeń zewnętrznych Powiatowej Stacji Sanitarno-Epidemiologicznej  

w Kościerzynie. 

 

Na podstawie art. 10 ust. 4 ustawy z dnia 14 marca 1985 r. o Państwowej Inspekcji Sanitarnej 

(tekst jednolity Dz. U. z 2024 r. poz. 416) i art. 33, art. 46 oraz art. 47 ustawy z dnia 14 czerwca 

2024 r. o ochronie sygnalistów (Dz. U. z 2024 r. poz. 928) zarządza się, co następuje:  
 

§ 1. 

1. Wprowadza się „Procedurę przyjmowania zgłoszeń zewnętrznych oraz podejmowania 

działań następczych w Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie”, 

zwaną dalej „procedurą zgłoszeń zewnętrznych”, w brzmieniu określonym w załączniku 

nr 1 do niniejszego zarządzenia.  

2. Przepisów zarządzenia nie stosuje się do informacji o naruszeniach prawa zgłoszonych 

anonimowo. 
 

§ 2. 

1. Do przyjmowania zgłoszeń zewnętrznych naruszenia prawa, zwanych dalej 

„zgłoszeniami”, ich wstępnej weryfikacji, przekazywania do organu właściwego do 

podjęcia działań następczych, podejmowania działań następczych, w szczególności 

występowania do innych organów o przekazanie informacji lub dokumentów 

niezbędnych do prowadzenia postępowania wyjaśniającego, kontaktu z sygnalistą, w tym 

przekazywania informacji zwrotnej, ostatecznego wyniku postępowań wyjaśniających, 

zwracania się o wyjaśnienia lub dodatkowe informacje w zakresie przekazanych 

informacji, przetwarzania danych osobowych sygnalisty, osoby której dotyczy zgłoszenie 

oraz osoby trzeciej wskazanej w zgłoszeniu, przekazywania zainteresowanym informacji 

na temat procedury zgłoszeń zewnętrznych, sporządzania sprawozdania 

przekazywanego do Rzecznika Praw Obywatelskich, a także prowadzenia rejestru 

zgłoszeń zewnętrznych, o którym mowa w § 5 ust. 1, uprawniony jest pracownik 

Powiatowej Stacji Sanitarno- Epidemiologicznej w Kościerzynie działający na podstawie 

upoważnienia udzielonego przez Państwowego Powiatowego Inspektora Sanitarnego w 

Kościerzynie, zwany dalej „osobą upoważnioną”.  

2. Osoba upoważniona jest obowiązana do zachowania tajemnicy w zakresie informacji i 

danych osobowych, które uzyskała w ramach przyjmowania i weryfikacji zgłoszeń, oraz 

podejmowania działań następczych, także po ustaniu stosunku pracy lub innego stosunku 

prawnego, w ramach którego wykonywała tę pracę. Informacje stanowiące tajemnicę 

przedsiębiorstwa mogą być wykorzystywane wyłącznie w celu podjęcia działań 

następczych.  
 

§ 3. 

Państwowy Powiatowy Inspektor Sanitarny w Kościerzynie w dniu wydania upoważnienia, 

o których mowa w § 2 ust. 1, upoważni osobę zastępującą PPIS w Kościerzynie do 

wykonywania czynności przewidzianych w procedurze zgłoszeń zewnętrznych dla 

Państwowego Powiatowego Inspektora Sanitarnego w Kościerzynie, przy czym 

upoważnienie będzie realizowane w przypadku, gdy zgłoszenie będzie dotyczyło 

Państwowego Powiatowego Inspektora Sanitarnego w Kościerzynie. 

 



 

§ 4. 

Pracownicy Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie są obowiązani do 

udzielania osobom upoważnionym pomocy w przeprowadzaniu czynności przewidzianych 

procedurą zgłoszeń zewnętrznych.  

§ 5. 

1. Zgłoszenia podlegają rejestracji w „Rejestrze zgłoszeń zewnętrznych Powiatowej Stacji 

Sanitarno-Epidemiologicznej w Kościerzynie”, zwanym dalej „rejestrem”.  

2. Wzór rejestru stanowi załącznik nr 2 do zarządzenia.  

3. Osoba upoważniona prowadzi rejestr w sposób zapewniający integralność i ochronę 

danych, w tym poufność danych sygnalisty i osoby, której dotyczy zgłoszenie.  

4. Dostęp do rejestru posiadają: 1) osoba upoważniona; 2) Państwowy Powiatowy Inspektor 

Sanitarny w Kościerzynie albo osoba zastępująca PPIS w Kościerzynie w przypadku 

określonym w § 3, z wyłączeniem danych osobowych sygnalisty.  

5. Rejestr jest prowadzony poza systemem EZD.  

6. Dane osobowe oraz pozostałe informacje w rejestrze są przechowywane przez okres 3 lat 

po zakończeniu roku kalendarzowego, w którym zakończono działania następcze, lub po 

zakończeniu postępowań zainicjowanych tymi działaniami.  

7. Po upływie okresu przechowywania wskazanym w ust. 6 dane osobowe są usuwane,  

a dokumenty związane ze zgłoszeniem są niszczone, z wyjątkiem przypadku, gdy 

dokumenty związane ze zgłoszeniem stanowią część akt postępowań przygotowawczych 

lub spraw sądowych lub sądowo-administracyjnych.  

§ 6. 

Za opracowanie, wdrożenie i utrzymanie rozwiązań technicznych, umożliwiających 

dokonywanie zgłoszeń w postaci elektronicznej, w sposób uniemożliwiający uzyskanie 

dostępu do informacji o naruszeniu prawa nieupoważnionym osobom, zapewniających 

ochronę danych osobowych sygnalisty, osoby, której dotyczy zgłoszenie, oraz osoby trzeciej 

wskazanej w zgłoszeniu odpowiada pracownik Powiatowej Stacji Sanitarno-

Epidemiologicznej w Kościerzynie właściwy do spraw obsługi informatycznej.  

§ 7. 

1. Osoba upoważniona przygotowuje sprawozdanie do Rzecznika Praw Obywatelskich 

zawierające informacje o:  

1) liczbie przyjętych zgłoszeń;  

2) liczbie postępowań wyjaśniających i postępowań wszczętych w wyniku przyjętych 

zgłoszeń oraz informacje na temat wyniku tych postępowań;  

3) szacunkowej szkodzie majątkowej, jeżeli została stwierdzona oraz kwoty odzyskane 

w wyniku postępowań dotyczących naruszeń będących przedmiotem zgłoszenia –  

o ile Powiatowa Stacja Sanitarno-Epidemiologiczna w Suwałkach posiada  

te informacje.  

2. Informacje zawarte w sprawozdaniu, nie zawierają danych osobowych ani informacji 

stanowiących tajemnice prawnie chronione.  

3. Osoba upoważniona sporządza projekt sprawozdania, o którym mowa w ust. 1,  

i przekazuje do podpisu do Państwowego Powiatowego Inspektora Sanitarnego w 

Kościerzynie, a następnie podpisane sprawozdanie przekazuje Rzecznikowi Praw 

Obywatelskich w terminie do 31 marca roku następującego po roku, za jaki jest ono 

sporządzane.  

§ 8. 

Procedurę zgłoszeń zewnętrznych stosuje się od dnia 25 grudnia 2024 r.  

§ 9. 

Zarządzenie wchodzi w życie z dniem podpisania. 

  



 Załącznik Nr 1 do Zarządzenia Dyrektora 
Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie  

Nr 15/2024 z dnia 23 grudnia 2024 r. 

 

Procedura zgłoszeń zewnętrznych 

 

I. Postanowienia ogólne 

1. Celem niniejszego dokumentu jest określenie procedury przyjmowania zgłoszeń 

zewnętrznych oraz podejmowania działań następczych w Powiatowej Stacji Sanitarno-

Epidemiologicznej w Kościerzynie. 

2. Niniejsza procedura jest realizacją zapisów ustawy z dnia 14 czerwca 2024 r. o ochronie 

sygnalistów (Dz. U. z 2024, poz. 928) i ma zastosowanie do wszystkich obszarów 

działalności Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie. 

3. Sygnalistą może być każda osoba fizyczna, która zgłasza lub ujawnia publicznie informację 

o naruszeniu prawa uzyskaną w kontekście związanym z pracą, w tym pracownik, 

stażysta, pracownik tymczasowy, zleceniobiorca, prokurent, akcjonariusz, wspólnik,  

itp. Dotyczy to także informacji o naruszeniu prawa uzyskanej w kontekście związanym  

z pracą przed nawiązaniem stosunku pracy lub innego stosunku prawnego stanowiącego 

podstawę świadczenia pracy lub usług lub pełnienia funkcji w podmiocie prawnym 

 lub na rzecz tego podmiotu, lub pełnienia służby w podmiocie prawnym lub już po ich 

ustaniu. 

 

II. Tryb przyjmowania zgłoszeń zewnętrznych 

Zgłoszenie może być dokonane w następujący sposób: 

a) na adres do korespondencji: Powiatowa Stacja Sanitarno-Epidemiologiczna  

w Kościerzynie, ul. Wodna 15, 83-400 Kościerzyna z dopiskiem na kopercie „sygnalista 

– zgłoszenie zewnętrzne”, 

b) na adres e-mail: sygnalista.zewnetrzynypsse.koscierzyna@sanepid.gov.pl, 

c) ustnie podczas bezpośredniego spotkania, zorganizowanego w terminie 14 dni  

od otrzymania wniosku o taką formę zgłoszenia. 

Wzór formularza zgłoszenia naruszenia prawa stanowi załącznik do procedury zgłoszeń 

zewnętrznych przy czym nie ma obowiązku składania zgłoszeń z jego użyciem. 

 

III. Warunki objęcia Sygnalisty ochroną 

Sygnalista podlega ochronie określonej w przepisach rozdziału 2 ustawy z dnia 14.06.2024 r. 

o ochronie sygnalistów od chwili dokonania zgłoszenia, pod warunkiem że miał uzasadnione 

podstawy sądzić, że informacja będąca przedmiotem zgłoszenia jest prawdziwa w momencie 

dokonywania zgłoszenia i że stanowi informację o naruszeniu prawa. 

 



IV. Tryb postępowania mający zastosowanie w przypadku zgłoszenia zewnętrznego 

1. Organ przesyła Sygnaliście niezwłocznie, nie później jednak niż w terminie 7 dni  

od dnia przyjęcia zgłoszenia, potwierdzenie jego przyjęcia, chyba że Sygnalista wystąpił 

wyraźnie z odmiennym wnioskiem w tym zakresie lub organ ma uzasadnione podstawy 

sądzić, że potwierdzenie przyjęcia zgłoszenia zagroziłoby ochronie poufności tożsamości 

Sygnalisty. 

2. Organ dokonuje wstępnej weryfikacji zgłoszenia zewnętrznego, polegającej  

na ustaleniu, czy zgłoszenie dotyczy informacji o naruszeniu prawa, oraz na ustaleniu, 

czy zgłoszenie dotyczy naruszeń prawa w dziedzinie należącej do zakresu działania tego 

organu, a jeżeli nie należy - na ustaleniu organu publicznego właściwego  

do podjęcia działań następczych. 

3. Organ rozpatruje zgłoszenie zewnętrzne - w przypadku gdy zgłoszenie dotyczy naruszeń 

prawa w dziedzinie należącej do zakresu działania tego organu. 

4. Organ przekazuje zgłoszenie zewnętrzne niezwłocznie, nie później jednak niż  

w terminie 14 dni od dnia dokonania zgłoszenia, a w uzasadnionych przypadkach - nie 

później niż w terminie 30 dni, do organu publicznego właściwego do podjęcia działań 

następczych - w przypadku gdy zgłoszenie dotyczy naruszeń prawa  

w dziedzinie nienależącej do zakresu działania tego organu - oraz informuje o tym 

Sygnalistę. 

5. Organ odstępuje od przekazania zgłoszenia zewnętrznego, jeżeli zgłoszenie nie dotyczy 

informacji o naruszeniu prawa. Wówczas informuje Sygnalistę o odstąpieniu od 

przekazania zgłoszenia zewnętrznego, podając ustalenia ze wstępnej weryfikacji 

zgłoszenia. 

6. Odstępując od przekazania zgłoszenia zewnętrznego, organ może poinformować 

Sygnalistę, że informacja objęta zgłoszeniem podlega rozpatrzeniu w trybie 

przewidzianym w przepisach odrębnych. 

7. Organ podejmuje działania następcze z zachowaniem należytej staranności. 

8. W uzasadnionych przypadkach w celu przeprowadzenia postępowania wyjaśniającego 

organ może przekazać zgłoszenie zewnętrzne: 

a) jednostkom organizacyjnym podległym lub nadzorowanym; 

b) innej jednostce organizacyjnej, której powierzono zadania w drodze porozumienia. 

9. Organ przekazuje bez zbędnej zwłoki właściwym instytucjom, organom  

lub jednostkom organizacyjnym Unii Europejskiej informacje zawarte w zgłoszeniu 

zewnętrznym w celu prowadzenia działań następczych w trybie stosowanym przez 

takie instytucje, organy lub jednostki, jeżeli przewidują to przepisy odrębne. 

10. W przypadku gdy informacja o naruszeniu prawa jest przedmiotem jednocześnie 

dokonanego zgłoszenia zewnętrznego oraz wniesionej skargi, o której mowa w art. 227 

ustawy z dnia 14 czerwca 1960 r. - Kodeks postępowania administracyjnego lub gdy  

z treści wniesionego pisma wynika, że dokonano zgłoszenia zewnętrznego, stosuje się 

wyłącznie uregulowania dot. zgłoszeń zewnętrznych. 



11. W przypadku gdy przepisy odrębne nie pozwalają ustalić organu właściwego  

do rozstrzygnięcia sporu o właściwość między organami publicznymi, w zakresie 

rozpatrzenia zgłoszenia zewnętrznego lub podjęcia działań następczych, stosuje się 

odpowiednio przepisy art. 22 i art. 23 ustawy z dnia 14 czerwca 1960 r. - Kodeks 

postępowania administracyjnego. 

12. W celu skutecznego podjęcia działań następczych oraz przekazania informacji zwrotnej 

Sygnalista podaje adres do kontaktu. 

13. Jeżeli w zgłoszeniu zewnętrznym nie podano adresu do kontaktu ani nie jest możliwe 

ustalenie tego adresu na podstawie posiadanych danych organ nie realizuje obowiązków, 

do których wypełnienia niezbędny jest adres do kontaktu Sygnalisty. 

14. Organ może nie podjąć działań następczych w przypadku, gdy w zgłoszeniu 

zewnętrznym dotyczącym sprawy będącej już przedmiotem wcześniejszego zgłoszenia 

przez tego samego lub innego Sygnalistę nie zawarto istotnych nowych informacji na 

temat naruszeń prawa w porównaniu z wcześniejszym zgłoszeniem zewnętrznym. Organ 

informuje Sygnalistę o niepodjęciu działań następczych, podając uzasadnienie, a w razie 

kolejnego zgłoszenia - pozostawia je bez rozpoznania i nie informuje o tym Sygnalisty. 

Organ odnotowuje ten fakt wraz z uzasadnieniem w rejestrze zgłoszeń zewnętrznych. 

15. Zgłoszenia anonimowe pozostawia się bez rozpoznania. 

 

V. Wymagany sposób wyjaśnienia informacji będących przedmiotem zgłoszenia lub 

przedstawienia dodatkowych informacji 

 

Składane zgłoszenie powinno zawierać przejrzyste i pełne wyjaśnienie przedmiotu 

zgłoszenia oraz powinno zawierać co najmniej następujące informacje: 

a) kontekst związany z pracą, w szczególności stosunek pracy lub innego rodzaju 

stosunek cywilnoprawny, w ramach którego uzyskano informację o naruszeniu 

prawa, 

b) datę oraz miejsce zaistnienia naruszenia prawa lub datę i miejsce pozyskania 

informacji o naruszeniu prawa, 

c) opis konkretnej sytuacji lub okoliczności stwarzających możliwość wystąpienia 

naruszenia prawa, 

d) wskazanie osoby, która dokonała lub zamierza dokonać naruszenia prawa, 

e) wskazanie ewentualnych świadków naruszenia prawa, 

f) wskazanie wszystkich dowodów i informacji, jakimi dysponuje Sygnalista, które 

mogą okazać się pomocne w procesie rozpatrywania zgłoszenia, 

g) informację, czy Sygnalista wyraża zgodę na ujawnienie swojej tożsamości, 

h) wskazanie preferowanego sposobu kontaktu zwrotnego - jeżeli ma być inny niż adres 

mailowy zgłoszenia lub adres nadawcy wskazany na kopercie lub w sytuacji 

zgłoszenia ustnego. 

 

Organ może zwrócić się do Sygnalisty, na podany przez niego adres do kontaktu,  



o wyjaśnienia lub dodatkowe informacje, jakie mogą być w jego posiadaniu. Jeżeli Sygnalista 

sprzeciwia się przesłaniu żądanych wyjaśnień lub dodatkowych informacji lub ich przesłanie 

może zagrozić ochronie poufności jego tożsamości, organ odstępuje od żądania wyjaśnień lub 

dodatkowych informacji. 

 

VI. Termin przekazania informacji zwrotnej oraz rodzaj i zawartość takiej informacji 

 

Organ przekazuje Sygnaliście informację zwrotną w terminie nieprzekraczającym 3 miesięcy 

od dnia przyjęcia zgłoszenia zewnętrznego, a w uzasadnionych przypadkach w terminie 

nieprzekraczającym 6 miesięcy od dnia przyjęcia zgłoszenia zewnętrznego, po 

poinformowaniu o tym sygnalisty przed upływem 3 miesięcy od dnia przyjęcia zgłoszenia 

zewnętrznego. 

Organ informuje sygnalistę także o ostatecznym wyniku postępowań wyjaśniających 

wszczętych na skutek zgłoszenia zewnętrznego. 

Informacje zwrotne przekazywane są za pośrednictwem e-mail lub listownie – w zależności 

od wskazanej przez Sygnalistę formy kontaktu. 

 

VII. Zasady poufności mające zastosowanie do zgłoszeń zewnętrznych 

 

Organ gwarantuje, że procedura przyjmowania zgłoszeń zewnętrznych i procedura zgłoszeń 

zewnętrznych oraz związane z przyjmowaniem zgłoszeń przetwarzanie danych osobowych: 

a) uniemożliwiają uzyskanie dostępu do informacji objętych zgłoszeniem 

nieupoważnionym osobom; 

b) zapewniają ochronę poufności tożsamości sygnalisty oraz osoby, której dotyczy 

zgłoszenie. 

Ochrona poufności, o której mowa powyżej dotyczy informacji, na podstawie których można 

bezpośrednio lub pośrednio zidentyfikować tożsamość sygnalisty oraz osoby, której dotyczy 

zgłoszenie. 

 

Ochrona Sygnalistów jest zapewniona poprzez: 

a) ochronę tożsamości, chyba że organ otrzyma od Sygnalisty wyraźną zgodę  

na ujawnienie danych; 

b)  jeżeli zgłoszenie dotyczy innych osób, organ zapewni także ochronę poufności ich 

tożsamości; 

c) udział w procesie rozpatrywania zgłoszenia bezstronnych osób, które zostały 

zobligowane do zachowania poufności, także po ustaniu stosunku pracy  

lub zakończeniu współpracy; 

d) zapewnienie, że dostęp do danych Sygnalisty oraz dokumentacji związanej  

ze zgłoszeniem, będą miały tylko uprawnione osoby; 



e) ochronę przed działaniami odwetowymi, w tym groźbami przed takimi działaniami, 

w związku z dokonanym zgłoszeniem. 

 

VIII. Zasady przetwarzania danych osobowych 

Dane osobowe sygnalisty, pozwalające na ustalenie jego tożsamości, nie podlegają ujawnieniu 

nieupoważnionym osobom, chyba że za wyraźną zgodą sygnalisty. 

Powyższego nie stosuje się w przypadku, gdy ujawnienie jest koniecznym i proporcjonalnym 

obowiązkiem wynikającym z przepisów prawa w związku z postępowaniami wyjaśniającymi 

prowadzonymi przez organy publiczne lub postępowaniami przygotowawczymi  

lub sądowymi prowadzonymi przez sądy, w tym w celu zagwarantowania prawa do obrony 

przysługującego osobie, której dotyczy zgłoszenie. 

Przed dokonaniem ujawnienia właściwy organ publiczny lub właściwy sąd powiadamia  

o tym Sygnalistę, przesyłając w postaci papierowej lub elektronicznej wyjaśnienie powodów 

ujawnienia jego danych osobowych, chyba że takie powiadomienie zagrozi postępowaniu 

wyjaśniającemu lub postępowaniu przygotowawczemu, lub sądowemu. 

Sygnalista może wyrazić zgodę na ujawnienie danych osobowych umożliwiających ustalenie 

jego tożsamości. W przypadku wyrażenia zgody przez Sygnalistę, administrator będzie 

informował osoby wskazane w zgłoszeniu o podaniu ich danych przez Sygnalistę (w ramach 

realizacji obowiązku informacyjnego z art. 14 rozporządzenia Parlamentu Europejskiego i 

Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku 

z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz 

uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. U. UE. L. z 

2016 r. Nr 119, str. 1 z późn. zm.) - dalej RODO lub w ramach realizacji przez te osoby prawa 

dostępu do danych osobowych). 

Organ po otrzymaniu zgłoszenia przetwarza dane osobowe w zakresie niezbędnym do 

przyjęcia zgłoszenia lub podjęcia ewentualnego działania następczego. Dane osobowe, które 

nie mają znaczenia dla rozpatrywania zgłoszenia, nie są zbierane, a w razie przypadkowego 

zebrania są niezwłocznie usuwane. Usunięcie tych danych osobowych następuje w terminie 

14 dni od chwili ustalenia, że nie mają one znaczenia dla sprawy. 

Administrator informuje osoby wskazane w zgłoszeniu lub osoby, których dotyczy 

zgłoszenie, na podstawie art. 14 RODO, o zasadach przetwarzania ich danych osobowych,  

z wyłączeniem informacji o źródle danych osobowych, chyba, że Sygnalista nie spełnia 

warunków wskazanych w art. 6 ustawy z dnia 14.06.2024 r. o ochronie sygnalistów albo 

wyraził wyraźną zgodę na ujawnienie swojej tożsamości. 

Administrator realizuje prawo dostępu do danych osobowych osób wskazanych w zgłoszeniu 

lub osób, których dotyczy zgłoszenie, z wyłączeniem informacji o źródle danych osobowych, 

chyba, że Sygnalista nie spełnia warunków wskazanych w art. 6 ustawy z dnia 14.06.2024 r.  

o ochronie sygnalistów albo wyraził wyraźną zgodę na ujawnienie swojej tożsamości. 

Dane osobowe przetwarzane w związku z przyjęciem zgłoszenia lub podjęciem działań 

następczych oraz dokumenty związane z tym zgłoszeniem są przechowywane przez organ 



przez okres 3 lat po zakończeniu roku kalendarzowego, w którym przekazano zgłoszenie 

zewnętrzne do organu publicznego właściwego do podjęcia działań następczych  

lub zakończono działania następcze, lub po zakończeniu postępowań zainicjowanych tymi 

działaniami. Organ usuwa dane osobowe oraz niszczy dokumenty związane ze zgłoszeniem 

po upływie okresu przechowywania - ustawy z dnia 14 lipca 1983 r. o narodowym zasobie 

archiwalnym i archiwach nie stosuje się. Powyższego nie stosuje się w przypadku,  

gdy dokumenty związane ze zgłoszeniem stanowią część akt postępowań przygotowawczych 

lub spraw sądowych lub sądowo-administracyjnych. 

Dane osobowe będą: 

1. przetwarzane zgodnie z prawem, rzetelnie i przejrzyście (zasada zgodności z prawem, 

rzetelności i przejrzystości z art. 5 ust. 1 lit. a RODO, 

2. zbierane w konkretnych, wyraźnych i prawnie uzasadnionych celach  

i nieprzetwarzane dalej w sposób niezgodny z tymi celami (zasada ograniczenia celu 

z art. 5 ust. 1 lit. b RODO), 

3. adekwatne, stosowne, ograniczone do tego co niezbędne (zasada minimalizacji z art. 5 

ust. 1 lit. c RODO), 

4. prawidłowe i w razie potrzeby uaktualniane (zasada prawidłowości z art. 5 ust. 1 lit. d 

RODO), 

5. przechowywane w formie umożliwiającej identyfikację osoby, której dane dotyczą, 

przez okres nie dłuższy niż niezbędny do celów przetwarzania (zasada prawidłowości 

z art. 5 ust. 1 lit. e RODO), 

6. przetwarzane w sposób zapewniający odpowiednie bezpieczeństwo danych 

osobowych (zasada integralności i poufności z art. 5 ust. 1 lit. f RODO). 
 

IX. Charakter działań następczych podejmowanych w związku ze zgłoszeniem 

zewnętrznym 

Działania następcze podejmowane w związku ze zgłoszeniem zewnętrznym polegają  

na wyjaśnieniu lub sprawdzeniu informacji zamieszczonych w zgłoszeniu lub podjęciu 

czynności kontrolnych – działając w oparciu o przepisy prawa przyznające kompetencje 

Państwowej Inspekcji Sanitarnej. 

 

X. Środki ochrony prawnej i procedury służące ochronie przed działaniami odwetowymi 

oraz poufna porada dla osób rozważających dokonanie zgłoszenia zewnętrznego 

Sygnalista, wobec którego dopuszczono się działań odwetowych, ma prawo  

do odszkodowania w wysokości nie niższej niż przeciętne miesięczne wynagrodzenie  

w gospodarce narodowej w poprzednim roku, ogłaszane do celów emerytalnych w Dzienniku 

Urzędowym Rzeczypospolitej Polskiej "Monitor Polski" przez Prezesa Głównego Urzędu 

Statystycznego lub prawo do zadośćuczynienia. 

Nie można zrzec się praw określonych w rozdziale 2 ustawy z dnia 14.06.2024 r. o ochronie 

sygnalistów, ani przyjąć na siebie odpowiedzialności za szkodę powstałą z powodu 

dokonania zgłoszenia lub ujawnienia publicznego. Nie dotyczy to przyjęcia 



odpowiedzialności za szkodę powstałą z powodu świadomego zgłoszenia lub ujawnienia 

publicznego nieprawdziwych informacji. 

Postanowienia układów zbiorowych pracy i porozumień zbiorowych oraz regulaminów  

i statutów zakresie, w jakim bezpośrednio lub pośrednio wyłączają lub ograniczają prawo  

do dokonania zgłoszenia lub przewidują stosowanie środków odwetowych, nie obowiązują. 

Postanowienia umów o pracę oraz innych aktów, na podstawie których powstaje stosunek 

pracy lub które kształtują prawa i obowiązki stron stosunku pracy, w zakresie, w jakim 

bezpośrednio lub pośrednio wyłączają lub ograniczają prawo do dokonania zgłoszenia lub 

ujawnienia publicznego lub przewidują stosowanie środków odwetowych, są nieważne. 

Postanowienia umów oraz innych aktów, na podstawie których jest świadczona praca  

lub usługi, są dostarczane towary lub jest dokonywana sprzedaż, innych niż wymienione 

powyżej, w zakresie, w jakim bezpośrednio lub pośrednio wyłączają lub ograniczają prawo 

do dokonania zgłoszenia lub ujawnienia publicznego lub przewidują stosowanie środków 

odwetowych, są nieważne. 

W Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie istnieje możliwość 

zasięgnięcia poufnej porady dla osób rozważających dokonanie zgłoszenia zewnętrznego. 

XI. Warunki, na jakich Sygnalista jest chroniony przed ponoszeniem odpowiedzialności  

za naruszenie poufności 

Dokonanie zgłoszenia nie może stanowić podstawy odpowiedzialności, w tym 

odpowiedzialności dyscyplinarnej lub odpowiedzialności za szkodę z tytułu naruszenia praw 

innych osób lub obowiązków określonych w przepisach prawa, w szczególności  

w przedmiocie zniesławienia, naruszenia dóbr osobistych, praw autorskich, ochrony danych 

osobowych oraz obowiązku zachowania tajemnicy, w tym tajemnicy przedsiębiorstwa,  

z uwzględnieniem art. 5 ustawy z dnia 14.06.2024 r. o ochronie sygnalistów, pod warunkiem 

że sygnalista miał uzasadnione podstawy sądzić, że zgłoszenie lub ujawnienie publiczne jest 

niezbędne do ujawnienia naruszenia prawa zgodnie z ustawą. 

W przypadku wszczęcia postępowania prawnego dotyczącego odpowiedzialności, o której 

mowa powyżej, Sygnalista może wystąpić o umorzenie takiego postępowania. 

Uzyskanie informacji będących przedmiotem zgłoszenia lub dostęp do takich informacji nie 

mogą stanowić podstawy odpowiedzialności, pod warunkiem że takie uzyskanie lub taki 

dostęp nie stanowią czynu zabronionego. 

 

XII. Korzystanie z procedury zgłoszeń wewnętrznych 

Zachęca się do korzystania z procedury zgłoszeń wewnętrznych podmiotu prawnego  

w przypadku, gdy naruszeniu prawa można skutecznie zaradzić w ramach struktury 

organizacyjnej podmiotu prawnego, a Sygnalista uważa, że nie zachodzi ryzyko działań 

odwetowych. 

 



XIII. Dane kontaktowe Rzecznika Praw Obywatelskich 

Biuro Rzecznika Praw Obywatelskich 

al. Solidarności 77 

00-090 Warszawa 

biurorzecznika@brpo.gov.pl 

ePUAP ( Elektroniczna Skrzynka Podawcza: /RPO/SkrytkaESP ) 

tel. centrali: (22) 55 17 700 

dostępne pod adresem: 

https://bip.brpo.gov.pl/pl/content/zlozenie-wniosku-do-rzecznika-praw-obywatelskich 

 

 

 

  

mailto:biurorzecznika@brpo.gov.pl
https://bip.brpo.gov.pl/pl/content/zlozenie-wniosku-do-rzecznika-praw-obywatelskich


Załącznik do Procedury zgłoszeń zewnętrznych 

FORMULARZ ZGŁOSZENIA NARUSZENIA PRAWA* 

 

Formularz służy zgłaszaniu naruszenia prawa do Państwowego Powiatowego Inspektora Sanitarnego 

w Kościerzynie 

Podane informacje są objęte zasadą poufności.  

 

Wypełnij formularz zgodnie z informacjami poniżej. Zgłoszenie może dotyczyć dokonanych 

naruszeń lub takich, których nie popełniono, ale istnieje bardzo duże ryzyko ich wystąpienia 

lub prób ukrycia naruszeń.  

* Należy brać pod uwagę, że zgodnie z art. 57 ustawy z dnia 14 czerwca 2024 r. o ochronie 

sygnalistów (Dz. U. poz. 928) „kto dokonuje zgłoszenia lub ujawnienia publicznego, 

wiedząc, że do naruszenia prawa nie doszło podlega grzywnie, karze ograniczenia 

wolności lub pozbawienia wolności do lat 2.”   
 

1. Osoba składająca zgłoszenie1 

Imię i nazwisko: Wpisz tutaj 

 

Jestem: 

☐ pracownikiem ☐ zleceniobiorcą/usługodawcą ☐ byłym pracownikiem ☐ kandydatem do pracy  

☐ wolontariuszem/praktykantem/stażystą ☒ pracuję w organizacji wykonawcy / podwykonawcy 

/dostawcy 

☐ inne: Wpisz tutaj 

 

w podmiocie prawnym2: Wpisz tutaj 

 

Stanowisko służbowe: Wpisz tutaj 

 

Adres do kontaktu3: adres e-mail lub adres korespondencyjny do wyboru przez osobę zgłaszającą, 

ewentualnie numer telefonu 

 

Czy wyraża Pan/Pani zgodę na ujawnienie swojej tożsamości? 

☐ TAK 

☐ NIE 

2. Osoba pokrzywdzona (jeżeli dotyczy)4 

Imię i nazwisko: Wpisz tutaj 

 

Stanowisko, funkcja lub inne dane, służące identyfikacji osoby pokrzywdzonej5: Wpisz tutaj 

  

 
1 W przypadku zgłoszenia składanego przez kilka osób, proszę wpisać je wszystkie. 
2 Należy przez to rozumieć podmiot prywatny lub podmiot publiczny, o których mowa w art. 2 pkt 11 i 12 ustawy z dnia 14 czerwca 2024 r. 

o ochronie sygnalistów (Dz. U. poz. 928). Należy podać nazwę podmiotu oraz jego adres.  
3 Jeżeli w zgłoszeniu nie podano adresu do kontaktu i nie jest możliwe ustalenie tego adresu na podstawie posiadanych danych organ publiczny 

nie realizuje obowiązku, o którym mowa w art. 32 ust. 5, art. 37, art. 38, art. 40 ust. 2 zdanie drugie oraz art. 41 ustawy z dnia 14 czerwca 

2024 r. o ochronie sygnalistów (podstawa prawna: art. 35 ust. 2 pkt 2 wskazanej ustawy). 
4 Zgłoszenie może być złożone w swoim imieniu lub jako świadek. Wypełnienie tego pola swoim imieniem i nazwiskiem nie będzie 

rozumiane jako podanie Twoich danych osobowych jako osoby zgłaszającej. 
5 Może dotyczyć także osób spoza organizacji. 



3. Osoba, której działania lub zaniechania zgłoszenie dotyczy6 

Imię i nazwisko: Wpisz tutaj 

 

Stanowisko służbowe: Wpisz tutaj 

 

4. Czego dotyczą naruszenia prawa, które zgłaszasz? 

☐  korupcji; 

☐  zamówień publicznych; 

☐  usług, produktów i rynków finansowych; 

☐  przeciwdziałania praniu pieniędzy oraz finansowaniu terroryzmu; 

☐  bezpieczeństwa produktów i ich zgodności z wymogami; 

☐  bezpieczeństwa transportu; 

☐  ochrony środowiska; 

☐  ochrony radiologicznej i bezpieczeństwa jądrowego; 

☐  bezpieczeństwa żywności i pasz; 

☐  zdrowia i dobrostanu zwierząt; 

☐  zdrowia publicznego; 

☐  ochrony konsumentów; 

☐  ochrony prywatności i danych osobowych; 

☐  bezpieczeństwa sieci i systemów teleinformatycznych; 

☐  interesów finansowych Skarbu Państwa Rzeczypospolitej Polskiej, jednostki samorządu 

terytorialnego oraz Unii Europejskiej; 

☐  rynku wewnętrznego Unii Europejskiej, w tym publicznoprawnych zasad konkurencji i pomocy 

państwa oraz opodatkowania osób prawnych; 

☐  konstytucyjnych wolności i praw człowieka i obywatela – występujące w stosunkach jednostki z 

organami władzy publicznej i niezwiązane z dziedzinami wskazanymi w pkt 1–16. 

5. Na czym polegają lub polegały naruszenia prawa, które zgłaszasz? 

 

 

 

 

6. Kiedy i gdzie zgłaszane naruszenia prawa miały miejsce? 

 

 

 

 

7. W jaki sposób doszło do naruszenia prawa, z jakiego powodu, w jakich okolicznościach? 

 

 
6 W przypadku zgłoszenia dotyczącego kilku osób proszę wpisać je wszystkie. 



 

 

 

8. Czy zgłaszasz dowody, a jeśli tak, to jakie? 

 

 

 

 

 

9. Czy zgłaszałeś/zgłaszałaś te naruszenia prawa już wcześniej? Jeśli tak, to kiedy, komu i w 

jakiej formie? Czy otrzymałeś/otrzymałaś odpowiedź na zgłoszenie? 

 

 

 

10. Czy chcesz dodać coś jeszcze w sprawie zgłoszenia? 

 

 

 

Data i podpis osoby składającej zgłoszenie 

 

 

 

 

 
Informacja o przetwarzaniu danych osobowych: 

1. Administratorem Pani/Pana danych osobowych przetwarzanych przez Powiatową Stację 

Sanitarno-Epidemiologiczna w Kościerzynie (83-400 Kościerzyna, ul. Wodna15, tel. 58 686 

33 64) jest Państwowy Powiatowy Inspektor Sanitarny w Kościerzynie będący jednocześnie 

Dyrektorem Stacji; 

2.  Kontakt do Inspektora Ochrony Danych – e-mail: = iod.psse.koscierzyna@sanepid.gov.pl;   

83-400 Kościerzyna, ul. Wodna15; 

3. Pani/Pana dane osobowe przetwarzane będą na podstawie art. 6 ust. 1 lit. c oraz art. 9 ust. 

2 lit. b, g, h, i, j ogólnego rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 

2016r. w celu realizacji bieżącego i zapobiegawczego nadzoru sanitarnego; 

4. Pani/Pana dane osobowe przetwarzane będą na podstawie art. 6 ust. 1 lit. c oraz art. 9 ust. 

2 lit. b, g, h, i, j ogólnego rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 

2016r. w celu realizacji bieżącego i zapobiegawczego nadzoru sanitarnego; 

5. Odbiorcami Pani/Pana danych osobowych będą wyłącznie podmioty uprawnione  

do uzyskania danych osobowych na podstawie przepisów prawa; 

6. Pani/Pana dane osobowe będą przechowywane przez okres wynikający z przepisów 

prawa; 

7.  Posiada Pani/Pan prawo dostępu do treści swoich danych oraz prawo ich sprostowania, 

usunięcia, ograniczenia przetwarzania, prawo do przenoszenia danych, prawo wniesienia 

sprzeciwu; 

8.  Posiada Pani/Pan prawo wniesienia skargi do organu nadzorczego gdy uzna Pani/Pan,  



iż przetwarzanie danych osobowych Pani/Pana dotyczących narusza przepisy ogólnego 

rozporządzenia o ochronie danych osobowych z dnia 27 kwietnia 2016 r.; 

9. Podanie przez Panią/Pana danych osobowych w zakresie wymaganym ustawodawstwem  

jest obligatoryjne w pozostałym zakresie jest dobrowolne; 

10. Pani/Pana dane nie będą przetwarzane w sposób umożliwiający zautomatyzowane 

podejmowanie decyzji, tym również w formie profilowania. 

  

 

  



Załącznik Nr 2 do Zarządzenia Dyrektora 
Powiatowej Stacji Sanitarno-Epidemiologicznej w Kościerzynie  

 Nr 15/2024 z dnia 23 grudnia 2024 r. 

 

 

 

Lp. 
Numer 

zgłoszenia 

Data  
dokonania 

 

Przedmiot 

zgłoszenia 

naruszenia  
(data 

prawa 

rejestracji) 

Dane 

osobowe 

sygnalisty 

Informacja  

o wydaniu  
zaświadczenia,  

w art. 38 

ustawy 

 

Informacja  

o podjętych 

działaniach 

następczych 

 

Informacja  

o niepodejmowaniu 

dalszych działań  

w przypadku, o 

którym mowa w art. 

40 ust. 2 ustawy 

Szacunkowa 

szkoda 

majątkowa 

Kwoty odzyskane  

w wyniku 

postępowań  
dotyczących 

naruszeń prawa 

będących 

przedmiotem  
zgłoszenia 

Data  
zakończenia  

sprawy 

UWAGI 
 

            

            

            

            

            

            

            

 


