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| **Nazwa ogłoszenia** | Praktykant ds. analizy prawnej w zakresie cyberbezpieczeństwa |
| **Wydział** | Strategii, Analiz i Współpracy |
| **Departament** | Departament Cyberbezpieczeństwa |
| **Czas trwania praktyk** | 2 miesiące |
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| **Ilość miejsc** | 1 |

**Czym się będziesz u nas zajmował:**

Stanowisko jest kierowane do studentów prawa (4-5 rok), ale każdy biegły w analizie prawnej jest mile widziany.

Głównym projektem, przy którym będziesz pracować, będzie szeroka analiza przepisów prawnych w zakresie cyberbezpieczeństwa na potrzeby prac Departamentu.

Do głównych czynności należeć będą:

* analiza przepisów zmienianych przez Cybersecurity Act oraz konieczne zmiany w przepisach w ramach transpozycji tego do polskiego prawa;
* otoczenie prawne operatorów usług kluczowych w poszczególnych sektorach (sprawdzenie ustaw sektorowych);
* otoczenie prawne innych podmiotów, nieobjętych UKSC (KIR, przedsiębiorcy telekomunikacyjni, usługi płatnicze);
* research prawny wspierający legislatorów;
* ogólne wsparcie pracowników Departamentu Cyberbezpieczeństwa w sprawach prawnych.

**Twoje umiejętności, które będą cenne dla nas:**

* umiejętność przeprowadzenia analizy prawnej;
* klarowne wyrażanie myśli;
* sprawne poruszanie się w przepisach prawa administracyjnego materialnego;
* zainteresowanie prawem nowych technologii.

**Co możesz zyskać dzięki tym praktykom?**

* doświadczenie pracy przy niestandardowym procesie legislacyjnym (duży udział nowych technologii, innowacyjne tematy);
* kontakt z praktykami z zakresu cyberbezpieczeństwa i legislacji;
* doświadczenie pracy w administracji centralnej zajmującej się bezpieczeństwem Polski na poziomie strategicznym.