Zatgcznik nr 2 do zaproszenia do ztozenia oferty na

,Codzienne patrolowanie i state monitorowanie obiektu Zleceniodawcy - budynek administracyjny Nadle$nictwa Jugéw (Jugdw,
ul. Gtéwna 149) wraz z przylegajgcym terenem parku oraz otoczeniem budynku przy ul. Gtéwnej 151 w Jugowie,

z wykorzystaniem systemu czujnikéw i kamer oraz innych urzgdzen specjalistycznych oraz podejmowanie reakcji na
identyfikowalne zagrozenia bezpieczenstwa obiektu”

Szczeqoétowy opis przedmiotu zaméwienia

Przedmiotem zaméwienia jest :

»,Codzienne patrolowanie i stafe monitorowanie obiektu Zleceniodawcy - budynek
administracyjny Nadlesnictwa Jugoéw (Jugéw, ul. Giébwna 149) wraz z przylegajacym terenem
parku oraz otoczenia budynku przy ul. Gtownej 151 w Jugowie, z wykorzystaniem systemu
czujnikéw i kamer oraz innych urzadzen specjalistycznych oraz podejmowanie reakcji na
identyfikowalne zagrozenia bezpieczenstwa obiektu”.

Okres wykonania przedmiotu zamowienia — 2 lata kalendarzowe od dnia i godziny, wskazanej

w protokole podigczenia do Centrum Nadzoru Wizyjnego.

1. Realizacja zaméwienia wymaga zamontowania i uruchomienia minimum 8 kamer oraz realizaciji
efektywnej analityki monitoringu z wykorzystaniem niezbednego osprzetu. Koszt sprzetu, jego
instalacji, konfiguraciji i realizacji analityki stanowi koszty Zleceniobiorcy.

2. W ramach realizacji przedmiotu zaméwienia, Zleceniobiorca zintegruje istniejgce systemy ochrony
obiektu, z zastrzezeniem, Zze wykonanie integracji systeméw oraz wykonanie wszelkich prac
modernizacyjnych istniejgcych systeméw stanowi koszty Zleceniobiorcy.

3. Zleceniobiorca bedzie wykonywat zamowienie z wykorzystaniem urzgdzen technicznych
stanowigcych jego wilasnos¢ oraz urzadzen Zleceniodawcy, ktére posiadajg mozliwos¢ technicznej
integracji z systemem Zleceniobiorcy. Zleceniodawca umozliwi dostep do wszystkich miejsc obiektu
chronionego, celem wykonania instalacji i konfiguracji systemu czujnikdw i kamer oraz innych
urzadzenh specjalistycznych.

4. Zamawiajgcy wymaga od Wykonawcy posiadania ubezpieczenia OC obejmujgcego zakres
prowadzenia dziatalnosci na warto$¢ nie mniejszg niz 2.000.000 zt w tym ubezpieczenia od
odpowiedzialnosci na wypadek kradziezy z wikamaniem i rabunku na terenie chronionych obiektow
oraz jej utrzymywania przez caly okres obowigzywania umowy. Wykonawca bez wezwania
Zamawiajgcego przedstawi optacone polisy ubezpieczeniowe, o ktérych mowa powyzej za okres
obowigzywania umowy zawartej w wyniku niniejszego postepowania przed jej podpisaniem.

5. Zamawiajagcy wymaga realizacji przedmiotu zaméwienia z wykorzystaniem ponizszych
funkcjonalnosci:

a) zdalnego odbioru sygnatéw systemu alarmowego,
b) nadzorowania Systemu SAP oraz analityki z kamer w systemie 24 godzinnym, przez Uzbrojone

Stanowisko Interwencyjne (w skrocie USI) zgodnie z Rozporzgdzeniem Ministra Spraw



c)

d)

f)

a)
h)

)

p)

a)

Wewnetrznych i Administracji z dnia 21 pazdziernika 2011 r. w sprawie zasad uzbrojenia
specjalistycznych uzbrojonych formacji ochronnych | warunkéw przechowywania oraz
ewidencjonowania broni i amunicji (t.j. Dz.U. 2015 r., poz. 992 ze zm.),

serwisu technicznego ww. systeméw dostepnego w maksymalnym czasie 48 godzin,
z jednoczesnym statym patrolem obiektu ochranianego do czasu usuniecia awarii,

biezgcej konserwacji ww. systeméw, w tym okresowe usuwanie zanieczyszczen,
uniemozliwiajgcych prowadzenie skutecznego podglgdu z kamer CCTV, powstatych z przyczyn
naturalnych lub innych,

codziennego patrolowania terenu obiektu chronionego oraz wykonywania interwenciji,
z maksymalnym czasem reakcji 20 min. od chwili zarejestrowania sygnatu alarmowego, przez
Grupe Interwencyjng sktadajgca sie z pracownikdw ochrony wpisanych na liste kwalifikowanych
pracownikéw ochrony, posiadajacych uprawnienia do uzywania i noszenia broni palnej oraz
wyposazonych w broh palng,

w przypadku stwierdzenia na terenie chronionym naruszenia przepiséw prawa przez osoby trzecie,
Zleceniobiorca zobowigzany jest do podjecia niezwlocznych dziatan w celu ustalenia i ujecia
sprawcow,

przedmiot zaméwienia, ani zadna jego czes¢ nie moze by¢ wykonywana przez podwykonawcow,
wdrozenia sektorowej ochrony budynku administracyjnego wg potrzeb Zamawiajgcego,
uzbrajania i dezaktywowania systeméw alarmowych i ochronnych za pomocg urzagdzeh mobilnych
oraz poprzez autoryzowane dyspozycje gtosowe do Stanowiska Dyspozycyjnego,

sektorowego uzbrajania i dezaktywacji monitorowanego budynku administracyjnego dla
wyznaczonych stref i dojscia do tych stref wg potrzeb Zamawiajgcego,

sektorowego uzbrajania i dezaktywacji monitorowanego terenu wokét budynku administracyjnego
integracji sterowania automatyczng brama wjazdows i furtkg wejsciowa,

podawania w przestrzeni chronionej, przez operatora monitoringu, komunikatéw gtosowych,
wykonania oznakowania terenu,

wprowadzenia systemu autoryzacji dla pracownikéw Nadlesnictwa (wg wykazu dostarczonego
przez Zleceniodawce — jednak nie wiecej niz 50 osdb), umozliwiajgcego indywidualne nadanie
uprawnien,

wykorzystania fgcza internetowego Zleceniodawcy na potrzeby obstugi przedmiotu zamdwienia,
a w przypadku czasowego uszkodzenia tego tgcza (trwajgcego nie dtuzej niz 48 godzin) za zgodag
Zleceniodawcy wykorzystania wtasnego tacza,

przyjecia obowigzkow wynikajgcych z RODO w zakresie realizowanego przedmiotu zamdwienia,

w drodze powierzenia.

Minimalne wymagania sprzetowe i programowe systemu kamer w okresie obowigzywania umowy:

a)
b)
c)
d)
e)
f)
9)

przetwornik: 1/1.8" 4MP Progressive Scan CMOS,
rozdzielczosé: 2688x1520 @ 25/30 kl/s,

interfejs: Ethernet 10/100 Base-T PoE 802.3af,
kompresja: H.265+/ H.265/ H.264+/ H.264/ MJPEG,
ilos¢ pikseli: 4Mpx,

czutosé: 0.002Iux/F1.6,

obiektyw: 2.8mm,



h) 4 diody IR LED (zasieg 50m),
i) AWB, AGC, BLC, HLC, 3D DNR, WDR 140dB, Rol, Defog,
j) mechaniczny filtr podczerwieni ICR,
k) wejscia/wyjscia audio: 1/1 (RCA),
I) wejscia/wyjscia alarmowe: 1/1,
m) obstuga technologii ePoE (800m - 10Mb/s, 300m - 100Mb/s),
n) obstuga kart microSD / microSDHC / microSDXC do 256GB,
0) zgodna z standardem: ONVIF, CGlI, Milstone, Genetec, RTSP, RTMP, P2P,
p) obudowa: klasa szczelnosci (IP67), wandaloodporna (1K10),
q) funkcje Al: ochrona perymetryczna, przechwytywanie zdje¢, zliczanie osob,
r) SMD+: klasyfikacja wykrytego obiektu (cztowiek/pojazd), filtr fatszywych alarméw,
s) zliczanie oséb: po przekroczeniu linii, w danym obszarze (4 niezalezne obszary),
t) funkcje analizy biznesowej: mapa ciepta,
u) systemy: detekcja ruchu, strefy prywatnosci,
v) predkosé i rozdzielczos¢ przetwarzania:
— 25/30 ki/s dla 2688x1520 (4Mpx)
— 25/30 ki/s dla 2560x1440 (4Mpx)
— 50/60 kl/s dla 1920x1080 (2Mpx),
w) Dbitrate: 32K ~ 8192Kbps (H.264), 19K ~ 8192Kbps (H.265),
X) podglad obrazu:
— Smart PSS, DSS Express, DSS PRO
— przegladarki internetowe: IE, Firefox, Chrome, Safari
— urzadzenia mobilne z systemami: iOS, Android,
y) zasilanie: 12V DC lub PoE 48V (802.3af) ,
Minimalne wymagania sprzetowe i programowe rejestratora w okresie obowigzywania umowy:
a) wejscia wideo: 16x kanatéw IP,
b) wyjscia wideo: 2x VGA, 2x HDMI (4K UHD/Full HD),
c) rozdzielczo$¢ nagrywania: 4000x3000 (12Mpx),
d) bitrate: 320Mbit (wej.), 320Mbit (wyj.),
e) kompresja: H.265+/H.265/H.264+/H.264/MJPEG,
f) interfejs: 1x RS485, 1x RS232, 1x eSata,
g) wejscie/wyjscie audio: 1/2 (RCA),
h) wejscia/wyjscia alarmowe: 16/6,
i) interfejs sieciowy: 2x Ethernet RJ45 10/100/1000Mbps,
j) obstuga dyskow: 4x HDD Sata lll (max. 40TB),
k) wsparcie dla kamer z wbudowang analitykg obrazu,
I) obstuga kamer ANPR (LPR), panoramicznych oraz Fisheye,
m) podziat okien w trybie lokalnym: 1/4/8/9/16 (dla 1 i 2 monitora),
n) odtwarzanie w trybie lokalnym do 16 kanatéw (4 kan.@8Mpx lub 16 kan.@2Mpx),
0) dwustrumieniowos¢: gtéwny i extral / extra2,
p) zgodnos¢ ze standardem: ONVIF, RSTP, SDK, CGl, PSIA,
gq) obstuga potaczen P2P.


https://www.napad.pl/artykuly/telewizja-przemyslowa/klasyfikacja-wodoszczelnosci-kamer-ip
https://www.napad.pl/artykuly/telewizja-przemyslowa/klasyfikacja-ik-wandaloodpornosci-kamer
https://www.napad.pl/p-153-rejestratory-cyfrowe-dyski-hdd.html

8. Minimalne wymagania analityki w okresie obowigzywania umowy:

a)

b)

<)
d)

e)

f)

9)
h)

)

k)

p)

cata konfiguracja systemu, tgcznie z ukladami ekranu dla poszczegoinych uzytkownikow, musi by¢
przechowywana na serwerach, czyli zmiana komputera Zleceniodawcy nie moze wymagac
u niego rekonfiguracji oprogramowania,

zmiana uprawnien dla kont uzytkownikow musi obowigzywacé natychmiast, tzn. nie moze wymagaé
od tych uzytkownikédw ponownego logowania sie,

bezptatna chmura umozliwiajgca dostep do wielu serweréw bez przekierowywania portow,
gotowa integracja z wieloma systemami analizy wideo - w tym Dahua, Hikvision, Hanwha, Axis
(dziat Works with Nx w portalu my.networkoptix.com),

mozliwos¢ tworzenia wlasnych wtyczek (DLL lub SO) do przetwarzania poszczegdinych ramek
obrazéw wideo i zwracania wyniku do serwera, czyli funkcja umozliwiajgca zrobienie wtasnych
algorytmoéw analizy wideo,

otwarta architektura REST APl (petne sterowanie serwerem wideo, a takze sterowanie
zewnetrznymi systemami, za pomocg polecen HTTP i standardu JSON),

bezptatne oprogramowanie klienckie,

bezptatne oprogramowanie serwerowe,

bezptatne aktualizacje kazdego wykorzystywanego oprogramowania,

automatyczna aktualizacja wszystkich serwerdw w klastrze, poprzez pojedyncze uruchomienie
funkcji ekranowe;j (kliknigcie wskaznikiem myszki) przy posiadanym przez klienta dostepem do
Internetu,

obstuga wszystkich popularnych przegladarek, Google Chrome, Mozilla Firefox, Opera, Microsoft
Edge, Apple Safari,

bezzwloczne wyszukanie kamer na liscie poprzez fragment jej nazwy, adresu IP, MAC,
bezposredni dostep do nagranh (jednym kliknieciem na linii czasu), réwniez w aplikacji mobilnej,
bezzwtoczne wyszukiwanie zdarzen ruchu na linii czasu, bez wzgledu na zakres czasowy (do 12
miesiecy wstecz),

mozliwo$¢ dowolnego dostosowania uktadu widoku kamer wg potrzeb uzytkownika,

mozliwos¢ integracji z mapami Google.

9. Zleceniobiorca zapewni dodatkowe zasilanie awaryjne- UPS gwarantujgce podtrzymanie pracy w/w

sprzetu w czasie 5 min.


http://my.networkoptix.com/

