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Szanowny Panie Ministrze,

otrzymane 26 wrzesnia br. pismo (znak: DPiS.WWKS.002.147.1.2025),
przedktadajgce do wiadomosci Prezesa Urzedu Ochrony Danych Osobowych opis
zatozen projektu informatycznego ,Samorzad otwarty na dane (SODa)”, jest okazjg do
zwrdcenia uwagi na potencjat zwigzany z wykorzystaniem zasobu danych publicznych.
Realizacja postulatu zapewnienia mozliwej ,otwartosci” danych bedgcych w posiadaniu
jednostek samorzadu terytorialnego poddana jest jednak rezimowi ochrony prawnej,
przewidujgcemu koniecznosc respektowania takze zasad ochrony danych osobowych.

W ocenie organu nadzorczego niewatpliwie pozgdang inicjatywg jest podjecie
dziatan szkoleniowych, takich jak ww. projekt SOD-a, zmierzajgcych do podniesienia
kompetencji pracownikow jednostek samorzgdu terytorialnego w obszarze otwierania i
ponownego wykorzystywania danych, zarzgdzania danymi i analizy danych sektora
publicznego.

Przedstawiona w zatozeniach ww. projektu szeroka perspektywa takich szkolen,
zaréwno pod wzgledem ilosci docelowo przeszkolonych osob, jak i zaktadanych celdw
sprawia, ze dziatania te mogg by¢ niezwykle cenne w praktyce dziatania samorzgdow.
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Specyfika zagadnienia ,,otwierania danych” powoduje jednak potrzebe
uwzglednienia w planowaniu zakresu szkolen takze kontekstu ochrony danych
osobowych.

Realizacja prawa do ponownego wykorzystywania informacji sektora publicznego
wymaga bowiem zapewnienia prawa do ochrony danych osobowych i prywatnosci w
przypadku, gdy ponownie wykorzystywane dane zawierajg informacje pozwalajgce
zidentyfikowac¢ osobe fizyczna.

Wywazenie tych praw, w oparciu o wspotistniejgce przepisy rozporzadzenia
2016/679" oraz ustawy z dnia 11 sierpnia 2021 r. o otwartych danych i ponownym
wykorzystywaniu informacji sektora publicznego, wymaga od podmiotdéw stosujgcych
wiedzy z zakresu ochrony danych osobowych, by moc ustali¢ zakres i sposob
udostepniania danych.

Dysponenci danych udostepnionych lub przekazywanych do ponownego
wykorzystywania powinni rozumie¢ w szczegolnosci perspektywe i znaczenie oceny
skutkow dla planowanych operaciji przetwarzania danych, o ktérej stanowi art. 35
2016/679, zwtaszcza oceny ryzyka ponownej identyfikacji osoby fizycznej w przypadku
udostepniania zanonimizowanych zestawow danych.

Z powyzszych wzgledow dla petnej realizacji zaktadanych celow projektu
informatycznego ,Samorzad otwarty na dane” niezwykle pomocna moze okazac¢ sie
wspotpraca edukacyjna z Urzedem Ochrony Danych Osobowych, umozliwiajgca
wymiane wiedzy i dobrych praktyk w zakresie ochrony danych.

Przeprowadzone dotychczas przez organ nadzorczy szkolenia? wykazaty
zainteresowanie i potrzebe pogtebienia wiedzy z zakresu ochrony danych w procesie
udostepniania zasobdw publicznych do ponownego wykorzystywania.

Adresatami szkoleh z zakresu otwartosci danych, oprécz przedstawicieli
kierownictwa oraz pracownikow zajmujgcych sie tym obszarem, powinni by¢ takze
inspektorzy ochrony danych poszczegolnych jednostek samorzadu terytorialnego.
Inspektorzy zapewniajg bowiem istotne merytoryczne wsparcie w jednostkach, w ktérych
ich powotano, doradzajgc w dziedzinie ochrony danych osobowych oraz monitorujgc
przestrzeganie przepiséw w tym zakresie.

Projektowane dziatania edukacyjne powinny uwzglednia¢ rowniez nowe
rozwigzania w zakresie udostepniania i ponownego wykorzystywania danych
chronionych z sektora publicznego zawarte m.in w przepisach aktu w sprawie
zarzgdzania danymi (DGA)3, ktérych realizacje wspiera Urzad Ochrony Danych
Osobowych.

" Rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony 0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych)
(Dz. U. UE. L.z2016 r. Nr 119, str. 1 z pézn. zm.).

2 Przeprowadzone za zaproszenie Ministerstwa Cyfryzacji w grudniu 2024r.- Ochrona danych osobowych
w procesie udostepniania zasobdéw do ponownego ich wykorzystywania.

3 Rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2022/868 z dnia 30 maja 2022 r. w sprawie
europejskiego zarzgdzania danymi i zmieniajgce rozporzgdzenie (UE) 2018/1724 (akt w sprawie
zarzgdzania danymi) (Dz. U. UE. L. z 2022 r. Nr 152, str. 1 z p6zn. zm.).



tgcze wyrazy szacunku,

Mirostaw Wréblewski
Prezes Urzedu Ochrony Danych Osobowych
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