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Szanowny Panie Ministrze,

w odpowiedzi na pismo z 3 grudnia br., znak DPiS.WWKS.002.172.1.2025, dziatajgc
na podstawie art. 57 ust. 1 lit. ) rozporzgdzenia Parlamentu Europejskiego i Rady
(UE) 2016/679" oraz art. 51 ustawy o ochronie danych osobowych?, do
przedstawionego opisu zatozen projektu informatycznego ,,Multiportal RP” (dalej
jako ,OZPI” lub ,projekt”) organ nadzorczy — Prezes Urzedu Ochrony Danych zgtasza
nastepujgce uwagi.

Multiportal RP stanowi¢ ma rozwiniecie dotychczas funkcjonujgcego ,Portalu
RP”, ktory jest gtdwnym serwisem internetowym polskich instytucji publicznych
(,gov.pl” oraz ,samorzad.gov.pl”). Jego funkcjg jest zapewnienie platformy dla
podmiotow administracji publicznej, umozliwiajgcej projektowanie wtasnych witryn
internetowych oraz zarzgdzanie i publikacje tresci, przy jednoczesnym zachowaniu
spojnosci i standaryzacji z innymi witrynami organéw panstwowych. Zatozy¢ nalezy,
ze w wiekszosci przypadkéw ustugi bedg polegaty na wspieraniu procesu tworzenia
portali internetowych charakteryzujgcych sie dostepem otwartym, nie wymagajgcych

" Rozporzgdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w
sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzgdzenie o
ochronie danych) (Dz. Urz. UE L 119 z 4.5.2016, str. 1 ze zm.) — dalej jako rozporzgdzenie 2016/679.
2 Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).
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logowania uzytkownika. Niemniej jednak, projekt zaktada takze integracje z Weztem
Krajowym, umozliwiajgc uwierzytelnianie uzytkownikow systemu w przypadku
oferowania konkretnych ustug. Poniewaz w takich przypadkach bedzie dochodzi¢ do
przetwarzania danych osobowych, konieczne jest przeprowadzenie osobnej
analizy pod wzgledem zgodnosci z wymogami przepisow rozporzadzenia
2016/679.

Zgodnie z ,Listg systeméw wykorzystywanych w projekcie” (pkt. 7.1.) ,system
nie przechowuje danych uwierzytelniajgcych sie 0sob fizycznych wykorzystujgcych
Srodki identyfikacji elektronicznej, jest jedynie poSrednikiem miedzy systemami
identyfikacji elektronicznej a systemami udostepniajgcymi ustugi’. Nie kwestionujgc
prawidtowosci przyjetego rozwigzania nalezy mie¢ na wzgledzie potencjalne
trudnosci z ustaleniem podziatu rél i zakresem odpowiedzialnosci poszczegolnych
administratorow biorgcych udziat w procesach przetwarzania danych. Wymagane
jest ustalenie jasnych i przejrzystych regut okreslajgcych w jakim zakresie
administratorem przetwarzanych danych bedzie podmiot publicznych korzystajgcy
z platformy i zapewniajgcy ustugi dla docelowych odbiorcéw, a w jakim podmiot
odpowiedzialny za funkcjonowanie Multiportalu.

Konieczne jest dokonanie przeglagdu obowigzujgcych przepiséw prawa pod
wzgledem ustalenia i wykazania ustawowych podstaw prawnych, zaréwno do
funkcjonowania systemu teleinformatycznego jak i do poszczegdlnych operacji
przetwarzania danych osobowych dokonywanych za jego posrednictwem,
uwzgledniajgc roznorodnosc¢ celdw realizowanych przez poszczegodlne podmioty
docelowe. Podstawy przetwarzania muszg spetnia¢ wymogi okreslone w art. 6 ust. 1
i 3 rozporzadzenia 2016/679. W kontekscie rozpatrywanego projektu, wykazane musi
zostac przede wszystkim kryteriow niezbednosci i proporcjonalnosci
przetwarzania dla realizacji zadania publicznego.

Zasadniczg rolg systemu teleinformatycznego jest zapewnienie
scentralizowanych narzedzi CMS dla poszczegdlnych organéw administracji, w taki
Sposob, ktory zapewnieni spojnosc i prawidtowosci tresci na poszczegolnych
witrynach rzgdowych. Standaryzacji dostepnosci do informaciji powinna towarzyszy¢
takze standaryzacja pod wzgledem wdrozenia adekwatnych srodkéw
organizacyjnych i technicznych przez odbiorcéw ustugi (podmioty publiczne) pod
wzgledem ochrony danych osobowych. Oferowane narzedzia powinny zosta¢
zaprojektowane w taki sposdb, aby przewidywaé koniecznosé uwzglednienia
zgodnosci z przepisami dotyczgcymi ochrony danych osobowych, wspierajgc dobre
praktyki tworzenia ustug gwarantujgcych przetwarzanie danych zgodnie z wymogami
zasad ograniczenia celu, minimalizaciji, integralnosci i poufnosci, rozliczalnosci,
zgodnosci z prawem, rzetelnosci, przejrzystosci.
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Pozytywnie nalezy oceni¢, ze OZPI zaktada przeprowadzenie zarébwno
inicjalnego jak i koncowego testu prywatnosci®. Test ten powinien obejmowac ocene
skutkéw dla ochrony danych osobowych (art. 35 ust. 1 rozporzgdzenia 2016/679),
ktora pozwoli na zdiagnozowanie konkretnych ryzyk dla praw i wolnosci podmiotow
danych wynikajgcych z wdrazanych rozwigzan oraz wypracowanie szczegotowych
rozwigzan techniczno-organizacyjnych, minimalizujgcych zidentyfikowane
zagrozenia. Ze wzgledu na szeroki zakres oddziatywania planowanego systemu
teleinformatycznego rozwazyc¢ nalezy takze implementacje testéw weryfikacyjnych
na poszczegolnych etapach realizacji projektu, ktére pozwolg na biezgce zbadanie
skutecznosci planowanych wczesniej srodkéw i konieczne modyfikacje w tym
zakresie.

W ocenie organu nadzorczego, ze wzgledu na weztowy charakter
planowanego systemu teleinformatycznego, istotnego dla zapewnienia punktéw
informacyjnych dla obywateli, OZP| powinien zostac rozszerzony o aspekty
zapewniajgce nie tylko bezpieczenstwo danych, ale i cyberbezpieczenstwo.
Systemom informatycznym, wykorzystywanym przez organy publiczne, szczegdlnie
jezeli ich eksploatacja zwigzana jest (przynajmniej posrednio) z funkcjonowaniem
infrastruktury krytycznej, przyporzgdkowane powinny zosta¢ adekwatne srodki
ochrony, zwiekszajgce odpornos¢é na zorganizowane cyberataki, ataki
hybrydowe, zorganizowane manipulacje tresciami i migracja danych,
szczegolnie w kontekscie planowanego korzystania z chmur obliczeniowych.

tacze wyrazy szacunku,

Mirostaw Wréblewski
Prezes Urzedu
Ochrony Danych Osobowych

/dokument w postaci elektronicznej
podpisany kwalifikowanym podpisem elektronicznym/

3 To jak waznym aspektem jest test prywatnosci towarzyszgcy wdrazaniu systeméw
teleinformatycznych Prezes UODO wielokrotnie wskazywat w korespondencji z Komitetem, a potrzeba
ta zostata podzielona w pismie z 31 stycznia 2025 r., znak DPiS.WWKS.501.1.1.2025.
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