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Stownik pojec

Akcelerator — program lub instytucja wspierajgca rozwdj startupdw poprzez mentoring, finansowanie,
przestrzen do pracy i dostep do sieci kontaktéw

Badania naukowe i rozwdj (B+R / R&D — Research & Development) — obejmuja badania podstawowe
i aplikacyjne oraz prace rozwojowe?!

Ekosystem innowacji — dynamiczna sie¢ aktorow (firmy, uczelnie, instytucje badawcze, fundusze,
administracja, uzytkownicy korficowi), ktérzy wspétpracujg i konkurujg w procesach innowacyjnych

Finansowanie innowacji — mechanizmy pozyskiwania srodkéw na realizacje projektéw innowacyjnych
—np. fundusze VC, granty publiczne, crowdfunding

Venture Capital — fundusze inwestycyjne wysokiego ryzyka inwestujgce kapitat w mtode, innowacyjne
firmy (start-upy), zazwyczaj na wczesnym etapie rozwoju, w zamian za udziaty w tych firmach

Klaster technologiczny — grupa wspétpracujgcych firm, instytucji badawczych i innych podmiotéw
skoncentrowanych wokét okreslonego sektora technologicznego

Komercjalizacja — proces przeksztatcania wynikéw badan lub nowatorskich pomystéw w produkty
lub ustugi dostepne na rynku (pojecie komercjalizacji obejmuje komercjalizacje bezposrednia
i komercjalizacje posrednig)?

Transfer technologii — proces przenoszenia wiedzy technicznej i wynikéw badan z jednostek
naukowych do przemystu lub pomiedzy podmiotami przemystowymi

Poziom Gotowosci Technologicznej (PGT / TRL — Technology Readiness Level) — poziomy okreslone
w zatgczniku do rozporzadzenia ministra wtaiciwego ds. szkolnictwa wyzszego i nauki®

Technologia - to metoda przeprowadzania procesu produkcyjnego lub przetwdrczego; dziedzina
techniki zajmujgca sie opracowywaniem nowych metod produkcji wyrobdow lub przetwarzania
surowcow?

Prawa wtasnosci intelektualnej (PWI) — autorskie prawa majgtkowe® oraz prawa wtasnosci
przemystowej®

Innowacja - nalezy przez to rozumie¢ wdrazanie nowego lub znacznie udoskonalonego produktu, ustugi
lub procesu, w tym miedzy innymi proceséw produkcji, budowy lub konstrukcji, nowej metody
marketingowej lub nowej metody organizacyjnej w dziatalnosci gospodarczej, organizowaniu pracy
lub relacjach zewnetrznych 7

! Ustawa z dnia 20 lipca 2018 r. Prawo o szkolnictwie wyzszym i nauce, o ktérych mowa w art. 4 ust. 2 i 3.
(ktore zostaty przniesione do decyzji nr 40/MON z dnia 22 marca 2022 r. w sprawie koordynacji, planowania
i realizacji badan naukowych w resorcie obrony narodowej).

2 Ustawa z dnia 20 lipca 2018 r. Prawo o szkolnictwie wyzszym i nauce, Rozdziat 6 Komercjalizacja wynikéw
dziatalnosci naukowej oraz know-how (art. 148.4. i art. 149.1.).

3 Rozporzgdzenie ministra wtasciwego ds. szkolnictwa wyzszego i nauki z dnia 28 sierpnia 2020 r. w sprawie zadar
Narodowego Centrum Badar i Rozwoju zwigzanych z realizacjg badan naukowych lub prac rozwojowych na rzecz
obronnosci i bezpieczenstwa panistwa (Dz.U z dnia 31 sierpnia 2020 r., poz. 1495).

4 Stownik jezyka polskiego PWN oraz Komunikat Rady Jezyka Polskiego przy Prezydium PAN:
https://rjp.pan.pl/deutsh/2039-poprawne-uzywanie-terminu-technologia.

5 Ustawa z dnia 4 lutego 1994 r. o prawie autorskim i prawach pokrewnych (Dz. U. z 2021 r. poz. 1062 oraz z 2022
r. poz. 655).

6 Ustawa z dnia 30 czerwca 2000 r. — Prawo wtasnosci przemystowej (Dz. U. z 2021 r. poz. 324) i prawa dotyczace
baz danych uregulowane w ustawie z dnia 27 lipca 2001 r. o ochronie baz danych (Dz. U. z 2021 r. poz. 386).

7 Ustawa z dnia 11 wrze$nia 2019 r. — Prawo zaméwier publicznych, art. 7 [Definicje].
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Streszczenie

Wspotczesne srodowisko bezpieczenstwa charakteryzuje sie wysokg dynamikg zmian i rosnacg liczba
zagrozen — od agresywnej polityki Rosji, poprzez konflikty zbrojne w regionie, po cyberataki, zmiany
klimatyczne oraz przyspieszony rozwdéj przetomowych technologii. W obliczu tych wyzwar Polska stoi
przed koniecznoscia budowy zintegrowanego i efektywnego ekosystemu innowacji obronnych,
ktéry zapewni przewage technologiczng oraz zdolnosé do skutecznego odstraszania i obrony.

Strategia Innowacyjnosci resortu obrony narodowej wyznacza kierunki rozwoju systemu innowacji
obronnych w perspektywie do 2039 roku. Dokument ten odpowiada na rosngcg ztozono$¢ zagrozen
i dynamiczne zmiany technologiczne, stanowigc fundament dla budowy zdolnosci operacyjnych
opartych na wiedzy, technologii i wspotpracy.

Strategia zaktada skoncentrowanie dziatan na pieciu kluczowych celach:

1. Wzmocnienie podstaw do realizacji dziatalnosci innowacyjnej w obszarze obronnosci;
Wsparcie strategii odstraszania i obrony;

Stworzenie przewagi technologicznej nad potencjalnym przeciwnikiem;
Przyspieszenie wprowadzania innowacyjnych rozwigzan do zdolnosci;

Rozwdj ekosystemu innowacji poprzez partnerstwa strategiczne.

LA

Realizacja strategii bedzie oparta na zwiekszeniu naktadéw na badania i rozwdj oraz innowacje,
skuteczniejszym wykorzystaniu istniejgcych mechanizméw wsparcia (takich jak Pilna Potrzeba
Innowacyjna), likwidacji barier legislacyjnych i administracyjnych, a takze mentalnych
i Swiatopogladowych oraz intensyfikacji wspotpracy miedzy resortem obrony narodowej, przemystem,
srodowiskiem akademickim i partnerami miedzynarodowymi.

Do 2030 roku Polska planuje osiggnac¢ zdolnos¢ do prowadzenia operacji wielodomenowych, w tym
w domenie kosmicznej, z wykorzystaniem nowoczesnych technologii cyfrowych, m.in. sztucznej
inteligencji, zaawansowanej analizy danych oraz systemdw autonomicznych. Strategia jest takze
odpowiedzig na zobowigzania wynikajace z dokumentéw NATO, w tym Koncepcji Strategicznej z 2022
roku oraz strategii transformacji cyfrowej NATO, jak rowniez dokumentéw krajowych, takich jak:
Strategia Bezpieczeristwa Narodowego RP z 2020 roku, Priorytetowe kierunki badari naukowych
w resorcie obrony narodowej na lata 2021-2035 oraz dokumentow niewymienionych ze wzgledu
na ich klauzule ochrony informacji niejawnych, a takze makro trendy w nauce i technologii NATO (S&T)
w latach 2025 do 2045 r. Jednoczesnie, dokument wpisuje sie w europejskie strategiczne wektory
rozwoju zdolnosci obronnych, w tym wyznaczone w Planie Rozwoju Zdolnosci oraz Rozwoju Zdolnosci
Priorytetowych Unii Europejskiej z 2023 roku. Jej skuteczna realizacja wymaga zaangazowania
wszystkich  kluczowych sektoréw oraz skoordynowanych dziatan na poziomie krajowym
i miedzynarodowym.

Priorytetem jest wdrazanie innowacyjnych rozwigzan, ktére zwiekszajg skutecznos¢ Sit Zbrojnych RP
oraz umozliwiajg zwiekszenie potencjatu obronnego. Kluczowym elementem tej strategii jest uznanie
roli uzytkownikéw konicowych — dowddcéw jednostek wojskowych — jako aktywnych uczestnikéw
procesu wdrazania innowacji.

Podjete dziatania zmierzajg do:
e zapewnienia suwerennosci technologicznej w wybranych obszarach strategicznych,
e stworzenia sprawnego, elastycznego i odpornego ekosystemu innowacji,

e rozwiniecia kompetencji kadrowych w zakresie nowych technologii,
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e przyspieszenia procesu implementacji innowacji — od idei do wdrozenia,
o skutecznego wiaczenia Polski w miedzynarodowe sieci innowacyjne w ramach NATO i UE.

Strategia ma charakter operacyjny i wdrozeniowy — ukierunkowana jest na efektywne wykorzystanie
potencjatu panstwa, przemystu, nauki i uzytkownikéw koncowych. Jej realizacja umozliwi Sitom
Zbrojnym RP skuteczne dziatanie w dynamicznym S$rodowisku operacyjnym oraz trwatg integracje
z europejskimi i sojuszniczymi systemami innowacyjnosci.

W celu zwiekszenia zdolnosci SZ RP do szybkiego pozyskiwania i wdrazania innowacyjnych rozwigzan,
przewiduje sie przeprowadzenie analiz potrzeb, zasadnosci i celowosci oraz zakresu koniecznych zmian
organizacyjnych, w tym rozwazenia ustanowienia wyspecjalizowanej struktury wykonawczej
odpowiedzialnej za procesy otwartych innowacji.
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1. Wprowadzenie |

Wyzwania strategiczne

Polska stoi w obliczu najtrudniejszych wyzwan strategicznych od czaséw Il wojny sSwiatowej,
wynikajgcych z agresywnie prowadzone]j polityki Federacji Rosyjskiej, w tym trwajacego konfliktu
zbrojnego w bezposrednim sagsiedztwie Polski, co stanowi gtéwne zagrozenie dla bezpieczeristwa
w regionie i na Swiecie. Dodatkowo uwage zwraca szereg innych zagrozen dla bezpieczenstwa, w tym
przyspieszajace zmiany klimatyczne, pogarszajaca sie spdjnos¢ spoteczna, rosngce dysproporcje
gospodarcze, dziatania w szarej strefie i szybki postep technologiczny, stanowiace czynniki potegujace.

Odpowiedz systemowa: innowacyjnos¢ jako zdolnos$¢ operacyjna

Sektor badan i innowacji wspiera zaspokajanie pilnych i priorytetowych, ale tez przysziych,
przewidywanych potrzeb w obszarze bezpieczeristwa i obronnosci, dazgc do przyspieszenia
dostarczania nastepnej generacji zdolnosci do sit zbrojnych. Uwzgledniajagc posiadany potencjat
naukowy i przemystowy oraz sytuacje demograficzng w kraju, Polska musi poszukiwaé przewagi
militarnej w innowacyjny sposéb. Jedng z drég jest uzyskanie i rozwijanie przewagi technologiczne;j.
Jest to sposéb, w jaki mozna powstrzymywaé ewentualne konflikty oraz zapewnié¢ zdolno$é
do skutecznego reagowania na wyzwania bezpieczeristwa realizujgc strategie odstraszania.

Obecnie zdobycie dominacji na polu walki wymaga wypracowania przewagi we wszystkich domenach
operacyjnych i jednoczesnego prowadzenia zsynchronizowanych dziatari na ptaszczyinie wojskowe;j
i pozamilitarnej. Petna realizacja operacji wielodomenowych mozliwa bedzie m. in. dzieki cyfrowej
transformacji, zapewniajgcej skuteczne kierowanie i dowodzenie we wszystkich domenach. Efekt ten
moze zostal osiggniety dzieki wdrazaniu nowych zdolnosci, ciggtemu zwiekszaniu $wiadomosci
sytuacyjnej, synergii efektdw operacyjnych, efektywnemu zarzadzaniu ryzykiem i prowadzeniu dziatan
zapewniajacych wsparcie realizacji misji w sSrodowisku cyfrowym.

Znaczenie integracji dziatan i suwerennosci technologicznej

Osiggniecie wyznaczonych celéw wymaga stworzenia warunkéw, w ktérych koszty podjecia wrogich
dziatan przeciwko Polsce znaczaco przewyiszg mozliwe do uzyskania korzysci. Dominacja
technologiczna w wybranych obszarach oddziatywania moze sta¢ sie kluczowym czynnikiem
wplywajgcym na strategiczng kalkulacje potencjalnych adwersarzy.

Kluczowe znaczenie ma zintegrowanie dziatan w obszarze innowacyjnosci z systemem pozyskiwania
zdolnosci obronnych. W dynamicznie zmieniajgcym sie otoczeniu, w ktérym technologie ewoluujg
w niespotykanym dotad tempie, dziatalno$¢ innowacyjna staje sie kluczowym elementem budowania
przewagi, adaptacji do nowych warunkéw oraz zwiekszania efektywnosci posiadanych $rodkéw
obrony. Dotyczy to rowniez systeméw pozyskiwania zdolnosci, rozumianych jako kombinacja
proceséw identyfikacji, rozwijania i wdrazania kluczowych umiejetnosci, zasobdéw oraz technologii
w réznych dziedzinach, takich jak przemyst, administracja publiczna, bezpieczeristwo i obronnosé.
Wiaczenie dziatalnosci innowacyjnej w te procesy jest nie tylko korzystne, ale wrecz konieczne,
aby sprosta¢ wspétczesnym wyzwaniom i zapewni¢ pozadang suwerenno$¢ technologiczng
w obszarach o strategicznym znaczeniu.

Cel dokumentu

Strategia kierowana jest do wszystkich instytucji resortu obrony narodowej zaangazowanych w proces
planowania, pozyskiwania, testowania i wdrazania nowych zdolnosci, w tym do komdrek
organizacyjnych Ministerstwa Obrony Narodowej, Sztabu Generalnego Wojska Polskiego, Dowddztwa
Generalnego Rodzajéw Sit Zbrojnych, Dowddztwa Operacyjnego Rodzajow Sit Zbrojnych, Dowddztwa
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Komponentu Wojsk Obrony Cyberprzestrzeni (DKWOC), Dowddztwa Wojsk Obrony Terytorialnej,
Agencji Uzbrojenia, Centrum Doktryn i Szkolenia Sit Zbrojnych (po przeformowaniu: Dowddztwa
Transformacji i Szkolenia Sit Zbrojnych), uczelni wojskowych oraz wojskowych instytutéw naukowo-
badawczych.

Réwnoczesnie strategia zakfada $cistg wspdtprace z partnerami zewnetrznymi — uczelniami cywilnymi,
jednostkami naukowymi, podmiotami przemystowymi, startupami technologicznymi oraz instytucjami
finansujgcymi badania i rozwdj, zarébwno na poziomie krajowym, jak i miedzynarodowym.
Tak zaprojektowany system tworzy ramy dla budowy zintegrowanego ekosystemu innowacji
obronnych. |

Niniejsza strategia okresla warunki konieczne do budowy spdjnego i skutecznego systemu wspierania
innowacyjnosci w resorcie obrony narodowej. Dokument okresla cele strategiczne, priorytetowe
obszary technologiczne, mechanizmy wsparcia oraz model zarzadzania ekosystemem innowacji,
z uwzglednieniem potrzeb operacyjnych oraz zobowigzan krajowych i miedzynarodowych
Rzeczypospolitej Polskiej.

Dokumenty odniesienia i ramy strategiczne

Strategia Innowacyjnosci Resortu Obrony Narodowej zostata opracowana w oparciu o krajowe
i miedzynarodowe dokumenty strategiczne, ktére wyznaczajg kierunki dziatan w obszarze
bezpieczenstwa, obronnosci i rozwoju technologicznego. Kluczowe dokumenty odniesienia to:

e Strategia Bezpieczeristwa Narodowego Rzeczypospolitej Polskiej (2020) — okresla podstawowe
zagrozenia i cele strategiczne w zakresie bezpieczenstwa panstwa, w tym rozwdj
nowoczesnych zdolnosci obronnych;

e Strategia na rzecz Odpowiedzialnego Rozwoju (SOR) do 2020 r. z perspektywa do 2030 r.
— obejmuje cele dotyczace rozwoju gospodarki innowacyjne oraz wspierania przemystu
obronnego;

e Gtéwne Kierunki Rozwoju Sit Zbrojnych Rzeczypospolitej Polskiej oraz ich przygotowan
do obrony panstwa na lata 2025 — 2039 (GKR SZ RP) — kluczowy dokument planistyczny
w systemie kierowania i planowania rozwoju Sit Zbrojnych RP, opracowywany na poziomie
Ministerstwa Obrony Narodowej;

e Priorytetowe kierunki badan naukowych w resorcie obrony narodowej w latach 2021-2035
— definiujg obszary badawcze o kluczowym znaczeniu dla potrzeb obronnych;

e Pakiet Celéw NATO dla RP (Capability Target Package (Poland)) oraz Program realizacji celow
NATO dla RP - wynikajace z procesu planowania obronnego NATO (NATO Defence Planning
Process);

e Koncepcja Strategiczna NATO z 2022 roku (NATO 2022 Strategic Concept) — wyznacza wspdlne
cele Sojuszu w zakresie odstraszania, obrony i przewagi technologicznej;

e The NATO Warfighting Capstone Concept — przedstawia dtugoterminowg wizje rozwoju
zdolnosci wojskowych;

e Allied Command Transformation Strategic Foresight Analysis 2023 — analizuje megatrendy
i wyzwania ksztattujgce przyszte srodowisko operacyjne;

Science & Technology Trends 2025-2045 NATO Science & Technology Organization
— identyfikuje technologie o najwiekszym potencjale wptywu na zdolnosci wojskowe panstw
cztonkowskich;
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e The Capability Development Plan - gtéwny dokument planowania rozwoju zdolnosci UE;

e The?2023 EU Capability Development‘ Priorities — okreéla aktualne priorytety Unii Eurbpejskiej
w zakresie rozwoju zdolnosci obronnych.

e National Security Strategy of the United States of America November 2025 - dokument
okreslajacy priorytety bezpieczeristwa narodowego USA w warunkach rywalizacji mocarstw
oraz role odstraszania i odpowiedzialnosci sojuszniczej.

Strategia Innowacyjnosci Resortu Obrony Narodowej uwzglednia uwarunkowania miedzynarodowe
oraz kierunki rozwoju zdolnoéci obronnych wynikajace z dokumentéw sojuszniczych NATO i Unii
Europejskiej, traktujac je jako istotne Zrédto analizy Srodowiska bezpieczeristwa i trendéw
technologicznych. Jednoczesnie strategia przyjmuje za nadrzedne kryterium polski interes narodowy,
potrzeby operacyjne Sit Zbrojnych RP oraz realnie dostepne zasoby paristwa — finansowe, przemystowe
i kadrowe. Rozwigzania sojusznicze nie sg implementowane automatycznie, lecz podlegajg selektywnej
adaptacji, w zakresie w jakim wzmacniajg zdolnosci obronne Rzeczypospolitej Polskiej i pozostajg
spéjne z jej dtugofalowymi priorytetami strategicznymi.
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2. Diagnoza stanu obecnego

Diagnoza wewnetrzna w RON

Resort obrony narodowej funkcjonuje jako struktura hierarchiczna i silnie sformalizowana, co wptywa
na jego ograniczong elastycznos¢ w adaptowaniu sie do szybkich zmian organizacyjnych
i technologicznych. Wykazuje niska tolerancje na ryzyko, co znajduje odzwierciedlenie w preferowaniu
rozwigzan sprawdzonych i zgodnych z rozbudowanymi procedurami zaméwien publicznych. Kultura
organizacyjna resortu ktadzie nacisk na wymiernosé¢ efektéw, Scista kontrole realizacji budzetu
oraz minimalizacje btedéw — czynniki te utrudniajg prowadzenie dziatan eksperyméntalnych
i przyjmowanie inicjatyw oddolnych.

W odniesieniu do rozwigzan technicznych, warto zaznaczy¢, ze z punktu widzenia SZ RP kluczowe
znaczenie maja kompletne, gotowe systemy uzbrojenia lub wspierajgce dziatania wojsk,
a nie pojedyncze rozwigzania techniczne powstate w wyniku badar naukowych, co przektada sie
na powolne ich wdrozenie. Brakuje przy tym szybkich i ustrukturyzowanych mechanizmow testowania
oraz walidacji nowych rozwigzan w warunkach operacyjnych.

.....

obrony narodowej projektéw rozwojowych majgcych na celu opracowanie SpW zaspokajacego
potrzeby operacyjne SZ RP, a takze przesuwanie $rodkéw finansowych z obszaru prac rozwojowych
na rzecz zakupu gotowego SpW, w wiekszosci z oferty zagranicznych dostawcéw. W konsekwencji
moze to prowadzi¢ takie do stopniowej degradacji potencjatu technologicznego, technicznego,
rozwojowego i produkcyjnego krajowego przemystu i braku na rynku uzbrojenia oferty polskiego
nowoczesnego i zaawansowanego technicznie sprzetu wojskowego.

Jednoczesnie resort nie rozwija w sposdb wystarczajacy kultury innowacyjnosci w wymiarze
niematerialnym. Innowacyjnos¢ to nie tylko nowe technologie, ale réwniez nowy sposéb myslenia,
otwarto$¢ na eksperymenty, decentralizacja decyzji oraz wzmacnianie postaw proinnowacyjnych
na wszystkich szczeblach zarzadzania. Brakuje systemowego wsparcia dla inicjatyw oddolnych,
szybkiego sledzenia trendéw technologicznych i skutecznego mechanizmu inkubacji rozwigzan spoza
gtéwnego nurtu planowania operacyjnego.

Kontekst krajowego ekosystemu innowacji

Na tym tle diagnoza ekosystemu innowacji w Polsce wskazuje na mocne fundamenty, ale réwniez
systemowe wyzwania. Do najwazniejszych atutdw naleza: silna baza naukowa (zwtaszcza uczelnie
i instytuty badawcze), dynamicznie rozwijajacy sie sektor startupowy oraz efektywne wykorzystanie
funduszy unijnych. Polska wyrézinia sie na tle regionu Europy Srodkowo-Wschodniej, szczegdlnie
w dziedzinach takich jak IT, technologie finansowe i technologie medyczne. Wsparcie zapewniajg
akceleratory, fundusze VC oraz programy takie jak Horyzont Europa czy Fundusze Spdjnosci UE.

Jednakze gtéwnymi wyzwaniami pozostaja: niski stopien komercjalizacji wynikéw badan, relatywnie
niskie naktady na badania i rozwdj (ok. 1,56 % w 2023 roku przy sSredniej unijnej 2,22 %), bariery
legislacyjne i biurokratyczne oraz niedobdr wysoko wykwalifikowanych kadr w kluczowych
dziedzinach, takich jak sztuczna inteligencja, inzynieria materiatowa czy cyberbezpieczenstwo.

W odpowiedzi na te wyzwania polityka krajowa wprowadza szereg instrumentéw wsparcia
— od Strategii na rzecz Odpowiedzialnego Rozwoju (SOR), przez inicjatywe utworzenia Funduszu
Bezpieczenstwa i Obronnosci (FBiO), programy Narodowego Centrum Badan i Rozwoju (NCBR)
i Agencji Badan Medycznych (ABM). Powainie rozwaza sie réwniez wykorzystanie nowych
instrumentow unijnych jak Fundusz Wsparcia Technologii Krytycznych (FWTK) i Fundusze Europejskie
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dla Nowoczesnej Gospodarki (FENG), czy wymienione w biatej ksiedze na temat przysztosci obronnosci
europejskiej Readiness 2030 mechanizmy wsparcia finansowego rozwoju zdolnosci wojskowych
(pakiet ReArm Europe), w tym opiewajacy na 150 mld euro instrument wspdlnych pozyczek SAFE
(Security Action for Europe). Znaczacy role moze réwniez odgrywad STEP (Strategic Technologies
for Europe Platform) integrujacy rdézne zZrédta finansowania UE dla projektéw o strategicznym
znaczeniu.

Na tle tego systemu, resort obrony narodowej powinien aktywnie wspdtpracowaé z instytucjami
krajowymi i europejskimi, tworzac efektywng architekture wykorzystania zewnetrznych zasobdéw
na potrzeby obronnosci.

Diagnoza obecnego stanu systemu innowacji w resorcie obrony narodowej.

Budowa wydajnego operacyjnie systemu innowacji w resorcie obrony narodowej wymaga krytycznego
spojrzenia na obecng sytuacje. Wsréd mocnych stron wymieni¢ mozna dostep do wysokiej klasy
specjalistéw wojskowych i cywilnych, w tym naukowcéw, rozwiniete instytucje badawczo-rozwojowe,
szeroko zakrojong wspétprace z NATO i UE oraz rozszerzajgce sie mozliwosci korzystania z funduszy
migdzynarodowych. Nalezy jednoczesnie mie¢ S$wiadomos$é stabosci aktualnego systemu,
do ktoérych zaliczyé moina przede wszystkim ztozone procedury administracyjne i przetargowe,
ograniczone finansowanie, stabg koordynacje dziatari miedzy wojskiem, naukg i przemystem oraz niska
efektywnosé i elastycznos¢ wdrozeniows.

Dynamiczny rozwdj technologii oraz dostepnos$¢ na rynku krajowym wysoko wykwalifikowanych
fachowcéw w dziedzinach takich jak chocby sztuczna inteligencja i robotyka w potgczeniu z rosnaca
iloscig wspierajgcych programéw sojuszniczych w ramach NATO oraz UE oraz wzrostem wspétpracy
ze startupami i sektorem prywatnym tworzg Srodowisko sprzyjajace rozwojowi innowacyjnosci
polskiego sektora obronnego i stanowig szanse na skokowa poprawe zdolnosci operacyjnych
Sit Zbrojnych. Jednoczesnie wielce prawdopodobny jest rozwdj i wykorzystanie tych samych
technologii przez potencjalnych przeciwnikéw, co w potgczeniu z mozliwym odptywem specjalistéw
oraz brakiem stabilnosci finansowania stwarza zagrozenie dla efektywnego funkcjonowania systemu
innowacji.

Whioski z diagnozy sg jednoznaczne: konieczne jest uproszczenie procedur, zwiekszenie inwestycji
w obszarze B+R, wzmacnianie kompetencji kadrowych i pogtebianie wspdtpracy miedzysektorowe;.
Réwnie istotne jest wspieranie kultury otwartosci na nowe idee i inicjatywy oddolne oraz tworzenie
przestrzeni dla eksperymentowania w ramach kontrolowanego ryzyka. Tylko wéwczas mozliwe bedzie
zbudowanie zintegrowanego i efektywnego systemu innowacji obronnych.
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3. Podejscie do dziatalnosci innowacyjnej

W dziatalnosci innowacyjnej zostanie przyjete podejscie polegajgce na wdrazaniu nowatorskich
rozwigzan, majacych na celu doskonalenie istniejgcych zdolnosci lub pozyskiwanie nowych.
Ich wprowadzenie do uzycia bedzie ukierunkowane na zwiekszenie efektywnosci realizowanych misji
w okreslonym czasie.

Ekosystem innowacji powinien by¢ dostosowany do dynamicznie zmieniajgcego sie Srodowiska
strategicznego. Kluczowe jest skoncentrowanie sie na szybkim wdrazaniu nowych, przetomowych
technologii oraz przyspieszeniu dostarczania realnych zdolnosci, ktére w stopniu zadowalajgcym
spetnia wymagania uzytkownikéw. Prace badawczo-rozwojowe muszg by¢é dostosowane
do aktualnych i przysztych wyzwan oraz kierowaé sie jasnymi priorytetami i potrzebami
Sit Zbrojnych RP.

Zasadnicze i najwazniejsze z punktu widzenia osiggania wymaganych zdolnosci operacyjnych obszary,
w ktérych powinny by¢ prowadzone prace badawcze, zostaty okreslane w dokumencie
pt. ,Priorytetowe kierunki badan naukowych w resorcie obrony narodowej”, ktéry podlega okresowej
weryfikacji i uaktualnieniom, zgodnie wystepujgcymi potrzebami w tym zakresie.

Dla osiggniecia przewagi technologicznej niezbedna jest realizacja nastepujacych strategicznych celow:

1) Koncentracja wysitku - identyfikacja i rozwdj nowych i przetomowych technologii, ktére zapewnig
potencjat do odpowiedzi na strategiczne zagrozenia. Nalezy wskaza¢ i stymulowaé obszary,
ktére zapewnig zwiekszenie zdolnosci obronnych w reakcji na zidentyfikowane potrzeby.

2) Skalowanie rozwiazan - wykorzystanie mozliwosci krajowego ekosystemu innowacji do budowy
zdolnosci obronnych, poprzez zawieranie strategicznych partnerstw z podmiotami krajowymi
i zagranicznymi.

3) Zorientowanie dziatan na efekt - zapewnienie przewagi technologicznej Sitom Zbrojnym RP dzieki
dojrzatej sieci badawczej i przy$pieszonym mechanizmom pozyskiwania nowych rozwigzan.

Badania i opracowanie zdolnosci (R&D?®) oraz nauka i rozwdj technologii (S&T°) sg ze soba Scisle
zwigzane. Dostarczenie zaawansowanych rozwigzan czesto stanowito kulminacje wielu lat, a nawet
dziesiecioleci badan i eksperymentéw w wielu dyscyplinach naukowych. Obecnie ten proces
przyspieszyt na niespotykang skale. Bez ciggtych inwestycji w badania i rozwdj zdobywanie wiedzy i jej
przektadanie na zdolnosci beda zagrozone, co w efekcie moze doprowadzi¢c do zwiekszenia
niekorzystnych trendéw w zakresie wykorzystania zdobyczy technologicznych w zdolnosciach
w perspektywie dtugoterminowej. Ciggte doskonalenie sposobdw rozwigzywania biezgcych
probleméw przy uzyciu najnowszej wiedzy i osiggniec technicznych bedzie oddziatywato stymulujgco
na system wspierania innowac;ji.

Kultura innowacyjna i zarzadzanie ryzykiem

Skuteczna dziatalno$¢ innowacyjna w resorcie obrony narodowej wymaga nie tylko skupienia
na technologiach, ale takze ksztattowania odpowiedniego Srodowiska organizacyjnego i kultury
zarzadzania. Kluczowe znaczenie ma promowanie postawy otwartosci na nowe idee oraz wspieranie
kreatywnosci i inicjatyw oddolnych, zwtaszcza na poziomie dowddczym i eksperckim. Innowacyjnosé
nie moze by¢ postrzegana jedynie jako domena specjalistycznych instytucji, lecz jako element kultury
organizacyjnej obecny na kazdym szczeblu zarzadzania w RON.

8 Research & Development
9 Science & Technology
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Wazinym komponentem tej kultury jest akceptacja kontrolowanego ryzyka — testowanie nowych
rozwigzan w warunkach operacyjnych, nawet jesli wigze sie to z mozliwoscig btedéw lub niepowodzer.
Budowanie odpornosci instytucjonalnej na porazki oraz rozwijanie mechanizméw uczenia sie
z eksperymentéw technologicznych powinno byé wpisane w system zarzgdzania innowacjami.
Tylko takie podejscie pozwoli resortowi obrony narodowej skutecznie adaptowac sie do tempa zmian
w Srodowisku bezpieczeristwa i wykorzystaé petnie potencjatu narodowego systemu innowacji.

Priorytety i Swiadome rezygnacje

Strategia Innowacyjnosci Resortu Obrony Narodowe] opiera sie na zasadzie koncentracji wysitku oraz
Swiadomego wyboru priorytetéw. Ze wzgledu na ograniczone zasoby paristwa oraz koniecznos$é
osiggania wymiernych efektéw operacyjnych, strategia nie zaktada réwnolegtego rozwoju petnego
spektrum technologii i zdolnosci.

Dziatalno$¢ innowacyjna bedzie koncentrowana na ograniczonej liczbie obszaréw o najwyiszym
znaczeniu dla zdolnosci bojowych Sit Zbrojnych RP, w ktérych mozliwe jest osiggniecie przewagi
funkcjonalnej, zwiekszenie odpornosci lub zwiekszenie kosztéw osiggniecia efektéw operacyjnych
przez przeciwnika, z uwzglednieniem potencjatu podmiotéw naukowo-przemystowych
zaangazowanych w rozwdj zdolnosci do odstraszania i obrony. W pozostatych obszarach priorytetem
bedzie absorpcja technologii sojuszniczych, adaptacja rozwigzan dostepnych na rynku oraz
zapewnienie interoperacyjnosci z systemami NATO i UE.

Takie podejscie umozliwia racjonalne wykorzystanie srodkdéw publicznych, ograniczenie ryzyka
rozproszenia wysitku oraz skierowanie potencjatu innowacyjnego na zadania o bezposrednim
znaczeniu dla bezpieczenstwa panstwa.

Zarzadzanie ryzykiem portfelowym innowacji

Dziatalnos¢ innowacyjna w resorcie obrony narodowej prowadzona jest w oparciu o zasade
zarzadzania portfelem projektéw innowacyjnych, obejmujgcg Swiadome rdznicowanie inicjatyw
pod wzgledem poziomu ryzyka technologicznego, operacyjnego i finansowego.

Kierownictwo resortu okresla akceptowalny poziom ryzyka portfelowego, uwzgledniajagcy mozliwosé
nieosiggniecia zaktadanych rezultatéw przez cze$¢ projektéow, przy jednoczesnym zatozeniu,
ze realizacja portfela innowacji jako catosci prowadzi do wzrostu zdolnosci adaptacyjnych
i operacyjnych Sit Zbrojnych RP.

Nieosiggniecie zaktadanych efektéw przez pojedynczy projekt innowacyjny, realizowany w ramach
zaakceptowanego profilu ryzyka, nie stanowi samoistnej przestanki negatywnej oceny zasadnosci
prowadzenia dziatalnosci innowacyjne;j.
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4. Wizja, celei kierAunki dziatan

Budowa wydajnego ekosystemu innowacji obronnych ma na celu przyspieszenie procesu dostarczania
wymaganych zdolnosci do Sit Zbrojnych RP oraz ukierunkowanie i stymulowanie badan w obszarach
o strategicznym znaczeniu dla rozwoju przysztego potencjatu obronnego.

Aby stworzy¢ przewage technologiczng poprzez dziatalnosé innowacyjng, wymagane jest zapewnienie
synchronizacji i synergii wysitkéw krajowego ekosystemu innowacji oraz resortu obrony narodowej
w realizacji zbieznych celow.

WIZJA:

Ekosystem innowacji obronnych przyspiesza dostarczanie wymaganych zdolnosci do Sit
Zbrojnych RP oraz realizuje prace badawcze i rozwojowe w obszarach o kluczowym
znaczeniu dla powstawania i rozwoju zaawansowanych zdolnosci nowej generacji.

Wizja ta umozliwia stworzenie opartego na wspodtpracy, zintegrowanego ekosystemu naukowo-
technicznego w dziedzinie obronnosci, skoncentrowanego na dostarczaniu wymaganych zdolnosci
do odpowiedzi na pojawiajgce sie zagrozenia i zapewniajgcych Srodki skutecznego odstraszania.
Opracowywanie innowacyjnych rozwigzan jest przyspieszane, a badania w obszarach o szczegdlnym
znaczeniu zapewniajg mozliwos¢ dostarczenia zdolnosci obronnych nowej generacji.

CEL STRATEGICZNY:

Tworzenie i utrzymywanie przewagi w obszarze zdolnosci obronnych poprzez innowacje,
prace naukowo-badawcze i rozwdéj technologii.

Innowacje to czynnik mogacy zwielokrotni¢ posiadany potencjat obronny. Sprawnie funkcjonujgcy
ekosystem innowacji obronnych zapewni rozwéj w zakresie zdolnosci Sit Zbrojnych RP oraz przyczyni
sie do zbudowania, a nastepnie utrzymania trwatej przewagi technologicznej nad potencjalnym
przeciwnikiem.

Innowacje rozwijane w ramach niniejszej strategii podporzadkowane sg w pierwszej kolejnosci
budowie i utrzymaniu realnych zdolnosci bojowych Sit Zbrojnych RP, w tym zdolnosci do prowadzenia
dziatarh w warunkach konfliktu o wysokiej intensywnosci od pierwszej fazy jego trwania. Priorytetem
sg rozwigzania, ktére umozliwiajg szybkie wdrozenie, skalowanie oraz utrzymanie zdolnosci w czasie
kryzysu i wojny, przy akceptowalnym poziomie kosztow jednostkowych. Ocenie podlegac¢ bedzie
nie tylko nowos¢ technologiczna, lecz przede wszystkim przydatnos¢ operacyjna, mozliwos¢ produkcji
seryjnej oraz zdolnos¢ do funkcjonowania w warunkach degradacji infrastruktury i zaktécen
logistycznych.

CELE OPERACYJNE | KIERUNKI DZIAtAN

Aby zapewnic realizacje wizji i celu strategicznego wskazanych powyzej, okreslono zestaw pieciu celéw
operacyjnych powigzanych z kierunkami dziatan.

Cel nr 1: Wzmocnienie podstaw do realizacji dziatalnosci innowacyjnej w obszarze
obronnosci

Wzmacnianie dziatalnosci innowacyjnej w obszarze obronnosci wymaga podjecia wysitku w kilku
kluczowych zakresach. Przede wszystkim niezbedne jest zwiekszenie finansowania badan i rozwoju
poprzez utworzenie dedykowanych funduszy oraz zapewnienie diugoterminowego wsparcia
dla projektéw o charakterze strategicznym. Réwnoczesnie istotne sg tworzenie nowoczesnej
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infrastruktury badawczej, obejmujacej zaawansowane centra badawczo-rozwojowe oraz rozwdj
narzedzi cyfrowych, takich jak laboratoria symulacyjne i rozwigzania oparte na sztucznej inteligencji.

Kolejnym krokiem jest rozwijanie wspdtpracy pomiedzy sektorem publicznym a prywatnym
oraz budowanie trwatych relacji fgczacych resort obrony, $rodowisko akademickie i sektor
technologiczny. Tego rodzaju partnerstwo umozliwi szybsze wdrazanie innowacyjnych rozwigzan.
Réwnie istotne jest uproszczenie regulacji zwigzanych z wprowadzanie do uzytku opracowywanych
nowych technologii poprzez wprowadzenie elastycznych mechanizmdw ich certyfikacji i testowania,
€O znaczgco usprawni proces ich implementacji.

Istotnym elementem jest wspieranie edukacji oraz rozwoju kadr poprzez stymulowanie tworzenia
kierunkéw studiow w obszarze przetomowych technologii obronnych, organizacje programéw
szkoleniowych i zachecanie mtodych naukowcéw do udziatu w projektach zwigzanych z obronnoscia.
Dziatania te powinny by¢ uzupetnione o programy motywacyjne, takie jak nagrody i granty
dla zespotéw badawczych, a takze promowanie osiggnieé w dziedzinie rozwoju technologii. Kluczowe
znaczenie ma réwniez ksztattowanie kadr i przywddztwa technologicznego, realizowane poprzez
szkolenie wysoko wykwalifikowanych specjalistbw oraz, stosownie do zaistniatych potrzeb,
powotywanie instytucji odpowiedzialnych za wdrazanie przetomowych rozwigzan technicznych.

Istotnym aspektem tych dziatan bedzie zwiekszenie zaangazowania uczelni wojskowych i wojskowych
instytutow badawczych w prowadzeniu badafn naukowych i prac rozwojowych zwigzanych
z obronnoscig panstwa.

Dla skutecznego zarzadzania innowacjami konieczne jest wdrozenie dynamicznych strategii kierowania
projektami oraz zastosowanie iteracyjnego podejscia do testowania i implementacji rozwigzan.
Systematyczne monitorowanie globalnych trendéw technologicznych oraz analiza ich potencjalnych
zastosowan w obszarze obronnosci umozliwig identyfikacje przysztych potrzeb i utrzymanie przewagi
konkurencyjnej. Kluczowg role odgrywajg takze partnerstwa strategiczne i wspdtpraca
miedzynarodowa, ktdre zapewniajg dostep do nowoczesnych technologii, wspierajg ich rozwdj oraz
przyspieszaja wdrazanie dzieki wykorzystaniu globalnych sieci innowacji.

Zapewnienie ochrony wtasnosci intelektualnej stanowi kolejny, niezbedny krok, ktory obejmuje
wdrazanie skutecznych mechanizméw prawnych chronigcych patenty oraz promowanie rejestracji
innowacji na rynkach miedzynarodowych.

Kluczowe znaczenie ma réwniez tworzenie elastycznych struktur organizacyjnych, w tym powotywanie
wyspecjalizowanych jednostek wojskowych odpowiedzialnych za testowanie i wdrazanie innowacji,
a takze rozwijanie mechanizméw umozliwiajgcych szybkie reagowanie na dynamicznie zmieniajace sie
potrzeby technologiczne sit zbrojnych.

Podjecie powyiszych dziatah ma na celu stworzenie solidnych podstaw dla dynamicznego rozwoju
innowacji w obszarze obronnosci oraz zapewnienie nowoczesnosci i skutecznosci systemow
obronnych.

Kierunki dziatan:

1) Identyfikacja i opracowanie nowych rozwigzan technicznych, w oparciu o zasoby krajowych
podmiotéw przemystowych, posiadajgcych potencjat do wykorzystania w ron oraz optymalizacja
towarzyszacych im procedur.

2) Zwiekszenie naktadéw finansowych i liczby realizowanych projektéw badawczo-rozwojowych

3) Zsynchronizowanie realizacji projektéw z potrzebami SZ RP.

4) Rozbudowa nowoczesnej infrastruktury badawczo-rozwojowej.

5) Wzmacnianie wspotpracy miedzysektorowej (publiczno-prywatnej, akademicko-przemystowej)

str. 14/31



6) Uproszczenie procedur regulacyjnych oraz wdrozenie elastycznych mechanizméw certyfikacji
i testowania. :

7) Wspieranie edukacji oraz rozwéj wysoko wykwalifikowanych kadr.

8) Woprowadzenie systemdw motywacyjnych (granty, nagrody, promocja osiggniec).

9) Tworzenie elastycznych ram zarzadzania projektami i wdrazania innowacji poprzez
wykorzystanie nowoczesnych narzedzi dostosowanych do specyfiki obszaru obronnosci
i bezpieczenstwa panstwa.

10) Monitorowanie globalnych trendéw technologicznych i analiza ich potencjatu w obronnosci.

11) Budowa elastycznych struktur organizacyjnych wspierajacych szybkie wdrazanie przetomowych
technologii. '

12) Zwiekszenie zaangazowania w obszarze badari podstawowych realizowanych poza resortem
obrony narodowe;j.

Cel nr 2: Wsparcie strategii odstraszania i obrony

Zapewnienie warunkow, w ktorych sity zbrojne bedg mogly skutecznie wykorzystywaé wyniki prac
realizowanych w ekosystemie innowacji obronnych, réwniez w ramach wspétpracy miedzynarodowe;,
stanowi klucz do zwigkszenia ich potencjatu i interoperacyjnosci. Przektada sie to bezposrednio
na wzmocnienie zdolnosci do odstraszania i obrony, takze w ramach wysitku kolektywnego. Dziatania
w tym zakresie bedg sie koncentrowa¢ na tworzeniu strategicznych i asymetrycznych efektéw, ocenie
inwestycji pod katem ich potencjatu do budowania przewagi, a takie projektowaniu przysztych
zdolnosci sit zbrojnych, ktére pozwolg generowad po stronie przeciwnikéw nieakceptowalne koszty.

Waznym elementem jest rozwdj wspdinych platform innowacyjnych, w tym miedzynarodowych
centréw badawczo-technologicznych oraz mechanizméw wspétpracy, ktérych przyktadem moze byé
akcelerator innowacji obronnych NATO DIANA™. W celu zapewnienia interoperacyjnosci kluczowe jest
opracowanie standardéw technicznych oraz testowanie wspdlnych rozwigzan w realnych
scenariuszach operacyjnych, aby zwiekszy¢ ich praktyczng efektywnos¢ i spetnié¢ chociazby wymagania
najwyzszych standardéw w zakresie cyberbezpieczenstwa, co jest zgodne z zatozeniami transformacji
cyfrowej NATO.

Skutecznos¢ powyiszych dziatan uwarunkowana bedzie uproszczeniem regulacji prawnych
i proceduralnych w celu stworzenia ram dla szybkiego transferu technologii i skréocenia proceséw
zatwierdzania innowacyjnych rozwigzan. Ponadto, niezbedne jest wprowadzenie elastycznych struktur
zarzadzania projektami, ktére pozwolg na szybkie przejscie od prototypu do operacyjnego wdrozenia
oraz zapewnienie wsparcia jednostkom wojskowym w ustawicznym testowaniu innowaciji.

Mozliwos¢ uzyskania finansowania miedzynarodowego dla realizacji dziatalno$ci innowacyjnej stanowi
waziny element wsparcia realizacji strategii innowacyjnosci. Wykorzystanie funduszy i grantow
miedzynarodowych oraz tworzenie programéw inwestycyjnych z sojusznikami pozwoli
na efektywniejsze i szybsze osigganie wspdlnych celdw poprzez rozwéj technologii o kluczowym
znaczeniu dla obronnosci. Priorytetem w tym obszarze jest budowa centréw badawczo-rozwojowych
skoncentrowanych na technologiach takich jak sztuczna inteligencja, systemy autonomiczne,
cyberobrona i technologie kwantowe, ktére pozwolg na wykorzystanie luk w zdolnosciach przeciwnika
w niekonwencjonalny sposéb.

Konsolidacja miedzynarodowej wiedzy w procesie ksztatcenia kadr umozliwi wdrozenie programéw
szkoleniowych oraz wymiane doswiadczen poprzez organizowane staze i szkolenia zagraniczne.
Elastyczne strategie implementacji nowych technologii, oparte na podejsciu modularnym, pozwolg

10 pefence Innovation Accelerator for the North Atlantic
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na stopniowg integracje innowacyjnych rozwigzan z istniejgcymi systemami obronnymi, umozliwiajac
jednoczesnie regularng ocene postepdw i dostosowanie ich do aktualnych potrzeb operacyjnych.

Systemy monitorowania projektéw badawczo-rozwojowych zapewnig biezacg analize i identyfikacje
technologii o potencjale budowania przewagi operacyjnej i technologicznej, umozliwiajgc w efekcie
ich szybkie wdrozenie. Kluczowa role odgrywa tu zaangazowanie komarek planistycznych Sit Zbrojnych
RP i dowddztw jednostek wojskowych w okreslanie potrzeb operacyjnych, testowanie nowych
rozwigzan i tworzenie kanatéw komunikacji z zespotami badawczymi.

Skuteczna. realizacja tych dziatari pozwoli na wzmocnienie potencjatu odstraszania i obrony,
gwarantujac sitom zbrojnym przewage technologiczng oraz operacyjng w dynamicznie zmieniajacym
sie Srodowisku bezpieczenstwa.

Kierunki dziatan:

1)
2)

3)
4)
5)
6)

7)

8)
9)

Tworzenie sojuszniczych platform innowacyjnych

Zapewnienie spdjnosci z transformacjg cyfrowg NATO w celu zapewnienia zdolnosci
do prowadzenia operacji wielodomenowych

Zapewnienie interoperacyjnosci technicznej z sojusznikami

Uproszczenie regulacji prawnych i proceduralnych

Rozwdj mechanizmdw szybkiego wdrazania innowacji

Wykorzystanie potencjatu finansowania miedzynarodowego w budowaniu innowacyjnych
rozwigzan obronnych

Budowa centréw badawczo-rozwojowych skupionych na priorytetowych obszarach
technologicznych

Integracja i skuteczne wykorzystanie wiedzy i doswiadczen sojuszniczych w ksztatceniu kadr
Tworzenie elastycznych strategii wdrazania nowych technologii

10) Monitorowanie postepdw rozwoju technologii i zwigzanych z nimi wyzwari oraz ciggta adaptacja

do nowych warunkéw

11) Zwiekszenie roli dowddcéw wojskowych w procesie wprowadzania innowacyjnych rozwigzan

do Sit Zbrojnych RP

str. 16/31



Cel nr 3: Stworzenie przewagi technologicznej nad potencjalnym przeciwnikiem

Przewaga technologiczna wynikajaca z implementacji innowacyjnych rozwigzan pozwala budowaé
zdolnosci, ktére poprawiaja stosunek potencjatu sit wtasnych do teoretycznie silniejszego przeciwnika
w sposéb niekonwencjonalny, zaktécajagc jego kalkulacje decyzyjng poprzez generowanie
nieakceptowalnych kosztéw w stosunku do mozliwych do uzyskania korzysci. Poszukiwanie stabosci
oponenta i skuteczne budowanie asymetrii w obszarach zasobdw, srodowiska, technologii, organizacji
czy metod dziatania pozwala na tworzenie instrumentéw sity, ktére mogga skutecznie komplikowa¢é
kalkulacje i dziatania przeciwnika.

Inwestycje w niestandardowe rozwigzania, ktére trudno skopiowa¢, umozliwiajg uzyskanie przewagi
strategicznej. Mechanizmy szybkiego testowania i adaptacji nowych technologii do warunkéw
wspotczesnego Srodowiska walki oraz zapewnienie elastycznego podejscia do modernizacji uzbrojenia
pozwalajg na maksymalizacje korzysci wynikajgcych z wykorzystania innowacyjnych rozwigzan.

Kluczowag kwestia jest zapewnienie niezaburzonego, zsynchronizowanego przeptywu danych
i informacji istotnych dla budowania swiadomosci sytuacyjnej i skutecznosci dziatan prowadzonych
w ramach operacji wielodomenowych. Istotng kwestig jest w tym przypadku rozwdj ustug
teleinformatycznych (Information and Communication - ICT) i udoskonalanie cyfrowej sieci
szkieletowej. Wdrozenie nowoczesnych i odpornych ustug ICT, ktére wydajnie wspieratyby
przywodcéw politycznych i wojskowych, wymaga bezpiecznego dostepu do wiarygodnych danych,
posiadania jednego wspdlnego srodowiska ich przetwarzania, oferujgcego zaawansowane mozliwosci
analityczne bazujace na wykorzystaniu sprawdzonych rozwigzan sztucznej inteligencji (Al), opartego
na architekturze zorientowanej na dane, ktéra zapewnia staty dostep do ustug ICT w catym Sojuszu.

Cyfrowa sie¢ szkieletowa powinna by¢ interoperacyjna z NATO i dostosowana do kluczowych wymagan
inicjatywy ,NATO 2030”. Sojusz, w tym Sity Zbrojne RP, potrzebujg skoncentrowanych na danych,
wzajemnie potaczonych systeméw, ktére mogg tatwo i bezpiecznie komunikowaé sie ponad
istniejgcymi granicami organizacyjnymi i narodowymi, zaréwno w czasie pokoju, jak i podczas misji
i operacji. Zadaniem cyfrowej sieci szkieletowej bedzie dostarczenie $rodkéw technicznych w celu
zapewnienia przeptywu informacji pomiedzy systemami funkcjonujacymi we wszystkich domenach
operacyjnych, co wskazano w Wielodomenowej Koncepcji Sojuszu.

Wzmacnianie zdolnosci defensywnych przy wykorzystaniu innowacyjnych rozwiazan i ukierunkowaniu
dziatan na obszary deficytowych zdolnosci adwersarzy odgrywa istotng role w osigganiu przewagi,
ktéra znaczgco zwiekszy skutecznosé sit zbrojnych, narzucajgc przeciwnikom nieproporcjonalne koszty
i zaktécajac ich zdolnosé do prowadzenia skutecznych dziatan zaczepnych.

Kierunki dziatan:

1) Rozwdj zaawansowanych technologii

2) Budowa, rozwdj i ochrona narodowych zdolnosci we wszystkich domenach

3) Rozwdj niestandardowych strategii operacyjnych

4) Szybkie wdrazanie i adaptacja innowacji

5) Budowa cyfrowej sieci szkieletowej integrujacej zdolnosci, taczacej sensory i efektory oraz
umozliwiajacej komunikacje pomiedzy decydentami w sferach politycznych i wojskowych

6) Woykorzystanie zaawansowanych metod analizy danych w procesie wspierania proceséw
decyzyjnych

7) Rozwijanie partnerstw strategicznych i wspétpracy miedzynarodowej

8) Inwestowanie w rozwdj kadr i przywddztwa technologicznego
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Cel 4: Przyspieszenie wprowadzania innowacyjnych rozwigzan do zdolnosci

Przyspieszenie wdrazania innowacyjnych rozwigzan w obronnoéci opiera sie na identyfikacji
najpilniejszych potrzeb oraz eliminacji barier politycznych, regulacyjnych i kulturowych. Resort obrony
narodowej bedzie wspdtpracowat z innymi resortami i organizacjami rzadowymi, sektorem
przemystowym, osrodkami naukowymi i organizacjami badawczymi, aby skoncentrowaé wysitki na jak
najszybszym dostarczaniu zdolnosci operacyjnych sitom zbrojnym. Kluczowe bedzie usprawnienie
proceséw pozyskiwania nowego sprzetu i ustug poprzez realizacje badari naukowych i prac
rozwojowych oraz wykorzystanie zasad inzynierii cyfrowej i zaawansowanej mocy obliczeniowej
do testowania i walidacji koncepcji.

Jednym z gtéwnych dziatari bedzie utworzenie szybkich sciezek wdrozel dla nowych rozwigzan,
Cco wymaga uproszczenia obowigzujacych procedur oraz uelastycznienia proceséw walidacji
i certyfikacji prototypéw i rozwigzan pilotazowych. Rozwdj infrastruktury testowej poprzez tworzenie
poligonéw technicznych, symulatoréw i o$rodkéw demonstracyjnych przyczyni sie do szybkiego
weryfikowania przydatnosci innowacyjnych rozwigzan w warunkach zblizonych do operacyjnych. Scista
wspétpraca miedzy sitami zbrojnymi i zespotami badawczo-rozwojowymi pozwoli na ich lepsze
dopasowanie do realnych potrzeb uzytkownikéw koricowych.

Elastyczne finansowanie innowacji, poprzez tworzenie specjalnych funduszy oraz wsparcie startupéw
i sektora prywatnego, zapewni dodatkowy impuls do rozwoju projektéw w kluczowych obszarach
technologicznych. Uproszczenie ram regulacyjnych oraz wprowadzenie kontraktéw etapowych
w zatozeniu powinno umozliwi¢ szybsze przechodzenie od prototypu do wdrozenia.

Angazowanie uzytkownikéw koricowych juz na poczatkowym etapie prac w proces rozwoju
i testowania technologii pozwoli na regularne zbieranie opinii i udoskonalanie rozwigzan na kazdym
poziomie gotowosci technologicznej (TRL). Partnerstwa publiczno-prywatne, organizacja
hackathonédw™ oraz konkurséw technologicznych wzmocnia wspétprace pomiedzy resortem obrony,
przemystem i sektorem naukowym.

Waznym krokiem jest digitalizacja i automatyzacja proceséw wdrozeniowych. Narzedzia cyfrowe
pozwolg na usprawnienie zarzgdzania projektami oraz poprawig proces wymiany danych miedzy
uzytkownikami koricowymi i osrodkami badawczymi. Réwnolegle rozwdj programéw pilotazowych
pozwoli na szybkie testowanie i stopniowe skalowanie nowych rozwigzan.

Rozwinigcie wspétpracy miedzynarodowej pozwoli na wykorzystanie doswiadczen sojusznikéw oraz
wspdlne tworzenie projektéw badawczo-rozwojowych. Promowanie kultury innowacyjnosci poprzez
edukacje kadr wojskowych oraz wprowadzenie systemdw motywacyjnych wptynie pozytywnie
na gotowos¢ do wdrazania nowych technologii.

Ciggte monitorowanie i ewaluacja postepéw wdrozen, wraz z analizg ich wptywu na zdolnoéci obronne,
pozwolg na identyfikacje obszaréw wymagajacych poprawy i optymalizacje proceséw. Dzieki tym
dziataniom resort obrony zyska potencjat do szybkiego i efektywnego wdrazania innowacji,
co w efekcie zapewni przewage operacyjng oraz wzmocni zdolno$é do odstraszania.

Dla zapewnienia spdjnosci dziatai innowacyjnych z realnymi potrzebami obronnymi, projekty
realizowane w ramach Strategii Innowacyjnosci beda réznicowane pod wzgledem horyzontu
czasowego osiggania efektéw operacyjnych.

Wyrdznia sie nastepujgce kategorie inicjatyw innowacyjnych:

11 Hackaton - wydarzenie o duzym stopniu intensywnosci, podczas ktérego zespoly specjalistéw wspétpracuja
nad stworzeniem innowacyjnego rozwigzania dla zadanego/sprecyzowanego wymagania, zwykle od kilku godzin do kilku dni.
Pochodzenie stowa: ,hack” —famanie probleméw/barier i “marathon” — ciggta intensywna praca przez okreslony czas.
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e Innowacje krétkoterminowe (0—2 lata) — rozwigzania mozliwe do wdrozenia w krétkim czasie,
w tym adaptacje technologii podwdéjnego zastosowania, modernizacje istniejgcych systemow
oraz niskokosztowe rozwigzania zwiekszajgce efektywnos¢ bojowa i odpornosé.

e Innowacje Srednioterminowe (3 — 5 lat) — projekty wymagajace prac rozwojowych
i integracyjnych, prowadzace do uzyskania nowych zdolnosci lub istotnego wzmocnienia
istniejacych.

e [nnowacje dtugoterminowe (powyzej 5 lat) — badania i rozwdj technologii o potencjale
przetomowym, realizowane w ograniczonym zakresie i podporzadkowane dtugofalowym
potrzebom bezpieczenstwa.

Priorytet w alokacji $rodkéw i zasobéw kadrowych bedg miaty innowacje krétkoterminowe
i Srednioterminowe, ktére przyczyniajg sie do szybkiego wzrostu gotowosci operacyjnej Sit Zbrojnych
RP.

Kierunki dziatan:

1) Utworzenie szybkich sciezek wdrozeniowych

2) Rozwdj infrastruktury testowej

3) Integracja wojskowych potrzeb z pracami badawczo-rozwojowymi

4) Elastyczne finansowanie innowacji

5) Uproszczenie ram regulacyjnych dotyczacych mozliwosci i trybu wprowadzania nowych
innowacyjnych rozwigzan

6) Angazowanie uzytkownikéw koncowych na wczesnym etapie prac

7) Woykorzystanie partnerstw publiczno-prywatnych

8) Digitalizacja i automatyzacja procesu wdrazania

9) Rozwdj programdéw pilotazowych

10) Rozwdj wspdtpracy miedzynarodowe;j

11) Promowanie kultury innowacyjnosci

12) Ciggte monitorowanie i ewaluacja osigganych rezultatéw prac

Cel nr 5: Rozwiniecie ekosystemu innowacji poprzez partnerstwa strategiczne

Resort obrony narodowe] przyjmie podejScie oparte na rozwijaniu wspdtpracy i partnerstw
strategicznych, aby wykorzystaé krajowe i miedzynarodowe osiggniecia naukowe oraz rozwodj
technologiczny do budowania odpornosci i zdolnosci obronnych. Kluczowym elementem jest tutaj
integracja wysitkdow wszystkich podmiotéw ekosystemu innowacji — od naukowcéw i inzynierow
po partneréw przemystowych i uzytkownikéw koricowych — aby zapewnié sitom zbrojnym przewage
oraz wyprzedzi¢ dziatania adwersarzy.

Budowanie miedzynarodowych sojuszy technologicznych, takich jak platformy badawczo-rozwojowe
w ramach NATO czy UE, umozliwi rozwdj technologii o kluczowym znaczeniu, w tym sztucznej
inteligencji, technologii informacyjnych czy technologii kwantowych. Réwnolegle, partnerstwa
publiczno-prywatne pozwolg na zacie$nienie wspotpracy miedzy resortem obrony, sektorem
naukowym i przemystem, a zapewnienie wsparcia infrastrukturalnego i finansowego przyspieszy
realizacje innowacyjnych projektéw.

Istotnym elementem rozwoju ekosystemu bedzie wspieranie startupdw i matych oraz srednich
przedsiebiorstw poprzez programy akceleracyjne, granty i dostep do infrastruktury badawczej.
Tworzenie hubdéw innowacyjnych, czyli regionalnych centréw technologicznych, umozliwi efektywng
wspatprace sektora obronnego z partnerami prywatnymi i akademickimi. Spotkania networkingowe,
konferencje i hackathony stang sie platformg wymiany pomystéw oraz inicjowania nowych projektow.

Resort skupi sie takze na zapewnieniu sprawnej wymiany wiedzy i zasobéw, tworzgc cyfrowe platformy
do wspodtdzielenia wynikéw badan i promowania otwartych innowacji. Zgodnie ze Strategia
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Transformacji Cyfrowej NATO, wspétdzielenie danych jest powinnoscig cztonkdw Sojuszu i musi by¢
osiggniete poprzez podejmowanie systematycznych wysitkbw w tym obszarze. Dzielenie sie danymi
w celu osiggniecia celéw Sojuszu musi stac sie normga i wspdlng odpowiedzialnoscia jego panstwowych
i instytucjonalnych uczestnikdw. Dlatego inicjatywy majace na celu wymiane informacji z przemystem
i osrodkami badawczymi paristw cztonkowskich bedg odpowiednio wspierane i umacniane. Wspdlne
badania i budowanie innowacyjnych rozwigzan, w tym w oparciu o sojusznicze laboratoria, pozwolg
na ich testowanie i certyfikacje w warunkach zblizonych do operacyjnych, wptywajgc na zwiekszenie
zdolnosci obronnych.

Inwestycje w szkolenia i edukacje beda miaty kluczowe znaczenie dla przygotowania kadr.
Miedzynarodowe programy szkoleniowe oraz wymiana pracownicza miedzy organizacjami obronnymi
i sektorem prywatnym umozliwig rozwdj umiejetnosci w obszarze nowych technologii. Implementacja
wspdlnych standardéw technologicznych i oraz zapewnienie interoperacyjnosci rozwigzan ufatwi
wspotprace z partnerami oraz przyspieszy integracje systemow.

Finansowanie wspdlnych projektéw badawczo-rozwojowych poprzez miedzynarodowe fundusze
zapewni priorytetowe traktowanie inicjatyw o strategicznym znaczeniu dla grup interesariuszy.
Dlatego pozadanym jest opracowanie dtugoterminowych strategii partnerstw, co umozliwi
identyfikacje wspdlnych celéw i obszaréw zainteresowania, ktére wzmocnig zdolnosci obronne
wszystkich stron.

Zapewnienie ochrony wiasnosci intelektualnej bedzie kluczowe dla budowania zaufania miedzy
partnerami. Wdrozone mechanizmy prawne zabezpieczg interesy wszystkich uczestnikow
oraz zapewnig proporcjonalny do naktadéw podziat korzysci z innowacji. Jednoczesnie zachety
inwestycyjne, takie jak ulgi podatkowe, przyciggng firmy prywatne i miedzynarodowych inwestoréw
do sektora obronnego, wzmacniajac jego role w rozwoju gospodarczym kraju.

W konsekwencji rozwdj ekosystemu innowacji stanie sie elementem budowy odpornosci paristwa
oraz zdolnosci do skutecznej odpowiedzi na wyzwania bezpieczeristwa, synchronizujac krajowe
oraz miedzynarodowe wysitki w celu zapewnienia dtugoterminowej przewagi technologiczne;j.

Kierunki dziatan:

1) Budowanie miedzynarodowych sojuszy technologicznych
2) Udziat w programach sojuszniczych w domenie kosmicznej
3) Rozwdj partnerstw publiczno-prywatnych

4) Wspieranie startupéw i MSP

5) Tworzenie hubdw innowacyjnych

6) Zapewnienie wymiany wiedzy i zasobdéw

7) Inwestowanie w szkolenia i edukacje

8) Wprowadzenie wspdlnych standardéw technologicznych
9) Finansowanie wspdlnych projektéw badawczo-rozwojowych
10) Tworzenie dtugoterminowych strategii partnerstwa

11) Ochrona wtasnosci intelektualnej

12) Zachecanie do inwestycji w sektor obronny
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5. Elementy ekosystemu innowacji obronnych

Ekosystem innowacji obronnych w Polsce tworzy ztozong sie¢ podmiotéw i relacji pomiedzy sektorem
publicznym, przemystem, podmiotami naukowo-badawczymi, organizacjami pozarzgdowymi oraz
Srodowiskiem miedzynarodowym. Ponizej przedstawiono kluczowe elementy tego ekosystemu wraz
zich rolg i funkcjami:

1) Podmioty rzadowe i strategiczne (regulatorzy i decydenci)

Ministerstwo Obrony Narodowej (MON), w tym Sztab Generalny Wojska Polskiego (SG WP)
- gléwne organy odpowiedzialne za polityke obronng paristwa, formutuja priorytety
modernizacji technicznej Sit Zbrojnych RP, okreslajg potrzeby w zakresie nowego uzbrojenia,
systemow oraz technologii.

Agencja Uzbrojenia — podlegte Ministrowi Obrony Narodowe] ciato odpowiedzialne
za realizacje zadan stuzgcych zapewnieniu warunkéw sprzyjajgcych osiggnieciu wymaganych
zdolnosci operacyjnych przez SZ RP poprzez skuteczne pozyskiwanie i dostarczanie sprzetu
wojskowego, w szczegdlnosci obejmujacych analizy rynku uzbrojenia oraz opracowywanie
Studiéw Wykonalnosci i Wymagann Sprzetowych, realizacje zadan w zakresie badar
naukowych i prac rozwojowych, pozyskiwanie i zarzgdzanie prawami wiasnosci
intelektualnej, zawieranie i nadzorowanie realizacji uméw na dostawy SpW.

Dowddztwo Komponentu Wojsk Obrony Cyberprzestrzeni (DKWOC) — odpowiada za rozwdj,
wdrazanie i zabezpieczenie nowoczesnych zdolnosci informacyjnych i teleinformatycznych
w Sitach Zbrojnych RP.

Agencja Bezpieczenstwa Wewnetrznego (ABW), Agencja Wywiadu (AW) i inne stuzby
specjalne - podmioty wptywajace na kierunki rozwoju technologii stuzgcych wzmocnieniu
bezpieczeristwa panstwa, wspierajagce komercyjne i naukowe inicjatywy szczegdlnie
w obszarze cyberbezpieczeristwa i kontrwywiadu przemystowego.

2) Instytucje finansujace i wspierajace badania i rozwdj

Narodowe Centrum Badan i Rozwoju (NCBR) - kluczowy instrument wsparcia finansowego
i merytorycznego innowacji, w tym projektéw o charakterze obronnym i podwdjnego
zastosowania (dual-use). Finansuje projekty rozwojowe i badawcze majgce na celu m.in.
wzmocnienie potencjatu technologicznego przemystu obronnego.

Narodowe Centrum Nauki (NCN) — instytucja finansujgca badania podstawowe, ktére moga
stanowi¢ fundament dla przysztych innowacji obronnych.

Polska Agencja Rozwoju Przedsiebiorczosci (PARP) - podmiot wspierajgcy rozwéj MSP, w tym
tych zaangazowanych w projekty innowacyjne o potencjalnym znaczeniu dla sektora
obronnego.

3) Przemyst obronny i sektor prywatny

Polska Grupa Zbrojeniowa (PGZ) - najwiekszy krajowy holding obronny, skupiajgcy
kilkadziesigt spétek o profilu produkcyjnym, serwisowym i badawczo-rozwojowym.
PGZ wspdtpracuje z krajowymi osrodkami naukowymi i wdraza innowacyjne rozwigzania
do swojej oferty produktowej.

Prywatne przedsiebiorstwa obronne i firmy high-tech - coraz wieksza role odgrywajg
prywatne podmioty, czesto MSP, ktére specjalizuja sie w wybranych obszarach
technologicznych (np. drony, systemy tgcznosci, sensory).

Osrodki Badawczo-Rozwojowe (OBR) - specjalistyczne jednostki pracujagce nad nowymi
technologiami oraz prototypami uzbrojenia i sprzetu wojskowego.
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4) Srodowisko akademickie i badawczo-wdrozeniowe oraz uzytkownicy koricowi

— Uczelnie (wojskowe i cywilne) — podmioty angazujgce sie w projekty badawcze
i wdrozeniowe wspdtpracujace z resortem obrony narodowej i przemystem w procesie
tworzenia nowych rozwigzan na rzecz obronnosci oraz ksztatcgce kadry inzynierskie
i naukowe dla wojska oraz sektora obronnego.

— Instytuty badawcze (wojskowe i cywilne) - Realizujg dedykowane projekty R&D, optymalizuja
istniejgce rozwigzania i opracowujg prototypy przysztych systeméw obronnych.

— Dowddcy jednostek wojskowych i uzytkownicy koricowi — wskazujg potrzeby operacyjne,
"biorg udziat w testach, walidacji i wdrazaniu technologii, petnigc funkcje pomostu miedzy
wymaganiami pola walki a Swiatem nauki i przemystu.

5) Inicjatywy, programy i instrumenty wsparcia innowacji

—  Programy NCBR dedykowane sektorowi obronnemu - specjalne linie finansowania badan
nad rozwigzaniami dla wzmocnienia potencjatu obronnego Sit Zbrojnych RP.

—  Programy offsetowe - zobowigzania zagranicznych dostawcéw sprzetu do inwestycji
w krajowy sektor naukowo-przemystowy i transfer technologii, co prowadzi do wzmacniania
kompetenc;ji lokalnych firm i instytutéw.

—  Klasy wojskowe, projekty pilotazowe i inkubatory technologiczne — inicjatywy tworzgce
srodowisko sprzyjajace rozwijaniu innowacji od wczesnych etapéw po komercjalizacje.

6) Otoczenie miedzynarodowe i sojusznicze

—  Wspdtpraca w ramach NATO i UE - uczestnictwo w miedzynarodowych programach
badawczo-rozwojowych, projektach Europejskiej Agencji Obrony (EDA), platformach
innowacyjnych NATO i UE (DIANA, HEDI), wymiana wiedzy i doswiadczen z sojusznikami.

—  Kontakty z zagranicznymi koncernami i partnerami branzowymi — dziatalno$¢ pozwalajgca
na transfer know-how, udziat we wspdlnych projektach badawczych oraz wspierajaca rozwdj
krajowych kompetencji technologicznych.

7) Otoczenie regulacyjne i prawne

—  Polityki rzadowe w obszarze przemystu obronnego - wytyczanie kierunkéw rozwoju,
okreslanie priorytetdw inwestycyjnych i obszaréw kluczowych dla bezpieczenstwa paristwa.

—  Prawo zaméwien publicznych w zakresie obronnosci - regulacje okreslajgce procedury
nabywania technologii i sprzetu wojskowego zapewniajgce przejrzystos¢ prowadzonych
postepowan zakupowych.

—  Kontrola eksportu technologii wrazliwych - zapewnienie ochrony przed niepozgdanym
wyptywem wiedzy i rozwigzan obronnych poza granice kraju.

- Wprowadzenie/dostosowanie regulacji prawnych umozliwiajagcych natychmiastowe
- przy jednoczesnym zachowaniu bezpieczeristwa i wymagan interoperacyjnosci - wdrazanie
i wykorzystanie innowacyjnych rozwigzan w sektorze obronnym.

Rozwdj ekosystemu innowacji zalezy od integracji dziatarn wymienionych wyzej podmiotdw, a jego
skutecznos¢ od dostosowania otoczenia regulacyjnego i prawnego do aktualnych potrzeb.

str. 22/31



6. Rozwoj systemu innowacyjnosci do roku 2039

Rozwdj systemu innowacji obronnych w perspektywie kolejnych 15 lat bedzie ksztattowany przez
dynamiczne zmiany w Srodowisku geopolitycznym, postep technologiczny oraz rosngce wymagania
zwigzane z zapewnieniem bezpieczeristwa narodowego. Przyszto$¢ obronnosci opierac sie bedzie
na synergii miedzy wykorzystaniem nowych technologii, efektywnym zarzadzaniem zasobami
oraz wspétpracg miedzynarodowa.

Kluczem do sukcesu bedzie zdolnos¢ do elastycznego adaptowania sie do zmieniajgcych sie warunkéw
oraz utrzymywanie réwnowagi miedzy postepem technologicznym a etycznymi i prawnymi ramami
jego wykorzystania. Panstwa, ktére zdecydujg sie na inwestycje w innowacje, wspédtprace
z wyznajgcymi podobne poglady podmiotami oraz edukacje i konsekwentne ksztatcenie kadr
w obszarze nowych technologii, bedg liderami w ksztattowaniu przysztosci globalnego bezpieczeristwa.

Rozwdj systemu innowacji obronnych to nie tylko kwestia technologii, ale réwniez decyzji
strategicznych, ktére zadecydujg o bezpieczenstwie i stabilnosci swiata w nadchodzgcych dekadach.

Rozpatrujac kontekst geopolityczny, w perspektywie najblizszych 15 lat globalne napiecia beda
kluczowym czynnikiem napedzajacym rozwdj systemow innowacyjnych w sektorze obronnym.
Konflikty asymetryczne, wojny hybrydowe oraz rywalizacja mocarstw w domenie cyberprzestrzeni
i kosmosu sprawiaja, ze panstwa bedg inwestowaé w nowoczesne technologie umozliwiajgce obrone
przed szerokim spektrum zagrozen. Przyktady to:

- rozwdj technologii sztucznej inteligencji do analizy danych wywiadowczych i przewidywania
potencjalnych zagrozen i konfliktow,

— autonomiczne systemy bojowe pozwalajg na prowadzenie dziatan w trudno dostepnych
lub niebezpiecznych regionach oraz ograniczenie narazania zdrowia i zycia zotnierzy,

— nowoczesne systemy cyberobrony, majace m.in. na celu ochrone infrastruktury krytycznej
przed cyberatakami.

Ponadto, rosnace znaczenie Arktyki, Azji Potudniowo-Wschodniej oraz regiondw bogatych w surowce
strategiczne sktoni panstwa do rozwijania technologii umozliwiajgcych operowanie w ekstremalnych
warunkach.

Wspétpraca miedzy rzadami, sektorem prywatnym i srodowiskami akademickimi jest elementem
kluczowym dla rozwoju innowacji obronnych. Modele takie jak partnerstwo publiczno-prywatne (PPP)
stang sie kluczowym mechanizmem finansowania i wdrazania nowych technologii. Korzysci wynikajgce
z tej wspotpracy to:

— transfer wiedzy i technologii miedzy sektorem cywilnym a wojskowym,

— wspdlne inwestycje w badania i rozwdj pozwalajgce na redukowanie wysokich kosztéw
opracowywania zaawansowanych technologii,

— mozliwos¢ skalowania rozwigzan obronnych do zastosowan komercyjnych i potrzeb
sit zbrojnych.

W perspektywie 15 lat kluczowe bedzie utrzymanie i rozbudowa wspdtpracy miedzynarodowej
w ramach organizacji takich jak NATO czy Unia Europejska. Przyktadem moga by¢ programy wspdlnego
rozwoju drondw bojowych lub systeméw obrony przeciwrakietowe;.

Postep technologiczny wymagac¢ bedzie zapewnienia dostepnos¢ wykwalifikowanych kadr zdolnych
do pracy z nowoczesnymi systemami obronnymi. Kluczowe dziatania w tym zakresie obejma:
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— rozwdj programow edukacyjnych skupionych na naukach $cistych, technologii, inzynierii
i matematyce (STEM™?),. : -

—  tworzenie centréw doskonatosci, w ktérych badacze, inzynierowie i specjalisci wojskowi bedg
mogli wspdlnie pracowa¢ nad nowatorskimi rozwigzaniami,

— zwigkszenie atrakcyjnosci kariery w sektorze obronnym poprzez oferowanie
konkurencyjnych wynagrodzen i programoéw rozwoju zawodowego.

Rozwdéj innowacyjnych technologii wymaga znacznych naktaddw finansowych. W perspektywie 15 lat
paristwa beda musiaty balansowaé¢ miedzy zwiekszaniem budzetdw obronnych a efektywnym
wydatkowaniem srodkéw. W tym celu zastosowane zostang nowe mechanizmy finansowania,
takie jak:

— dedykowane fundusze na badania i rozwdj pozwalajgce na przeznaczanie wiekszych
naktadéw na projekty o wysokim potencjale innowacyjnym,

— inwestycje venture capital w sektorze technologii obronnych, zwtaszcza wspierajace startupy
i pojedynczych innowatoréw,

—  Crowdsourcing technologii — angazowanie spoteczeristwa i sektora prywatnego
w finansowanie i rozwdj rozwigzan obronnych.

Potencjalne wyzwania jakie moze napotkac rozwéj systemu innowacji obronnych obejmuja:

— dylematy etyczne - rozwdj autonomicznych systeméw uzbrojenia budzi pytania
w zakresie odpowiedzialnosci za skutki ich dziatania i zgodno$¢ z miedzynarodowym prawem
humanitarnym,

— ryzyko technologiczne — szybki rozwdj nowych technologii moze prowadzié
do ich niekontrolowanego pozyskania i wykorzystania przez wrogie podmioty,

—  konkurencja miedzynarodowa — rywalizacja w zakresie nowych technologii moze zaostrzyé
wyscig zbrojen, zwtaszcza w domenach kosmicznej i cyberprzestrzeni,

— ograniczenia budzetowe — finansowanie innowacji obronnych powinno byé zréwnowazone
z innymi potrzebami panstwa,

— wysokie wymagania wobec kadry technicznej — ograniczone mozliwosci ksztattowania
w obszarze innowacji.

Rozwdéj systemu innowacyjnosci obronnej do 2039 roku bedzie zalezat od zdolnosci do skutecznej
integracji dziatan strategicznych, technologicznych, edukacyjnych i organizacyjnych w zmiennym
Srodowisku bezpieczeAstwa. W tym procesie szczegdlng role odgrywac bedzie szybka implementacja
rozwigzan w praktyce wojskowej oraz staty dialog z uzytkownikami koricowymi — dowddcami jednostek
wojskowych, ktorzy wskazujg kluczowe potrzeby operacyjne.

Etapy transformacji systemu innowacyjnosci do 2039 roku

Aby skutecznie rozwija¢ system innowacyjnosci obronnej w perspektywie pietnastu lat, nalezy przyjaé
plan dziatania roztozony na trzy gtéwne etapy:

Etap I: Lata 2025-2028 - Fundamenty i przyspieszenie

Celem Etapu | jest stworzenie instytucjonalnych, organizacyjnych i kulturowych fundamentéw systemu
innowacyjnosci, umozliwiajgcych jego dalszy rozwdj, skalowanie oraz trwatg adaptacje
do zmieniajgcego sie srodowiska bezpieczenstwa.

Kierunki dziatan:

e Zapewnienie spdjnosci podejscia do innowacji pomiedzy jednostkami operacyjnymi
a strukturami centralnymi resortu obrony narodowej.

12 science, technology, engineering, and mathematics.
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Wprowadzenie mechanizméw systemowego transferu doswiadczen operacyjnych do poziomu
centralnego, w tym udziatu przedstawicieli struktur planistycznych i-decyzyjnych w projektach
pilotazowych.

Wiaczenie uzytkownikéw koncowych w procesy planowania i priorytetyzacji inicjatyw
innowacyjnych.

Wzmocnienie roli Departamentu Innowacji MON jako integratora dziatari innowacyjnych
w skali catego resortu.

Identyfikacja i opracowywanie nowych rozwigzan technicznych, w oparciu o zasoby krajowych
podmiotéw przemystowych, posiadajgcych potencjat do wykorzystania w ron oraz
optymalizacja towarzyszacych im procedur.

Utworzenie i wzmocnienie ram instytucjonalnych dla koordynacji dziatann innowacyjnych
(w tym przygotowaniem merytorycznym kadr oraz udziatem uzytkownikéw koricowych).

Rozwdj krajowych mechanizméw wsparcia innowacji (rozwigzania prawne, fundusze,
programy akceleracyjne, szybkie sciezki wdrozen).

Wdrozenie systemdw szybkiej walidacji technologii i testowania w warunkach operacyjnych.
Intensyfikacja wspétpracy z uczelniami, startupami i przemystem wysokich technologii.

Budowa fundamentdw dla sieciowych i cyfrowych rozwigzan (ICT, Al, big data).

Etap II: Lata 2029-2033 - Integracja i skalowanie

Celem Etapu Il jest integracja wypracowanych rozwigzan innowacyjnych z systemem pozyskiwania
i rozwoju zdolnosci Sit Zbrojnych RP oraz ich skuteczne skalowanie w wymiarze krajowym
i miedzynarodowym.

Kierunki dziatan:

Rozbudowa regionalnych hubéw innowacyjnych i centréw doskonatosci.
Skuteczne wdrazanie rozwigzan o wysokiej gotowosci technologicznej (TRL 7-9).

Zwiekszenie udziatu Polski w programach UE i NATO w zakresie rozwoju technologii
obronnych.

Zwiekszenie stopnia interoperacyjnosci narodowych systemdéw z systemami sojuszniczymi,
konsekwentne stosowanie w opracowywanym SpW standardéw sojuszniczych.

Rozwdj partnerstw miedzynarodowych i finansowania zewnetrznego (m.in. fundusze
strukturalne, EDF, EDA).

Zwiekszenie udziatu uzytkownikéw koricowych w projektowaniu i wdrazaniu rozwigzan.

Utrwalenie mechanizmdw zarzadzania ryzykiem portfelowym oraz ich integracja z procesami
skalowania i finansowania innowacji.

Etap lll: Lata 2034-2039 - Przewaga i utrzymanie zdolnosci

Celem Etapu Il jest utrzymanie i rozwdj przewagi technologicznej Sit Zbrojnych RP poprzez
zapewnienie trwatej zdolnosci systemu innowacji do adaptacji, modernizacji i dziatania w warunkach
kryzysu oraz konfliktu zbrojnego.
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Kierunki dziatan:

o Konsolidacjé zdolnosci do prowadzenia samodzielnych prbgraméw technologicanch nowej
generacji.

s Operacjonalizacja przewagi technologicznej w domenach: cyber, kosmos, Al, broni
energetyczna.

¢ Utrzymanie zdolnosci do ciggtego wdrazania innowacji w tempie odpowiadajgcym tempie
zmian zagrozen.

e Zbudowanie odpornosci systemu innowacji na kryzysy polityczne, gospodarcze i wojskowe.

e Systematyczna ewaluacja strategii, aktualizacja priorytetéw technologicznych i struktury
zarzadzania innowacjami.

e Utrzymanie zdolnosci systemu innowacji do podejmowania kontrolowanego ryzyka
technologicznego w warunkach kryzysu i konfliktu zbrojnego.
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7. Wnioski i rekomendacje

Strategia podkresla kluczowe znaczenie innowacji dla budowania systemu bezpieczeristwa panstwa.
W celu jej realizacji nalezy podja¢ dziatania w kierunku:

zwiekszenia finansowania B+R oraz rozbudowa zaplecza technologicznego, technicznego
i infrastruktury laboratoryjnej i testowej,

wspierania edukacji i rozwoju kadr, promowanie kultury innowacyjnosci,

uproszczenie regulacji prawnych i proceduralnych, tworzenie elastycznych struktur
organizacyjnych, wdrozenie adaptacyjnych metod zarzadzania projektami,

wzmacniania wspétpracy miedzysektorowej oraz rozwoju strategicznych partnerstw krajowych
i miedzynarodowych.

Celem zapewnienia spdjnego, systemowego podejscia do realizacji innowacji obronnych, uzyskania
synergii podejmowanych wysitkéw i unikniecia ich duplikowania, a takze wtasciwego ukierunkowania
dziatalnosci w przedmiotowym obszarze rekomendowanym jest:

1. Okreslenie w opracowywanych dokumentach kierunkowych dotyczacych bezpieczenstwa
i obronnosci obszaréw, w ktdrych interes narodowy uzasadnia realizacje prac w kierunku
uzyskania suwerennosci technicznej i technologicznej w zakresie rozwijania i utrzymywania
kluczowych kompetencji, co zapewni zdolnosci do zaspokojenia zidentyfikowanych potrzeb
operacyjnych o strategicznym znaczeniu dla bezpieczenistwa panstwa. Wyznaczenie takich
obszaréw umozliwi wtasciwe ukierunkowanie dziatari inwestycyjnych i organizacyjnych,
a takze zapewni spdjnos$¢ oraz dtugofalowa stabilnos¢ proceséw zwigzanych z rozwojem
i wdrazaniem zaawansowanych rozwigzan technicznych.

2. Zintensyfikowanie dziatan na rzecz uzyskania przez resort wymaganej wiedzy i kompetencji
poprzez pozyskiwanie, ksztatcenie i edukowanie kadr w dziedzinie rozwoju, wdrazania
i wykorzystania nowych i przetomowych technologii.

3. Wypracowanie stabilnego systemu finansowania dziatalnoéci innowacyjnej obejmujacego
wszystkie etapy powstawania rozwigzan w ramach jednego planu rzeczowo-finansowego,
celem zapewnienia ciggtosci realizacji prac i zwiekszenia skutecznosci wdrazania ich wynikéw.

4. Stworzenie elastycznych mechanizméw zarzadzania realizacjg innowacyjnych projektow,
obejmujacych m.in. wykorzystanie technologii podwdjnego zastosowania rozwinietych
w ramach otwartych innowacji, celem stworzenia warunkéw do wdrazania otrzymanych
rezultatow prac w wymaganym czasie i skali.

5. Formalne wskazanie Departamentu Innowacji MON jako odpowiedzialnego za ustalanie
i nadzorowanie realizacji zapiséw strategii innowacyjnosci w resorcie obrony narodowej,
jak réwniez opracowywanie propozycji regulacji prawnych oraz proceséw i procedur
usprawniajgcych wprowadzanie i wykorzystanie innowacyjnych rozwigzan w sektorze
obronnym. Ponadto, realizujgc funkcje ,regulatora”, Departament Innowacji bedzie réwniez
odpowiedzialny za realizacje wspotpracy krajowej i miedzynarodowej zwigzanej z ustalaniem
ram i priorytetéw dziatalnosci innowacyjne;.

6. Przeprowadzenie analiz w zakresie potrzeb i mozliwosci obecnych struktur organizacyjnych
w ron pod katem skutecznej realizacji zadan zwigzanych z organizacjg i zarzadzaniem
procesami otwartych innowacji oraz wdrazaniem innowacyjnych rozwigzan technicznych,
w szczegdllnosci rozwazenie zasadnosci ustanowienia w tym celu wyspecjalizowanej
wykonawczej struktury organizacyjne;.
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8. Wdrozenie strategii

Wdrozenie strategii innowacyjnosci wymaga stworzenia klarownej struktury zarzadzania, precyzyjnie
okreslonych rél i odpowiedzialnosci, a takze mechanizmoéw operacyjnych umozliwiajgcych skuteczne
przetozenie celdw strategicznych na dziatania praktyczne.

Struktura zarzagdzania wdrozeniem

Ogdlny nadzdr nad realizacjg strategii zostanie powierzony Departamentowi Innowacji Ministerstwa
Obrony Narodowej, ktéry formalnie bedzie:

e monitorowat postepy w realizacji zapiséw strategii,
e inicjowat i wspierat dziatania legislacyjne oraz procesowe,
e koordynowat wspdtprace miedzynarodows i krajowg w obszarze innowacji.

Wyspecjalizowana wykonawcza struktura organizacyjna

Dla zapewnienia skuteczno$ci wdrazania strategii rekomenduje sie ustanowienie wyspecjalizowanej
wykonaweczej struktury organizacyjnej, odpowiedzialnej w szczegdlnosci za organizacje i zarzgdzanie
procesami otwartych innowacji. Status prawny, szczegétowa forma organizacyjna, rola i zadania, w tym
w ramach systemu pozyskiwania SpW, zostanie okreslona po przeprowadzeniu analiz potrzeb,
zasadnosci i celowosci proponowanych zmian.

Rola uzytkownikéw koncowych

Dowddcy jednostek wojskowych oraz instytucje szkoleniowe i operacyjne SZ RP zostang jednoznacznie
wskazani jako kluczowi uzytkownicy koncowi i wspéttwérey innowacji. Ich rola obejmowaé bedzie:

e generowanie wymagan na rozwigzania majgce na celu, zabezpieczenie potrzeb operacyjnych
definiowanych w procesie planowania i programowania rozwoju SZ RP,

e udziat w testach i ocenie rozwigzan pilotazowych,

e udziat w ocenie wynikéw badar prototypéw i demonstratoréw technologii,

o formutowanie wymagan w procesie walidacji.

Partnerzy zewnetrzni
Resort obrony narodowej bedzie wspétpracowat z:

e jednostkami naukowymi, instytutami badawczymi i uczelniami,
e przemystem zbrojeniowym i firmami technologicznymi (w tym MSP i startupami),
e organizacjami miedzynarodowymi (NATO, UE) oraz panstwami sojuszniczymi.

Wspodtpraca ta bedzie realizowana w modelu otwartych innowacji oraz poprzez wspdlne projekty
badawczo-rozwojowe, programy offsetowe, inkubatory i akceleratory technologiczne.

Cykl wdrozeniowy innowacji
Wdrazanie innowacji przebiegaé bedzie zgodnie z cyklem:

e identyfikacja potrzeb i pomystéw (w tym przez uzytkownikéw koricowych),
e selekcja i ocena potencjatu innowacyjnego,

e finansowanie badan i rozwoju (TRL 1-6),

e demonstracja technologii i walidacja (TRL 6-8),

e integracja i wdrozenie w Sitach Zbrojnych (TRL 9).
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Kluczowe znaczenie bedzie miato skrécenie czasu od pomystu do wdrozenia, przy jednoczesnym
zachowaniu bezpieczenstwa i wymagarn interoperacyjnosci.

Odpowiedzialnos¢ za efekt

Prowadzenie dziatalnosci innowacyjnej, szczegdlnie w warunkach wystepowania presji czasowej, wigze
sie z koniecznoscia akceptacji zwiekszonego ryzyka nieosiggniecia wymaganego wspdtczynnika koszt-
efekt w realizacji zatozonych celéw. Swiadomo$é kierownictwa resortu obrony narodowej w tym
zakresie jest kluczowa dla efektywnego dziatania systemu wdrazania innowacji w SZ RP.

Departament Innowacji Ministerstwa Obrony Narodowej odpowiada za koordynacje, inicjowanie oraz
monitorowanie dziatar innowacyjnych w resorcie obrony narodowej, w celu zapewnienia ich spéjnosci
z dokumentami planowania obronnego, procesami modernizacji technicznej oraz potrzebami
operacyjnymi Sit Zbrojnych RP.

W tym zakresie Departament Innowacji petni role osrodka integrujgcego i opiniujgcego dziatania
innowacyjne, wspierajacego kierownictwo resortu w ksztattowaniu kierunkéw rozwoju zdolnosci
technologicznych oraz identyfikowaniu barier regulacyjnych i organizacyjnych ograniczajgcych
skuteczne wdrazanie innowaciji.

Do zadan Departamentu Innowacji nalezy w szczegdlnosci:

e formutowanie rekomendacji dotyczacych priorytetyzacji inicjatyw innowacyjnych pod katem
ich potencjalnego efektu operacyjnego, czasu wdrozenia i mozliwosci skalowania;

e inicjowanie i opiniowanie propozycji zmian regulacyjnych i proceduralnych sprzyjajgcych
wdrazaniu innowacyjnych rozwigzan;

e monitorowanie realizacji inicjatyw innowacyjnych oraz analiza stopnia ich wykorzystania
w procesach rozwoju zdolnosci obronnych;

e przygotowywanie okresowych ocen i analiz skutecznosci strategii innowacyjnosci na potrzeby
kierownictwa resortu.

Tak okreslona rola Departamentu Innowacji wzmacnia spdjnosé i przejrzystos¢ dziatan innowacyjnych
w resorcie obrony narodowej oraz umozliwia biezagce dostosowywanie kierunkéw rozwoju innowacji
do zmieniajgcych sie uwarunkowan bezpieczenstwa.

Odpowiedzialno$¢ decyzyjna w dziatalnosci innowacyjnej

Decyzje podejmowane w ramach realizacji Strategii Innowacyjnosci, w szczegdlnosci dotyczgce
uruchamiania, modyfikowania lub zakonczenia projektéw innowacyjnych, podlegajg ocenie
z uwzglednieniem informacji dostepnych w momencie ich podejmowania oraz zgodnosci z przyjetymi
priorytetami i zaakceptowanym profilem ryzyka.

Dowddcy jednostek wojskowych oraz pracownicy resortu obrony narodowej, realizujacy zadania
w obszarze innowacji w ramach udzielonych mandatéw decyzyjnych i obowigzujgcych procedur,
nie ponoszg negatywnych konsekwencji stuzbowych z tytutu nieosiggniecia zaktadanych rezultatéw
projektu, o ile dziatania byly podejmowane w dobrej wierze i w interesie rozwoju zdolnosci
operacyjnych Sit Zbrojnych RP.

Mechanizmy kontroli, audytu i ewaluacji dziatalnosci innowacyjnej uwzgledniajg eksperymentalny
i iteracyjny charakter projektow innowacyjnych.
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Monitorowanie i ewaluacja

Realizowane beda poprzez wdrozenie mechanizmu cyklicznego monitorowania postepéw i ich
ewaluacji, w tym coroczne raportowanie realizacji strategii oraz aktualizacja priorytetéw. W tym celu
zostang wykorzystane nowoczesne narzedzia do planowania, koordynacji, realizacji oraz nadzoru

projektow.
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9. Zakonczenie

Skutecznos¢ strategii innowacyjnosci resortu obrony narodowej zaleze¢ bedzie od determinacji w jej
wdrazaniu, - spéjnosci dziatan instytucjonalnych oraz gotowosci do podejmowania ryzyka
technologicznego. W dobie rywalizacji strategicznej i gwattownego postepu technologicznego zdolnho$é
panstwa do szybkiego adaptowania innowacji zadecyduje o jego pozycji w systemie bezpieczenstwa
miedzynarodowego.

Skutecznos¢ Strategii Innowacyjnosci oceniana bedzie w perspektywie zdolnosci adaptacyjnych
i operacyjnych budowanych przez portfel inicjatyw innowacyjnych jako catosé, a nie wytgcznie przez
pryzmat powodzenia pojedynczych projektéw.

Przedstawiona strategia tworzy fundament pod trwatg i zintegrowana polityke innowacyjnosci
w resorcie obrony narodowej. Jej realizacja wymaga zaangazowania wszystkich interesariuszy
- od decydentéw politycznych, przez Srodowiska naukowe i przemystowe, po uzytkownikéw
koncowych. Tylko skoordynowane i konsekwentne dziatania pozwolg osiggngé zakfadane cele
i zbudowac¢ zdolnosci obronne nowej generacji, ktére zapewnig Polsce bezpieczeristwo
w nadchodzacych dekadach.
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