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I. PRZEDMIOT ZAMÓWIENIA
Przedmiotem zamówienia jest dostawa i wdrożenie przełączników, a także udzielenie gwarancji jakości i wsparcia technicznego na oferowane rozwiązanie. 
W ramach realizacji przedmiotu zamówienia Wykonawca dokona dostawy, wdrożenia, będzie realizować wsparcie techniczne oraz serwis gwarancyjny zgodnie z okresem zaoferowanym w ofercie, jednak nie dłużej niż 36 miesięcy.
Zamawiający wymaga dostawy i wdrożenia 4 szt. przełączników rdzeniowych i modułów SFP+ wraz z okablowaniem niezbędnym do ich uruchomienia, zwanych dalej „Sprzętem”, konfigurację obecnych urządzeń oraz zapewnienie prawidłowego funkcjonowania Sprzętu 
w docelowej lokalizacji Zamawiającego w Warszawie w terminie zaoferowanym w ofercie, jednak, nie dłuższym niż 60 dni kalendarzowych, od dnia zawarcia Umowy.
Zaoferowane urządzenia muszą być fabrycznie nowe, przeznaczone do sprzedaży na rynku europejskim (zgodnie z ustawą z dnia 30.08.2002 r. o systemie oceny zgodności 
(Dz. U. z 2023 r. poz. 215) i z wydanymi na jej podstawie rozporządzeniami), wyprodukowane nie wcześniej niż 6 miesięcy przed datą dostarczenia oraz objęte wymaganą gwarancją możliwą do egzekwowania przez Zamawiającego w Polsce. Zamawiający nie dopuszcza produktów „odnawianych" (ang. Refurbished).
Zamawiający wymaga, aby wszystkie dostarczone urządzenia pochodziły z oficjalnego kanału dystrybucyjnego producenta przełącznika, a serwis gwarancyjny był autoryzowany przez producenta urządzeń́ i oprogramowania oraz świadczony przez producenta lub autoryzowanych partnerów w centrach serwisowych na terenie Unii Europejskiej.
Zaoferowane przełączniki sieciowe oraz oprogramowanie muszą pochodzić od tego samego producenta.
W ramach realizacji przedmiotu zamówienia, Wykonawca jest zobowiązany do wykonania następujących czynności:,
1) opracowania projektu technicznego wdrożenia Sprzętu oraz przedłożenia go Zamawiającemu do akceptacji,
2) dostarczenia oraz rozpakowania dostarczonego Sprzętu,
3) aktualizacji oprogramowania dostarczonych urządzeń do najnowszej rekomendowanej przez producenta wersji,
4) montażu dostarczonego Sprzętu oraz związanego z nim okablowania w szafie teleinformatycznej znajdującej się w przygotowanym przez Zamawiającego pomieszczeniu technicznym, demontażu wymienianych urządzeń,
5) zestackowania przełącznika typ A z typem B za pomocą kompatybilnych modułów stackujących oraz przewodów,
6) uruchomienia Sprzętu i przeprowadzenia wbudowanych procedur testujących,
7) konfiguracji Sprzętu zgodnie z zaakceptowanym przez Zamawiającego projektem technicznym, o którym mowa w pkt 1, w tym obecnych i dostarczonych przełączników rdzeniowych, konfiguracji modułów SPF+ oraz pozostałych przełączników w sieci LAN,
8) konfiguracji przełączników min. do uwierzytelniania 802.1X z wykorzystaniem posiadanego przez Zamawiającego systemu Cisco ISE,
9) wykonania pełnej i szczegółowej dokumentacji technicznej powdrożeniowej, obejmującej co najmniej:
a) szczegółową konfigurację dostarczonego Sprzętu,
b) topologie połączeń fizycznych sieci LAN,
c) topologię logiczną sieci LAN,
d) pełną adresację sieciową,
e) opis umożliwiający administrowanie i zarządzanie wszystkimi przełącznikami w sieci LAN,
f) procedury awaryjne.
Wykonawca w terminie do 10 dni kalendarzowych po zawarciu Umowy jest zobowiązany do wykonania czynności, o których mowa w pkt.1 i 2.

II. SPECYFIKACJA TECHNICZNA PRZEDMIOTU ZAMÓWIENIA
1. Przełącznik rdzeniowy typ „A” 2 szt.
	I
	Parametry techniczne/Rodzaje portów i typy portów:

	1.
	24 porty mGIG 100M/1G/2.5G/5G/10GBaseT RJ-45 UPoE+ (do 90W per port).

	2.
	Moc dostępna dla PoE:
· min. 590W (z jednym zasilaczem),
· min. 590W (z dwoma zasilaczami pracującymi w układzie redundantnym), 
· min. 1690W (z dwoma zasilaczami pracującymi w układzie współdzielenia mocy).

	3.
	Slot na moduł rozszerzeń:
Zamawiający wymaga aby wraz z każdym przełącznikiem typu „A” został dostarczony jeden moduł rozszerzeń 8x10G typu SFP/SFP+/SFP28
(możliwość wymiany „na gorąco” – ang. hot swap) z możliwością obsadzenia modułami (zależnie od potrzeb):
· min. 8x1/10/25G typu SFP/SFP+/SFP28,
· min. 2x40/100G typu QSFP/QSFP28, 
· min. 8x100M/1G/2.5G/5G/10GBaseT RJ-45,
· min. 4x40/100G typu QSFP/QSFP28.

	4.
	1) Możliwość tworzenia logicznych jednostek zapewniających redundancję,
2) Możliwość stackowania (budowania jednostki logicznej) przełączników 
z zapewnieniem następujących funkcjonalności:
1) Przepustowość w ramach stosu jednorodnego złożonego z takich samych urządzeń – min. 1Tb/s,
2) Przepustowość w ramach stosu mieszanego złożonego z różnych urządzeń pochodzących z tej samej rodziny przełączników dostępowych – min. 480Gb/s,
3) Min. 8 urządzeń w stosie,
4) Zarządzanie poprzez jeden adres IP,
3) Możliwość tworzenia połączeń cross-stack Link Aggregation (czyli dla portów należących do różnych jednostek w stosie) zgodnie z IEEE 802.3ad,
5) Wsparcie dla mechanizmu Stateful Switchover (SSO) dla urządzeń połączonych w stos, który polega na ustanowieniu jednego z urządzeń 
w stosie jako urządzenia aktywnego (active), a drugiego jako urządzenia zapasowego (standby) wraz z pełną synchronizacją informacji pomiędzy tymi urządzeniami w celu zminimalizowania przerwy podczas przełączania ruchu (dla protokołów warstwy 2),
4) Możliwość współdzielenia mocy zasilaczy (grupa do 4 urządzeń w stosie) tzn. zasilacze stanowią zasób wspólny dla grupy przełączników (redundancja zasilania bez konieczności instalacji zasilaczy zapasowych w każdym przełączniku, możliwość „pożyczania” mocy dla innych jednostek w stosie, w tym dla przełączników wymagających większej mocy dla PoE, jeśli takie są zainstalowane w stosie).

	5.
	Zasilanie i chłodzenie:
1) Redundantne i wymienne moduły wentylatorów,
2) Możliwość instalacji zasilacza redundantnego AC 230V. Zasilacze wymienne (możliwość instalacji/wymiany „na gorąco” – ang. hot swap),
3) Przełącznik umożliwia podtrzymanie zasilania z portów PoE podczas restartu urządzenia,
4) W przypadku wyłączenia przełącznika np. w wyniku zaniku zasilania, przełącznik umożliwia przywrócenie zasilania PoE do zasilanego urządzenia PD (powered device) w czasie nie dłuższym niż 30 sekund od włączenia przełącznika (od powrotu zasilania przełącznika),
5) Przełącznik wspiera IEEE 802.3az EEE (redukcja zużycia energii dla portów 
w stanie bezczynności).

	6.
	Parametry wydajnościowe:
1) Szybkość przełączania zapewniająca pracę z pełną wydajnością wszystkich interfejsów - również dla pakietów 64-bajtowych (przełącznik line-rate),
2) Przepustowość przełącznika (switching capacity) co najmniej:
 min. 1600 Gb/s (bez podłączenia do stosu), 
 min. 2500 Gb/s (z podłączeniem do stosu),
3) Prędkość przesyłania (forwarding rate) co najmniej:
 min. 1200 Mpps (bez podłączenia do stosu), 
 min. 2000 Mpps (z podłączeniem do stosu),
4) Bufor pakietów – min. 32MB,
5) Pamięć DRAM – min. 16GB,
6) Pamięć flash – min. 16GB,
7) Obsługa (podano wartości minimalne):
 1000 aktywnych sieci VLAN,
 32000 adresów MAC,
 15000 tras IPv4,
 7500 tras IPv6,
 Ilość wpisów w listach kontroli dostępu Security ACL – 5000,
 ilość wpisów w listach kontroli dostępu QoS ACL – 4000,
 1000 interfejsów SVI L3,
 128 interfejsów L3,
 Jumbo frame 9198B,
 128 połączeń zagregowanych typu „port channel”,
 16 linków w ramach jednego połączenia zagregowanego typu „port channel” LACP.

	7.
	Obsługa protokołu NTP.

	8.
	Obsługa IGMPv1/2/3 i MLDv1/2 Snooping.

	9.
	Przełącznik musi wspierać następujące mechanizmy związane z zapewnieniem ciągłości pracy sieci:
 IEEE 802.1w Rapid Spanning Tree,
 Per-VLAN Rapid Spanning Tree (PVRST+),
 IEEE 802.1s Multi-Instance Spanning Tree,
 Obsługa min. 128 instancji protokołu STP,
 Wsparcie dla protokołu REP (Resilient Ethernet Protocol),
 Redundancja połączeń uplink bez używania protokołu spanning-tree lub funkcji portchannel umożliwiająca aktywację zapasowego łącza uplink po wykryciu awarii łącza podstawowego wraz z możliwością wskazania, dla których sieci VLAN pierwszy uplink jest łączem podstawowym a drugi uplink zapasowym, a dla których przypisanie jest odwrotne. Realizacja funkcji automatycznego powrotu do ustawień sprzed awarii (preempt) po przywrócenia aktywności liku podstawowego.

	10.
	Obsługa protokołu LLDP (IEEE 802.1ab) i LLDP-MED.

	11.
	Realizacja funkcji 802.1Q tunneling (QinQ) wraz z obsługą tzw. selektywnego QinQ polegającego na możliwości zamapowania jednego lub kilku klienckich VLAN ID 
(C-VLAN ID) do VLAN ID (S-VLAN IS) używanego w sieci transportowej (operatora usługi QinQ).

	12.
	Funkcjonalność Layer 2 traceroute umożliwiająca śledzenie fizycznej trasy pakietu 
o zadanym źródłowym i docelowym adresie MAC.

	13.
	Obsługa funkcji Voice VLAN umożliwiającej odseparowanie ruchu danych i ruchu głosowego.

	14.
	Możliwość uruchomienia funkcji serwera DHCP.

	15.
	Mechanizmy związane z bezpieczeństwem sieci:
1) Wiele poziomów dostępu administracyjnego poprzez konsolę. Przełącznik umożliwia zalogowanie się administratora z konkretnym poziomem dostępu zgodnie z odpowiedzą serwera autoryzacji (privilege-level),
2) Autoryzacja użytkowników w oparciu o IEEE 802.1X z możliwością dynamicznego przypisania użytkownika do określonej sieci VLAN,
3) Autoryzacja użytkowników w oparciu o IEEE 802.1X z możliwością dynamicznego przypisania listy ACL,
4) Obsługa funkcji Guest VLAN umożliwiająca uzyskanie gościnnego dostępu do sieci dla użytkowników bez suplikanta 802.1X,
5) Możliwość uwierzytelniania urządzeń na porcie w oparciu o adres MAC,
6) Możliwość uwierzytelniania użytkowników w oparciu o portal www dla klientów bez suplikanta 802.1X,
7) Możliwość uwierzytelniania wielu użytkowników na jednym porcie oraz możliwość jednoczesnego uwierzytelniania na porcie telefonu IP i komputera PC podłączonego za telefonem,
8) Możliwość obsługi żądań Change of Authorization (CoA) zgodnie z RFC 5176,
9) Funkcjonalność flexible authentication (możliwość wyboru kolejności uwierzytelniania – 802.1X/uwierzytelnianie w oparciu o MAC adres/uwierzytelnianie oparciu o portal www),
10) Obsługa funkcji Port Security, DHCP Snooping, Dynamic ARP Inspection i IP Source Guard,
11) Zapewnienie podstawowych mechanizmów bezpieczeństwa IPv6 na brzegu sieci (IPv6 FHS) – w tym minimum ochronę przed rozgłaszaniem fałszywych komunikatów Router Advertisement (RA Guard) i ochronę przed dołączeniem nieuprawnionych serwerów DHCPv6 do sieci (DHCPv6 Guard),
12) Możliwość autoryzacji prób logowania do urządzenia (dostęp administracyjny) do serwerów RADIUS i TACACS+,
13) Obsługa list kontroli dostępu (ACL) następujących typów:
 Port ACL umożliwiające kontrolę ruchu wchodzącego (inbound) na poziomie portów L2 przełącznika,
 VLAN ACL umożliwiające kontrolę ruchu pomiędzy stacjami znajdującymi się w tej samem sieci VLAN w obrębie przełącznika,
 Routed ACL umożliwiające kontrolę ruchu routowanego pomiędzy sieciami VLAN, 
 Możliwość konfiguracji tzw. czasowych list ACL (aktywnych w określonych godzinach i dniach tygodnia);
14) Możliwość szyfrowania ruchu zgodnie z IEEE 802.1ae (MACSec) dla wszystkich portów przełącznika (dla połączeń switch-switch) kluczami 
o długości 128-bitów (gcm-aes-128),
15) Wbudowane mechanizmy ochrony warstwy kontrolnej przełącznika 
(CoPP – Control Plane Policing),
16) Realizacja funkcji Private VLAN zarówno na portach dostępowych oraz portach trunk (obsługa wielu sieci primary VLAN na jednym porcie trunk oraz wielu sieci secondary vlan na jednym porcie trunk). Realizacja dynamicznych sieci prywatnych VLAN tj. możliwość przypisania portu przełącznika do danej prywatnej sieci VLAN w wyniku uwierzytelnienia podłączonej stacji lub użytkownika w systemie RADIUS,
17) Obsługa RADSEC czyli Radius over TLS dla zabezpieczenia komunikacji Radius w sieci.

	16.
	Obsługa mechanizmów zapewaniających autentyczność uruchamianego oprogramowania oraz hardware urządzenia w tym:
1) sprawdzanie autentyczności oprogramowania (w tym firmware, BIOS 
i system operacyjny urządzenia) przed uruchomieniem urządzenia,
2) bezpieczna sekwencja uruchamiania,
3) sprzętowy układ umożliwiający sprawdzenie autentyczności urządzenia.

	17.
	Mechanizmy związane z zapewnieniem jakości usług w sieci:
1) Implementacja min. 8 kolejek dla ruchu wyjściowego na każdym porcie dla obsługi ruchu o różnej klasie obsługi,
2) Implementacja algorytmu Shaped Round Robin dla obsługi kolejek,
3) Możliwość obsługi jednej z powyżej wspomnianych kolejek z bezwzględnym priorytetem w stosunku do innych (Strict Priority),
4) Klasyfikacja ruchu do klas różnej jakości obsługi (QoS) poprzez wykorzystanie następujących parametrów: źródłowy/docelowy adres MAC, źródłowy/docelowy adres IP, źródłowy/docelowy port TCP,
5) Możliwość ograniczania pasma dostępnego na danym porcie dla ruchu o danej klasie obsługi z dokładnością do 8 Kbps (policing, rate limiting),
6) Kontrola sztormów dla ruchu broadcast/multicast/unicast,
7) Możliwość zmiany przez urządzenie kodu wartości QoS zawartego w ramce Ethernet lub pakiecie IP – poprzez zmianę pola 802.1p (CoS) oraz IP ToS/DSCP.

	18.
	Obsługa protokołów i mechanizmów routingu:
1) Routing statyczny dla IPv4 i IPv6,
2) Routing dynamiczny – RIP, OSPF do 1000 routes, PIM Stub do 1000 routes
3) Policy-based routing (PBR),
4) Obsługa protokołu redundancji bramy (VRRP) z obsługą min. 256 grup,
5) Obsługa min. 10 tuneli GRE (Generic Routing Encapsulation).

	19.
	Obsługa protokołów i mechanizmów routingu:
1) Routing statyczny dla IPv4 i IPv6,
2) Routing dynamiczny – RIP, OSPF do 1000 routes, PIM Stub do 1000 routes
3) Policy-based routing (PBR),
4) Obsługa protokołu redundancji bramy (VRRP) z obsługą min. 256 grup,
5) Obsługa min. 10 tuneli GRE (Generic Routing Encapsulation).

	20.
	Przełącznik umożliwia lokalną i zdalną obserwację ruchu na określonym porcie, polegającą na kopiowaniu pojawiających się na nim ramek i przesyłaniu ich do zdalnego urządzenia monitorującego – mechanizmy SPAN, RSPAN.

	21.
	Przełącznik posiada funkcjonalność umożliwiającą przechwytywanie ruchu 
z wybranych interfejsów fizycznych urządzenia i generowanie plików typu „pcap” do dalszej analizy przy pomocy oprogramowanie zewnętrznego.

	22.
	Przełącznik posiada wzorce konfiguracji portów zawierające prekonfigurowane ustawienia rekomendowane zależnie od typu urządzenia dołączonego do portu (np. telefon IP, radiowy punkt dostępowy WiFi, stacja sieciowa, router itp.).

	23.
	Funkcjonalność sondy IP SLA Responder.

	24.
	Wsparcie dla protokołu OpenFlow 1.3.

	25.
	Funkcjonalność Time Domain Reflectometer (TDR) umożliwiająca wykonanie testu kabla UTP podłączonego do portu miedzianego GigabitEthernet (1Gb/s) oraz wykrycie uszkodzonej pary.

	26.
	Zarządzanie:
1) Port konsoli,
2) Dedykowany port Ethernet do zarządzania out-of-band,
3) Możliwość realizacji dostępu do konsoli znakowej lub wbudowanego graficznego interfejsu zarządzającego poprzez połączenie bezprzewodowe Bluetooth przy pomocy dodatkowego adaptera usb Bluetooth podłączanego do portu USB przełącznika. Funkcjonalność umożliwia kontrolę dostępu do konsoli poprzez mechanizm lokalnego konta logowania lub mechanizm AAA,
4) Plik konfiguracyjny urządzenia możliwy do edycji w trybie off-line (możliwość przeglądania i zmian konfiguracji w pliku tekstowym na dowolnym urządzeniu PC). Po zapisaniu konfiguracji w pamięci nieulotnej możliwość uruchomienia urządzenia z nową konfiguracją,
5) Obsługa protokołów SNMPv3, SSHv2, SCP, sftp (SSH File Transfer Protocol), https, syslog,
6) Możliwość konfiguracji za pomocą protokołu NETCONF (RFC 6241) 
i modelowania YANGa (RFC 6020) oraz eksportowania zdefiniowanych według potrzeb danych do zewnętrznych systemów,
7) Wsparcie dla protokoły RESTCONF, 
8) Wsparcie dla protokołu gNMI,
9) Przełącznik posiada diodę umożliwiającą identyfikację konkretnego urządzenia podczas akcji serwisowych,
10) Przełącznik posiada wbudowany tag RFID w celu łatwiejszego zarządzania infrastrukturą,
11) Port USB umożliwiający podłączenie zewnętrznego nośnika danych. Urządzenie ma możliwość uruchomienia z nośnika danych umieszczonego 
w porcie USB,
12) Urządzenie może zostać wyposażone w zewnętrzną pamięć przeznaczoną np. do wykorzystania przez aplikacje uruchomiane w kontenerach Docker 
w postaci klucza USB 3.0 o pojemności 240GB,
13) Funkcja programowego resetu urządzenia do ustawień fabrycznych wraz 
z całkowitym i nieodwracalnym (3-krotne nadpisanie) wyczyszczeniem takich danych jak: konfiguracja urządzenia, pliki logów, zmienne bootowania (startowe), dane uwierzytelniające (tzw. credentials), obrazy oprogramowania, klucze szyfrujące.

	27.
	Parametry fizyczne:
1) Możliwość montażu w szafie rack 19”,
2) Wysokość urządzenia 1 RU,
3) Głębokość chassis urządzenia z wentylatorami i zasilaczami mniejsza niż 57 cm.

	28.
	Możliwość próbkowania (bez samplowania) i eksportu statystyk ruchu do zewnętrznych kolektorów danych ze wsparciem sprzętowym dla protokołu NetFlow – obsługa min. 128000 strumieni (flow).

	29.
	Realizacja rozszerzenia protokołu NetFlow, który umożliwia monitorowanie większej ilości informacji zawartej w pakiecie danych od warstw 2 do 7, bardziej granularne monitorowanie ruchu i definiowanie monitorowanych przepływów (flow) poprzez elastyczne definiowanie pól kluczowych.

	30.
	Możliwość tworzenia skryptów celem obsługi zdarzeń, które mogą pojawić się 
w systemie.

	31.
	Izolowane środowisko dostępne bezpośrednio na przełączniku z możliwością tworzenia i uruchamiania skryptów.

	32.
	Wyposażenie urządzenia:
1) Przełącznik wyposażony w zasilacz redundantny o mocy min. 1100W identyczny jak zasilacz podstawowy,
2) Przełącznik wyposażony jest w moduł do łączenia w stos data wraz z kablem stakującym o długości min. 1 m,
3) Przełącznik wyposażony jest w kabel o długości min. 150 cm umożliwiający podłączenie do grupy przełączników współdzielących energię elektryczną,
4) Urządzenie wyposażone jest w licencje na wymagane funkcjonalności na okres bezterminowy.




2. Przełącznik rdzeniowy typ „B” 2 szt.
	I
	Parametry techniczne/Rodzaje portów i typy portów:

	1.
	24 porty 1/10/25 Gigabit Ethernet SFP/SFP+/SFP28

	2.
	Slot na moduł rozszerzeń: 
Zamawiający wymaga aby wraz z każdym przełącznikiem typu „B” został dostarczony jeden moduł rozszerzeń 8x10G typu SFP/SFP+/SFP28
(możliwość wymiany „na gorąco” – ang. hot swap) z możliwością obsadzenia modułami (zależnie od potrzeb):
· min. 8x1/10/25G typu SFP/SFP+/SFP28,
· min. 2x40/100G typu QSFP/QSFP28, 
· min. 8x100M/1G/2.5G/5G/10GBaseT RJ-45,
· min. 4x40/100G typu QSFP/QSFP28.

	3.
	1) Możliwość tworzenia logicznych jednostek zapewniających redundancję,
2) Możliwość stackowania (budowania jednostki logicznej) przełączników 
z zapewnieniem następujących funkcjonalności:
· Przepustowość w ramach stosu jednorodnego złożonego z takich samych urządzeń – min. 1Tb/s,
· Przepustowość w ramach stosu mieszanego złożonego z różnych urządzeń pochodzących z tej samej rodziny przełączników dostępowych - 480Gb/s,
· 8 urządzeń w stosie,
· Zarządzanie poprzez jeden adres IP,
· Możliwość tworzenia połączeń cross-stack Link Aggregation (czyli dla portów należących do różnych jednostek w stosie) zgodnie z IEEE 802.3ad,
· Wsparcie dla mechanizmu Stateful Switchover (SSO) dla urządzeń połączonych w stos, który polega na ustanowieniu jednego z urządzeń 
w stosie jako urządzenia aktywnego (active) a drugiego jako urządzenia zapasowego (standby) wraz z pełną synchronizacją informacji pomiędzy tymi urządzeniami w celu zminimalizowania przerwy podczas przełączania ruchu (dla protokołów warstwy 2),
· Możliwość współdzielenia mocy zasilaczy (grupa do 4 urządzeń w stosie) tzn. zasilacze stanowią zasób wspólny dla grupy przełączników (redundancja zasilania bez konieczności instalacji zasilaczy zapasowych 
w każdym przełączniku, możliwość „pożyczania” mocy dla innych jednostek w stosie, w tym dla przełączników wymagających większej mocy dla PoE, jeśli takie są zainstalowane w stosie).

	4.
	Zasilanie i chłodzenie:
1) Redundantne i wymienne moduły wentylatorów,
2) Możliwość instalacji zasilacza redundantnego AC 230V o mocy 715W. Zasilacze wymienne (możliwość instalacji/wymiany „na gorąco” – ang. hot swap).

	5.
	Parametry wydajnościowe:
1) Szybkość przełączania zapewniająca pracę z pełną wydajnością wszystkich interfejsów - również dla pakietów 64-bajtowych (przełącznik line-rate):
2) Przepustowość przełącznika (switching capacity) co najmniej:
· min. 1600 Gb/s (bez podłączenia do stosu), 
· min. 2500 Gb/s (z podłączeniem do stosu),
3) Prędkość przesyłania (forwarding rate) co najmniej:
· min. 1200 Mpps (bez podłączenia do stosu), 
· min. 2000 Mpps (z podłączeniem do stosu),
4) Bufor pakietów – min. 32MB,
5) Pamięć DRAM – min. 16GB,
6) Pamięć flash – min. 16GB,
7) Obsługa (podano wartości minimalne):
· 1000 aktywnych sieci VLAN,
· 32000 adresów MAC,
· 15000 tras IPv4,
· 7500 tras IPv6,
· Ilość wpisów w listach kontroli dostępu Security ACL – 5000,
· ilość wpisów w listach kontroli dostępu QoS ACL – 4000,
· 1000 interfejsów SVI L3,
· 128 interfejsów L3,
· Jumbo frame 9198B,
· 128 połączeń zagregowanych typu „port channel”,
· 16 linków w ramach jednego połączenia zagregowanego typu „port channel” LACP.

	6.
	Obsługa protokołu NTP.

	7.
	Obsługa IGMPv1/2/3 i MLDv1/2 Snooping.

	8.
	Przełącznik wspiera następujące mechanizmy związane z zapewnieniem ciągłości pracy sieci:
 IEEE 802.1w Rapid Spanning Tree,
 Per-VLAN Rapid Spanning Tree (PVRST+),
 IEEE 802.1s Multi-Instance Spanning Tree,
 Obsługa min. 256 instancji protokołu STP,
 Wsparcie dla protokołu REP (Resilient Ethernet Protocol),
 Redundancja połączeń uplink bez używania protokołu spanning-tree lub funkcji portchannel umożliwiająca aktywację zapasowego łącza uplink po wykryciu awarii łącza podstawowego wraz z możliwością wskazania, 
dla których sieci VLAN pierwszy uplink jest łączem podstawowym, a drugi uplink zapasowym a dla których przypisanie jest odwrotne. Realizacja funkcji automatycznego powrotu do ustawień sprzed awarii (preempt) po przywrócenia aktywności liku podstawowego.

	9.
	Obsługa protokołu LLDP (IEEE 802.1ab) i LLDP-MED.

	10.
	Realizacja funkcji 802.1Q tunneling (QinQ) wraz z obsługą tzw. selektywnego QinQ polegającego na możliwości zamapowania jednego lub kilku klienckich VLAN ID 
(C-VLAN ID) do VLAN ID (S-VLAN IS) używanego w sieci transportowej (operatora usługi QinQ).

	11.
	Funkcjonalność Layer 2 traceroute umożliwiająca śledzenie fizycznej trasy pakietu 
o zadanym źródłowym i docelowym adresie MAC.

	12.
	Obsługa funkcji Voice VLAN umożliwiającej odseparowanie ruchu danych i ruchu głosowego.

	13.
	Możliwość uruchomienia funkcji serwera DHCP.

	14.
	Mechanizmy związane z bezpieczeństwem sieci:
1) Wiele poziomów dostępu administracyjnego poprzez konsolę. Przełącznik umożliwia zalogowanie się administratora z konkretnym poziomem dostępu zgodnie z odpowiedzą serwera autoryzacji (privilege-level),
2) Autoryzacja użytkowników w oparciu o IEEE 802.1X z możliwością dynamicznego przypisania użytkownika do określonej sieci VLAN,
3) Autoryzacja użytkowników w oparciu o IEEE 802.1X z możliwością dynamicznego przypisania listy ACL,
4) Obsługa funkcji Guest VLAN umożliwiająca uzyskanie gościnnego dostępu do sieci dla użytkowników bez suplikanta 802.1X,
5) Możliwość uwierzytelniania urządzeń na porcie w oparciu o adres MAC,
6) Możliwość uwierzytelniania użytkowników w oparciu o portal www dla klientów bez suplikanta 802.1X,
7) Możliwość uwierzytelniania wielu użytkowników na jednym porcie oraz możliwość jednoczesnego uwierzytelniania na porcie telefonu IP i komputera PC podłączonego za telefonem,
8) Możliwość obsługi żądań Change of Authorization (CoA) zgodnie z RFC 5176,
9) Funkcjonalność flexible authentication (możliwość wyboru kolejności uwierzytelniania – 802.1X/uwierzytelnianie w oparciu o MAC adres/uwierzytelnianie oparciu o portal www),
10) Obsługa funkcji Port Security, DHCP Snooping, Dynamic ARP Inspection i IP Source Guard,
11) Zapewnienie podstawowych mechanizmów bezpieczeństwa IPv6 na brzegu sieci (IPv6 FHS) – w tym minimum ochronę przed rozgłaszaniem fałszywych komunikatów Router Advertisement (RA Guard) i ochronę przed dołączeniem nieuprawnionych serwerów DHCPv6 do sieci (DHCPv6 Guard),
12) Możliwość autoryzacji prób logowania do urządzenia (dostęp administracyjny) do serwerów RADIUS i TACACS+,
13) Obsługa list kontroli dostępu (ACL) następujących typów:
· Port ACL umożliwiające kontrolę ruchu wchodzącego (inbound) na poziomie portów L2 przełącznika,
· VLAN ACL umożliwiające kontrolę ruchu pomiędzy stacjami znajdującymi się w tej samem sieci VLAN w obrębie przełącznika,
· Routed ACL umożliwiające kontrolę ruchu routowanego pomiędzy sieciami VLAN, 
· Możliwość konfiguracji tzw. czasowych list ACL (aktywnych w określonych godzinach i dniach tygodnia),
14) Możliwość szyfrowania ruchu zgodnie z IEEE 802.1ae (MACSec) dla wszystkich portów przełącznika (dla połączeń switch-switch) kluczami 
o długości 128-bitów (gcm-aes-128),
15) Wbudowane mechanizmy ochrony warstwy kontrolnej przełącznika (CoPP – Control Plane Policing),
16) Realizacja funkcji Private VLAN zarówno na portach dostępowych oraz portach trunk (obsługa wielu sieci primary VLAN na jednym porcie trunk oraz wielu sieci secondary vlan na jednym porcie trunk). Realizacja dynamicznych sieci prywatnych VLAN tj. możliwość przypisania portu przełącznika do danej prywatnej sieci VLAN w wyniku uwierzytelnienia podłączonej stacji lub użytkownika w systemie RADIUS,
17) Obsługa RADSEC czyli Radius over TLS dla zabezpieczenia komunikacji Radius w sieci.

	15.
	Mechanizmy związane z zapewnieniem jakości usług w sieci:
1) Implementacja min. 8 kolejek dla ruchu wyjściowego na każdym porcie dla obsługi ruchu o różnej klasie obsługi,
2) Implementacja algorytmu Shaped Round Robin dla obsługi kolejek,
3) Możliwość obsługi jednej z powyżej wspomnianych kolejek z bezwzględnym priorytetem w stosunku do innych (Strict Priority),
4) Klasyfikacja ruchu do klas różnej jakości obsługi (QoS) poprzez wykorzystanie następujących parametrów: źródłowy/docelowy adres MAC, źródłowy/docelowy adres IP, źródłowy/docelowy port TCP,
5) Możliwość ograniczania pasma dostępnego na danym porcie dla ruchu o danej klasie obsługi z dokładnością do 8 Kbps (policing, rate limiting),
6) Kontrola sztormów dla ruchu broadcast/multicast/unicast,
7) Możliwość zmiany przez urządzenie kodu wartości QoS zawartego w ramce Ethernet lub pakiecie IP – poprzez zmianę pola 802.1p (CoS) oraz IP ToS/DSCP.

	16.
	Obsługa protokołów i mechanizmów routingu:
1) Routing statyczny dla IPv4 i IPv6,
2) Routing dynamiczny – RIP, OSPF do 1000 routes, PIM Stub do 1000 routes
3) Policy-based routing (PBR),
4) Obsługa protokołu redundancji bramy (VRRP) z obsługą 256 grup,
5) Obsługa min. 100 tuneli GRE (Generic Routing Encapsulation).

	17.
	Przełącznik umożliwia lokalną i zdalną obserwację ruchu na określonym porcie, polegającą na kopiowaniu pojawiających się na nim ramek i przesyłaniu ich do zdalnego urządzenia monitorującego – mechanizmy SPAN, RSPAN.

	18.
	Przełącznik posiada funkcjonalność umożliwiającą przechwytywanie ruchu 
z wybranych interfejsów fizycznych urządzenia i generowanie plików typu „pcap” do dalszej analizy przy pomocy oprogramowanie zewnętrznego.

	19.
	Przełącznik posiada wzorce konfiguracji portów zawierające prekonfigurowane ustawienia rekomendowane zależnie od typu urządzenia dołączonego do portu 
(np. telefon IP, radiowy punkt dostępowy WiFi, stacja sieciowa, router itp.).

	20.
	Funkcjonalność sondy IP SLA Responder.

	21.
	Zarządzanie:
1) Port konsoli,
2) Dedykowany port Ethernet do zarządzania out-of-band,
3) Możliwość realizacji dostępu do konsoli znakowej lub wbudowanego graficznego interfejsu zarządzającego poprzez połączenie bezprzewodowe Bluetooth przy pomocy dodatkowego adaptera usb Bluetooth podłączanego do portu USB przełącznika. Funkcjonalność umożliwia kontrolę dostępu do konsoli poprzez mechanizm lokalnego konta logowania lub mechanizm AAA,
4) Plik konfiguracyjny urządzenia możliwy do edycji w trybie off-line (możliwość przeglądania i zmian konfiguracji w pliku tekstowym na dowolnym urządzeniu PC). Po zapisaniu konfiguracji w pamięci nieulotnej możliwość uruchomienia urządzenia z nową konfiguracją,
5) Obsługa protokołów SNMPv3, SSHv2, SCP, sftp (SSH File Transfer Protocol), https, syslog,
6) Możliwość konfiguracji za pomocą protokołu NETCONF (RFC 6241) 
i modelowania YANGa (RFC 6020) oraz eksportowania zdefiniowanych według potrzeb danych do zewnętrznych systemów,
7) Wsparcie dla protokoły RESTCONF, 
8) Wsparcie dla protokołu gNMI,
9) Przełącznik posiada diodę umożliwiającą identyfikację konkretnego urządzenia podczas akcji serwisowych,
10) Przełącznik posiada wbudowany tag RFID w celu łatwiejszego zarządzania infrastrukturą,
11) Port USB umożliwiający podłączenie zewnętrznego nośnika danych. Urządzenie ma możliwość uruchomienia z nośnika danych umieszczonego 
w porcie USB;
12) Urządzenie może zostać wyposażone w zewnętrzną pamięć przeznaczoną np. do wykorzystania przez aplikacje uruchomiane w kontenerach Docker 
w postaci klucza USB 3.0 o pojemności 240GB;
13) Funkcja programowego resetu urządzenia do ustawień fabrycznych wraz 
z całkowitym i nieodwracalnym (3-krotne nadpisanie) wyczyszczeniem takich danych jak: konfiguracja urządzenia, pliki logów, zmienne bootowania (startowe), dane uwierzytelniające (tzw. credentials), obrazy oprogramowania, klucze szyfrujące.

	22.
	Parametry fizyczne:
1) Możliwość montażu w szafie rack 19”,
2) Wysokość urządzenia 1 RU,
3) Głębokość chassis urządzenia z wentylatorami i zasilaczami mniejsza niż 57 cm.

	23.
	Możliwość próbkowania (bez samplowania) i eksportu statystyk ruchu do zewnętrznych kolektorów danych ze wsparciem sprzętowym dla protokołu NetFlow – obsługa min. 128000 strumieni (flow).

	24.
	Realizacja rozszerzenia protokołu NetFlow, który umożliwia monitorowanie większej ilości informacji zawartej w pakiecie danych od warstw 2 do 7, bardziej granularne monitorowanie ruchu i definiowanie monitorowanych przepływów (flow) poprzez elastyczne definiowanie pól kluczowych.

	25.
	Możliwość tworzenia skryptów celem obsługi zdarzeń, które mogą pojawić się w systemie.

	26.
	Izolowane środowisko dostępne bezpośrednio na przełączniku z możliwością tworzenia i uruchamiania skryptów.

	27.
	Wyposażenie urządzenia:
1) Przełącznik wyposażony w zasilacz redundantny o mocy 715W - identyczny jak zasilacz podstawowy,
2) Przełącznik wyposażony jest w moduł do łączenia w stos data wraz z kablem stakującym o długości min. 1m,
3) Przełącznik wyposażony jest w kabel o długości min. 150 cm umożliwiający podłączenie do grupy przełączników współdzielących energię elektryczną, 
4) Urządzenie wyposażone jest w licencje na wymagane funkcjonalności na okres bezterminowy.



3. Dostawa modułów SFP+ i okablowania
	Parametr
	Wymagania

	Moduły SFP+
	Należy dostarczyć 80 modułów SFP+ 10Gb SR (MM)

	Okablowanie
	Należy dostarczyć niezbędne okablowanie do integracji z infrastrukturą LAN oraz
· 4 x Twinax o długości 1m każdy,
· 4 x Twinax o długości 3m każdy.




4. Środowisko Zamawiającego:
Przełączniki będą częścią nowej sieci LAN Zamawiającego z jednoczesnym uwzględnieniem, że zostaną przyłączone do istniejącej sieci LAN, która bazuje na technologii Cisco. Zamawiający wymaga, aby oferowane przełączniki zapewniały pełną kompatybilność oraz zgodność funkcjonalną i technologiczną z obecnym środowiskiem. Kluczowym wymogiem jest możliwość bezkolizyjnej implementacji oraz ścisłej współpracy z wykorzystywanymi protokołami i systemami zarządzania, bez konieczności stosowania dodatkowych konwerterów czy bramek pośredniczących.

5. Wdrożenie i konfiguracja
	Parametr
	Wymagania

	Projekt
	Przygotowanie dokumentacji projektowej infrastruktury rdzeniowej LAN Zamawiającego. Projekt powinien zawierać zalecenia dotyczące nowej konfiguracji sieci.

	Dokumentacja powykonawcza
	Dokumentacja powykonawcza musi zawierać dokładną dokumentację całej sieci LAN w kontekście przełączników rdzeniowych oraz dostępowych. Schemat infrastruktury po wdrożeniu dostarczonych przełączników wraz z opisem. Szczegółową konfigurację dostarczonych przełączników. Topologię połączeń fizycznych sieci LAN oraz adresację sieciową.





6. Wsparcie gwarancyjne i warunki
	Parametr
	Wymagania

	Serwis
	Wsparcie gwarancyjne zgodnie z okresem zaoferowanym w ofercie, jednak, nie krócej niż 36 miesięcy w trybie zgłaszania w godzinach roboczych[footnoteRef:1] (5x8) z gwarancją naprawy urządzenia następnego dnia roboczego (NBD), lub wymiana urządzenia na wolne od wad o nie gorszych parametrach. [1:  Ilekroć mowa jest o dniach roboczych rozumieć przez to należy dni od poniedziałku do piątku, 
z wyłączeniem dni ustawowo wolnych od pracy oraz sobót.] 

Oferowany serwis gwarancyjny musi zapewnić Zamawiającemu przez cały okres trwania gwarancji możliwość zgłoszenia awarii urządzenia bezpośrednio producentowi urządzenia (a nie tylko Wykonawcy zamówienia)

	Gwarancja wykonania
	Testy powdrożeniowe, pozwalające sprawdzić poprawność konfiguracji infrastruktury i funkcje związane z niezawodnością infrastruktury.

	Warunki odbioru 
i dostawy
	Dostarczone przełączniki oraz oryginalne moduły SFP+ muszą pochodzić z autoryzowanego kanału dystrybucyjnego producenta przełącznika w Polsce. Muszą być fabrycznie nowe, nieeksploatowane w żaden sposób oraz nie wykorzystywane 
w celach prezentacyjnych, ekspozycyjnych lub pochodzić z odsprzedaży.
Zamawiający zastrzega sobie prawo do sprawdzenia legalności dostawy bezpośrednio u polskiego przedstawiciela producenta, 
w szczególności ważności i zakresu uprawnień gwarancyjnych.



Wykonawca na swój koszt zobowiązuje się do właściwego opakowania i załadowania Sprzętu oraz zabezpieczenia go w czasie transportu do siedziby Zamawiającego. Odpowiedzialność za wszelkie szkody powstałe w trakcie transportu ponosi Wykonawca.

7.  Wymagania dla usług wdrożeniowych
W ramach realizacji przedmiotu zamówienia Wykonawca zobowiązuje się do: 
1) montażu przełączników przyłączenie związanego z nimi okablowania w przygotowanym przez Zamawiającego pomieszczeniu technicznym,
2) zaktualizowania wersji oprogramowania do wersji rekomendowanej przez producenta,
3) uprządkowania i przyłączenia kabli,
· wykonania podłączenia do sieci energetycznej Zamawiającego na podstawie zdefiniowanych wymagań środowiskowych,
· wykonania podłączenia do sieci LAN Zamawiającego na poziomie fizycznym 
i logicznym (vlan itp.) na podstawie zdefiniowanych wymagań środowiskowych,
4) zainstalowania i skonfigurowania oprogramowania monitorującego,
5) wykonania i dostarczenia dokumentacji technicznej powdrożeniowej (przygotowana 
w języku polskim w wersji papierowej oraz elektronicznej na nośniku CD lub DVD 
w edytowalnym pliku doc. oraz w pliku pdf.) zawierającą w szczególności: 
· parametry techniczne dostarczanego rozwiązania – sprzętowe, sieciowe i oprogramowania podstawowego, 
· topologię logiczną i fizyczną podłączeń sieciowych rozwiązania z uwzględnieniem opisu parametrów do sieci LAN Zamawiającego, 
· zestawienie i opisanie funkcjonalności wykorzystywanych w rozwiązaniu objętym wdrożeniem,
· zestawienie pełnej adresacji IP oraz danych dostępowych do rozwiązania objętego wdrożeniem.

8. Wymagania dotyczące wsparcia technicznego
Zamawiający wymaga zapewnienia wsparcia technicznego po okresie wdrożenia, zgodnie z zaoferowanym okresem gwarancji, nie krótszym niż 36 miesięcy, zgodnie z poniższymi warunkami. 
Wykonawca przez wyżej wymieniony okres będzie świadczył usługę wsparcia technicznego, polegającą na obsłudze zgłoszeń serwisowych w dni robocze w godzinach od 8:00 do 17:00 telefonicznie lub drogą elektroniczną oraz na konsultacjach w zakresie konfiguracji oraz obsługi, w tym:
1. diagnozy błędów środowiska jak i naprawy błędnej konfiguracji;
1. prawo do otrzymywania aktualnych wersji oprogramowania oraz publikowanych poprawek;
1. udzielanie konsultacji i wyjaśnień telefonicznie lub drogą poczty elektronicznej 
w dniach roboczych;
1. rozwiązywanie problemów w działaniu, o ile problemy te nie wynikają z błędu systemowego, który możliwy jest do rozwiązania jedynie przez producenta systemu, a także aktualizacji oraz dostęp do składania zapytań przez stronę internetową;
1. przekazywanie błędów systemowych do producenta, o ile te wynikają z błędu systemowego, który możliwy jest do rozwiązania jedynie przez producenta systemu;
1. wykonywanie aktualizacji oraz rekonfiguracji zamówionych przełączników – 
w przypadku gdy dana aktualizacja będzie wymagała przeprowadzenia rekonfiguracji;
1. internetowy dostęp do dokumentacji i bazy wiedzy oraz zdalne wsparcie świadczone w trybie co najmniej 8 godzin na dobę od poniedziałku do piątku;
1. obsługa serwisowa w języku polskim.

III. OGÓLNE WARUNKI REALIZACJI ZAMÓWIENIA
Zamawiający wymaga wykonania przez Wykonawcę wszystkich niezbędnych prac w celu uruchomienia poprawnego podłączenia nowej infrastruktury do istniejącej sieci LAN Zamawiającego, w tym dostarczenia w ramach przedmiotu zamówienia wszelkich niezbędnych akcesoriów, kabli przyłączeniowych oraz innych niezbędnych komponentów.

IV. TERMIN REALIZACJI ZAMÓWIENIA
Termin realizacji do 60 dni kalendarzowych od podpisania Umowy.

V. PŁATNOŚCI
Termin płatności 21 dni kalendarzowych od daty dostarczenia prawidłowo wystawionej faktury VAT.

Opis Przedmiotu Zamówienia (OPZ) - CZĘŚĆ II


I. PRZEDMIOT ZAMÓWIENIA
Przedmiotem zamówienia jest dostawa i wdrożenie przełączników, a także udzielenie gwarancji jakości i wsparcia technicznego na oferowane rozwiązanie. 
W ramach realizacji przedmiotu zamówienia Wykonawca dokona dostawy, wdrożenia, będzie realizować wsparcie techniczne oraz serwis gwarancyjny zgodnie z okresem zaoferowanym w ofercie, jednak nie dłużej niż 36 miesięcy.
Zamawiający wymaga dostawy i wdrożenia 1 szt. przełącznika dostępowego i modułów SFP+ wraz z okablowaniem niezbędnym do ich uruchomienia, zwanych dalej „Sprzętem”, konfigurację obecnych urządzeń oraz zapewnienie prawidłowego funkcjonowania Sprzętu 
w docelowej lokalizacji Zamawiającego w Warszawie w terminie zaoferowanym w ofercie, jednak, nie dłuższym niż 60 dni kalendarzowych, od dnia zawarcia Umowy.
Zaoferowane urządzenia muszą być fabrycznie nowe, przeznaczone do sprzedaży na rynku europejskim (zgodnie z ustawą z dnia 30.08.2002 r. o systemie oceny zgodności 
(Dz. U. z 2023 r. poz. 215) i z wydanymi na jej podstawie rozporządzeniami), wyprodukowane nie wcześniej niż 6 miesięcy przed datą dostarczenia oraz objęte wymaganą gwarancją możliwą do egzekwowania przez Zamawiającego w Polsce. Zamawiający nie dopuszcza produktów „odnawianych" (ang. Refurbished).
Zamawiający wymaga, aby wszystkie dostarczone urządzenia pochodziły z oficjalnego kanału dystrybucyjnego producenta przełącznika, a serwis gwarancyjny był autoryzowany przez producenta urządzeń i oprogramowania oraz świadczony przez producenta lub autoryzowanych partnerów w centrach serwisowych na terenie Unii Europejskiej.
Zaoferowane przełączniki sieciowe oraz oprogramowanie muszą pochodzić od tego samego producenta.
W ramach realizacji przedmiotu zamówienia, Wykonawca jest zobowiązany do wykonania następujących czynności:,
1) opracowania projektu technicznego wdrożenia Sprzętu oraz przedłożenia go Zamawiającemu do akceptacji,
2) dostarczenia oraz rozpakowania dostarczonego Sprzętu,
3) aktualizacji oprogramowania dostarczonych urządzeń do najnowszej rekomendowanej przez producenta wersji,
4) montażu dostarczonego Sprzętu oraz związanego z nim okablowania w szafie teleinformatycznej znajdującej się w przygotowanym przez Zamawiającego pomieszczeniu technicznym, demontażu wymienianych urządzeń,
5) zestackowania przełącznika typ A z typem B za pomocą kompatybilnych modułów stackujących oraz przewodów,
6) uruchomienia Sprzętu i przeprowadzenia wbudowanych procedur testujących,
7) konfiguracji Sprzętu zgodnie z zaakceptowanym przez Zamawiającego projektem technicznym, o którym mowa w pkt 1, w tym obecnych i dostarczonych przełączników dostępowych, konfiguracji modułów SPF/SPF+ oraz pozostałych przełączników w sieci LAN,
8) konfiguracji przełączników min. do uwierzytelniania 802.1X z wykorzystaniem posiadanego przez Zamawiającego systemu Cisco ISE,
9) wykonania pełnej i szczegółowej dokumentacji technicznej powdrożeniowej, obejmującej co najmniej:
a) szczegółową konfigurację dostarczonego Sprzętu,
b) topologie połączeń fizycznych sieci LAN,
c) topologię logiczną sieci LAN,
d) pełną adresację sieciową,
e) opis umożliwiający administrowanie i zarządzanie wszystkimi przełącznikami w sieci LAN,
f) procedury awaryjne.

Wykonawca w terminie do 10 dni kalendarzowych po zawarciu Umowy jest zobowiązany do wykonania czynności, o których mowa w pkt.1 i 2.

II. SPECYFIKACJA TECHNICZNA PRZEDMIOTU ZAMÓWIENIA

1. Przełącznik dostępowy 1szt.
	I
	Parametry techniczne/Rodzaje portów i typy portów:

	1.
	48 portów 1 Gigabit Ethernet RJ45 z funkcjonalnością PoE+, 4 porty 10/1 SFP+  

	2.
	Możliwość stackowania przełączników z zapewnieniem następujących funkcjonalności
1. Przepustowość w ramach stosu jednorodnego złożonego z takich samych urządzeń – min. 80 Gb/s,
1. 8 urządzeń w stosie,
1. Zarządzanie poprzez jeden adres IP,
1. Możliwość tworzenia połączeń cross-stack Link Aggregation (czyli dla portów należących do różnych jednostek w stosie) zgodnie z IEEE 802.3ad,
1. Wsparcie dla mechanizmu Stateful Switchover (SSO) dla urządzeń połączonych w stos, który polega na ustanowieniu jednego z urządzeń w stosie jako urządzenia aktywnego (active) a drugiego jako urządzenia zapasowego (standby) wraz z pełną synchronizacją informacji pomiędzy tymi urządzeniami w celu zminimalizowania przerwy podczas przełączania ruchu (dla protokołów warstwy 2).

	3.
	Zasilanie i chłodzenie
1. Redundantne i wymienne moduły wentylatorów
1. Moc dostępna dla funkcjonalności PoE+ min. 740W. Zasilacze wymienne (możliwość instalacji/wymiany „na gorąco” – ang. hot swap)

	4.
	Parametry wydajnościowe:
1) Szybkość przełączania zapewniająca pracę z pełną wydajnością wszystkich interfejsów - również dla pakietów 64-bajtowych (przełącznik line-rate):
· przepustowość przełącznika (switching capacity) co najmniej:
· min. 120 Gb/s (bez podłączenia do stosu), min. 200 Gb/s 
(z podłączeniem do stosu)
· prędkość przesyłania (forwarding rate) co najmniej:
· min. 90 Mpps (bez podłączenia do stosu), min. 150 Mpps 
(z podłączeniem do stosu)
2) Bufor pakietów – min. 6MB,  
3) Pamięć DRAM – min. 2GB
4) Pamięć flash – min. 4GB
5) Obsługa (podano wartości minimalne):
6) 4096 VLAN ID
7) 16000 adresów MAC
8) 3000 tras IPv4
9) 1500 tras IPv6
10) Ilość wpisów w listach kontroli dostępu Security ACL – 1500
11) Ilość wpisów w listach kontroli dostępu QoS ACL – 1000
12) 500 interfejsów SVI L3
13) Jumbo frame 9198B

	5.
	Przełącznik wspiera następujące mechanizmy związane z zapewnieniem ciągłości pracy sieci: 
1) IEEE 802.1w Rapid Spanning Tree
2) Per-VLAN Rapid Spanning Tree (PVRST+)
3) IEEE 802.1s Multi-Instance Spanning Tree
4) Obsługa min. 120 instancji protokołu STP
5) Wsparcie dla protokołu REP (Resilient Ethernet Protocol)
6) Redundancja połączeń uplink bez używania protokołu spanning-tree lub funkcji portchannel umożliwiająca aktywację zapasowego łącza uplink po wykryciu awarii łącza podstawowego wraz z możliwością wskazania, dla których sieci VLAN pierwszy uplink jest łączem podstawowym a drugi uplink zapasowym a dla których przypisanie jest odwrotne. Realizacja funkcji automatycznego powrotu do ustawień sprzed awarii (preempt) po przywrócenia aktywności liku podstawowego

	6.
	Mechanizmy związane z bezpieczeństwem sieci:
1) Wiele poziomów dostępu administracyjnego poprzez konsolę. Przełącznik umożliwia zalogowanie się administratora z konkretnym poziomem dostępu zgodnie z odpowiedzą serwera autoryzacji (privilege-level),
2) Autoryzacja użytkowników w oparciu o IEEE 802.1X z możliwością dynamicznego przypisania użytkownika do określonej sieci VLAN,
3) Autoryzacja użytkowników w oparciu o IEEE 802.1X z możliwością dynamicznego przypisania listy ACL,
4) Obsługa funkcji Guest VLAN umożliwiająca uzyskanie gościnnego dostępu do sieci dla użytkowników bez suplikanta 802.1X,
5) Możliwość uwierzytelniania urządzeń na porcie w oparciu o adres MAC,
6) Możliwość uwierzytelniania użytkowników w oparciu o portal www dla klientów bez suplikanta 802.1X,
7) Możliwość uwierzytelniania wielu użytkowników na jednym porcie oraz możliwość jednoczesnego uwierzytelniania na porcie telefonu IP i komputera PC podłączonego za telefonem,
8) Możliwość obsługi żądań Change of Authorization (CoA) zgodnie z RFC 5176,
9) Funkcjonalność flexible authentication (możliwość wyboru kolejności uwierzytelniania – 802.1X/uwierzytelnianie w oparciu o MAC adres/uwierzytelnianie oparciu o portal www),
10) Obsługa funkcji Port Security, DHCP Snooping, Dynamic ARP Inspection i IP Source Guard,
11) Zapewnienie podstawowych mechanizmów bezpieczeństwa IPv6 na brzegu sieci (IPv6 FHS) – w tym minimum ochronę przed rozgłaszaniem fałszywych komunikatów Router Advertisement (RA Guard) i ochronę przed dołączeniem nieuprawnionych serwerów DHCPv6 do sieci (DHCPv6 Guard),
12) Możliwość autoryzacji prób logowania do urządzenia (dostęp administracyjny) do serwerów RADIUS i TACACS+,
13) Obsługa list kontroli dostępu (ACL) następujących typów:
14) Port ACL umożliwiające kontrolę ruchu wchodzącego (inbound) na poziomie portów L2 przełącznika,
15) VLAN ACL umożliwiające kontrolę ruchu pomiędzy stacjami znajdującymi się w tej samem sieci VLAN w obrębie przełącznika,
16) Routed ACL umożliwiające kontrolę ruchu routowanego pomiędzy sieciami VLAN, 
17) Możliwość konfiguracji tzw. czasowych list ACL 
(aktywnych w określonych godzinach i dniach tygodnia);
18) Wbudowane mechanizmy ochrony warstwy kontrolnej przełącznika 
(CoPP – Control Plane Policing),
19) Realizacja funkcji Private VLAN zarówno na portach dostępowych oraz portach trunk (obsługa wielu sieci primary VLAN na jednym porcie trunk oraz wielu sieci secondary vlan na jednym porcie trunk). Realizacja dynamicznych sieci prywatnych VLAN tj. możliwość przypisania portu przełącznika do danej prywatnej sieci VLAN w wyniku uwierzytelnienia podłączonej stacji lub użytkownika w systemie RADIUS,

	
	Mechanizmy związane z zapewnieniem jakości usług w sieci:
1) Implementacja algorytmu Shaped Round Robin dla obsługi kolejek,
2) Możliwość obsługi jednej z powyżej wspomnianych kolejek z bezwzględnym priorytetem w stosunku do innych (Strict Priority),
3) Klasyfikacja ruchu do klas różnej jakości obsługi (QoS) poprzez wykorzystanie następujących parametrów: źródłowy/docelowy adres MAC, źródłowy/docelowy adres IP, źródłowy/docelowy port TCP,
4) Kontrola sztormów dla ruchu broadcast/multicast/unicast,
5) Możliwość zmiany przez urządzenie kodu wartości QoS zawartego w ramce Ethernet lub pakiecie IP – poprzez zmianę pola 802.1p (CoS) oraz IP ToS/DSCP

	7.
	Obsługa protokołu NTP.

	8.
	Obsługa IGMPv1/2/3 i MLDv1/2 Snooping.

	9.
	Obsługa protokołu LLDP (IEEE 802.1ab) i LLDP-MED

	10.
	Realizacja funkcji 802.1Q tunneling (QinQ) wraz z obsługą tzw. selektywnego QinQ polegającego na możliwości zamapowania jednego lub kilku klienckich VLAN ID 
(C-VLAN ID) do VLAN ID (S-VLAN IS) używanego w sieci transportowej (operatora usługi QinQ)

	11.
	Obsługa protokołów i mechanizmów routingu:
1) Routing statyczny dla IPv4 i IPv6,
2) Routing dynamiczny – RIP, OSPF do 1000 routes, PIM Stub do 1000 routes
3) Policy-based routing (PBR),
4) Obsługa protokołu redundancji bramy (VRRP)

	12.
	Funkcjonalność Layer 2 traceroute umożliwiająca śledzenie fizycznej trasy pakietu 
o zadanym źródłowym i docelowym adresie MAC.

	13.
	Obsługa funkcji Voice VLAN umożliwiającej odseparowanie ruchu danych i ruchu głosowego.

	14.
	Możliwość uruchomienia funkcji serwera DHCP.

	15.
	Przełącznik umożliwia lokalną i zdalną obserwację ruchu na określonym porcie, polegającą na kopiowaniu pojawiających się na nim ramek i przesyłaniu ich do zdalnego urządzenia monitorującego – mechanizmy SPAN, RSPAN

	16.
	Przełącznik posiada funkcjonalność umożliwiającą przechwytywanie ruchu z wybranych interfejsów fizycznych urządzenia i generowanie plików typu „pcap” do dalszej analizy przy pomocy oprogramowanie zewnętrznego,

	17.
	Przełącznik posiada wzorce konfiguracji portów zawierające prekonfigurowane ustawienia rekomendowane zależnie od typu urządzenia dołączonego do portu 
(np. telefon IP, radiowy punkt dostępowy WiFi, stacja sieciowa, router itp.)

	18.
	Funkcjonalność sondy IP SLA Responder

	26.
	Zarządzanie:
1. Port konsoli,
1. Dedykowany port Ethernet do zarządzania out-of-band,
1. Możliwość realizacji dostępu do konsoli znakowej lub wbudowanego graficznego interfejsu zarządzającego poprzez połączenie bezprzewodowe Bluetooth przy pomocy dodatkowego adaptera usb Bluetooth podłączanego do portu USB przełącznika. Funkcjonalność umożliwia kontrolę dostępu do konsoli poprzez mechanizm lokalnego konta logowania lub mechanizm AAA,
1. Plik konfiguracyjny urządzenia możliwy do edycji w trybie off-line (możliwość przeglądania i zmian konfiguracji w pliku tekstowym na dowolnym urządzeniu PC). Po zapisaniu konfiguracji w pamięci nieulotnej możliwość uruchomienia urządzenia z nową konfiguracją,
1. Obsługa protokołów SNMPv3, SSHv2, SCP, sftp (SSH File Transfer Protocol), https, syslog,
1. Możliwość konfiguracji za pomocą protokołu NETCONF (RFC 6241) 
i modelowania YANGa (RFC 6020) oraz eksportowania zdefiniowanych według potrzeb danych do zewnętrznych systemów,
1. Wsparcie dla protokoły RESTCONF, 
1. Wsparcie dla protokołu gNMI,
1. Przełącznik posiada diodę umożliwiającą identyfikację konkretnego urządzenia podczas akcji serwisowych,
1. Przełącznik posiada wbudowany tag RFID w celu łatwiejszego zarządzania infrastrukturą,
1. Port USB umożliwiający podłączenie zewnętrznego nośnika danych. Urządzenie ma możliwość uruchomienia z nośnika danych umieszczonego 
w porcie USB;
1. Urządzenie może zostać wyposażone w zewnętrzną pamięć przeznaczoną np. do wykorzystania przez aplikacje uruchomiane w kontenerach Docker 
w postaci klucza USB 3.0 o pojemności 240GB;
1. Funkcja programowego resetu urządzenia do ustawień fabrycznych wraz 
z całkowitym i nieodwracalnym (3-krotne nadpisanie) wyczyszczeniem takich danych jak: konfiguracja urządzenia, pliki logów, zmienne bootowania (startowe), dane uwierzytelniające (tzw. credentials), obrazy oprogramowania, klucze szyfrujące.

	27.
	Parametry fizyczne:
1. Możliwość montażu w szafie rack 19”,
1. Wysokość urządzenia 1 RU,
1. Głębokość chassis urządzenia z wentylatorami i zasilaczami mniejsza niż 57 cm.

	28.
	Możliwość próbkowania (bez samplowania) i eksportu statystyk ruchu do zewnętrznych kolektorów danych ze wsparciem sprzętowym dla protokołu NetFlow – obsługa min. 128000 strumieni (flow).

	29.
	Realizacja rozszerzenia protokołu NetFlow w postaci tzw. Flexible NetFlow, który umożliwia monitorowanie większej ilości informacji zawartej w pakiecie danych od warstw 2 do 7, bardziej granularne monitorowanie ruchu i definiowanie monitorowanych przepływów (flow) poprzez elastyczne definiowanie pól kluczowych.

	30.
	Możliwość tworzenia skryptów celem obsługi zdarzeń, które mogą pojawić się 
w systemie.

	31.
	Izolowane środowisko oparte o Linuxa (GuestShell) dostępne bezpośrednio na przełączniku z możliwością tworzenia i uruchamiania skryptów Python bezpośrednio na przełączniku.

	32.
	Wyposażenie urządzenia:
1. Przełącznik wyposażony w zasilacz redundantny o mocy 600W - identyczny jak zasilacz podstawowy,
1. Przełącznik wyposażony jest w moduł do łączenia w stos data wraz z kablem stakującym o długości 1m ,
1. Urządzenie wyposażone jest w licencje subskrypcyjną na wymagane funkcjonalności na okres 3 lat



1. Dostawa modułów SFP+ i okablowania
	Parametr
	Wymagania

	Moduły SFP+
	Należy dostarczyć 2 moduły SFP+ 10Gb SR (MM)

	Okablowanie
	Należy dostarczyć niezbędne okablowanie do integracji z infrastrukturą LAN oraz:
· 4 x Twinax o długości 1m każdy
· 4 x Twinax o długości 3m każdy



1. Środowisko Zamawiającego:
Przełączniki będą częścią nowej sieci LAN Zamawiającego z jednoczesnym uwzględnieniem, że zostaną przyłączone do istniejącej sieci LAN, która bazuje na technologii Cisco. Zamawiający wymaga, aby oferowane przełączniki zapewniały pełną kompatybilność oraz zgodność funkcjonalną i technologiczną z obecnym środowiskiem. Kluczowym wymogiem jest możliwość bezkolizyjnej implementacji oraz ścisłej współpracy 
z wykorzystywanymi protokołami i systemami zarządzania, bez konieczności stosowania dodatkowych konwerterów czy bramek pośredniczących.

1. Wdrożenie i konfiguracja
	Parametr
	Wymagania

	Projekt
	Przygotowanie dokumentacji projektowej infrastruktury LAN Zamawiającego. Projekt powinien zawierać zalecenia dotyczące nowej konfiguracji sieci.

	Dokumentacja powykonawcza
	Dokumentacja powykonawcza musi zawierać dokładną dokumentację całej sieci LAN w kontekście przełączników dostępowych. Schemat infrastruktury po wdrożeniu dostarczonych przełączników wraz z opisem. Szczegółową konfigurację dostarczonych przełączników. Topologię połączeń fizycznych sieci LAN oraz adresację sieciową.



1. Wsparcie gwarancyjne i warunki
	Parametr
	Wymagania

	Serwis
	Wsparcie gwarancyjne zgodnie z okresem zaoferowanym w ofercie, jednak, nie krócej niż 36 miesięcy w trybie zgłaszania w godzinach roboczych (5x8) z gwarancją naprawy urządzenia następnego dnia roboczego (NBD), lub wymiana urządzenia na wolne od wad o nie gorszych parametrach.
Oferowany serwis gwarancyjny musi zapewnić Zamawiającemu przez cały okres trwania gwarancji możliwość zgłoszenia awarii urządzenia bezpośrednio producentowi urządzenia (a nie tylko Wykonawcy zamówienia)

	Gwarancja wykonania
	Testy powdrożeniowe, pozwalające sprawdzić poprawność konfiguracji infrastruktury i funkcje związane z niezawodnością infrastruktury.

	Warunki odbioru 
i dostawy
	Dostarczone przełączniki oraz moduły SFP+ muszą pochodzić 
z autoryzowanego kanału dystrybucyjnego producenta w Polsce. Muszą być fabrycznie nowe, nieeksploatowane w żaden sposób oraz nie wykorzystywane w celach prezentacyjnych, ekspozycyjnych lub pochodzić z odsprzedaży.
Zamawiający zastrzega sobie prawo do sprawdzenia legalności dostawy bezpośrednio u polskiego przedstawiciela producenta, 
w szczególności ważności i zakresu uprawnień gwarancyjnych.



Wykonawca na swój koszt zobowiązuje się do właściwego opakowania i załadowania Sprzętu oraz  zabezpieczenia go w czasie transportu do siedziby Zamawiającego. Odpowiedzialność za wszelkie szkody powstałe w trakcie transportu ponosi Wykonawca.

1. Wymagania dla usług wdrożeniowych:
W ramach realizacji przedmiotu zamówienia Wykonawca zobowiązuje się do: 
1. montażu przełączników , przyłączenie związanego z nimi okablowania w przygotowanym przez Zamawiającego pomieszczeniu technicznym,
1. zaktualizowania wersji oprogramowania do wersji rekomendowanej przez producenta,
1. uprządkowania i przyłączenia kabli odzwierciadlając stan z przed wymiany przełączników,
- wykonania podłączenia do sieci energetycznej Zamawiającego na podstawie zdefiniowanych wymagań środowiskowych,
- wykonania podłączenia do sieci LAN Zamawiającego na poziomie fizycznym i logicznym (vlan itp.) na podstawie zdefiniowanych wymagań środowiskowych,
1. zainstalowania i skonfigurowania oprogramowania monitorującego,
1. wykonania i dostarczenia dokumentacji technicznej powdrożeniowej (przygotowana w  języku polskim w wersji papierowej oraz elektronicznej na nośniku CD lub DVD w  edytowalnym pliku doc. oraz w pliku pdf.) zawierającą w szczególności: 
· parametry techniczne dostarczanego rozwiązania – sprzętowe, sieciowe i oprogramowania podstawowego, 
· topologię logiczną i fizyczną podłączeń sieciowych rozwiązania z  uwzględnieniem opisu parametrów do sieci LAN Zamawiającego, 
· zestawienie i opisanie funkcjonalności wykorzystywanych w rozwiązaniu objętym wdrożeniem,
· zestawienie pełnej adresacji IP oraz danych dostępowych do rozwiązania objętego wdrożeniem.

1. Wymagania dotyczące wsparcia technicznego
Zamawiający wymaga zapewnienia wsparcia technicznego po okresie wdrożenia, zgodnie 
z zaoferowanym okresem gwarancji, nie krótszym niż 36 miesięcy, zgodnie z poniższymi warunkami. 
Wykonawca przez wyżej wymieniony okres będzie świadczył usługę wsparcia technicznego, polegającą na obsłudze zgłoszeń serwisowych w dni robocze w godzinach od 8:00 do 16:00 telefonicznie lub drogą elektroniczną oraz na konsultacjach w zakresie konfiguracji oraz obsługi, w tym:
1) diagnozy błędów środowiska jak i naprawy błędnej konfiguracji;
2) prawo do otrzymywania aktualnych wersji oprogramowania oraz publikowanych poprawek;
3) udzielanie konsultacji i wyjaśnień telefonicznie lub drogą poczty elektronicznej 
w dniach roboczych;
4) rozwiązywanie problemów w działaniu, o ile problemy te nie wynikają z błędu systemowego, który możliwy jest do rozwiązania jedynie przez producenta systemu, a także aktualizacji oraz dostęp do składania zapytań przez stronę internetową;
5) przekazywanie błędów systemowych do producenta, o ile te wynikają z błędu systemowego, który możliwy jest do rozwiązania jedynie przez producenta systemu;
6) wykonywanie aktualizacji oraz rekonfiguracji zamówionych przełączników – 
w przypadku gdy dana aktualizacja będzie wymagała przeprowadzenia rekonfiguracji;
7) internetowy dostęp do dokumentacji i bazy wiedzy oraz zdalne wsparcie świadczone w trybie co najmniej 8 godzin na dobę od poniedziałku do piątku;
8) obsługa serwisowa w języku polskim.

III. OGÓLNE WARUNKI REALIZACJI ZAMÓWIENIA
Zamawiający wymaga wykonania przez Wykonawcę wszystkich niezbędnych prac w celu uruchomienia poprawnego podłączenia nowej infrastruktury do istniejącej sieci LAN Zamawiającego, w tym dostarczenia w ramach przedmiotu umowy wszelkich niezbędnych akcesoriów, kabli przyłączeniowych oraz innych niezbędnych komponentów.

VI. TERMIN REALIZACJI ZAMÓWIENIA
Termin realizacji do 60 dni kalendarzowych od podpisania Umowy.
VII. PŁATNOŚCI
Termin płatności 21 dni kalendarzowych od daty dostarczenia prawidłowo wystawionej faktury VAT.
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