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1. Strategia programu: gtdwne wyzwania i odno$ne rozwigzania polityczne
Podstawa prawna: art. 22 ust. 3 lit. a) ppkt (iii), (iv), (v) 1 (ix) rozporzadzenia (UE) 2021/1060 (RWP)

Program obejmuje szerokie spektrum dziatan zaproponowanych do realizacji. Bedg one stanowi¢ zarowno
kontynuacj¢ dzialan prowadzonych w ramach Funduszu Bezpieczenstwa Wewnetrznego 2014-2020
(FBW-Policja) oraz nowe inicjatywy. Kontynuowane bedg m.in. przedsigwzi¢cia polegajace na
zwigkszeniu skuteczno$ci organdw $cigania i innych wlasciwych instytucji w zapobieganiu i zwalczaniu
przestepczosci powaznej, zorganizowanej o0 wymiarze transgranicznym.

Doboru planowanych dzialan dokonano na podstawie analizy krajowych potrzeb w zakresie zapewniania
wysokiego poziomu bezpieczenstwa w UE, w szczegdlnosci poprzez walke z terroryzmem 1 radykalizacja
postaw, powazng 1 zorganizowang przestepczoscia oraz cyberprzestgpczoscig i w zakresie wspierania i
ochrony ofiar przestepstw oraz w oparciu o wielostopniowe strategie krajowe, w tym:

o Strategia Bezpieczenstwa Narodowego RP — w zakresie wdrozenia modelu ochrony infrastruktury
krytycznej (IK), zapobiegania 1 reagowania na sytuacje kryzysowe, zagrozenia o charakterze
terrorystycznym oraz zwalczania przestgpczo$ci zorganizowanej, z uwzglednieniem dziatalnos$ci
przestgpcze] w cyberprzestrzeni.

o Strategia Cyberbezpieczenstwa RP na lata 2019-2024 — w zakresie intensyfikacji rozpoznawania i
zwalczania cyberprzestepczosci przez wyspecjalizowane komorki organizacyjne Policji oraz inne
stuzby.

¢ Plan dostosowania organow polskiej administracji do wspoétpracy z przebudowanymi
wielkoskalowymi systemami informacyjnymi UE — MasterPlan — w zakresie dostosowania
systemow informatycznych polskiej Policji 1 innych stuzb do wspétpracy z systemami UE.

e Narodowy Program Ochrony Infrastruktury Krytycznej — w zakresie szkolen i doposazenia
jednostek Policji oraz innych podmiotéw odpowiedzialnych za rozpoznawanie i zwalczanie
zagrozen dla IK.

o Koncepcja funkcjonowania Strazy Granicznej w latach 2020-2022 z perspektywq do 2027 —w
zakresie dziatan Strazy Granicznej (SG) realizujacej zadania zgodne z celami Funduszu.

e Krajowy Plan Dziatan przeciwko Handlowi LudZmi na lata 2020-2021 (oraz krajowe plany
dziatah na kolejne lata przyjmowane przez Rad¢ Ministrow) — w zakresie szkolen 1 doposazenia
komorek Policji 1 innych jednostek odpowiedzialnych za zwalczanie przestgpczosci zwigzanej z
handlem ludZzmi.

Podczas tworzenia Programu wzigto rowniez pod uwage trwajace na poziomie UE prace w zakresie zmian
dotyczacych SIS, VIS, Eurodac oraz wdrozenie nowych systemow: EES, ETIAS oraz ich
interoperacyjno$ci, w zakresie w jakim dotycza celow FBW.

Jednym z priorytetow Programu jest zapewnienie w catym okresie jego obowigzywania spojnosci ze
stosowaniem dorobku prawnego UE oraz, w stosownych przypadkach, okre§lonymi planami dziatania.

Prowadzone badania spoleczne wykazuja rosnace poczucie bezpieczenstwa Polakow oraz pozytywna
oceng pracy stuzb zaangazowanych w przeciwdziatanie i zwalczanie przestgpczosci. Wg statystyk, w
Polsce notuje si¢ nieznacznie wigksza liczbg przestepstw (catkowita liczba stwierdzonych przestepstw w
2019 - 796 557 przypadkéw, podczas gdy w 2018 - 768 049: wzrost o 3,5%), jednak wskaznik
wykrywalnosci przestepstw utrzymuje si¢ na niemal rOwnym poziomie ok.73,1% w roku 2019 w stosunku
do roku 2018, kiedy jego poziom wynosit 73,4%.

Poza definiowanymi oczekiwaniami spotecznymi w zakresie bezpieczenstwa istnieja inne zagrozenia,
ktére generuja wymierne ekonomiczne i spoleczne straty, w tym przestepczo$¢ zorganizowana, ktora ma
wymiar transgraniczny. Za najistotniejsze mozna uzna¢ zagrozenia w cyberprzestrzeni (ktérych celem
moze by¢ IK oraz kluczowe ustugi publiczne), ataki hybrydowe, terroryzm i przestepczos¢
zorganizowang. Ponadto zaobserwowano nowe wyzwania zwigzane z bezpieczenstwem wynikajace z
inwazji Rosji w Ukrainie 1 masowym naptywem uchodzcoéw. Potencjalne zagrozenia dotycza m.in.
przenikania do kraju grup przestepczych, przemytu migrantdw, broni, narkotykow, handlu ludzmi.
Dlatego tez w FBW finansowane beda dzialania zw. z rozpoznawaniem nowych zagrozen, szkoleniami i

PL 4 PL




dziataniami antyterrorystycznymi. Wsrod glownych wyzwan stojacych przed Polska mozna wyr6znié
nastepujace priorytety:

e Systemy informacyjne
Zapewnienie petnego 1 jednolitego stosowania dorobku prawnego UE dot. bezpieczenstwa, wspierajacego
wymiang¢ informacji (m.in. danych PNR 1 SIS (policja), danych Europolu, wdrozenie wydanych Polsce
zalecen wynikajacych z ocen Schengen). Pozyskanie, dostosowanie odpowiednich narzedzi w celu
wyeliminowania stwierdzonych luk w unijnej/krajowe;j strukturze informacyjnej w celu rozszerzenia
dostepu do bezpiecznej sieci operacyjnej Europolu dla wiasciwych organd6w na poziomie poufnosci
wymaganym ze wzgledu na charakter wspolpracy oraz w celu poprawy stanu infrastruktury potaczen
(SIENA).

e Przestepczos¢ zorganizowana (w wymiarze ekonomicznym, narkotykowym, handlu ludzmi,
nielegalnego obrotu broniga, amunicjg i materialami wybuchowymi)

Wazne jest wzmocnienie zdolno$ci w zakresie prowadzenia dochodzen dotyczacych przestepczosci
zorganizowanej. Swoboda przeptywu 0sob 1 towardw przez granice wewnetrzne jest wykorzystywana
przez zorganizowane grupy przestepcze do prowadzenia nielegalnej dziatalnosci. W ramach FBW 2014-
2020 SG zrealizowata projekt dot. modernizacji zasobow teleinformatycznych wpierajacych kryminalng
analiz¢ operacyjng, w ramach ktérego dokonano zakupu sprzetu 1 oprogramowania. W latach 2018-2020
w SG wykonano tacznie 2136 produkty analityczne. Wszystkie dziatania SG w obszarze operacyjno-
rozpoznawczym, w tym kryminalna analiza operacyjna, ukierunkowane sga na zwalczanie i zapobieganie
przestepczosci transgranicznej. Kryminalna analiza operacyjna, jako nieodzowny element pracy
operacyjno-rozpoznawczej i dochodzeniowo-$§ledczej, w sposob bezposredni przyczynia si¢ do zwalczania
zorganizowanej przestepczosci i jest wykorzystywana na potrzeby innych organow $cigania, np.
prokuratorow. Doposazenie w specjalistyczne oprogramowanie wykorzystywane w kryminalnych
analizach operacyjnych i czynnos$ciach operacyjno-§ledczych realizowanych w cyberprzestrzeni zwigksza
jako$¢ procesow wykrywcezych.

Sprawno$¢ poszczegolnych stuzb i organéw administracji realizujacych zadania na rzecz bezpieczenstwa
jest zalezna m.in. od wysokiego poziomu kompetencji ich funkcjonariuszy i pracownikow,
profesjonalnego zarzadzania, odpowiedniego wyposazenia i doktadnego rozpoznania zagrozen. W tym
kontekscie istotna sg budowa 1 modernizacja systemow 1 narzedzi teleinformatycznych (ICT)
umozliwiajacych wlasciwym organom skuteczne wykrywanie i §ciganie sprawcow. Ponadto dokumenty
strategiczne wskazuja jako nieodzowne stworzenie optymalnych warunkéw naukowobadawczych i
szkoleniowych. Polska identyfikuje zapotrzebowania w odniesieniu do przeciwdziatania i zwalczania
przestepczosci zorganizowanej, w szczegdlnosci w wymiarze ekonomicznym, narkotykowym, handlu
ludZmi, nielegalnego obrotu bronia, amunicja 1 materiatami wybuchowymi.

e Cyberprzestepczosé
Dostrzegajac dynamike i skalg zagrozen zwigzanych z rozwojem przestgpczosci w cyberprzestrzeni,
podejmowane sg dziatania w zakresie zwigkszenia skutecznosci Scigania przestepstw popetnianych w
srodowisku elektronicznym. Cyberprzestrzen jest wykorzystywana przez organizacje terrorystyczne i
zorganizowane grupy przestepcze do prowadzenia dziatalnos$ci o charakterze terrorystycznym,
przestepczym i dezinformacyjnym. W tym konteks$cie kluczowe znaczenie ma rozwijanie potencjatu
wlasciwych organdw panstw cztonkowskich do efektywniejszego przeciwdzialania i zwalczania
przestepstw dokonywanych w cyberprzestrzeni (szkolenia, zapewnienie narze¢dzi).

e Zwalczanie korupcji
Polska postrzega przestepczos¢ korupcyjng jako jedno z istotnych wyzwan. Przeciwdzialaniem i
zwalczaniem korupcji w Polsce zajmuje si¢ wiele podmiotow: dominujacg role odgrywajg instytucje
panstwowe, w tym organy $cigania oraz Centralne Biuro Antykorupcyjne, ktore jest stuzba powotana do
zwalczania korupcji w zyciu publicznym 1 gospodarczym. Odbywa si¢ rowniez wspotpraca z NGOsami,
ktérych domeng jest przeciwdziatanie zjawiskom korupcyjnym. Istotne jest ulatwienie wspotpracy i
koordynacji operacyjnej, wymiany informacji i szkolen, wzmocnienie zdolnosci organéw krajowych.
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e Walka z finansowaniem terroryzmu
Waznym obszarem jest rOwniez przeciwdzialanie praniu pieni¢dzy oraz finansowaniu terroryzmu (system
PPP/PFT). System PPP/PFT tworza w Polsce: Generalny Inspektor Informacji Finansowej (GIIF),
instytucje obowigzane oraz jednostki wspdtpracujace. Prawidlowa wspodlpraca i wymiana informacji
wszystkich 3 komponentdw zapewnia optymalne wykorzystanie posiadanych zasobdéw i pozwala na
osiggniecie synergii w systemie.

W 2019 w systemie informatycznym GIIF zarejestrowano 4100 zawiadomien opisowych o dziatalnosci 1
transakcjach podejrzanych oraz informacje o 35,26 mln tzw. transakcji ponadprogowych. W 2019 GIIF
wszczat 2501 postepowan analitycznych, czego efektem byto 320 zawiadomien gtownych o podejrzeniu
popelnienia przestgpstwa prania pienigdzy. £aczna kwota warto$ci majatkowych, ktore byly przedmiotem
podejrzenia przestepstwa to ponad 11,3 mld PLN. Ponadto GIIF zablokowatl 640 rachunkéw, na ktérych
zgromadzono ok. 208 mln PLN oraz wstrzymat 37 transakcji o facznej wartosci ok. 31 mln PLN.

Z uwagi na mi¢dzynarodowy wymiar przestepstw prania pieni¢dzy i finansowania terroryzmu GIIF
wymienia informacje z zagranicznymi jednostkami analityki finansowej, ktére przekazuja informacje dot.
polskich podmiotow lub wartosci majatkowych (z potencjalnych przestepstw). W wyniku wspolnych
dziatan nastepuje ,,odcinanie” przestgpcow od srodkow majatkowych, tym samym od legalizacji srodkow
pochodzacych z tzw. czynéw zabronionych.

Z danych Ministerstwa Sprawiedliwosci wynika, ze w 2019 w sadach okregowych w Polsce wszczeto 182
sadowe postepowania karne o przestepstwo zw. z praniem pienigdzy wobec 538 0sob oraz zakofniczono
157 postgpowan karnych o ww. przestepstwo. W prowadzonych postepowaniach dokonano zabezpieczen
majatkowych w wysokos$ci 738 579 PLN oraz orzeczono przepadek mienia w wysokosci 593 271 387
PLN.

e  Wspolpraca organow egzekwowania prawa/szkolenia
Utatwienie wykorzystania mechanizmdéw wspolpracy operacyjnej w kontekscie EMPACT ze
szczeg6lnym naciskiem na operacje transgraniczne. W ramach wszystkich dziedzin przestgpczosci
dzialania Polski ukierunkowane s3 na zaciesnienie wspolpracy z krajami sgsiadujgcymi oraz unijnymi
agencjami, w szczegdlnosci z Europolem poprzez zwigkszenie liczby szkolen, ¢wiczen 1 wymiany
najlepszych praktyk. Podczas wdrazania Programu dziatania Policji w zakresie szkolen beda dostosowane
do dziatan Europolu, CEPOL oraz ECTEG. W odniesieniu do technik kryminalistycznych Polska
dostrzega koniecznos¢ ciggltego rozwijania technologii, metod i procedur, wlaczajac poprawe
infrastruktury badawczej oraz podniesienie kompetencji wtasciwego personelu.
Przyszte nabory projektéw, obejmujace dziatania szkoleniowe, beda uwzglednialy rezultaty strategiczne;j
oceny potrzeb szkoleniowych UE, z uwzglednieniem wskazanych podstawowych luk dot. zdolnosci, tj.:
» Umiejetnosci cyfrowe 1 wykorzystanie nowych technologii
» Sieci przestgpcze wysokiego ryzyka
* Dochodzenia finansowe
* Wspotpraca, wymiana informacji i interoperacyjnosé¢
* Zapobieganie przestepczosci
* Falszowanie dokumentow
* Kryminalistyka
* Prawa podstawowe i ochrona danych.

¢ Ochrona obywateli i infrastruktury
Ochrona przestrzeni publicznej (wzmocnienie wspolpracy, ochrony przed zagrozeniami, nabycie i
wykorzystanie urzadzen do wykrywania zagrozen chemicznych, biologicznych, radiologicznych,
nuklearnych i zw. z materiatami wybuchowymi — CBRJW), reagowanie na zagrozenia wewngtrzne,
ochrona IK.

e Zapobieganie radykalizacji, przestepstwom z nienawisci, wspieranie ofiar przestepstw
Wspotpraca wieloagencyjna (wymiana informacji) miedzy odpowiednimi organizacjami w celu
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zarzadzania ryzykiem w odniesieniu do 0sob zradykalizowanych (specjalistyczne szkolenia dla
funkcjonariuszy, urzednikoéw i innych zaangazowanych podmiotow).

Wypracowanie mechanizmow oraz najlepszych praktyk w zakresie wczesnej identyfikacji, ochrony 1
wsparcia $wiadkéw oraz ofiar przestepstw. W szczegdlno$ci zamierza si¢ wspiera¢ inicjatywy skierowane
do grup docelowych wymagajacych specjalnego traktowania.

Dziatania do przeprowadzenia w ramach Programu przyczynig si¢ w szczego6lnosci do nastepujacych
strategicznych celow na lata 2021-2027:

e Zwigkszenia skutecznosci organdw $cigania i innych wlasciwych instytucji w zapobieganiu
terroryzmowi 1 radykalizacji postaw, zwalczaniu powaznej 1 zorganizowanej przestepczosci,
korupcji i cyberprzestgpczosci oraz innych zagrozen dla bezpieczenstwa, w tym wptywu
dezinformacji na spoteczenstwo.

e Podniesienia poziomu kompetencji funkcjonariuszy, pracownikow organdéw $cigania 1 innych
wlasciwych instytucji, realizujacych dzialania zmierzajace do zapobiegania i zwalczania r6znych
form przestgpczosci oraz zakup niezbednego wyposazenia.

e Poprawy wspotpracy miedzyinstytucjonalnej organdw $cigania oraz innych wtasciwych instytucji
w tym z Europolem, wzmocnienia wspotpracy w zakresie wymiany informacji (np. danych
kryminalnych) za pomocg aplikacji SIENA, wypracowania nowych procedur oraz najlepszych
praktyk na poziomie krajowym oraz wspdlpracy z partnerami zagranicznymi na rzecz
zapobiegania terroryzmowi 1 radykalizacji, powaznej 1 zorganizowanej przestgpczosci i
cyberprzestepczosci oraz walke z tymi zjawiskami.

e Modernizacji istniejacych krajowych systemoéw technologii informacyjno-komunikacyjnych,
sprzetu 1 wyposazenia wykorzystywanego do zapobiegania i zwalczania przestepczosci oraz
wymiany informacji pomig¢dzy stuzbami zgodnie z wymogami UE.

e Opracowania niezbe¢dnych rozwigzan informatycznych oraz dziatan w celu poprawy wymiany
informacji pomiedzy organami $cigania i innymi wlasciwymi organami oraz organami UE,
interoperacyjnosci z istniejagcymi lub planowanymi do budowy w przysztosci systemami
informacyjnymi i bazami danych opracowanymi przez UE lub inne panstwa cztonkowskie.

e Zapewnienia efektywnego wykorzystania krajowych 1 unijnych systemow informacyjnych: PNR,
SIS oraz innych — w zakresie, w jakim systemy te sg wykorzystywane przez Policj¢ do celow
objetych finansowaniem FBW.

e Rozwoju procedur i dziatan stuzacych wspieraniu i ochronie ofiar przestepstw oraz osdb
zglaszajacych naruszenia prawa.

e Zwigkszenia potencjatu sprzetowego stuzb i instytucji zaangazowanych w zarzadzanie kryzysowe,
ochrong ludnosci i ochrong przestrzeni publicznej oraz IK.

e Udoskonalenia wspdtpracy i wymiany informacji, podnoszenia poziomu wiedzy i koordynacji,
wypracowanie nowych procedur oraz najlepszych praktyk pomiedzy wszystkimi interesariuszami
zaangazowanymi w zarzadzanie kryzysowe, ochrone ludnosci i ochrong przestrzeni publiczne;j
oraz IK.

e Wdrozenie zalecen wydanych w wyniku oceny stosowania dorobku Schengen w obszarze
wspoOtpracy policyjnej, w przypadku pojawienia si¢ takich rekomendacji w okresie WRF, bedzie
priorytetem. Polska zostata poddana ewaluacji w zakresie wdrozenia dorobku Schengen w ramach
mechanizmu Sch-Eval w 2019 we wszystkich dziedzinach, w tym wspotpracy policyjnej. W
wyniku tej ewaluacji w ww. obszarze otrzymata 20 rekomendacji wskazujacych na potrzebe
podjecia dziatan. W odpowiedzi na poczatku 2021 przygotowano Plan dziatan, majacy na celu
wyeliminowanie zidentyfikowanych niedociagnig¢, ktory zostat oceniony przez KE jako
adekwatny. Wg stanu na 26.10.2022 7 rekomendacji zostalo wdrozonych, pozostate nadal
wymagaja implementacji.

Ze wzgledu na sytuacje geopolityczng 1 gospodarcza, inflacje 1 wzrost cen nalezy wzig¢ pod uwage ryzyko
przekroczenia putapu 35% alokacji na zakup sprzetu, srodkoéw transportu lub budowe obiektéw istotnych
z punktu widzenia bezpieczenstwa.
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Dziatania beda komplementarne z dziataniami podejmowanymi w ramach w ramach Funduszu
Zintegrowanego Zarzadzania Granicami (IZGW i Instrumentu Celnego) np. w zakresie wielkoskalowych
systemow informacyjnych UE, wspolpracy z organami $cigania w sprawach dotyczacych przemytu
migrantow oraz gromadzenia informacji. Zostanie zapewniona synergia z innymi mechanizmami
finansowymi, w tym z Funduszem Azylu Migracji i Integracji oraz Funduszami Europejskimi z polityki
spojnosci. Komplementarno$¢ i synergia miedzy funduszami objetymi umowa partnerstwa, FAMI, FBW,
IZGW oraz innymi instrumentami unijnymi zostata szczegétowa opisana w Umowie Partnerstwa dla
realizacji Polityki Spojnosci 2021-2027 w Polsce.

Zarzadzanie, wobec zwickszenia alokacji oraz natozenia rozporzadzeniem ustanawiajagcym wspolne
przepisy nr (UE) 2021/1060 nowych obowiazkow, wymaga zwigkszenia zatrudnienia w IZ 1 IP. Instytucje
zaangazowane w programowanie, wdrazanie, monitorowanie i kontrole dziatan zapewnig zdolnosci
administracyjne oraz doswiadczenie instytucjonalne, niezbedne do realizacji zadan zwigzanych z FBW.
Simplified cost options byly dostepne w perspektywie 2014-2020 w minimalnym zakresie. Wprowadzenie
tego systemu wymaga rozwagi ze wzgledu na ryzyko obnizenia jako$ci i zakresu ustug faktycznie
dostarczanych uzytkownikom koncowym. Polska nie zamierza korzysta¢ z instrumentéw finansowych
jako dodatkowych form wsparcia.
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2. Cele szczegotowe 1 pomoc techniczna

Podstawa prawna: art. 22 ust. 2 i 4 rozporzadzenia w sprawie wspolnych przepisow

Wybrano Cel szczegbdtowy lub pomoc techniczna Typ dziatania

X 1. Wymiana informacji Dziatania regularne

] 1. Wymiana informacji Dziatania szczegolne

X 1. Wymiana informacji Dziatania okreslone w
zataczniku IV

X 1. Wymiana informacji Wsparcie operacyjne

[ 1. Wymiana informacji Pomoc w sytuacjach
nadzwyczajnych

X 2. Wspdlpraca transgraniczna Dziatania regularne

X 2. Wspétpraca transgraniczna Dziatania szczegolne

X 2. Wspolpraca transgraniczna Dziatania okreslone w
zalaczniku IV

X 2. Wspolpraca transgraniczna Wsparcie operacyjne

[ 2. Wspolpraca transgraniczna Pomoc w sytuacjach
nadzwyczajnych

X 3. Zapobieganie 1 zwalczanie przestgpczosci Dziatania regularne

L] 3. Zapobieganie 1 zwalczanie przestgpczosci Dziatania szczegdlne

X 3. Zapobieganie i zwalczanie przest¢pczosci Dziatania okre$lone w
zataczniku IV

L] 3. Zapobieganie i zwalczanie przestgpczosci Wsparcie operacyjne

[ 3. Zapobieganie i zwalczanie przestgpczosci Pomoc w sytuacjach
nadzwyczajnych

X TA.36(5). Pomoc techniczna — stawka ryczaltowa

(art. 36 ust. 5 rozporzadzenia w sprawie wspdlnych
przepisow)
L] TA.37. Pomoc techniczna — finansowanie

niepowigzane z kosztami (art. 37 rozporzadzenia w
sprawie wspolnych przepisow)
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2.1. Cel szczegdtowy: 1. Wymiana informacji

2.1.1. Opis celu szczegdtowego

Sytuacja poczatkowa

Wyzwaniem jest modernizacja wielkoskalowych systemow informacyjnych UE (np. SIS, Eurodac — w
zakresie zapobiegania i zwalczania przestgpczo$ci oraz wspOtpracy policyjnej), wdrozenie nowych
wielkoskalowych systeméw informacyjnych UE (np. EES, ETIAS, ECRIS-TCN) wraz z
Interoperacyjnos$cia, w tym potencjalna modernizacja systemu PNR. Wymaga to m.in. dostosowania
systemow krajowych do zaplanowanych na forum UE procesow funkcjonowania SIS i Biura SIRENE.
Dziatania podejmowane w ramach Programu bgda komplementarne z dziataniami w ramach IZGW.
Ponadto, Policja obstuguje system SIS. Nowym uzytkownikiem SIS zostat Europol. W rezultacie nalezy
zapewni¢ wigkszg wydajnos¢, bezawaryjno$¢ i niezawodnos$¢ systemow zapewniajacych wspolprace
pomigdzy instytucjami.

Wypracowanie wysokiej jakosci proceséw wspolpracy i wymiany informacji wymaga wdrozenia
zaawansowanych technologii (np. narzedzi sztucznej inteligencji), uzyskania zaawansowanej wiedzy i
przyjecia nowoczesnej strategii zarzgdzania danymi.

Centralne Biuro Sledcze Policji (CBSP) wykorzystuje platforme sieci bezpiecznej wymiany informacji
(SIENA), ktora spetnia potrzeby komunikacyjne organéw $cigania UE 1 wybranych krajow trzecich do
klauzuli tajnosci zastrzezone. Obecnie Policja (w tym CBSP) nie posiada infrastruktury umozliwiajace;
korzystanie ze SIENA CONFIDENTIAL, co ogranicza mozliwos$ci polskich organdw $cigania w
wymianie informacji w zakresie zwalczania terroryzmu.

Straz Graniczna (SG) jest odpowiedzialna za wdrazanie w Polsce Dyrektywy nr (UE) 2016/681 ws. PNR.
W ramach SG ustanowiono Krajowg Jednostke do spraw Informacji o Pasazerach. Przetwarzanie danych
PNR odbywa si¢ przy wsparciu Krajowego Systemu Informatycznego PNR (KSI PNR) przy udziale
analitykoéw kryminalnych 1 specjalistycznych narzedzi analitycznych. Lata funkcjonowania PNR
pokazaty, ze wraz z rosngcym do$wiadczeniem z zakresu wykorzystywania danych PNR ro$nie
zapotrzebowanie na popraw¢ funkcjonalnosci, wprowadzanie zmian oraz zwigkszenie wydajnosci. Ilos¢
gromadzonych danych PNR ros$nie (XII 2018 —2 648 037, XII 2019 — 7 267 404, ponad 2,5 krotny
wzrost; 1 2019 —2 073 850 do 12020 — 7 130 027, prawie 3,5 krotny wzrost) podobnie jak 1lo$¢
kierowanych do JIP wnioskow (ilo§¢ zatwierdzonych wnioskow 2019 — 3147, 2020 — 3788, 2021 (I-VI) —
2406). Ponadto podczas spotkan w ramach KE dot. funkcjonowania Dyrektywy PNR poruszano temat
rozszerzenia przetwarzania danych PNR z innych §rodkow transportu (pociagi, autobusy 1 promy).
Dyrektywa zaktada rowniez mozliwos¢ przekazywania danych PNR przez podmioty gospodarcze
niebgdace przewoznikami lotniczymi (biura podrdzy 1 organizatorzy wycieczek) co wskazuje na
koniecznos¢ budowy nowych modutéw funkcjonalnych obecnego systemu KSI PNR. Kontynuowane
beda prace w celu likwidacji luk w strukturze informacyjnej UE.

SG eksploatuje systemy i sieci niejawne bezpiecznego przetwarzania i przesytania informacji.
Zapewnienie bezpiecznych kanatow tgcznosci — odpornych na ataki zorganizowanych grup przestepczych
— w obliczu wzrastajacej wagi informacji staje si¢ coraz istotniejsze i wymaga stalej modernizacji sieci
niejawnych. Konieczne jest zwigckszanie kwalifikacji personelu zajmujacego si¢ modernizacjg istniejagcych
wielkoskalowych systeméw informacyjnych UE oraz wdrazaniem nowych systemow europejskich.

Wymiana informacji, zwtaszcza kryminalnych, jest istotna dla zapewnienia bezpieczenstwa
wewngetrznego panstwa. W Polsce wlasciwy w sprawach przetwarzania i przekazywania informacji
kryminalnych jest Komendant Gtéwny Policji, ktory zadania wykonuje za pomoca Krajowego Centrum
Informacji Kryminalnych (KCIK). Podmiotami uprawnionymi do otrzymywania informacji z KCIK sg np.
prokuratura, Policja, Centralne Biuro Antykorupcyjne (CBA), Agencja Bezpieczenstwa Wewngtrznego
(ABW), SG, Krajowa Administracja Skarbowa (KAS).
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Optymalizacji wymaga system przeciwdziatania praniu pieni¢dzy i finansowaniu terroryzmu. GIIF,
polska jednostka analityki finansowej (FIU — Financial Intelligence Unit), ma dostep do 2 sieci wymiany
informacji skupiajacej jednostki analityki finansowej w zakresie wspotpracy z FIU ponad stu krajow.
Obecnie korzysci z wymiany informacji sg ograniczone przez brak dziatajacego automatycznie interfejsu
pobierania/publikacji danych pomiedzy systemami a wewnetrznym systemem ICT FIU i przez brak
pelnego wykorzystania wzordéw plikow wymiany. Konieczne jest wigczenie wiekszej czesci
pozyskiwanych informacji w proces zautomatyzowanego pobierania i weryfikacji informacji i
zautomatyzowanie procesu przygotowania danych, co umozliwi efektywne pozyskiwanie dodatkowych
informacji waznych dla prowadzonych proceséw analizy oraz zwigkszy efektywno$¢ pozyskiwania i
publikacji informacji.

GIIF nie ma obecnie bezposredniego dostepu do sieci SIENA, dostep wymaga posrednictwa Jednostki
Krajowej Europolu, co ogranicza mozliwo$¢ uczestnictwa GIIF w priorytetach EMPACT zorientowanych
na PPP/PFT oraz mozliwos$¢ bezposredniej wspotpracy z organami innych panstw zajmujacymi si¢
przeciwdziataniem praniu pieni¢dzy lub finansowaniu terroryzmu, w tym o charakterze transgranicznym.
Konieczne jest utworzenie bezposredniego dostgpu do sieci wymiany informacji SIENA, co umozliwi
m.in. zwigkszenie wspolpracy z: innymi panstwami cztonkowskimi w ramach EMPACT, zwickszenie
zakresu wspolpracy z wlasciwymi organami innych panstw oraz intensyfikacje wspotpracy z Europolem.
Ponadto propozycja zmiany podstaw prawnych funkcjonowania Europolu moze umozliwi¢ w przysztosci
przetwarzanie przez Europol wszystkich kategorii danych bedacych w posiadaniu jednostki analityki
finansowej, co umozliwi GIIF sktadanie zapytan za posrednictwem sieci SIENA.

Policja stoi obecnie przed koniecznos$cia dokonania cyfryzacji dzialan zwigzanych ze stuzba
funkcjonariuszy, w tym przeszkolenia personelu oraz pozyskania sprzetu (np. wymiana notatnikow
stuzbowych na terminale mobilne umozliwi natychmiastowy dostgp do krajowych i miedzynarodowych
zasobow informacyjnych oraz baz danych). Krajowa Mapa Zagrozen Bezpieczenstwa dostarcza organom
$cigania nowych informacji i jej rozw6j oraz mozliwos$¢ integracji z innymi systemami przyczyni si¢ do
zwigkszenia jego uzytecznosci dla potrzeb analizy kryminalnej oraz dostarczania danych do
odpowiednich proceséw analitycznych.

Kolejnym wyzwaniem jest walka z cyberprzestepczoscig. Znacznie wzrosta liczba incydentow
cyberbezpieczenstwa oraz samych cyberatakow, ktorych ofiarami padaja urzgdy, szpitale, szkoty, coraz
wiecej atakdw obserwujemy w sektorze prywatnym oraz w stosunku do obywateli. Tylko w I pot. 2020 do
zespotu reagowania na incydenty komputerowe CSIRT NASK wptyne¢to 16 689 zgtoszen, z czego 5 205
zostalo uznanych za incydenty cyberbezpieczenstwa (dla porownania — w 2019 incydentow byto 6484).
Najczestszym typem incydentow byly oszustwa komputerowe, w tym phishing, stanowigce ponad 79%
(4127).

Cyberprzestepczos¢ jest nowa 1 jedng z najszybciej rozwijajacych si¢ form przestepczosci
transgranicznych. Internet stat si¢ niezbednym elementem zycia, stuzacym przekazywaniu informacji i
komunikowaniu si¢ z catym §wiatem. Przestgpcy, pozostajac anonimowi, uzyskuja dostep do danych
osobowych innych 0so6b. Zagrozenia zwigzane z bezpieczenstwem w Internecie znacznie wzrosty w
ostatnich latach.

Wymiana do$wiadczen z partnerami zagranicznymi jest kluczowa ze wzgledu na ciagly rozwoj
technologiczny i przektada si¢ na skuteczne zwalczanie cyberprzestgpczosci. Dla efektywnego
wykorzystania narzedzi i1 ustug zaré6wno Europolu i Interpolu wazne jest utrzymywanie specjalistycznego
poziomu znajomosci jezykow obcych przez funkcjonariuszy.

Wyzwaniem jest rowniez walka z przestepczoscia zorganizowang. Podstawowym problemem w zakresie
ujawniania i przeciwdzialania przestepczos$ci zorganizowanej jest wykorzystywanie przez grupy
przestepcze nowych technologii do komunikacji, transferu informacji i danych oraz
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ukrywania/legalizowania korzysci pochodzacych z przestgpczosci zorganizowanej. Problemem jest ilo$¢,
zakres i format uzyskiwanych informacji, zwlaszcza dot. zorganizowanej przestepczosci ekonomiczne;j.
Dlatego nalezy podnosi¢ kompetencje analityczne funkcjonariuszy i wyposazy¢ ich w narzgdzia
analityczne.

Powazny problem stanowi zaktadanie rachunkéw bankowych przy wykorzystaniu danych oso6b
pokrzywdzonych kradzieza tozsamosci oraz przekazywanie ich numerow na rzecz osob popetiajacych
oszustwa, a takze brak centralnego rejestru nabywcow papieroéw wartosciowych, brak jednolitego
standardu danych wymiany informacji stanowigcych tajemnice bankowg co utrudnia ich analiz¢ oraz
oprogramowania wspierajacego analiz¢ danych. Niezbedna jest modernizacja, usprawnienie i polaczenie
dzialania systemoéw wymiany informacji kryminalnych.

Zwalczanie tradycyjnej przestepczosci oraz szybkie rozpoznawanie i1 przeciwdzialanie nowym jej
rodzajom wymaga statego doposazania stuzb w najnowocze$niejszy sprzet oraz rozwigzania techniczne i
technologiczne. Aktualnie poziom wiedzy funkcjonariuszy w zakresie /iveforensic 1 triage jest
niewystarczajacy, niezbedna jest wykwalifikowana i dobrze wyszkolona kadra. W tym kontekscie
zapewnienie dodatkowych szkolen i modernizacji moze roéwniez stanowi¢ warto§¢ dodang w zakresie
wymiany informacji na temat spraw zwigzanych z narkotykami w oparciu o ulepszone analizy
kryminalistyczne.

Ponadto zidentyfikowano potrzebg wiaczenia w dziatalnos$¢ projektowanego krajowego punktu
kontaktowego ds. broni palnej pracowni badan broni 1 balistyki laboratorium kryminalistycznego (LK) w
celu przekazywania informacji, zwlaszcza zwigzanych z przerobkami lub wykonaniem samodzielnym
broni.

Dodatkowo, w miar¢ dostepnych srodkéw finansowych, planuje si¢ dziatania z zakresu wdrozenia i
modernizacji technologii szybkiej, niezawodnej i bezpiecznej tacznosci m.in. dla stuzb.

Dorobek prawny UE / plan dzialania
Opracowujac priorytety wzigto pod uwage szereg dokumentdéw krajowych oraz UE, m.in.:

¢ Plany dostosowania organdw polskiej administracji do wspotpracy z przebudowanymi
wielkoskalowymi systemami informacyjnymi UE — MasterPlan; dziatania na rzecz kompleksowej
unijnej polityki zapobiegania praniu pieni¢dzy i finansowaniu terroryzmu; dzialania UE w sprawie
nielegalnego handlu bronig palng na lata 2020-2025

e Program Zintegrowanej Informatyzacji Panstwa

e Dyrektywy ws. danych PNR; ustanawiajacg zasady utatwiajace korzystanie z informacji
finansowych 1 innych informacji

e Rozporzadzenia w sprawie SIS i ram interoperacyjnosci

e Strategi¢ Cyberbezpieczenstwa RP na lata 2019-2024.

Inwestycje dokonane w ramach FBW-Policja 2014-2020

Przedsiewzigcia realizowane przez beneficjentow dotyczyly np. budowy, modernizacji 1 utrzymania
systemow, baz danych oraz zakupu sprzetu i wyposazenia, modernizacji systemow IT, tj.

e modernizacja siecci MAN MEWA — jest wykorzystywana np. na potrzeby operacyjne (niejawne
systemy informatyczne) Policji

e modernizacja mobilnego dostgpu do systemow informacyjnych Policji — umozliwiono szybkie
dokonywanie sprawdzen w systemach informacyjnych policyjnych i pozapolicyjnych (np. SIS)
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e wdrozenie Systemu Wymiany Informacji z Europolem w Zarzadach Terenowych CBSP —
uzyskano stanowisko dostepowe SWIZE z bezposrednim dostepem do aplikacji i baz danych
Europolu

e modernizacja platformy sprzetowej centralnych systemow informatycznych (np. SIS) —
przyczynito si¢ to do poprawy jakosci, dostgpnosci 1 niezawodnosci funkcjonowania systemow

e modernizacja zasobow teleinformatycznych wspierajacych kryminalng analiz¢ operacyjng w SG
e budowa Krajowego Komponentu PNR
e specjalistyczne szkolenia oraz studia podyplomowe (informatyka §ledcza, cyberprzestepczos¢)

e innowacyjne narzgdzia do akwizycji i zabezpieczenia danych cyfrowych — oprogramowanie
pozwoli dokona¢ zabezpieczenia danych cyfrowych w oparciu o metodologi¢ triage, za$
innowacyjny modut Szybkiej Kopii Binarnej umozliwi przeprowadzenie akwizycji danych przy
uzyciu metod rapid sampling oraz sifting collectors

e Dbudowa zintegrowanego centralnego systemu informacji o plikach (haszach) zw. z dzialalnoscig
przestepcza

e zwigkszenie potencjatu Policji w wykonywaniu geoprzestrzennych analiz kryminalnych

o zwigkszenie mozliwosci instytucji w zakresie wymiany i przetwarzania informacji
wywiadowczych poprzez SIENA.

Planowane dzialania przyczynia si¢ do realizacji CS1 uwzgledniajac nastepujace Srodki
wykonawcze a), b) oraz d).

W ramach srodka wykonawczego a):

e Dostosowywanie i konserwacja systeméw ICT, szkolenia, testowanie, poprawa komponentow
zapewniajacych jakos§¢ danych w systemach np. poprzez rozwdj SIS, systemu informacyjnego
Europolu. Modernizacja KSI PNR i zasobdw teleinformatycznych wspierajacych analize
kryminalng, cyberrozpoznanie i ochrona przed atakami z cyberprzestrzeni; wspotpraca z
krajowymi i zagranicznymi podmiotami w celu efektywnego wykorzystywania PNR, poprawy
jego funkcjonalnosci, wprowadzania zmian oraz zwigkszenia wydajnosci.

e Wdrazanie rekomendacji po ewaluacjach Schengen np. w obszarze SIS oraz ochrony danych.

e Zakup sprzetu, systemow komunikacyjnych (ten sam typ sprzetu moze powtarzac si¢ w roznych
srodkach wykonawczych i bedzie dobierany w zaleznosci od potrzeb).

W ramach srodka wykonawczego b):

e Tworzenie, dostosowywanie i konserwacja systemoéw ICT, szkolenia, testowanie 1 poprawa
komponentéw zapewniajacych interoperacyjnos¢. Dostosowanie systemow krajowych — w tym
systemow stuzb i systemu do wymiany informacji mi¢dzynarodowych i krajowych — do wymagan
zmieniajacych si¢ systemow informacyjnych UE i narzedzi ich interoperacyjnosci (w tym
zaplanowanych na forum UE procesow istotnych dla funkcjonowania SIS i Biura SIRENE).

e Modernizacja pomieszczen wykorzystywanych na potrzeby obstugi systemu Europol, adaptacja i
przystosowanie budynku oraz wyposazenie pomieszczen w celu zapewnienia catodobowe;j
realizacji zadan w zakresie punktéw dostepu i do danych PNR, VIS oraz nowo tworzonych EES 1
ETIAS (tylko w zakresie celow FBW).

e Zakup sprzgtu, systemoéw komunikacyjnych (jw. w pkt a).

W ramach srodka wykonawczego d):
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e Poprawa przeptywu informacji dotyczacych spraw karnych, maksymalizacja szybkos$ci wymiany
informacji pomi¢dzy podmiotami wykrywajacymi, $cigajacymi sprawcoOw przestepstw oraz
zapobiegajacymi i zwalczajacymi przestepczos$¢ a organami administracji rzagdowej 1
samorzadowej.

e  Wdrozenie do systeméw krajowych nowych funkcjonalnos$ci wynikajgcych z ustanowienia ram
interoperacyjnos$ci systemow informacyjnych UE. Utworzenie tzw. Centralnych punktow dostepu
do danych przetwarzanych w nowo tworzonych systemach EES i ETIAS w celu zapobiegania
przestepstwom terrorystycznym i innym powaznym przestepstwom.

¢ Rozbudowa i modernizacja systemow przetwarzania informacji niejawnych zwigzanych z
zapobieganiem i zwalczaniem przestepczosci oraz wymiang informacji z innymi stuzbami.

e Usprawnienie procesu rejestracji oraz dokonywania sprawdzen danych osob podejrzanych o
zwigzek ze zdarzeniem o charakterze terrorystycznym.

e Usprawnienie systemu przeciwdzialania praniu pienigdzy i finansowania terroryzmu poprzez
modernizacj¢ systemow ICT oraz bezposredni dostep do SIENA odpowiednich organow np. GIIF
zgodnie z ww. potrzebami.

e Usprawnienie wymiany informacji policyjnych, w tym mi¢dzynarodowych, w celu szybkiego
wykrywania zagrozen, reagowania na popelnione przestepstwa i skutecznego $cigania sprawcow.

e Opracowanie kompleksowych rozwigzan dot. metodologii i infrastruktury informatyczne;j
wspierajacych wykonywanie czynnosci wykrywcezych w cyberprzestrzeni.

e Zwigkszanie mozliwo$ci badawczych LK poprzez wykorzystanie najnowszych urzadzen do
elektronicznej rejestracji $ladow, oznaczen i cech charakterystycznych urzadzen w postaci broni
palnej. Umozliwienie szybkiej transmisji danych uzyskanych w trakcie badan do krajowego
punktu kontaktowego ds. broni.

e Zakup sprzgtu, systemoé6w komunikacyjnych (jw. w pkt a).

Ww. dziatania w ramach §rodkéw wykonawczych a, b 1 d beda realizowane poprzez zakup, wymiang i
modernizacj¢ sprzetu ICT oraz oprogramowania, a takze szkolenia i opracowanie stosownych procedur i
dokumentow systemowych.

Kupowany bedzie sprzet, rozumiany jako rzeczowe $rodki trwale. Beda to np. macierze dyskowe,
serwery, terminale, urzadzenia do wirtualizacji pamigci masowych i sprzgt towarzyszacy. Planowane sg
tez projekty zw. z adaptacja i wyposazeniem pomieszczen wykorzystywanych na potrzeby obstugi
systemow ICT. Na ww. dziatania przewidziano ok. 15% alokacji.

Realizowane beda dzialania wymienione w zat. IV Rozporzadzenia FBW np. projekty, ktorych celem jest
poprawa interoperacyjnosci unijnych systeméow informacyjnych i krajowych systeméw ICT.

Wsparcie operacyjne

Przewidywani beneficjenci: Policja i Straz Graniczna.

Zadaniem Komendanta Gtéwnego Policji jest m.in. zapewnienie utrzymania niezawodnos$ci Krajowego
Systemu Informatycznego (KSI), zgodnie z wymaganiami i standardami UE w stosunku do systemow
mi¢dzynarodowych strefy Schengen i udost¢pnienie innym uprawnionym organom administracji
publicznej petnigcym kluczowa role w zapewnieniu bezpieczenstwa kraju oraz na terenie catej Strefy
Schengen i UE.

Planuje si¢ prowadzenie dziatan w zakresie zarzadzania i administrowania systemami UE (biezace
utrzymanie i funkcjonowanie) oraz wydatki na koszty personelu. Wsparcie uwzgledni modernizacj¢ i
utrzymanie systemow zwigzanych z siecig EUROPOL.
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W latach 2017-2018 SG zrealizowata istotny dla bezpieczenstwa Polski i UE projekt Budowa Krajowego
Komponentu PNR. Celem zapewnienia odpowiednio wydajnej, redundantnej 1 bezpiecznej infrastruktury,
planowana jest modernizacja infrastruktury mocy obliczeniowej i przechowywania danych na potrzeby
tego systemu, a takze kompleksowa modernizacja urzagdzen wchodzacych w sktad PNR.

Kolejnym systemem wspomagajacym SG jest Centralna Baza Danych EWIDA SG. Wdrozona zostata ona
na podstawie Rozporzadzenia wykonawczego Komisji (UE) 2019/103.

Utrzymanie ww. systemow majacych czynny udziat w procesach zwigzanych z zapobieganiem i
zwalczaniem przestgpczo$ci oraz wymiang informacji przez SG z innymi stuzbami porzadku publicznego,
wymagac¢ bedzie zwigkszenia wykorzystywanych przez nie zasobéw mocy obliczeniowej. Rozbudowana
zostanie np. przestrzen dyskowa ww. systemow oraz zmodernizowana zostanie cz¢$¢ serwerowa,
zakupione zostang urzadzenia sieciowe i niezb¢dne oprogramowanie, powstanie zapasowe centrum
przetwarzania danych. Planowane sg tez wydatki na koszty personelu.
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2.1. Cel szczegdtowy 1. Wymiana informacji

2.1.2. Wskazniki

Podstawa prawna: art. 22 ust. 4 lit. e) rozporzadzenia w sprawie wspolnych przepisow

Tabela 1: Wskazniki produktu

Nr identyfikacyjny Wskaznik Jednostka miary Cel posredni (2024) Cel koncowy (2029)
0O.1.1 Liczba uczestnikow szkolen numer 4 800
0.1.2 Liczba spotkan ekspertow/warsztatow/wizyt studyjnych numer 30
0.13 Liczba utworzonych/dostosowanych/utrzymywanych systemow ICT numer 9
0.1.4 Liczba sztuk zakupionego sprzetu numer 800
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2.1. Cel szczegdtowy 1. Wymiana informacji
2.1.2. Wskazniki
Podstawa prawna: art. 22 ust. 4 lit. e) rozporzadzenia w sprawie wspolnych przepisow
Tabela 2: Wskazniki rezultatu

Nr
identyfi
kacyjny

Wskaznik

Jednostka miary

Warto$¢ bazowa

Jednostka miary
warto$ci bazowej

Rok/lata
odniesienia

Cel koncowy
(2029)

Jednostka
pomiaru celu
koncowego

Zrédto danych

Uwagi

R.1.5

Liczba systemow ICT,
ktore staly si¢
interoperacyjne w
panstwach
cztonkowskich/z unijnymi
i zdecentralizowanymi
systemami
informacyjnymi
zwigzanymi z
bezpieczenstwem/z
mig¢dzynarodowymi
bazami danych

numer

numer

2021

numer

Panstwo
Cztonkowskie -
projekty

R.1.6

Liczba jednostek
administracyjnych, ktore
utworzyly nowe lub
dostosowaly istniejace
mechanizmy/procedury/na
rzgdzia/wytyczne
dotyczace wymiany
informacji z innymi
panstwami
cztonkowskimi/organami
lub agencjami
UE/organizacjami
mi¢dzynarodowymi/panst
wami trzecimi

numer

numer

2021

20

numer

Panstwo
Cztonkowskie -
projekty

R.1.7

Liczba uczestnikow,
ktorzy uwazaja szkolenie
za przydatne w pracy

numer

udziat

2021

3 800

numer

Panstwo
Cztonkowskie -
projekty

R.1.8

Liczba uczestnikow

numer

udziat

2021

3000

numer

Panstwo
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Jednostka

Nr Jednostka mia Rok/lata Cel koncow
identyfi Wskaznik Jednostka miary | Warto$¢ bazowa . Yy o y pomiaru celu Zrodto danych | Uwagi
; wartosci bazowej odniesienia (2029) ,
kacyjny koncowego
szkolen, ktorzy trzy Cztonkowskie -
projekty

miesiace po zakonczeniu
szkolenia potwierdzaja, Ze
korzystaja z umiejetnoscei i
kompetencji nabytych w
jego trakcie
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2.1. Cel szczegdtowy 1. Wymiana informacji

2.1.3. Indykatywny podziat zasobow programu (UE) wedtug rodzaju interwencji

Podstawa prawna: art. 22 ust. 5 rozporzadzenia w sprawie wspolnych przepiséw oraz art. 16 ust. 12 rozporzadzenia w sprawie FAMI, art. 13 ust. 12
rozporzadzenia w sprawie FBW lub art. 13 ust. 18 rozporzadzenia w sprawie [ZGW

Tabela 3: Indykatywny podziat

Rodzaj interwencji | Kod Orientacyjna kwota (w EUR)
Typ dziatania 001.Systemy ICT, interoperacyjnos¢, jakos¢ danych (z wytaczeniem sprzetu) 18 622 254,00
Typ dziatania 002.Sieci, centra doskonalosci, struktury wspolpracy, wspodlne dziatania i operacje 0,00
Typ dziatania 003.Wspolne zespoly dochodzeniowo-$ledcze (JIT) lub inne wspdlne operacje 0,00
Typ dziatania 004.Delegowanie lub rozmieszczanie ekspertow 0,00
Typ dziatania 005.Szkolenia 2 633 310,55
Typ dziatania 006.Wymiana najlepszych praktyk, warsztaty, konferencje, wydarzenia, kampanie informacyjne, dziatania komunikacyjne 1 000 000,00
Typ dziatania 007.Badania, projekty pilotazowe, oceny ryzyka 0,00
Typ dziatania 008.Sprzet 10 533 196,00
Typ dziatania 009.Srodki transportu 0,00
Typ dziatania 010.Budynki, obiekty 670 000,00
Typ dziatania 011.Realizacja projektoéw badawczych lub inne dziatania nastgpcze w tym zakresie 0,00
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2.1. Cel szczegdlowy: 2. Wspotpraca transgraniczna

2.1.1. Opis celu szczegdtowego

Sytuacja poczatkowa

Wyzwaniem jest poprawa wspotpracy organdw egzekwowania prawa. Przestepczo$¢ ma obecnie gtéwnie
charakter migdzynarodowy. Wykrywanie i jej zwalczanie wymaga dziatan wspolnych dla ré6znych krajow
1 instytucji. Kluczowe jest zintensyfikowanie wspolnych operacji transgranicznych unijnych organow
egzekwowania prawa i pozostatych wlasciwych organdw w zakresie powaznej i zorganizowanej
przestepczosci o charakterze transgranicznym poprzez wspolne szkolenia, wymiane doswiadczen oraz
utrzymywanie jednego poziomu technologicznego.

Priorytetowa jest realizacja zadan z wykorzystaniem srodkow wsparcia zadan operacyjnych z zakresu
przestepczosci zorganizowanej, w tym: zwalczania organizacji nielegalnej migracji oraz handlu ludZzmi,
uprowadzenia osob, produkcji, przemytu i wprowadzania do obrotu srodkéw odurzajacych oraz wyrobow
tytoniowych pochodzacych z nielegalnych wytworni, kradziez mienia znacznej wartosci, wprowadzanie
do obrotu $§rodkéw ptatniczych pochodzacych z przestepstw. Istotnym zagadnieniem jest rowniez kwestia
rozpoznania zagrozen cyberprzestepczosci, a takze jej wptyw na rozwdj miedzynarodowej przestgpczosci
zorganizowanej.

Wymiana informacji na szczeblu centralnym jest uzupelniana przez wspolprace przygranicznag,
prowadzong przez Centra Wspodlpracy Policyjnej i Celnej (PCCCs) dziatajace na granicach z Czechami,
Niemcami, Stowacjg oraz Litwa. Migdzynarodowa wymiana informacji realizowana na poziomie
regionalnym przez ww. Centra odnotowuje zwigkszajacg si¢ ilos¢ wymienianych informacji i rosngca
ilos¢ spotkan eksperckich oraz konsultacji dot. trybu realizowanych spraw przez stuzby po obu stronach
granicy. Europol oddat do wykorzystania policjom panstw UE narzedzie do bezpiecznej wymiany
informacji SIENA BPL (Basic Protection Level). Polska moze podja¢ stopniowe wprowadzanie tego
narzedzia do polskich PCCCs do czego niezbedne bedzie przeprowadzenie szkolen z zakresu SIENA /
Europolu dla funkcjonariuszy PCCCs Policji, SG oraz Stuzby Celno-Skarbowe;.

Ze wzgledu na globalny charakter nowoczesnej przestepczosci konieczne jest prowadzenie
specjalistycznych szkolen z jezykéw obcych funkcjonariuszy i pracownikéw prowadzacych sprawy
wymagajace pomocy organoéw $cigania innych panstw oraz zajmujacych si¢ miedzynarodowg wymiang
informacji kryminalnych. Osoby z nabytymi umieje¢tnosciami jezykowymi przyczynig si¢ do skuteczne;j
realizacji zadan i przedsiewzig¢ o charakterze migdzynarodowym poprzez mozliwos¢ bezposrednich
interakcji z podmiotami zagranicznymi, w tym w szczeg6lnosci w ramach cyklu polityki unijnej
EMPACT 2022+ oraz wspolnych zespotéw dochodzeniowo — §ledczych. Konieczna jest rowniez
wymiana do$wiadczen z partnerami zagranicznymi w tym zakresie.

Niezbedne jest tez wprowadzenie biezacych specjalistycznych programoéw wymiany dot. mozliwos$ci
migdzynarodowe] wspotpracy bilateralnej pomiedzy organami egzekwowania prawa i innymi wtasciwymi
instytucjami, w tym najlepszych praktyk w zakresie uzyskiwania informacji. Istotne dla funkcjonariuszy
stuzb sg tez szkolenia z zakresu wspolnych operacji, w tym o charakterze transgranicznym.

11 Laboratoriéw Kryminalistycznych Policji w kraju wykonuje badania z zakresu genetyki sadowe;.
Wymagaja one zarowno kompetencji personelu jak 1 wysoce specjalistycznego sprzetu 1 wyposazenia,
pozwalajacego zautomatyzowac procesy badawcze. Mozliwo$¢ szybkiego prowadzenia badan
genetycznych 1 rejestracji osob 1 niezidentyfikowanych §ladow jest elementem pozwalajagcym efektywnie
walczy¢ z przestepczoscia zorganizowang.

Polska jest zaangazowana w wymiang profili DNA i odciskéw palcéw wraz z panstwami cztonkowskimi
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UE. Doposazenie funkcjonariuszy w mobilne urzadzenia umozliwiajace szybkie sprawdzenie osob za
pomoca czytnika linii papilarnych pozwoli na usprawnienie procesu wykrywczego w zakresie réznych
przestepstw (przestgpczos¢ narkotykowa, kradzieze pojazdow itp.).

Zmieniajacy si¢ charakter procederdw przestepczych majacych miejsce w obszarze transgranicznym
wymaga opracowania nowych rozwiazan, jak rowniez siggnigcia po nowoczesne technologie w celu ich
przeciwdziatania, takie jak geograficzny system informacyjny GIS na potrzeby intensyfikacji kontaktow
partnerow policyjnych w zwalczaniu przestgpczo$ci transgraniczne;.

Polska boryka si¢ z coraz w wiekszym zjawiskiem przestepstw narkotykowych. Zauwazalny jest coroczny
przyrost procentowy odzyskiwanych §rodkéw odurzajacych, a takze prekursorow do ich wytwarzania.
Swiadczy to o wzro$cie popytu na nie, w tym wéréd osob nieletnich. Skutkiem tego jest wzrost
kreatywnosci grup przestgpczych w sposobach maskowania tego procederu. Handel najczesciej odbywa
si¢ za posrednictwem stron internetowych, a takze przy wykorzystywaniu réznorodnych nowinek
technologicznych, do ktérych Policja ma utrudniony dostep. Istnieje potrzeba bardziej
zintensyfikowanego monitorowania nowych rynkow, takich jak Internet, a takze poprawy monitorowania
produkcji narkotykéw syntetycznych w Polsce 1 UE. Plantacje upraw marihuany zaktadane sa w trudno
dostepnych terenach, o ktérych wie tylko nieliczna grupa osob uczestniczaca w przestepczej dziatalnosci.
Sama produkcja substancji psychotropowych odbywa si¢ czesto poza granicami kraju, gdzie przywozone
sg one jako potfabrykaty. Dzieki temu grupy przestgpcze majg tatwiejszy sposob na ich przemyt do kraju.
Polska w ramach EMPACT obecnie przewodzi pracom zwigzanym z priorytetem Nowe substancje
psychoaktywne — narkotyki syntetyczne (NPS/SYD) 1 bedzie dalej kierowata tym priorytetem w
nastgpnym cyklu EMPACT 2022-2025. Dziatania b¢da podlegac¢ koordynacji z Krajowym
Koordynatorem EMPACT (NEC), a takze z Europolem oraz wiasciwymi plikami analitycznymi (AP
Synergy, AP Cola, AP Cannabis, AP Heroin), a takze agencjami UE, instytucjami oraz organami
zaangazowanymi lub wspierajacymi grupy EMPACT — m.in. KE, Sekretariat Generalny Rady UE,
CEPOL, EMCDDA, ENAA, EUCPN, EUROJUST oraz FRONTEX.

Zaangazowanie polskich organow $cigania w EMPACT przyczynia si¢ do zwigkszenia aktywnosci Polski
w zakresie tworzenia i realizacji priorytetow oraz wzmocnienia pozycji Polski na arenie europejskiej.
Obecnie Polska jest zaangazowana we wszystkie obszary priorytetowe EMPACT na lata 2022-2025.
Przyjety zostat dokument Model Krajowej Implementacji Cyklu Polityki.

Realizowane dziatania bedg komplementarne do przedsigwzie¢ przewidywanych do realizacji w ramach
innych celow szczegdtowych: Budowy modutu wymiany i analizy informacji SOCTA (EMPACT) w
ramach systemu BIGDATA (CS1), czy projektu w ramach EMPACT OPC (CS3).

Najskuteczniejszg forma budowania potencjatu ludzkiego jest mozliwo$¢ zdobywania i poszerzania
wiedzy, a takze dzielenie si¢ zdobytym doswiadczeniem i umiejetnosciami poprzez bezposrednie
interakcje 1 udziat w zorganizowanych w tym celu forach, takich jak: konferencje, warsztaty, seminaria.
Multidyscyplinarny i migdzynarodowy charakter takich przedsiewzig¢ umozliwia podnoszenie wtasnych
kwalifikacji 1 umiejetnos$ci, a takze nawigzywanie bezposrednich kontaktéw majacych istotny wpltyw na
realizacj¢ wykonywanych przedsiewzig¢ operacyjnych.

Jednostki specjalne SG wykonuja na terenie catego kraju oraz na lotniskach dzialania operacyjne, majace
na celu m.in., przeciwdzialanie zagrozeniom terrorystycznym, zamachom na obiekty SG oraz obiekty
infrastruktury krytycznej, wykorzystujac zréznicowany sprzet transportowy i specjalistyczny oraz mobilne
urzadzenia do wykrywania istot Zywych w przestrzeniach zamknietych. Istnieje potrzeba wzmocnienia
kompetencji SG w tym zakresie.

Presja migracyjna utrzymujaca si¢ niezmiennie od kilku lat na stalym, wysokim poziomie, obecnie z
tendencjg wzrostowa oraz zagrozenia jej towarzyszace, a majace istotny wptyw na bezpieczenstwo
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obywateli UE determinujg konieczno$¢ poszukiwania alternatywnych, czesto zewnetrznych rozwigzan,
dotyczacych realizowanych czynnosci operacyjno—rozpoznawczych i dochodzeniowo- sledczych w
sprawach dot. organizacji nielegalnej migracji lub nielegalnych dziataniach, w ktorych zaangazowani sa
obywatele Panstw Trzecich. Skutecznym narzedziem jest zagwarantowanie biezacego i profesjonalnego
thumaczenia podczas czynno$ci dochodzeniowo-§ledczych. Aktualnie realizacja tych przedsigwzigé
stanowi powazne wyzwanie zarOwno logistyczne, jaki i finansowe.

SG petni rolg koordynatora krajowego EMPACT Nielegalna Migracja oraz lidera dziatania
ukierunkowanego na zwalczanie organizacji nielegalnej migracji z kierunku Rosji, Ukrainy, Biatorusi i
Gruzji do krajow Europy Zachodniej. Realizuje przedsiewzi¢cia wynikajace z innych priorytetow
EMPACT. W ramach szeroko rozumianej wspotpracy miedzynarodowej podejmuje szereg inicjatyw
majacych na celu wykrywanie, zwalczanie i doprowadzanie do odpowiedzialnosci karnej cztonkow
mig¢dzynarodowych zorganizowanych grup przestepczych.

Swoboda przemieszczania osob w ramach UE skutkuje m.in. migracjami w celach
zarobkowych/turystycznych. Obywatele polscy czesto nie sg §wiadomi istniejacych zagrozen zwigzanych
np. z handlem ludzmi, w szczegdlno$ci wykorzystywaniem do pracy przymusowej, seksualnym,
przestepczoscia pospolita czy radykalizacja wiodacg do zachowan ekstremistycznych i bedac ofiarami lub
sprawcami tego typu zdarzen nie siggaja po pomoc do wiasciwych organdéw panstw. To moze skutkowac
powstawaniem tzw. przestgpczosci ukrytej i zanikiem zaufania do organow $cigania, dlatego konieczne
jest rozwijanie 1 usprawnianie mozliwosci realizacji wspolnych policyjnych patroli transgranicznych co
utatwi komunikacje obywateli polskich z organami $cigania i innymi wlasciwymi instytucjami panstw w
ktérych przebywaja. Przyszie dzialania w tym zakresie powinny by¢ realizowane w kontekscie EMPACT.

Oczekiwania spoteczne zwigzane ze zwalczaniem 1 przeciwdziataniem korupcji sg coraz wigksze.
Wskazuja na to przede wszystkim badania opinii publicznej od wielu lat wskazujace korupcje¢ jako jedna z
najgrozniejszych patologii spotecznych w kraju. Polska postrzega przestgpczos$¢ korupcyjng jako jedno z
istotnych wyzwan. Przeciwdzialaniem i zwalczaniem korupcji w Polsce zajmuja si¢ gtownie instytucje
panstwowe, w tym organy Scigania oraz CBA. Odbywa si¢ rowniez wspoOtpraca z organizacjami
pozarzadowymi, ktérych domeng jest przeciwdzialanie zjawiskom korupcyjnym. W 2019 r. Policja
stwierdzita 22 499 przestepstw korupcyjnych.

Dorobek prawny UE / plan dzialania

Opracowujac powyzsze priorytety wzieto pod uwage szereg nastepujacych dokumentow krajowych i UE,
m.in.:
e Rozporzadzenie w sprawie Agencji Unii Europejskiej ds. Wspétpracy Organéw Scigania
(Europol).
e Rozporzadzenie w sprawie ustanowienia systemu Eurodac do poréwnywania odciskow palcow
(planowane zmiany w zakresie rozporzadzenia Eurodac).

e Decyzje Rady w sprawie intensyfikacji wspotpracy transgranicznej, szczegdlnie w zwalczaniu
terroryzmu i przestgpczosci transgraniczne;.

e Decyzj¢ ramowag Rady w sprawie zwalczania korupcji w sektorze prywatnym.

Inwestycje w ramach FBW-Policja 2014-2020

e Zwigkszono potencjat Policji w wykonywaniu geoprzestrzennych analiz kryminalnych —
zakupione stanowiska i oprogramowanie byty wykorzystywane w sprawach dotyczacych min.:
wytudzania dotacji unijnych, oszustw i defraudacji finansowych 1 znacznych sum pienigdzy,
przestepczosci narkotykowej w tym przestgpczosci miedzynarodowej i transgranicznej np.
przemyt narkotykéw z Holandii do Polski, rozpowszechnianie pornografii dziecigce;.
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Zrealizowano szkolenia z obstugi oprogramowania ArcGIS dla analitykéw kryminalnych —
wykorzystanie nowoczesnych technik i metod analizy informacji w procesie przeciwdziatania,
zapobiegania i zwalczania przestepczosci poprzez zwickszenie mozliwos$ci pozyskiwania,
przetwarzania i analizy danych.

Wprowadzono innowacyjne narz¢dzia do obserwacji transgranicznej — dzigki projektowi pojawity
si¢ innowacyjne narz¢dzia w postaci sprzetu audio-video, systemu antydronowego oraz
bezzatogowych statkow powietrznych; zostaly rowniez przeprowadzone ¢wiczenia transgraniczne
z udziatem funkcjonariuszy panstw UE oraz szkolenia policjantéw w zakresie prowadzenia dziatan
poscigowych.

Planowane dzialania przyczynia si¢ do realizacji CS2 przy wykorzystaniu srodkow wykonawczych

a), b).

W ramach srodka wykonawczego a):

Utrzymanie zaangazowania w EMPACT zgodnie z cyklem polityki unijnej. Wspierania krajowe;j
koordynacji EMPACT w ramach zaangazowanych stuzb (Policja, SG, CBA, KAS).

Poprawa wspoltpracy pomiedzy organami egzekwowania prawa w zakresie prowadzenia
wspolnych operacji np. prowadzenie wspolnych dzialan w rejonie przygranicznym.

Usprawnienie korzystania ze wspolnych patroli, poscigéw transgranicznych itp. dziatan.

Usprawnienie metod i narzedzi do zapobiegania i $cigania przestepstw narkotykowych, w tym
zwalczania przemytu srodkoOw odurzajacych i ich prekursoréw poprzez: poprawe wspotpracy
operacyjnej miedzy funkcjonariuszami panstw cztonkowskich UE, a takze Europolu; zwickszenie
mozliwos$ci monitorowania platform internetowych, takich jak: media spoltecznosciowe, strony
internetowe, itp.

W ramach Srodka wykonawczego b):

Usprawnienie procesu komunikacji w sytuacjach kryzysowych: konieczne sg odpowiednie srodki
tacznosci dla Policji oraz innych organdéw egzekwowania prawa podczas, np., zabezpieczania
zgromadzen publicznych, operacji policyjnych oraz operacjach transgranicznych. Wymiana
informacji powinna by¢ bezpieczna i umozliwia¢ natychmiastowy dostep do baz danych poprzez
mobilne terminale.

Zwalczanie przestepczosci transgranicznej, z uwzglednieniem m.in. potaczen promowych ze
Szwecja. Obszar ten, pomimo jego wielko$ci oraz stalego rozwoju pozostaje dalej niezbadany.
Potaczenia te s3g wykorzystywane przez migdzynarodowe srodowiska przestepcze w dziataniach
takich, jak przemyt ludzi, przestgpczo$¢ skierowana przeciwko zyciu i zdrowiu, mieniu,
narkotykowa, a takze przestepczos¢ ekonomiczna.

Szkolenia z jezykoéw obcych dla funkcjonariuszy prowadzacych sprawy wymagajace pomocy
organow $cigania innych panstw oraz zajmujacych si¢ miedzynarodowa wymiang informacji
kryminalnych.

Specjalistyczne programy wymiany poruszajace kwestie mozliwosci miedzynarodowej
wspotpracy bilateralnej pomigdzy organami egzekwowania prawa, w tym najlepszych praktyk w
zakresie uzyskiwania informacji czy prowadzenia wspolnych operacji, w szczeg6lnosci o
charakterze transgranicznym.

Zapewnienie catlodobowego dostepu do danych DNA punktom kontaktowym innych panstw —
sprawdzanie profili DNA w zbiorach polskiej Bazy Danych DNA.

Szkolenia funkcjonariuszy stuzb przygranicznych w zakresie wykorzystania instrumentoéw i
narzg¢dzi oferowanych przez UE, jak rowniez udostepniania tych narzedzi do wykorzystania w
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ramach wspotpracy transgranicznej np. poprzez PCCCs.

e Podniesienie skuteczno$ci dziatania w walce z korupcja poprzez bezposredni, elektroniczny dostep
do zrodet danych, szczegdlnie danych finansowych i gospodarczych oraz wymiana informacji
pomiedzy panstwami, organami §cigania i jednostkami samorzadu panstwowego.

e Ulatwienie wspotpracy i koordynacji operacyjnej organdw egzekwowania prawa i pozostatych
istotnych organdéw w panstwach cztonkowskich UE oraz mi¢dzy nimi w celu zapewnienia
skuteczniejszych dochodzen w sprawach dotyczacych korupcji transgranicznej. Skuteczna 1
efektywna wymiana wiedzy w zakresie przestepstw o charakterze korupcyjnym, ekonomicznym i
finansowym, w szczegdlnosci w kontekscie wykorzystania nowych technologii.

W ramach CS2 kupowany bedzie sprzgt, rozumiany jako rzeczowe $rodki trwale, stuzace m.in. do
obserwacji obszaru przygranicznego (np. drony, system antydronowy, sprzet do rejestracji danych itp.).
Planuje si¢ rowniez zakup mobilnych urzadzen elektronicznych, srodkoéw technicznych dla jednostek
specjalnych 1 innych. Na te dziatania przewidziano ok. 4,5% alokacji.

W ramach CS2 beda realizowane dzialania wymienione w zal. IV Rozporzadzenia FBW m.in. projekty
ktérych celem jest walka z najwazniejszymi zagrozeniami stwarzanymi przez powazng i zorganizowang
przestepczos¢, w ramach dziatan operacyjnych w ramach cyklu polityki UE/EMPACT.

Wsparcie operacyjne

Przewidywany beneficjent to Policja, ktora jest odpowiedzialna m.in. za organizacje¢ i realizacje
wspolnych patroli transgranicznych. Wspolne patrole realizowane sa przez Policj¢ na podstawie decyzji
Rady oraz uméw 1 porozumien bilateralnych. Rada UE, zgodnie z trescig m.in. Konkluzji Rady w sprawie
niektorych aspektow prewencyjnych dzialan policji w Europie, wspiera prewencyjne dziatania policyjne
realizowane w formie wspolnych patroli transgranicznych, ktore stanowig jeden z typow operacji
policyjnych. Dotychczas nie istnialy efektywne metody finansowania tego typu dziatan z budzetu UE,
dlatego zasadnym jest umozliwienie ich finansowania w ramach zwrotu poniesionych kosztow. Srodki
zostang przeznaczone na dodatkowe wynagrodzenia delegowanych polskich funkcjonariuszy (koszty
personelu), jak 1 ewentualne utrzymanie niezbednego sprzetu technicznego wykorzystywanego do dziatan
w tym obszarze.

Dzialania szczego6lne

W ramach dziatah szczego6lnych Polska bgdzie realizowata 5 projektow (2 dotyczace EMPACT, 3 dot.
ROLEC — szczegbdly w zatagczniku 3):

1. SF/2022/SA/2.2.1/008 CRYSTAL PALACE — General support for the EMPACT NPS and Synthetic
Drugs platform under EMPACT 2022+ instrument; wktad UE dla Polski 1 010 663,50 EUR.
Projekt realizowany w partnerstwie z Kréolestwem Niderlandow oraz Republika Wtoska.

2. ISF/2022/SA/2.2.1/012 CCH - EUROPEAN OPERATIONAL TEAM Costa del Sol; wktad UE dla
Polski 108 000 EUR. Projekt Krélestwa Hiszpanii, w ktorym Polska jest jednym z partnerow.

3. ISF/2023/SA/2.1.1/009 Empowering the Law Enforcement of the Baltic Sea Region to Tackle the
New Cross-Border Threats; wkiad UE dla Polski 194 040 EUR. Projekt Republiki Litewskiej, w
ktérym Polska jest jednym z partneréw.

4. 1ISF/2023/SA/2.1.1/012 Bridging the Gap: Advancing Operational Law Enforcement Cooperation
in Schengen Member States — HYDRA; wktad UE dla Polski 629 370 EUR. Projekt realizowany w
partnerstwie z Republika Czeska, Republika Federalng Niemiec, Krolestwem Hiszpanii i
Republikg Francuska.

5. 1ISF/2023/SA/2.1.1/013 TRIDENT — pilot project on international cooperation in detection and
control of arms and explosive materials smuggling from Ukraine to EU countries; wktad UE dla
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Polski 1 434 600 EUR. Projekt realizowany w partnerstwie z Republikg Litewska, Republika
Czeska oraz Krolestwem Hiszpanii.

Rekomendacje KE dotyczace dziatania szczegolnego ROLEC zostang odzwierciedlone w projektach, a
cze$¢ z nich zostata zaimplementowana podczas zmiany Programu. Odpowiednie modyfikacje oparte na

otrzymanych rekomendacjach zostang wtaczone do projektu w porozumieniu z beneficjentem.
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2.1. Cel szczegbdtowy 2. Wspodlpraca transgraniczna

2.1.2. Wskazniki

Podstawa prawna: art. 22 ust. 4 lit. e) rozporzadzenia w sprawie wspolnych przepisow

Tabela 1: Wskazniki produktu

Nr identyfikacyjny Wskaznik Jednostka miary Cel posredni (2024) Cel koncowy (2029)
0.2.1 Liczba operacji transgranicznych numer 2 103
0.2.1.1 W tym liczba wspo6lnych zespotow dochodzeniowo-§ledczych numer 1 18
0.2.12 z czego liczba dziatan operacyjnych w ramach cyklu polityki UE/EMPACT numer 1 43
0.2.2 Liczba spotkan ekspertow/warsztatow/wizyt studyjnych/wspolnych ¢wiczen numer 6 88
0.23 Liczba sztuk zakupionego sprzetu numer 0 59
0.24 Liczba zakupionych srodkéw transportu do operacji transgranicznych numer 0 3
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2.1. Cel szczegbdtowy 2. Wspodlpraca transgraniczna

2.1.2. Wskazniki

Podstawa prawna: art. 22 ust. 4 lit. e) rozporzadzenia w sprawie wspolnych przepisow
Tabela 2: Wskazniki rezultatu

Nr Jednostka miary Rok/lata Cel koncowy Jednostka ,
identyfi Wskaznik Jednostka miary | Wartos¢ bazowa . . o pomiaru celu Zrodto danych | Uwagi
Kacvin warto$ci bazowej odniesienia (2029) KOACOWEEO
yjny g

R.2.5 |Szacunkowa warto$¢ kwota 0 EUR 2021 500 000 kwota Panstwo Obejmuje dane z
aktywéw zamrozonych w Cztonkowskie - | projektu
ramach operacji projekty ISF/2023/SA/2.1
transgranicznych .1/012 HYDRA

R.2.6.1 |Ilo$¢ nielegalnych kg 0 kg 2021 26 350 kg Panstwo Obejmuje dane z
narkotykow Cztonkowskie - | projektu
skonfiskowanych w dane statystyczne | ISF/2023/SA/2.1
ramach operacji .1/012 HYDRA
transgranicznych —
marihuana

R.2.6.2 |Ilo$¢ nielegalnych kg 0 kg 2021 50 kg Panstwo
narkotykow Cztonkowskie -
skonfiskowanych w dane statystyczne
ramach operacji
transgranicznych —
opioidy, w tym heroina

R.2.6.3 |Ilos¢ nielegalnych kg 0 kg 2021 4050 kg Panstwo Obejmuje
narkotykow Cztonkowskie - | dodatkowo dane
skonfiskowanych w dane statystyczne | z projektu
ramach operacji ISF/2023/SA/2.1
transgranicznych — .1/012 HYDRA
kokaina

R.2.6.4 |Ilos¢ nielegalnych kg 0 kg 2021 4650 kg Panstwo Obejmuje
narkotykow Cztonkowskie - | dodatkowo dane
skonfiskowanych w dane statystyczne | z projektu
ramach operacji ISF/2023/SA/2.1
transgranicznych — .1/012 HYDRA
narkotyki syntetyczne, w
tym $rodki pobudzajace
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Nr Jednostka miary Rok/lata Cel koncowy Jednostka .
identyfi Wskaznik Jednostka miary | Warto$¢ bazowa ‘o . o pomiaru celu Zrodto danych | Uwagi
; wartosci bazowej odniesienia (2029) ,

kacyjny koncowego
typu amfetaminy (w tym
amfetamina i
metamfetamina) oraz
MDMA

R.2.6.5 |Ilo$¢ nielegalnych kg 0 kg 2021 600 kg Panstwo
narkotykow Cztonkowskie -
skonfiskowanych w dane statystyczne
ramach operacji
transgranicznych — nowe
substancje psychoaktywne

R.2.6.6 |Ilo$¢ nielegalnych kg 0 kg 2021 300 kg Panstwo
narkotykow Cztonkowskie -
skonfiskowanych w dane statystyczne
ramach operacji
transgranicznych — inne
nielegalne narkotyki

R.2.7.1 |Ilo$¢ broni skonfiskowanej | numer 0 numer 2021 10 numer - Obejmuje dane z
w ramach operacji projektu
transgranicznych — bron ISF/2023/SA/2.1
wojskowa: samoczynna .1/013
bron palna i bron ci¢zka TRIDENT
(przeciwpancerna,
wyrzutnia rakietowa,
mozdzierz itd.)

R.2.7.2 |Ilo$¢ broni skonfiskowanej | numer 0 numer 2021 385 numer Panstwo Obejmuje dane z
w ramach operacji Cztonkowskie - | projektu
transgranicznych — inna projekty ISF/2023/SA/2.1
kroétka bron palna: .1/012 HYDRA
rewolwery i pistolety (w oraz
tym bron salutacyjna i ISF/2023/SA/2.1
akustyczna) 1/013

TRIDENT

R.2.7.3 |Ilos¢ broni skonfiskowanej | numer 0 numer 2021 330 numer Panstwo Obejmuje dane z

w ramach operacji Cztonkowskie - | projektu
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Nr Jednostka miary Rok/lata Cel koncowy Jednostka .
identyfi Wskaznik Jednostka miary | Warto$¢ bazowa ‘o . o pomiaru celu Zrodto danych | Uwagi
; wartosci bazowej odniesienia (2029) ,

kacyjny koncowego
transgranicznych — inna projekty ISF/2023/SA/2.1
dluga bron palna: strzelby .1/013
i karabiny (w tym bron TRIDENT
salutacyjna i akustyczna)

R.2.8 |Liczba jednostek numer 0 numer 2021 9 numer Panstwo Obejmuje
administracyjnych, ktore Cztonkowskie - | dodatkowo dane
opracowaly lub projekty z projektu
dostosowaty istnicjace ISF/2023/SA/2.1
mechanizmy/procedury/na .1/012 HYDRA
rzg¢dzia/wytyczne oraz
dotyczace wspolpracy z ISF/2023/SA/2.1
innymi panstwami .1/009
cztonkowskimi/agencjami “Empowering
UE/organizacjami the Law
mig¢dzynarodowymi/panst Enforcement of
wami trzecimi the Baltic Sea

Region to Tackle
the New Cross-
Border Threats”

R.2.9 |Liczba personelu numer 0 numer 2021 212 numer Panstwo Obejmuje
zaangazowanego w Cztonkowskie - | dodatkowo dane
operacje transgraniczne projekty z projektu

ISF/2023/SA/2.1
.1/012 HYDRA,
ISF/2023/SA/2.1
.1/009
“Empowering
the Law
Enforcement of
the Baltic Sea
Region to Tackle
the New Cross-
Border Threats”
oraz
ISF/2023/SA/2.1
.1/013
TRIDENT
R.2.10 |Liczba wdrozonych numer 0 numer 2021 100 odsetek Panstwo Obejmuje
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Nr Jednostka mia Rok/lata Cel koncow Jednostka .
identyfi Wskaznik Jednostka miary | Warto$¢ bazowa ‘o Yy o y pomiaru celu Zrodto danych | Uwagi
; wartosci bazowej odniesienia (2029) ,

kacyjny koncowego
zalecen wydanych w Cztonkowskie - | dodatkowo dane
jivymtl)(ll; osce}rlly stosowania projekty z projektu

orobiu schiengen ISF/2023/SA/2.1
.1/012 HYDRA
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2.1. Cel szczegbdtowy 2. Wspodlpraca transgraniczna

2.1.3. Indykatywny podziat zasobow programu (UE) wedtug rodzaju interwencji

Podstawa prawna: art. 22 ust. 5 rozporzadzenia w sprawie wspolnych przepiséw oraz art. 16 ust. 12 rozporzadzenia w sprawie FAMI, art. 13 ust. 12
rozporzadzenia w sprawie FBW lub art. 13 ust. 18 rozporzadzenia w sprawie [ZGW

Tabela 3: Indykatywny podziat

Rodzaj interwencji | Kod Orientacyjna kwota (w EUR)
Typ dziatania 001.Systemy ICT, interoperacyjnos¢, jakos¢ danych (z wytaczeniem sprzetu) 0,00
Typ dziatania 002.Sieci, centra doskonalosci, struktury wspolpracy, wspodlne dziatania i operacje 959 600,00
Typ dziatania 003.Wspolne zespoly dochodzeniowo-$ledcze (JIT) lub inne wspdlne operacje 2470 916,00
Typ dziatania 004.Delegowanie lub rozmieszczanie ekspertow 108 000,00
Typ dziatania 005.Szkolenia 1071 028,00
Typ dziatania 006.Wymiana najlepszych praktyk, warsztaty, konferencje, wydarzenia, kampanie informacyjne, dziatania komunikacyjne 2319 129,50
Typ dziatania 007.Badania, projekty pilotazowe, oceny ryzyka 0,00
Typ dziatania 008.Sprzet 2970 000,00
Typ dziatania 009.Srodki transportu 435 000,00
Typ dziatania 010.Budynki, obiekty 0,00
Typ dziatania 011.Realizacja projektoéw badawczych lub inne dziatania nastgpcze w tym zakresie 0,00
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2.1. Cel szczegbdtowy: 3. Zapobieganie i zwalczanie przestepczosci

2.1.1. Opis celu szczegdtowego

Sytuacja poczatkowa

W trakcie prac analitycznych zidentyfikowano, ze w celu skutecznego zapobiegania i zwalczania
przestepczosci nalezy podnie$¢ poziom kompetencji funkcjonariuszy i pracownikow organow
egzekwowania prawa poprzez szkolenia i wymiang dobrych praktyk oraz wzmocni¢ ich wspotpraceg.
Potrzebny jest tez wzrost §wiadomosci obywateli.

Kolejnym wyzwaniem dla Polski jest ochrona obywateli 1 infrastruktury. Ustawa o ochronie oséb 1 mienia
okresla obszary, obiekty i1 urzadzenia, ktore podlegaja obowigzkowej ochronie, w tym przed zagrozeniami
o charakterze terrorystycznym. Wsrod nich znajduja si¢ obiekty budowlane, urzadzenia, instalacje 1 ustugi
ujete w wykazie infrastruktury krytyczne;.

Wobec zagrozenia terrorystycznego w Europie i na §wiecie istotne jest tez zapewnienie bezpieczenstwa
tzw. celoéw migkkich: miejsc lub wydarzen gromadzacych znaczne skupiska osdb 1 mogace stanowic
potencjalny cel ataku terrorystycznego.

Zagrozenia dla Polski wynikajg z:

e potozenia nad Baltykiem, w sgsiedztwie obiektow infrastruktury krytycznej, co stwarza zagrozenie
atakow terrorystycznych

o zwigkszenia zagrozen terrorystycznych w Europie

e udziatlu Polski w misjach na catym §wiecie co powoduje zagrozenie terroryzmem bombowym.

Zidentyfikowanym wyzwaniem w Polsce jest rowniez walka z finansowaniem terroryzmu. W zwigzku z
sytuacja migdzynarodowq i zagrozeniem aktami terroru niezbgdne jest usprawnienie systemu
przeciwdziatania praniu pieniedzy i finansowaniu terroryzmu.

Polska boryka si¢ rowniez z coraz wigkszym zjawiskiem przestgpstw narkotykowych. Najpowazniejsze
problemy to nielegalny przemyt srodkow odurzajacych i substancji psychotropowych i ich prekursoréw.
Zauwazalny jest coroczny przyrost procentowy ich odzyskiwania. Konieczne jest wigc usprawnienie
metod i narzedzi wykorzystywanych przez funkcjonariuszy. W 2019 r. liczba stwierdzonych przez Policje
przestepstw z ustawy o przeciwdzialaniu narkomanii wyniosta 66 831. W 2018 r. stwierdzono 60 073 tego
rodzaju przestepstw. Przeprowadzane szkolenia uwzglednia¢ beda zapisy European Drug Report i Health
and social responses to drug problems: a European guide.

Ponadto, wraz z rozwojem technologii przestepcy dysponuja coraz bardziej zaawansowanymi narzedziami
do swojej dziatalnosci. Dlatego konieczne jest rozwijanie dziatan edukacyjnych w obszarze zapobiegania i
zwalczania cyberprzestepczosci, na co wskazuje Strategia Cyberbezpieczenstwa RP.

Polska jest jednym z panstw UE najbardziej narazonych na mig¢dzynarodowa przestepczos¢
zorganizowang w zakresie przemytu wyrobow tytoniowych i podrobionych produktéw. Rozwoj szarej
strefy w obrocie podrabianymi towarami wplywa na rozwdj innych sektorow przestepczosci, w tym
umozliwiajacych transfer zyskéw do odbiorcoéw rezydujacych poza granicami UE — gtownie Azji 1
wprowadzanie ich do legalnego obrotu przez skomplikowane struktury przest¢pcze.

Wobec zamachow terrorystycznych oraz niektorych aspektéw ruchow migracyjnych w panstwach UE,
znaczenia nabiera problem przestepstw przeciwko wiarygodnosci dokumentow, w szczegolnosci
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dokumentow podrozy. Przestepstwa te stworzyly mozliwo$¢ dziatania dla terrorystow i zorganizowane;j
przestepczosci o charakterze transgranicznym. Sa rowniez powigzane z handlem ludzmi i przemytem
migrantow. Masowe wystawianie dokumentow w formie elektronicznej (i przedrukowywanie) moze
utatwia¢ ich falszowanie.

Niezbedne sg dziatania majace na celu zapobieganie 1 zwalczanie przemytu migrantow zarGwno wewnatrz
jak 1 na zewnatrz UE (np. wspotpraca ze spoteczenstwem obywatelskim, szkolenia, wzmocnienie
mozliwo$ci prowadzenia wspOlpracy transgranicznej). Policja weZmie pod uwage uczestnictwo w
priorytecie EMPACT dot. zwalczania przemytu migrantow 1 funduszowych dziataniach operacyjnych, np.
w dziedzinie zwalczania falszowania dokumentow, dziatan przeciw praniu pieni¢dzy i uzycia Internetu
dla celow przemytniczych.

Kolejnym wyzwaniem dla Polski jest zwalczanie korupcji. Badania spoteczne z 2017 r. wykazaty, ze 3/4
respondentow uwaza korupcje za powazny problem spoteczny, ponad potowa przyznata si¢ do
jednorazowej tapowki, a 6% przyznato si¢ do wregczania tapodwek. Dlatego istotne jest zapobieganie
korupcji przez tworzenie strategicznych i praktycznych rozwigzan w zakresie jawnos$ci 1 uczciwosci zycia
publicznego. W Polsce wdrazany byt Rzqdowy Program Przeciwdziatania Korupcji na lata 2018-2020.

Polska znajduje si¢ wsrod 5 panstw UE, ktorych obywatele sa najczesciej identyfikowani jako ofiary
handlu ludzmi i ma wysoki odsetek podejrzanych o handel ludzmi w celu wykorzystania do pracy
przymusowej (8%). Dlatego planowane sa dziatania w tym zakresie. Handel ludZzmi jest forma
wspotczesnego niewolnictwa i powaznym przestgpstwem razgco naruszajagcym podstawowe prawa
cztowieka. Ro6znorodno$¢ form wykorzystania, transgranicznos¢, zréoznicowanie stosowanych przez
sprawcow srodkow przemocy, trudne polozenie ofiar, a takze niejednolity odbior spoteczny procederu w
zalezno$ci od regionu $wiata czyni z handlu ludzmi wyzwanie dla spotecznos$ci miedzynarodowej oraz
organow wladzy i §cigania. Przestepstwo to jest $cisle zwigzane z niektérymi aspektami ruchow
migracyjnych, jest wigc zjawiskiem dynamicznym, dotyczy calego swiata i wynika przede wszystkim z
istnienia problemoéw i réznic natury spolecznej, ekonomicznej czy kulturowej. Skuteczne przeciwdziatanie
1 walka z tym przestgpstwem wymaga udziatu i wspolpracy wielu podmiotow administracji rzagdowej oraz
organizacji mi¢dzyrzadowych (IGOs), pozarzadowych (NGOs) i krajoéw spoza UE, a takze wsparcia
agencji UE, takich jak Europol i Eurojust.

Innym wyzwaniem zidentyfikowanym w trakcie prac analitycznych jest zapobieganie radykalizacji.
Instytucje panstwowe monitoruja zjawiska zwigzane z radykalizacja postaw czy popularyzacja przemocy
np. w zaktadach karnych, gdzie przebywaja skazani za przestepstwa zwigzane z ww. zjawiskami. Dlatego
wazne jest szkolenie kadr, odpowiedni dobor programdéw resocjalizacyjnych, a takze podjgcie wspolpracy
w celu wymiany informacji i doswiadczen.

Przeciwdzialanie przestgpstwom z nienawisci pozostaje od wielu lat wsrod priorytetow UE. Konieczne
jest wsparcie dla ofiar przestepstw z nienawisci, a takze doposazenie stuzb w nowoczesne narzedzia do
zbierania i analizy danych o tych przestgpstwach oraz podnoszenie $wiadomosci 0sob ich
doswiadczajacych 1 catego spoteczenstwa. Niezbedne jest nawigzanie wspotpracy z branzg
teleinformatyczng i organizacjami spoteczenstwa obywatelskiego (aby umozliwi¢ przeciwdziatanie i
stworzenie alternatywnej narracji online).

Aktualnie w Polsce istnieje kilka obszarow, ktore wymagaja wzmocnienia w zakresie prewencji zagrozen
terrorystycznych oraz ochrony przestrzeni publicznych. Jednym z nich jest kwestia niskiego poziomu
rozpoznania zagrozen wynikajacych z pobytu ekstremistow i terrorystow w zaktadach karnych, zaréwno
w trakcie osadzenia jak 1 po zwolnieniu z wi¢zienia. Powyzsze wpisuje si¢ rowniez w trendy 1 potrzeby na
poziomie UE i jest aktualnie przedmiotem ozywionych debat i dyskusji. Kolejna, nie mniej istotng sfera
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jest wzmocnienie $wiadomosci sektora edukacyjnego, ktory nie byl dotychczas przedmiotem dziatan
uswiadamiajacych na szerszg skale. Jednocze$nie do§wiadczenia europejskie i $wiatowe, oraz pojedyncze
przypadki jednostkowych wydarzen w kraju potwierdzaja konieczno$¢ zwigkszenia aktywnosci w tym
zakresie przez wyspecjalizowane stuzby.

Na powyzsze naklada si¢ rowniez potrzeba ulepszenia wspotpracy struktur bezpieczenstwa za
posrednictwem systemoOw 1 instytucji facznosci, celem klarownego 1 ujednoliconego standardu przekazu
informacji o zagrozeniach tak, aby zar6wno zglaszajacy, jak i przyjmujacy informacj¢ o zgtoszeniu, oraz
docelowy odbiorca informacji posiadali podobny zestaw kompetencji celem sprawnego obiegu informacji
1 tym samym szybszej neutralizacji potencjalnego zagrozenia.

W ostatnich latach uwidocznit si¢ rGwniez problem przerabiania replik broni w bron palng. Problem ten
dotyczy zorganizowanych grup przestepczych, pojedynczych jednostek tzw. fanatykdéw militarnych lub
0s0b, ktore chcg posiadac taka bron dla wiasnego bezpieczenstwa. Bron zazwyczaj zamawiana jest z
krajow, gdzie nie jest wymagane zezwolenie (np. Czechy i Stowacja), a wedlug polskiego prawa dana
bron jest zabroniona. Pozyskang bron mozna fatwo przerobi¢ w bron palna.

Dorobek prawny UE / plan dzialania
Wskazujac powyzsze priorytety wzigto pod uwage m.in. nastepujagce dokumenty krajowe oraz UE:
e Strategi¢c UE w zakresie unii bezpieczenstwa

e Decyzje Rady w sprawie intensyfikacji wspotpracy transgranicznej, szczegdlnie w zwalczaniu
terroryzmu i przestgpczosci transgranicznej

e Strategi¢ rozwoju systemu bezpieczenstwa narodowego RP 2022

e Dyrektywe ustanawiajaca zasady utatwiajace korzystanie z informacji finansowych i1 innych
informacji w celu zapobiegania niektérym przestepstwom

¢ Plan dzialania na rzecz kompleksowej unijnej polityki zapobiegania praniu pieni¢dzy i
finansowaniu terroryzmu

e Strategi¢ antynarkotykowg UE na lata 2021-2025

e Strategi¢ Cyberbezpieczenstwa RP na lata 2019-2024

e Krajowy Plan Dzialan przeciwko Handlowi LudZmi na lata 2020-2021 (i kolejny)
e Rzadowy Program Przeciwdziatania Korupcji na lata 2018-2020

e A Counter-Terrorism Agenda for the EU: Anticipate, Prevent, Protect, Respond

e Plan dziatlania UE w sprawie nielegalnego handlu bronig palng na lata 2020-2025.

Inwestycje dokonane w ramach FBW-Policja 2014-2020

Dofinansowane byty szkolenia w celu skutecznego zapobiegania i zwalczania przestepstw poprzez
podniesienie poziomu kompetencji funkcjonariuszy i pracownikow organdéw $cigania i innych wtasciwych
instytucji, przede wszystkim w zakresie rozwoju umieje¢tnosci, wiedzy specjalistycznej, przestrzegania
procedur, uzytkowania oraz obstugi systemow, baz danych i narzgdzi wykorzystywanych do prewencji
walki z przestepczos$cig. Przeprowadzono roéwniez dziatania w celu wzmocnienia kompetencji i
umiejetnosci odpowiednich stuzb udzielajacych wsparcia osobom bedacym ofiarami przestepstw,
preferowane byly w szczegdlnosci dziatania majace na celu wspieranie ofiar handlu ludzmi,
przestepczosci zorganizowanej i ofiar przestgpstw z nienawisci.

Wsparcie otrzymaty rowniez projekty z zakresu zarzadzania kryzysowego stuzace pogtebieniu
wspolpracy, prowadzeniu wspdlnych przedsigwzie¢ 1 ¢wiczen w zakresie ochrony infrastruktury
krytycznej, przeszkolenia przedstawicieli stuzb 1 operatorow infrastruktury krytycznej w zakresie
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wspolnych metod 1 procedur dzialania. Ponadto zakupiono sprzgt i wyposazenie do prowadzenia i
koordynowania dziatan stuzb oraz rozbudowano i zmodernizowano systemy wczesnego ostrzegania,
alarmowania oraz sieci tagcznosci — w zakresie dostgpnych srodkow.

Opierajac sie na tych osiagnieciach, Polska zamierza przyczynic si¢ do realizacji CS3 uwzgledniajgc
wykorzysta¢ FBW, aby przyczynic si¢ do realizacji nastepujacych srodkow wykonawczych a), ¢), d),
e).

W ramach srodka wykonawczego a):

e Zwickszenie skuteczno$ci i rozwoju kompetencji organéw $cigania i wymiaru sprawiedliwosci,
poprzez szkolenia, w tym takze poprawa efektywnos$ci czynno$ci procesowych i operacyjnych
przez usprawnienie wspoldziatania organdw $cigania z podmiotami zewngtrznymi. Ksztatcenie
oraz szkolenie personelu i ekspertow odpowiednich organdéw $cigania i organOw wymiaru
sprawiedliwosci oraz agencji administracyjnych, we wspotpracy z CEPOL-em i, w stosownych
przypadkach, z Europejska Siecig Szkolenia Kadr Wymiaru Sprawiedliwosci.

e Wzmocnienie zdolnos$ci organdow krajowych poprzez szkolenia, specjalistyczne programy
wymiany i dzielenie si¢ dobrymi praktykami w celu zapobiegania, wykrywania i zwalczania
przestepstw, w tym korupcji. Szkolenia z przestepczosci: informatycznej, narkotykowe;,
przeciwko wiarygodnosci dokumentéw, z ochrony przestrzeni publicznej (przed zagrozeniami
materialami chemicznymi, biologicznymi, radiologicznymi, jadrowymi i wybuchowymi —
CBRIJW; uwzgledniajac rowniez konkluzje Rady o ochronie przestrzeni publicznej (9545/21)).
Zwigkszenie wiedzy z wykorzystania §ladow kryminalistycznych oraz metod badawczych dla
zwigkszenia wykrywalnosci przestepstw.

e Zapobieganie 1 przeciwdziatanie radykalizacji postaw, w szczegdlnosci wérdd os6b odbywajacych
kare pozbawienia wolnosci. Wspotpraca miedzy odpowiednimi organizacjami partnerskimi
(organami $§cigania oraz organizacjami pomocy spotecznej) w celu zarzadzania ryzykiem w
odniesieniu do oséb zidentyfikowanych w procesie radykalizacji. Opracowanie strategii
wychodzenia z ekstremizmu i przygotowanie szkolen.

e Wsparcie dla istniejacych i tworzenie nowych sieci zajmujacych si¢ problemem radykalizacji oraz
Scislejsza wspotprace z podmiotami spotecznymi zgodnie z wytycznymi okre§lonymi w agendzie
UE w zakresie zwalczania terroryzmu.

e Przeciwdziatanie ekstremizmowi oraz propagandzie terrorystycznej w Internecie. Wzmocnienie

zdolnosci w zakresie wykrywania i reagowania na tresci terrorystyczne, ekstremistyczne we
wspolpracy stuzb specjalnych, m.in., z Europolem.

e Przeciwdziatanie przestgpstwom z nienawisci.

e Podniesienie poziomu wiedzy specjalistycznej funkcjonariuszy z balistyki, rusznikarstwa oraz
metod przerabiania replik broni w bron palng. Zwigkszenie poziomu wspotpracy miedzynarodowej
dotyczacej przemytu broni palne;.

W ramach srodka wykonawczego c):

e Przywracanie ofiar handlu ludzmi do Zycia spolecznego i1 na rynek pracy, reintegracja i skuteczna
pomoc prawna. Podwyzszenie wiedzy spoteczenstwa na ww. temat, w szczegdlnosci 0sob
szczego6lnie nim zagrozonych, w tym kobiet i dzieci w trudnej sytuacji. Podniesienie poziomu
wiedzy z zakresu wczesnej identytikacji ofiar handlu ludzmi w podmiotach administracji
publicznej i w biznesie; promowanie szkolen opartych na prawach dziecka. Wymiana do$wiadczen
1 najlepszych praktyk w zakresie skutecznego rozpoznawania i zwalczania przest¢pczosci handlu
ludZzmi pomigdzy funkcjonariuszami krajow UE, IGOs 1 NGOs.

e Wspieranie dzialan na rzecz skuteczniejszej walki z niegodziwym traktowaniem dzieci w celach
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seksualnych, w tym w ramach prewencji, dochodzen i pomocy ofiarom.

e Przeciwdziatanie przestepstwom poprzez zwigkszenie profilaktyki spoteczne;.

W ramach srodka wykonawczego d):

e Podejmowanie dziatan zwigkszajacych odporno$¢ w odniesieniu do pojawiajacych sie zagrozen, w
tym nielegalnego handlu przez Internet, zagrozen hybrydowych, szkodliwego wykorzystywania
systemow bezzalogowego statku powietrznego oraz zagrozen chemicznych, biologicznych,
radiologicznych i jadrowych.

e Usprawnienie metod i narzgdzi organdw egzekwowania prawa w walce z przest¢pczoscig na
szkodg interesow finansowych UE. Doposazenie instytucji w oprogramowanie usprawniajace
postepowania analityczne transakcji z udziatem kryptowalut, w celu ulepszenia technik dochodzen
finansowych. Przy realizacji dzialan dotyczacych zidentyfikowanych potrzeb uwzglednione
zostang innowacyjne rozwigzania i metody.

¢ Finansowanie sprzetu, pojazdow specjalistycznych, systemow komunikacyjnych i1 obiektow
istotnych z punktu widzenia bezpieczenstwa.

W ramach $rodka wykonawczego e):

e Zwigkszenie dziatan wspierajacych skuteczne i skoordynowane reagowanie na sytuacje kryzysowe
oraz potaczenie istniejacych w poszczegdlnych sektorach zdolnosci, w tym ochrony ludnosci,
przeciwdziatania terroryzmowi i cyberprzestepczosci.

e Poprawa wspotdziatania organdéw publicznych i innych sektoréw dla podniesienia poziomu
bezpieczenstwa w przestrzeni publicznej i infrastruktury krytyczne;.

e Ochrona przestrzeni publicznej: wzmacnianie wspolpracy sektora publicznego z prywatnym,
wzmacnianie ochrony przez zagrozeniami, zakup urzadzen do wykrywania zagrozen CBRJW.

e Zarzadzanie kryzysowe 1 ochrona infrastruktury krytycznej przed zdarzeniami zwigzanymi z
bezpieczenstwem poprzez wykrywanie, oceng i eliminowanie stabych punktow.

W ramach CS3 kupowany bedzie sprzet, rozumiany jako rzeczowe $rodki trwale. Beda to m.in.
specjalistyczne urzadzenia/narzedzia, drony, system antydronowy, mobilne urzadzenia do wykrywania
zagrozen, pojazdy specjalistyczne; modernizacja systemu ostrzegania i alarmowania ludnosci,
budowa/adaptacja/wyposazenie obiektow. Kontynuowane beda projekty obejmujace rozwoj systemow
ostrzegania ludnosci, stanowigce element infrastruktury krytycznej. Przyktadowa infrastruktura
obejmowala systemy ostrzegania i alarmowania ludnosci, systemy tacznos$ci radiowej zarzadzania
kryzysowego, system wymiany danych pomiarowych, mobilne laboratoria CBRNE, zintegrowane
stanowiska zarzadzania i informowania o ryzyku w sytuacji kryzysowej. Na te dzialania przewidziano ok.
15% alokacji.

W ramach CS3 bedg realizowane dzialania wymienione w zal. IV Rozporzadzenia FBW m.in. projekty
ktorych celem jest zapobieganie i przeciwdziatanie radykalizacji, zapobieganie cyberprzestgpczosci,
poprawa bezpieczenstwa i odpornosci infrastruktury krytyczne;.

Wsparcie operacyjne

Nie planuje si¢ w CS3.

PL 36 PL




2.1. Cel szczegbdtowy 3. Zapobieganie 1 zwalczanie przestepczosci

2.1.2. Wskazniki

Podstawa prawna: art. 22 ust. 4 lit. e) rozporzadzenia w sprawie wspolnych przepisow
Tabela 1: Wskazniki produktu

' Nr . Wskaznik Jedqostka Cel posredni Cel koncowy

identyfikacyjny miary (2024) (2029)
0.3.1 Liczba uczestnikéw szkolen numer 200 10 000
0.3.2 Liczba programow wymiany/warsztatow/wizyt studyjnych numer 3 100
033 Liczba sztuk zakupionego sprzetu numer 0 250
034 Liczba zakupionych srodkéw transportu numer 0 11
035 Lic.zba, utw0rz0nyph/zakup'ion}ich/zmodemizowanych elementéw infrastruktury lub numer 0 3

obiektow/narzedzi/mechanizméw zwigzanych z bezpieczenstwem

0.3.6 Liczba projektow majacych na celu zapobieganie przestepczosci numer 10 25
0.3.7 Liczba projektow majacych na celu udzielanie pomocy ofiarom przestepstw numer 0 5
0.3.8 Liczba ofiar przestepstw, ktérym udzielono pomocy numer 0 200
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2.1. Cel szczegbdtowy 3. Zapobieganie 1 zwalczanie przestepczosci
2.1.2. Wskazniki
Podstawa prawna: art. 22 ust. 4 lit. e) rozporzadzenia w sprawie wspolnych przepisow
Tabela 2: Wskazniki rezultatu

Nr Jednostka miary Rok/lata Cel koncowy Jednostka ,
identyfi Wskaznik Jednostka miary | Wartos¢ bazowa . . o pomiaru celu Zrodto danych | Uwagi
Kacvin warto$ci bazowej odniesienia (2029) KOACOWEEO
yjny 2

R.3.9 [Liczba numer 0 numer 2021 2 numer Panstwo
opracowanych/rozwinigtyc Cztonkowskie -
h inicjatyw stuzacych projekty
zapobieganiu radykalizacji

R.3.10 |Liczba numer 0 numer 2021 0 numer - -
opracowanych/rozwinigtyc
h inicjatyw stuzacych
ochronie/wspieraniu
swiadkdéw i sygnalistow

R.3.11 |[Liczba numer 0 numer 2021 3 numer Panstwo
nowych/dostosowanych Cztonkowskie -
obiektéw infrastruktury projekty
krytycznej/przestrzeni
publicznej chronigcych
przed ryzykiem
zZwigzanym z
bezpieczenstwem

R.3.12 |Liczba uczestnikow, numer 0 udziat 2021 8 000 numer Panstwo
ktorzy uwazaja szkolenie Cztonkowskie -
za przydatne w pracy projekty

R.3.13 |Liczba uczestnikow numer 0 udziat 2021 7 000 numer Panstwo
szkolen, ktorzy trzy Cztonkowskie -
miesiace po zakonczeniu projekty

szkolenia potwierdzaja, ze
korzystaja z umiejetnoscei i
kompetencji nabytych w
jego trakcie
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2.1. Cel szczegbdtowy 3. Zapobieganie 1 zwalczanie przestepczosci

2.1.3. Indykatywny podziat zasobow programu (UE) wedtug rodzaju interwencji

Podstawa prawna: art. 22 ust. 5 rozporzadzenia w sprawie wspolnych przepiséw oraz art. 16 ust. 12 rozporzadzenia w sprawie FAMI, art. 13 ust. 12
rozporzadzenia w sprawie FBW lub art. 13 ust. 18 rozporzadzenia w sprawie [ZGW

Tabela 3: Indykatywny podziat

Rodzaj interwencji | Kod Orientacyjna kwota (w EUR)
Typ dziatania 001.Systemy ICT, interoperacyjnos¢, jakos¢ danych (z wytaczeniem sprzetu) 1291 091,00
Typ dziatania 002.Sieci, centra doskonalosci, struktury wspolpracy, wspodlne dziatania i operacje 0,00
Typ dziatania 003.Wspolne zespoly dochodzeniowo-$ledcze (JIT) lub inne wspdlne operacje 0,00
Typ dziatania 004.Delegowanie lub rozmieszczanie ekspertow 0,00
Typ dziatania 005.Szkolenia 10 068 300,00
Typ dziatania 006.Wymiana najlepszych praktyk, warsztaty, konferencje, wydarzenia, kampanie informacyjne, dziatania komunikacyjne 2 862 800,00
Typ dziatania 007.Badania, projekty pilotazowe, oceny ryzyka 0,00
Typ dziatania 008.Sprzet 7529 006,00
Typ dziatania 009.Srodki transportu 465 000,00
Typ dziatania 010.Budynki, obiekty 3000 000,00
Typ dziatania 011.Realizacja projektoéw badawczych lub inne dziatania nastgpcze w tym zakresie 0,00
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2.2. Pomoc techniczna: TA.36(5). Pomoc techniczna — stawka ryczaltowa (art. 36 ust. 5 rozporzadzenia w
sprawie wspolnych przepisow)

Podstawa prawna: art. 22 ust. 3 lit. f), art. 36 ust. 5, art. 37 1 art. 95 rozporzadzenia w sprawie wspolnych
przepiséw

2.2.1. Opis

W ramach prac zwigzanych z przygotowaniem, zarzadzaniem, monitorowaniem, oceng oraz kontrolg
FBW przewiduje si¢ wykorzystanie calej dostepnej w ramach FBW alokacji. Srodki z Pomocy
Technicznej beda wydatkowane w podziale na nastepujace rodzaje interwencji:

Przygotowanie, wdrazanie, zarzgdzanie, monitorowanie i kontrola funduszu oraz przeptywy
finansowe 1 ptatno$ci, w tym finansowanie wynagrodzenia pracownikow, kosztow
administracyjnych jednostki, kosztow monitoringdw 1 kontroli projektéw, uczestnictwa w
wyjazdach zagranicznych i spotkaniach, organizacji szkolen dla beneficjentow i partnerow
programu, ekspertyzy prawne;

Informacja 1 komunikacja, w tym finansowanie ustug wykonania broszur i plakatow
informacyjnych, materiatow promocyjnych oraz utrzymanie strony internetowej;

Ewaluacja 1 badania, gromadzenie danych, w tym ewaluacja programu, aktualizacja i rozbudowa
bazy danych;

Budowanie zdolnosci poprzez m.in. podnoszenie kwalifikacji zawodowych pracownikow,
uczestnictwo w kursach i szkoleniach;

Organizacja szkolen/spotkan dla Wnioskodawcoéw/Beneficjentow;

Wsparcie rzeczowe, w tym urzadzenia biurowe, materiaty biurowe i pomoce dydaktyczne.
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2.2. Pomoc techniczna TA.36(5). Pomoc techniczna — stawka ryczaltowa (art. 36 ust. 5 rozporzadzenia w
sprawie wspolnych przepisow)

2.2.2. Indykatywny podziat pomocy technicznej na podstawie art. 37 rozporzadzenia w sprawie
wspolnych przepiséw

Tabela 4: Indykatywny podziat

Rodzaj interwencji Kod Orientacyjna kwota (w EUR)
Zakres interwencji 034.Informacja i komunikacja 100 000,00
Zakres interwencji 035.Przygotowanie, wdrazanie, monitorowanie i kontrola 3943 574,60
Zakres interwencji 036.0cena i badania, zbieranie danych 19 265,00
Zakres interwencji 037.Budowanie zdolnosci 77 678,26
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3. Plan finansowy

Podstawa prawna: art. 22 ust. 3 lit. g) rozporzadzenia w sprawie wspdlnych przepiséw

3.1. Srodki finansowe w podziale na poszczegdlne lata

Tabela 5: Srodki finansowe w podziale na poszczegodlne lata

Rodzaj alokacji 2021 2022 2023 2024 2025 2026 2027 Ogodtem
Poczatkowa alokacja 9585 318,00 14 346 565,00 13 999 410,00 12 067 178,00 10 264 567,00 9306 837,00 69 569 875,00
Przeglad srodokresowy
Program prac I instrumentu tematycznego 1185 783,31 1185 783,31
Program prac II instrumentu tematycznego 872 814,60 1520 676,00 2 393 490,60
Program prac III instrumentu tematycznego
Instrument inny niz tematyczny — przesunigcie (przychodzace)
Instrument inny niz tematyczny — przesunigcie (wychodzace)
Ogodtem 10 771 101,31 14 346 565,00 14 872 224,60 13 587 854,00 10 264 567,00 9306 837,00 73 149 148,91
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3.2. Laczne alokacje finansowe

Tabela 6: Laczne alokacje finansowe w podziale na poszczegdlne fundusze oraz wktad krajowy

Podstawa obliczenia

Indykatywny podziat wkiadu krajowego

wsparcia Unii Wkiad krajowy Stopa
Cel szczegotowy (CS) Typ dziatania ) Wkiad Unii (a) — Ogodtem (e)=(a)+(b) dofinansowania
(ogotem lub (Oy=(cyHd) Publiczne (c) Prywatne (d) (H=(2)/(e)
publicznego) v
Wymiana informacji Dziatania regularne Ogodlem 17 955 762,00 5985 254,00 5985 254,00 0,00 23941 016,00 75,0000000000%
Wymiana informacji Dzialania okres$lone | Ogotem 6 003 000,00 667 000,00 667 000,00 0,00 6 670 000,00 90,0000000000%
w zataczniku IV
Wymiana informacji Wsparcie operacyjne | Ogolem 9499 998,55 0,00 0,00 0,00 9499 998,55 100,0000000000%
Ogodtem Wymiana informacji 33 458 760,55 6 652 254,00 6 652 254,00 0,00 40111 014,55 83,4153933162%
Wspdlpraca transgraniczna Dziatania regularne Ogodlem 3750 000,00 1250 000,00 1250 000,00 0,00 5000 000,00 75,0000000000%
Wspdlpraca transgraniczna Dzialania szczegdlne | Ogotem 3376 673,50 375 185,95 375 185,95 0,00 3751 859,45 89,9999998667%
Wspdlpraca transgraniczna Dzialania okreslone | Ogolem 2707 000,00 300 777,78 300 777,78 0,00 3007 777,78 89,9999999335%
w zataczniku IV
Wspolpraca transgraniczna Wsparcie operacyjne | Ogolem 500 000,00 0,00 0,00 0,00 500 000,00 100,0000000000%
Ogodtem Wspolpraca transgraniczna 10 333 673,50 1925 963,73 1925 963,73 0,00 12259 637,23 84,2902061956%
Zapobieganie i zwalczanie przestgpczosci Dziatania regularne | Ogétem 23191 197,00 7730 399,00 7730 399,00 0,00 30921 596,00 75,0000000000%
Zapobieganie i zwalczanie przestgpczosci Dziatania okreslone | Ogoltem 2 025 000,00 225 000,00 225 000,00 0,00 2250 000,00 90,0000000000%
w zataczniku IV
Ogotem Zapobieganie i zwalczanie 25216 197,00 7 955 399,00 7 955 399,00 0,00 33 171 596,00 76,0174367251%
przestepczosci
Pomoc techniczna — stawka ryczaltowa (art. 4140 517,86 4140 517,86 100,0000000000%
36 ust. 5 rozporzadzenia w sprawie
wspdlnych przepisow)
Suma catkowita 73 149 148,91 16 533 616,73 16 533 616,73 0,00 89 682 765,64 81,5643322192%
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3.3. Przesunigcia

Tabela 7: Przesuni¢cia migdzy funduszami objetymi zarzadzaniem dzielonym!

Fundusz, z ktérego przesuwane sa srodki

Fundusz, do ktérego przesuwane sg srodki

FAMI

1ZGW

EFRR

EFS+

Fundusz Spdjnosci

EFMRA

Ogodtem

FWB

ISkumulowane kwoty wszystkich przesunie¢ podczas okresu programowania.
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Tabela 8: Przesuniecia do instrumentéw w ramach zarzadzania bezposredniego lub posredniego!

Instrument Kwota przesuniecia

0,00

ISkumulowane kwoty wszystkich przesunie¢ podczas okresu programowania.
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4. Warunki podstawowe

Podstawa prawna: art. 22 ust. 3 lit. i) rozporzadzenia w sprawie wspolnych przepisow

Tabela 9: Horyzontalne warunki podstawowe

Warunek S\lerﬁfl?:le Kryteria Spehienie Odniesienie do odpowiednich Uzasadnicnic
podstawowy kryteriow dokumentow
podstawowego
1. Skuteczne Tak Istnienie mechanizméw monitorowania Tak Link do ustawy: Zgodnie z obowigzkami wynikajacymi z
mecl}anlzmy . obejr’nu.Ja}f:ydLryszysﬂ;le umOW}; W sprawie http://isap.sejm.gov.pl/isap.nsf/download.x dyrektyvg, UZP przy.gtotowuje. co 3t lata
monltorowgm.a ’ zamowieti publicznych oraz postgpowania sp/WDU20190002019/U/D201920191j.pd | SPrawozdania z monitorowania sytemu
rynku zamowien w sprawie tych zamowien w ramach £ zamowien publicznych oparte o dane
publicznych Funduszy zgodnie z prawodawstwem Unii otrzymywane od zamawiajacych w
dotyczacym zamowien. Wymog ten rocznych sprawozdaniach o udzielonych
obejmuje: Link do rocznych sprawozdan z zamowieniach publicznych, dan’e o
1. rozwigzania majqce Zapewnié funkcjonowania systemu zamoOwien pOChOdZE}CC Z Platforrny e—Zar¥10W1en1a',
. S ; . dane pochodzace z TED oraz informacje o
gromadzenie faktycznych i wiarygodnych publicznych: . .
danveh dotvezacyeh postenowan w wynikach kontroli prowadzonych przez
ych dotyczacych postep . https://www.uzp.gov.pl/baza- Prezesa UZP.
Sprawlie zamowien pubI,ICZHYCh 0 wartoscl wiedzy/analizy-systemowe/sprawozdania-
powyzej unijnych progow zgodnie z o-funkcjonowaniu-systemu-zamowien-
obow1q.zkam1 sprawozdawczymi na mocy publicznych
art. 83 1 84 dyrektywy 2014/24/UE oraz
art. 99 1 100 dyrektywy 2014/25/UE;
2. rozwigzania majace zapewnic, by dane Tak Link do ustawy: UZP posiada dostep do wszystkich danych
Olb e]motw.aly co najmniej nastepujace http://isap.sejm.gov.pl/isap.nsf/download.x wyéntaganycl} vziramachhwzrunkgwos?ED
clementy: sp/WDU20190002019/U/D20192019Lj.pd | Pedstawowej (dane pochodzg z bazy 1
a) jako$¢ i nat¢zenie konkurencji: f prowadzonej przez KE ze sprawozdgn
nazwiska/nazwy zwycigskich oferentow, rocznych prze?d.kladanych Prezesowi UZP
liczba oferent6w na poczatku przez zamawiajacych oraz bazy BZP).
postepowania oraz warto$¢ umowy; Link do rocznych sprawozdan z
. . — funkcjonowania systemu zamowien
b) informacja o ostatecznej cenie po . .
, . Y . publicznych:
zakonczeniu postgpowania i o udziale
MSP jako bezposrednich oferentow, w https://www.uzp.gov.pl/baza- .
przypadku gdy systemy krajowe podaja wiedzy/analizy-systemowe/sprawozdania-
takie informacje; o-funkcjonowaniu-systemu-zamowien-
publicznych
3. rozwigzania majace zapewnic Tak Link do ustawy: Zgodnie z obowigzkami wynikajacymi z
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Spetnienie

Warunek . Spehienie Odniesienie do odpowiednich .
warunku Kryteria - . Uzasadnienie
podstawowy podstawowego kryteriow dokumentow
s e sl pstoisd 1SR U poioie s
. : /WDU20190002019/U/D20192019L,.pd ; .
ust. 2 dyrektywy 2014/24/UE i art. 99 ust. ;p 1P Zamowien publicznych oparte o dane
2 dyrektywy 2014/25/UE; otrzymywane od zamawiajacych w
rocznych sprawozdaniach o udzielonych
Link do rocznych sprawozdan z zamowieniach pubhcznych, dane .
funkcjonowania systemu zamowien pochodzace z TED oraz informacje o
publicznych: wynikach kontroli prowadzonych przez
Prezesa UZP.
https://www.uzp.gov.pl/baza-
wiedzy/analizy-systemowe/sprawozdania-
o-funkcjonowaniu-systemu-zamowien-
publicznych
4. rozwigzania majace zapewnic, by Tak Link do ustawy: UZP publikuje na swojej stronie roczne
Wynik.i analiz byty udost¢pniane publicznie http://isap.sejm.gov.pl/isap.nsf/download.x rapotr'ty.z ,funkcj.onowania systemu
zgodnie z art. 83 ust. 3 dyrektywy . zamowien publicznych oraz okresowe
sp/WDU20190002019/U/D20192019Lj.pd | . ;
2014/24/UE oraz art. 99 ust. 3 dyrektywy £ Biuletyny Informacyjne.
2014/25/UE;
Link do rocznych sprawozdan z
funkcjonowania systemu zamowien
publicznych:
https://www.uzp.gov.pl/baza-
wiedzy/analizy-systemowe/sprawozdania-
o-funkcjonowaniu-systemu-zamowien-
publicznych
5. rozwigzania majace zapewnic, by Tak Link do ustawy: W przypadku powstania w toku kontroli
wszelkilel:( }nfo(rln}aqe wskazujqce na http://isap.sejm.gov.plisap.nsfidownload.x proxtzvadzoneg przez}UgP’ Pf)gejrzenla, 7ewW
przypadki podejrzewanej zmowy sp/WDU20190002019/U/D20192019Lj.pd | POStepowaniu moglo dojs¢ do zmowy
przetargowej byly przekazywane £ przetargowej UZP przekazuje stosowna
wlasciwym organom krajowym zgodnie z informacj¢ w tym zakresie do UOKIK.
art. 83 ust. 2 dyrektywy 2014/24/UE oraz Pomigdzy UZP i UOKIK zostato takze
art. 99 ust. 2 dyrektywy 2014/25/UE. Link do rocznych sprawozdan z podpisane porozumignie zak%gdajqce.
funkcjonowania systemu zaméwien wspdtprace ObYdV,Vu mnstytucji, wymiang
publicznych: informacji i do§wiadczen. Niezaleznie od
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Spehienie

Warunek . Spehienie Odniesienie do odpowiednich .
warunku Kryteria - . Uzasadnienie
podstawowy kryteriow dokumentow
podstawowego
https://www.uzp.gov.pl/baza- powst;@go instytucje oraz p0(.im10tyr .,
. ; . zamawiajace mogg bezposrednio zwrocié
wiedzy/analizy-systemowe/sprawozdania- | . .
. : . si¢ do UOKIK w przypadku podejrzenia
o-funkcjonowaniu-systemu-zamowien- " ;
publicznych ZMOWY przetargowej.
3. Skuteczne Tak Istnienie skutecznych mechanizmow Tak W celu spetnienia warunku opracowano Jednolita procedura dotyczy weryfikacji
stosowanie i stuzacych zapewnieniu zgodnosci z Karta dokument pn. samoocena spetnienia zgodnosci z KPP na kazdym etapie
wdrozenie Karty praw podstawowych Unii Europejskiej warunku: skuteczne stosowanie i wdrazania programu, w tym od ztozenia
praw (,,Karta”), ktore obejmuja: wdrazanie Karty praw podstawowych w whniosku o dofinansowanie, jak i w trakcie
podstawowych . . - 2 Polsce, ktory zawiera m.in. jednolitg realizacji projektow. Procedury dotyczace
1. ustalenia majace zapewni¢ zgodnosé g L . . . A
. : e ramow3 procedure okreslajaca obowiazki | podejrzenia o niezgodnosci projektow i/lub
programow wspieranych z Funduszy i ich L .. . .o .
.. N wszystkich instytucji zaangazowanych we | dzialan Beneficjenta lub IP/IW/IZ z KPP
wdrazania z odpowiednimi .. , L R
L . wdrazanie programéw w zakresie ich sa w niej rowniez uregulowane. Ponadto,
postanowieniami Karty; . - e
zgodnosci z Kartg Praw Podstawowych dokument ,,samoocena...” opisuje system
(KPP). Procedura obejmuje wszystkie ochrony praw umocowanych w KPP w
etapy realizacji programu i dotyczy kontekscie funduszy unijnych oraz
wszystkich programow realizowanych w | obowiazki spoczywajace na beneficjencie i
ramach 8 funduszy objetych na instytucjach.
rozporzadzeniem ogoélnym (rozporzadzenie
PE i Rady nr 1060/2021 z dnia 24 czerwca
2021).
2. rozwigzania dotyczace zglaszania Tak W celu spetnienia warunku wypracowano | Jednolita procedura dotyczy weryfikacji
komitetowi monitorujacemu przypadkow jednolita ramowa procedurg okreslajaca zgodnosci z KPP zardwno na etapie
niezgodnosci operacji wspieranych z obowiazki wszystkich instytucji ztozenia wniosku o dofinansowanie jak i
Funduszy z Kartg oraz skarg o zaangazowanych we wdrazanie wszystkich | trakcie realizacji projektow. Podejrzenia o
nieprzestrzeganie Karty ztozonych zgodnie 8 programoéw w zakresie zapewnienia ich | niezgodnosci projektoéw i/lub dziatan
Z rozwigzaniami przyj¢tymi na mocy art. zgodno$ci z Kartg Praw Podstawowych Beneficjenta lub IP/IW/IZ z KPP
69 ust. 7. (KPP), wspomniana w kontek$cie zglaszane s odpowiednio do
kryterium 1. Procedura obejmuje rowniez |IP/IW/IZ/Rzecznika Funduszy UE (w
zglaszanie podejrzen o niezgodnos$ci przypadku programéw finansowanych z
projektow z KPP. EFMRA, FAMI, IZGW i FBW istnieje
wlasciwy odpowiednik). Wtasciwa
instytucja dokonuje analizy, podejmuje
czynnosci weryfikujace stan faktyczny i
rozstrzyga o zasadnosci zgtoszenia. 1Z
programu odpowiedzialna jest rowniez za
prowadzenie polityki informacyjnej w ww.
obszarze.
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Warunek
podstawowy

Spetnienie
warunku
podstawowego

Kryteria

Spehienie

kryteriow

Odniesienie do odpowiednich
dokumentéw

Uzasadnienie

4. Wdrazanie i
stosowanie
Konwencji ONZ
o prawach osob
niepetnosprawnyc
h zgodnie z
decyzja Rady
2010/48/WE

Tak

Istnienie krajowych ram zapewniajacych
realizacj¢ Konwencji o prawach osob
niepelnosprawnych, ktore obejmuja:

1. cele ogolne obejmujace wymierne
warto$ci docelowe, mechanizmy
gromadzenia danych i monitorowania;

Tak

Link do dokumentu:

https://dziennikustaw.gov.pl/MP/rok/2021/
pozycja/218

https://isap.sejm.gov.pl/isap.nsf/download.
xsp/WMP20220000767/0/M20220767.pdf

Ramy polityki krajowej dla zapewnienia
wdrazania realizacji KPON stanowi
Strategia na rzecz Oséb z
Niepetnosprawnosciami 2021-2030
przyjeta przez Rad¢ Ministrow 16 lutego
2021 r., ktora okresla cele i1 dzialania do
osiggniecia w oznaczonym czasie ze
wskaznikami i odpowiedzialnymi
podmiotami, a takze mechanizmy
monitoringu realizacji celow i dziatan oraz
gromadzenia danych w tym zakresie.
Ponadto, w zakresie realizacji procesu
deinstytucjonalizacji ustug spotecznych,
m.in. dla os6b. z niepelnosprawnosciami
(OzN) odpowiednim dokumentem
strategicznym jest rowniez Strategia
rozwoju ushug spotecznych, polityka
publiczna do roku 2030 (z perspektywa do
2035 r.) przyjeta przez Rad¢ Ministrow
7.06.2022 r (SRUS).

Przyjecie i wdrozenie SRUS umozliwia
zatem realizacje celow w obszarze
deinstytucjonalizacji wskazanych w
Strategii na rzecz Os6b z
Niepetnosprawnosciami 2021-2030 oraz
zapewni monitoring realizacji wskaznikow
dotyczacych tego obszaru dla OzN.

2. rozwigzania majace zapewnic, by w
ramach przygotowywania i wdrazania
programow odpowiednio zostaty
odzwierciedlone polityka, prawodawstwo i
normy w zakresie dostepnosci;

Tak

Link do dokumentu:
https://dziennikustaw.gov.pl/MP/rok/2021/
pozycja/218

https://isap.sejm.gov.pl/isap.nsf/download.
xsp/WMP20220000767/0/M20220767.pdf

Kryterium zostanie spetnione poprzez
zobowiazanie 1Z do realizacji
nastepujacych dziatan:

(1) wskazania konkretnych artykutow
KPON zwigzanych z zakresem wsparcia
planowanym do realizacji w ramach
programu,

(2) zapewnienia zgodno$ci z KPON
wszelkich proceséw i procedur
realizowanych na kazdym etapie
wdrazania programu, tj. programowania,
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Warunek
podstawowy

Spetnienie
warunku
podstawowego

Kryteria

Spehienie

kryteriow

Odniesienie do odpowiednich
dokumentéw

Uzasadnienie

wyboru i realizacji projektow, a takze
kontroli projektow, monitorowania i
ewaluacji, co znajdzie odzwierciedlenie
m.in. w tresci
procedur/wytycznych/regulaminéw
okreslajacych sposob realizacji
poszczegolnych proceséw zwigzanych z
wdrazaniem programu,

(3) oceny projektéw pod katem kryterium
dotyczacego zgodnosci z KPON,

(4) zapewnienia stosowania standardow
dostepnosci poprzez Wytyczne okreslajace
standardy zapewniania dostgpnosci w
inwestycjach finansowanych w ramach
polityki spdjnosci,

(5) realizacji dziatan
informacyjnych/§wiadomos$ciowych
zwigzanych z przestrzeganiem KPON,

(6) wprowadzenia do systemu realizacji
programu procedury zglaszania podejrzen i
skarg dotyczacych niezgodnosci
interwencji/dziatan z KPON.

3. rozwigzania dotyczace sprawozdawania
komitetowi monitorujgcemu przypadkoéw
niezgodnoéci operacji wspieranych z
Funduszy z Konwencja oraz skarg o
nieprzestrzeganie Konwencji ztozonych
zgodnie z rozwigzaniami przyj¢tymi na
mocy art. 69 ust. 7.

Tak

Link do dokumentu:

https://dziennikustaw.gov.pl/MP/rok/2021/
pozycja/218

https://isap.sejm.gov.pl/isap.nsf/download.
xsp/WMP20220000767/0/M20220767.pdf

Kryterium zostanie spetnione poprzez
wprowadzenie obowigzkowego rocznego
raportowania Komitetowi Monitorujgcemu
o zgtoszonych przypadkach niezgodnosci
interwencji/dziatan z KPON oraz skargach
na nieprzestrzeganie KPON.

KM bedzie informowany o charakterze i
liczbie skarg i przypadkow niezgodno$ci
interwencji realizowanej w ramach
programu z zapisami KPON oraz o tym,
jakie czynnosci w zwigzku z ich
wystgpieniem podjety wlasciwe instytucje.
W przypadku naruszen systemowych lub
powtarzajacych si¢, po przedstawieniu
sprawozdania przez IZ, KM bedzie mogh
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Warunek
podstawowy

Spetnienie
warunku
podstawowego

Kryteria

Spehienie

kryteriow

Odniesienie do odpowiednich
dokumentéw

Uzasadnienie

powziaé szereg dziatan, aby
przeciwdziata¢ ich wystgpowaniu w
przysztosci.

Zakres prerogatyw KM w tym wzgledzie
zostanie okre$lony w regulaminie KM, w
oparciu o minimalne uprawnienia
okreslone dla KM wszystkich programow,
w tym: (1) mozliwo$¢ powotania grupy
roboczej do rozpatrzenia danego
zagadnienia/zidentyfikowanego problemu,
(2) przeprowadzenie dalszych analiz w
celu opracowania szczegotowych
zalecen/rekomendacji dotyczacych
najbardziej powtarzalnych naruszen, czy
tez (3) intensyfikacji prowadzonych
dziatan §wiadomosciowych i
informacyjnych.
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5. Instytucje programu
Podstawa prawna: art. 22 ust. 3 lit. k) oraz art. 71 1 84 rozporzadzenia w sprawie wspolnych przepisow

Tabela 10: Instytucje programu

. . . Imig i nazwisko osoby . .
Instytucja programu Nazwa instytucji kontaktowe; Polozenie Adres e-mail
Instytucja zarzadzajaca Departament Funduszy Europejskich Ministerstwo | Maciej Kaczorowski Dyrektor Departamentu Funduszy fundusze kontakt@mswia.gov.pl
Spraw Wewnetrznych i Administracji Europejskich MSWiA
Instytucja audytowa Szef Krajowej Administracji Skarbowej Dominik Zalewski Dyrektor Departamentu Audytu Srodkow sekretariat. DAS@mf.gov.pl
Publicznych Ministerstwo Finanséw
Organ otrzymujacy Minister wlasciwy do spraw finansow publicznych | Dorota Jaworska Dyrektor Departamentu Instytucji Platniczej | sekretariatiP@mf.gov.pl
ptatnosci od Komisji Ministerstwo Finansow
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6. Partnerstwo

Podstawa prawna: art. 22 ust. 3 lit. h) rozporzadzenia w sprawie wspdlnych przepiséw

Partnerami na poziomie prac przygotowawczych Programu byto szerokie grono podmiotéw, obejmujace
w szczegdlnosci wlasciwe kompetencyjnie stuzby i instytucje publiczne na szczeblu centralnym i
wojewoOdzkim. Podczas przygotowan do Programu FBW zwrdcono si¢ rowniez o przedstawienie
propozycji dzialan, uwag ze strony organizacji pozarzagdowych.

Projekt Programu zostal przygotowany w Departamencie Funduszy Europejskich Ministerstwa Spraw
Wewnetrznych 1 Administracji na podstawie informacji uzyskanych od kluczowych instytucji, rowniez
tych ktére byty dotychczas zaangazowane w realizacj¢ dzialan w ramach FBW w perspektywie
finansowej 2014-2020 m.in.: Policji, Strazy Granicznej, Panstwowej Strazy Pozarnej, Ministerstwa
Finanséw, Ministerstwa Sprawiedliwo$ci, Wojewodow, Centralnego Biura Antykorupcyjnego, Agencji
Bezpieczenstwa Wewnetrznego i innych. Program, ze wzgledu na swoja specyfike, zostat przekazany do
konsultacji spotecznych poprzez zamieszczenie na ministerialnej stronie internetowej poswigconej
funduszom wraz z zaproszeniem do sktadania ewentualnych uwag. W ten sposob propozycje dziatan i
uwagi mogty zglasza¢ organizacje pozarzadowe, miedzyrzadowe i miedzynarodowe, a takze inne
podmioty. Takie dziatanie miato na celu umozliwienie organizacjom potencjalnie zainteresowanym
realizowaniem dziatan z FBW przekazanie dodatkowych/brakujacych informacji/dziatan oraz
komentarzy. Nastepnie dokument zostat przekazany do konsultacji wewnatrzresortowych oraz
migdzyresortowych. Po etapie konsultacji miedzyresortowych dokument zostat przekazany do akceptacji
Miedzyresortowego Zespotu ds. Europejskich Funduszy Spraw Wewnetrznych (dalej: Komitet
Monitorujacy). Po uzyskaniu opinii cztonkéw Komitet Monitorujagcego dokument zostat przekazany do
Komisji Europejskie;.

Dobra praktyka konsultacji 1 wspotpracy z podmiotami wskazanymi w Rozporzadzeniu (UE) 2021/1060
bedzie kontynuowana podczas realizacji Programu.

Komitet Monitorujacy 2014-2020, odpowiedzialny za dwa fundusze: FBW 1 FAMI 2014-2020, skupiat
przedstawicieli instytucji o kluczowym znaczeniu ze wzgledu na charakter swoich dziatan, w tym
Ministerstw: Finansow, Sprawiedliwosci, Spraw Zagranicznych, Rodziny 1 Polityki Spoteczne;j
(odpowiedzialnego w Polsce za integracje i legalng migracj¢), Funduszy i Polityki Regionalnej, Komendy
Gtownej Strazy Granicznej 1 Komendy Gléwnej Policji, Komendy Gtownej Panstwowej Strazy Pozarnej,
Agencji Bezpieczenstwa Wewngtrznego oraz Urzedu do Spraw Cudzoziemcow.

Poprzez udziat r6znych instytucji w Komitecie Monitorujgcym 2021-2027, odpowiedzialnym za trzy
fundusze FBW, IZGW oraz FAMI 2021-2027, zapewniona zostanie komplementarno$¢ z innymi
mechanizmami finansowymi, zgodnie z Rozporzadzeniem (UE) 2021/1060. Ponadto przedstawiciele
zainteresowanych organizacji trzeciego sektora zostang zaproszeni do udziatu w Komitecie
Monitorujagcym w ramach partnerstwa we wdrazaniu i poézniejszej ewaluacji Programu FBW.

Ponadto, w celu zapewnienia skutecznej realizacji zasady partnerstwa, Instytucja Zarzadzajaca planuje
zaangazowac partnerow najbardziej reprezentatywnych dla danego srodowiska, adekwatnie do zakresu
przedmiotowego danego programu. Zgodnie z art. 8 rozporzadzenia (UE) 2021/1060 (CPR) zaproszenie
zostalo wystane do nastepujacych podmiotéw/organizaciji:

e Komisja Wspolna Rzadu 1 Samorzadu
e Rada Dialogu Spotecznego
e Rada Dziatalno$ci Pozytku Publicznego

e Organizacje migdzynarodowe — IOM Polska, UNHCR — Reprezentacja w Polsce
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e Pelnomocnik Rzadu do Spraw Osob Niepetnosprawnych
e Pelnomocnik Rzadu do Spraw Rownego Traktowania
e Konferencja Rektorow Akademickich Szkot Polskich

e Rada Gtowna Instytutéw Badawczych.

Podmioty te zostaly poproszone o wyznaczenie jednego lub wigcej przedstawicieli, ktorzy zostang
oficjalnie nominowani cztonkami Komitetu Monitorujacego. Komisja Wspo6lna Rzadu i Samorzadu
Terytorialnego wyznacza przedstawiciela regionalnych/lokalnych wtadz publicznych. Rada Dialogu
Spotecznego wyznacza przedstawiciela partnerow spotecznych/gospodarczych. Rada Dziatalno$ci
Pozytku Publicznego wyznacza przedstawiciela spoteczenstwa obywatelskiego w celu zapewnienia
reprezentacji zgodnie z art. 8 rozporzadzenia (UE) 2021/1060. Konferencja Rektorow Akademickich
Szkoét Polskich wyznacza przedstawiciela uczelni. Rada Gléwna Instytutéw Badawczych wyznacza
przedstawiciela instytutow badawczych. W zaleznosci od tematyki prac Komitetu Monitorujacego,
wyznaczeni przedstawiciele beda mogli konsultowa¢ si¢ z wtasciwymi cztonkami swoich organizacji w
celu udzielenia nalezytej odpowiedzi na poruszane kwestie. Zasady i zakres wspolpracy z partnerami
zapisane zostang w regulaminie Komitetu Monitorujgcego. Regulamin zostanie skonsultowany z
cztonkami komitetu. W Regulaminie przewidziany zostanie rowniez sposob zaangazowania partnerdéw w
proces decyzyjny.

Udzial partnerow w ramach realizacji zasady partnerstwa bedzie uwzgledniony na wszystkich etapach
realizacji programow. Udziat ten oznacza wsparcie Instytucji Zarzadzajacej na etapie programowania,
wdrazania, monitorowania i ewaluacji programow na lata 2021-2027 w szczegdlnos$ci poprzez:

e uczestnictwo w pracach Komitetu Monitorujacego

e opiniowanie projektow programéw FBW, FAMI, IZGW i zmian w przyj¢tych programach
e analiz¢ postgpdw we wdrazaniu programow oraz osigganiu celow

e opiniowanie i zatwierdzanie kryteriéw wyboru projektéw

e uczestnictwo w procesie ewaluacji realizacji programow

e analizg realizacji dzialan w zakresie komunikacji i widoczno$ci.
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7. Komunikacja 1 widoczno$¢

Podstawa prawna: art. 22 ust. 3 lit. j) rozporzadzenia w sprawie wspolnych przepisow

Strategia komunikacji FBW 2021-2027 jest cze$cia Strategii Komunikacji dla Funduszy Europejskich na
Migracje, Granice 1 Bezpieczenstwo (dalej: Strategia) i dotyczy sposobu komunikowania si¢ z grupami
docelowymi dla wspierania widocznos$ci Programu.

Strategia jest zgodna z krajowg Strategiag Komunikacji Funduszy Europejskich 2021-2027 zarzadzang
przez Ministerstwo Funduszy i Polityki Regionalnej (MFiPR) i bedzie realizowana we wspotpracy z
MFiPR.

Komunikacja o Programie FBW to informowanie o jego ofercie, rezultatach i wptywie na rozwoj kraju i
UE w zakresie:

e poprawy wymiany informacji migdzy wiasciwymi organami oraz jednostkami organizacyjnymi
UE, w ramach tych organow, a takze z panstwami trzecimi i organizacjami mi¢dzynarodowymi;

e rozwijania wspotpracy transgranicznej, w tym wspdlnych operacji, migdzy wlasciwymi organami,
w odniesieniu do terroryzmu oraz powaznej 1 zorganizowanej przestepczosci o charakterze
transgranicznym;

e wspierania zdolnosci panstw cztonkowskich w zakresie zapobiegania przestepczosci,
terroryzmowi i radykalizacji oraz zwalczania tych zjawisk, a takze zarzadzania zdarzeniami,
ryzykiem i kryzysami dotyczacymi bezpieczenstwa.

Strategia zostata okreslona w zataczniku do Podrecznika Procedur IZ. Dzialania komunikacyjne
prowadzone sg przez 1Z, IP oraz beneficjentow. W miar¢ mozliwosci uwzglgdnione zostang réwniez
informacje na temat krajowych inicjatyw, majace na celu podniesienie swiadomosci na temat EMPACT.

Urzednik ds. komunikacji

W 1Z powotany zostat Urzednik ds. Komunikacji dla Funduszy Europejskich na Migracje, Granice 1
Bezpieczenstwo. Urzednik ten, we wspotpracy z Koordynatorem Krajowym w MFiPR, prowadzi
dziatania wspierajace widocznos$¢ 1 promocje funduszy; odpowiada, w ramach sieci INFORM EU, za
wspotprace z KE, uczestniczy w spotkaniach i szkoleniach oraz jest odpowiedzialny za tresci na stronach
internetowych.

Cele dzialan komunikacyjnych
e informowanie i zach¢canie do skorzystania ze srodkéw FBW

e informowanie o dzialaniach i efektach Programu, pokazanie pozytywnego wptywu wsparcia UE w
obszarze FBW

e wspieranie beneficjentow w realizacji projektow

Grupy docelowe

e beneficjenci: instytucje majace monopol w zakresie bezpieczenstwa wewnetrznego (np. Policja,
Straz Graniczna, Agencja Bezpieczenstwa Wewngtrznego)

e potencjalni beneficjenci: podmioty, ktére korzystajg ze wsparcia FBW i realizuja projekty:
jednostki sektora finanséw publicznych, urzedy wojewodzkie, organizacje migdzynarodowe,
organizacje pozarzagdowe

e 0g0t spoleczenstwa: osoby i podmioty, ktérzy w sposob swiadomy badz nieswiadomy korzystaja z
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efektow FBW

Kanaly komunikacji
Dobor kanatow bedzie oparty na analizie ich skutecznosci 1 okreslonych celach. Przyktadowe kanaty:

e dwujezyczne (polska i angielska) strony internetowe poswigcone funduszom spraw wewngtrznych:
www.fundusze.mswia.gov.pl oraz www.gov.pl/web/DFE-MSWiA;

e wydarzenia informacyjno-promocyjne;

e portal Funduszy Europejskich (MFiPR);

e sie¢ Punktow Informacyjnych Funduszy Europejskich PIFE (MFiPR);
e social media: MSWiA oraz MFiPR.

1Z zapewni publikacje¢ informacji zgodnie z wymogami ustanowionymi w rozporzadzeniu nr (UE)
2021/1060 z wylaczeniem przypadkéw, gdy prawo UE lub krajowe wykluczaja taka publikacje ze
wzgledow bezpieczenstwa, porzadku publicznego, dochodzen karnych lub ochrony danych osobowych
zgodnie z rozporzadzeniem (UE) 2016/679.

W komunikacji istotne bedzie wykorzystanie potencjatu komunikacyjnego beneficjentow. Aby wesprzec¢
ich w prowadzeniu promoc;ji projektow, opracowano m.in. przewodnik i wzory grafik do pobrania.

Narzedzia wykorzystywane w komunikacji przez poszczeg6lne grupy docelowe:

e Beneficjenci: strona internetowa 1Z, opiekun projektu, social media, portal Funduszy
Europejskich, wydarzenia informacyjne i promocyjne

e Potencjalni beneficjenci: strona internetowa IZ, social media, portal Funduszy Europejskich, PIFE

e Ogot spoteczenstwa: social media, strona internetowa 1Z, portal Funduszy Europejskich

Monitoring i ocena

Dziatania komunikacyjne podlegaja ewaluacji 1 monitoringowi pod katem ich jakosci, trafnosci 1
skutecznos$ci. Zapisy regulujace obowiazek zapewniajacy widocznos¢ finansowania UE zostang wiaczone
do umoéw zawieranych z beneficjentami i bedg monitorowane.

Wskazniki monitoringu i oceny:
Liczba spotkan dla beneficjentow 1 wnioskodawcow (jednostka: liczba)
e Warto$¢ bazowa - 0
e  Wartos¢ posrednia (2024) - 7 (w tym jedno wspodlne dla FBW, FAMI 1 [ZGW)
e  Wartos¢ docelowa (2029) - 23 (w tym trzy wspolne dla FBW, FAMI 1 [ZGW)
Liczba wej$¢ na strong I1Z obejmujaca FBW, FAMI 1 [IZGW (jednostka: liczba)
e Warto$¢ bazowa - 0
e  Wartos¢ posrednia (2024) - 115 200
e  Wartos¢ docelowa (2029) - 241 200
Liczba odpowiedzi na pytania dot. mozliwosci finansowania (jednostka: liczba)
e Warto$¢ bazowa - 0

e  Wartos¢ posrednia (2024) - 20

PL 56 PL




e Wartos¢ docelowa (2029) - 50

Budzet

Dziatania komunikacyjne 1Z i IP bedg finansowane z Pomocy Technicznej. Szacowany budzet na
komunikacje 1 widoczno$§¢ FBW wynosi 100 000 EUR, w tym na ponizsze cele:

1. Spotkania informacyjno-szkoleniowe — 78%
2. Spotkania i konferencje w zakresie FBW, FAMI 1 [ZGW — 12%
3. Produkcja materialéw informacyjnych — 10%

Budzet bedzie aktualizowany w zalezno$ci od osiggnietych rezultatow.
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8. Stosowanie stawek jednostkowych, kwot ryczaltowych, stawek ryczaltowych i finansowania
niepowigzanego z kosztami

Podstawa prawna: art. 94 1 95 rozporzadzenia w sprawie wspolnych przepisow

Planowane stosowanie art. 94 i 95 rozporzadzenia w sprawie wspolnych przepisow Tak | Nie
Od momentu przyje¢cia, program bedzie wykorzystywat refundacj¢ wktadu Unii w oparciu o stawki jednostkowe, X
kwoty ryczattowe i stawki ryczattowe w ramach priorytetu zgodnie z art. 94 rozporzadzenia w sprawie wspolnych
przepisow
Od momentu przyjecia, program bedzie wykorzystywal refundacj¢ wktadu Unii w oparciu o finansowanie X
niepowigzane z kosztami zgodnie z art. 95 rozporzadzenia w sprawie wspolnych przepisow
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Aneks 1: Wktad Unii w oparciu o stawki jednostkowe, kwoty ryczattowe 1 stawki ryczattowe

A. Podsumowanie gtownych elementow

Cel szczegdtowy

Szacunkowy udziat facznej
alokacji finansowej w
ramach celu szczegotowego,
do ktorego stosowane beda
uproszczone metody
rozliczania kosztow (SCO),
w %

Rodzaj(-e) operacji objetej (-ych) finansowaniem

Wskaznik uruchamiajacy refundacj¢ kosztow (2)

Kod(1)

Opis

Kod(2)

Opis

Jednostka miary wskaznika
uruchamiajacego refundacje
kosztow

Rodzaj SCO
(standardowa skala
kosztow
jednostkowych,
platnoscei ryczattowe
lub stawki
ryczaltowe)

Kwota (w EUR) lub warto$¢
procentowa (w przypadku
stawek ryczattowych) SCO

(1) Oznacza kod w zatgcznikach VI do rozporzadzen dotyczacych FAMI, IZGW i FBW

(2) Oznacza kod wspolnego wskaznika, o ile ma zastosowanie.
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Aneks 1: Wktad Unii w oparciu o stawki jednostkowe, kwoty ryczattowe 1 stawki ryczattowe

B. Szczegodtowe informacje wedtug rodzaju operacji

PL 60

PL



C. Obliczanie standardowych stawek jednostkowych, kwot ryczattowych lub stawek ryczaltowych

1. Zrédto danych wykorzystanych do obliczenia standardowych stawek jednostkowych, kwot
ryczattowych lub stawek ryczaltowych (kto przygotowat, zgromadzit i zapisat dane, miejsce
przechowywania danych, daty graniczne, walidacja itd.):
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2. Prosze okresli¢, dlaczego proponowana metoda i obliczenia na podstawie art. 94 ust. 2 rozporzadzenia
w sprawie wspolnych przepisow sg wlasciwe dla danego rodzaju operac;ji:
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3. Prosze okresli¢ sposob dokonania obliczen, w tym w szczegdlnosci zatozenia przyjete w odniesieniu do
jakosci lub ilosci danych. W stosownych przypadkach nalezy zastosowaé dane statystyczne i poziomy
odniesienia oraz przedstawi¢ je — na wniosek — w formacie pozwalajacym na wykorzystanie przez
Komisje.

PL 63 PL




4. Prosze wyjasni¢, w jaki sposob zapewniono, by jedynie wydatki kwalifikowalne byty uwzgledniane
przy obliczaniu standardowych stawek jednostkowych, kwot ryczaltowych lub stawek ryczattowych:
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5. Ocena przez instytucje(-e) audytowa(-e) metody obliczania i kwot oraz ustalen majacych zapewnié
weryfikacj¢ danych, ich jako$¢, sposob gromadzenia 1 przechowywania.
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Aneks 2: Wktad Unii w oparciu o finansowanie niepowigzane z kosztami

A. Podsumowanie gtownych elementow

Cel szczegblowy

Kwota objeta
finansowaniem
niepowigzanym z kosztami

Rodzaj(-e) operacji objetej (-ych) finansowaniem

Kod(1)

Opis

Warunki, ktore nalezy
spetic/rezultaty, ktore nalezy
osiagna¢, uruchamiajace
refundacj¢ przez Komisje¢

Wskazniki

Kod(2)

Opis

Jednostka miary warunkow,
ktore nalezy
spetni¢/rezultatow, ktore
nalezy osiagnac,
uruchamiajacych refundacje
przez Komisje

Przewidywany rodzaj metody
stosowanej do refundacji kosztow
beneficjentowi lub beneficjentom

(1) Oznacza kod w zatacznikach VI do rozporzadzen dotyczacych FAMI, IZGW i FBW.

(2) Oznacza kod wspdlnego wskaznika, o ile ma zastosowanie.
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B. Szczegotowe informacje wedtug rodzaju operacji
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Aneks 3

Instrument tematyczny (art. 11 rozporzadzenia w sprawie FAMI, art.

8 rozporzadzenia w sprawie IZGW, art. 8 rozporzadzenia w sprawie FBW)

Numer referencyjny procedury Wersja programu Status Data akceptacji/odrzucenia Uwagi
C(2022)8334 - 23 1is 2022 - 1 2.1 Przyjete 18 mar 2025 Appendix 3 requires modification.
Cel szczegotowy Sposob . Rodzaj .. | Wkiad Unii Stawka platnosci Opis dziatania
interwencji zaliczkowych
2. Wspotpraca transgraniczna Dziatania 1 434 600,00 1) ISF/2023/SA/2.1.1/013 - EUR 1,434,600 - The project partnership is composed of PL, ES, CZE, LT. The project “TRIDENT —
szczegolne pilot project on international cooperation in detection and control of arms and explosive materials smuggling from Ukraine to EU
countries” is led by the Polish National Police Headquarters. The main objective of the project is to enhance international
cooperation between EU Member States and third parties in countering the influx of arms, ammunition and explosives from the
eastern direction and in detecting and ensuring surveillance of organised criminal groups involved in smuggling. This will be
achieved by conducting cross-border operations, with the participation of the services of the participating countries, aimed at
countering the influx of illegal weapons from Ukraine into the EU, together with the purchase of the necessary equipment. The
project emphasises the improvement of the officers' operational activities, such as covert surveillance of shipments and
surveillance of criminal groups involved in arms trafficking. The expected result of the TRIDENT project is the strengthening of
control over the inflow of illegal weapons into the EU from the eastern direction.
TA.36(5). Pomoc techniczna — 86 076,00 1) TA - ISF/2023/SA/2.1.1/013 - EUR 86,076
stawka ryczattowa (art. 36 ust. 5
rozporzadzenia w sprawie wspolnych
przepiséw)
Numer referencyjny procedury Wersja programu Status Data akceptacji/odrzucenia Uwagi
C(2021)8460 - 26 lis 2021 - 1 1.1 Przyjete 19 lut 2024
Cel szczegdlowy Sposob | . RodZAI | \yupq i | Stawka platmosed Opis dziatania
interwencji zaliczkowych
2. Wspotpraca transgraniczna Dziatania 1942 073,50 The objective of this specific action is to develop complex and long-term EMPACT activities and actions, laid down in the
szczegodlne operational action plans (OAPs) and implementing one or more common horizontal strategic goals (CHSGs) contained in the

EMPACT multi-annual strategic plan (MASP) designed for the EMPACT cycle 2022-2025 (reference: Council document
10109/21 of 23 June 2021 (EU LIMITE).

ISF/2022/SA/2.2.1/012 EMPACT EUR 108.000 - Spain is carrying out the project CCH - EUROPEAN OPERATIONAL TEAM
Costa del Sol, mainly related to EMPACT CCH (Cannabis/Cocaine/Heroin), but also to EMPACT HRCN (High-Risk Criminal
Networks), covering strategic goals n°1, 2, 3, 4 and 8. The project partnership is composed of Spain, Bulgaria, Estonia, Finland,
France, the Netherlands, Lithuania, Latvia, Poland, Portugal, Romania, Sweden, Slovenia, Denmark, Iceland, Norway, Serbia, UK,
USA, Frontex and Europol. The Pilot Project is meant to establish a European Operational Team (EOT) in the Spanish region
‘Costa del Sol’, to develop and implement a joint investigative and operational strategy against the main criminal organisations and
related High Value Targets (HVTs) affecting the EU Member States from the region. The activity of the EOT will be primarily
aimed at identifying, investigating and dismantling HVTs and related organised criminal networks. The selection of HVTs and the
establishment of related Operational Task Force (OTF) will be carried out in accordance with Standard Operating Procedure
developed jointly by the EU Member States and Europol.
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ISF/2022/SA/2.2.1/008 EMPACT EUR 1.010.663,50 - Poland is carrying out the project CRYSTAL PALACE - General support
for the EMPACT NPS and Synthetic Drugs platform under EMPACT 2022+ instrument for 36 months related to EMPACT
“Production, trafficking and distribution of synthetic drugs and new psychoactive substances”, covering strategic goals n°1, 2, 3, 5,
6 and 7. The project partnership is composed of Poland, the Netherlands and Italy. The purpose of the project is the
EU/international coordinated fight against the production and trafficking of synthetic drugs by identifying and dismantling
organised crime groups and facilitators involved in the phenomenon. The trade in synthetic drugs in the EU is unique compared to
other substances as the production of these drugs in most cases takes place in the EU and they are subsequently distributed on a
global level and on European markets. The project will focus on strengthening the EU Law Enforcement capabilities in the several
areas — including operational activities, exchange of experience and knowledge, capacity building and strategic cooperation.

ISF/2023/SA/2.1.1/012 - EUR 629,370.00 - Bridging the Gap: Advancing Operational Law Enforcement Cooperation in Schengen
Member States - HYDRA - Project leader. The project partnership is composed of PL, CZ, DE, ES and FR. The project “Bridging
the Gap: Advancing Operational Law Enforcement Cooperation in Schengen Member States - HYDRA” aims to strengthen
cooperation in combating drug smuggling through cross[Iborder operations. To this end, it focuses on enhancing operational
efficiency and effectiveness, ensuring a more streamlined and cohesive approach.

ISF/2023/SA/2.1.1/009 - EUR 194,040.00 - Empowering the Law Enforcement of the Baltic Sea Region to Tackle the New Cross-
Border Threats - Project partner. The project partnership is composed of LT, LV, and PL. The project “Empowering the Law
Enforcement of the Baltic Sea Region to Tackle the New Cross-Border Threats” aims at improving the performance and daily
international cooperation of law enforcement of the Baltic Sea Region in the field of cross-border law enforcement cooperation and
information management, especially taking into consideration the new threats emerging in the region.

TA.36(5). Pomoc techniczna —
stawka ryczattowa (art. 36 ust. 5
rozporzadzenia w sprawie
wspolnych przepisow)

116 524,41

TA: ISF/2022/SA/2.2.1/008 - EUR 60,639.81; ISF/2022/SA/2.2.1/012 - EUR 6,480.00; ISF/2023/SA/2.1.1/012 - EUR 37,762.20;
ISF/2023/SA/2.1.1/009 - EUR 11,642.40

PL

69 PL




DOKUMENTY

Tytut dokumentu Rodzaj dokumentu Data Lokalny numer Nr referencyjny Komisji Pliki Data wystania Nadawca
dokumentu referencyjny
Changes ISF Programme | Informacje uzupetniajace | 3 lis 2025 Ares(2025)9462984 Changes ISF Programme Poland 4 lis 2025 Dargiel, Katarzyna
Poland
Programme snapshot Podglad danych przed 4 lis 2025 Ares(2025)9462984 Programme_snapshot 2021PL65ISPR001 3.1 pl.pdf 4 lis 2025 Dargiel, Katarzyna
2021PL65ISPROOI 3.1 wystaniem Programme_snapshot 2021PL65ISPR001 3.1 pl en.pdf
PL 70 PL




