OPIS ZALOZEN PROJEKTU INFORMATYCZNEGO

Tytut projektu Rozbudowa osrodka przetwarzania danych dla Resortu
Finansow

Whnioskodawca Podsekretarz Stanu w Ministerstwie Finanséw - Jurand Drop

Beneficjent Centrum Informatyki Resortu Finanséw

Partnerzy Nie dotyczy

Zrodto finansowania Krajowy Plan Odbudowy i Zwiekszania Odpornosci

Inwestycja C3.1.1. Cyberbezpieczenstwo-CyberPL,
infrastruktura przetwarzania danych oraz optymalizacja
infrastruktury stuzb panstwowych odpowiedzialnych za
bezpieczenstwo

KPO: 294 116 800 zt

PFR - $rodki wtasne PFR (tzw. $rodki tarczowe) - srodki na
pokrycie podatku VAT dla panstwowych jednostek budzetowych

PFR: 66 759 525 zt (vat)
Catkowity koszt projektu |360 876 325,00 zt

Planowany okres 10-2020 do 08-2026
realizacji projektu

Osoba kontaktowa Magdalena magdalena.kwiatek@mf.gov| 532447791
Kwiatek .pl

1. POWODY PODJECIA PROJEKTU
1.1. Identyfikacja problemu i potrzeb

Przewidziana do pozyskania w wyniku realizacji projektu przestrzen serwerowni jest odpowiedzig
na rosngce zapotrzebowanie resortu finanséw w zakresie infrastruktury przetwarzania danych na
potrzeby systemow i ustug publicznych resortu finanséw oraz potencjalnie innych jednostek
administracji publicznej. Obecnie eksploatowana przestrzen istniejgcego obiektu serwerowni jest
niewystarczajgca i majac na uwadze tempo wypetnienia jej infrastrukturg (obecny stopien
wypetnienia wynosi ponad 90%) kierownictwo resortu w 2019 roku podjeto decyzje o
uruchomieniu inicjatywy, ktérej celem jest zwiekszenie dostepnej przestrzeni do dalszej
informatyzacji ustug resortu poprzez realizacje inwestycji budowy nowej serwerowni.
Wybudowanie nowego obiektu obliczeniowego osrodka przetwarzania danych CIRF stworzy
srodowisko gotowe na przyjecie infrastruktury IT umozliwiajgcej budowe systeméw
informatycznych w oparciu o koncepcje prywatnej chmury obliczeniowej (dostawa i montaz
infrastruktury przewidziane do finansowania w ramach innego projektu).

Dostarczanie zasobéw infrastrukturalnych (poza zakresem projektu) zostanie sprowadzone do
modelu zapewniania ich jako zorientowane ustugowo standardowe bloki architektoniczne
(zgodnie z metodyka Togaf) laaS (Infrastructure as a Service) lub PaaS (Platform as a Service).
Ustandaryzowane w ten sposob rozwigzanie umozliwia budowanie przysztych rozwigzan
opartych o zasoby chmurowe zaréwno prywatne (on premises) jak i publiczne i hybrydowe.
Umozliwia takze relatywnie tatwe przenoszenie rozwigzan pomiedzy srodowiskami tak aby



unikna¢ zablokowania mozliwosci eksploatacji systemu wytgcznie na zasobach danego
dostawcy ustug (vendor-lock).
Realizacja projektu pozwoli na wzrost potencjatu organizacji i stworzy zaplecze dla dalszego
rozwoju infrastruktury IT. Dziatania te wptyng na zwiekszenie potencjatu obliczeniowego oraz
ciggtosci dziatania kluczowych ustug IT resortu finansoéw, z ktérych korzystajg obywatele i

przedsiebiorcy.

Interesariusz

Zidentyfikowany problem

Szacowana
wielko$¢ grupy

Administracja
publiczna
(ministerstwa oraz
jednostki im podlegte i
nadzorowane) w tym
Resort Finansow

* niewystarczajgca przestrzen serwerowni dla
przysztych rozwigzan informatycznych, w
stosunku do rosngcego zapotrzebowania i
rozwoju technologii, wiele organow
administracji rzgdowej nie posiada wtasnych
centréw informatycznych;

« zidentyfikowane potrzeby w zakresie
cyfryzacji w resorcie finansow;

+ wysokie koszty utrzymania obiektow
serwerowni w strukturze rozproszonej;

+ wysokie ryzyko zwigzane z utrzymaniem
zasobow przez jednostki administracji
publicznej;

* wysokie ryzyka w obszarze bezpieczenstwa
fizycznego i teleinformatycznego;

« utrudnione zarzagdzanie rozproszonymi
zasobami i ich skalowalnosg¢;

* ryzyko braku ciggtosci swiadczenia e-ustug
publicznych spowodowane awariami i
przestarzatg infrastrukturg, niespetniajgca
aktualnych wymagan w zakresie
bezpieczenstwa fizycznego i monitorowanie
incydentow (NIS2);

« brak srodkéw na finansowanie inwestycji
budowlanych (majacych stuzy¢ cyfryzacji
administracji) z budzetu panstwa.

19 ministerstw; 985
jednostek podlegtych

1.2. Opis stanu obecnego

Obecnie eksploatowana ilos¢ infrastruktury IT w istniejgcym osrodku CIRF w Radomiu zajmuje
ponad 90 % dostepnej pojemnosci obiektu przetwarzania danych. Majgc na uwadze planowane
przedsiewziecia i zwigzane z tym dostawy infrastruktury serwerowej szacujemy, ze pozostata
pojemnosc¢ zostanie wkrétce w petni wykorzystana. W celu zabezpieczenia mozliwosci rozwoju i
budowy kolejnych ustug IT dla biznesu wspartych narzedziami informatycznymi oraz dalszej
centralizacji i konsolidacji systemow resortowych podjeto dziatania inwestycyjne w celu
pozyskania zdolnosci do lokowania infrastruktury. W ramach projektu zostang stworzone




warunki zwiekszenia mocy obliczeniowej centralnej struktury informatycznej resortu finanséw,
konieczne do zaspokojenia rosngcych potrzeb w zakresie informatyzacji ustug i proceséw.

W obliczu zidentyfikowanych potrzeb w 2020 roku zostata wydana decyzja o uruchomieniu
projektu, a takze rozpoczety sie prace zwigzane z zawarciem umoéw z inzynierem kontraktu i
wykonawca (w formule zaprojektuj i wybuduj). Pozwolenie na budowe zostato uzyskane w 2023
roku. W latach 2023-2025 realizowane byty prace projektowe i budowlane. Obecnie trwaja
przygotowania do procedur odbiorowych w celu uzyskania pozwolenia na uzytkowanie.
Planowany termin uzyskania pozwolenia na uzytkowanie (1Q2026).

Rozbudowa osrodka CIRF w Radomiu pozwoli ha wzrost potencjatu do rozwoju infrastruktury IT,
umozliwiajgc pdzniejsze Swiadczenie ustug dla potrzeb administracji rzadowej. Inwestycja
zapewni warunki pracy dla zespotéw zajmujgcych sie utrzymaniem obiektu oraz technicznych
obstugujacych przysztg infrastrukture obliczeniowa.

Centrum Informatyki Resortu Finanséw, posiada udokumentowane doswiadczenie w realizacji
duzych projektéw infrastrukturalnych dofinansowanych ze srodkéw europejskich. Posiada
rowniez wysoko rozwiniete kompetencje w zakresie utrzymania i zarzgdzania zasobami centréow
przetwarzania danych, co zwieksza szanse na powodzenie przedsiewziecia.

2. EFEKTY PROJEKTU

2.1. Cele i korzysci wynikajace z projektu

Cel -1 Zbudowanie nowego obiektu centrum danych CIRF w Radomiu zasilanego
energig z OZE

Cel Cel strategiczny Resortu Finansow 4.1 Wzrost potencjatu organizacji

strategiczny

Korzys¢: Wzrost potencjatu dla rozwoju centrum danych CIRF i ustug resortu finanséw

KPI: Wybudowanie jednego data centre zasilanego energig z OZE

Wartos¢ 0

aktualna i 1

docelowa

KPI:

Metoda Liczba zbudowanych obiektéw data centre zasilanych energig z OZE

pomiaru KPI

Metoda pomiaru: badanie ewaluacyjne ilosciowe.

Pomiar bedzie miat miejsce raz na koniec realizacji projektu. W celu
udokumentowania realizacji wskaznika zostang przedstawione nastepujace
dowody:

1. Pozwolenie na budowe

2. Pozwolenie na uzytkowanie

3. Umowa na dostawe energii pochodzgcej z OZE

2.2. Udostepnione e-ustugi

Lp. Nazwa e-ustugi Typ | Zakres oddziatywania Poziom
dojrzatosci e-
ustugi




Lp. Nazwa e-ustugi Typ | Zakres oddziatywania Poziom

dojrzatosci e-

ustugi
2.3. Udostepnione informacje sektora publicznego i
zdigitalizowane zasoby
Nie dotyczy
2.4. Produkty koncowe projektu
Nazwa produktu Planowana
data
wdrozenia
Budynek centrum danych CIRF 03-2026
Materiaty informacyjno-promocyjne 08-2026
3. KAMIENIE MILOWE
Kamienie milowe Planowany
termin
osiagniecia
Uzyskanie pozwolenia na budowe 2023-05-09
Uzyskanie pozwolenia na uzytkowanie 2026-03-31
Zawarcie umowy na dostawe energii pochodzacej z OZE 2026-08-31

4. KOSZTY

4.1. Koszty ogdlne projektu wraz ze sposobem finansowania




Catkowity koszt
projektu (netto oraz

Netto 294 116 800,00 zt
Brutto 360 876 325,00 zt

brutto), w tym
Procent 82%
dofinansowania ze
srodkow UE (brutto)
Procent srodkow z | 18%
budzetu panstwa
(brutto)
Podziat catkowitego | 2021 Netto 378 000,00 zt
kosztu projektu na Brutto 464 940,00 zt
poszczegolna lata |2022 Netto 42 000,00 zt
(netto oraz brutto) Brutto 51 660,00 zt
2023 Netto 11 395 565,00 zt
Brutto 14 016 546,00 zt
2024 Netto 64 226 475,00 zt
Brutto 78 998 564,00 zt
2025 Netto 91 428 799,00 zt
Brutto 112 151 481,00 zt
2026 Netto 126 645 961,00 zt

Brutto 155 193 134,00 zt

4.2. Wykaz poszczegdlnych pozycji kosztowych

Nazwa pozycji kosztowej

Przewidywany
koszt brutto

Uzasadnienie pozyciji
kosztowej (przeznaczenie)

Oprogramowanie

Infrastruktura

Koszty UX i grafiki

Bezpieczenstwo

Wydajnosé

rozwigzan

Szkolenia Budynek centrum | 200 000,00 zt Koszty zwigzane ze szkoleniami

danych CIRF dla personelu projektu oraz oséb

zaangazowanych w prace
centrum danych CIRF

Dziatania Materiaty 147 600,00 zt Wydatki niezbedne do

informacyjno- informacyjno- przeprowadzenia dziatan

promocyjne promocyjne informacyjnych oraz realizacji

obowigzku informacyjnego

Koszty zarzadzania
i wsparcia (w tym
wynagrodzenia
personelu
wspomagajgcego)

Budynek centrum
danych CIRF

360 528 725,00 z
t

Rozbudowa osrodka - projekt,
budowa, pierwsze wyposazenie
(bez komponentéw do
$wiadczenia ustug IT): 347 757
274,00 zt




Nazwa pozycji kosztowej Przewidywany

koszt brutto

Uzasadnienie pozycji
kosztowej (przeznaczenie)

Ustuga Inzyniera Kontraktu: 9 113
455,00 zt

Personel bezposrednio
zaangazowany w realizacje
projektu: 3 180 866,00 zt

Koszty posrednie: 477 130,00 zt

4.3. Koszty ogdlne utrzymania wraz ze sposobem finansowania

(okres 5 lat)

Catkowity koszt
utrzymania
trwatosci projektu
(brutto)

157 652 976,00 zt

Zrédto finansowania

Podziat catkowitego
kosztu utrzymania
trwatosci projektu
na poszczegodlna
lata (netto oraz
brutto)

2026 |7 381 518,00 zt (brutto)
(6 969 270,00 zt netto)

krajowe Srodki
publiczne - budzet
panstwa

2027 22 763 152,00 zt (brutto)
(21 526 901,00 zt netto)

krajowe srodki
publiczne - budzet
panstwa

2028 30019 174,00 zt (brutto)
(27 546 916,00 zt netto)

krajowe Srodki
publiczne - budzet
panstwa

2029 46 191 853,00 zt (brutto)
(42 071 587,00 zt netto)

krajowe srodki
publiczne - budzet
panstwa

2030 | 51297 279,00 zt (brutto)
(46 353 009,00 zt netto)

krajowe srodki
publiczne - budzet
panstwa

4.4. Planowane koszty ogdlne realizacji (w przypadku projektu
wspoétfinansowanego — wktad krajowy z budzetu panistwa) oraz
koszty utrzymania projektu:

5. GLOWNE RYZYKA
5.1. Ryzyka wptywajgce na realizacje projektu




Nazwa ryzyka Sita Prawdopo- Sposdéb zarzadzania ryzykiem
oddziatywania | dobienstwo
wystagpienia
ryzyka
Utrata Srednia Srednie Odpowiednie zarzadzanie zasobami
kompetencji w ludzkimi (budowanie portfolio
zespotach kandydatow); otwarcie rekrutacji w celu
ludzkich uzupetnienie kompetencji w zespotach
Brak akceptacji Mata Niskie Odpowiednie zarzgdzanie zasobami
zmian ludzkimi; opracowanie planu
organizacyjnych — naprawczego i dywersyfikacji zasobow
np. koniecznos¢
reorganizacji
procesow lub
pracy zespotéw
Problemy z Srednia Niskie Wdrozenie mechanizméw
uzyskaniem monitorowania wydatkéw - ich
refundacji — btedy zasadnosci i zgodnosci z wytycznymi;
formalne, szkolenia dla pracownikow; doktadna
opoOznienia w weryfikacja dokumentéw przez ich
zatwierdzeniu ztozeniem
kosztéw.
Zmiany w Srednia Srednie Monitoring legislacyjny; analiza skutkéw
otoczeniu regulacji; dostosowanie sie do
prawnym - nowe obowigzujgcych regulacji
podatki, regulacje
Opdznienie Srednia Srednie Zapewnione finansowanie z budzetu
mozliwosci panstwa, sprawne procedowanie

finansowania
projektu ze
srodkoéw
zewnetrznych,
wynikajace z
kwestii
formalnych

dokumentow aplikacyjnych

5.2. Ryzyka wptywajace na utrzymanie efektéw

Nazwa ryzyka Sita Prawdopo- Sposob zarzadzania ryzykiem
oddziatywania | dobienstwo
wystagpienia
ryzyka
Rotacja kadry Srednia Srednie Odpowiednie zarzadzanie zasobami
ludzkimi; zabezpieczenie zasobow;
szkolenia; umowy SLA
Brak mozliwos$ci | Srednia Srednie Analiza rynku pracy i konkurencyjnosci

zatrudnienia osob
o odpowiednich

ofert; prowadzenie portfolio kandydatéw;
wspotpraca z firmami body




Nazwa ryzyka Sita Prawdopo- Sposdéb zarzadzania ryzykiem
oddziatywania | dobienstwo
wystagpienia
ryzyka
kompetencjach leasingowymi
niezbednych do
utrzymania
efektéw projektu
Brak Srednia Srednie Analiza rynku pracy i konkurencyjnosci
wystarczajgcych ofert; prowadzenie portfolio kandydatéw;
zasobow wspotpraca z firmami body
kadrowych do leasingowymi
utrzymania
efektdw projektu
Brak Srednia Srednie Poszukiwanie mozliwosci finansowania;
wystarczajgcych zgtaszanie do budzetu niezbednych
srodkow na kosztéw utrzymania efektéw projektu i
utrzymanie uwzgledniania ich w planie jednostki
efektéw projektu
Nieosiggniecie Srednia Srednie Ewaluacja po zakonczeniu projektu
wszystkich
zaplanowanych
korzysci
6. OTOCZENIE PRAWNE
Lp. Tytut aktu prawnego Czy Opis zmian Etap prac
wymaga (jesli legislacyjnych
zmian dotyczy) (jesli dotyczy)
1 | Ustawa o informatyzacji dziatalnosci FAK/NIE
podmiotow realizujgcych zadania
publiczne
2 | Rozporzadzenie Prezesa Rady FAK/NIE

Ministréw w sprawie podstawowych
wymagan bezpieczenstwa
teleinformatycznego

7. ARCHITEKTURA
7.1. Widok kooperacji aplikaciji




NIE DOTYCZY
PROJEKT NIE JEST PROJEKTEM INFORMATYCZNYM

PROJEKT NIE PRZEWIDUJE KOOPERACIJI APLIKACIJI, TWORZENIA ANl MODYFIKOWANIA
SYSTEMOW INFORMATYCZNYCH

Lista systeméw wykorzystywanych w projekcie

Lp. Nazwa Gestor Opis systemu Status Krétki opis
systemu systemu ewentualnej
zmiany
1 Nie dotyczy Nie W ramach projektu nie Planowany -
dotyczy powstanie zaden nowy
system, zaden istniejgcy
nie bedzie
wykorzystywany ani
modyfikowany

Lista przeptywéw

Lp. | System System Zakres Sposéb Typ Typ
zrodtowy | docelowy | wymienianych| wymiany modyfikaciji interfejsu
danych danych
1 Nie Nie Nie dotyczy Nie dotyczy Nie dotyczy Nie dotyczy
dotyczy dotyczy

7.2. Kluczowe komponenty architektury rozwigzania



NIE DOTYCZY
PROJEKT NIE JEST PROJEKTEM INFORMATYCZNYM

PROJEKT NIE PRZEWIDUJE KOOPERACIJI APLIKACIJI, TWORZENIA ANl MODYFIKOWANIA
SYSTEMOW INFORMATYCZNYCH

7.3. Przyjete zatozenia technologiczne

Lp. Obszar Zalozenie technologiczne
Infrastruktura

Siec¢ i bezpieczenstwo

3. | Standardy wymiany
danych

4. | Systemy operacyjne
serwerowe

Bazy danych

Serwery aplikacji

Portale

©(Njo |

Inne Standardy wynikajgce z normy PN-50600

7.4. Opis zasobow danych przetwarzanych w planowanym
rozwigzaniu

Czy nowy system bedzie tworzyt zasoby danych o charakterze rejestru publicznego?

FAK/NIE

Czy nowy system bedzie przetwarzat (uzywat, zmieniat) zawartos$¢ innych rejestréw publicznych?
FAK/NIE

7.5. Bezpieczenstwo

Planowany poziom zapewnienia bezpieczenstwa (w rozumieniu przepiséw §20 rozporzadzenia
Rady Ministréw z dnia 12 kwietnia 2012 r. w sprawie Krajowych Ram Interoperacyjnosci [..] (Dz.
U. 2012, poz. 526 z pézn. zm.) w zakresie dot. systemu zarzgdzania bezpieczernstwem
informaciji:



- system nie podlega rygorom KRI — nalezy wyjasni¢ czy istniejg inne normy bezpieczenstwa,
ktére bedg spetnione przez system zgodnie z wymogami KRI

W ramach projektu nie jest budowany system informatyczny




