Temat: Wystgpienie lobbingowe zwalczajgce implementacje systemoéw Palantir w Polsce
Wystano: 11.01.2026, 08:27:01

Od: lobbingo.pl@icloud.com<lobbingo.pl@icloud.com>
Do: WNIOSKI BIP
DW: Kla. TV; info@leuchtturmard.de; kontakt@slw.com.pl; nik@nik.gov.pl; Lobbingo IPM; Lobbingo CZ; Lobbingo DE;

listy@sejm.gov.pl; Stanowisko informacyjne CO KPRP; aleksander berdowicz; Berthold Zins

UWAGA: korespondencja spoza organizacji !

WYSTAPIENIE LOBBINGOWE

w interesie publicznym,

dotyczace ryzyk prawnych, ustrojowych 1 bezpieczenstwa panstwa zwigzanych z
wykorzystaniem systemow Palantir Technologies Inc. oraz w nawigzaniu do wystgpienia
lobbingowego z dnia 12.12.2025r 1 naszej skargi do WSA z dnia 7.01.2026.

Wnoszacy

Lobbingo IPM
94 Neston Gardens

Birkenhead, Merseyside
United Kingdom, CH41 8AZ

Reprezentowane przez:
zawodowego lobbyste,
Patryka Ryszarda Pankowskiego,
wpisanego do polskiego rejestru zawodowych lobbystow

pod nr 00305

E-mail: lobbingo.pl@icloud.com


mailto:lobbingo.pl@icloud.com

Adresat

Ministerstwo Obrony Narodowe;]
ul. Klonowa 1

00-909 Warszawa

Podstawa prawna wystapienia

Niniejsze wystgpienie sktadane jest w trybie:

« ustawy z dnia 7 lipca 2005 r. o dziatalnosci lobbingowej w procesie stanowienia prawa,
o art. 61 Konstytucji RP (prawo do informacji publicznej),

« ustawy z dnia 6 wrzesnia 2001 r. o dostegpie do informacji publiczne;.

I. Przedmiot wystapienia

Przedmiotem niniejszego wystgpienia lobbingowego jest przedstawienie udokumentowanych
ryzyk prawnych, technicznych, ustrojowych oraz suwerennosciowych zwigzanych z
potencjalnym lub faktycznym wykorzystaniem przez organy panstwa polskiego, w
szczegOlnosci przez resort obrony narodowej, systemow analitycznych firmy Palantir
Technologies Inc. lub podmiotow z nig powigzanych.

Wystapienie ma na celu:

« ochrong interesu publicznego,

« zapewnienie przejrzystosci procesu decyzyjnego,



« wyciggnigcie wnioskow z Plandemii 1 zapobiezenie wdrozeniom systemowym mogacym
narusza¢ konstytucyjne zasady panstwa prawa, suwerennosci panstwa, suwerennosci
informacyjnej oraz bezpieczenstwa panstwa.

II. Charakter dzialalnosci Palantir Technologies Inc.

Palantir Technologies Inc. jest spotka z siedzibg w Stanach Zjednoczonych, zatozong w 2003 r
przez m.i. CIA, specjalizujacg si¢ w tworzeniu zamknigtych, proprietarnych systemow
analitycznych stuzacych do:

« integracji heterogenicznych baz danych,
« analizy relacyjnej i predykcyjne;,

« wsparcia operacji wojskowych, wywiadowczych 1 policyjnych.

Systemy Palantir (m.in. Gotham, Foundry, Asset Readiness) sg wykorzystywane przez:

« wojsko USA,
« agencje wywiadowcze,

« policje 1 stuzby bezpieczenstwa w wybranych panstwach na Swiecie.

Nie sg to systemy neutralne technologicznie — rekonfiguruja sposdb podejmowania decyzji przez
organy wtadzy publiczne;.

I11. Studium przypadku: odmowa wdrozenia Palantir przez Szwajcari¢

W latach 20242025 Szwajcarskie Sity Zbrojne, po wieloletnich analizach 1 intensywnych
dziataniach lobbingowych ze strony Palantir, odrzucily oferte wdrozenia systemow Palantir, w
szczegolnosci pakietu ,,Asset Readiness™.


http://m.in/

Decyzja ta zostala oparta na wewnetrznym raporcie oceny ryzyka armii szwajcarskiej z dnia 4
grudnia 2024 r., ujawnionym opinii publicznej przez media Sledcze (netzpolitik.org,
Republik.ch).

Kluczowe wnioski raportu:

« nie istnieje techniczna mozliwo$¢ catkowitego zapobiezenia wyciekowi danych z systemow
Palantir,

« zamknigty (proprietarny) charakter oprogramowania uniemozliwia niezalezny audyt,
« istnieje realne ryzyko utraty suwerennosci informacyjnej panstwa,

« Palantir jako spotka amerykanska podlega jurysdykcji USA, co stwarza mozliwo$¢ dostepu
do danych przez wtadze 1 agencje wywiadowcze Standéw Zjednoczonych,

« wdrozenie prowadzi do uzaleznienia operacyjnego i kontraktowego od jednego dostawcy.

Szwajcaria uznala te ryzyka za systemowe, trwate 1 nieusuwalne.

IV. Znaczenie ustrojowe i bezpieczenstwa panstwa

Wdrozenie systemoéw Palantir w strukturach panstwowych prowadzi do:

1. Przesunigcia wladzy decyzyjne;j
od procedur sgdowych i kontroli ex post w strone organéw wykonawczych, opartych na analizie
predykcyjne;j.

2. Ryzyka obchodzenia kontroli sagdowe;j
poprzez niejawne profilowanie relacyjne i korelacyjne.

3. Utraty suwerennosci danych
dane publiczne i wojskowe stajg sie funkcjonalnie zalezne od zagranicznego dostawcy.

4. Ryzyk kontraktowych 1 finansowych
brak przejrzystych cennikéw, vendor lock-in, brak realnej strategii wyjscia.

Jezeli system zostat uznany za zbyt niebezpieczny dla armii neutralnego panstwa, jakim jest
Szwajcaria, jego stosowanie wobec Sit Zbrojnych RP lub struktur powigzanych musi zostac
uznane za wymagajace najwyzszego poziomu kontroli publiczne;.


http://netzpolitik.org/
http://republik.ch/

V. Zadania i wnioski wobec MON

Dzialajac w interesie publicznym, wnosze¢ o:

1. Upublicznienie informacji
czy Ministerstwo Obrony Narodowej prowadzito, prowadzi lub planuje:

o

r0Zmowy,

listy intencyjne,

[e]

o

testy,

[e]

umowy
z Palantir Technologies lub podmiotami powigzanymi.

2. Przekazanie informacji, czy przeprowadzono analiz¢ ryzyka poréwnywalng do tej
wykonanej przez armi¢ szwajcarska.

3. Publikacje niniejszego wystapienia lobbingowego w Biuletynie Informacji Publicznej
MON, zgodnie z zasadg jawnosci procesu decyzyjnego.

4. Przekazanie wnioskodawcy bezposredniego linku (URL) do publikacji niniejszego
wystgpienia w BIP MON.

VI. Znaczenie publikacji w BIP

Publikacja niniejszego wystapienia w BIP:

zapewni rownos¢ dostepu do informacji,

umozliwi kontrole spoteczna,

zabezpieczy Ministerstwo przed zarzutami braku przejrzystosci,

wpisuje si¢ w konstytucyjny standard jawnos$ci Zycia publicznego.



VI1I. Podsumowanie

Niniejsze wystgpienie nie ma charakteru ideologicznego ani publicystycznego.

Opiera si¢ na udokumentowanych decyzjach innego panstwa, oficjalnych raportach wojskowych
oraz analizie ryzyk systemowych.

Brak reakcji instytucjonalnej na te fakty moze w przysztosci skutkowac osobista:

odpowiedzialnos$cig polityczna,

odpowiedzialnoscig administracyjna,

odpowiedzialno$ciag przed opinig publiczna,

odpowiedzialno$cig karna.

Z powazaniem,

Patryka Ryszarda Pankowskiego

Lobbingo International Public Movement




