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UWAGA: korespondencja spoza organizacji !

WYSTĄPIENIE LOBBINGOWE
 

 

 

w interesie publicznym,

dotyczące ryzyk prawnych, ustrojowych i bezpieczeństwa państwa związanych z
wykorzystaniem systemów Palantir Technologies Inc. oraz w nawiązaniu do wystąpienia
lobbingowego z dnia 12.12.2025r i naszej skargi do WSA z dnia 7.01.2026.
 

 
 

 

Wnoszący
 

 

Lobbingo IPM

94 Neston Gardens

Birkenhead, Merseyside

United Kingdom, CH41 8AZ
 

Reprezentowane przez:

zawodowego lobbystę, 

Patryka Ryszarda Pańkowskiego,

wpisanego do polskiego rejestru zawodowych lobbystów

pod nr 00305
 

E-mail: lobbingo.pl@icloud.com
 

 
 

mailto:lobbingo.pl@icloud.com


 

Adresat
 

 

Ministerstwo Obrony Narodowej

ul. Klonowa 1

00-909 Warszawa
 

 
 

 

Podstawa prawna wystąpienia
 

 

Niniejsze wystąpienie składane jest w trybie:
 

ustawy z dnia 7 lipca 2005 r. o działalności lobbingowej w procesie stanowienia prawa,

art. 61 Konstytucji RP (prawo do informacji publicznej),

ustawy z dnia 6 września 2001 r. o dostępie do informacji publicznej.
 

 

 
 

 

I. Przedmiot wystąpienia
 

 

Przedmiotem niniejszego wystąpienia lobbingowego jest przedstawienie udokumentowanych
ryzyk prawnych, technicznych, ustrojowych oraz suwerennościowych związanych z
potencjalnym lub faktycznym wykorzystaniem przez organy państwa polskiego, w
szczególności przez resort obrony narodowej, systemów analitycznych firmy Palantir
Technologies Inc. lub podmiotów z nią powiązanych.
 

Wystąpienie ma na celu:
 

ochronę interesu publicznego,

zapewnienie przejrzystości procesu decyzyjnego,



wyciągnięcie wniosków z Plandemii i zapobieżenie wdrożeniom systemowym mogącym
naruszać konstytucyjne zasady państwa prawa, suwerenności państwa, suwerenności
informacyjnej oraz bezpieczeństwa państwa.

 

 

 
 

 

II. Charakter działalności Palantir Technologies Inc.
 

 

Palantir Technologies Inc. jest spółką z siedzibą w Stanach Zjednoczonych, założoną w 2003 r
przez m.i. CIA, specjalizującą się w tworzeniu zamkniętych, proprietarnych systemów
analitycznych służących do:
 

integracji heterogenicznych baz danych,

analizy relacyjnej i predykcyjnej,

wsparcia operacji wojskowych, wywiadowczych i policyjnych.
 

 

Systemy Palantir (m.in. Gotham, Foundry, Asset Readiness) są wykorzystywane przez:
 

wojsko USA,

agencje wywiadowcze,

policje i służby bezpieczeństwa w wybranych państwach na świecie.
 

 

Nie są to systemy neutralne technologicznie – rekonfigurują sposób podejmowania decyzji przez
organy władzy publicznej.
 

 
 

 

III. Studium przypadku: odmowa wdrożenia Palantir przez Szwajcarię
 

 

W latach 2024–2025 Szwajcarskie Siły Zbrojne, po wieloletnich analizach i intensywnych
działaniach lobbingowych ze strony Palantir, odrzuciły ofertę wdrożenia systemów Palantir, w
szczególności pakietu „Asset Readiness”.
 

http://m.in/


Decyzja ta została oparta na wewnętrznym raporcie oceny ryzyka armii szwajcarskiej z dnia 4
grudnia 2024 r., ujawnionym opinii publicznej przez media śledcze (netzpolitik.org,
Republik.ch).
 

Kluczowe wnioski raportu:
 

nie istnieje techniczna możliwość całkowitego zapobieżenia wyciekowi danych z systemów
Palantir,

zamknięty (proprietarny) charakter oprogramowania uniemożliwia niezależny audyt,

istnieje realne ryzyko utraty suwerenności informacyjnej państwa,

Palantir jako spółka amerykańska podlega jurysdykcji USA, co stwarza możliwość dostępu
do danych przez władze i agencje wywiadowcze Stanów Zjednoczonych,

wdrożenie prowadzi do uzależnienia operacyjnego i kontraktowego od jednego dostawcy.
 

 

Szwajcaria uznała te ryzyka za systemowe, trwałe i nieusuwalne.
 

 
 

 

IV. Znaczenie ustrojowe i bezpieczeństwa państwa
 

 

Wdrożenie systemów Palantir w strukturach państwowych prowadzi do:
 

1. Przesunięcia władzy decyzyjnej
od procedur sądowych i kontroli ex post w stronę organów wykonawczych, opartych na analizie
predykcyjnej.

2. Ryzyka obchodzenia kontroli sądowej
poprzez niejawne profilowanie relacyjne i korelacyjne.

3. Utraty suwerenności danych
dane publiczne i wojskowe stają się funkcjonalnie zależne od zagranicznego dostawcy.

4. Ryzyk kontraktowych i finansowych
brak przejrzystych cenników, vendor lock-in, brak realnej strategii wyjścia.

 

 

Jeżeli system został uznany za zbyt niebezpieczny dla armii neutralnego państwa, jakim jest
Szwajcaria, jego stosowanie wobec Sił Zbrojnych RP lub struktur powiązanych musi zostać
uznane za wymagające najwyższego poziomu kontroli publicznej.
 

http://netzpolitik.org/
http://republik.ch/


 
 

 

V. Żądania i wnioski wobec MON
 

 

Działając w interesie publicznym, wnoszę o:
 

1. Upublicznienie informacji
czy Ministerstwo Obrony Narodowej prowadziło, prowadzi lub planuje:

rozmowy,

listy intencyjne,

testy,

umowy
z Palantir Technologies lub podmiotami powiązanymi.

2. Przekazanie informacji, czy przeprowadzono analizę ryzyka porównywalną do tej
wykonanej przez armię szwajcarską.

3. Publikację niniejszego wystąpienia lobbingowego w Biuletynie Informacji Publicznej
MON, zgodnie z zasadą jawności procesu decyzyjnego.

4. Przekazanie wnioskodawcy bezpośredniego linku (URL) do publikacji niniejszego
wystąpienia w BIP MON.

 

 

 
 

 

VI. Znaczenie publikacji w BIP
 

 

Publikacja niniejszego wystąpienia w BIP:
 

zapewni równość dostępu do informacji,

umożliwi kontrolę społeczną,

zabezpieczy Ministerstwo przed zarzutami braku przejrzystości,

wpisuje się w konstytucyjny standard jawności życia publicznego.
 

 

 



 

 

VII. Podsumowanie
 

 

Niniejsze wystąpienie nie ma charakteru ideologicznego ani publicystycznego.

Opiera się na udokumentowanych decyzjach innego państwa, oficjalnych raportach wojskowych
oraz analizie ryzyk systemowych.
 

Brak reakcji instytucjonalnej na te fakty może w przyszłości skutkować osobistą:
 

odpowiedzialnością polityczną,

odpowiedzialnością administracyjną,

odpowiedzialnością przed opinią publiczną,

odpowiedzialnością karną.
 

 

 
 

Z poważaniem,
 

Patryka Ryszarda Pańkowskiego

Lobbingo International Public Movement

 


