INFORMACJA
dla sygnalistow o zasadach ochrony danych osobowych - umieszczana
na stronach BIP (na podstawie art. 48 ust. 6 ustawy o ochronie sygnalistow)

1. Ochrona poufnosci
Administrator zapewnia, ze dostep do danych osobowych sygnalisty uzyskujg tylko osoby
upowaznione.

2. Zgoda na ujawnienie tozsamosci

Sygnalista moze wyrazi¢ zgode na ujawnienie danych osobowych umozliwiajgcych
ustalenie jego tozsamosci. W przypadku wyrazenia zgody przez sygnaliste, administrator
bedzie informowat osoby wskazane w zgtoszeniu o podaniu ich danych przez sygnaliste
(w ramach realizacji obowigzku informacyjnego z art. 14 rozporzgdzenia Parlamentu
Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osob
fizycznych w zwigzku z przetwarzaniem danych osobowych iw sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdélne rozporzgdzenie
o ochronie danych) (Dz. U. UE. L.z 2016 r. Nr 119, str. 1 z pdzn. zm.) - dalej RODO
lub w ramach realizacji przez te osoby prawa dostepu do danych osobowych).

3. Wyijatek dotyczacy zgody

Zgoda sygnalisty nie jest wymagana w sytuacji, gdy ujawnienie jest koniecznym
i proporcjonalnym  obowigzkiem  wynikajgcym  z przepiséw  prawa  w zwigzku
Z postepowaniami  wyjasniajgcymi prowadzonymi przez organy  publiczne
lub postepowaniami przygotowawczymi lub sgdowymi prowadzonymi przez sady, w tym
w celu zagwarantowania prawa do obrony przystugujgcego osobie,
ktérej dotyczy zgtoszenie.

Przed takim ujawnieniem danych osobowych sygnalisty, wiasciwy organ publiczny lub
wilasciwy sad powiadamia otym sygnaliste, przesytajac w postaci papierowej lub
elektronicznej wyjasnienie powodow ujawnienia jego danych osobowych, chyba ze takie
powiadomienie zagrozi postepowaniu wyjasniajgcemu lub postepowaniu
przygotowawczemu, lub sgdowemu.

4. Niezbednos¢ i minimalizacja
KW PSP w Katowicach przetwarza dane osobowe w minimalnym zakresie, tj. niezbednym
do przyjecia zgtoszenia lub podjecia ewentualnego dziatania nastepczego.

5. Przechowywanie i usuwanie danych

KW PSP w Katowicach przechowuje dane osobowe, ktdre przetwarza w zwigzku
z przyjeciem zgtoszenia lub podjeciem dziatan nastepczych oraz dokumenty zwigzane
z tym zgtoszeniem przez okres 3 lat po zakonczeniu roku kalendarzowego, w ktérym
przekazano zgtoszenie zewnetrzne do organu publicznego wtasciwego do podjecia dziatan
nastepczych lub zakonczono dziatania nastepcze, lub po zakonczeniu postepowan
zainicjowanych tymi dziataniami. Po tym czasie dane osobowe sg usuwane, chyba ze
dokumenty zwigzane ze zgtoszeniem stanowig cze$¢ akt postepowanh przygotowawczych
lub spraw sgdowych lub sgdowo - administracyjnych.

Administrator  zbiera tylko dane niezbedne. Dane niemajgce znaczenia
dla zgtoszenia, nie sg zbierane. Dane przypadkowo zebrane sg niezwtocznie usuwane, nie
pozniej niz do uptywu 14 dni od momentu ustalenia, ze nie sg niezbedne.

6. Informowanie os6b wskazanych w zgtoszeniu

Administrator informuje osoby wskazane w zgtoszeniu lub osoby, ktérych dotyczy
zgtoszenie, na podstawie art. 14 RODO, o zasadach przetwarzania ich danych
osobowych, zwylgczeniem informacji o zrédle danych osobowych, chyba,



ze sygnalista nie spetnia warunkéw wskazanych w art. 6 ustawy albo wyrazit wyrazng
zgode na ujawnienie swojej tozsamosci.

7. Ograniczenie w realizacji prawa dostepu do danych osobowych

Administrator realizuje prawo dostepu do danych osobowych os6b wskazanych
w zgtoszeniu lub oséb, ktorych dotyczy zgtoszenie, z wylgczeniem informacji o zrédle
danych osobowych, chyba, ze e sygnalista nie spetnia warunkéw wskazanych w art. 6
ustawy albo wyrazit wyrazng zgode na ujawnienie swojej tozsamosci.

8. Przechowywanie danych osobowych w zakresie zgtoszen zewnetrznych

Dane osobowe przetwarzane w zwigzku z przyjeciem zgtoszenia zewnetrznego oraz
dokumenty zwigzane ztym zgtoszeniem sg przechowywane przez Rzecznika Praw
Obywatelskich przez okres 12 miesiecy po zakonczeniu roku kalendarzowego, w ktérym
przekazano zgtoszenie zewnetrzne do organu publicznego wtadciwego do podjecia dziatan
nastepczych. Po tym czasie dane osobowe sg usuwane, chyba ze dokumenty zwigzane
ze zgtoszeniem stanowig czes¢ akt postepowan przygotowawczych lub spraw sgdowych
lub sgdowo - administracyjnych.

9. Zasady ochrony danych osobowych

Administrator zapewnia, ze dane osobowe beda:

1) przetwarzane zgodnie z prawem, rzetelnie i przejrzyscie (zasada zgodnosci z prawem,
rzetelnosci i przejrzystosci z art. 5 ust. 1 lit. a) RODO,

2) zbierane w konkretnych, wyraznych i prawnie uzasadnionych celach
i nieprzetwarzane dalej w sposéb niezgodny z tymi celami (zasada ograniczenia celu
z art. 5 ust. 1 lit. b) RODO),

3) adekwatne, stosowne, ograniczone do tego co niezbedne (zasada minimalizacji z art. 5
ust. 1 lit. ¢) RODO),

4) prawidtowe i w razie potrzeby uaktualniane (zasada prawidtowo$ci z art. 5 ust. 1 lit. d)
RODO),

5) przechowywane w formie umozliwiajgcej identyfikacje osoby, kitérej dane dotycza,
przez okres nie dluzszy niz niezbedny do celéw przetwarzania (ograniczenie
przechowywania z art. 5 ust. 1 lit. e) RODO),

10. Przetwarzane w sposob zapewniajgcy odpowiednie bezpieczehstwo danych
osobowych (zachowanie integralnos$ci i poufnosci z art. 5 ust. 1 lit. f) RODO).

11. Realizacja obowigzku informacyjnego wobec sygnalisty

1. Administrator Danych Osobowych i kontakt:

Slgski Komendant Wojewddzki Panstwowej Strazy Pozarnej; ul. Wita Stwosza 36, 40-042
Katowice, tel. 71 8515110, e-mail: straz@kw.sl.straz.qgov.pl

2. Dane kontaktowe Inspektora Ochrony Danych:

W celu zapewnienia bezpieczehstwa przetwarzania danych osobowych oraz ufatwienia
kontaktu w zakresie realizacji praw oso6b, ktérych dane dotyczg moze Pani/Pan
skontaktowac sie z wyznaczonym przez Administratora Inspektorem Ochrony Danych lub
Zastepcag Inspektora Ochrony Danych telefonicznie pod nr tel. 71 8515180, e-mail:
iod@kw.sl.straz.gov.pl lub listownie na adres: Komenda Wojewddzka PSP w Katowicach,
ul. Wita Stwosza 36, 40-042 Katowice

3. Cele i podstawy prawne przetwarzania danych osobowych:

Pani/Pana dane osobowe bedg przetwarzane w celu realizacji zadan zwigzanych z
obstuga zgtoszen zewnetrznych zgodnie z przepisami ustawy z dnia 14 czerwca 2024 r.
o ochronie sygnalistéw, w mysl art. 6 ust 1 lit. c oraz art. 9 ust. 2 lit. g RODO.

/Przetwarzanie danych w zakresie danych nadmiarowych (fj. danych niebedgcych
niezbednymi danymi do rozpatrzenia zgtoszenia), ale wskazanych z wtasnej inicjatywy:
Pani/Pana dane przetwarzane sg na podstawie: art. 6 ust. 1 lit. a oraz art. 9 ust. 2 lit. a
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RODO, tj. przetwarzanie danych i danych szczegoinej kategorii nastepuje na podstawie
zgody osoby, ktorej dane dotycza lub jej przedstawiciela ustawowego/.

4. Obowiazek podania danych osobowych:

Podanie danych jest dobrowolne i nie stanowi warunku przyjecia przez nas zgtoszenia. Jesli
nie poda Pan/Pani danych kontaktowych, nie bedziemy mogli potwierdzi¢ przyjecia
zgtoszenia oraz informowac o przebiegu naszych dziatah, zwigzanych z tym zgtoszeniem.

5. Ochrona tozsamosci sygnalisty

W przypadku podania danych umozliwiajgcych identyfikacje, Pani/Pana dane osobowe, nie
podlegajg ujawnieniu nieupowaznionym osobom (tzn. osobom spoza zespotu
odpowiedzialnego za prowadzenie postepowania w zgloszonej sprawie), chyba ze za
Pani/Pana wyrazng zgoda.

6. Szczegoblne przypadki, gdy moze dojs¢ do ujawnienia danych

W zwigzku z postepowaniami wyjasniajgcymi prowadzonymi przez organy publiczne lub
postepowaniami przygotowawczymi lub sgdowymi prowadzonymi przez sady, w tym w celu
zagwarantowania Pani/u prawa do obrony, moze doj$¢ do ujawnienia Pani/Pana danych,
gdy takie dziatanie jest koniecznym i proporcjonalnym obowigzkiem wynikajgcym z
przepiséw prawa. Przed dokonaniem takiego ujawnienia, wtasciwy organ publiczny lub
wilasciwy sgd powiadomi Panig/a, przesytajgc w postaci papierowej lub elektronicznej
wyjadnienie powodow ujawnienia danych osobowych. Powiadomienie nie jest
przekazywane, jezeli moze zagrozi¢ postepowaniu wyjasniajgcemu lub postepowaniu
przygotowawczemu, lub sgdowemu.

7. Odbiorcy danych osobowych:

Administrator zapewnia poufnos¢ Pani/a danych, w zwigzku z otrzymanym zgtoszeniem.
W zwigzku z tym dane mogg by¢ udostepnione jedynie podmiotom uprawnionym do tego
na podstawie przepiséw prawa (np. wykonawcy ustug pocztowych i kurierskich) oraz
podmioty przetwarzajgce, realizujgce ustugi na rzecz Administratora (np. w zakresie
fizycznego wybrakowania i zniszczenia dokumentéw, firma zapewniajgca wsparcie
techniczne IT).

8. Prawa zwigzane z przetwarzaniem danych osobowych:

Posiada Pani/Pan prawo zgdania dostepu do tredci swoich danych, a takze prawo ich
sprostowania (poprawiania), zgdania usuniecia, ograniczenia przetwarzania, prawo do
przenoszenia danych, prawo wniesienia sprzeciwu, a takze prawo wniesienia skargi do
organu nadzorczego - Prezesa UODO (ul. Stanistawa Moniuszki 1A, 00-014 Warszawa).
Wymienione prawa mogg by¢ ograniczone, kiedy Administrator jest zobowigzany prawnie
do przetwarzania danych w celu realizacji obowigzku ustawowego lub wystepujg inne
nadrzedne prawne podstawy przetwarzania. W przypadku danych przetwarzanych na
podstawie art. 6 ust. 1 lit. a i/lub art. 9 ust. 2 lit. a RODO mogg Panstwo w kazdej chwili
wycofa¢ zgode. Wycofanie zgody na przetwarzanie danych nie wptywa na zgodno$c z
przepisami przetwarzania realizowanego przed wycofaniem zgody.

9. Prawo do sprzeciwu:

W kazdej chwili przystuguje Pani/Panu prawo do wniesienia sprzeciwu wobec przetwarzania
danych osobowych. Przestaniemy przetwarza¢ Pani/Pana dane w tych celach, chyba ze
bedziemy w stanie wykazac¢, ze w stosunku do Pani/Pana danych istniejg dla nas wazne
prawnie uzasadnione podstawy, ktére sg nadrzedne wobec Pani/Pana intereséw, praw i
wolnosci lub Pani/Pana dan bedg nam niezbedne do ewentualnego ustalenia, dochodzenia
lub obrony roszczen.

10. Okres przechowywania danych osobowych:

Dane osobowe przetwarzane w zwigzku z przyjeciem zgtoszenia lub podjeciem dziatan
nastepczych oraz dokumenty zwigzane z tym zgtoszeniem sg przechowywane przez okres
3 lat po zakohczeniu roku kalendarzowego, w ktérym przekazano zgtoszenie lub
zakonczono dziatania nastepcze, lub po zakonczeniu postgepowan zainicjowanych tymi
dziataniami. Dane osobowe, ktére nie majg znaczenia dla rozpatrywania zgtoszenia, nie sg
zbierane, a w razie przypadkowego zebrania sg niezwiocznie usuwane. Usuniecie tych




danych osobowych nastepuje w terminie 14 dni od chwili ustalenia, ze nie majg one
znaczenia dla sprawy.




