Zatgcznik do Zarzgdzenia

Wojewody todzkiego

z dnia 12 lutego 2026 r.

w sprawie zarzgdzania ryzykiem w t.édzkim
Urzedzie Wojewddzkim w todzi

POLITYKA ZARZADZANIA RYZYKIEM W LODZKIM URZEDZIE
WOJEWODZKIM W LODZI

I. Postanowienia ogdlne

§ 1. Politykg zarzadzania ryzykiem w Lodzkim Urzedzie Wojewodzkim w Lodzi jest

okreslenie zasad i trybu zarzadzania ryzykiem w urzedzie.

§ 2. Polityka objete sa wszystkie dziedziny dzialania urzedu oraz wszyscy pracownicy

urzedu, realizujacy powierzone im zadania.

§ 3. Proces zarzadzania ryzykiem obejmuje:
1) Identyfikacje ryzyk;
2) Analize i ocene ryzyk;
3) Okreslenie reakcji na ryzyka;
4) Podejmowanie dziatan ograniczajacych ryzyka;

5) Monitorowanie skutecznosci 1 efektywnosci podjetych dziatan.
§ 4. Uzyte w polityce pojgcia majg nastepujace znaczenie:
1) Wojewodzie - nalezy przez to rozumie¢ Wojewode £.odzkiego;

2) Dyrektorze Generalnym - nalezy przez to rozumie¢ Dyrektora Generalnego

Lodzkiego Urzedu Wojewodzkiego w Lodzi;
3) Urzedzie - nalezy przez to rozumie¢ Lodzki Urzad Wojewddzki w Lodzi;

4) komorce organizacyjnej Urzedu - nalezy przez to rozumie¢ wydziaty lub biura oraz

inne rownorzedne komorki organizacyjne Urzedu;

5) kierownikach komorek organizacyjnych Urzedu - nalezy przez to rozumie¢ osobe

kierujaca komodrka organizacyjng Urzedu, o ktorej mowa w pkt 4;

6) Zespole - nalezy przez to rozumie¢ Zespol do spraw zarzadzania ryzykiem w £odzkim

Urzedzie Wojewo6dzkim w Lodzi;



7) ryzyku - nalezy przez to rozumie¢ prawdopodobienstwo wystapienia zdarzenia, ktore

bedzie miato wplyw na realizacje zaloZzonych celow lub zadah urzedu;

8) zarzadzaniu ryzykiem - nalezy przez to rozumie¢ proces identyfikacji, oceny
1 przeciwdzialania zaistnienia ryzyka, monitorowania ryzyka oraz S$rodki

podejmowane w celu jego ograniczenia;

9) czynnikach ryzyka - nalezy przez to rozumie¢ cechy charakterystyczne dla danego
procesu, ktore wskazuja na mozliwo$¢ wystapienia zdarzenia, mogacego niekorzystnie

wplyna¢ na osiggniecie okreslonego celu;

10) mechanizmach kontrolnych - nalezy przez to rozumie¢ metody, polityki, standardy,
procedury, fizyczne $rodki oraz dziatania itp. stosowane w celu zahamowania lub
zmniejszenia negatywnych skutkow ryzyka. Koszt mechanizmu kontrolnego jest

odpowiedni do zidentyfikowanego ryzyka i/lub potencjalnego ryzyka;

11) whascicielu ryzyka - nalezy przez to rozumie¢ osobe odpowiedzialng za dane ryzyko

w Urzedzie, ktora jest rozliczana ze skutecznos$ci zarzadzania tym ryzykiem;

12) prawdopodobienstwie wystapienia ryzyka - nalezy przez to rozumie¢ szacowane
prawdopodobienstwo lub mozliwo$¢ wystapienia zdarzenia lub dzialania, ktore

wptynie na zdolnos¢ Urzedu do realizacji celow jego dziatalnosci;

13) wplywie ryzyka - nalezy przez to rozumie¢ oddziatywanie zdarzenia lub dziatania na

zdolno$¢ do realizacji celow;

14) punktowej ocenie ryzyka - nalezy przez to rozumie¢ wynik z potaczenia skutkow
wystgpienia ryzyka i prawdopodobienstwa jego wystgpienia;

15) poziomie istotnoSci ryzyka - nalezy przez to rozumie¢ poziom ryzyka
odzwierciedlajacy wagg ryzyka, jego nasilenie i prawdopodobienstwo wystapienia;

16) akceptowalnym poziomie ryzyka - nalezy przez to rozumie¢ poziom istotnosci
ryzyka przy, ktorym nie jest wymagane podejmowanie dziatan przeciwdzialajagcych
ryzyku;

17) istotno$¢ ryzyka — nalezy przez to rozumie¢ kombinacje skutku ryzyka

i prawdopodobienstwo jego wystapienia;



18) wydzialowym rejestrze ryzyk - nalezy przez to rozumie¢ dokument zawierajacy
informacje o ryzyku, stanowiacy podstawe zarzadzania ryzykiem w komorce

organizacyjnej Urzedu;

19) urzedowym rejestrze ryzyk - nalezy przez to rozumie¢ dokument zawierajacy
informacje o istotnych ryzykach, stanowigcy podstawe zarzadzania ryzykiem

w Urzedzie;

20) przegladzie ryzyk - nalezy przez to rozumie¢ spotkania kierownikoéw komorek
organizacyjnych Urzedu z podleglta kadra kierownicza w celu wuzyskania
udokumentowania informacji o zarzadzaniu ryzykiem w podlegtej komorce

organizacyjnej Urzedu;

21) adekwatno$¢ — zaprojektowane mechanizmy kontroli stanowia zamierzona odpowiedz na

zidentyfikowane ryzyka;

22) skutecznos¢ - zaprojektowane ~ mechanizmy  kontroli ~ skutecznie  radza sobie

z zidentyfikowanym ryzykiem, dzialaja tak jak zostaty zaprojektowane;

23) efektywno$¢ - zaprojektowane mechanizmy kontroli pozwalajg na skuteczng reakcj¢ na
ryzyko przy mozliwie najmniejszych naktadach zwigzanych z funkcjonowaniem tych

mechanizmow.

24) reakcja na ryzyko - =zaplanowane dzialania majace na celu zarzadzanie

zidentyfikowanymi zagrozeniami.

25) dzialalno$¢ operacyjna- caloksztalt biezacych, statutowych zadan administracji
publicznej, obejmujacy obstuge obywateli, wydawanie decyzji, zarzadzanie infrastruktura, a

takze sprawy kadrowe i finansowe.

26) dzialalno$¢ strategiczna - to dlugofalowy proces planowania i zarzadzania, okreslajacy

kierunki rozwoju, misj¢ oraz cele jednostki w oparciu o analize.

§ 5. 1. Komorka odpowiedzialna za koordynacj¢ zarzadzania ryzykiem odpowiada za:

1) koordynacje¢ procesu identyfikowania ryzyk zwigzanych =z realizacja
wyznaczonych celow 1 zadan;
2) prowadzenie zbiorczego rejestru ryzyk obejmujacego zidentyfikowane w

urzedzie ryzyka;



3) sporzadzanie okresowych raportéw 1 zestawien dotyczacych zarzadzania

ryzykiem.

2. Wiasciciele ryzyk — dyrektorzy, kierownicy innych komérek organizacyjnych urzedu
oraz Inspektor Ochrony Danych, Administrator Systemu Informatycznego,
Pelnomocnik Wojewody ds. Bezpieczenstwa Cyberprzestrzeni, Przewodniczacy ds.

Przeciwdziatania Korupcji oraz Koordynatora ds. Dostepnosci odpowiedzialni sg za:

1) identyfikacje ryzyk zwigzanych z realizacja wyznaczonych im celéw i zadan;

2) przeprowadzanie oceny istotnosci zidentyfikowanych ryzyk;

3) okreslanie sposobu postepowania w odniesieniu do poszczegolnych ryzyk;

4) wdrazanie dziatan zaradczych w stosunku do zidentyfikowanych ryzyk oraz

biezace monitorowanie ich skutecznos$ci i adekwatnosci.

3. Audytor wewnetrzny przeprowadza niezalezng ocen¢ procesu zarzadzania ryzykiem

w urzedzie.

§ 6. 1. Identyfikacja ryzyka, o ktorej mowa w § 3 pkt 1 Polityki polega na okresleniu
mozliwych zagrozen w analizowanym obszarze dziatania, ktére moga stanowic

przeszkode w realizacji celow 1 zadan urzedu.

2. Identyfikacji dokonujg dyrektorzy i kierownicy innych komoérek organizacyjnych
urzedu oraz Inspektor Ochrony Danych, Administrator Systemu Informatycznego,
Pelnomocnik Wojewody ds. Bezpieczenstwa Cyberprzestrzeni, Przewodniczacy ds.
Przeciwdziatania Korupcji oraz Koordynatora ds. Dostepnosci w odniesieniu do zadan

komorki organizacyjnej, uwzgledniajac kategorie ryzyk.

3. Wykaz kategorii ryzyk i ich opis okresla zatacznik Nr 2 do Polityki, natomiast
kwestionariusz identyfikacji ryzyk stanowi zatacznik Nr 1 do Polityki, ktory nalezy
stosowaé/uzupetic¢ przy identyfikacji ryzyk wystepujacych w komorce organizacyjne;j

4. W procesie identyfikacji ryzyka wykorzystuje si¢ miedzy innymi nastgpujace zrodta
informac;ji:

1) wyniki monitoringu realizacji wyznaczonych celow i zadan;
2) dane na temat realizacji celow i zadan z lat ubiegtych;

3) ustalenia z przeprowadzonych audytow 1 kontroli.



§ 7. 1. Kazde  zidentyfikowane ryzyko podlega analizie stuzacej  okresleniu
prawdopodobienstwa wystapienia zdarzenia oraz skutku, jakie to zdarzenie moze mie¢

dla realizacji celow i zadan (ocenie istotno$ci ryzyka).

2. Ocena prawdopodobienstwa danego ryzyka polega na okresleniu przewidywanej
czestotliwosci wystapienia niepozadanego zdarzenia przy uwzglednieniu istniejacych
mechanizmow kontroli oraz ich skuteczno$ci. Ocena prawdopodobienstwa polega na
przypisaniu kazdemu z ryzyk punktacji od 1 do 3, przy czym: | oznacza
prawdopodobienstwo niskie, 2 oznacza prawdopodobienstwo $rednie, 3 oznacza

prawdopodobienstwo wysokie.

3. Ocena skutku zmaterializowania si¢ danego ryzyka polega na okre$leniu
przewidywanych konsekwencji, jakie bedzie miato niepozadane zdarzenie
w odniesieniu do realizacji zadan czy osiggania celow urzedu. Przy ocenie skutku
danego ryzyka dla osiggnigcia wyznaczonych celow i1 zadan w tym inwestycyjnych
uwzglednia si¢ zarowno skutki finansowe jak i niefinansowe. Ocena skutku polega na
przypisaniu kazdemu z ryzyk punktacji od 1 do 3, przy czym: 1 oznacza skutek

nieznaczny, 2 oznacza skutek $redni, 3 oznacza skutek powazny.

4. Na podstawie dokonanej oceny ustalany jest poziom istotno$ci ryzyka, rozumiany

jako iloczyn prawdopodobienstwa oraz skutku zmaterializowania si¢ ryzyka.
5. W urzedzie zdefiniowano trzy poziomy istotnosci ryzyka:

1) ryzyko niskie, dla ktorego iloczyn prawdopodobienstwa wystapienia danego
zdarzenia oraz jego skutkow dla realizacji celow 1 zadan wynosi od 1 do 2 pkt;

2) ryzyko S$rednie, dla ktérego iloczyn prawdopodobienstwa wystgpienia danego
zdarzenia oraz jego skutkow dla realizacji celéw i zadan wynosi od 3 do 4 pkt;

3) ryzyko wysokie, dla ktorego iloczyn prawdopodobienstwa wystapienia danego

zdarzenia oraz jego skutkow dla realizacji celow 1 zadan wynosi od 6 do 9 pkt;

§ 8. 1. W urzedzie przyjmuje si¢ nastepujace podstawowe zasady akceptowalno$ci poziomow
ryzyka:
1) ryzyko niskie — ryzyko akceptowalne, ale nalezy je monitorowac;
2) ryzyko Srednie - moze potencjalnie wptyna¢ na kluczowa dzialalno$¢ urzedu,
nalezy monitorowac¢ i rozwazy¢ potrzebe dziatan zaradczych oraz wprowadzenie

dodatkowych mechanizméw kontroli majac na uwadze ich koszty. Mozna



tolerowaé $redni poziom, gdy koszty zapobiegania ryzyku s3 zbyt wysokie, ale
nalezy na biezaco sprawdza¢ poziom ryzyka;

3) ryzyko wysokie - moze wywiera¢ powazny wptyw na kluczowa dziatalnos¢,
wymaga natychmiastowych wprowadzenia dzialan zaradczych 1 uzupelnienia
wewnetrznych mechanizmow  kontroli, ktére ogranicza prawdopodobienstwo
wystapienia ryzyka, jego materializacji 1 negatywnego wplywu. Decyzje o
tolerowaniu (akceptacji) ryzyka moze podja¢, w formie adnotacji ,,akceptuje” tylko

Wojewoda lub upowazniona przez niego osoba;

2. Wiasciciel ryzyka w stosunku do kazdego ryzyka przekraczajagcego poziom
akceptowalny planuje dzialania zaradcze. W urzedzie przyjmuje si¢ nastepujace

sposoby postepowania z ryzykiem:

1) przeniesienie ryzyka - przeniesienie czgsci lub calego ryzyka innej

stronie/podmiotowi /jednostce;

2) tolerowanie ryzyka - brak dziatan wplywajacych na ryzyko;
3) dzialanie - podejmowanie dziatan ograniczajacych ryzyko do akceptowanego
poziomu;

4) wycofanie si¢ - odejscie od dziatan, ktore wigzg si¢ z ryzykiem.

§ 9. 1. Zidentyfikowane ryzyka oraz ustalone sposoby postgpowania z ryzykiem sa na

biezaco monitorowane przez wiascicieli ryzyk.

2. Identyfikacja, analiza, ocena ryzyka, w tym przeglad skutecznosci i adekwatnos$ci
sposobow postepowania z ryzykiem, dokonywana jest przynajmniej dwa razy w roku
w ramach okresowego przegladu ryzyk, oraz w przypadku istotnej zmiany warunkow

funkcjonowania urzg¢du czgéciej niz dwa razy w roku.

3. W przypadku wystgpienia istotnego zagrozenia dotyczacego realizacji zalozonych
celow 1zadan w tym inwestycyjnych , ich wlasciciele maja obowigzek niezwtocznego

przekazywania informacji na ten temat Wojewodzie.

§ 10. 1. Procesy identyfikacji, analizy, oceny ryzyka i okreslenia sposobu reakcji na ryzyko,
o ktorych mowa w § 9 ust. 2, s3 dokumentowane przy zastosowaniu rejestru ryzyk,

ktorego wzor okresla zatacznik nr 6 1 6a do Polityki.



2. Wypetnione przez wiascicieli ryzyk rejestry ryzyka przekazywane sg do komorki
odpowiedzialnej za koordynacje¢ zarzadzania ryzykiem, w terminie okre§lonym przez

Wojewode.

3. Komorka odpowiedzialna za koordynacje zarzadzania ryzykiem przeprowadza
zbiorczy rejestr ryzyk w oparciu o przekazywane przez wilascicieli poszczegolnych
ryzyk rejestry czastkowe, przedstawiajac jednocze$nie wnioski z ich analizy

Wojewodzie.

4. Wojewoda przekazuje Dyrektorowi Generalnemu, dyrektorom i kierownikom innych
komorek organizacyjnych urzedu informacj¢ o wnioskach z przegladu, o ktorym

mowa w § 9 ust. 2, wraz z zaleceniami dotyczacymi procesu zarzadzania ryzykiem.

II. Zakres zadan i obowiazkow Zespolu do spraw zarzadzania ryzykiem
§ 11. 1. W Urzedzie powotuje si¢ Zespot do spraw zarzadzania ryzykiem.

2. W skiad Zespotu wchodza:
1) Radostaw Mikuta - Przewodniczacy Zespotu;

2) stali cztonkowie:
a) Anna Ros$niak
b) Agnieszka Mijas
c¢) Monika Pasieczynska
d) Honorata Mokrogulska
e) Patrycja Soltysiak
f) Kamil Wojtysiak
g) Sylwester Zatorski

h) Tomasz Kubera

3) czlonkowie fakultatywni tub zast¢pujacy cztonkow Zespotu, powolywani przez
Przewodniczacego Zespotu, sposrod pracownikéw Urzedu.
§ 12. Przewodniczacy Zespotu kieruje i organizuje prace Zespotu, w szczegdlnosci:

1) zwotuje i prowadzi posiedzenia Zespotu;



2) moze zaprasza¢ na posiedzenia Zespolu, przedstawicieli komodrek organizacyjnych
Urzedu;

3) wyznacza sposréd czlonkow  Zespolu, osobe ktéra wykonuje obowigzki
Przewodniczacego podczas jego nieobecnosci;

4) wyznacza sposrdd cztonkow Zespotu osobe, ktora bedzie zajmowala si¢ obstugg

Zespotu.

§ 13. Do zadan Zespotu nalezy, w szczegodlnosci:

§ 14.

§ 15.

1) dokonywanie przegladu oraz uzgadnianie zmian w profilu ryzyka, w oparciu
o informacje wlasne i zewng¢trzne;

2) przeglad systemow zarzadzania ryzykiem w Urzedzie i ich monitorowanie;

3) analiza listy celow, realizowanych przez komorki organizacyjne Urzedu;

4) dokonywanie przegladu w zakresie identyfikacji ryzyk;

5) analiza wydziatowych rejestrow ryzyk;

6) dokonywanie przegladu stosowanych jak i proponowanych przez kierownikow
komorek organizacyjnych mechanizméw kontrolnych oraz ocena wynikow dziatan
podejmowanych w celu kontroli ryzyka;

7) przeprowadzanie konsultacji z przedstawicielami komoérek organizacyjnych Urzedu;

8) utworzenie urzedowego rejestru ryzyk, rekomendowanie mechanizmow'
kontrolnych, wskazanie wiascicieli zidentyfikowanych ryzyk;

9) przygotowanie raportu uwzgledniajacego podzial ryzyk o istotnym znaczeniu na
ryzyka strategiczne i operacyjne;

10) aktualizacja Polityki;

11 opiniowanie potrzeb szkoleniowych w zakresie zarzadzania ryzykiem, na podstawie
informacji przekazanych przez kierownikéw komorek organizacyjnych Urzedu

przynajmniej dwa razy w ciggu roku kalendarzowym.

Zespot zbiera si¢ dwa razy w roku. W spotkaniu uczestniczg cztonkowie zespolu oraz
pracownik, do ktérego zadan nalezy protokotowanie ustalen Zespotu. W razie potrzeby

Zespot moze przeprowadza¢ dodatkowe zebrania.

Zespot po otrzymaniu wydzialowych rejestrow ryzyk oraz listy celow od pracownika,
ktory obstuguje Zespot, dokonuje analizy list celow oraz wydziatowych rejestrow ryzyk

uwzgledniajace cele inwestycyjne. W przypadkach stwierdzenia, ze analizowany obszar



wymaga dodatkowych konsultacji, w zebraniu Zespolu uczestniczy przedstawiciel
wlasciwej komorki organizacyjnej Urzedu. W ramach zespolu moga bra¢ udziat

fakultatywnie osoby zaproszone przez Zespot.

§ 16. Zespdl po dokonaniu analizy 1 wskazaniu wlascicieli zidentyfikowanych ryzyk oraz
propozycji mechanizmow kontrolnych, sporzadza urzgdowy rejestr ryzyk, zgodnie ze
wzorem, o ktorym mowa w § 35 pkt 9 zawierajacy ryzyka o istotnym znaczeniu dla

Urzedu.

§ 17. Zespot opracowuje raporty, zawierajace podziat ryzyk o istotnym znaczeniu dla Urzedu,

na operacyjne i strategiczne. Raporty sporzadzane sg z uwzglednieniem wiascicieli

ryzyk.

§ 18. 1. Zespot wspotpracuje z komoérkami organizacyjnymi Urzedu oraz z zespotem do

spraw kontroli zarzadczej w Urzedzie.
2. Wspotpraca, o ktorej mowa w § 18 ust.1 odbywa si¢ w szczegdlnosci poprzez:

1) wspolny dostep do danych zawartych w rejestrach i1 innych zasobach;
2) odbywanie wspdlnych posiedzen, jezeli zachodzi taka koniecznos¢;
3) biezace konsultacje, jezeli zachodzi taka koniecznos¢;

4) organizowanie szkolen dla pracownikéw Urzedu;

5) podejmowanie innych nie wymienionych powyzej wspolnych inicjatyw i dziatan.

§ 19. 1. Zesp6t w terminie do dnia 31 marca oraz do dnia 30 wrze$nia kazdego roku

przedktada:

1) Wojewodzie, za posrednictwem Dyrektora Generalnego Urzedu - urzgdowy rejestr
ryzyk oraz raport dotyczacy ryzyk, w przypadku, ktérych Wojewoda lub Dyrektor

Generalny zostal wskazany jako wlasciciel;

2) Wojewoda lub Dyrektor Generalny Urzedu okresla sposoéb postgpowania
w odniesieniu do ryzyk uwzglednionych w raporcie. Reakcja w stosunku do ryzyka

moze polegac¢ na tolerowaniu, przeniesieniu, wycofaniu i dziataniu;

3) W koniecznych przypadkach Dyrektor Generalny Urzedu i/lub Wojewoda
przekazuja Zespotowi informacje zwrotng reakcji na ryzyko, maksymalnie w ciggu

14 dni kalendarzowych od dnia otrzymania przedmiotowej informacji. Uzyskang



informacj¢ Zespot przekazuje odpowiednim komoérkom organizacyjnym, ktore
udzielaja odpowiedzi w ciagu 7 dni kalendarzowych lub/i zamieszcza je na stronie

intranetowe;.

§ 20. Zespdt w terminie do dnia 5 kwietnia oraz do dnia 5 pazdziernika przedklada
kierownikom komorek organizacyjnym Urzedu — urzgdowy rejestr ryzyk w czgsci
dotyczacej wlasciwej komorki, ktorej dany kierownik jest wlascicielem, oraz ankiete

stanowigcg zalacznik Nr 8 do Polityki dotyczaca okresowego sprawozdania na temat

ryzyk.

III. Zakres zadan i obowigzkow pracownika obslugujacego Zespol do spraw

zarzadzania ryzykiem

§ 21. Do zadan pracownika obstugujacego Zespo6t, nalezy w szczegolnosci:

1) protokotowanie ustalen Zespotu;

2) przyjmowanie informacji w zakresie zaktualizowanych list celow realizowanych
przez komorke organizacyjng oraz wydziatowych rejestrow ryzyk;

3) prowadzenie urzedowego rejestru ryzyk oraz dokumentacji dotyczacej zarzadzania
ryzykiem:

4) udostepnianie dokumentacji zwigzanej z zarzadzaniem ryzykiem;

5) monitorowanie termindw przekazywania dokumentacji zwigzanej z zarzadzaniem
ryzykiem;

6) opracowywanie dokumentacji zwigzanej z zarzagdzaniem ryzykiem:

7) obstuga posiedzen Zespotu (m.in. sporzadzanie protokoldw z posiedzen Zespotu oraz
na wniosek przewodniczacego, innych dokumentéw zwigzanych z zarzadzaniem

ryzykiem).

IV. Zakres zadan i obowiazkéow kierownikow komorek organizacyjnych Urzedu

§ 22. Przeglady ryzyk odbywaja si¢ w formie spotkania kierownika komorki organizacyjne;j
Urzedu z podlegla kadra kierownicza, z ktorego wyznaczony przez kierownika

pracownik, sporzadza protokot.



§ 23. Po dokonaniu przegladu ryzyk kierownicy komorek organizacyjnych Urzedu maja
obowigzek dokona¢ aktualizacji wydzialowego rejestru ryzyk i listy celéw, w tym

inwestycyjnych, sporzadzonych zgodnie ze wzorem, o ktorym mowa w § 25 pkt 6.

§ 24.1. Kierownicy komorek organizacyjnych przekazuja w wersji elektroniczne; do
pracownika, ktory obstuguje Zespot, wydziatowe rejestry ryzyk oraz listy celow,
w terminie do dnia 15 lutego wedtug stanu na dzien 31 grudnia, oraz do dnia 31 lipca

wedtug stanu na dzien 30 czerwca.

2. Wyniki monitorowania ryzyka wraz z informacja o efektach zastosowanych metod
przeciwdziatania ryzyka oraz informacje dotyczace sposobu realizacji Planu
dziatania/dzialalno$ci sporzadzone przez komorki organizacyjne s3 przedstawiane

zespotowi ds. zrzadzania ryzykiem.

§ 25. Kierownicy komorek organizacyjnych Urzgdu ponosza odpowiedzialnos¢ za

prawidtowy przebieg procesu zarzadzania ryzykiem, w szczeg6lnosci za:

1) okre$lenie listy celéw i zadan do realizacji w zarzadzanej komorce organizacyjnej
Urzedu, z uwzglednieniem podziatu na oddziaty, wieloosobowe i samodzielne
stanowiska pracy oraz dokonanie oceny celow wedtug ich istotnosci;

2) identyfikacje ryzyk w komorce organizacyjnej Urzedu;

3) analiz¢ ryzyk zidentyfikowanych w komorce organizacyjnej Urzedu,

4) przeprowadzenie oceny ryzyk zidentyfikowanych w komoérce organizacyjnej Urzedu;

5) opracowywanie i wdrazanie mechanizmow kontrolnych w zakresie adekwatnym do
poziomu zarzadzania;

6) utworzenie i aktualizacj¢ wydzialowych rejestrow ryzyk 1 list celow, w tym

inwestycyjnych zgodnie z Zalacznikami nr 5, 5a, 6 1 6a;

7) okreslenie sposobu postgpowania w odniesieniu do ryzyk wskazanych przez Zespot;

8) wyznaczenie pracownika odpowiedzialnego za czynnos$ci zwigzane z zarzadzaniem
ryzykiem w komorce organizacyjnej Urzedu, w tym za opracowywanie w ramach
danej komorki organizacyjnej Urzgdu materialdw zwigzanych z zarzadzaniem
ryzykiem. Zakres czynno$ci ww. pracownika powinien zawiera¢ zapisy zwigzane

z wykonywaniem czynnos$ci w ramach zarzadzania ryzykiem,;



9) zapewnienie, aby pracownicy byli §wiadomi wagi procesu zarzadzania ryzykiem
poprzez umozliwienie im formalnego zglaszania bezpos$redniemu przetozonemu
zmian w zakresie

10) identyfikacj¢ potrzeb szkoleniowych w zakresie zarzadzania ryzykiem.

§ 26. Kierownicy komorek organizacyjnych Urzedu, Inspektor Ochrony Danych

§ 27.

§ 28.

§ 29.

Osobowych, Administrator Systemu Informatycznego, Pelnomocnik Wojewody ds.
Bezpieczenstwa Cyberprzestrzeni, Zespot ds. Przeciwdziatania Korupcji oraz
Koordynator ds. Dostgpnosci maja obowigzek dokonywania przegladow ryzyk

minimum dwa razy w roku kalendarzowym, w celu uzyskania informacji, o tym czy:

1) ryzyko nadal wystepuje;
2) pojawito si¢ nowe ryzyko;
3) prawdopodobienstwo 1 wptyw ryzyka zmienily si¢;

4) stosowane mechanizmy kontrolne sg efektywne.

Analizy list celow 1 wydziatlowych rejestrow ryzyk dokonuje Zespol, ktory nastgpnie
przekazuje kierownikom komorek organizacyjnych Urzedu, urzedowy rejestr ryzyk
oraz raport charakteryzujacy ryzyka operacyjne i strategiczne, w zakresie dotyczacym

danej komorki.

Kierownik komorki organizacyjnej Urzedu zobowigzany jest przekaza¢ do pracownika
obslugujacego Zespol, w wersji elektronicznej, informacje o sposobie postepowania
w odniesieniu do ryzyk uwzglednionych w raporcie, w terminie 15 dni kalendarzowych

od dnia otrzymania raportu.

V. Zakres zadan i obowiazkow pracownikow Urzedu zwiazanych z procesem

zarzadzania ryzykiem

Pracownicy Urzedu sa odpowiedzialni w szczegolnosci za zglaszanie bezposrednim

przetozonym informacji o pojawiajacych si¢ ryzykach lub innych istotnych problemach.

§ 30. Obowigzkiem kierownikow komorek organizacyjnych Urzedu jest analizowanie

zidentyfikowanych ryzyk z kadrg kierownicza.



§ 31. Pracownicy komorek organizacyjnych Urzedu winni uczestniczy¢é w biezace]
aktualizacji zidentyfikowanych ryzyk w komorce, wskazywaé bezposredniemu
przetozonemu ryzyka, ktore nie sg efektywnie i wydajnie zarzadzane oraz informowacé

o braku skutecznosci stosowanych mechanizmow kontrolnych.

§ 32. Pracownicy winni rozumie¢ swojg odpowiedzialno$¢ za dany rodzaj ryzyka i wiedzie¢,

w jaki sposob moga si¢ przyczyni¢ do statego doskonalenia procesu.

§ 33. Pracownicy moga anonimowo korzysta¢ z forum intranetowego, w zakresie

przekazywania zidentyfikowanych na swoich stanowiskach pracy ryzyk.

VI. Identyfikacja i analiza ryzyka

§ 34. Identyfikacja ryzyka polega na wustaleniu ryzyka zagrazajacego realizacji

poszczegolnych celow strategicznych i operacyjnych jednostki.

§ 35. Postgpowanie przy identyfikacji 1 analizie ryzyka polega na wykonaniu nast¢pujacych

CZynnosci:

1) ustaleniu listy celéw/zadan do realizacji w komodrce organizacyjnej Urzedu, z
uwzglednieniem podzialu na oddziaty, wieloosobowe i samodzielne stanowiska
pracy:

2) wskazaniu ryzyk do kazdego celu okreslonego w komorce organizacyjnej Urzedu,
z uwzglednieniem podziatu na oddziaty, wieloosobowe i samodzielne stanowiska
pracy, przy wykorzystaniu kwestionariusza identyfikacji ryzyk stanowigcego
zalgceznik nr 1 do Polityki:

3) okresleniu skutkdéw oraz przyczyn zidentyfikowanego ryzyka, w oparciu o czynniki
ryzyka okreslone w zalaczniku nr 2 do Polityki;

4) przeanalizowaniu kazdego zidentyfikowanego ryzyka poprzez okre$lenie:

a) wptywu jaki bedzie mialo ewentualne wystapienie ryzyka poprzez wartosci

punktowe wskazane w zalgczniku nr 3 do Polityki;

b) prawdopodobienstwa wystgpienia danego zdarzenia narazonego na ryzyko

poprzez warto$ci punktowe - wskazane w zalaczniku nr 4 do Polityki;

5) okresleniu punktowej oceny zidentyfikowanego ryzyka;



6) okresleniu mechanizméw kontrolnych stosowanych w celu zminimalizowania
zidentyfikowanego ryzyka;

7) uszeregowaniu listy celow w tym celow inwestycyjnych realizowanych przez
komorki organizacyjne Urzedu wedhug ich stanowiska pracy zgodnie ze wzorem
stanowigcym zalaczniki nr 5 i Sa do Polityki;

8) stworzeniu wydzialowego rejestru ryzyk zgodnie ze wzorem stanowigcym
zalgczniki nr 6 i 6a do Polityki;

9) stworzeniu urzgdowego rejestru ryzyk zgodnie ze wzorem stanowigcym zalaczniki
nr 7 i 7a do Polityki;

10) okresleniu reakcji na ryzyko o istotnym znaczeniu przez wilascicieli ryzyk

11) okresowe sprawozdanie na temat ryzyk przez wiascicieli ryzyk zgodnie ze wzorem

zalacznik nr 8 do Polityki;

Zatacznik nr 1
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Kwestionariusz identyfikacji ryzyk

Kwestionariusz identyfikacji ryzyk to narzedzie majgce utatwic identyfikacje ryzyk wystepujacych w
komdrce organizacyjnej Urzedu ijest wstepnie uzgodniong lista pytan umozliwiajgcych
zidentyfikowanie obszardw ryzyka. Wyniki kwestionariusza mozna wykorzysta¢ podczas dyskusji

moderowanej jako punkt wyjscia do wtasciwej identyfikacji ryzyk wystepujacych w komérce.

Co w prowadzonych przez nas dziataniach moze nie

zostac zrealizowane? Z jakiego powodu?

Gdzie tkwig nasze stabosci i jakich obszaréw one
2 dotycza? Czy je znamy? Czy podejmujemy jakie$

dziatania?

Ktdre z realizowanych proceséw/przedsiewzieé sg

najbardziej skomplikowane?

Co moze spowodowac zaktécenia funkcjonowania

naszej komorki organizacyjnej Urzedu? Jakich




obszaréw to dotyczy? Czy takie zaktécenia juz

istniejg?

Co musi nastgpi¢, aby zrealizowane zostaty nasze

zadania/cele?

Ktére z podejmowanych dziatan wigzg sie

z najwiekszym ryzykiem?

Czy nasze dziatania zwigzane s3g z wydatkowaniem

srodkow publicznych? Jakich dziatan to dotyczy?

Czy dysponujemy majgtkiem, ktéry nalezy chronic?

Jakie informacje sg nam niezbedne do realizacji

naszych celdw, zadan?

Jakie sg obszary, ktére wigzga sie z mozliwoscia
10
poniesienia straty (finansowej, innej)?

Czy prowadzona dziatalnos¢ uzalezniona jest
11 od systeméw informatycznych? Czy niedostatek tego

zasobu wptynie na realizacje celéw i zadan komérki?

Zatacznik nr 2
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Czynniki ryzyka
Czynnik ryzyka — nalezy przez to rozumiec cechy charakterystyczne dla danego procesu, ktore
wskazujg na mozliwos¢ wystgpienia zdarzenia, mogacego niekorzystnie wptyngc

na osiggniecie okreslonego celu.

Dla potrzeb identyfikacji ryzyka przyjmuje sie nastepujgce gtéwne kategorie czynnikéw ryzyka:
zarzadzanie

finanse

bezpieczenstwo

czynniki zewnetrzne

przepisy, procedury




dziatalnos$¢ operacyjna

dziatalnos¢ strategiczna

W ramach powyzszych kategorii ustala sie katalog podkategorii. Katalog ten ma charakter otwarty,

jednakze przy dokonywaniu oceny poszczegdlnych gtdéwnych czynnikéw nalezy przyjac przestawiony

ponizej.

Organizacja (np. struktura organizacyjna, opisy stanowisk,
systemy motywacyjne itd.)

BHP — zwigzane ze zdrowiem pracownikow i skutkami
wypadkdéw przy pracy

Kadry (np. kwalifikacje pracownikow i kierownictwa, rotacja
pracownikéw, zgodnosé wyksztatcenia
z zajmowanym stanowiskiem, szkolenia, warsztaty itd.)

Lokalizacja, sprzet (np. wyposazenie w sprzet komputerowy,
dostosowanie ilosci sprzetu do liczby pracownikéw w
pomieszczeniach biurowych, usytuowanie komarki,
dostosowanie oprogramowania

do potrzeb zwigzanych z realizowanymi zadaniami)

Naktady finansowe (np. wielkos$¢ operacji, ilos¢, rodzaj
operacji itp.)

Oszustwa, kradzieze oraz wypadki losowe — zwigzane ze strata
srodkéw rzeczowych i finansowych bedaca wynikiem
przestepstwa, wykroczenia lub sity wyzszej

(w tym: mogace by¢ przedmiotem ubezpieczenia)

Budzetowe — zwigzane z planowaniem dochodéw
i wydatkow, dostepnosciag sSrodkéw publicznych,
dokonywaniem wydatkéw i pobieraniem dochodéw

Dysponowanie srodkami pochodzacymi ze zrédet
zagranicznych, ze szczegélnym uwzglednieniem wymogoéw
dostawcy (np. fundusze strukturalne itd.)

Sprawozdawczos¢ (np. zmiany systemu ksiegowego, zmiany
pracownikéw odpowiedzialnych za sporzadzanie sprawozdan,
brak mechanizmoéw kontroli itd.)




Odpowiedzialnosci — zwigzane z obowigzkiem zapfaty kwot
pienieznych tytutem odszkodowania, odsetek karnych,
kosztow procesowych

Zamowien publicznych i zlecania zadan publicznych -
zwigzane z podejmowaniem decyzji oraz udzielaniem
zamoéwien publicznych innym podmiotom np. ryzyko
naruszenia zasad lub trybu udzielenia zamdwien publicznych

Budynek (np. zabezpieczenia pomieszczen, dostep oséb
nieupowaznionych, ilos¢ budynkéw, pomieszczen itd.)

Dokumenty (np. certyfikaty, upowaznienia, instrukcje
postepowania, zabezpieczenia informacji niejawnych itd.)

Informatyka (np. sprzet, hasta dostepu, zabezpieczenia,
utrzymanie ciggtosci pracy systeméw teleinformatycznych,
awarie sprzetu, niedopasowane systemow, rozwéj, wdrozenie
nowych systemow, brak przeptywu informacji o btedach w
systemie itd.)

Dostawcy/Klienci (np. wspodtpraca z innymi jednostkami,
podmiotami rynku)

Czynniki niezalezne (np. czeste zmiany zachodzace w
obowigzujacych przepisach, czynniki polityczne, braki regulacji
prawnych, zmiany na stanowiskach istotnych dla
funkcjonowania jednostki itd.)

Znaczenie dla opinii publicznej (np. mozliwos¢ utraty reputacji,
wrazliwosé z punktu widzenia spotecznego, presja spoteczna
itd.)




Planowanie (procedura planowania, harmonogramy dziatan,
plany strategiczne, postepowanie na podstawie wewnetrznych
procedur itd. )

Przepisy (np. zmiany przepisow, ztozonosc¢ przepisow)

Procedury (np. brak obowigzujgcych szablonéw procedur,
istnienie pisemnych procedur, Sciezek audytu itd.)

Kontrola wewnetrzna (np. dokumentacja, rejestrowanie
operacji, podziat obowigzkéw, rozdzielenie funkcji, nadzor itd.

Wiedza (np. dziatalno$¢ wymaga okreslonej profesjonalnej
wiedzy z danego zakresu, skomplikowane dziatania,
specjalistyczna wiedza, doswiadczenie zawodowe itd.)

Jako$¢ (np. wystepujgce btedy, czestotliwosc, reakcja
na popetniane btedy, dokonywanie poprawek itd.)

Ztozonos¢ (np. liczba podmiotéw uczestniczacych

w procesie, wykorzystywanie nowych technik, skomplikowane
operacje, ilos¢ przepiséw regulujgcych dang kwestie,
konieczno$¢ uzgadniania stanowisk, ztozonos¢ pracy na danym
stanowisku, itd.)

Etyka (np. przestrzeganie zasad etycznych, morale
pracownikoéw, praca w stresie, wykonywanie zadan
wrazliwych, uczciwos¢, podatnos¢ na negatywne wptywy itd.)

Systemow informatycznych — zwigzane

z wykorzystywanym sprzetem komputerowym oraz systemami
i programami informatycznymi a takze ochrong
przetwarzanych danych

Reputacja Urzedu — zwigzane z postrzeganiem Urzedu na
zewnatrz np. ryzyko negatywnych opinii

Informacja, przeptyw informacji (np. efektywnosc,
kompletnos¢, terminowosé, adekwatnos¢, ochrona danych,
poufnos¢ danych itd.)

Monitoring — analiza zmian prawnych i politycznych.

Planowanie ciggtosci — dziatania poprzez opracowanie planéw
awaryjnych na wypadek kryzysu.

Wzmacnianie kompetencji kadry — poprzez szkolenia i
budowanie wtascicieli ryzyk odpowiedzialnych za poszczegdlne
obszary.

Optymalizacja procesdw — poprzez unowoczesnienie procedur
aby szybciej reagowad na wyzwania.




Zatacznik nr 3
do Polityki Zarzadzania Ryzykiem w tddzkim Urzedzie Wojewddzkim w todzi

Okreslenie wplywu wystapienia ryzyka poprzez warto$ci punktowe

KRYTERIA
punktacja wplyw organizacyjne finansowe reputacja jednostki bezpieczenstwo
1 2 3 4
BRAK REALIZACIJI
KLUCZOWYCH
CELOW
rozwiazanie problemu
bedzie wymagato duzego naruszenie dyscypliny wazne wydarzenie
naktadu czasu i zasobow finansow publicznych publiczne, pewne
oraz bedzie wymagato popelnienie przestepstwa | informacje pojawia sig w utrata zycia/powazne
3 powazny diccia d . ' .
podjecia decyzjt o lub wykroczenia podczas mediach lokalnych, obrazenia
sposobie rozwigzania dysponowania finansami regionalnych lub
problemu przez publicznymi ogdlnokrajowych
kierownictwo wyzszego
szczebla
np. utrata dokumentow
lub danych
ZAKELOCENIA W
DZIALALNOSCI _
moze stac si¢
JEDNOSTKI ) ) )
) ) konieczno$¢ dokonania wydarzeniem
rozwigzanie problemu .
) stosownych korekt publicznym, gdyz pewne ) )
2 Sredni bedzie wymagato o o ) . umiarkowane obrazenia
) i udzielenia wyjasnien informacje pojawig si¢ w
umiarkowanego naktadu .
o organom zewnetrznym mediach lokalnych Iub
czasu/zasobow, usunigcie )
) regionalnych
skutkow bedzie
wymagato czasu




nieznaczny

KROTKOTRWALE
ZAKLOCENIA W
DZIALALNOSCI konieczno$é
JEDNOSTKI skorygowania o .
) ) stanie si¢ wydarzeniem o
rozwigzanie problemu dokumentow
) ograniczonej informacji niewielkie obrazenia
bedzie wymagato wewnetrznych
) ) w mediach lokalnych
pewnego naktadu i dokonania ustalen
czasu/zasobow, lecz wewnatrz jednostki
problem nie spowoduje
trwatej szkody

Zatacznik nr 4
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Okreslenie prawdopodobienstwa wystapienia ryzyka poprzez wartosci punktowe

1.

niskie prawdopodobienstwo — 1 punkt szans, ze ryzyko wystgpi w nadchodzacym
roku, o ile nie zostanie zmniejszone (lub: mato prawdopodobne bedzie, Ze ryzyko si¢
bedzie krystalizowac; jego przypadki beda pojedyncze lub bedzie ich kilka);

srednie prawdopodobienstwo — 2 punkty szans, ze ryzyko wystapi
w nadchodzacym roku, o ile nie zostanie zmniejszone (lub: ryzyko bedzie si¢
krystalizowa¢ okazjonalnie badZ w wyniku zbiegu niezwyktych okoliczno$ci);
wysokie prawdopodobienstwo — 3 punkty szans, ze ryzyko wystapi
w nadchodzagcym roku, o ile nie zostanie zmniejszone (lub: ryzyko bedzie si¢
krystalizowa¢ dos$¢ czesto w wyniku rownoczesnego wystgpowania rdéznych

problemow 1 okoliczno$ci, lub: bgdzie systematycznie narastac).




Zatacznik nr 5
do Polityki Zarzadzania Ryzykiem w tddzkim Urzedzie Wojewddzkim w todzi

Lista celow realizowanych przez komorke organizacyjna, uszeregowanych wedlug
ich istotnosci.

Ocena o
Zadania Cele istotnosci Zidentyfikowane ryzyka re
celu
1 2 3 4

————————————————————

Ocena istotnoSci celu:
1) ryzyko niskie, dla ktorego iloczyn prawdopodobienstwa wystapienia danego zdarzenia oraz jego
skutkow dla realizacji celow i zadan wynosi od 1 do 2 pkt;
2) ryzyko $rednie, dla ktorego iloczyn prawdopodobienstwa wystgpienia danego zdarzenia oraz jego
skutkow dla realizacji celow i zadan wynosi od 3 do 4 pkt;
3) ryzyko wysokie, dla ktorego iloczyn prawdopodobienstwa wystapienia danego zdarzenia oraz jego

skutkow dla realizacji celow i zadan wynosi od 6 do 9 pkt;



Zatacznik nr 5a

do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Lista celow inwestycyjnych realizowanych przez
komorke organizacyjng

Cele Ocena 0(
Zadania . . istotnosci Zidentyfikowane ryzyka
inwestycyjne re
celu
1 2 3 4

——————————————————————

Ocena istotnosci celu:

1) ryzyko niskie, dla ktorego iloczyn prawdopodobiefstwa wystgpienia danego zdarzenia oraz

jego skutkow dla realizacji celow i zadan wynosi od 1 do 2 pkt;

2) ryzyko $rednie, dla ktorego iloczyn prawdopodobienistwa wystgpienia danego zdarzenia oraz

jego skutkow dla realizacji celow i zadan wynosi od 3 do 4 pkt;

3) ryzyko wysokie, dla ktorego iloczyn prawdopodobienstwa wystapienia danego zdarzenia oraz

jego skutkow dla realizacji celow i zadan wynosi od 6 do 9 pkt;



Zatacznik nr 6
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Wvydzialowy rejestr ryzyk

Nazwa komorki organizacyjnej oraz jej

2 111071
Ryzyko/Kategoria Punktowa
Cel yzy vz kag Przyczyny | Skutki | Wplyw |Prawdopodobienstwo | ocena ryzyka | N
yzy (koL.5 x kol. 6)

Zatacznik nr 6a
do Polityki Zarzagdzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Wydzialowy rejestr ryzyk — cele inwestycyjne

Nazwa komorki organizacyjnej oraz jej

R 4111 171 e
Ryzyko/Kategoria L eDE
Cel yzy vz ka*g Przyczyny | Skutki | Wplyw |Prawdopodobienstwo | ocena ryzyka
yzy (kol.5 x kol. 6)




Zatacznik nr 7
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Urzedowy rejestr ryzyk

Nazwa komorki organizacyjnej oraz jej

2 111071
Ryzyko/Kategoria Punktowa
Cel yzy vz kag Przyczyny | Skutki | Wplyw |Prawdopodobienstwo | ocena ryzyka
yey (kol.5 x kol. 6)

Zatacznik nr 7a
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Urzedowy rejestr ryzvk — CELE INWESTYCYJNE

Nazwa komorki organizacyjnej oraz jej

R 4111171 e
Ryzyko/Kategoria ULLUGE
Cel yzy vz ka*g Przyczyny | Skutki | Wplyw |Prawdopodobienstwo | ocena ryzyka
yzy (kol.5 x kol. 6)




Zatacznik nr 8
do Polityki Zarzadzania Ryzykiem w tédzkim Urzedzie Wojewddzkim w todzi

Sprawozdanie okresowe na temat ryzyk

Sprawozdanie na temat ryzyka W .....cceeveeecencncece e 20... roku

Witasciciel ryzyka (komorka
organizacyjna:

I. Informacja na temat braku zagrozen przy realizacji celow i zadan w tym cel
inwestycyjny

CZESCA

Informuje, ze w okresie ... kwartatu 20.... roku w nadzorowanym przeze mnie obszarze dziatalnosci
tut. Urzedu® ;

(1 Zostaty zrealizowane cele, zadania wynikajgce z planu pracy/dziatalnosci / w tym inwestycyjne

(1 Nie wystgpity ryzyka wskazane w Rejestrze Ryzyk

(1 Nie zmienit sie poziom istotnosci zidentyfikowanych zagrozen

(1 Nie zidentyfikowano nowych zagrozen, ktére nie bytyby ujete w Rejestrze Ryzyk i poprzez swoje
wystgpienie mogtyby zagrozi¢ realizacji celéw i zadan Urzedu

Niniejsze sprawozdanie opiera sie na mojej ocenie i informacjach dostepnych w czasie jego
sporzadzania, pochodzacych z:

(1 biezgcego monitoringu

-PlaNU Pracy/dziatalNOSCi = c.o.cveveeceeeeeeee ettt ettt ettt sttt et ettt er bt se et et sens
- SPrawowanego NAAZONU KIErOWNICZEEO- ....cvceiieieeeeeertee sttt eee st ss e s e s s e stese et ere et ses s enestesenseseneasen
B (=TT VI 07747 TR TR
= INNE, OPISAC JAKIE = wvrerieeiece ettt e te st st e bbbt e seaesteebe st se e sesbebeet et ensaseebestesee s nsasensesanternas
1 wynikéw audytu wewnetrznego

(1 wynikéw samooceny kontroli zarzadczej

(1 wynikéw kontroli wewnetrznych

(1 wynikéw kontroli zewnetrznych

1 innych zrodet informacji (nalezy wymienic):

Il. Dziatanie/proces w jakim wystepuja zagrozenia, informacja na temat
dziatan podjetych

CZESCB

Informuje, ze w okresie ........cccc........ kwartatu 20.... roku w nadzorowanym przeze mnie obszarze
dziatalno$ci tut. Urzedu wystapity nastepujgce ryzyka: )

(J TAK L NIE

(*) Wtasciwe zaznaczy¢



Niezrealizowany cel lub zadanie w tym cele inwestycyjne:

a. przyczyny wystgpienia :

b. skutki wystgpienia:

Cc. proponowane dziatania:

Ryzyko w sposdb powazny zagraza realizacji celéw i zadan Urzedu :
(1 TAK d NIE

.
Niezrealizowany cel lub zadanie w tym cele inwestycyjne:
1) ryzyko (nr i opis z Rejestru Ryzyk):

a) przyczyny wystgpienia:

b. skutki wystgpienia:

c. proponowane dziafania

d. podjete przeciwdziatania:

Ryzyko w sposéb powazny zagraza realizacji celéw i zadar Urzedu /w tym cle inwestycyjnet™:
(J TAK O NIE

CZESCC

Propozycje aktualizacji lub zgtoszenia nowych ryzyk, zidentyfikowanych w nadzorowanym obszarze
dziatania Urzedu (nalezy ztozy¢ na wzorze rejestru ryzyk, zgodnie z procedurg obowigzujgcg w
Urzedzie).™

(J TAK L NIE

Efekty dziatan eliminujacych, podjetych w przypadku ryzyk, ktore wystgpity w poprzednim okresie
sprawozdawczym (czy podjete dziatania przynosza spodziewane efekty, czy sg wystarczajace, czy
istnieje konieczno$é podejmowania jakichkolwiek dziatari?) *):

(J TAK O NIE

lll. Dziatanie/proces w jakim wystepuje mozliwos¢ usprawnienia”)




Podjete dziatania:

Spodziewane efekty:

(data, podpis osoby sktadajqcej sprawozdanie)
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