
Załącznik do Zarządzenia
Wojewody Łódzkiego
z dnia 12 lutego 2026 r. 
w sprawie zarządzania ryzykiem w Łódzkim 
Urzędzie Wojewódzkim w Łodzi                                                                                      

POLITYKA ZARZĄDZANIA RYZYKIEM W ŁÓDZKIM URZĘDZIE 

WOJEWÓDZKIM W ŁODZI

I. Postanowienia ogólne

§ 1. Polityką zarządzania ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi jest 

określenie  zasad i trybu zarządzania ryzykiem w urzędzie.

§ 2. Polityką objęte są wszystkie dziedziny działania urzędu oraz wszyscy pracownicy 

urzędu, realizujący powierzone im zadania.

§ 3. Proces zarządzania ryzykiem obejmuje:

1) Identyfikację ryzyk;

2) Analizę i ocenę ryzyk;

3) Określenie reakcji na ryzyka;

4) Podejmowanie działań ograniczających ryzyka;

5) Monitorowanie skuteczności i efektywności podjętych działań.       

§ 4.  Użyte w polityce pojęcia mają następujące znaczenie:

1) Wojewodzie - należy przez to rozumieć Wojewodę Łódzkiego;

2) Dyrektorze Generalnym - należy przez to rozumieć Dyrektora Generalnego 

Łódzkiego Urzędu Wojewódzkiego w Łodzi;

3) Urzędzie - należy przez to rozumieć Łódzki Urząd Wojewódzki w Łodzi;

4) komórce organizacyjnej Urzędu - należy przez to rozumieć wydziały lub biura oraz 

inne równorzędne komórki organizacyjne Urzędu;

5) kierownikach komórek organizacyjnych Urzędu - należy przez to rozumieć osobę 

kierującą komórką organizacyjną Urzędu, o której mowa w pkt 4;

6) Zespole - należy przez to rozumieć Zespół do spraw zarządzania ryzykiem w Łódzkim 

Urzędzie Wojewódzkim w Łodzi;



7) ryzyku - należy przez to rozumieć prawdopodobieństwo wystąpienia zdarzenia, które 

będzie miało wpływ na realizację założonych celów lub zadań urzędu;

8) zarządzaniu ryzykiem - należy przez to rozumieć proces identyfikacji, oceny 

i przeciwdziałania zaistnienia ryzyka, monitorowania ryzyka oraz środki 

podejmowane w celu jego ograniczenia;

9) czynnikach ryzyka - należy przez to rozumieć cechy charakterystyczne dla danego 

procesu, które wskazują na możliwość wystąpienia zdarzenia, mogącego niekorzystnie 

wpłynąć na osiągnięcie określonego celu;

10) mechanizmach kontrolnych - należy przez to rozumieć metody, polityki, standardy, 

procedury, fizyczne środki oraz działania itp. stosowane w celu zahamowania lub 

zmniejszenia negatywnych  skutków ryzyka. Koszt mechanizmu kontrolnego jest 

odpowiedni do zidentyfikowanego ryzyka i/lub potencjalnego ryzyka;

11) właścicielu ryzyka - należy przez to rozumieć osobę odpowiedzialną za dane ryzyko 

w Urzędzie, która jest rozliczana ze skuteczności zarządzania tym ryzykiem;

12) prawdopodobieństwie wystąpienia ryzyka - należy przez to rozumieć szacowane 

prawdopodobieństwo lub możliwość wystąpienia zdarzenia lub działania, które 

wpłynie na zdolność Urzędu do realizacji celów jego działalności;

13) wpływie ryzyka - należy przez to rozumieć oddziaływanie zdarzenia lub działania na 

zdolność do realizacji celów;

14) punktowej ocenie ryzyka - należy przez to rozumieć wynik z połączenia skutków 

wystąpienia ryzyka i prawdopodobieństwa jego wystąpienia;

15) poziomie istotności ryzyka - należy przez to rozumieć poziom ryzyka 

odzwierciedlający wagę ryzyka, jego nasilenie i prawdopodobieństwo wystąpienia;

16) akceptowalnym poziomie ryzyka - należy przez to rozumieć poziom istotności 

ryzyka przy, którym nie jest wymagane podejmowanie działań przeciwdziałających 

ryzyku;

17) istotność ryzyka – należy przez to rozumieć kombinacje skutku ryzyka 

i prawdopodobieństwo jego wystąpienia;



18) wydziałowym rejestrze ryzyk - należy przez to rozumieć dokument zawierający 

informacje o ryzyku, stanowiący podstawę zarządzania ryzykiem w komórce 

organizacyjnej Urzędu;

19) urzędowym rejestrze ryzyk - należy przez to rozumieć dokument zawierający 

informacje o istotnych ryzykach, stanowiący podstawę zarządzania ryzykiem 

w Urzędzie;

20) przeglądzie ryzyk - należy przez to rozumieć spotkania kierowników komórek 

organizacyjnych Urzędu z podległą kadrą kierowniczą w celu uzyskania  

udokumentowania informacji o zarządzaniu ryzykiem w podległej komórce 

organizacyjnej Urzędu;

21) adekwatność – zaprojektowane mechanizmy kontroli stanowią  zamierzoną  odpowiedź  na 

zidentyfikowane ryzyka;

22) skuteczność - zaprojektowane mechanizmy kontroli skutecznie radzą  sobie 

z zidentyfikowanym ryzykiem, działają  tak jak zostały zaprojektowane;

23) efektywność - zaprojektowane mechanizmy kontroli pozwalają na skuteczną reakcję na 

ryzyko przy możliwie najmniejszych nakładach związanych z funkcjonowaniem tych 

mechanizmów.

24) reakcja na ryzyko – zaplanowane działania mające na celu zarządzanie 

zidentyfikowanymi zagrożeniami. 

25) działalność operacyjna- całokształt bieżących, statutowych zadań administracji 

publicznej, obejmujący obsługę obywateli, wydawanie decyzji, zarządzanie infrastrukturą, a 

także sprawy kadrowe i finansowe.

26) działalność strategiczna - to długofalowy proces planowania i zarządzania, określający 

kierunki rozwoju, misję oraz cele jednostki w oparciu o analizę.

§ 5. 1.  Komórka odpowiedzialna za koordynację zarządzania ryzykiem odpowiada za: 

1) koordynację procesu identyfikowania ryzyk związanych z realizacją 

wyznaczonych celów  i zadań; 

2) prowadzenie zbiorczego rejestru ryzyk obejmującego zidentyfikowane w 

urzędzie ryzyka; 



3) sporządzanie okresowych raportów i zestawień dotyczących zarządzania 

ryzykiem.

2. Właściciele ryzyk – dyrektorzy,  kierownicy innych komórek organizacyjnych urzędu 

oraz Inspektor Ochrony Danych, Administrator Systemu Informatycznego, 

Pełnomocnik Wojewody ds. Bezpieczeństwa Cyberprzestrzeni, Przewodniczący ds. 

Przeciwdziałania Korupcji oraz Koordynatora ds. Dostępności odpowiedzialni są za:  

1) identyfikację ryzyk związanych z realizacją wyznaczonych im celów i zadań; 

2) przeprowadzanie oceny istotności  zidentyfikowanych ryzyk; 

3) określanie sposobu postępowania w odniesieniu do poszczególnych ryzyk;  

4) wdrażanie działań zaradczych w stosunku do zidentyfikowanych ryzyk oraz 

bieżące monitorowanie ich skuteczności i adekwatności.  

3. Audytor wewnętrzny przeprowadza niezależną ocenę procesu zarządzania ryzykiem  

w urzędzie. 

§ 6. 1. Identyfikacja ryzyka, o której mowa w § 3 pkt 1 Polityki polega na określeniu 

możliwych zagrożeń w analizowanym obszarze działania, które mogą stanowić 

przeszkodę w realizacji celów  i zadań urzędu. 

2. Identyfikacji dokonują dyrektorzy i kierownicy innych komórek organizacyjnych 

urzędu oraz Inspektor Ochrony Danych, Administrator Systemu Informatycznego, 

Pełnomocnik Wojewody ds. Bezpieczeństwa Cyberprzestrzeni, Przewodniczący ds. 

Przeciwdziałania Korupcji oraz Koordynatora ds. Dostępności w odniesieniu do zadań 

komórki organizacyjnej, uwzględniając kategorie ryzyk. 

3. Wykaz kategorii ryzyk i ich opis określa załącznik Nr 2 do Polityki, natomiast      

kwestionariusz identyfikacji ryzyk stanowi załącznik Nr 1 do Polityki, który należy 

stosować/uzupełnić przy identyfikacji ryzyk występujących w komórce organizacyjnej

4. W procesie identyfikacji ryzyka wykorzystuje się między innymi następujące źródła 

informacji:  

1) wyniki monitoringu realizacji wyznaczonych celów i zadań;  

2) dane na temat realizacji celów i zadań z lat ubiegłych; 

3) ustalenia z przeprowadzonych audytów i kontroli. 



§ 7. 1. Każde zidentyfikowane ryzyko podlega analizie służącej określeniu 

prawdopodobieństwa wystąpienia zdarzenia oraz skutku, jakie to zdarzenie może mieć 

dla realizacji celów i zadań (ocenie istotności ryzyka). 

2. Ocena prawdopodobieństwa danego ryzyka polega na określeniu przewidywanej 

częstotliwości wystąpienia niepożądanego zdarzenia przy uwzględnieniu istniejących 

mechanizmów kontroli oraz ich skuteczności. Ocena prawdopodobieństwa polega na 

przypisaniu każdemu z ryzyk punktacji od 1 do 3, przy czym: 1 oznacza 

prawdopodobieństwo niskie, 2 oznacza prawdopodobieństwo średnie, 3 oznacza 

prawdopodobieństwo wysokie.

3. Ocena skutku zmaterializowania się danego ryzyka polega na określeniu 

przewidywanych konsekwencji, jakie będzie miało niepożądane zdarzenie 

w odniesieniu do realizacji zadań czy osiągania celów urzędu.  Przy ocenie skutku 

danego ryzyka dla osiągnięcia wyznaczonych celów  i zadań  w tym inwestycyjnych  

uwzględnia się zarówno skutki finansowe jak i niefinansowe. Ocena skutku polega na 

przypisaniu każdemu z ryzyk punktacji od 1 do 3,  przy czym: 1 oznacza skutek 

nieznaczny,  2 oznacza skutek średni, 3 oznacza skutek poważny.

4. Na podstawie dokonanej oceny ustalany jest poziom istotności ryzyka, rozumiany 

jako iloczyn prawdopodobieństwa oraz skutku zmaterializowania się ryzyka. 

5. W urzędzie zdefiniowano trzy poziomy istotności ryzyka:  

1) ryzyko niskie, dla którego iloczyn prawdopodobieństwa wystąpienia danego 

zdarzenia oraz jego skutków dla realizacji celów i zadań wynosi od 1 do 2 pkt; 

2) ryzyko średnie, dla którego iloczyn prawdopodobieństwa wystąpienia danego 

zdarzenia oraz jego skutków dla realizacji celów i zadań wynosi od 3 do 4 pkt; 

3) ryzyko wysokie, dla którego  iloczyn prawdopodobieństwa wystąpienia danego 

zdarzenia oraz jego skutków dla realizacji celów i zadań wynosi od 6 do 9 pkt; 

§ 8. 1. W urzędzie przyjmuje się następujące podstawowe zasady akceptowalności poziomów 

ryzyka: 

1) ryzyko niskie – ryzyko akceptowalne, ale należy je monitorować; 

2) ryzyko średnie - może potencjalnie wpłynąć na kluczową działalność urzędu, 

należy  monitorować i rozważyć potrzebę działań zaradczych oraz wprowadzenie 

dodatkowych mechanizmów kontroli mając na uwadze ich koszty. Można 



tolerować średni poziom, gdy koszty zapobiegania ryzyku są zbyt wysokie, ale 

należy na bieżąco sprawdzać poziom ryzyka; 

3) ryzyko wysokie - może wywierać poważny wpływ na kluczową działalność, 

wymaga natychmiastowych wprowadzenia działań zaradczych i uzupełnienia 

wewnętrznych mechanizmów kontroli, które ograniczą prawdopodobieństwo 

wystąpienia ryzyka, jego materializacji i negatywnego wpływu. Decyzję o 

tolerowaniu (akceptacji) ryzyka może podjąć, w formie adnotacji „akceptuję” tylko 

Wojewoda lub upoważniona przez niego osoba; 

2. Właściciel ryzyka w stosunku do każdego ryzyka przekraczającego poziom 

akceptowalny planuje działania zaradcze. W urzędzie  przyjmuje się następujące 

sposoby postępowania  z ryzykiem: 

1) przeniesienie ryzyka - przeniesienie części lub całego ryzyka innej 

stronie/podmiotowi /jednostce;

2) tolerowanie ryzyka - brak działań  wpływających na ryzyko; 

3) działanie -  podejmowanie działań  ograniczających ryzyko do akceptowanego 

poziomu;

4) wycofanie się - odejście od działań, które wiążą się  z ryzykiem.

§ 9. 1.  Zidentyfikowane ryzyka oraz ustalone sposoby postępowania z ryzykiem są na 

bieżąco monitorowane przez właścicieli ryzyk. 

2. Identyfikacja, analiza, ocena ryzyka, w tym przegląd skuteczności i adekwatności 

sposobów postępowania z ryzykiem, dokonywana jest przynajmniej dwa razy w roku 

w ramach okresowego przeglądu ryzyk, oraz w przypadku istotnej zmiany warunków 

funkcjonowania urzędu częściej niż dwa razy w roku. 

3. W przypadku wystąpienia istotnego zagrożenia dotyczącego realizacji założonych 

celów  i zadań w tym inwestycyjnych , ich właściciele mają obowiązek niezwłocznego 

przekazywania informacji na ten temat Wojewodzie. 

§ 10. 1. Procesy identyfikacji, analizy, oceny ryzyka i określenia sposobu reakcji na ryzyko, 

o których mowa w § 9 ust. 2, są dokumentowane przy zastosowaniu rejestru ryzyk, 

którego wzór określa załącznik nr 6 i 6a do Polityki.  



2. Wypełnione przez właścicieli ryzyk rejestry ryzyka przekazywane są do komórki 

odpowiedzialnej za koordynację zarządzania ryzykiem, w terminie określonym przez 

Wojewodę. 

3. Komórka odpowiedzialna za koordynację zarządzania ryzykiem przeprowadza 

zbiorczy rejestr ryzyk  w oparciu o przekazywane przez właścicieli poszczególnych 

ryzyk rejestry cząstkowe, przedstawiając jednocześnie wnioski z ich analizy 

Wojewodzie. 

4. Wojewoda przekazuje Dyrektorowi Generalnemu, dyrektorom i kierownikom innych 

komórek organizacyjnych urzędu informację o wnioskach z przeglądu, o którym 

mowa w § 9 ust. 2, wraz  z zaleceniami dotyczącymi procesu zarządzania ryzykiem.     

II. Zakres zadań i obowiązków Zespołu do spraw zarządzania ryzykiem

§ 11. 1. W Urzędzie powołuje się Zespół do spraw zarządzania ryzykiem.

2. W skład Zespołu wchodzą:

1) Radosław Mikuła - Przewodniczący Zespołu;

2) stali członkowie:

a) Anna Rośniak

b) Agnieszka Mijas

c) Monika Pasieczyńska

            d) Honorata Mokrogulska 

            e) Patrycja Sołtysiak

             f) Kamil Wojtysiak

             g) Sylwester Zatorski

             h) Tomasz Kubera              

                3) członkowie fakultatywni łub zastępujący członków Zespołu, powoływani przez 

Przewodniczącego Zespołu, spośród pracowników Urzędu.

§ 12. Przewodniczący Zespołu kieruje i organizuje prace Zespołu, w szczególności:

1) zwołuje i prowadzi posiedzenia Zespołu;



2) może zapraszać na posiedzenia Zespołu, przedstawicieli komórek organizacyjnych 

Urzędu;

3) wyznacza spośród członków Zespołu, osobę która wykonuje obowiązki 

Przewodniczącego podczas jego nieobecności;                                                                                                                                        

4) wyznacza spośród członków Zespołu osobę, która będzie zajmowała się obsługą    

Zespołu.

§ 13. Do zadań Zespołu należy, w szczególności:

1) dokonywanie przeglądu oraz uzgadnianie zmian w profilu ryzyka, w oparciu 

o informacje własne i zewnętrzne;

2) przegląd systemów zarządzania ryzykiem w Urzędzie i ich monitorowanie;

3) analiza listy celów, realizowanych przez komórki organizacyjne Urzędu;

4) dokonywanie przeglądu w zakresie identyfikacji ryzyk;

5) analiza wydziałowych rejestrów ryzyk;

6) dokonywanie przeglądu stosowanych jak i proponowanych przez kierowników 

komórek organizacyjnych mechanizmów kontrolnych oraz ocena wyników działań 

podejmowanych w celu kontroli ryzyka;

7) przeprowadzanie konsultacji z przedstawicielami komórek organizacyjnych Urzędu;

8) utworzenie urzędowego rejestru ryzyk, rekomendowanie mechanizmów' 

kontrolnych, wskazanie właścicieli zidentyfikowanych ryzyk; 

9) przygotowanie raportu uwzględniającego podział ryzyk o istotnym znaczeniu na 

ryzyka strategiczne i operacyjne;

10) aktualizacja Polityki;

11 opiniowanie potrzeb szkoleniowych w zakresie zarządzania ryzykiem, na podstawie 

informacji przekazanych przez kierowników komórek organizacyjnych Urzędu 

przynajmniej dwa razy w ciągu roku kalendarzowym.

§ 14. Zespół zbiera się dwa razy w roku. W spotkaniu uczestniczą członkowie zespołu  oraz 

pracownik, do którego zadań należy protokołowanie ustaleń Zespołu. W razie potrzeby 

Zespół może przeprowadzać dodatkowe zebrania.

§ 15. Zespół po otrzymaniu wydziałowych rejestrów ryzyk oraz listy celów od pracownika, 

który obsługuje Zespół, dokonuje analizy list celów oraz wydziałowych rejestrów ryzyk 

uwzględniające cele inwestycyjne. W przypadkach stwierdzenia, że analizowany obszar 



wymaga dodatkowych konsultacji, w zebraniu Zespołu uczestniczy przedstawiciel 

właściwej komórki organizacyjnej Urzędu. W ramach zespołu mogą brać udział 

fakultatywnie osoby zaproszone przez Zespół.

§ 16. Zespól po dokonaniu analizy i wskazaniu właścicieli zidentyfikowanych ryzyk oraz 

propozycji mechanizmów kontrolnych, sporządza urzędowy rejestr ryzyk, zgodnie ze 

wzorem, o którym mowa w § 35 pkt 9 zawierający ryzyka o istotnym znaczeniu dla 

Urzędu.

§ 17. Zespół opracowuje raporty, zawierające podział ryzyk o istotnym znaczeniu dla Urzędu, 

na operacyjne i strategiczne. Raporty sporządzane są z uwzględnieniem właścicieli 

ryzyk.

§ 18. 1. Zespół współpracuje z komórkami organizacyjnymi Urzędu oraz  z zespołem do 

spraw kontroli zarządczej w Urzędzie. 

2. Współpraca, o której mowa w § 18 ust.1 odbywa się w szczególności poprzez:

1) wspólny dostęp do danych zawartych w rejestrach i innych zasobach;

2) odbywanie wspólnych posiedzeń, jeżeli zachodzi taka konieczność;

3) bieżące konsultacje, jeżeli zachodzi taka konieczność;

4) organizowanie szkoleń dla pracowników Urzędu;

5) podejmowanie innych nie wymienionych powyżej wspólnych inicjatyw i działań.

§ 19. 1. Zespół w terminie do dnia 31 marca oraz do dnia 30 września każdego roku 

przedkłada:

1) Wojewodzie, za pośrednictwem Dyrektora Generalnego Urzędu - urzędowy rejestr 

ryzyk oraz raport dotyczący ryzyk, w przypadku, których Wojewoda lub Dyrektor 

Generalny został wskazany jako właściciel;

   2) Wojewoda lub Dyrektor Generalny Urzędu określa sposób postępowania 

w odniesieniu do ryzyk uwzględnionych w raporcie. Reakcja w stosunku do ryzyka 

może polegać na tolerowaniu, przeniesieniu, wycofaniu i działaniu;

     3)  W koniecznych przypadkach Dyrektor Generalny Urzędu i/lub Wojewoda 

przekazują Zespołowi informację zwrotną reakcji na ryzyko, maksymalnie w ciągu 

14 dni kalendarzowych od dnia otrzymania przedmiotowej informacji. Uzyskaną 



informację Zespół przekazuje odpowiednim komórkom organizacyjnym, które 

udzielają odpowiedzi w ciągu 7 dni kalendarzowych  lub/i zamieszcza je na stronie 

intranetowej. 

§ 20.  Zespół w terminie do dnia 5 kwietnia oraz  do dnia 5 października przedkłada 

kierownikom komórek organizacyjnym Urzędu – urzędowy rejestr ryzyk w części 

dotyczącej właściwej komórki, której dany kierownik jest właścicielem, oraz ankietę 

stanowiącą załącznik Nr 8 do Polityki dotyczącą okresowego sprawozdania na temat 

ryzyk.

 

III.  Zakres zadań i obowiązków pracownika obsługującego Zespół do spraw 

zarządzania ryzykiem

§ 21. Do zadań pracownika obsługującego Zespół, należy w szczególności:

1) protokołowanie ustaleń Zespołu;

2) przyjmowanie informacji w zakresie zaktualizowanych list celów realizowanych 

przez komórkę organizacyjną oraz wydziałowych rejestrów ryzyk;

3) prowadzenie urzędowego rejestru ryzyk oraz dokumentacji dotyczącej zarządzania 

ryzykiem:

4) udostępnianie dokumentacji związanej z zarządzaniem ryzykiem;

5) monitorowanie terminów przekazywania dokumentacji związanej z zarządzaniem 

ryzykiem;

6) opracowywanie dokumentacji związanej z zarządzaniem ryzykiem:

7) obsługa posiedzeń Zespołu (m.in. sporządzanie protokołów z posiedzeń Zespołu oraz 

na wniosek przewodniczącego, innych dokumentów związanych z zarządzaniem 

ryzykiem).

IV. Zakres zadań i obowiązków kierowników komórek organizacyjnych Urzędu

§ 22. Przeglądy ryzyk odbywają się w formie spotkania kierownika komórki organizacyjnej 

Urzędu z podległą kadrą kierowniczą, z którego wyznaczony przez kierownika 

pracownik, sporządza protokół.



§ 23. Po dokonaniu przeglądu ryzyk kierownicy komórek organizacyjnych Urzędu mają 

obowiązek dokonać aktualizacji wydziałowego rejestru ryzyk i listy celów, w tym  

inwestycyjnych, sporządzonych zgodnie ze wzorem, o którym mowa w § 25 pkt 6.

§ 24.1. Kierownicy komórek organizacyjnych przekazują w wersji elektronicznej do 

pracownika, który obsługuje Zespół, wydziałowe rejestry ryzyk oraz listy celów, 

w terminie do dnia 15 lutego według stanu na dzień 31 grudnia, oraz do dnia 31 lipca 

według stanu na dzień 30 czerwca.

          2. Wyniki monitorowania ryzyka wraz z informacją o efektach zastosowanych metod 

przeciwdziałania ryzyka oraz informacje dotyczące sposobu realizacji Planu 

działania/działalności sporządzone przez komórki organizacyjne są przedstawiane 

zespołowi ds. zrządzania ryzykiem.

§ 25. Kierownicy komórek organizacyjnych Urzędu ponoszą odpowiedzialność za 

prawidłowy przebieg procesu zarządzania ryzykiem, w szczególności za:

1) określenie listy celów i zadań do realizacji w zarządzanej komórce organizacyjnej 

Urzędu, z uwzględnieniem podziału na oddziały, wieloosobowe i samodzielne 

stanowiska pracy oraz dokonanie oceny celów według ich istotności;

2) identyfikację ryzyk w komórce organizacyjnej Urzędu;

3) analizę ryzyk zidentyfikowanych w komórce organizacyjnej Urzędu;

4) przeprowadzenie oceny ryzyk zidentyfikowanych w komórce organizacyjnej Urzędu;

5) opracowywanie i wdrażanie mechanizmów kontrolnych w zakresie adekwatnym do 

poziomu zarządzania;

6) utworzenie i aktualizację wydziałowych rejestrów ryzyk i list celów, w tym 

inwestycyjnych zgodnie z Załącznikami nr 5, 5a, 6 i 6a;

7) określenie sposobu postępowania w odniesieniu do ryzyk wskazanych przez Zespół;

8) wyznaczenie pracownika odpowiedzialnego za czynności związane z zarządzaniem 

ryzykiem w komórce organizacyjnej Urzędu, w tym za opracowywanie w ramach 

danej komórki organizacyjnej Urzędu materiałów związanych z zarządzaniem 

ryzykiem. Zakres czynności ww. pracownika powinien zawierać zapisy związane 

z wykonywaniem czynności w ramach zarządzania ryzykiem;



9) zapewnienie, aby pracownicy byli świadomi wagi procesu zarządzania ryzykiem 

poprzez umożliwienie im formalnego zgłaszania bezpośredniemu przełożonemu 

zmian w zakresie  

10) identyfikację potrzeb szkoleniowych w zakresie zarządzania ryzykiem.

§ 26. Kierownicy komórek organizacyjnych Urzędu,  Inspektor Ochrony Danych 

Osobowych, Administrator Systemu Informatycznego, Pełnomocnik Wojewody ds. 

Bezpieczeństwa Cyberprzestrzeni, Zespół ds. Przeciwdziałania Korupcji oraz 

Koordynator ds. Dostępności mają obowiązek dokonywania przeglądów ryzyk 

minimum dwa razy w roku kalendarzowym, w celu uzyskania informacji, o tym czy:

1) ryzyko nadal występuje;

2) pojawiło się nowe ryzyko;

3) prawdopodobieństwo i wpływ ryzyka zmieniły się;

4) stosowane mechanizmy kontrolne są efektywne.

§ 27. Analizy list celów i wydziałowych rejestrów ryzyk dokonuje Zespół, który następnie 

przekazuje kierownikom komórek organizacyjnych Urzędu, urzędowy rejestr ryzyk 

oraz raport charakteryzujący ryzyka operacyjne i strategiczne, w zakresie dotyczącym 

danej komórki.

§ 28. Kierownik komórki organizacyjnej Urzędu zobowiązany jest przekazać do pracownika 

obsługującego Zespół, w wersji elektronicznej, informacje o sposobie postępowania 

w odniesieniu do ryzyk uwzględnionych w raporcie, w terminie 15 dni kalendarzowych 

od dnia otrzymania raportu.

V.  Zakres zadań i obowiązków pracowników Urzędu związanych z procesem

zarządzania ryzykiem

§ 29. Pracownicy Urzędu są odpowiedzialni w szczególności za zgłaszanie bezpośrednim        

przełożonym informacji o pojawiających się ryzykach lub innych istotnych problemach.

§ 30. Obowiązkiem kierowników komórek organizacyjnych Urzędu jest analizowanie 

zidentyfikowanych ryzyk z kadrą kierowniczą.



§ 31. Pracownicy komórek organizacyjnych Urzędu winni uczestniczyć w bieżącej 

aktualizacji zidentyfikowanych ryzyk w komórce, wskazywać bezpośredniemu 

przełożonemu ryzyka, które nie są efektywnie i wydajnie zarządzane oraz informować 

o braku skuteczności stosowanych mechanizmów kontrolnych.

§ 32. Pracownicy winni rozumieć swoją odpowiedzialność za dany rodzaj ryzyka i wiedzieć, 

w jaki sposób mogą się przyczynić do stałego doskonalenia procesu.

§ 33. Pracownicy mogą anonimowo korzystać z forum intranetowego, w zakresie 

przekazywania zidentyfikowanych na swoich stanowiskach pracy ryzyk.

VI. Identyfikacja i analiza ryzyka

§ 34. Identyfikacja ryzyka polega na ustaleniu ryzyka zagrażającego realizacji 

poszczególnych celów strategicznych i operacyjnych jednostki.

§ 35. Postępowanie przy identyfikacji i analizie ryzyka polega na wykonaniu następujących 

czynności: 

1) ustaleniu listy celów/zadań do realizacji w komórce organizacyjnej Urzędu, z 

 uwzględnieniem podziału na oddziały, wieloosobowe i samodzielne stanowiska 

pracy:

2) wskazaniu ryzyk do każdego celu określonego w komórce organizacyjnej Urzędu, 

z uwzględnieniem podziału na oddziały, wieloosobowe i samodzielne stanowiska 

pracy, przy wykorzystaniu kwestionariusza identyfikacji ryzyk stanowiącego 

załącznik nr 1 do Polityki:

3) określeniu skutków oraz przyczyn zidentyfikowanego ryzyka, w oparciu o czynniki 

ryzyka określone w załączniku nr 2 do Polityki;

4) przeanalizowaniu każdego zidentyfikowanego ryzyka poprzez określenie:

a) wpływu jaki będzie miało ewentualne wystąpienie ryzyka poprzez wartości 

punktowe wskazane w załączniku nr 3 do Polityki;

 b) prawdopodobieństwa wystąpienia danego zdarzenia narażonego na ryzyko 

poprzez wartości punktowe - wskazane w załączniku nr 4 do Polityki;

5) określeniu punktowej oceny zidentyfikowanego ryzyka;



6) określeniu mechanizmów kontrolnych stosowanych w celu zminimalizowania 

zidentyfikowanego ryzyka;

7) uszeregowaniu listy celów w tym celów inwestycyjnych  realizowanych przez 

komórki organizacyjne Urzędu według ich stanowiska pracy zgodnie ze wzorem 

stanowiącym załączniki nr 5 i 5a do Polityki;

8) stworzeniu wydziałowego rejestru ryzyk zgodnie ze wzorem stanowiącym 

załączniki nr 6 i 6a do Polityki;

9) stworzeniu urzędowego rejestru ryzyk zgodnie ze wzorem stanowiącym załączniki 

nr 7 i 7a do Polityki;

10) określeniu reakcji na ryzyko o istotnym znaczeniu przez właścicieli ryzyk

11) okresowe sprawozdanie na temat ryzyk przez właścicieli ryzyk zgodnie ze wzorem 

załącznik nr 8 do Polityki;

Załącznik nr 1
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Kwestionariusz identyfikacji ryzyk 

Kwestionariusz identyfikacji ryzyk to narzędzie mające ułatwić identyfikację ryzyk występujących w  

komórce organizacyjnej Urzędu i jest wstępnie uzgodnioną listą pytań umożliwiających 

zidentyfikowanie obszarów ryzyka. Wyniki kwestionariusza można wykorzystać podczas dyskusji 

moderowanej jako punkt wyjścia do właściwej identyfikacji ryzyk występujących w komórce.

Lp. Pytanie

Odpowiedź – w ramach 

prowadzonej w wydziale/biurze 

wewnętrznej analizy.

1
Co w prowadzonych przez nas działaniach może nie 

zostać zrealizowane? Z jakiego powodu?

2

Gdzie tkwią nasze słabości i jakich obszarów one 

dotyczą? Czy je znamy? Czy podejmujemy jakieś 

działania?

3
Które z realizowanych procesów/przedsięwzięć są 

najbardziej skomplikowane?

4
Co może spowodować zakłócenia funkcjonowania 

naszej komórki organizacyjnej Urzędu? Jakich 



obszarów to dotyczy? Czy takie zakłócenia już 

istnieją?

5
Co musi nastąpić, aby zrealizowane zostały nasze 

zadania/cele?

6
Które z podejmowanych działań wiążą się 

z największym ryzykiem?

7
Czy nasze działania związane  są z wydatkowaniem 

środków publicznych? Jakich działań to dotyczy?

8
Czy dysponujemy majątkiem, który należy chronić?

9
Jakie informacje są nam niezbędne do realizacji 

naszych celów, zadań?

10
Jakie są obszary, które wiążą się z możliwością 

poniesienia straty (finansowej, innej)? 

11

Czy prowadzona działalność uzależniona jest 

od systemów informatycznych? Czy niedostatek tego 

zasobu wpłynie na realizację celów i zadań komórki?

Załącznik nr 2
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Czynniki ryzyka 

Czynnik ryzyka – należy przez to rozumieć cechy charakterystyczne dla danego procesu, które 

wskazują na możliwość wystąpienia zdarzenia, mogącego niekorzystnie wpłynąć 

na osiągnięcie określonego celu.

Dla potrzeb identyfikacji ryzyka przyjmuje się następujące główne kategorie czynników ryzyka:

zarządzanie

finanse

bezpieczeństwo

czynniki zewnętrzne

przepisy, procedury



działalność operacyjna

działalność strategiczna

W ramach powyższych kategorii ustala się katalog podkategorii. Katalog ten ma charakter otwarty, 

jednakże przy dokonywaniu oceny poszczególnych głównych czynników należy przyjąć przestawiony 

poniżej.

kategoria podkategoria

Organizacja (np. struktura organizacyjna, opisy stanowisk, 
systemy motywacyjne itd.)
BHP – związane ze zdrowiem pracowników i skutkami 
wypadków przy pracy
Kadry (np. kwalifikacje pracowników i kierownictwa, rotacja 
pracowników, zgodność wykształcenia 
z zajmowanym stanowiskiem, szkolenia, warsztaty itd.)zarządzanie

Lokalizacja, sprzęt (np. wyposażenie w sprzęt komputerowy, 
dostosowanie ilości sprzętu do liczby pracowników w 
pomieszczeniach biurowych, usytuowanie komórki, 
dostosowanie oprogramowania 
do potrzeb związanych z realizowanymi zadaniami)

kategoria podkategoria

Nakłady finansowe (np. wielkość operacji, ilość, rodzaj 
operacji itp.)
Oszustwa, kradzieże oraz wypadki losowe – związane ze strata 
środków rzeczowych i finansowych będącą wynikiem 
przestępstwa, wykroczenia lub siły wyższej 
(w tym: mogące być przedmiotem ubezpieczenia)
Budżetowe – związane z planowaniem dochodów 
i wydatków, dostępnością środków publicznych, 
dokonywaniem wydatków i pobieraniem dochodów
Dysponowanie środkami pochodzącymi ze źródeł 
zagranicznych, ze szczególnym uwzględnieniem wymogów 
dostawcy (np. fundusze strukturalne itd.)

finanse

Sprawozdawczość (np. zmiany systemu księgowego, zmiany 
pracowników odpowiedzialnych za sporządzanie sprawozdań, 
brak mechanizmów kontroli itd.)



Odpowiedzialności – związane z obowiązkiem zapłaty kwot 
pieniężnych tytułem odszkodowania, odsetek karnych, 
kosztów procesowych

Zamówień publicznych i zlecania zadań publicznych – 
związane z podejmowaniem decyzji oraz udzielaniem 
zamówień publicznych innym podmiotom np. ryzyko 
naruszenia zasad lub trybu udzielenia zamówień publicznych

kategoria podkategoria

Budynek (np. zabezpieczenia pomieszczeń, dostęp osób 
nieupoważnionych, ilość budynków, pomieszczeń itd.)

Dokumenty (np. certyfikaty, upoważnienia, instrukcje 
postępowania, zabezpieczenia informacji niejawnych itd.)

bezpieczeństwo

Informatyka (np. sprzęt, hasła dostępu, zabezpieczenia, 
utrzymanie ciągłości pracy systemów teleinformatycznych, 
awarie sprzętu, niedopasowane systemów, rozwój, wdrożenie 
nowych systemów, brak przepływu informacji o błędach w 
systemie itd.)

kategoria podkategoria

Dostawcy/Klienci (np. współpraca z innymi jednostkami, 
podmiotami rynku)
Czynniki niezależne (np. częste zmiany zachodzące w 
obowiązujących przepisach, czynniki polityczne, braki regulacji 
prawnych, zmiany na stanowiskach istotnych dla 
funkcjonowania jednostki itd.) Czynniki zewnętrzne

Znaczenie dla opinii publicznej (np. możliwość utraty reputacji, 
wrażliwość z punktu widzenia społecznego, presja społeczna 
itd.)

kategoria podkategoria



Planowanie (procedura planowania, harmonogramy działań, 
plany strategiczne, postępowanie na podstawie wewnętrznych 
procedur itd. )
Przepisy (np. zmiany przepisów, złożoność przepisów)
Procedury (np. brak obowiązujących szablonów procedur, 
istnienie pisemnych procedur, ścieżek audytu itd.) 

Przepisy, procedury

Kontrola wewnętrzna (np. dokumentacja, rejestrowanie 
operacji, podział obowiązków, rozdzielenie funkcji, nadzór itd.

kategoria podkategoria

Wiedza (np. działalność wymaga określonej profesjonalnej 
wiedzy z danego zakresu, skomplikowane działania, 
specjalistyczna wiedza, doświadczenie zawodowe itd.)

Jakość (np. występujące błędy, częstotliwość, reakcja 
na popełniane błędy, dokonywanie poprawek itd.)
Złożoność (np. liczba podmiotów uczestniczących 
w procesie, wykorzystywanie nowych technik, skomplikowane 
operacje, ilość przepisów regulujących daną kwestię, 
konieczność uzgadniania stanowisk, złożoność pracy na danym 
stanowisku, itd.)
Etyka  (np. przestrzeganie zasad etycznych, morale 
pracowników, praca w stresie, wykonywanie zadań 
wrażliwych, uczciwość, podatność na negatywne wpływy itd.)

Systemów informatycznych – związane 
z wykorzystywanym sprzętem komputerowym oraz systemami 
i programami informatycznymi a także ochroną 
przetwarzanych danych
Reputacja Urzędu – związane z postrzeganiem Urzędu na 
zewnątrz np. ryzyko negatywnych opinii

Działalność operacyjna

Informacja, przepływ informacji (np. efektywność, 
kompletność, terminowość, adekwatność, ochrona danych, 
poufność danych itd.)

kategoria podkategoria

Monitoring – analiza zmian prawnych i politycznych.
Planowanie ciągłości – działania poprzez opracowanie planów 
awaryjnych na wypadek kryzysu.
Wzmacnianie kompetencji kadry – poprzez szkolenia i 
budowanie właścicieli ryzyk odpowiedzialnych za poszczególne 
obszary.

Działalność strategiczna 

Optymalizacja procesów – poprzez unowocześnienie procedur 
aby szybciej reagować na wyzwania.



Załącznik nr 3
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Określenie wpływu wystąpienia ryzyka poprzez wartości punktowe

KRYTERIA

organizacyjne finansowe reputacja jednostki bezpieczeństwopunktacja wpływ

1 2 3 4

3 poważny

BRAK REALIZACJI 

KLUCZOWYCH 

CELÓW 

rozwiązanie problemu 

będzie wymagało dużego 

nakładu czasu i zasobów 

oraz będzie wymagało 

podjęcia decyzji  o 

sposobie rozwiązania 

problemu przez 

kierownictwo wyższego 

szczebla

np. utrata dokumentów 

lub danych

naruszenie dyscypliny 

finansów publicznych

popełnienie przestępstwa 

lub wykroczenia podczas 

dysponowania finansami 

publicznymi

ważne wydarzenie 

publiczne, pewne 

informacje pojawią się w 

mediach lokalnych, 

regionalnych lub 

ogólnokrajowych

utrata życia/poważne 

obrażenia

2 średni

ZAKŁÓCENIA W 

DZIAŁALNOŚCI 

JEDNOSTKI 

rozwiązanie problemu 

będzie wymagało 

umiarkowanego nakładu 

czasu/zasobów, usunięcie 

skutków będzie 

wymagało czasu

konieczność dokonania 

stosownych korekt 

i udzielenia wyjaśnień 

organom zewnętrznym

może stać się 

wydarzeniem 

publicznym, gdyż pewne 

informacje pojawią się w 

mediach lokalnych lub 

regionalnych

umiarkowane obrażenia



1 nieznaczny

KRÓTKOTRWAŁE 

ZAKŁÓCENIA W 

DZIAŁALNOŚCI 

JEDNOSTKI

rozwiązanie problemu 

będzie wymagało 

pewnego nakładu 

czasu/zasobów, lecz 

problem nie spowoduje 

trwałej szkody

konieczność 

skorygowania 

dokumentów 

wewnętrznych 

i dokonania ustaleń 

wewnątrz jednostki

stanie się wydarzeniem o 

ograniczonej informacji 

w mediach lokalnych

niewielkie obrażenia

Załącznik nr 4
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Określenie prawdopodobieństwa wystąpienia ryzyka poprzez wartości punktowe

1. niskie prawdopodobieństwo – 1 punkt szans, że ryzyko wystąpi w nadchodzącym 

roku, o ile nie zostanie zmniejszone (lub: mało prawdopodobne będzie, że ryzyko się 

będzie krystalizować; jego przypadki będą pojedyncze lub będzie ich kilka);

2. średnie prawdopodobieństwo – 2 punkty szans, że ryzyko wystąpi 

w nadchodzącym roku, o ile nie zostanie zmniejszone (lub: ryzyko będzie się 

krystalizować okazjonalnie bądź w wyniku zbiegu niezwykłych okoliczności);

3. wysokie prawdopodobieństwo – 3 punkty szans, że ryzyko wystąpi 

w nadchodzącym roku, o ile nie zostanie zmniejszone (lub: ryzyko będzie się 

krystalizować dość często w wyniku równoczesnego występowania różnych 

problemów i okoliczności, lub: będzie systematycznie narastać).



Załącznik nr 5
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Lista celów realizowanych przez komórkę organizacyjną, uszeregowanych według 
ich istotności.

Zadania Cele
Ocena 

istotności 
celu

Zidentyfikowane ryzyka

Funkcja/stanowisko 
odpowiedzialna/odpowiedzialne za 
realizację celu/zadania i wdrożenie 

mechanizmów kontrolnych
1 2 3 4 5

Ocena istotności celu:

1) ryzyko niskie, dla którego iloczyn prawdopodobieństwa wystąpienia danego zdarzenia oraz jego 

skutków dla realizacji celów i zadań wynosi od 1 do 2 pkt; 

2) ryzyko średnie, dla którego iloczyn prawdopodobieństwa wystąpienia danego zdarzenia oraz jego 

skutków dla realizacji celów i zadań wynosi od 3 do 4 pkt; 

3) ryzyko wysokie, dla którego  iloczyn prawdopodobieństwa wystąpienia danego zdarzenia oraz jego 

skutków dla realizacji celów i zadań wynosi od 6 do 9 pkt; 



Załącznik nr 5a
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Lista celów inwestycyjnych realizowanych przez 
komórkę organizacyjną

Zadania Cele 
inwestycyjne

Ocena 
istotności 

celu
Zidentyfikowane ryzyka

Funkcja/stanowisko 
odpowiedzialna/odpowiedzialne za 
realizację celu/zadania i wdrożenie 

mechanizmów kontrolnych
1 2 3 4 5

Ocena istotności celu:

1) ryzyko niskie, dla którego iloczyn prawdopodobieństwa wystąpienia danego zdarzenia oraz 

jego skutków dla realizacji celów i zadań wynosi od 1 do 2 pkt; 

2) ryzyko średnie, dla którego iloczyn prawdopodobieństwa wystąpienia danego zdarzenia oraz 

jego skutków dla realizacji celów i zadań wynosi od 3 do 4 pkt; 

3) ryzyko wysokie, dla którego  iloczyn prawdopodobieństwa wystąpienia danego zdarzenia oraz 

jego skutków dla realizacji celów i zadań wynosi od 6 do 9 pkt; 



Załącznik nr 6
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Wydziałowy rejestr ryzyk

Nazwa komórki organizacyjnej oraz jej 
symbol:………………………………………………………………………..

Cel Ryzyko/Kategoria 
ryzyka Przyczyny Skutki Wpływ Prawdopodobieństwo

Punktowa 
ocena ryzyka
(kol.5 x kol. 6)

Mechanizmy kontrolne

Imię i nazwisko, stanowisko, 
nazwa komórki organizacyjnej 

Urzędu, pracownika 
odpowiedzialnego za wdrożenie 

mechanizmów kontroli 
wewnętrznej

Reakcja na Ryzyko
(1.przeniesienie, 2.tolerowanie, 

3.działanie, 4.wycofanie)

1 2 3 4 5 6 7 8 9

Załącznik nr 6a
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Wydziałowy rejestr ryzyk – cele inwestycyjne

Nazwa komórki organizacyjnej oraz jej 
symbol:………………………………………………………………………..

Cel Ryzyko/Kategoria 
ryzyka⃰⃰ Przyczyny Skutki Wpływ Prawdopodobieństwo

Punktowa 
ocena ryzyka
(kol.5 x kol. 6)

Mechanizmy kontrolne

Imię i nazwisko, stanowisko, nazwa 
komórki organizacyjnej Urzędu, 
pracownika odpowiedzialnego za 
wdrożenie mechanizmów kontroli 

wewnętrznej

Reakcja na Ryzyko
(1.przeniesienie, 2.tolerowanie, 

3.działanie, 4.wycofanie)
1 2 3 4 5 6 7 8 9



Załącznik nr 7
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Urzędowy rejestr ryzyk

Nazwa komórki organizacyjnej oraz jej 
symbol:………………………………………………………………………..

Cel Ryzyko/Kategoria 
ryzyka Przyczyny Skutki Wpływ Prawdopodobieństwo

Punktowa 
ocena ryzyka
(kol.5 x kol. 6)

Mechanizmy kontrolne 
rekomendowane przez 
Zespół ds. zarządzania 

ryzykiem
1 2 3 4 5 6 7 8

Załącznik nr 7a
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Urzędowy rejestr ryzyk – CELE INWESTYCYJNE 

Nazwa komórki organizacyjnej oraz jej 
symbol:………………………………………………………………………..

Cel Ryzyko/Kategoria 
ryzyka⃰    Przyczyny Skutki Wpływ Prawdopodobieństwo

Punktowa 
ocena ryzyka
(kol.5 x kol. 6)

Mechanizmy kontrolne 
rekomendowane przez 
Zespół ds. zarządzania 

ryzykiem

Właściciel ryzyka

1 2 3 4 5 6 7 8 9



Załącznik nr 8
do Polityki Zarządzania Ryzykiem w Łódzkim Urzędzie Wojewódzkim w Łodzi

Sprawozdanie okresowe na temat ryzyk

Sprawozdanie na temat ryzyka w ………………………………………… 20... roku 

Właściciel ryzyka (komórka 
organizacyjna: 

I. Informacja na temat braku zagrożeń przy realizacji celów i zadań w tym cel 
inwestycyjny
CZĘŚĆ A 
Informuję, że w okresie ... kwartału 20.... roku w nadzorowanym przeze mnie obszarze działalności 
tut. Urzędu(*) : 
❏ Zostały zrealizowane cele, zadania wynikające z planu pracy/działalności / w tym inwestycyjne
❏ Nie wystąpiły ryzyka wskazane w Rejestrze Ryzyk 
❏ Nie zmienił się poziom istotności zidentyfikowanych zagrożeń 
❏ Nie zidentyfikowano nowych zagrożeń, które nie byłyby ujęte w Rejestrze Ryzyk i poprzez swoje 
wystąpienie mogłyby zagrozić realizacji celów i zadań Urzędu 

Niniejsze sprawozdanie opiera się na mojej ocenie i informacjach dostępnych w czasie jego 
sporządzania, pochodzących z(*): 
❏ bieżącego monitoringu 
-planu pracy/działalności - …………………………………………………………………………………………………………………
- sprawowanego nadzoru kierowniczego- ………………………………………………………………………………………….
- rejestru ryzyka  - ……………………………………………………………………………………………………………………………….
- inne, opisać jakie - …………………………………………………………………………………………………………………………..
❏ wyników audytu wewnętrznego 
❏ wyników samooceny kontroli zarządczej 
❏ wyników kontroli wewnętrznych 
❏ wyników kontroli zewnętrznych 
❏ innych źródeł informacji (należy wymienić): 
…………………………………………………………………………………………………………………………………………. 
II. Działanie/proces w jakim występują zagrożenia, informacja na temat 
działań podjętych 
CZĘŚĆ B 
Informuję, że w okresie .................... kwartału 20.... roku w nadzorowanym przeze mnie obszarze 
działalności tut. Urzędu wystąpiły następujące ryzyka: (*) 

❏ TAK ❏ NIE 
(*) Właściwe zaznaczyć 

I. 



Niezrealizowany cel lub zadanie w tym cele inwestycyjne: 
...................................................................................................................................................................
1) ryzyko (nr i opis z Rejestru Ryzyk): 
...............................................................................................………………………………………………………………..
.

a. przyczyny wystąpienia : 
………………………………………………………………………………………………………………………………………………..
.

b. skutki wystąpienia: 
...…..................................................................................................................……………………………

c. proponowane działania:

…………………………………………………………………………………………………………………………………………………………….
d. podjęte przeciwdziałania: 

......................................................................................................................................................

Ryzyko w sposób poważny zagraża realizacji celów i zadań Urzędu (*): 
❏ TAK ❏ NIE 

II. 
Niezrealizowany cel lub zadanie w tym cele inwestycyjne: 
1) ryzyko (nr i opis z Rejestru Ryzyk): 
        a) przyczyny wystąpienia:
              …………………………………………………………………………………………………

b. skutki wystąpienia: 
...................................................................................................................…………………

c. proponowane działania 
…...................................................................................................................................... 

d. podjęte przeciwdziałania: 
........................................................................................................................................ 

Ryzyko w sposób poważny zagraża realizacji celów i zadań Urzędu /w tym cle inwestycyjne(*): 
❏ TAK ❏ NIE 

CZĘŚĆ C 
Propozycje aktualizacji lub zgłoszenia nowych ryzyk, zidentyfikowanych w nadzorowanym obszarze 
działania Urzędu (należy złożyć na wzorze rejestru ryzyk, zgodnie z procedurą obowiązującą w 
Urzędzie).(*) 
❏ TAK ❏ NIE 
Efekty działań eliminujących, podjętych w przypadku ryzyk, które wystąpiły w poprzednim okresie 
sprawozdawczym (czy podjęte działania przynoszą spodziewane efekty, czy są wystarczające, czy 
istnieje konieczność podejmowania jakichkolwiek działań?) (*): 
❏ TAK ❏ NIE 
…………………………………………………………………………………………………………………………………………………………..

III. Działanie/proces w jakim występuje możliwość usprawnienia(*) 



Podjęte działania: 
Spodziewane efekty: 

                                                                                                   ………………………………......................................... 
(data, podpis osoby składającej sprawozdanie) 


		2026-02-12T18:42:29+0000
	Dorota Helena Ryl




