
  

Klauzula informacyjna  dotycząca przetwarzania danych osobowych w związku  

z wdrożeniem Standardów ochrony dzieci i osób małoletnich  

w Państwowym Instytucie Medycznym MSWiA 

Na podstawie art. 13 i art. 26 Rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679  
z dnia 27 kwietnia 2016 w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych  
i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie  
o ochronie danych) („RODO”) informujemy o przetwarzaniu Państwa danych osobowych w ramach realizacji 
Standardów ochrony dzieci i osób małoletnich.   

Dane 

Administratora 

danych 

osobowych 

Administratorem danych osobowych jest Państwowy Instytut Medyczny Ministerstwa 
Spraw Wewnętrznych i Administracji (w skrócie: PIM MSWiA), ul. Wołoska 137, 02-507 
Warszawa, wpisany do rejestru przedsiębiorców przez Sąd Rejonowy dla m.st. Warszawy, 
XIII Wydział Gospodarczy Krajowego Rejestru Sądowego pod numerem KRS: 0001017629, 
NIP: 521-40-04-558, REGON; 524384845. 
Z administratorem można kontaktować się: 

• na adres jego siedziby, tj.: , ul. Wołoska 137, 02-507 Warszawa,  

• elektronicznie - epuap:  /CSKMSWIA137/domyslna  

• poprzez Sekretariat Dyrektora: dyrekcja@pimmswia.gov.pl 

• pod numerem tel. 47 722 22 33 

Dane 

Inspektora 

ochrony 

danych 

osobowych 

Nadzór nad przestrzeganiem przepisów o ochronie danych osobowych w PIM MSWiA 
realizuje Inspektor Ochrony Danych, z którym można się kontaktować: 

• na adres siedziby administratora,  

• elektronicznie na adres: iod@pimmswia.gov.pl 

• pod numerem tel. 47 722 10 08 lub +48 518 666 874 

Podstawy 

prawne i cele 

przetwarzania 

danych 

osobowych 

Administrator będzie przetwarzał Pani/Pana dane osobowe na podstawie art.6 ust 1 lit c 
RODO w związku z wypełnianiem ciążącym na nim obowiązku prawnym wynikającym z 
ustawowych zadań gminy i przepisów ustawy z dnia 13 maja 2016 r. o przeciwdziałaniu 
zagrożeniom przestępczością na tle seksualnym i ochronie małoletnich (t.j. Dz. U. z 2024 
r. poz. 1802, z 2025 r. poz. 820): 

a) w celu weryfikacji kandydatów do pracy/stażystów/praktykantów/wolontariuszy  
w Rejestrze Sprawców Przestępstw na Tle Seksualnym, zwanym dalej Rejestrem,  

b) w celu weryfikacji wykonawców usług świadczonych na rzecz dzieci i osób 
małoletnich we wskazanym wyżej Rejestrze,  

c) w celu weryfikacji osób podejrzewanych o popełnienie przestępstwa we wskazanym 
Rejestrze, które świadczą usługi na rzez Administratora, 

d) w celu przeprowadzenia postępowania wyjaśniającego w sytuacji podejrzenia 
popełnienia przestępstwa na tle seksualnym wobec dzieci lub osób małoletnich  
w związku z działalnością ustawową Administratora,  

e) w celu dochodzenia roszczeń lub obrony przed roszczeniami,  
f) w celu przeprowadzania audytów i kontroli.  

Administrator będzie przetwarzał dane identyfikacyjne/kontaktowe, w tym: imię i nazwisko 
dziecka, imię i nazwisko rodzica/opiekuna faktycznego lub prawnego, adres zamieszkania, 
adres e-mail, nr telefonu, inne dane wynikające z treści zgłoszenia, dane szczególny, w tym 
orzeczenia lekarskie. 

Podstawy 

faktyczne 

przetwarzania  

Pani/Pana dane osobowe zostały pozyskane bezpośrednio od osoby, która złożyła 
zawiadomienie o podejrzeniu popełnienia przestępstwa przeciwko dzieciom lub osobom 
małoletnim. 

Odbiorcy 

danych 

osobowych 

1. organy władzy publicznej oraz organy administracji publicznej na podstawie przepisów 
prawa w zakresie niezbędnym do realizacji zadań publicznych; 

2. kontrahenci administratora w ramach prowadzonej przez niego działalności,  
w zakresie niezbędnym do zapewnienia prawidłowej współpracy,  

3. osoby, które uzyskają dostęp do informacji publicznej,  
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4. podmioty dostarczające usług informatycznych, prawniczych, audytowych  
i księgowych na rzecz administratora;  

5. banki w związku z wypłatą przysługujących Pani/Panu świadczeń na rachunek bankowy; 
6. jednostki naukowe i badawcze w celach naukowo-badawczych, statystycznych, badania 

opinii publicznej, jeżeli po wykorzystaniu dane te zostaną poddane takiej modyfikacji, 
która nie pozwoli ustalić tożsamości osób, których dotyczą. 

Okres 

przetwarzania 

Administrator będzie przetwarzał dane osobowe przez czas wynikający  
z obowiązujących w tym zakresie przepisów archiwizacyjnych, tzn. 5 lat od końca roku, w 
którym  zakończono postępowanie. 

Prawa  1. prawo do żądania dostępu do danych osobowych na podstawie art. 15 RODO; 
2. prawo żądania sprostowania danych na podstawie art. 16 RODO; 
3. prawo do żądania od administratora ograniczenia przetwarzania danych osobowych na 

podstawie art. 18 RODO; 
4. prawo do wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych; 
5. prawo do żądania usunięcia danych osobowych na podstawie art. 17 RODO; 
6. prawo do przenoszenia danych osobowych, o którym mowa w art. 20 RODO, 
7. cofnięcia zgody na przetwarzanie danych osobowych poprzez złożenie/przesłanie pisma 

na adres administratora, jeżeli uprzednio wyrazili Państwo taką zgodę i przetwarzanie 
dotyczących Państwa danych odbywa się na jej podstawie,  

8. wniesienia sprzeciwu wobec przetwarzania swoich danych osobowych z przyczyn 
związanych z szczególną sytuacją zgodnie z art. 21 RODO 

Udostępnianie 

danych 

Dane osobowe nie są i nie będą udostępniane innym podmiotom poza przypadkami, gdy 
obowiązek taki wynika z powszechnie obowiązujących przepisów prawa lub zostanie na to 
wyrażona zgoda, jednak dane te mogą być udostępnione stronom postępowań 
administracyjnych prowadzonych na podstawie Kodeksu postępowania administracyjnego, 
których jest Pan/Pani stroną lub uczestnikiem w trybie udostępnienia akt tych postępowań. 
Odbiorcami danych osobowych będą podmioty, którym Administrator powierzył przetwarzanie 
danych, w szczególności dostawcy usług IT oraz podmioty, z  którymi zostały zwarte umowy 
powierzenie przetwarzania danych osobowych. 

Dobrowolność 

podania 

danych 

Przetwarzanie danych osobowych pracownika jest niezbędne do realizacji praw  
i obowiązków stron stosunku zatrudnienia i jest obowiązkowe na gruncie przepisów 
Kodeksu pracy oraz innych przepisów prawa określających obowiązki Pracodawcy związane 
z zatrudnianiem pracowników, w szczególności jest niezbędne do zawarcia umowy o pracę/ 
umowy o współpracy/ umowy na realizację usług/świadczeń/dzieła. 

Prawo do 

skargi 

Jeśli uzna Pani/Pan, że przetwarzanie danych osobowych narusza obowiązujące 
przepisy prawa, przysługuje Pani/Panu prawo skargi do organu nadzorczego, którym jest 
Prezes Urzędu Ochrony Danych. Biuro Prezesa Urzędu Ochrony Danych Osobowych  
Adres: Moniuszki 1A, 00-014 Warszawa, Tel. 22 531 03 00. 

Transfer 

danych i ich 

profilowanie  

Administrator informuje, że w ramach swej działalności stosuje bazy danych i w tym 
zakresie może przechowywać dane osobowe w chmurze, jednak przekazywanie tych danych 
odbywa się zgodnie z zasadami  określonymi w art. 49 RODO lub w oparciu o standardowe 
klauzule umowne (po unieważnieniu wyrokiem TSUE z dn. 16.07.2020 r. Tarczy Prywatności) 
i decyzję KE z dnia 10.07.2023 r. w sprawie adekwatności ochrony danych osobowych 
między UE a USA. Dane osobowe nie będą przetwarzane w sposób zautomatyzowany, w tym 
również w formie profilowania, o którym mowa w art. 22 ust. 1 i 4 RODO. 

1.  

 

  

 

https://www.google.pl/search?q=biuro+generalnego+inspektora+ochrony+danych+osobowych+adres&stick=H4sIAAAAAAAAAOPgE-LWT9c3NDKoMjc0ytOSzU620s_JT04syczPgzOsElNSilKLiwFJtQBiLgAAAA&sa=X&ved=0ahUKEwjglejVso7bAhXDCiwKHYlpCKsQ6BMI2wEwEw
https://www.google.pl/search?q=biuro+generalnego+inspektora+ochrony+danych+osobowych+telefon&sa=X&ved=0ahUKEwjglejVso7bAhXDCiwKHYlpCKsQ6BMI3gEwFA

