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IMAIC/SkrytkaESP

Szanowny Panie Ministrze,

w zwigzku z pismem z 19 grudnia 2025 r. (znak: DPiS.WWKS.002.176.1.2025)
przekazujgcym do wiadomosci Prezesa UODO informacje o skierowaniu do
zaopiniowania przez osoby uczestniczgce w pracach Komitetu Rady Ministrow do spraw
Cyfryzacji projekt rozporzadzenia Ministra Rodziny, Pracy i Polityki Spotecznej w
sprawie systemoéw teleinformatycznych stosowanych w publicznych stuzbach
zatrudnienia, dziatajgc na podstawie art. 57 ust. 1 lit. ¢ rozporzgdzenia Parlamentu
Europejskiego i Rady (UE) 2016/679" oraz art. 51 ustawy o ochronie danych osobowych?,
w pierwszej kolejnosci bardzo dziekuje za przekazanie do zaopiniowania
projektowanego rozporzgdzenia, gdyz Prezesowi UODO nie przedstawiono projektu na
wczesniejszym etapie procesu legislacyjnego, co powinno nastgpi¢ zgodnie z art. 57 ust.
1 lit. ¢ rozporzadzenia 2016/679, art. 51 ustawy dnia 10 maja 2018 r. o ochronie danych
osobowych oraz § 38 uchwaty Nr 190 Rady Ministrow z dnia 29 pazdziernika 2013 r.
Regulamin pracy Rady Ministréw (M. P. z 2024 r. poz. 806, z p6zn. zm.).

Do projektu rozporzgdzenia Prezes UODO zgtasza nastepujgce uwagi.

. Projektowane rozporzgdzenie w znacznej mierze powiela rozwigzania
zawarte w rozporzadzeniu Ministra Pracy i Polityki Spotecznej z dnia 30 maja 2011 r. w
sprawie systemoéw teleinformatycznych stosowanych w publicznych stuzbach

"' Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie
ochrony 0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzgadzenie o ochronie danych)
(Dz. Urz. UE L 119 2 4.5.2016, str. 1 ze zm.).

2 Ustawa z dnia 10 maja 2018 r. o ochronie danych osobowych (Dz. U. z 2019 r. poz. 1781).
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zatrudnienia (Dz. U. poz. 754), ktore zostato wydane jeszcze przed wejSciem w zycie
rozporzadzenia 2016/679. Dla petnej zgodno$ci z obecnie obowigzujgcymi przepisami o
ochronie danych osobowych, projektowane rozporzgdzenie powinno uwzgledniaé
stosowanie w przepisach krajowych zasad okreslonych w rozporzgadzeniu 2016/679.
Zgodnie z zasadg rozliczalnosci (art. 5 ust. 2 rozporzadzenia 2016/6792%), wykonawca
normy (administrator danych) bedzie odpowiedzialny za prawidtowe i zgodne z
rozporzgdzeniem 2016/679 funkcjonowanie systemow teleinformatycznych, ktére
zostang dla niego stworzone. Jak stanowi art. 26 ust. 1 pkt 1 ustawy z dnia 20 marca
2025 r. o rynku pracy i stuzbach zatrudnienia (Dz. U. poz. 620 z p6zn. zm.) ,Minister
wiasciwy do spraw pracy prowadzi i udostepnia systemy teleinformatyczne, ktore
umozliwiajg: 1) przetwarzanie informaciji dotyczacych bezrobotnych, poszukujgcych
pracy, osob niezarejestrowanych, w tym oséb biernych zawodowo, a takze pracodawcéw
i przedsiebiorcow korzystajgcych z form pomocy oraz udzielonych im form pomocy;”.
Bedzie wiec to szeroki wolumen informacji, czesto o bardzo sensytywnym
charakterze.

Il. Przy tworzeniu takich systemow konieczne jest przeprowadzenie testu
prywatnosci polegajgcego na uwzglednieniu ochrony danych w fazie projektowania
(art. 25 ust. 14) oraz przeprowadzeniu oceny skutkéw dla ochrony danych
(odpowiednio do wymogoéw art. 35 ust. 1° rozporzgdzenia 2016/679) oraz wskazanie jaki
jest wynik analizy przeprowadzonej w tym zakresie oraz czy a jesli tak, to jaki ma wptyw
na ksztalt projektowanych przepisow i ich zgodnosc¢ z przepisami dotyczgcymi
przetwarzania danych osobowych. Wspomniana wyzej ocena skutkéw dla ochrony
danych powinna zatem dotyczy¢ zaréwno technicznych aspektow tworzonych systemow
jak i procesu legislacyjnego zmierzajgcego do wydania projektowanego rozporzgdzenia.
Zgodnie z przepisami rozporzgdzenia 2016/679 przeprowadzenie oceny skutkow dla
ochrony danych jest pozgdane (uzasadnione) przy okreslaniu sposobdw przetwarzania
(art. 25 ust. 1) i w zwigzku z przyjmowaniem podstaw prawnych przetwarzania danych

3 Administrator jest odpowiedzialny za przestrzeganie przepiséw ust. 1 i musi by¢ w stanie wykazac ich
przestrzeganie.

4 Zgodnie z art. 25 ust. 1 rozporzgdzenia 2016/679 ,,Uwzgledniajgc stan wiedzy technicznej, koszt wdrazania
oraz charakter, zakres, kontekst i cele przetwarzania oraz ryzyko naruszenia praw lub wolnosci oséb
fizycznych o réznym prawdopodobienstwie wystgpienia i wadze wynikajace z przetwarzania, administrator —
zarébwno przy okreslaniu sposobdw przetwarzania, jak i w czasie samego przetwarzania —wdraza
odpowiednie srodki techniczne i organizacyjne, takie jak pseudonimizacja, zaprojektowane w celu skutecznej
realizacji zasad ochrony danych, takich jak minimalizacja danych, oraz w celu nadania przetwarzaniu
niezbednych zabezpieczen, tak by spetni¢ wymogi niniejszego rozporzgdzenia oraz chroni¢ prawa osob,
ktérych dane dotycza.

5 Jezeli dany rodzaj przetwarzania — w szczegoélnosci z uzyciem nowych technologii — ze wzgledu na swéj
charakter, zakres, kontekst i cele z duzym prawdopodobienstwem moze powodowaé wysokie ryzyko
naruszenia praw lub wolnosci oséb fizycznych, administrator przed rozpoczeciem przetwarzania dokonuje
oceny skutkéw planowanych operacji przetwarzania dla ochrony danych osobowych. Dla podobnych operacji
przetwarzania danych wigzacych sie z podobnym wysokim ryzykiem mozna przeprowadzi¢ pojedynczg
ocene.



osobowych (art. 35 ust. 10 rozporzadzenia 2016/679°). Najistotniejszym aspektem
przeprowadzenia oceny skutkéw dla ochrony danych w omawianym przypadku bedzie
ustalenie w jaki spos6b wykonawcy norm zapewnia, aby przygotowane rozwigzania
byly zgodne z wymaganiami rozporzadzenia 2016/679 (producent) oraz
zweryfikowane (administrator danych).

M. Odnoszgc sie do rozwigzan szczegoétowych zawartych w projektowanym
rozporzgdzeniu, nalezy zauwazy¢, ze zgodnie z § 12 ust. 3 projektowanego
rozporzgdzenia ,3. Oprogramowanie jest instalowane z pustymi bazami danych. Na
zgdanie ministra producent dostarcza procedure zapetnienia bazy danych zadang liczbg
rekordéw na potrzeby przeprowadzenia testow wydajnosciowych.”. Jezeli rekordy, o
ktérych mowa w projektowanym przepisie beda miaty charakter danych
osobowych w rozumieniu art. 4 pkt 1 rozporzgdzenia 2016/6797, a ich administratorem
jest minister wtasciwy do spraw pracy, to dojdzie do procesu udostepnienia danych
producentowi, ktérego rola w procesach przetwarzania danych nie zostata
okreslona w ustawie o rynku pracy i stuzbach zatrudnienia ani w projektowanym
rozporzadzeniu.

W omawianym przypadku ocena skutkéw dla ochrony danych powinna
zawieracC analize, czy w ramach testéw instalacyjnych nie mogg by¢ wykorzystane dane
zanonimizowane lub wygenerowane losowo, tak aby producent nie miat dostepu do
danych dotyczacych konkretnych osob fizycznych, przetwarzanych przez ministra
wtasciwego do spraw pracy w ramach jego obowigzkdéw ustawowych.

Konieczne jest rowniez ustalenie i okreslenie w przepisach prawa jakg role bedzie
petnit producent we wszystkich procesach przetwarzania danych udostepnionych mu
przez administratora danych np. jako administrator® (wspétadministrator, podmiot
przetwarzajgcy), ze wszystkimi tego faktu konsekwencjami. Jest to konieczne celem
wypetnienia w przepisach prawa zasad dotyczgcych przetwarzania danych osobowych:

6 Ust. 1-7 nie majg zastosowania, jezeli przetwarzanie na mocy art. 6 ust. 1 lit. ¢) lub €) ma podstawe prawng
w prawie Unii lub w prawie panstwa czionkowskiego, ktéremu podlega administrator, i prawo takie reguluje
dang operacje przetwarzania lub zestaw operacji, a oceny skutkéw dla ochrony danych dokonano juz w
ramach oceny skutkéw regulacji w zwigzku z przyjeciem tej podstawy prawnej — chyba Ze panstwa
cztonkowskie uznajg za niezbedne, by przed podjeciem czynno$ci przetwarzania dokona¢ oceny skutkow
dla ochrony danych.

7 ,dane osobowe” oznaczajg informacje o zidentyfikowanej lub mozliwej do zidentyfikowania osobie
fizycznej (,0sobie, ktdrej dane dotycza”); mozliwa do zidentyfikowania osoba fizyczna to osoba, ktérg
mozna bezposrednio lub posrednio zidentyfikowaé, w szczegdlnosci na podstawie identyfikatora takiego
jak imie i nazwisko, numer identyfikacyjny, dane o lokalizacji, identyfikator internetowy lub jeden badz kilka
szczegoblnych czynnikéw okreslajgcych fizyczng, fizjologiczna, genetyczng, psychiczng, ekonomiczna,
kulturowg lub spoteczng tozsamosc¢ osoby fizycznej;

8 Zgodnie z art. 4 pkt 7 rozporzgdzenia 2016/679 ,administrator” oznacza osobe fizyczng lub prawng,

organ publiczny, jednostke lub inny podmiot, ktéry samodzielnie lub wspdlnie z innymi ustala cele i
sposoby przetwarzania danych osobowych; jezeli cele i sposoby takiego przetwarzania sg okreslone w
prawie Unii lub w prawie panstwa czionkowskiego, to rowniez w prawie Unii lub w prawie panstwa
cztonkowskiego moze zosta¢ wyznaczony administrator lub mogg zosta¢ okreslone konkretne kryteria jego
wyznaczania.



zgodnosci z prawem, rzetelnosci przejrzystosci, ograniczenia celu (art. 5 ust. 1 lit. b °),
minimalizacji danych (art. 5 ust. 1 lit. ¢ °) oraz rozliczalnosci (art. 5 ust. 2).

Rekomendowane jest przyjecie takich rozwigzan, ktore nie beda
powodowaly koniecznosci przekazywania danych osobowych pomiedzy ministrem
witasciwym do spraw pracy a producentem.

Uwagi Prezesa UODO przedstawiane w toku prac legislacyjnych majg charakter
eksperckich wskazowek dla Projektodawcy, ktéry podejmuje decyzje co do ostatecznego
ksztattu przyjmowanych przepiséw i odpowiada za zapewnienie ich zgodnosci z
przepisami o ochronie danych osobowych.

Deklarujemy jednoczes$nie wsparcie eksperckie w zwigzku z wspominang wyzej
oceng skutkow dla ochrony danych.

tacze wyrazy szacunku,

Z up. Prezesa Urzedu
Ochrony Danych Osobowych
dr hab. Agnieszka Grzelak
Zastepczyni Prezesa

/ - dokument w postaci elektronicznej podpisany
kwalifikowanym podpisem elektronicznym/

9 Zgodnie z zasadg ograniczenia celu dane osobowe muszg by¢ zbierane w konkretnych, wyraznych i
prawnie uzasadnionych celach i nieprzetwarzane dalej w sposob niezgodny z tymi celami; dalsze
przetwarzanie do celdow archiwalnych w interesie publicznym, do celéw badan naukowych lub historycznych
lub do celéw statystycznych nie jest uznawane w mys$l art. 89 ust. 1 za niezgodne z pierwotnymi celami.

10 Zgodnie z zasadg minimalizacji danych dane osobowe musza by¢ adekwatne, stosowne oraz ograniczone
do tego, co niezbedne do celdéw, w ktérych sg przetwarzane.
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