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Departament Cyberbezpieczeristwa

SZKOLENIE ONLINE DLA PODMIOTOW

KRAJOWEGO SYSTEMU CYBERBEZPIECZENSTWA

3 lutego 2026 r.
Typ 300
Analiza podatnosci i testy bezpieczeristwa oprogramowania
EFIGO

9.45-10.00 Logowanie

10.00-10.05 Zasady organizacyjne przebiegu szkolenia

Przedstawiciel Departamentu Cyberbezpieczeristwa MC

10.05-12.00 Wprowadzenie do testéow

e Rodzaje testow oprogramowania (Bloackbox, Whitebox, Graybox)

e Gtéwne rodzaje testowanego oprogramowania i rdznice w podejsciu (web, mobile,
client)

e Framework'i testowania oprogramowania

Specyfika pracy pentestera
e  Skad biorg sie podatnosci
e Jak budowac wiedze i rozwija¢ kompetencje
e Najwazniejsze narzedzia
Anatomia Testu Penetracyjnego: Od Rekonesansu po Przejecie Kontroli

e Faza l: Polowanie na Informacje — Sztuka Rekonesansu
e Faza Il: Poszukiwanie Peknie¢ w Murze — Analiza Podatnosci
e  Faza lll: Przetamanie Linii Obrony — Sztuka Eksploatacji

Raportowanie

e Ocena podatnosci w skali CVSS
e  Strukturaitres¢ poprawnego raportu

Ekspert ,,Efigo”: Maksym Brzeczek

12.00-12.10 Sesja pytan i odpowiedzi do ekspertow

Departament Cyberbezpieczenistwa, Ministerstwo Cyfryzacji

ul. Krélewska 27, 00-060 Warszawa, tel. +48 (22) 245 59 22



