|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| ***Nazwa dokumentu:*** *opis założeń projektu informatycznego pn.*[***e-Sanepid***](https://www.gov.pl/web/krmc/e-sanepid2) | | | | | |
| **Lp.** | **Organ wnoszący uwagi** | **Jednostka redakcyjna, do której wnoszone są uwagi** | **Treść uwagi** | **Propozycja zmian zapisu** | **Odniesienie do uwagi** |
| **1** | **MSWiA** | 4.2 | Szacując koszty poszczególnych komponentów projektu, w zakresie bezpieczeństwa wskazano - *Konieczność zapewnienia odpowiedniego poziomu bezpieczeństwa w budowanym i*  *rozwijanym systemie SEPIS konieczność przeprowadzenia audytu bezpieczeństwa systemu SEPIS (co najmniej 1 audyt*  *bezpieczeństwa w roku).*  W ocenie MSWiA z punktu widzenia bezpieczeństwa systemu celowym jest uwzględnienie w ramach planowanego audytu bezpieczeństwa przeprowadzenie testów penetracyjnych i audytu kodu źródłowego systemu.  Obowiązek dbania przez administratora systemu o bezpieczeństwo systemu wynika m.in. z przepisów ustawy o krajowym systemie cyberbezpieczeństwa oraz NIS2. | Dodanie w pkt 4.2 zapisu - przeprowadzenie w ramach planowanego audytu bezpieczeństwa testów penetracyjnych  i audytów kodu źródłowego systemu. |  |