NASK

INSTYTUCJA: Naukowa i Akademicka Sie¢ Komputerowa - Panstwowy Instytut Badawczy, ul. Kolska 12, 01-045 Warszawa,
nr wpisu w rejestrze przedsiebiorcéw KRS: 0000012938

STANOWISKO: pracownik naukowy — asystent, Zaktad Technologiczno-Spotecznych Aspektow Cyberbezpieczenstwa — 1

stanowisko

DYSCYPLINA NAUKOWA: informatyka techniczna i telekomunikacja
DATA OGLOSZENIA: 21 listopada 2024 r.

TERMIN SKEADNIA OFERT: 20 grudnia 2024 r.

LINK DO STRONY:

https://system.erecruiter.pl/FormTemplates/RecruitmentForm.aspx?WebID=f66bd05264794e09a4dabbbdd25df578

SEOWA KLUCZOWE: cyberbezpieczenstwo, aspekty technologiczne i spoteczne w cyberbezpieczenstwie, kompetencje,

human-centric cybersecurity,

OPIS:

Zatozony trzydziesci lat temu NASK wprowadzit do Polski Internet i od tego czasu odpowiada za jego rozwdj, projektujac
wydajne i bezpieczne technologie cyfrowe dla dobra spoteczenstwa.

Prowadzone w NASK prace badawcze, badawczo-rozwojowe oraz dziatania zwigzane z wytwarzaniem innowacyjnych
produktéw i ustug koncentrujg sie juz od wielu lat na rozwigzaniach, ktérych celem jest podnoszenie poziomu
bezpieczenstwa cyberprzestrzeni oraz cyfryzacja kraju. Projektujemy i budujemy w NASK-PIB nowoczesne, skalowalne i
wydajne sieci teleinformatyczne i Srodowiska do przetwarzania danych i obliczen.

Realizujemy rézne projekty zwigzane z cyberbezpieczenistwem — zaréwno krajowe, jak i miedzynarodowe, co daje szerokie
mozliwosci badan i rozwoju. Zapraszamy zatem osoby, ktdre chcg rozwijac sie w tym kierunku. Od naszych naukowcow
oczekujemy aktywnego prowadzenia badan oraz publikowania wynikéw swoich prac.

Ogtaszamy konkurs na stanowisko pracownika naukowego - asystenta w Zaktadzie Technologiczno-Spotecznych
Aspektow Cyberbezpieczeristwa w Centrum Badan i Rozwoju.

Celem Zaktadu Technologiczno-Spotecznych Aspektdw Cyberbezpieczenstwa jest prowadzenie badan interdyscyplinarnych
zwigzanych z aspektem ludzkim w cyberbezpieczenstwie. Zaktad bada aspekty spoteczne, psychologiczne i techniczne w
kontekscie cyberbezpieczenstwa oraz prowadzi badania nad istniejgcg lukg kompetencyjng i skutecznoscia metod
edukacyjnych w zakresie cyberbezpieczenstwa. Wspodtpracuje tez z zespotami zajmujgcymi sie aspektami technologiczno-
spotecznymi w zakresie cyberbezpieczeristwa na poziomie miedzynarodowym.

Poszukujemy ambitnego/-nej i zaangazowanego/-nej naukowca/-czyni z interdyscyplinarnym doswiadczeniem badawczym
w obszarze zardwno cyberbezpieczenstwa oraz bezpieczenstwa w wykorzystaniu nowych technologii, jak réwniez
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spotecznych i technologicznych aspektow cyberbezpieczenstwa i podejscia do cyberbezpieczenstwa zorientowanego na
cztowieka (ang. human centric cybersecurity). Osoba na tym stanowisku powinna takze posiadac sprecyzowanag wizje
interesujacych kierunkéw badawczych dotyczacych tych obszaréw, popartg znajomoscig obecnego stanu wiedzy w tym

zakresie.

Zatrudnionej osobie oferujemy:

prace w preznie rozwijajgcym sie zaktadzie;

wspotprace naukowa z najlepszymi osrodkami badawczymi na $wiecie;

wspotprace w wielu ambitnych projektach badawczych, krajowych i miedzynarodowych;
komfortowe warunki pracy naukowej (nowoczesna przestrzen biurowa) w trybie hybrydowym;
atrakcyjne benefity pracownicze, w tym kwartalny system premiowy;

konkurencyjne zarobki: 9000-12 000 PLN brutto.

ZADANIA

1.

vk wnN

Pielegnowanie wizji i misji Zaktadu

Wspotzarzadzanie portfelem inicjatyw B+R w Zaktadzie

Udziat w prowadzeniu badan w Zaktadzie

Wspdtpraca naukowa i techniczna Zaktadu wewnatrz NASK-PIB oraz z podmiotami zewnetrznymi
Dziatalno$¢ publikacyjna oraz pozyskiwanie srodkdw na prowadzone prace

WYMAGANIA KONIECZNE:

1)

Udokumentowany dorobek naukowy (publikacje w czasopismach krajowych i zagranicznych, wystgpienia na
konferencjach, udziat w projektach naukowych i badawczo-rozwojowych) w obszarze cyberbezpieczenstwa,
bezpieczenstwie w wykorzystaniu nowych technologii, uwzgledniajgce spoteczne i technologiczne aspekty
cyberbezpieczenstwa oraz podejscie do cyberbezpieczenstwa zorientowane na cztowieka (ang. human centric
cybersecurity),

Zainteresowanie tematyka cyberbezpieczerstwa,

Biegta znajomosc jezyka polskiego oraz znajomosé jezyka angielskiego (min. poziom B2),

Chec dalszego rozwoju naukowego w dyscyplinie informatyka techniczna i telekomunikacja,

Sprecyzowana wizja interesujgcych kierunkow badawczych dotyczacych technologicznych i spotecznych aspektow
cyberbezpieczenstwa oraz podejscia do cyberbezpieczeristwa zorientowanego na cztowieka poparta znajomoscia
obecnego stanu wiedzy w tym zakresie.

Dodatkowym atutem beda:

1) Doswiadczenie i wiedza naukowa dotyczgca problematyki oraz zagadnien badawczo-rozwojowych zwigzanych ze
wspotczesnymi paradygmatami ksztatcenia na rzecz cyberbezpieczenstwa,
2)  Odbycie stazy naukowych w renomowanych osrodkach.
DOKUMENTY FORMALNE

Zgtoszenie kandydata powinno zawierac:

1) zyciorys zawierajacy opis dorobku naukowego kandydata/kandydatki, w szczegdlnosci:
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2)
3)
4)

a) wykaz projektow badawczych, w ktérych kandydat/kandydatka brat/a udziat, wraz z petniong rolg w projekcie;
b) wykaz publikacji;

c) wykaz petnionych funkcji;

list motywacyjny skierowany do Dyrektora NASK-PIB, zawierajgcy zarys interesujgcych kierunkow badawczych;
oswiadczenie o wyrazeniu zgody na przetwarzanie danych osobowych do celéw rekrutacji;

kopie dokumentow poswiadczajgcych wyksztatcenie.

Oferty zawierajgce dokumenty konkursowe nalezy sktadaé:

1.

do dnia 20 grudnia 2024 r. do godz. 16.00 (CEST) w sekretariacie NASK - PIB, w Warszawie (01-045), przy ul. Kolskiej
12 albo
listownie w terminie do dnia 20 grudnia 2024 r. - z dopiskiem na kopercie: ,,Konkurs na pracownika naukowego —
profesora instytutu, nr ref. K6/1124 albo
do dnia 20 grudnia 2024 r. do godz. 23:59 (CEST) elektronicznie - za posrednictwem narzedzia teleinformatycznego
w postaci formularza online systemu rekrutacyjnego wykorzystywanego przez NASK - PIB, dostepnego pod
adresem
https://system.erecruiter.pl/FormTemplates/RecruitmentForm.aspx?WeblID=f66bd05264794e09a4dabbbdd25df

578

— w ofercie nalezy powotywac sie na numer ref.: K6/1124.
W przypadku ztozenia oferty przy uzyciu powyzszego narzedzia kandydat bedzie zobowigzany do dostarczenia
oryginatéw ztozonych dokumentéw w terminie wyznaczonym przez NASK-PIB.

Oferty ztozone po uptywie powyiszych termindéw nie beda rozpatrywane.
Terminy do ztozenia ofert uwaza sie za zachowane, jezeli przed ich uptywem oferta zostata nadana w placowce
operatora pocztowego albo ztozona w siedzibie Instytutu albo ztozona przy uzyciu narzedzia teleinformatycznego.
W przypadku, gdy oferta nie zawiera dokumentéw wymaganych w ogtoszeniu o konkursie, potwierdzajacych
spetnianie wymagan formalnych, kandydat/kandydatka zostanie wezwany/a do uzupetnienia brakdw w terminie
7 dni. W przypadku nieuzupetnienia oferty w wyznaczonym terminie oferta podlega odrzuceniu.

Termin rozstrzygniecia konkursu: 17 stycznia 2025 r.
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