inisterstwo
Edukacji Narodowej

Departament Wychowania i Profilaktyki

Informacja dla organizatoréw wypoczynku w sprawie:

— ochrony wizerunku dziecka oraz zgody na jego utrwalanie wypoczynku,
— standardéw ochrony matoletnich dla organizatoréw wypoczynku.

Kazdy, w tym dziecko, ma prawo do ochrony swojego wizerunku. Kwestie dotyczace
wizerunku dziecka oraz zgody na jego utrwalanie, jak réwniez ochrony jego danych
osobowych nie sg regulowane w przepisach oswiatowych, ale podlegaja ochronie
przepisow Kodeksu cywilnego oraz Rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony o0séb fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych
oraz uchylenia dyrektywy 95/46/WE (ogdlne rozporzadzenie o ochronie danych).

Ponadto ochrone prywatnosci dzieci wzmacniaja wprowadzone w od 15 sierpnia 2024 r.
standardy ochrony matoletnich, zgodnie z przepisami art. 22c ustawy z dnia 13 maja 2016
r. o przeciwdziataniu zagrozeniom przestepczoscia na tle seksualnym i ochronie
matoletnich’, ktérych zapisy powinny by¢ dostosowane do rodzaju i specyfiki placowki.
Standardy powinny okresla¢ m. in. zasady zapewniajgce bezpieczne relacje miedzy
matoletnim a personelem szkoty, a w szczegdlnosci zachowania niedozwolone wobec
matoletnich a takze zasady korzystania z urzadzen elektronicznych z dostepem do sieci
Internet.

Sa jednak sytuacje, w_ktérych przetwarzanie danych dzieci lub rodzicéw jest
dopuszczalne wytacznie na podstawie zgody rodzica lub opiekuna prawnego albo ucznia,
jezeli jest petnoletni. Publikacja zdjec¢ ucznidéw na stronie internetowej nie znajduje oparcia
w zadnym przepisie prawa. Zagadnienie to wigze sie nie tylko z ochrona danych
osobowych dzieci, lecz takze z ochrona ich wizerunku - rozpowszechnianie wizerunku
wymaga zezwolenia osoby na nim przedstawionej. Niezaleznie od ochrony przewidzianej
w innych przepisach, wizerunek pozostaje ponadto pod ochrong prawa cywilnego - art. 23
Kodeksu cywilnego. Publikacja zdje¢ dziecka na stronie internetowej utatwia identyfikacje
konkretnego ucznia i powigzanie go z konkretna szkota, co rodzi réznego rodzaju
niebezpieczenstwa. Z tego wzgledu niezbedne jest umozliwienie rodzicom/opiekunom
lub petnoletniemu uczniowi podjecia swobodnej decyzji w tym zakresie.

Zgoda ta jednak nie moze byc¢ ogdlna, lecz precyzyjnie okresla¢, jakie dane i w jakim celu
maja zostaé udostepnione w konkretnym przypadku. Jezeli zatem szkota bedzie chciata
opublikowac wizerunek ucznia na stronie internetowej, do tego rodzaju dziatania
wymagana bedzie odrebna zgoda. Trzeba przy tym pamieta¢, ze zgodnie z art. 7 ust.
3 RODO osoba, ktérej dane dotycza, ma prawo wycofac¢ zgode w dowolnym
momencie. Powyzszy przepis naktada na administratora obowiazek poinformowania
osoby, ktérej dane dotycza, o tym prawie zanim wyrazi zgode. Wycofanie zgody
musi by¢ zas rownie latwe, jak jej wyrazenie. Przy zarzadzaniu danymi osobowymi
uczniow trzeba mie¢ na uwadze dwa interesy: interes prawny, opierajacy sie na
skrupulatnym oraz rzetelnym traktowaniu przepiséw RODO oraz interes i dobro
dziecka, ktére ma prawo do wszechstronnego rozwoju, realizacji wtasnych pasji i

1Dz U.z 2024 r. poz. 1802, z p6zn. zm.
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talentow, a takze nagradzania za osiggniecia. Administrator powinien w sposéb
odpowiedni wywazy¢ te wartosci.

Odnoszac sie do wprowadzonych od 15 sierpnia 2024 r. Standardéw Ochrony Matoletnich
uprzejmie informuje, Ze wyjasnienia i wytyczne Ministerstwa Sprawiedliwosci w tej kwestii
sg dostepne na stronie internetowej w linku:

https://www.gov.pl/web/sprawiedliwosc/standardy-ochrony-maloletnich---wytyczne

https://www.gov.pl/web/sprawiedliwosc/zespol-do-spraw-ochrony-maloletnich.

Przyktadowe wytyczne do standardéw ochrony matoletnich okreslone przez Ministerstwo
Sprawiedliwosci zawieraja nastepujacy zapis: ,Niedopuszczalne jest utrwalanie wizerunku
dziecka (filmowanie, nagrywanie gtosu, fotografowanie) dla potrzeb prywatnych
pracownika, a wiec takze nauczyciela, wychowawcy.

Kazdy kontakt z dzieckiem jest jawny (tj. wiadomy dla przetozonego) oraz wynika z
realizacji zadan i dziatan stuzbowych.”

Wyciqg ze standardéw ochrony matoletnich dla organizatoréw wypoczynku:
Rozdziat IV

Zasady dostepu dzieci do Internetu

§25

Organizator wypoczynku zapewniajac dzieciom dostep do Internetu jest zobowigzany
podejmowac stosowne dziatania zabezpieczajace dzieci przed dostepem do tresci, ktdre
moga stanowic¢ zagrozenie dla ich prawidtowego rozwoju.

1. Za zagrozenia zwigzane z uzytkowaniem przez dzieci Internetu i mediow
elektronicznych uznaje sie:

1) dostep do tresci nielegalnych, min. materiatdéw przedstawiajgcych seksualne
wykorzystywanie dziecka; materiaty przedstawiajgce twarda pornografie, tresci
propagujace rasizm i ksenofobie, inne nielegalne tresci skierowane przeciwko
bezpieczenstwu dzieci, na przyktad: propagowanie lub pochwalanie zachowan
o charakterze pedofilskim, materiaty utrwalajace wizerunek nagiej osoby lub
osoby w trakcie czynnosci seksualnej przy uzyciu przemocy, grozby bezprawnej
lub podstepu albo rozpowszechniane bez jej zgody, tresé¢ pornograficzne
udostepniane matoletniemu, uwodzenie dziecka ponizej 15 r.z. przez Internet,
tzw. child grooming, zjawisko szantazu na tle seksualnym (okreslane réwniez jako
Lsextortion”).

2) dostep do tresci szkodliwych i nieodpowiednich m.in. tresci obrazujacych
przemoc, obrazenia fizyczne, prezentujacych drastyczne sceny, $mier¢,
okrucienstwo wobec zwierzat, tresci nawotujacych do podejmowania dziatan
autodestrukcyjnych (samookaleczen, pro-ana, samobojstw, zazywania
szkodliwych substancji, w tym srodkéw psychoaktywnych niezidentyfikowanych
jednoznacznie jako narkotyki itp.), tresci nawotujacych do przemocy,
przestepczosci, radykalizacji (rowniez sekty) i ekstremizmu, patostreamy, tresci
dyskryminacyjnych oraz pornograficznych.
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3) dostep do szkodliwych i nieodpowiednich kontaktéw online oraz ustug online -
m.in. presja rowiesnicza, cyberprzemoc, grooming, szantaz na tle seksualnym,
aktywnosc¢ seksualna jako Zrodto dochodu oséb nieletnich, hazard online, reklamy
niedostosowane do wieku, media spotecznosciowe niedostosowane do wieku.

4) dostep do szkodliwych i ryzykownych zachowan - np. podejmowanie wyzwan
online, seksting, wywieranie presji, stosowanie przemocy z wykorzystaniem
technologii informacyjnych i komunikacyjnych.

2. Jesli dzieci korzystaja ze sprzetu i wifi udostepnianego przez obiekt, w ktérym odbywa
sie wypoczynek dostep dziecka do Internetu mozliwy jest:

1) pod nadzorem cztonka kadry wypoczynku i — na urzadzeniach obiektu;

2) bez nadzoru - na przeznaczonych do tego komputerach, znajdujacych sie na
terenie obiektu i (dostep swobodny);

3) za pomoca sieci wifi obiektu, po podaniu hasta.

3. Nie dopuszcza sie dzieci do korzystania z prywatnego sprzetu elektronicznego
nalezacego do cztonka kadry. Jesli jest to koniecznie, musi odbywac sie w obecnosci
pracownika w celu uniemozliwienia dziecku dostepu do prywatnych tresci znajdujacych
sie na urzadzeniu.

4. W przypadku dostepu realizowanego pod nadzorem cztonka kadry, osoba ta ma
obowiazek informowania dzieci o zasadach bezpiecznego korzystania z Internetu.
Pracownik czuwa takze nad bezpieczenstwem korzystania z Internetu.

5. Podczas wypoczynku zapewniony jest staty dostep do materiatéw edukacyjnych,
dotyczacych bezpiecznego korzystania z Internetu, przy komputerach, z ktérych mozliwy
jest swobodny dostep do sieci. Koordynator bezpieczenstwa w Internecie zapewnia, aby
siec internetowa podmiotu lub sie¢ udostepniania dzieciom w inny sposob, byta
zabezpieczona przed niebezpiecznymi tresciami

§ 26

1. Jesli podmiot udostepnia dzieciom sprzet elektroniczny, koordynator bezpieczenstwa
w Internecie przynajmniej raz w miesigcu sprawdza, czy na komputerach ze swobodnym
dostepem, podtaczonych do Internetu nie znajduja sie niepozadane tresci. W przypadku
znalezienia niepozadanych tresci, wyznaczona osoba stara sie ustali¢, kto korzystat

z komputera w czasie ich wprowadzenia.

2. Informacje o dziecku, ktore korzystato z komputera w czasie wprowadzenia
niebezpiecznych tresci, koordynator bezpieczenstwa w Internecie przekazuje osobie
odpowiedzialnej za interwencje, ktdéra powiadamia opiekundéw dziecka o zdarzeniu.

3. W miare mozliwosci koordynator bezpieczenstwa w Internecie przeprowadza z dzie¢mi
cykliczne warsztaty dotyczace bezpiecznego korzystania z Internetu.

4. Kazdy cztonek kadry wypoczynku czuwa nad bezpiecznym korzystaniem przez nie

z medidw elektronicznych, w szczegdlnosci pilnuje, aby dzieci nie rejestrowaty ani nie
publikowaty wizerunku swojego lub innych dzieci przed, w trakcie i po
treningu/rozgrywkach w sposéb sprzeczny z godnoscia dziecka, a takze informuje dzieci o
koniecznosci rozwaznego korzystania z mediow spotecznosciowych
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