%{% Ministerstwo
ZN Cyfryzadji
S (@

Instrukcja wypetniania wniosku o dostep do Systemu
Rejestrow Panstwowych (SRP) - Uzytkownicy
instytucjonalni (wniosek C)



1.1 Informacje

Niniejsza instrukcja zawiera ogdlne zasady wypetniania wniosku o dostep do Systemu
Rejestrow Panstwowych (SRP) — Uzytkownicy instytucjonalni. Na jego podstawie zapewniany
jest dostep do aplikacji ZRODLO Systemu Rejestréw Parnstwowych dla pracownikéw
Instytucji Zewnetrznych, ktére posiadajg stosowne uprawnienie wynikajgce z decyzji Ministra
Spraw Wewnetrznych i Administracji lub Ministra Cyfryzacji.

Przed wypetnieniem wniosku o dostep do Systemu Rejestrow Panstwowych uzytkownik jest
zobowigzany do zapoznania sie z dokumentami: Polityka Certyfikacji dla operatoréw SRP
oraz Polityka Bezpieczenstwa Informacji SRP. O uzyskanie dostepu i otrzymanie certyfikatu
whnioskuje osobiscie kazdy uzytkownik.

UWAGA. Certyfikaty dla uzytkownikdw wydawane sg na kartach mikroprocesorowych,
dlatego wraz z wnioskiem o dostep do SRP nalezy przestaé karte o specyfikacji zgodnej

z dokumentem Specyfikacja kart kryptograficznych dla SRP, dostepnej na stronie
https://www.gov.pl/cyfryzacja/jak-uzyskac-dostep-do-srp. Wraz z kartg nalezy dostarczy¢

sterowniki zawierajace biblioteke PKCS#11. Karta w formacie ID1 musi posiada¢ interfejs
stykowy (lub dualny). Ponadto musi by¢ pozbawiona nadrukdéw i posiadaé¢ mozliwos¢
generowania kluczy kryptograficznych RSA 2048 bit oraz funkcji skrétu SHA-512. Centrum
Certyfikacji wykorzystuje nastepujgce karty:

= Athena IDProtect Duo vl
= Gemalto ID Prime 3810/930nc
Dostarczenie jednej z w/w kart nie wymaga przestania bibliotek PKCS#11.

Instytucja uzytkownika odpowiada dodatkowo za przygotowanie odpowiedniej
infrastruktury (m.in. czytniki kart), umozliwiajgcej dostep do rejestréw z uzyciem kart
kryptograficznych.

1.2 Whniosek dotyczy nastepujacych sytuacji:
1.2.1 Wydania certyfikatu dla uzytkownikow instytucjonalnych

Wraz z wnioskiem nalezy dostarczy¢ karte kryptograficzng o specyfikacji zgodnej
z dokumentem Specyfikacja kart kryptograficznych dla SRP, dostepnej na stronie
https://www.gov.pl/cyfryzacja/jak-uzyskac-dostep-do-srp

1.2.2 Zmiany danych

np. nazwiska. Jezeli uzytkownik wykorzystuje karte kryptograficzng Athena IDProtect Duo v1
lub Gemalto ID Prime 3810/930nc, nie przesyta karty do Centrum Certyfikacji. Na podstawie
whniosku zostang zmienione dane w Centrum Certyfikacji. Po zmianie danych uzytkownik
zostanie poinformowany, ze nalezy dokonaé recertyfikacji. Jezeli uzytkownik wykorzystuje
karte kryptograficzng inng niz Athena IDProtect Duo v1 lub Gemalto ID Prime 3810/930nc, musi
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wraz z wnioskiem dostarczy¢ karte kryptograficzng i sterowniki zawierajgce biblioteke
PKCS#11.

1.2.3 Recertyfikacji — odnowienia certyfikatu

= Podstawowym narzedziem do odnowienia certyfikatu, zapisanego na karcie
kryptograficznej Athena IDProtect Duo v1 lub Gemalto ID Prime 3810/930nc, jest
strona do recertyfikacji - https://cc.obywatel.gov.pl/. Jezeli uzytkownik wykorzystuje

karte kryptograficzng inng niz Athena IDProtect Duo v1 lub Gemalto ID Prime
3810/930nc, musi wypetni¢ wniosek wraz, z ktérym nalezy dostarczy¢ karte
kryptograficzng i sterowniki zawierajgce biblioteke PKCS#11.

= W przypadku braku mozliwosci zdalnej recertyfikacji przez strone
https://cc.obywatel.gov.pl/, wraz z wnioskiem o recertyfikacje nalezy dostarczy¢

uzytkowang karte kryptograficzna.

= W przypadku uszkodzenia karty, wraz z wnioskiem o recertyfikacje nalezy dostarczy¢
nowa karte kryptograficzng o specyfikacji zgodnej z dokumentem Specyfikacja kart
kryptograficznych dla SRP, dostepnej na stronie https://www.gov.pl/cyfryzacja/jak-

uzyskac-dostep-do-srp.

1.2.4 Usuniecia uzytkownika

w przypadku, gdy wnioskujgcy zaprzestaje korzystania z rejestréw, do ktérych wczesniej
uzyskat dostep. Usuniecie konta wigze sie rowniez z uniewaznieniem certyfikatéw oraz
koniecznoscig zwrotu karty kryptograficznej udostepnionej przez MSW/MSWiA, MC lub
KPRM.

1.2.5 Uniewaznienia certyfikatu

jezeli uzytkownik zagubi karte kryptograficzng do Sytemu Rejestrow Paristwowych lub
istnieje uzasadnione podejrzenie ujawnienia lub udostepnienia osobom nieupowaznionym
klucza prywatnego zapisanego na karcie kryptograficzne;.

1.3 Zasady dotyczace wypetniania wniosku

Whiosek nalezy wypetniaé drukowanymi literami. Niedopuszczalne jest dokonywanie
jakichkolwiek zmian w szacie graficznej lub w tresci wniosku. Wprowadzenie zmian lub
niekompletne wypetnienie wniosku bedzie skutkowato brakiem realizacji wniosku. Wniosek
nalezy wypetni¢ w formie elektronicznej (z wytgczeniem podpisow i pieczatek) w celu
unikniecia pomytek w zapisie.

1.3.1 W punkcie 1 nalezy wskaza¢ cel ztozenia wniosku:

a) zapewnienie dostepu dla nowego uzytkownika - w przypadku, gdy wnioskujgcy
sktada wniosek po raz pierwszy
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b) zmiana danych - przeznaczony dla oséb, ktore posiadajg karte kryptograficzng, ale ich
dane ulegty zmianie

c) recertyfikacja

= w przypadku, gdy zbliza sie koniec waznosci aktualnie uzywanego certyfikatu,
a uzytkownik nie ma mozliwosci przeprowadzenia recertyfikacji za
posrednictwem strony https://cc.obywatel.gov.pl/;

= w przypadku uszkodzenia karty

d) usuniecie uzytkownika - w przypadku, gdy wnioskujacy zaprzestaje korzystania
z rejestrow, do ktérych wczesniej uzyskat dostep. Usuniecie konta wigze sie réwniez
z uniewaznieniem certyfikatdw oraz koniecznoscig zwrotu karty kryptograficznej,
udostepnionej przez MSW/MSWiA, MC lub KPRM.

e) uniewaznienie certyfikatu — np. w przypadku zagubienia karty lub podejrzenia
ujawnienia klucza prywatnego zapisanego na karcie kryptograficznej osobom
nieupowaznionym

1.3.2 W punkcie 2

nalezy wpisa¢ dane jednostki organizacyjnej (wraz z ulicg i numerem domu/lokalu)

whnioskujgcej o dostep. Pole Delegatura wypetnia Krajowe Biuro Wyborcze.
1.3.3 W punkcie 3

nalezy wpisa¢ dane uzytkownika, ktéry wystepuje o dostep do rejestrow.

1.3.4 W punkcie 4

nalezy wybra¢ rejestry, do ktérych dostep zamierza posiadac¢ wnioskujgcy. Dopuszcza sie
mozliwo$é wyboru wiecej niz jednego rejestru sposrdod dostepnych. Dopuszcza sie mozliwosé
wyboru nastepujgcych rejestrow:

a) PESEL - Powszechny Elektroniczny System Ewidencji Ludnosci;
b) RDO - Rejestr Dowoddéw Osobistych;

c) RSC - Rejestr Stanu Cywilnego;

d) RDK - Rejestr Danych Kontaktowych;

e) RDP - Rejestr Danych Paszportowych.

f) CRW - Centralny Rejestr Wyborcéw.

W przypadku rejestréw PESEL, RDO, RSC i RDP bedzie to dostep w trybie przegladania,
natomiast w przypadku rejestru RDK - w trybie przeglagdania i aktualizacji.
W przypadku CRW nalezy wskaza¢ uprawnienia: odczyt, modyfikacja lub kontroler.
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1.3.5 W punkcie 5

nalezy poda¢ numer upowaznienia do przetwarzania danych osobowych, zgromadzonych
w rejestrze PESEL, RDO, RSC, RDK i/lub RDP. Jezeli do poszczegdlnych rejestrow zostaty

wystawione rézne upowaznienia, nalezy podac kolejno ich numery.

1.3.6 W punkcie 6

nalezy wypetni¢ w przypadku odbioru osobistego certyfikatu w Centrum Certyfikacji.
Podpunkty a) Rodzaj dokumentu tozsamosci i b) Seria i numer dokumentu nalezy wypetnic,
gdy wnioskujacy (lub osoba przez niego wyznaczona) zamierza osobiscie odebrac karte
kryptograficzng wraz z kodem PIN w Centrum Certyfikacji. Podpunkty c) Imie i d) Nazwisko
nalezy wypetni¢ w przypadku, kiedy karte kryptograficzng i PIN odbiera osoba wyznaczona
przez wnioskujgcego. Odbidr osobisty wymaga wczesniejszego uzgodnienia terminu.

W przypadku pozostawienia pustych pol w punkcie 6, karta kryptograficzna oraz kod PIN
zostang przestane pocztg w dwdch oddzielnych przesytkach na adres jednostki podany przez
whnioskujgcego w punkcie 2 wniosku.

1.4 Informacje koricowe

Wydrukowany wniosek o uzyskanie dostepu nalezy opatrzy¢ podpisem osoby sktadajgcej
whiosek (uzytkownika) oraz podpisem i pieczatka kierownika danej jednostki — tj. osoby
(organu lub podmiotu) wskazanej w decyzji administracyjnej (piastun organu, kierownik
jednostki podmiotu wymienionego w decyzji administracyjnej) lub osoby posiadajgce;j
upowaznienie do wystepowania z wnioskami w imieniu kierownika jednostki (w tym
przypadku nalezy rowniez dotgczy¢ upowaznienie). Do wniosku nalezy dotaczy¢ kopie decyzji
administracyjnej wyrazajacej zgode na uzyskanie dostepu do wybranego rejestru. Dostep do
rejestrow, na ktdre nie zostanie przedtozona pisemna zgoda, nie zostanie udzielony. Wnioski
o zapewnienie dostepu dla nowego uzytkownika, zmiane danych i recertyfikacje musza
zawierac¢ obydwa wymagane podpisy. W przypadku wniosku o usuniecie uzytkownika — jego
podpis nie jest wymagany. Za waznos¢ posiadanego certyfikatu odpowiada uzytkownik.

Poprawnie wypetniony wniosek wraz z niezbednymi podpisami nalezy przestaé na adres:

Centralny Osrodek Informatyki
ul. Gdanska 47/49
90-729 tédz





