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Informacje

Instrukcja zawiera ogdlne zasady wypetniania wniosku o dostep do Systemu Rejestrow Paristwowych
(SRP) - Uzytkownicy aplikacji ,Zrédto”. Na podstawie wniosku zapewniany jest dostep do Systemu
Rejestréw Panstwowych dla pracownikéw Urzedéw Gmin, Urzedéw Stanu Cywilnego oraz innych
pracownikéw urzeddw, ktérzy do realizacji swoich obowigzkéw zwigzanych z obstugg spraw
obywatelskich potrzebujg dostepu do Rejestrow Parstwowych.

Udostepnienie danych z Rejestru PESEL oraz Rejestru Dowoddéw osobistych nastepuje na podstawie
odpowiedniej ustawy, upowaznienia wydanego przez Ministra Spraw Wewnetrznych i Administracji,
Ministra Cyfryzacji lub innych szczegdlnych przepiséw.

Przed wypetnieniem wniosku o dostep do Systemu Rejestréw Panstwowych uzytkownik jest
zobowigzany do zapoznania sie z dokumentem ,Polityka Certyfikacji dla operatoréow SRP”.
O uzyskanie dostepu i otrzymanie certyfikatu wnioskuje kazdy uzytkownik.

Whiosek dotyczy nastepujacych sytuacji:

1. Wydania certyfikatu na karcie kryptograficznej dla urzednikéw. Wraz z wnioskiem nalezy

dostarczyé karte kryptograficzng o specyfikacji zgodnej z dokumentem Specyfikacja kart
kryptograficznych dla SRP, dostepnej na stronie
https://mc.gov.pl/files/specyfikacja kart srp.pdf.

2. Zmiany danych np. nazwiska. Jezeli uzytkownik wykorzystuje karte kryptograficzng Athena
IDProtect Duo v1 lub Gemalto ID Prime 3810 nie przesyfa karty do Ministerstwa Cyfryzacji
(MC). Na podstawie wniosku zostang zmienione dane w Centrum Certyfikacji. Po zmianie
danych uzytkownik zostanie poinformowany, ze nalezy dokonac recertyfikacji. Jezeli
uzytkownik wykorzystuje karte kryptograficzng inng niz Athena IDProtect Duo v1 lub
Gemalto ID Prime 3810 musi wraz z wnioskiem dostarczy¢ karte kryptograficzng i sterowniki
zawierajgce biblioteke PKCS#11.

3. Recertyfikacji - odnowienia certyfikatu. Podstawowym narzedziem do odnowienia certyfikatu
zapisanego na karcie kryptograficznej Athena IDProtect Duo v1 lub Gemalto ID Prime 3810
jest strona do recertyfikacji - https://cc.obywatel.gov.pl/. Jezeli uzytkownik wykorzystuje

karte kryptograficzng inng niz Athena IDProtect Duo v1 lub Gemalto ID Prime 3810 musi
wypetni¢ wniosek, wraz z ktéorym nalezy dostarczyé karte kryptograficzng i sterowniki
zawierajgce biblioteke PKCS#11.

4. Usuniecia uzytkownika. Jezeli uzytkownik wykorzystywat karte kryptograficzng Athena
IDProtect Duo v1 lub Gemalto ID Prime 3810, ktora zostata przekazana przez MSW/MSWiA
lub MC, wraz z wnioskiem musi dostarczy¢ karte kryptograficzna.
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Poprawnie wypetniony wniosek wraz z niezbednymi podpisami nalezy przesta¢ na adres:

Ministerstwo Cyfryzacji
Departament Utrzymania i Rozwoju Systemoéw
ul. Krélewska 27
00-060 Warszawa

Zasady dotyczace wypetniania wniosku

W punkcie 1 nalezy wskazac cel ztozenia wniosku:

a) zapewnienie dostepu dla nowego uzytkownika - w przypadku, gdy wnioskujacy sktada wniosek
po raz pierwszy;

b) zmiana danych - przeznaczony dla oséb, ktére posiadajg karte kryptograficzng, ale ich dane ulegly
zmianie;

c) recertyfikacja - w przypadku, gdy zbliza sie koniec waznosci aktualnie uzywanego certyfikatu
a uzytkownik nie ma mozliwosci przeprowadzenia recertyfikacji za posrednictwem strony
https://cc.obywatel.gov.pl/;

d) usuniecie uzytkownika - w przypadku, gdy wnioskujgcy zaprzestaje korzystania z rejestrow,
do ktérych wczesniej uzyskat dostep. Usuniecie konta wigze sie réwniez z uniewaznieniem
certyfikatéw oraz koniecznoscig zwrotu karty kryptograficznej udostepnionej przez MSW/MSWIA lub
MC.

W punkcie 2 nalezy wpisa¢ dane jednostki organizacyjnej (wraz z ulicg i numerem domu/lokalu)
whnioskujgcej o dostep. W podpunkcie c) kod terytorialny w przypadku Urzedéw Gmin i Urzedéw
Stanu Cywilnego nalezy podaé siedmiocyfrowy kod TERYT, w przypadku Urzedéw Wojewddzkich
dwucyfrowy kod Wojewddztwa. W podpunkcie d) kod lokalizacji w przypadku Urzedéw Gmin
i Urzedéw Stanu Cywilnego domysing wartoscig jest 01. Jezeli Gmina lub USC posiada wiecej niz
jedna lokalizacje, nalezy wpisywac kolejne wartosci, np. jezeli sg trzy lokalizacje, pierwsza ma kod 01,
druga kod 02, a trzecia kod 03. W przypadku Urzedéw Wojewddzkich w polu d) kod lokalizacji nalezy
podaé wartosc¢ 00.

W punkcie 3 nalezy wpisa¢ dane uzytkownika, ktéry wystepuje o dostep do rejestréw.

Punkt 4 nalezy wypetni¢ w przypadku odbioru osobistego certyfikatu w MC. Podpunkty a) Rodzaj
dokumentu tozsamosci i b) Seria dokumentu tozsamosci nalezy wypetni¢, gdy wnioskujacy (lub osoba
przez niego wyznaczona) zamierza osobiscie odebraé karte kryptograficzng wraz z kodem PIN
w Centrum Certyfikacji MC. Podpunkty c) Imie i d) Nazwisko nalezy wypetni¢ w przypadku, jezeli karte
kryptograficzng i PIN odbiera osoba wyznaczona przez wnioskujacego. Odbiér osobisty wymaga
wczesniejszego uzgodnienia terminu.
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W przypadku pozostawienia pustych pol w punkcie 4, karta kryptograficzna oraz kod PIN zostang
przestane pocztg w dwdch oddzielnych przesytkach na adres jednostki podany przez wnioskujgcego
w punkcie 2 wniosku.

Wydrukowany wniosek o uzyskanie dostepu nalezy opatrzy¢ podpisem osoby sktadajgcej wniosek
(uzytkownika) oraz podpisem i pieczatkg kierownika danej jednostki wnioskujacej. Wnioski
o zapewnienie dostepu dla nowego uzytkownika, zmiane danych i recertyfikacje majg zawierac
obydwa wymagane podpisy. Wniosek o usuniecie uzytkownika wymaga tylko podpisu i pieczatki
kierownika danej jednostki. Uzytkownicy, ktdorzy utracili (zagubili lub zniszczyli) karte
kryptograficzng zobowiazani sa do dostarczenia wraz z wnioskiem karte kryptograficzna.
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