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Додаток 6 до Регламенту 

Сервіс "Електронна картка багатодітної сім'ї" (elektroniczna Karta 

Dużej Rodziny - mKDR) - доступні функції, захист персональних 

даних 

§ 1. Визначення: 

1. Сертифікат - засвідчення, зазначене в ст. 19e ч. 2a Закону про інформатизацію, 

що дозволяє підтвердити цілісність і походження електронних документів, а 

також підтвердити або передати персональні дані Користувача. 

2. Сертифікат Учня – засвідчення, зазначене в ст. 19e  ч. 2b, п. 1 Закону про 

інформатизацію, що дозволяє підтвердити цілісність і походження електронних 

документів, а також підтвердити або передати персональні дані Користувача. 

Закон про карту багатодітної сім'ї - Закон від 5 грудня 2014 р. про карту 

багатодітної сім'ї (Законодавчий вісник 2021 р., поз. 1741, зі змінами). 

3. Закон про карту багатодітної сім'ї - Закон від 5 грудня 2014 р. про карту 

багатодітної сім'ї  (Законодавчий вісник 2021 р., поз. 1741, зі змінами). 

4. SI KDR - ІКТ-система, що забезпечує роботу з функціоналом, пов'язаним з 

електронними картками, зокрема, забезпечує функціонал, що дозволяє 

підтверджувати права членів багатодітних сімей та надавати послуги, що 

сприяють використанню прав, наданих на підставі Картки. 

5. Картка багатодітної сім'ї або Картка - засіб ідентифікації члена багатодітної сім'ї, 

що підтверджує право члена багатодітної сім'ї на пільги, встановлені в порядку, 

визначеному цим Законом, або надані на підставі окремих положень, що 

здійснюється, зокрема, за допомогою публічного мобільного додатку, 

зазначеного в ст. 19e Закону про інформатизацію. 

§ 2. Загальна інформація 

1. Правовою основою для збору даних в рамках mKDR є ст. 2 п. 2 і ст. 10 Закону про 

Карту багатодітної сім'ї, а також ст. 19e ч. 2 п. 2 Закону про інформатизацію, 

відповідно до якої Міністр забезпечує функціонування  ІКТ-системи, яка дозволяє 

за допомогою Додатку отримати електронний документ, що містить дані про 

правове становище або права Користувача. 

2. Користувач несе відповідальність за відповідність даних, що містяться в mKDR, та 

зобов'язаний актуалізувати дані, якщо дані змінилися і йому відомо про такі 

зміни. Рекомендується використовувати функцію оновлення даних не рідше 

одного разу на 3 місяці. У випадку, якщо дані на електронній Карті багатодітної 

сім'ї виявляться неправильними або застарілими, Користувач повинен 
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звернутися до голови гміни, бургомістра або мера міста з заявою про видачу 

нової Карти багатодітної сім'ї з правильними даними. 

3. Додаток дозволяє будь-якому держателю Картки, який увійшов до додатку 

mObywatel, завантажити mKDR без необхідності подавати заявку на її 

отримання. 

§ 3. mKDR 

1. mKDR дозволяє Користувачеві завантажувати дані з бази даних SI KDR та з 

Сервісу mObywatel і зберігати їх у зашифрованому вигляді на мобільному 

пристрої Користувача, а також представляти або передавати їх. 

2. Достовірність даних, доступних в mKDR, ґрунтується на тому, що дані надходять з 

державних реєстрів та системи SI KDR і були завантажені особою, яка пройшла 

аутентифікацію за допомогою Студентського Квитка або Сертифікату. 

3. Використання mKDR Користувачами є добровільним і не є юридичним 

зобов'язанням для громадян Республіки Польща. 

4. Для активації та оновлення mKDR необхідно мати дійсну Картку багатодітної сім'ї 

та дійсне Студентський Квиток або Сертифікат. 

§ 4. Користувачі 

Користувачами mKDR можуть бути тільки особи польського громадянства, які 

відповідають наступним двом умовам: 

1) мають дійсний Сертифікат або студентський квиток; 

2) мають права, надані відповідно до Закону про Карту багатодітної сім'ї. 

§ 5. Активація mKDR 

1. активація mKDR полягає в наступному: 

1) авторизація в Додатку; 

2) обравши "mKDR" з переліку доступних сервісів; 

3) підтвердження особи Користувача з використанням Сертифікату або Сертифікату 

Учня; 

4) завантаження даних та прав Користувача. 

2. Термін дії mKDR пов'язаний з терміном дії Сертифікату або Сертифікату Учня. 

3. Свідоцтво та Сертифікату Учня використовується для: 

1) завантаження та підписання даних в mKDR; 

2) захистити (зашифрувати) дані, що містяться в електронному документі, 

завантаженому з SI KDR; 

3) забезпечити ідентичність даних, що надаються в рамках mKDR, з даними, що 

завантажуються з SI KDR та сервісу mObywatel або mLegitymacja szkolna. 

4. Для підтвердження особи Користувача за допомогою Сертифікату або 

Студентського Квитка та завантаження даних з SI KDR необхідне активне 

підключення до мережі Інтернет. 



  Сторінка 3 / 6 
 

5. Користувач з сервісом mObywatel може активувати mKDR та завантажувати дані з SІ 

KDR не більше ніж на трьох мобільних пристроях. На одному мобільному пристрої 

можна активувати та завантажувати дані з SI KDR Користувача та пов'язаних з 

Користувачем осіб. 

6. Користувач може активувати mKDR та завантажувати дані з SI KDR лише на одному 

мобільному пристрої. 

7. Окрім функцій надання дозволів, а також їх перевірки, mKDR не пропонує функцій 

експорту або імпорту даних. 

8. Доступ до даних, що зберігаються в mKDR, у Додатку захищений паролем відповідно 

до Умов користування. 

§ 6. Функціональні можливості mKDR для користувачів сервісу mObywatel 

1. Належним чином активований сервіс mKDR дозволяє Користувачу користуватися 

наступними функціями: 

1) відображення даних Користувача mKDR, зазначених у §8 ч. 3, та QR-коду 

(основний вид "mKDR"); 

2) надання даних Користувача та пов'язаних з ним осіб для цілей верифікації 

(функція "Подача"); 

3) перехід до сервісу mObywatel з метою підтвердження своїх персональних даних 

(функція "mObywatel"); 

4) пред'явлення карток пов'язаних осіб, під якими розуміються особи, зазначені в 

заяві про надання Карти багатодітної сім'ї як члени сім'ї Користувача і 

зареєстровані головою гміни, мером або президентом міста в системі SI KDR у 

спосіб, що дозволяє відображати картки членів сім'ї батька/чоловіка батька 

(функція "Мої родичі") 

5) оновлювати даних Користувача та його родичів (функція "Оновити"); 

6) видаляти mKDR з Додатку (функція "Видалити mKDR"). 

2. Користувач може показати свій mKDR та QR-код іншій особі на екрані мобільного 

пристрою, яким він користується. Функція доступна після запуску Додатку та вибору 

пункту "mKDR". Екран представлення даних аутентифікується візуальними 

елементами захисту у вигляді: 

1) голограма, що являє собою зображення орла, встановленого як державний герб 

Республіки Польща, в якому змінюються кольори при зміні положення гіроскопа 

пристрою, 

2) гільйош, розміщений в якості фону mKDR, в якій кольори змінюються за рахунок 

зміни положення гіроскопа приладу, 

3) годинник, що вимірює поточний час, який обчислюється в годинах, хвилинах і 

секундах, що динамічно змінюються з часом. 

3. Функція "Передача" дозволяє користувачу передати дані mKDR Користувача та дані 

mKDR інших членів сім'ї до додатку mWeryfikator для верифікації у вигляді QR-коду. 

Передача даних здійснюється наступним чином: 
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1) Користувач викликає функцію "Передача" в mKDR, 

2) Користувач обирає mKDR особи, дані якої він бажає передати до додатку 

mWeryfikator, 

3) в mKDR відображається графічний, квадратний QR-код, який містить інформацію 

про час його генерації. Після закриття Додатку або закінчення його сесії для 

здійснення переказу необхідно знову згенерувати QR-код, 

4) користувач mWeryfikator зчитує QR-код за допомогою камери мобільного 

пристрою, яким він користується, 

5) дані, що містяться в QR-коді, передаються на мобільний пристрій користувача 

mWeryfikator. mWeryfikator не зберігає завантажені дані. 

4. Функція оновлення даних вимагає підтвердження особи Користувача за допомогою 

Сертифікату. 

5. Видалення mKDR Користувача також відбувається автоматично у разі деактивації 

Сервісу mObywatel. 

§ 7. Функції mKDR для користувачів учнівського квитка mLegitymacja 

1. Правильно активований сервіс mKDR дозволяє Користувачеві користуватися, серед 

іншого, наступними функціями: 

1) представлення даних Користувача та QR-коду (основний вид "mKDR"); 

2) надання даних Користувача з метою верифікації (функція "Передача"); 

3) перехід на mLegitimation школи для підтвердження своїх персональних даних 

(функція "mLegitimation"); 

4) оновлення інформації про право разом з відповідними даними Користувача 

(функція "Оновити"); 

5) видаляти mKDR з Додатку (функція "Видалити mKDR"). 

2. Користувач може показати свої дані mKDR та QR-код іншій особі на екрані 

мобільного пристрою, яким він користується. Функція доступна після запуску 

Додатку та вибору пункту "mKDR". Екран представлення даних аутентифікується 

візуальними елементами захисту у вигляді: 

1) голограма, що являє собою зображення орла, встановленого як державний герб 

Республіки Польща, в якому змінюються кольори при зміні положення гіроскопа 

пристрою, 

2) гільйош, розміщений в якості фону mKDR, в якій кольори змінюються за рахунок 

зміни положення гіроскопа приладу, 

3) годинник, що вимірює поточний час, який обчислюється в годинах, хвилинах і 

секундах, що динамічно змінюються з часом. 

3. Функція "Передача" дозволяє передати дані користувача, закодовані в mKDR у 

вигляді QR-коду, до додатку mWeryfikator. Передача даних здійснюється наступним 

чином: 

1) Користувач викликає функцію "Передача" в mKDR, 
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2) в mKDR відображається графічний, квадратний QR-код, який містить 

інформацію про час його генерації. Після закриття Додатку або закінчення його 

сесії для здійснення переказу необхідно знову згенерувати QR-код, 

3) користувач mWeryfikator зчитує QR-код за допомогою камери мобільного 

пристрою, яким він користується, 

4) дані, що містяться в QR-коді, передаються на мобільний пристрій користувача 

mWeryfikator. mWeryfikator не зберігає завантажені дані. 

4. Функція оновлення даних вимагає підтвердження особи Користувача за допомогою 

Сертифікату Учня. 

5. У разі деактивації Сертифікату Учня автоматично видаляється mKDR. 

 § 8. Конфіденційність і безпека 

1. Адміністратором персональних даних Користувача, зібраних з SІ KDR, є Міністр сім'ї 

та соціальної політики. З інформацією про обробку персональних даних можна 

ознайомитися на сайті Міністерства сім'ї та соціальної політики за посиланням: 

https://www.gov.pl/web/rodzina/informacja-o-przetwarzaniu-danych-osobowych. З 

інформацією про обробку персональних даних можна ознайомитися на сайті 

Міністерства сім'ї та соціальної політики. 

2. Адміністратором персональних даних Користувача, що містяться в Сертифікаті та 

Сертифікаті Учня, є Міністр, місцезнаходженням якого є Канцелярія Голови Ради 

Міністрів, вул. Алеє Уяздовськє 1/3, 00-583 Варшава. З адміністратором можна 

зв'язатися за вищевказаною адресою або за адресою: вул. Крулевська 27, 00-060 

Варшава або електронною поштою, за адресою: вул. Крулевська 27, 00-060 

Варшава: Kancelaria.Krolewska@mc.gov.pl або на адресу електронної скриньки 

ePUAP: /MAiC/SkrytkaESP. Адміністратор призначив Інспектора з питань захисту 

даних, до якого можна звертатися з питань, пов'язаних з обробкою персональних 

даних, безпосередньо до Міністра за адресою: iod@mc.gov.pl. 

3. Адміністратором персональних даних учнів, яким видано mLegitymacja, є школа. 

4. Сервіс mKDR зберігає в Додатку наступні дані Користувача: 

1) ім'я держателя Картки та пов'язаних з ним осіб; 

2) ім'я по батькові держателя Картки та пов'язаних з ним осіб 

3) прізвище держателя Картки та пов'язаних з ним осіб 

4) номер PESEL власника Картки та пов'язаних з ним осіб; 

5) зображення обличчя держателя Картки; 

6) номер картки держателя та пов'язаних з ним осіб; 

7) статус документу держателя Картки та пов'язаних з ним осіб; 

8) інформація про сертифікат, на підставі якого видано дані; 

9) номер документа, що посвідчує особу Держателя Картки та пов'язаних 

з ним осіб; 

5. дата закінчення строку дії Картки Держателя та пов'язаних з ним осіб. Особа, чиї 

дані обробляються в ІКТ-системі, як зазначено в статті 19e ч. 2 Закону про 

https://www.gov.pl/web/rodzina/informacja-o-przetwarzaniu-danych-osobowych
mailto:Kancelaria.Krolewska@mc.gov.pl
mailto:iod@mc.gov.pl
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інформатизацію, має право в будь-який час - відповідно до Загального регламенту 

про захист даних, включаючи, зокрема, ст. 6 ч. 1 літ. e: 

1) право доступу до змісту даних; 

2) право на заперечення проти обробки даних; 

3) право обмежити обробку персональних даних Міністром; в такому випадку 

Міністр буде позначати дані і не обробляти їх в системі до з'ясування питання 

(на додаток до їх зберігання); 

4) право на подання скарги до контролюючого органу. 

6. Міністр збирає статистичні дані про mKDR щодо кількості: 

1) активації mKDR; 

2) дії з актуалізації даних та видачі Сертифікатів; 

3) повідомлення про втрату телефону; 

4) повідомлені проблеми. 

7. Дані, зазначені в пункті 4, обробляються тільки в процесі використання mKDR та з 

метою надання громадянам послуги, яка дозволяє представити дані з SІ mKDR та 

забезпечити інформаційну та безпеку правового обігу. 

8. Дані, зазначені в пункті 4, зберігаються до 1 року з дня втрати права на володіння 

Карткою. Дані не обробляються в маркетингових цілях. 

9. Міністр не збирає інформацію про використання Користувачами функції 

електронної передачі даних. 

10. Персональні дані, що обробляються в ІКТ-системі, зазначеній в ст. 19e ч. 2 Закону 

про інформатизацію, не підлягають автоматизованому прийняттю рішень, у тому 

числі профілюванню. 

11. Персональні дані, зазначені в пункті 4, також будуть оброблятися: Центральний 

центр інформатики, Алеє Єрозолімськє 132-136, 02-305 Варшава та Науково-

академічна комп'ютерна мережа - Національний науково-дослідний інститут, вул. 

Кольська, 12, 01-045 Варшава відповідно: 

a. суб'єкт обробки персональних даних, 

b. подальший суб'єкт обробки персональних даних. 

12. Персональні дані можуть передаватися органам державної влади та державним 

установам або іншим суб'єктам, уповноваженим законом або виконуючим 

завдання, що здійснюються в інтересах суспільства або при здійсненні публічної 

влади. 


