Ustuga Legitymacja adwokacka w aplikacji mObywatel

Ustuga Legitymacja adwokacka pozwala na prezentowanie w Aplikacji mObywatel cyfrowego od-

powiednika tradycyjnego dokumentu. Za jej pomoca potwierdzisz swoje uprawnienia adwokac-

kie.

§ 1. Definicje:

1.

10.

Aplikacja — aplikacja mObywatel, ktéra stanowi publiczng aplikacje mobilng, o ktorej
mowa w art. 19e ustawy o informatyzacji. Warunki udostepnienia oraz zapewnienia roz-
woju publicznej aplikacji mobilnej okreslajg art. 19e—19i ustawy o informatyzacji oraz re-
gulamin Aplikacji.

Certyfikat — poswiadczenie, o ktérym mowa w art. 19e ust. 2a ustawy o informatyzacji,
pozwalajgce na potwierdzenie integralnosci i pochodzenia dokumentéw elektronicznych
oraz potwierdzenie lub przekazanie danych osobowych Uzytkownika.

KRAIAA - Krajowy Rejestr Adwokatow i Aplikantéw Adwokackich, zwany dalej KRAIAA -
rejestr prowadzony przez NRA, przechowujacy dane wszystkich cztonkéw palestry: adwo-
katéw, aplikantéw adwokackich oraz adwokatéw niewykonujgcych zawodu.

Legitymacja adwokacka — dokument wydany przez okregowg rade adwokacka na podsta-
wie Ustawy z dnia 26 maja 1982 r. Prawo o adwokaturze (Dz.U. 2022 poz. 1184) oraz
uchwaty nr 75/2010 Prezydium NRA z dnia 5 pazdziernika 2010 roku w sprawie legitymacji
adwokackich.

Minister — minister wiasciwy do spraw informatyzacji — Minister Cyfryzacji, ktérego urzad
obstugujacy Kancelaria Prezesa Rady Ministréw posiada siedzibe w Warszawie (00-583),
Aleje Ujazdowskie 1/3.

mWeryfikator — oprogramowanie Ministra, stanowigce element systemu Aplikacji, prze-
znaczone do zainstalowania na urzadzeniu mobilnym, wspétpracujace z ustugami w Apli-
kacji i umozliwiajgce potwierdzenie danych osobowych w ustudze mObywatel. Korzysta-
nie z mWeryfikatora odbywa sie na odrebnie okreslonych zasadach.

NRA — Naczelna Rada Adwokacka.

Ogolne rozporzadzenie o ochronie danych — rozporzgdzenie Parlamentu Europejskiego i
Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osdb fizycznych w
zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych oraz uchylenia dyrektywy 95/46/WE (Dz. Urz. UE L 119 z 04.05.2016, str. 1, z pdin.
zm.).

Regulamin — Regulamin Aplikacji.

Ustuga Legitymacja adwokacka — ustuga, o ktérej mowa w art. 19e ust. 2 pkt 2 ustawy o
informatyzacji, dostepna na urzadzeniu mobilnym Uzytkownika w Aplikacji, ktérej wyko-
rzystywanie odbywa sie na warunkach okreslonych w ustawie o informatyzacji.
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11.

12.

13.

Ustuga mObywatel — ustuga Ministra, o ktérej mowa w art. 19e ust. 2 pkt 1 ustawy o in-
formatyzacji, dostepna w Aplikacji, ktéra pozwala na pobranie danych osobowych Uzyt-
kownika z rejestru PESEL oraz Rejestru Dowoddw Osobistych, przechowywanie ich w za-
szyfrowanej formie na urzadzeniu mobilnym Uzytkownika, okazywanie danych Uzytkow-
nika innym osobom w celu potwierdzenia tozsamosci Uzytkowania, a takze przekazywa-
nie danych osobowych Uzytkownika do innych systemdw teleinformatycznych w celu sko-
rzystania z ustug oferowanych przez podmioty publiczne lub niepubliczne.

Ustawa o informatyzacji — Ustawa z dnia 17 lutego 2005 r. o informatyzacji dziatalnosci
podmiotéw realizujgcych zadania publiczne (Dz. U. z 2021 r. poz. 2070, z pdzn. zm.).
Uzytkownik — osoba posiadajaca Legitymacje adwokackg, ktéra korzysta na urzadzeniu
mobilnym z Aplikacji. Pojecie moze by¢ uzywane w Regulaminie odpowiednio w lub w
liczbie pojedynczej ,,Uzytkownik” lub w liczbie mnogiej ,Uzytkownicy”.

§ 2. Informacje ogdlne

1.

Niniejszy dokument stanowi zatgcznik do Regulaminu, ktéry okresla w szczegdlnosci wa-
runki techniczne oraz postanowienia licencyjne dotyczgce korzystania z Aplikacji. Regula-
min udostepniony jest nieodptatnie w Aplikacji oraz na stronie podmiotowej Ministra w

Biuletynie Informacji Publicznej, w formacie PDF, ktéry umozliwia jego pobranie, utrwale-

nie i wydrukowanie.

Podstawe prawng pobrania danych w ramach ustugi Legitymacja adwokacka stanowi art.
19e ust. 2 pkt 2 ustawy o informatyzacji, zgodnie z ktérym Minister zapewnia dziatanie
systemu teleinformatycznego, ktéry pozwala, przy uzyciu Aplikacji , na pobranie doku-
mentu elektronicznego zawierajgcego dane dotyczgce sytuacji prawnej Uzytkownika lub
praw mu przystugujacych.

Za zgodno$¢ danych zawartych w ustudze Legitymacja adwokacka odpowiada Uzytkownik,
ktory jest zobowigzany do aktualizacji danych, jezeli dane te ulegty zmianie i posiada o
nich wiedze. W przypadku stwierdzenia, ze dane znajdujgce sie w ustudze Legitymacja ad-
wokacka sg nieprawidtowe lub nieaktualne, nalezy zgtosic¢ sie do okregowej rady adwo-
kackiej.

Korzystanie z ustugi Legitymacja adwokacka nie zwalnia z obowigzkéw wynikajacych z
przepisdw prawa. Zbieranie danych innych Uzytkownikdw, postugiwanie sie nimi czy ich
publikacja podlegajg ograniczeniom prawnym wynikajgcym m.in. z przepisdw stuzgcych
ochronie danych osobowych, débr osobistych i prywatnosci.

Aplikacja umozliwia pobranie ustugi Legitymacja adwokacka posiadaczowi legitymacji ad-
wokackiej, wskazanemu w KRAIAA, ktdry zaloguje sie do Aplikacji, bez konieczno$ci wnio-
skowania o nia.

Instalacja dostarczanych cyklicznie przez Ministra aktualizacji Aplikacji jest konieczna dla
jej prawidtowego dziatania i nalezytego zabezpieczenia zawartych w niej danych. Instalo-
wanie takich aktualizacji powinno nastgpi¢ niezwtocznie po ich udostepnieniu za pomoca
sklepdéw z aplikacjami.
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§ 3. Ustuga Legitymacja adwokacka

1.

Ustuga Legitymacja adwokacka pozwala na pobranie przez Uzytkownika danych z KRAIAA
oraz z ustugi mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzgdzeniu
mobilnym Uzytkownika, a takze ich okazywanie lub przekazywanie.

Pobranie ustugi Legitymacja adwokacka i korzystanie z niej jest nieodptatne. Korzystanie
przez Uzytkownika z ustug transmisji danych lub potgczen gtosowych w zwigzku z pobra-
niem lub korzystaniem z ustugi Legitymacja adwokacka moze wigza¢é sie z optatami nali-
czanymi przez operatora telekomunikacyjnego, ktéry swiadczy Uzytkownikowi ustugi tele-
komunikacyjne.

Dane dostepne w ustudze Legitymacja adwokacka pochodzg z KRAIAA i zostaty pobrane
przez osobe, ktéra zostata uwierzytelniona Certyfikatem.

Postugiwanie sie ustugg Legitymacja adwokacka przez Uzytkownikéw jest dobrowolne i
nie jest prawnym obowigzkiem obywateli Rzeczypospolitej Polskiej wykonujgcych zawéd
adwokata.

Do aktywacji i aktualizacji ustugi Legitymacja adwokacka niezbedne jest posiadanie waz-
nego wpisu na liste aplikantéw adwokackich, adwokatéw lub prawnikéw zagranicznych
prowadzong przez wtasciwg okregowgq rade adwokacka.

§ 4. Uzytkownicy

Uzytkownikami korzystajgcymi z ustugi Legitymacja adwokacka mogg by¢ wytgcznie osoby, ktore

spetniajg dwa ponizsze warunki:

1) majg wazny Certyfikat;

2) posiadajg wpis na liste aplikantéw adwokackich, adwokatéw lub prawnikéw zagranicz-

nych prowadzong przez wtasciwg okregowa rade adwokacka.

§ 5. Aktywacja ustugi Legitymacja adwokacka

1.

Aktywacja ustugi Legitymacja adwokacka w Aplikacji polega na:
1) zalogowaniu do Aplikacji;
2) wybraniu , Legitymacja adwokacka” z listy dostepnych ustug;
3) potwierdzeniu tozsamosci Uzytkownika przy uzyciu Certyfikatu;
4) pobraniu danych Uzytkownika oraz jego uprawnien.
Waznosc ustugi Legitymacja adwokacka powigzana jest z waznoscig Certyfikatu.
Certyfikat jest wykorzystywany do:
1) pobraniai podpisania danych w Legitymacji adwokackie;j;
2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym
pobieranym z KRAIAA;
3) zapewnienia, ze przekazywane dane w ramach ustugi Legitymacja adwokacka sg
tozsame z danymi pobranymi z KRAIAA oraz ustugi mObywatel.
Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych z
KRAIAA niezbedne jest aktywne potgczenie internetowe.
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5. Uzytkownik moze aktywowaé ustuge Legitymacja adwokacka i pobraé dane z KRAIAA na
jednym urzadzeniu mobilnym.

6. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, ustuga Legitymacja adwo-
kacka nie oferuje funkcji eksportu ani importu danych.

7. Dostep do danych przechowywanych w ustudze Legitymacja adwokacka jest zabezpie-
czony hastem w Aplikacji zgodnie z regulaminem Aplikacji.

§ 6. Funkcje ustugi Legitymacja adwokacka dla Uzytkownikéw ustugi mObywatel

1. Prawidtowo aktywowana ustuga Legitymacja adwokacka umozliwia Uzytkownikowi korzy-
stanie z nastepujacych funkcji:

1) okazanie danych Uzytkownika, o ktérych mowa w § 7 ust. 6;

2) przekazanie danych Uzytkownika w celu weryfikacji (funkcja ,,Przekaz”);

3) aktualizowanie danych Uzytkownika (funkcja ,Aktualizuj”);

4) usuniecie ustugi Legitymacja adwokacka z Aplikacji (funkcja ,,Usuni Legitymacje ad-
wokacka”).

2. Uzytkownik moze okazac innej osobie ustuge Legitymacja adwokacka. Funkcja dostepna
jest po uruchomieniu Aplikacji i po wybraniu ustugi Legitymacja adwokacka. Ekran prezen-
tacji danych uwierzytelniajg elementy zabezpieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej
Polskiej, w ktérym kolory zmieniajg sie pod wptywem zmiany potozenia zyroskopu
urzadzenia;

2) ruchomego elementu graficznego prezentujacego biato-czerwong flage Rzeczypo-
spolitej Polskiej;

3) gilosza umieszczonego jako tto ustugi Legitymacja adwokacka, w ktorym kolory
zmieniajg sie pod wptywem zmiany potfozenia zyroskopu urzgdzenia;

4) zegara mierzacego aktualny czas liczony w godzinach, minutach i sekundach, zmie-
niajgcy sie dynamicznie wraz z uptywem czasu.

3. Funkcja ,Przekaz” pozwala na przekazanie do weryfikacji aplikacji mWeryfikator danych
Uzytkownika ustugi Legitymacja adwokacka w postaci kodu QR. Przekazanie danych prze-
biega w nastepujacy sposob:

1) Uzytkownik ustugi Legitymacja adwokacka wywotuje funkcje , Przekaz”;

2) w ustudze Legitymacja adwokacka wyswietla sie graficzny, kwadratowy kod QR,
ktéry zawiera informacje o czasie jego wygenerowania. Po zamknieciu Aplikacji lub
wygasnieciu jej sesji, przekazanie danych wymaga ponownego wygenerowania
kodu QR;

3) uzytkownik mWeryfikatora odczytuje kod QR za pomocg aparatu fotograficznego
swojego urzgdzenia mobilnego;

4) nastepuje przekazanie danych zawartych w kodzie QR do urzadzenia mobilnego
uzytkownika mWeryfikatora. mWeryfikator nie przechowuje pobranych danych.

4. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu
Certyfikatu.
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5.

Usuniecie ustugi Legitymacja adwokacka Uzytkownika nastepuje réwniez automatycznie
w przypadku dezaktywacji ustugi mObywatel.

§ 7. Prywatnos$¢ i bezpieczeristwo

1.

Administratorem danych osobowych Uzytkownika pobieranych z KRAIAA jest Naczelna
Rada Adwokacka z siedzibg przy ul. Swietojerskiej 16, 00-202 Warszawa. Wyzej wymie-
niony Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym - w sprawach doty-
czacych przetwarzania danych osobowych - mozna kontaktowac sie korespondencyjnie:
Naczelna Rada Adwokacka z siedzibg przy ul. Swietojerskiej 16, 00-202 Warszawa z dopi-
skiem ,,Do inspektora ochrony danych” badz mailowo: IOD@nra.pl

Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie jest Minister
majgcy swg siedzibe w Kancelarii Prezesa Rady Ministrow, al. Ujazdowskie 1/3, 00-583
Warszawa.

Z administratorem mozna sie kontaktowaé na podany wyzej adres lub na adres: ul. Kro-
lewska 27, 00-060 Warszawa lub elektronicznie na adres: Kancelaria.Krolew-
ska@mc.gov.pl lub na adres skrytki ePUAP: /MAIC/SkrytkaESP.

Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym - w sprawach zwigzanych z

przetwarzaniem danych osobowych - mozna kontaktowac sie mailowo: iod@mc.gov.pl.

W ramach ustugi Legitymacja adwokacka w Aplikacji przechowuje sie nastepujace dane:

1) pierwsze imie Uzytkownika ustugi Legitymacja adwokacka;

2) drugie imie Uzytkownika;

3) nazwisko Uzytkownika;

4) numer PESEL Uzytkownika;

5) wizerunek twarzy Uzytkownika;

6) numer wpisu na liste adwokatow/aplikantéw adwokackich;

7) data wydania dokumentu;

8) data waznosci dokumentu;

9) nazwa izby adwokackiej;

10) organ wydajacy legitymacje;

11) rodzaj uprawnienia.

Osobie, ktérej dane sg przetwarzane w systemie teleinformatycznym, o ktérym mowa w
art. 19e ust. 2 ustawy o informatyzacji, przystuguje w dowolnym momencie — zgodnie z
Ogélnym rozporzadzeniem o ochronie danych:

1) prawo dostepu do tresci danych;

2) prawo do sprzeciwu wobec przetwarzania danych;

3) prawo do ograniczenia przetwarzania danych osobowych przez Ministra; w takim
przypadku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do
czasu wyjasnienia sprawy (poza ich przechowywaniem);

4) prawo do wniesienia skargi do organu nadzorczego.

Minister gromadzi dane statystyczne dotyczace ustugi Legitymacja adwokacka w zakresie
liczby:
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10.

11.

12.

13.

14.

15.

16.

17.

18.

1) aktywacji ustugi Legitymacja adwokacka;

2) akgcji aktualizacji danych i wydania Certyfikatow;

3) zgtoszonych utrat telefondw;

4) zgtoszonych probleméw.
Dane, o ktérych mowa w ust. 5, sg przetwarzane wytacznie w trakcie korzystania z ustugi
Legitymacja adwokacka i w celu dostarczenia obywatelom ustugi umozliwiajgcej prezenta-
cje danych z KRAIAA oraz zapewnienia bezpieczenistwa teleinformatycznego i bezpieczen-
stwa obrotu prawnego.
Dane, o ktérych mowa w ust. 5, przechowywane sg do roku od dnia utraty Legitymacji ad-
wokackiej. Dane nie sg przetwarzane w celach marketingowych.
Minister nie gromadzi informacji o skorzystaniu przez Uzytkownikéw z funkcji elektronicz-
nego przekazania danych.
Minister jest podmiotem przetwarzajgcym dane, o ktérych mowa w ust. 5 na podstawie
porozumienia zawartego z Administratorem danych (NRA).
Dane osobowe przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19e
ust. 2 ustawy o informatyzacji, nie beda podlegaty zautomatyzowanemu podejmowaniu
decyzji, w tym profilowaniu.
Dane osobowe, o ktérych mowa w ust. 5, bedg mogty by¢ rowniez przetwarzane przez:
Centralny Osrodek Informatyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa oraz Nau-
kowga i Akademicka Sie¢ Komputerowg - Panstwowy Instytut Badawczy, ul. Kolska 12, 01-
045 Warszawa jako odpowiednio:

1) podmiot przetwarzajacy dane osobowe;
2) dalszy podmiot przetwarzajgcy dane osobowe.

Dane osobowe mogg by¢ przekazywane do organéw publicznych i urzedéw panstwowych
lub innych podmiotéw upowaznionych na podstawie przepiséw prawa lub wykonujgcych
zadania realizowane w interesie publicznym lub w ramach sprawowania wtadzy publicz-
nej.
Dane przetwarzane sg na podstawie art. 6 ust.1 lit. e RODO w zwigzku z art. 19e — 19j
ustawy z dnia 17 lutego 2005 r. o informatyzacji dziatalnosci podmiotow realizujgcych za-
dania publiczne (Dz.U. z 2021 r. poz. 2070, z pdzn. zm.).
Celem przetwarzania danych jest mozliwos¢ korzystania z ustugi Legitymacja adwokacka
w aplikacji mObywatel.
Dane osobowe nie sg przekazywane do panstw trzecich oraz organizacji miedzynarodo-
wych.
Uruchomienie ustugi w Aplikacji jest dobrowolne, ale wigze sie z przetwarzaniem danych
osobowych w zakresie niezbednym do $wiadczenia ustugi. Niepodanie danych bedzie
skutkowato brakiem mozliwosci skorzystania z ustugi.
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§ 8. Odpowiedzialnos¢

1. Uzytkownik ponosi petng odpowiedzialnos¢ za naruszenie prawa badz szkode wyrzagdzong
dziataniem Uzytkownika zwigzanym z korzystaniem przez niego z ustugi Legitymacja ad-
wokacka, w szczegdlnosci postuzeniem sie lub podaniem do wiadomosci publicznej da-
nych innych Uzytkownikdéw uzyskanych za pomoca funkcji oferowanych przez ustuge Legi-
tymacja adwokacka, w tym naruszenie ich débr osobistych, prywatnosci lub zasad prze-
twarzania danych osobowych.

2. Minister nie ponosi odpowiedzialnosci za:

1) szkody bedace wynikiem nieaktualizowania Aplikacji przez Uzytkownika lub nieza-
stosowania sie do zalecen okreslonych w Regulaminie;

2) szkody bedace wynikiem postuzenia sie ustugg Legitymacja adwokacka w sytuacji
gdy ustugi te zawierajg nieaktualne dane o uprawnieniach;

3) szkody bedace wynikiem korzystania przez Uzytkownika z ustugi Legitymacja ad-
wokacka w sposéb niezgodny z prawem lub Regulaminem;

4) jakos¢ i dostepnosé ustug telekomunikacyjnych niezbednych do korzystania z
ustugi Legitymacja adwokacka $wiadczonych przez operatora telekomunikacyj-
nego, z ktérego ustug korzysta Uzytkownik;

5) nieprawidtowosci funkcjonowania ustugi Legitymacja adwokacka wynikajgce z nie-
prawidtowosci dziatania systemu operacyjnego lub urzadzenia mobilnego, z kté-
rego korzysta Uzytkownik.

3. Minister przewiduje dalszy rozwdj Aplikacji oraz wprowadzanie nowych funkcji w przy-
sztosci, co moze powodowac koniecznos¢ aktualizowania ustugi Legitymacja adwokacka,
w tym powstanie obowigzku potwierdzania zapoznania sie z nowymi wersjami Regula-
minu. O rozszerzeniu funkcji i wynikajgcych z nich zmian w uzytkowaniu Minister infor-
muje na swojej stronie podmiotowej w Biuletynie Informacji Publicznej.

4. Ze wzgledu na specyfike technologii informatycznych korzystanie z funkc;ji ustugi Legity-
macja adwokacka wymagajgcych dostepu do Internetu (aktywacja, aktualizacja danych)
moze by¢ realizowane z przerwami lub z ograniczeniami wynikajgcymi z mocy obliczenio-
wej infrastruktury informatycznej Ministra.

§ 9. Postanowienia koncowe

1. Uzytkownik w dowolnym momencie moze zakonczy¢ korzystanie z ustugi Legitymacja ad-
wokacka poprzez jej dezaktywowanie w Aplikacji lub odinstalowanie Aplikacji z urzadze-
nia mobilnego.

2. Regulamin moze ulec zmianie wraz z kolejnymi wydaniami ustugi Legitymacja adwokacka.
Zmiana jest wigzgca dla Uzytkownikow, ktorzy zainstalujg takie wydanie ustugi Legityma-
cja adwokacka oraz zaakceptujg zmienione brzmienie Regulaminu.

3. Regulamin jest udostepniony nieodptatnie w Aplikacji z mozliwoscig jego pobrania, utrwa-
lenia i wydrukowania.
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