Ustuga Legitymacja emeryta-rencisty w aplikacji mObywatel

Legitymacja emeryta-rencisty to cyfrowy dokument z odwzorowaniem uprawnien emeryta lub rencisty.
Dzieki niej mozna skorzystaé ze znizek i ulg.

§ 1. Definicje:

1.

10.

Aplikacja — aplikacja mObywatel, ktdra stanowi publiczng aplikacje mobilng, o ktérej mowa w
art. 19e ustawy o informatyzacji. Warunki udostepnienia oraz zapewnienia rozwoju publicznej
aplikacji mobilnej okredlajg art. 19e-19i ustawy o informatyzacji oraz Regulamin.

Certyfikat — poswiadczenie, o ktérym mowa w art. 19e ust. 2a ustawy o informatyzacji, pozwala-
jace na potwierdzenie integralnosci i pochodzenia dokumentéw elektronicznych oraz potwier-
dzenie lub przekazanie danych osobowych Uzytkownika.

Legitymacja emeryta-rencisty — dokument wydany przez terenowg jednostke organizacyjng Za-
ktadu Ubezpieczen Spotecznych wiasciwg w sprawach wydawania decyzji dotyczacych $wiadczen
lub ich wyptaty. Legitymacja emeryta-rencisty jest wydawana w formie:

1) Spersonalizowanej karty identyfikacyjnej wykonanej z tworzywa sztucznego, zwanej dalej
»legitymacjg”;

2) Dokumentu elektronicznego przechowywanego i okazywanego przy uzyciu aplikacji mo-
bilnej, o ktérej mowa w art. 19e ust. 1 ustawy o informatyzacji zwanego dalej ,,mLegity-
macja”.

Minister — minister wiasciwy do spraw informatyzacji — Minister Cyfryzacji, z siedzibg w Warsza-
wie (00-583), Aleje Ujazdowskie 1/3.
Ustuga mObywatel — ustuga Ministra, o ktérej mowa w art. 19e ust. 2 pkt 1 ustawy o informaty-
zacji, dostepna w Aplikacji, ktéra pozwala na pobranie danych osobowych Uzytkownika z rejestru
PESEL oraz Rejestru Dowoddw Osobistych, przechowywanie ich w zaszyfrowanej formie na urza-
dzeniu mobilnym Uzytkownika, okazywanie danych Uzytkownika innym osobom w celu potwier-
dzenia jego tozsamosci, a takze przekazywanie danych osobowych Uzytkownika do innych syste-
mow teleinformatycznych w celu skorzystania z ustug oferowanych przez podmioty publiczne lub
niepubliczne.
mWeryfikator — oprogramowanie Ministra, stanowigce element systemu publicznej aplikacji mo-
bilnej, o ktorej mowa w art. 19e ustawy o informatyzacji, przeznaczone do zainstalowania na
urzadzeniu mobilnym, wspdtpracujace z ustugami w Aplikacji i umozliwiajgce potwierdzenie da-
nych osobowych w ustudze mObywatel. Korzystanie z mWeryfikatora odbywa sie na odrebnie
okreslonych zasadach.
Ogolne rozporzadzenie o ochronie danych (RODO) — rozporzadzenie Parlamentu Europejskiego i
Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku
z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (Dz. Urz. UE L 119 z 4.05.2016, str. 1, z pdin. zm.).
Minister Rodziny i Polityki Spotecznej — minister wiasciwy do okreslenia wzoru legitymacji eme-
ryta-rencisty w drodze rozporzadzenia wydanego na podstawie art. 68 ust. 4 ustawy z dnia 13
pazdziernika 1998 r. o systemie ubezpieczen spotecznych (Dz.U. z 2022 r. poz. 1009, 1079, 1115,
1265, 1933 2185).
Regulamin — regulamin Aplikacji.
Rejestr Zaktadu Ubezpieczen Spotecznych (Rejestr ZUS) — rejestr przechowujacy dane Uzytkow-
nikow posiadajgcych wazing legitymacje emeryta lub rencisty.
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11. Ustawa o informatyzacji — Ustawa z dnia 17 lutego 2005 r. o informatyzacji dziatalnosci podmio-

téw realizujgcych zadania publiczne (Dz.U. z 2021 r. poz. 2070, z pdzn. zm.).

12. Uzytkownik — osoba korzystajgca z ustugi Legitymacji emeryta-rencisty w Aplikacji. Pojecie moze

by¢ uzywane w niniejszym dokumencie odpowiednio w liczbie mnogiej ,,Uzytkownicy” lub w licz-
bie pojedynczej ,,Uzytkownik”.

§ 2. Informacje ogdlne

1.

Niniejszy dokument stanowi zatacznik do Regulaminu, ktéry okresla m.in. warunki techniczne
oraz postanowienia licencyjne dotyczgce korzystania z Aplikacji. Regulamin udostepniony jest
nieodptatnie na stronie podmiotowej Ministra w Biuletynie Informacji Publicznej, w formacie

PDF, ktéra umozliwia jego pobranie, utrwalenie i wydrukowanie.

Podstawe prawng pobrania danych mLegitymacji stanowi art. 19e ust. 2 pkt 2 ustawy o informa-
tyzacji, zgodnie z ktérym Minister zapewnia dziatanie systemu teleinformatycznego, ktéry po-
zwala, przy uzyciu publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego zawie-
rajgcego dane dotyczgce sytuacji prawnej Uzytkownika lub praw mu przystugujacych oraz § 3
ust. 1 pkt 2 rozporzadzenia Ministra Rodziny i Polityki Spotecznej z dnia 3 marca 2022 w sprawie
legitymacji emeryta-rencisty, zgodnie z ktérym mlLegitymacja wydawana jest przez udostepnie-
nie danych umozliwiajgce ich pobranie w ramach ustugi pozwalajgcej na obstuge mLegitymac;ji
przy uzyciu publicznej aplikacji mobilne;j.

Za zgodnos$¢ danych osobowych zawartych w mLegitymacji odpowiada Uzytkownik, ktéry jest
zobowigzany do ich aktualizacji. W przypadku stwierdzenia, ze dane znajdujgce sie na mLegity-
macji s nieprawidtowe lub nieaktualne, nalezy zgtosi¢ ten fakt do Zaktadu Ubezpieczen Spotecz-
nych.

Korzystanie z ustugi mLegitymacji nie zwalnia Uzytkownika z obowigzkéw wynikajacych z przepi-
sOw prawa. Zbieranie danych innych Uzytkownikdw, postugiwanie sie nimi czy ich publikacja
podlegajg ograniczeniom prawnym wynikajgcym m.in. z przepisow stuzgcych ochronie danych
osobowych, débr osobistych i prywatnosci.

Aplikacja umozliwia pobranie mLegitymacji osobie, ktérej dane znajdujg sie w Rejestrze ZUS. Po-
branie mLegitymacji mozliwe jest bez koniecznosci wnioskowania o nig oraz po zalogowaniu sie
do Aplikacji.

Instalacja dostarczanych cyklicznie przez Ministra aktualizacji Aplikacji jest konieczna dla jej pra-
widtowego dziatania i nalezytego zabezpieczenia zawartych w niej danych. Zaleca sie instalowa-
nie takich aktualizacji niezwtocznie po ich udostepnieniu za pomocg sklepdw z aplikacjami.

§ 3. Ustuga Legitymacja emeryta-rencisty (Ustuga mLegitymacja)

1.

Ustuga mlLegitymacja pozwala na pobranie przez Uzytkownika, danych z bazy Rejestru ZUS oraz z
ustugi mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urzgdzeniu mobilnym
Uzytkownika, a takze ich okazywanie lub przekazywanie.

Pobranie mLegitymacji i korzystanie z niej jest nieodptatne. Korzystanie przez Uzytkownika

z ustug transmisji danych lub potgczen gtosowych w zwigzku z pobraniem lub korzystaniem z
mlLegitymacji moze wigzac sie z optatami naliczanymi przez operatora telekomunikacyjnego,
ktory swiadczy Uzytkownikowi ustugi telekomunikacyijne.

Dane dostepne w ustudze mLegitymacji pochodzg z Rejestru ZUS oraz Ustugi mObywatel i zostaty
pobrane przez osobe, ktéra zostata uwierzytelniona Certyfikatem.
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4. Postugiwanie sie mLegitymacjg przez Uzytkownikow jest dobrowolne i nie jest prawnym obo-

wigzkiem obywateli Rzeczypospolitej Polskiej.

5. Do aktywacji i aktualizacji ustugi mLegitymacji niezbedne jest posiadanie waznego Certyfikatu.

§ 4. Uzytkownicy

Uzytkownikami korzystajgcymi z ustugi Legitymacji emeryta-rencisty mogg by¢ wytgcznie osoby majace

obywatelstwo polskie, ktore spetniajg jednoczesnie dwa ponizsze warunki:

1) majg wazny Certyfikat;

2) posiadajg wazng decyzje ZUS o przyznaniu lub zawiadomienie o podjeciu wyptaty emerytury lub

renty.

§ 5. Aktywacja ustugi Legitymacja emeryta-rencisty

1. Aktywacja ustugi mLegitymacji w Aplikacji:

1a) jesli na telefonie jest juz zainstalowana aplikacja mObywatel nalezy:

uruchomi¢ aplikacje mObywatel i zalogowac sie do niej,

na pulpicie aplikacji wybraé opcje ,,Dodaj dokument” - w dolnej czesci ekranu,
na wyswietlonej liscie dokumentéw wskazaé: Legitymacja emeryta - rencisty
na pulpicie aplikacji pojawi sie ikona legitymacji.

1b) jesli na telefonie nie ma zainstalowanej aplikacji mObywatel nalezy,

pobrad i zainstalowad Aplikacje mObywatel, aplikacja znajduje sie wytgcznie w skle-
pach:

' Google Play lub

) App Store.

uruchomi¢ aplikacje i wybra¢ opcje ,,Zaczynamy”,

zaakceptowad regulamin oraz polityke prywatnosci,

wyrazi¢ zgode dla systemu Android lub iOS na uzywanie zasobdw systemowych,
wybrac funkcje ,,Dalej” a nastepnie nazwad swoje urzgdzenie i ustawic hasto,
hasto musi mie¢ minimum 8 znakdw i co najmniej: jedng duzg, jedng mata litere,
jedng cyfre, jeden znak specjalny,

nastepnie nalezy wybrac¢ opcje ,Dodaj swdj pierwszy dokument”, wybierajac z listy
Legitymacje emeryta — rencisty,

potwierdzi¢ tozsamos$é” przy uzyciu wybranego srodka identyfikacji elektronicznej
(profil zaufany, E-dowdéd, wybrane banki).

Waznos¢ ustugi mLegitymacji powigzana jest z waznoscig Certyfikatu.

3. Certyfikat jest wykorzystywany do:

1) pobraniai podpisania danych w mLegitymac;ji;

2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym pobie-

ranym z Rejestru ZUS;

3) zapewnienia, ze przekazywane dane w ramach mLegitymacji sg tozsame z danymi pobra-

nymi z Rejestru ZUS oraz ustugi mObywatel.

4. Do potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfikatu oraz pobrania danych z Reje-

stru ZUS niezbedne jest aktywne potfgczenie internetowe.

5. Uzytkownik moze aktywowaé mLegitymacje i pobrac¢ dane z Rejestru ZUS na jednym urzadzeniu.
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6. Poza funkcjami prezentacji uprawnien, a takze ich weryfikacji, mLegitymacja nie oferuje funkgji
eksportu ani importu danych.

7. Dostep do danych przechowywanych w mLegitymacji jest zabezpieczony hastem w Aplikacji
zgodnie z Regulaminem .

§ 6. Funkcje ustugi Legitymacji emeryta-rencisty dla Uzytkownikéw ustugi mObywatel

1. Prawidtowo aktywowana mLegitymacja umozliwia Uzytkownikowi korzystanie z nastepujgcych
funkcji:

1) okazanie danych na ekranie urzgdzenia Uzytkownika, o ktérych mowa w § 7 ust. 6;

2) przekazanie danych Uzytkownika do mWeryfikatora w celu weryfikacji (funkcja ,,Prze-
kaz”);

3) aktualizowanie danych Uzytkownika (funkcja ,Aktualizuj”);

4) usuniecie ustugi mLegitymacji z Aplikacji (funkcja ,,Odinstaluj ustuge”).

2. Uzytkownik moze okazaé innej osobie mLegitymacje. Funkcja dostepna jest po uruchomieniu
Aplikacji i po wybraniu mLegitymacji. Ekran prezentacji danych uwierzytelniajg elementy zabez-
pieczen wizualnych w postaci:

1) hologramu stanowigcego wizerunek orta ustalony jak dla godta Rzeczypospolitej Polskiej,
w ktérym kolory zmieniaja sie pod wptywem zmiany potozenia zyroskopu urzadzenia;

2) ruchomego elementu graficznego, prezentujgcego biato-czerwong flage Rzeczypospolitej
Polskiej;

3) gilosza umieszczonego jako tto mLegitymac;ji, w ktérym kolory zmieniajg sie pod wpty-
wem zmiany pofozenia zyroskopu urzgdzenia;

4) zegara mierzacego aktualny czas liczony w godzinach, minutach i sekundach, zmieniajacy
sie dynamicznie wraz z biegiem czasu.

3. Funkcja ,Przekaz” pozwala na przekazanie do weryfikacji aplikacji mWeryfikator danych Uzyt-
kownika ustugi mLegitymacji w postaci kodu QR. Przekazanie danych przebiega w nastepujacy
sposob:

1) Uzytkownik ustugi Legitymacji emeryta-rencisty wywotuje funkcje ,,Przekaz”;

2) w mlLegitymacji wyswietla sie graficzny, kwadratowy kod QR, ktéry zawiera informacje o
czasie jego wygenerowania. Po zamknieciu Aplikacji lub wygasnieciu jej sesji, przekazanie
danych wymaga ponownego wygenerowania kodu QR;

3) uzytkownik mWeryfikatora odczytuje kod QR za pomocg aparatu fotograficznego urza-
dzenia mobilnego, ktorym sie postuguje;

4) nastepuje przekazanie danych zawartych w kodzie QR do urzgdzenia mobilnego uzytkow-
nika mWeryfikatora. mWeryfikator nie przechowuje pobranych danych.

4. Funkcja aktualizacji danych wymaga potwierdzenia tozsamosci Uzytkownika przy uzyciu Certyfi-
katu.

5. Usuniecie mLegitymacji Uzytkownika nastepuje rowniez automatycznie w przypadku dezaktywa-
cji ustugi mObywatel.

§ 7. Prywatnosc¢ i bezpieczenstwo

1. Administratorem danych osobowych Uzytkownika pobieranych z Rejestru ZUS, o ktérych mowa
w ust. 9 jest ZUS, z siedzibg przy ul.Szmocka 3/5, 01-748, Warszawa.
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10.

11.

12.

Wyzej wymieniony Administrator powotat Inspektora Ochrony Danych, z ktdrym mozna kontak-
towac sie w sprawach dotyczacych przetwarzania danych osobowych korespondencyjnie na ad-
res: Inspektor Ochrony Danych, Zaktad Ubezpieczen Spotecznych, ul. Szamocka 3, 5, 01-748 War-
szawa, badz na adres e-mail: ODO@zus.pl.

Administratorem danych osobowych Uzytkownika zawartych w Certyfikacie oraz w ustudze mO-
bywatel, tj. imie i nazwisko, wizerunek twarzy oraz numer PESEL Uzytkownika jest Minister, ma-
jacy swa siedzibe w Kancelarii Prezesa Rady Ministrow, al. Ujazdowskie 1/3, 00-583 Warszawa.
Z Administratorem mozna sie kontaktowac na podany wyzej w ust.3 adres lub na adres ul. Kro-
lewska 27, 00-060 Warszawa lub elektronicznie, na adres: Kancelaria.Krolewska@mc.gov.pl lub
na adres skrytki ePUAP: /MAIC/SkrytkaESP.

Administrator wyznaczyt Inspektora Ochrony Danych, z ktérym mozna sie kontaktowaé w spra-

wach zwigzanych z przetwarzaniem danych osobowych przez Ministra bezposrednio pod adre-
sem: iod@mc.gov.pl.

Dane przetwarzane sg na podstawie art. 6 ust.1 lit. e RODO w zwigzku z art. 19e — 19j Ustawy z
dnia 17 lutego 2005 r. o informatyzacji dziatalnosci podmiotdw realizujgcych zadania publiczne
(Dz.U. z 2021 r. poz. 2070, z pdzn. zm.).

Celem przetwarzania danych jest mozliwos¢ korzystania z mLegitymacji w aplikacji mObywatel.
Zgodnie z art. 19h ustawy o informatyzacji Minister przetwarza w Systemie dane osobowe uzyt-
kownikéw Aplikacji w zakresie niezbednym do obstugi dokumentéw elektronicznych oraz realiza-
cji czynnosci, o ktorych mowa w art. 19e, a takze zapewnienia bezpieczenistwa teleinformatycz-
nego i bezpieczenstwa obrotu prawnego. Dane przetwarzane sg przez okres 6 lat od dnia ostat-
niej aktywnosci uzytkownika w Systemie. Dane nie sg przetwarzane w celach marketingowych.
W ramach mLegitymacji w Aplikacji przetwarza sie nastepujace dane:

1) pierwsze imie Uzytkownika mLegitymacji;

2) drugie imie Uzytkownika;

3) nazwisko Uzytkownika;

4) numer PESEL Uzytkownika;

5) numer Legitymacji;

6) wizerunek twarzy Uzytkownika;

7) rodzaj Swiadczenia;

8) termin waznosci mLegitymacji;

9) Oznaczenie organu rentowego, ktéry wydat mLegitymacje.

Osobie, ktérej dane sg przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19e
ust. 2 ustawy o informatyzacji, przystuguje w dowolnym momencie — zgodnie z Ogdélnym rozpo-
rzgdzeniem o ochronie danych:

1) prawo dostepu do tresci danych;

2) prawo do sprzeciwu do przetwarzania danych;

3) prawo do ograniczenia przetwarzania danych osobowych przez Ministra; w takim przy-
padku Minister oznaczy te dane i nie bedzie ich przetwarzat w systemie do czasu wyja-
$nienia sprawy (poza ich przechowywaniem).

Osobie, ktérej dane sg przetwarzane, przystuguje prawo do wniesienia skargi do Prezesa Urzedu
Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa.
Minister gromadzi dane statystyczne dotyczgce mLegitymacji w zakresie liczby:

1) aktywacji mLegitymac;ji;

2) akcji aktualizacji danych i wydania Certyfikatow;

Strona5/7


mailto:odo@zus.pl
mailto:Kancelaria.Krolewska@mc.gov.pl
mailto:iod@mc.gov.pl

3) zgtoszonych utrat telefondw;
4) zgtoszonych problemow.

13. Dane, o ktérych mowa w ust. 9 sg przetwarzane wytgcznie w trakcie korzystania z mLegitymacji i
w celu dostarczenia obywatelom ustugi umozliwiajgcej prezentacje danych z Rejestru ZUS oraz
zapewnienia bezpieczenstwa teleinformatycznego i bezpieczeristwa obrotu prawnego.

14. Minister nie gromadzi informacji o skorzystaniu przez Uzytkownikéw z funkcji elektronicznego
przekazania danych do mWeryfikatora.

15. Minister jest podmiotem przetwarzajgcym dane, o ktérych mowa w ust. 9, na podstawie porozu-
mienia zawartego z administratorem tych danych (ZUS).

16. Dane osobowe, o ktérych w ust. 9, bedg réwniez przetwarzane przez: Centralny Osrodek Infor-
matyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa oraz Naukowg i Akademicka Sie¢ Kompu-
terowa - Paiistwowy Instytut Badawczy, ul. Kolska 12, 01-045 Warszawa, jako odpowiednio:

1) podmiot przetwarzajacy dane osobowe,
2) dalszy podmiot przetwarzajgcy dane osobowe.

17. Dane osobowe mogg by¢ przekazywane do organdw publicznych i urzedéw panstwowych lub
innych podmiotéw upowaznionych na podstawie przepiséw prawa lub wykonujgcych zadania
realizowane w interesie publicznym lub w ramach sprawowania wtadzy publicznej.

18. Uruchomienie mLegitymacji w Aplikacji jest dobrowolne, ale wigze sie z przetwarzaniem danych
osobowych w zakresie niezbednym do sSwiadczenia ustugi. Niepodanie danych bedzie skutkowato
brakiem mozliwosci skorzystania z ustugi.

19. Dane osobowe, przetwarzane w systemie teleinformatycznym, o ktérym mowa w art. 19e ust. 2
ustawy o informatyzacji, nie bedg podlegaty zautomatyzowanemu podejmowaniu decyzji, w tym
profilowaniu.

20. Dane osobowe nie sg przekazywane do panistw trzecich oraz organizacji miedzynarodowych.

§ 8. Odpowiedzialnos¢

1. Minister informuje, ze Uzytkownik ponosi petng odpowiedzialno$¢ za naruszenie prawa badz
szkode wyrzgdzong dziataniem Uzytkownika zwigzanym z korzystaniem przez niego z mLegityma-
cji, w szczegdlnosci postuzeniem sie lub podaniem do wiadomosci publicznej danych innych Uzyt-
kownikow, uzyskanych za pomocg funkcji oferowanych przez mLegitymacje, w tym naruszenie
ich débr osobistych, prywatnosci lub zasad przetwarzania danych osobowych.

2. Minister informuje, ze w szczegdlnosci nie ponosi odpowiedzialno$ci za:

1) szkody bedgce wynikiem nieaktualizowania Aplikacji przez Uzytkownika lub niezastoso-
wania sie do zalecen okreslonych w Regulaminie;

2) szkody bedace wynikiem postuzenia sie mLegitymacjg w sytuacji gdy ustugi te zawierajg
nieaktualne dane o uprawnieniach;

3) szkody bedace wynikiem korzystania przez Uzytkownika z mLegitymacji w sposdb nie-
zgodny z prawem lub Regulaminem;

4) jakos¢ i dostepnosé ustug telekomunikacyjnych, niezbednych do korzystania z mLegityma-
cji, Swiadczonych przez operatora telekomunikacyjnego, z ktérego ustug korzysta Uzyt-
kownik;

5) nieprawidtowosci funkcjonowania mLegitymacji wynikajacych z nieprawidtowosci dziata-
nia systemu operacyjnego lub urzgdzenia mobilnego, z ktérego korzysta Uzytkownik.
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3. Minister przewiduje dalszy rozwadj Aplikacji oraz wprowadzania nowych funkcji w przysztosci, co
moze powodowac koniecznos$¢ aktualizowania mLegitymacji, w tym powstanie obowigzku po-
twierdzania zapoznania sie z nowymi wersjami Regulaminu. O rozszerzeniu funkcji i wynikajgcych
z nich zmian w uzytkowaniu Minister informuje na swojej stronie podmiotowej w Biuletynie In-

formacji Publicznej.

4. Minister informuje, ze ze wzgledu na specyfike technologii informatycznych korzystanie z funkcji
mLegitymacji wymagajacych dostepu do Internetu (aktywacja, aktualizacja danych) moze by¢ re-
alizowane z przerwami lub z ograniczeniami wynikajacymi z mocy obliczeniowej infrastruktury

informatycznej Ministra.
§ 9. Postanowienia koricowe

1. Uzytkownik w dowolnym momencie moze zakornczy¢ korzystanie z mLegitymacji poprzez odin-
stalowanie ustugi mLegitymacji w Aplikacji lub dezaktywacje Aplikacji w urzadzeniu mobilnym.

2. Regulamin moze ulec zmianie wraz z kolejnymi wydaniami mLegitymacji. Zmiana jest wigzgca dla
Uzytkownikdw, ktdrzy zainstalujg takie wydanie mLegitymacji. Jesli uzytkownik nie zgadza sie z
nowym brzmieniem Regulaminu ma mozliwos¢ w kazdej chwili odinstalowac Aplikacje.

3. Regulamin jest udostepniony nieodpfatnie w Aplikacji z mozliwoscia jego pobrania, utrwalenia i
wydrukowania.
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https://mc.bip.gov.pl/publiczna-aplikacja-mobilna/informacje-o-publicznej-aplikacji-mobilnej.html
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