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Usługa Legitymacja emeryta-rencisty w aplikacji mObywatel 

Legitymacja emeryta-rencisty to cyfrowy dokument z odwzorowaniem uprawnień emeryta lub rencisty. 

Dzięki niej można skorzystać ze zniżek i ulg. 

§ 1. Definicje:  

1. Aplikacja – aplikacja mObywatel, która stanowi publiczną aplikację mobilną, o której mowa w 

art. 19e ustawy o informatyzacji. Warunki udostępnienia oraz zapewnienia rozwoju publicznej 

aplikacji mobilnej określają art. 19e-19i ustawy o informatyzacji oraz Regulamin. 

2. Certyfikat – poświadczenie, o którym mowa w art. 19e ust. 2a ustawy o informatyzacji, pozwala-

jące na potwierdzenie integralności i pochodzenia dokumentów elektronicznych oraz potwier-

dzenie lub przekazanie danych osobowych Użytkownika. 

3. Legitymacja emeryta-rencisty – dokument wydany przez terenową jednostkę organizacyjną Za-

kładu Ubezpieczeń Społecznych właściwą w sprawach wydawania decyzji dotyczących świadczeń 

lub ich wypłaty. Legitymacja emeryta-rencisty jest wydawana w formie: 

1) Spersonalizowanej karty identyfikacyjnej wykonanej z tworzywa sztucznego, zwanej dalej 

„legitymacją”; 

2) Dokumentu elektronicznego przechowywanego i okazywanego przy użyciu aplikacji mo-

bilnej , o której mowa w art. 19e ust. 1 ustawy o informatyzacji zwanego dalej „mLegity-

macją”. 

4. Minister – minister właściwy do spraw informatyzacji – Minister Cyfryzacji, z siedzibą w Warsza-

wie (00-583), Aleje Ujazdowskie 1/3.  

5. Usługa mObywatel – usługa Ministra, o której mowa w art. 19e ust. 2 pkt 1 ustawy o informaty-

zacji, dostępna w Aplikacji, która pozwala na pobranie danych osobowych Użytkownika z rejestru 

PESEL oraz Rejestru Dowodów Osobistych, przechowywanie ich w zaszyfrowanej formie na urzą-

dzeniu mobilnym Użytkownika, okazywanie danych Użytkownika innym osobom w celu potwier-

dzenia jego tożsamości , a także przekazywanie danych osobowych Użytkownika do innych syste-

mów teleinformatycznych w celu skorzystania z usług oferowanych przez podmioty publiczne lub 

niepubliczne. 

6. mWeryfikator – oprogramowanie Ministra, stanowiące element systemu publicznej aplikacji mo-

bilnej, o której mowa w art. 19e ustawy o informatyzacji, przeznaczone do zainstalowania na 

urządzeniu mobilnym, współpracujące z usługami w Aplikacji i umożliwiające potwierdzenie da-

nych osobowych w usłudze mObywatel. Korzystanie z mWeryfikatora odbywa się na odrębnie 

określonych zasadach. 

7. Ogólne rozporządzenie o ochronie danych (RODO) – rozporządzenie Parlamentu Europejskiego i 

Rady (UE) nr 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku 

z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz 

uchylenia dyrektywy 95/46/WE (Dz. Urz. UE L 119 z 4.05.2016, str. 1, z późn. zm.). 

8. Minister Rodziny i Polityki Społecznej – minister właściwy do określenia wzoru legitymacji eme-

ryta-rencisty w drodze rozporządzenia wydanego na podstawie art. 68 ust. 4 ustawy z dnia 13 

października 1998 r. o systemie ubezpieczeń społecznych (Dz.U. z 2022 r. poz. 1009, 1079, 1115, 

1265, 1933 i 2185). 

9. Regulamin – regulamin Aplikacji. 

10. Rejestr Zakładu Ubezpieczeń Społecznych (Rejestr ZUS) – rejestr przechowujący dane Użytkow-

ników posiadających ważną legitymację emeryta lub rencisty. 
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11. Ustawa o informatyzacji – Ustawa z dnia 17 lutego 2005 r. o informatyzacji działalności podmio-

tów realizujących zadania publiczne (Dz.U. z 2021 r. poz. 2070, z późn. zm.). 

12. Użytkownik – osoba korzystająca z usługi Legitymacji emeryta-rencisty w Aplikacji. Pojęcie może 

być używane w niniejszym dokumencie odpowiednio w liczbie mnogiej „Użytkownicy” lub w licz-

bie pojedynczej „Użytkownik”. 

§ 2. Informacje ogólne  

1. Niniejszy dokument stanowi załącznik do Regulaminu, który określa m.in. warunki techniczne 

oraz postanowienia licencyjne dotyczące korzystania z Aplikacji. Regulamin udostępniony jest 

nieodpłatnie na stronie podmiotowej Ministra w Biuletynie Informacji Publicznej, w formacie 

PDF, która umożliwia jego pobranie, utrwalenie i wydrukowanie. 

2. Podstawę prawną pobrania danych mLegitymacji stanowi art. 19e ust. 2 pkt 2 ustawy o informa-

tyzacji, zgodnie z którym Minister zapewnia działanie systemu teleinformatycznego, który po-

zwala, przy użyciu publicznej aplikacji mobilnej, na pobranie dokumentu elektronicznego zawie-

rającego dane dotyczące sytuacji prawnej Użytkownika lub praw mu przysługujących oraz § 3 

ust. 1 pkt 2 rozporządzenia Ministra Rodziny i Polityki Społecznej z dnia 3 marca 2022 w sprawie 

legitymacji emeryta-rencisty, zgodnie z którym mLegitymacja wydawana jest przez udostępnie-

nie danych umożliwiające ich pobranie w ramach usługi pozwalającej na obsługę mLegitymacji 

przy użyciu publicznej aplikacji mobilnej. 

3. Za zgodność danych osobowych zawartych w mLegitymacji odpowiada Użytkownik, który jest 

zobowiązany do ich aktualizacji. W przypadku stwierdzenia, że dane znajdujące się na mLegity-

macji są nieprawidłowe lub nieaktualne, należy zgłosić ten fakt do Zakładu Ubezpieczeń Społecz-

nych. 

4. Korzystanie z usługi mLegitymacji nie zwalnia Użytkownika z obowiązków wynikających z przepi-

sów prawa. Zbieranie danych innych Użytkowników, posługiwanie się nimi czy ich publikacja 

podlegają ograniczeniom prawnym wynikającym m.in. z przepisów służących ochronie danych 

osobowych, dóbr osobistych i prywatności. 

5. Aplikacja umożliwia pobranie mLegitymacji osobie, której dane znajdują się w Rejestrze ZUS. Po-

branie mLegitymacji możliwe jest bez konieczności wnioskowania o nią oraz po zalogowaniu się 

do Aplikacji. 

6. Instalacja dostarczanych cyklicznie przez Ministra aktualizacji Aplikacji jest konieczna dla jej pra-

widłowego działania i należytego zabezpieczenia zawartych w niej danych. Zaleca się instalowa-

nie takich aktualizacji niezwłocznie po ich udostępnieniu za pomocą sklepów z aplikacjami. 

§ 3. Usługa Legitymacja emeryta-rencisty (Usługa mLegitymacja)  

1. Usługa mLegitymacja pozwala na pobranie przez Użytkownika, danych z bazy Rejestru ZUS oraz z 

usługi mObywatel oraz przechowywanie ich w postaci zaszyfrowanej w urządzeniu mobilnym 

Użytkownika, a także ich okazywanie lub przekazywanie. 

2. Pobranie mLegitymacji i korzystanie z niej jest nieodpłatne. Korzystanie przez Użytkownika 

z usług transmisji danych lub połączeń głosowych w związku z pobraniem lub korzystaniem z 

mLegitymacji może wiązać się z opłatami naliczanymi przez operatora telekomunikacyjnego, 

który świadczy Użytkownikowi usługi telekomunikacyjne. 

3. Dane dostępne w usłudze mLegitymacji pochodzą z Rejestru ZUS oraz Usługi mObywatel i zostały 

pobrane przez osobę, która została uwierzytelniona Certyfikatem. 

https://mc.bip.gov.pl/publiczna-aplikacja-mobilna/informacje-o-publicznej-aplikacji-mobilnej.html
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4. Posługiwanie się mLegitymacją przez Użytkowników jest dobrowolne i nie jest prawnym obo-

wiązkiem obywateli Rzeczypospolitej Polskiej. 

5. Do aktywacji i aktualizacji usługi mLegitymacji niezbędne jest posiadanie ważnego Certyfikatu. 

§ 4. Użytkownicy 

Użytkownikami korzystającymi z usługi Legitymacji emeryta-rencisty mogą być wyłącznie osoby mające 

obywatelstwo polskie, które spełniają jednocześnie dwa poniższe warunki: 

1) mają ważny Certyfikat; 

2) posiadają ważną decyzję ZUS o przyznaniu lub zawiadomienie o podjęciu wypłaty emerytury lub 

renty. 

§ 5. Aktywacja usługi Legitymacja emeryta-rencisty 

1. Aktywacja usługi mLegitymacji w Aplikacji: 

1a) jeśli na telefonie jest już zainstalowana aplikacja mObywatel należy: 

 uruchomić aplikację mObywatel i zalogować się do niej, 

 na pulpicie aplikacji wybrać opcję „Dodaj dokument” - w dolnej części ekranu, 

 na wyświetlonej liście dokumentów wskazać: Legitymacja emeryta - rencisty 

 na pulpicie aplikacji pojawi się ikona legitymacji. 

1b) jeśli na telefonie nie ma zainstalowanej aplikacji mObywatel należy, 

 pobrać i zainstalować Aplikację mObywatel, aplikacja znajduje się wyłącznie w skle-

pach: 

a. Google Play lub 

b.  App Store. 

 uruchomić aplikację i wybrać opcję „Zaczynamy”, 

 zaakceptować regulamin oraz politykę prywatności, 

 wyrazić zgodę dla systemu Android lub iOS na używanie zasobów systemowych, 

 wybrać funkcję „Dalej” a następnie nazwać swoje urządzenie i ustawić hasło, 

 hasło musi mieć minimum 8 znaków i co najmniej: jedną dużą, jedną małą literę, 

jedną cyfrę, jeden znak specjalny, 

 następnie należy wybrać opcję „Dodaj swój pierwszy dokument”, wybierając z listy 

Legitymację emeryta – rencisty, 

 potwierdzić tożsamość” przy użyciu wybranego środka identyfikacji elektronicznej 

(profil zaufany, E-dowód, wybrane banki). 

2. Ważność usługi mLegitymacji powiązana jest z ważnością Certyfikatu. 

3. Certyfikat jest wykorzystywany do: 

1) pobrania i podpisania danych w mLegitymacji; 

2) zabezpieczenia (zaszyfrowania) danych zawartych w dokumencie elektronicznym pobie-

ranym z Rejestru ZUS; 

3) zapewnienia, że przekazywane dane w ramach mLegitymacji są tożsame z danymi pobra-

nymi z Rejestru ZUS oraz usługi mObywatel. 

4. Do potwierdzenia tożsamości Użytkownika przy użyciu Certyfikatu oraz pobrania danych z Reje-

stru ZUS niezbędne jest aktywne połączenie internetowe. 

5. Użytkownik może aktywować mLegitymację i pobrać dane z Rejestru ZUS na jednym urządzeniu. 
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6. Poza funkcjami prezentacji uprawnień, a także ich weryfikacji, mLegitymacja nie oferuje funkcji 

eksportu ani importu danych. 

7. Dostęp do danych przechowywanych w mLegitymacji jest zabezpieczony hasłem w Aplikacji 

zgodnie z Regulaminem . 

§ 6. Funkcje usługi Legitymacji emeryta-rencisty dla Użytkowników usługi mObywatel 

1. Prawidłowo aktywowana mLegitymacja umożliwia Użytkownikowi korzystanie z następujących 

funkcji:  

1) okazanie danych na ekranie urządzenia Użytkownika, o których mowa w § 7 ust. 6; 

2) przekazanie danych Użytkownika do mWeryfikatora w celu weryfikacji (funkcja „Prze-

każ”); 

3) aktualizowanie danych Użytkownika (funkcja „Aktualizuj”); 

4) usunięcie usługi mLegitymacji z Aplikacji (funkcja „Odinstaluj usługę”). 

2. Użytkownik może okazać innej osobie mLegitymację. Funkcja dostępna jest po uruchomieniu 

Aplikacji i po wybraniu mLegitymacji. Ekran prezentacji danych uwierzytelniają elementy zabez-

pieczeń wizualnych w postaci: 

1) hologramu stanowiącego wizerunek orła ustalony jak dla godła Rzeczypospolitej Polskiej, 

w którym kolory zmieniają się pod wpływem zmiany położenia żyroskopu urządzenia;  

2)  ruchomego elementu graficznego, prezentującego biało-czerwoną flagę Rzeczypospolitej 

Polskiej; 

3) gilosza umieszczonego jako tło mLegitymacji, w którym kolory zmieniają się pod wpły-

wem zmiany położenia żyroskopu urządzenia; 

4) zegara mierzącego aktualny czas liczony w godzinach, minutach i sekundach, zmieniający 

się dynamicznie wraz z biegiem czasu. 

3. Funkcja „Przekaż” pozwala na przekazanie do weryfikacji aplikacji mWeryfikator danych Użyt-

kownika usługi mLegitymacji w postaci kodu QR. Przekazanie danych przebiega w następujący 

sposób: 

1) Użytkownik usługi Legitymacji emeryta-rencisty wywołuje funkcję „Przekaż”; 

2) w mLegitymacji wyświetla się graficzny, kwadratowy kod QR, który zawiera informację o 

czasie jego wygenerowania. Po zamknięciu Aplikacji lub wygaśnięciu jej sesji, przekazanie 

danych wymaga ponownego wygenerowania kodu QR; 

3) użytkownik mWeryfikatora odczytuje kod QR za pomocą aparatu fotograficznego urzą-

dzenia mobilnego, którym się posługuje; 

4) następuje przekazanie danych zawartych w kodzie QR do urządzenia mobilnego użytkow-

nika mWeryfikatora. mWeryfikator nie przechowuje pobranych danych. 

4. Funkcja aktualizacji danych wymaga potwierdzenia tożsamości Użytkownika przy użyciu Certyfi-

katu. 

5. Usunięcie mLegitymacji Użytkownika następuje również automatycznie w przypadku dezaktywa-

cji usługi mObywatel. 

§ 7. Prywatność i bezpieczeństwo 

1. Administratorem danych osobowych Użytkownika pobieranych z Rejestru ZUS, o których mowa 

w ust. 9 jest ZUS, z siedzibą przy ul.Szmocka 3/5, 01-748, Warszawa. 



 Strona 5 / 7 

 

2. Wyżej wymieniony Administrator powołał Inspektora Ochrony Danych, z którym można kontak-

tować się w sprawach dotyczących przetwarzania danych osobowych korespondencyjnie na ad-

res: Inspektor Ochrony Danych, Zakład Ubezpieczeń Społecznych, ul. Szamocka 3, 5, 01-748 War-

szawa, bądź na adres e-mail: ODO@zus.pl. 

3. Administratorem danych osobowych Użytkownika zawartych w Certyfikacie oraz w usłudze mO-

bywatel, tj. imię i nazwisko, wizerunek twarzy oraz numer PESEL Użytkownika jest Minister, ma-

jący swą siedzibę w Kancelarii Prezesa Rady Ministrów, al. Ujazdowskie 1/3, 00-583 Warszawa. 

4. Z Administratorem można się kontaktować na podany wyżej w ust.3 adres lub na adres ul. Kró-

lewska 27, 00-060 Warszawa lub elektronicznie, na adres: Kancelaria.Krolewska@mc.gov.pl lub 

na adres skrytki ePUAP: /MAiC/SkrytkaESP. 

5. Administrator wyznaczył Inspektora Ochrony Danych, z którym można się kontaktować w spra-

wach związanych z przetwarzaniem danych osobowych przez Ministra bezpośrednio pod adre-

sem: iod@mc.gov.pl. 

6. Dane przetwarzane są na podstawie art. 6 ust.1 lit. e RODO w związku z art. 19e – 19j Ustawy z 

dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne 

(Dz.U. z 2021 r. poz. 2070, z późn. zm.). 

7. Celem przetwarzania danych jest możliwość korzystania z mLegitymacji w aplikacji mObywatel. 

8. Zgodnie z art. 19h ustawy o informatyzacji Minister przetwarza w Systemie dane osobowe użyt-

kowników Aplikacji w zakresie niezbędnym do obsługi dokumentów elektronicznych oraz realiza-

cji czynności, o których mowa w art. 19e, a także zapewnienia bezpieczeństwa teleinformatycz-

nego i bezpieczeństwa obrotu prawnego. Dane przetwarzane są przez okres 6 lat od dnia ostat-

niej aktywności użytkownika w Systemie. Dane nie są przetwarzane w celach marketingowych. 

9. W ramach mLegitymacji w Aplikacji przetwarza się następujące dane: 

1) pierwsze imię Użytkownika mLegitymacji; 

2) drugie imię Użytkownika; 

3) nazwisko Użytkownika; 

4) numer PESEL Użytkownika; 

5) numer Legitymacji; 

6) wizerunek twarzy Użytkownika; 

7) rodzaj świadczenia; 

8) termin ważności mLegitymacji; 

9) Oznaczenie organu rentowego, który wydał mLegitymację. 

10. Osobie, której dane są przetwarzane w systemie teleinformatycznym, o którym mowa w art. 19e 

ust. 2 ustawy o informatyzacji, przysługuje w dowolnym momencie – zgodnie z Ogólnym rozpo-

rządzeniem o ochronie danych: 

1) prawo dostępu do treści danych;  

2) prawo do sprzeciwu do przetwarzania danych;  

3) prawo do ograniczenia przetwarzania danych osobowych przez Ministra; w takim przy-

padku Minister oznaczy te dane i nie będzie ich przetwarzał w systemie do czasu wyja-

śnienia sprawy (poza ich przechowywaniem). 

11. Osobie, której dane są przetwarzane, przysługuje prawo do wniesienia skargi do Prezesa Urzędu 

Ochrony Danych Osobowych, ul. Stawki 2, 00-193 Warszawa. 

12. Minister gromadzi dane statystyczne dotyczące mLegitymacji w zakresie liczby: 

1) aktywacji mLegitymacji; 

2) akcji aktualizacji danych i wydania Certyfikatów; 

mailto:odo@zus.pl
mailto:Kancelaria.Krolewska@mc.gov.pl
mailto:iod@mc.gov.pl
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3) zgłoszonych utrat telefonów; 

4) zgłoszonych problemów. 

13. Dane, o których mowa w ust. 9 są przetwarzane wyłącznie w trakcie korzystania z mLegitymacji i 

w celu dostarczenia obywatelom usługi umożliwiającej prezentację danych z Rejestru ZUS oraz 

zapewnienia bezpieczeństwa teleinformatycznego i bezpieczeństwa obrotu prawnego. 

14. Minister nie gromadzi informacji o skorzystaniu przez Użytkowników z funkcji elektronicznego 

przekazania danych do mWeryfikatora. 

15. Minister jest podmiotem przetwarzającym dane, o których mowa w ust. 9, na podstawie porozu-

mienia zawartego z administratorem tych danych (ZUS). 

16. Dane osobowe, o których w ust. 9, będą również przetwarzane przez: Centralny Ośrodek Infor-

matyki, Aleje Jerozolimskie 132-136, 02-305 Warszawa oraz Naukową i Akademicką Sieć Kompu-

terową - Państwowy Instytut Badawczy, ul. Kolska 12, 01-045 Warszawa, jako odpowiednio: 

1) podmiot przetwarzający dane osobowe, 

2) dalszy podmiot przetwarzający dane osobowe. 

17. Dane osobowe mogą być przekazywane do organów publicznych i urzędów państwowych lub 

innych podmiotów upoważnionych na podstawie przepisów prawa lub wykonujących zadania 

realizowane w interesie publicznym lub w ramach sprawowania władzy publicznej. 

18. Uruchomienie mLegitymacji w Aplikacji jest dobrowolne, ale wiąże się z przetwarzaniem danych 

osobowych w zakresie niezbędnym do świadczenia usługi. Niepodanie danych będzie skutkowało 

brakiem możliwości skorzystania z usługi. 

19. Dane osobowe, przetwarzane w systemie teleinformatycznym, o którym mowa w art. 19e ust. 2 

ustawy o informatyzacji, nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, w tym 

profilowaniu. 

20. Dane osobowe nie są przekazywane do państw trzecich oraz organizacji międzynarodowych. 

§ 8. Odpowiedzialność 

1. Minister informuje, że Użytkownik ponosi pełną odpowiedzialność za naruszenie prawa bądź 

szkodę wyrządzoną działaniem Użytkownika związanym z korzystaniem przez niego z mLegityma-

cji, w szczególności posłużeniem się lub podaniem do wiadomości publicznej danych innych Użyt-

kowników, uzyskanych za pomocą funkcji oferowanych przez mLegitymację, w tym naruszenie 

ich dóbr osobistych, prywatności lub zasad przetwarzania danych osobowych. 

2. Minister informuje, że w szczególności nie ponosi odpowiedzialności za: 

1) szkody będące wynikiem nieaktualizowania Aplikacji przez Użytkownika lub niezastoso-

wania się do zaleceń określonych w Regulaminie; 

2) szkody będące wynikiem posłużenia się mLegitymacją w sytuacji gdy usługi te zawierają 

nieaktualne dane o uprawnieniach; 

3) szkody będące wynikiem korzystania przez Użytkownika z mLegitymacji w sposób nie-

zgodny z prawem lub Regulaminem; 

4) jakość i dostępność usług telekomunikacyjnych, niezbędnych do korzystania z mLegityma-

cji, świadczonych przez operatora telekomunikacyjnego, z którego usług korzysta Użyt-

kownik; 

5) nieprawidłowości funkcjonowania mLegitymacji wynikających z nieprawidłowości działa-

nia systemu operacyjnego lub urządzenia mobilnego, z którego korzysta Użytkownik. 
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3. Minister przewiduje dalszy rozwój Aplikacji oraz wprowadzania nowych funkcji w przyszłości, co 

może powodować konieczność aktualizowania mLegitymacji, w tym powstanie obowiązku po-

twierdzania zapoznania się z nowymi wersjami Regulaminu. O rozszerzeniu funkcji i wynikających 

z nich zmian w użytkowaniu Minister informuje na swojej stronie podmiotowej w Biuletynie In-

formacji Publicznej. 

4. Minister informuje, że ze względu na specyfikę technologii informatycznych korzystanie z funkcji 

mLegitymacji wymagających dostępu do Internetu (aktywacja, aktualizacja danych) może być re-

alizowane z przerwami lub z ograniczeniami wynikającymi z mocy obliczeniowej infrastruktury 

informatycznej Ministra. 

§ 9. Postanowienia końcowe  

1. Użytkownik w dowolnym momencie może zakończyć korzystanie z mLegitymacji poprzez odin-

stalowanie usługi mLegitymacji w Aplikacji lub dezaktywację Aplikacji w urządzeniu mobilnym. 

2. Regulamin może ulec zmianie wraz z kolejnymi wydaniami mLegitymacji. Zmiana jest wiążąca dla 

Użytkowników, którzy zainstalują takie wydanie mLegitymacji. Jeśli użytkownik nie zgadza się z 

nowym brzmieniem Regulaminu ma możliwość w każdej chwili odinstalować Aplikację. 

3. Regulamin jest udostępniony nieodpłatnie w Aplikacji z możliwością jego pobrania, utrwalenia i 

wydrukowania. 

https://mc.bip.gov.pl/publiczna-aplikacja-mobilna/informacje-o-publicznej-aplikacji-mobilnej.html
https://mc.bip.gov.pl/publiczna-aplikacja-mobilna/informacje-o-publicznej-aplikacji-mobilnej.html
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