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Додаток 4 до Регламенту   

Сервіс mLegitymacja studencka - доступні функції, захист 

персональних даних   

Сервіс дозволяє користуватися учнівським квитком mLegitymacja - електронним 

документом, який має таку ж функцію та юридичну силу, як і посвідчення особи, видане 

на паперовому носії або у формі пластикової картки (е-legitymacja). Скориставшись 

сервісом mLegitymacja studencka, Ви можете: 

- підтвердити, що Ви є студентом відповідного університету, 

 - користуватися пільгами та перевагами при пред'явленні посвідчення особи. 

Кожного разу, коли в Додатку з'являється термін, що пишеться з великої літери і не 

визначений у Визначеннях, він має значення, надане йому в Регламенті. 

§ 1 Визначення: 

1. Сертифікат Учня - сертифікат, зазначений у статті 19e ч. 2b п. 1 Закону про 

інформатизацію, що дозволяє підтвердити цілісність і походження електронних 

документів, а також підтвердити або передати персональні дані Користувача, 

виданий в рамках сервісу mLegitymacja. 

2. Система - система ІКТ, надана Міністром цифризації, яка дозволяє ректору 

університету видавати учнівський квиток та генерувати персональні дані учня та 

дані, що підтверджують статус учнівського квитка. 

3. Університет - університет, який видає учнівський квиток. 

§ 2 Загальна інформація 

1. Сервіс являє собою mLegitymacja studencka - учнівське посвідчення, про яке 

йдеться у статті 74 ч. 4 Закону від 20 липня 2018 року. Закон про вищу освіту і 

науку (Законодавчий вісник 2022 р. поз. 574) - і є електронним документом, що 

містить дані про правове становище користувача публічного мобільного додатку 

або права, на які він має право, як зазначено в статті 19e ч. 2 п. 2 Закону про 

інформатизацію. 

§ 3 Користувачі 

1. Користувачами сервісу mLegitymacja, далі - mLegitymacja, можуть бути лише 

особи, які відповідають наступним двом умовам: 

1) отримали номер PESEL; 
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2) особи, яким Університет видав документ про освіту, - далі за текстом 

"Учні" або окремо "Учень". 

2. Учневі забороняється: 

1) надання Додатку в користування іншій особі, 

2) надати одноразовий QR-код та пароль від Університету для доступу до 

Сервісу 

§ 4 Активація Сервісу 

1. При першому використанні Сервісу здійснюється активація Сервісу. 

2. Для активації Сервісу потрібне активне підключення до мережі Інтернет. 

3. Активація Сервісу складається з: 

1) звернення Учня до Університету із заявою про отримання mLegitymacja; 

2) надання прав в Системі відповідним Університетом, завантаження фото 

Учня в Систему, генерація QR-коду та одноразового коду для активації 

mLegitymacja; 

3) авторизація в Додатку; 

4) завантаження QR-коду та введення користувачем коду активації 

mLegitymacja; 

5) завантаження персональних даних Учня із Системи. 

4. Одноразовий код активації та QR-код дійсний протягом 30 днів з моменту його 

генерації в системі. 

5. Учень може активувати Сервіс та завантажувати дані з Системи лише на одному 

мобільному пристрої. 

6. Після завантаження даних із Системи автоматично створюється та 

завантажується до Сервісу учнівський квиток. Учнівський квиток закріплюється за 

Учнем та мобільним пристроєм, яким він користується. 

7. Термін дії Учнівського квитка обмежений у часі і дорівнює терміну дії учнівського 

квитка, виданого Учневі  відповідно. 

8. Університет не може надати авторизацію в Системі та активувати Сервіс - якщо 

особа не виконує умови, викладені в § 3 ч. 1 цього додатку до Регламенту, 

зокрема, якщо надійшла заява про втрату або пошкодження квитка відповідно, 

або якщо здійснюється спроба активувати Сервіс на наступному мобільному 

пристрої. 

9. Окрім функцій електронної передачі даних та електронної верифікації 

персональних даних, Додаток не пропонує функцій експорту або імпорту даних. 

10. Доступ до даних, що зберігаються на Сервісі, захищений паролем у Додатку 

відповідно до Регламенту. 

§ 5 Функції mLegitymacjа 

1. Відображення mLegitymacja на екрані мобільного пристрою: 
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1) пред'явлення mLegitymacja, оформленої у встановленому законом 

порядку, має такий самий ефект, як і пред'явлення учнівського квитка; 

2) дозволяє особі, уповноваженій перевіряти квиток, оцінити автентичність 

учнівського квитка на основі, серед іншого, наступних графічних 

елементів: 

a) фотокартка особи, яка легалізується, 

b) номер квитка та вік користувача, 

c) статус: "дійсний" або "недійсний", 

d) голограма - зовнішній вигляд якої дає зрозуміти, що вона не є 

статичним зображенням, а фактично генерується Додатком, 

e) прапор Польщі - зовнішній вигляд якого дозволяє зробити 

висновок, що він не є статичним зображенням, а фактично 

згенерований Додатком, 

f) термін, на який видається. 

2. Перенесення даних з сервісу mLegitymacja до додатку mWeryfikator. 

1) Електронна передача даних Учня користувачу додатку mWeryfikator 

дозволяє надсилати певні дані, що містяться в mLegitymacja, користувачу 

додатку mWeryfikator. 

2) Учень, який подає дані, повинен: 

a) У Додатку обрати функцію "Передача"; 

b) вибрати та прийняти опцію "Передача даних" при появі 

відповідного повідомлення; 

c) Після відображення квадратного графічного коду (надалі - "QR-

код") у Додатку, Користувач Додатку mWeryfikator може зчитати 

цей QR-код за допомогою камери свого мобільного пристрою. QR-

код містить інформацію про час і дійсний протягом 10 хвилин з 

моменту його генерації. Після закінчення цього часу передача 

даних вимагає повторної генерації QR-коду. 

d) Після коректного сканування QR-коду між мобільними пристроями 

Учня та користувача додатку mWeryfikator встановлюється 

Bluetooth-з'єднання та виконується звірка часу пристроїв, який не 

повинен відрізнятися більше ніж на 5 (п'ять) хвилин. У разі різниці 

в часі більше 5 (п'яти) хвилин або закінчення терміну дії QR-коду, 

передача даних не відбудеться. 

e) Після встановлення з'єднання Додаток передає Додатку 

mWeryfikator дані Учня, який передає дані, що дозволяє 

відобразити їх у Додатку mWeryfikator та перевірити дійсність його 

Сертифікату.  Користувач Додатку mWeryfikator може додатково 

перевірити передані дані в режимі онлайн, скориставшись 

функцією перевірки дійсності Сертифікату. 
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f) Після коректного завершення електронної верифікації 

персональних даних Учня дані, що стосуються проведеної 

верифікації, зберігаються в сервісі mLegitymacja (функція "Історія"). 

3) Наступні дані передаються при використанні вищевказаної функції 

"Передача": 

a) номер посвідчення особи та дата її видачі, 

b) ім'я (імена) та прізвище Учня, 

c) вік Учня, 

d) дата закінчення терміну дії mLegitymacja, 

e) назва та адреса університету, 

f) фото зниженої якості. 

4) Додаток mWeryfikator не зберігає дані Учня, дані якого були перевірені за 

допомогою цього додатку. Усі дані, що стосуються цього Учня, 

видаляються з програми mWeryfikator, коли Користувач виходить з екрану 

відображення даних. 

3. Всі випадки передачі даних користувачу Додатку mObywatel фіксуються в 

"Історії". Функція "Історія" дозволяє переглянути історію верифікації 

персональних даних за допомогою Додатку mWeryfikator, що містить лише 

ідентифікатор користувача Додатку mWeryfikator та дату і час передачі даних. 

4. Функція "Історія" зберігає дані, зазначені в попередньому пункті, протягом 1 

року з дати їх зберігання на Сервісі. 

§ 6 Недійсність mLegitymacjа та видалення даних Учня: 

1. Функція видалення даних з Додатку (доступна з меню Додатку) видаляє всі дані, що 

зберігаються в Додатку, та скасовує Сертифікат. При використанні цієї функції 

Додаток не видаляється з мобільного пристрою, але - для того, щоб 

використовувати його знову - його необхідно активувати відповідно до § 4 цього 

додатку. 

 Анулювання mLegitymacja здійснюється Університетом. Воно відбувається у разі: 

1) втрата чинності виданого Студенту студентського квитка; 

2) втрата mLegitymacja внаслідок пошкодження, несправності або втрати 

мобільного пристрою, на якому зберігалася mLegitymacja; 

3) при переведенні Студента до іншого Університету; 

4) за бажанням Студента. 

§ 7 Конфіденційність і безпека 

1. Підставою для обробки персональних даних у Додатку Міністра цифризації є статті 

19f та 19h Закону про інформатизацію. 

2. Відповідно до статті 19h Закону про інформатизацію, Міністр інформатизації 

обробляє персональні дані користувачів публічного мобільного додатку в ІКТ-

системі, зазначеній у статті 19e, в обсязі, необхідному для обробки електронних 
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документів (mLegitymacja), а також для забезпечення безпеки ІКТ та безпеки 

юридичних транзакцій. 

3. Студент має право в будь-який час до: 

1) доступ до змісту даних, 

2) вимагати від Університету виправлення та уточнення своїх даних, 

3) видалити дані, наприклад, за допомогою функції "видалити дані з Додатку". 

4. Студент також має право обмежити обробку персональних даних у випадках, 

передбачених статтею 18 Загального регламенту про захист даних. У такому випадку 

Міністр, на підставі запиту Студента, позначить дані в системі, що зберігає 

студентські квитки, і не буде - поза правом на володіння - обробляти дані, навіть у 

статистичних цілях, до з'ясування справи. 

5. Якщо Студент більше не бажає користуватися квитком, він може звернутися до 

Університету з проханням про його анулювання. 

6. У разі втрати, крадіжки або іншої втрати мобільного пристрою Студент повинен 

негайно повідомити про це Університет. 

7. Для створення Студентського квитка при активації Сервісу та управління 

Студентськими квитками, в тому числі ведення списку активних Студентських 

квитків, Міністр обробляє дані Студента: ім'я, прізвище, номер студентського квитка 

та номер PESEL. 

8. Міністр збирає статистику по Сервісу в кількісному вираженні щодо: 

1) активації mLegitymacja, 

2) дії з видачі Сертифікатів, 

3) недійсні mLegitymacja, 

4) повідомлені проблеми. 

9. З урахуванням наступних пунктів, Міністр не обробляє дані про з'єднання між 

мобільним пристроєм Студента, який використовує mLegitymacja, та користувачем 

Додатку mWeryfikator. Міністр також не збирає інформацію про використання 

студентами функції електронної передачі даних або електронної перевірки 

персональних даних. 

10. При використанні функції перевірки дійсності студентського квитка (перевірка 

дійсності студентського квитка онлайн) за допомогою додатку mWeryfikator Міністр 

збирає наступні дані: 

1) ідентифікатор користувача Додатку mWeryfikator; 

2) номер Сертифікату Студента, що подається, підтверджений за допомогою 

додатку mWeryfikator. 

11. Метою збору вищезазначених даних є перевірка правильності обробки процесу 

перевірки дійсності Сертифікату Студента та виявлення можливих помилок і 

вразливостей безпеки. 

12. Дані, зазначені в цьому пункті, зберігаються протягом 6 років з дня останньої 

активності Користувача в ІКТ-системі Додатка (ст. 19h Закону про інформатизацію). 

Дані не обробляються в маркетингових цілях. Адміністратором даних, що містяться 
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в mLegitymacja, є Університет, в якому навчається Студент. Дані не обробляються в 

маркетингових цілях. 

13.  Адміністратором даних, що містяться в mLegitymacja, є Університет, в якому 

навчається Студент. 

14. Адміністратором персональних даних Користувача, включених до Студентського 

квитка, є Міністр, місцезнаходженням якого є Канцелярія Голови Ради Міністрів, вул. 

Алеє Уяздовськє 1/3, 00-583 Варшава.  З адміністратором можна зв'язатися за 

вищевказаною адресою або за адресою: вул. Крулевська 27, 00-060 Варшава або 

електронною поштою, за адресою: вул. Крулевська 27, 00-060 Варшава: 

Kancelaria.Krolewska@mc.gov.pl або на адресу електронної скриньки ePUAP: 

/MAiC/SkrytkaESP. Адміністратор призначив відповідального за захист даних, до 

якого можна звертатися з питань, пов'язаних з обробкою персональних даних, 

безпосередньо до Міністра за адресою: iod@mc.gov.pl. 

15. Дані не обробляються в маркетингових цілях. 

16. Персональні дані Користувача також зможуть оброблятися відповідно процесорами 

від імені адміністратора (Міністра), а саме: 

1) Центральний центр інформатики, вул. Алеє Єрозолімськє 132-136, 02-305 

Варшава, 

2) Науково-академічна комп'ютерна мережа - Національний науково-дослідний 

інститут, вул. Кольська 12, 01-045 Варшава. 

17.  Персональні дані можуть передаватися органам державної влади та управління 

або іншим суб'єктам, уповноваженим законом або виконуючим завдання, що 

здійснюються в інтересах суспільства або при здійсненні публічної влади. 

18. Персональні дані Користувача не підлягають автоматизованому прийняттю рішень, 

в тому числі профайлінгу. 
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